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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI members and non-members, and can be found
in SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in respect
of ETS standards’, which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web server
(http://www.etsi.org/ipr).

Pursuant to the ETSI IPR Policy, no investigation, including | PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in SR 000 314 (or the updates on the ETSI Web server)
which are, or may be, or may become, essential to the present document.

Foreword

This Technical Specification (TS) has been produced by the Special Mobile Group (SMG).

The present document provides a mechanism giving reliable transfer of signalling messages within the digital cellular
telecommunications system (Phase 2/Phase 2+).

The contents of the present document is subject to continuing work within SMG and may change following formal SMG
approval. Should SMG modify the contents of the present document it will be re-released with an identifying change of
release date and an increase in version number as follows:

Version 8.xX.y
where:
8 indicates Release 1999 of GSM Phase 2+.

X the second digit isincremented for al changes of substance, i.e. technical enhancements, corrections, updates,
etc.

y thethird digit isincremented when editorial only changes have been incorporated in the specification.
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1 Scope

The present document specifies the protocols for connection management of packet data on signalling channels which is
applied on the air interface, the PDSS1 protocol and the PDSS2 protocol.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For aspecific reference, subsequent revisions do not apply.
« For anon-specific reference, the latest version applies.

« A non-specific reference to an ETS shall also be taken to refer to later versions published as an EN with the same
number.

* For this Release 1999 document, references to GSM documents are for Release 1999 versions (version 8.xX.y).

[1] GSM 01.04: "Digital cellular telecommunications system (Phase 2+); Abbreviations and
acronyms".
[2] GSM 02.63: "Digital cellular telecommunications system (Phase 2+); Packet Data on Signalling

channels service (PDS) Service description, Stage 1".

[6] GSM 03.63: "Digital cellular telecommunications system (Phase 2+); Packet Data on Signalling
channels service (PDS) Service description, Stage 2".

[3] GSM 04.06: "Digital cellular telecommunications system (Phase 2+); Mobile Station - Base
Station System (MS - BSS) interface DataLink (DL) layer specification”.

[4] GSM 04.07: "Digital cellular telecommunications system (Phase 2+); Mobile radio interface
signalling layer 3 General aspects".

[5] GSM 04.08: "Digital cellular telecommunications system (Phase 2+); Mobile radio interface
layer 3 specification”.

[7] GSM 08.56: "Digital cellular telecommunications system (Phase 2+); Base Station Controller -
Base Transceiver Station (BSC - BTS) interface Layer 2 specification”.

3 Definitions and abbreviations

3.1 Definitions

Definitions used in the present document are also defined in GSM 02.63 and GSM 04.07.
Idle phase: A protocol entity isin the idle phase when.
TI flag: See GSM 04.07.

Transaction Identifier (T1): See GSM 04.07.
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3.2 Abbreviations
Abbreviations used in the present document are also listed in GSM 01.04 [1].

For the purposes of the present document, the following abbreviations apply:

CM: Connection Management

MM: (See GSM 04.07)

PDSS1: Packet Data on Signalling channels Service 1
PDSS2: Packet Data on Signalling channels Service 2
RR: (See GSM 04.07)

TI: Transaction Identifier

4 Applicability

Support of the PDSS1 protocol is optional in the mobile station and in the network. Support of the PDSS2 protocol is
optional in the mobile station and in the network.

If amobile station supports the PDSSL protocol, it must support it on both the main and the slow associated data link.

5 Main concepts

The present document specifies the protocols for connection management of packet data on signalling channels which is
applied on the air interface: the

« PDSSL1 (Packet Data on Signalling channels Service 1) protocol, and the

« PDSS2 (Packet Data on Signalling channels Service 2) protocol.

Both are protocols of the Connection Management (CM) sublayer (see GSM 04.07).
PDSS1 and PDSS2 transactions can be active in paralel to other CM transactions.

A PDSS1 transaction may be initiated by the mobile station or the network. A PDSS2 transaction shall only be
initiated by the mobile station.

The present document describes the PDSS1 and PDSS2 protocols with regard to two peer entities, onein a mobile
station, the other one in the network. The call control entities are described as communicating finite state machines
which exchange messages across the radio interface and communicate internally with other protocol (sub)layers.(see
notel In the model, for PDSSL, for each Transaction Identifier (T1) value there are two protocol entitiesin the mobile
station and two protocol entities in the network: one which may originate a transaction and one which may use the
transaction originated bt its peer entity; the protocol entity receiving messages with agiven Tl and Tl flag value x may
send messages with equal Tl value and with TI flag value (1-x) mod 2. The originator uses Tl flag value 0. A protocol
entity isidle (also called: in the idle phase) until it has received a message from its peer entity or lower or higher layers
have passed an abstract service primitiveto it.

[NOTE: Text not yet approved for this version].
In particular, the
- PDSSL protocol usesthe MM and RR sublayer specified in GSM 04.08, and the
- PDSS2 protocol uses the RR sublayer specified in GSM 04.08.
This description in only normative as far as the consequential externally observable behaviour is concerned.

Certain sequences of actions of the two peer entities compose "elementary procedures’ which are used as a basis for the
description in the present document. These elementary procedures are defined in section 6 and 7.
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NOTE: Whereas PDSSI provides connections between mobile station and MSC, PDSS2 provides connections
between the mobile station and the PDSS2 support node, see GSM 03.63.

The mobile station receives on lower sublayers information from the network whether the mobile station is allowed to
establish a PDSS1 and/or PDSS2 connection. The network is informed by the mobile station in the classmark whether
the mobile station supports PDSS1 and/or PDSS2.

The PDSS1 and PDSS2 protocols may use the main signalling link or the slow associated signalling link for
communication, always on the SAP with SAPI=0 and in acknowledged mode (for the definition of these terms, see GSM
04.06). It isinformed by the network whether it is allowed to establish a PDSS1 and/or PDSS2 connection by sending
the SETUP and/or the IMMEDIATE SETUP message on the main signalling link and/or slow associated signalling link.
If the mobile station supports PDSS1 and/or PDSS2, it shall be able to receive messages of the supported protocol (s) on
both data links. Once a protocol entity in the mobile station has received a message, the mobile station shall send any
further message pertaining to the same transaction on the data link on which it had received the last message.

6 Elementary procedures for PDSS1

6.1 Overview

The elementary procedures for PDSS1 may be grouped into the following classes:
- PDSSI establishment procedures.
- PDSSL termination procedures.

- PDSS1 information phase procedures.

6.2 Procedures for establishment of a PDSS1 connection

The PDSS1 protocol entity in the mobile station or network in the idle phase shall on request of higher layersto
establish a connection, analyse the request: the request contains all information necessary for the SETUP message and
an indication whether the main or slow associated data link is to be used. The PDSS1 protocol entity shall then verify
whether:

1) useof theindicated link for PDSSL1 is possible and allowed;
and ask the MM sublayer whether:
2) establishment of a PDSS1 connection is possible and allowed.
- If one of these conditionsis not fulfilled, the request is rejected.

- If the MM connection establishment is possible and allowed and the use of the indicated link is possible and
alowed, the PDSSL1 protocol entity asks the MM sublayer to establish an MM connection. The request
contains a SETUP message to be transferred to the peer entity. The request from higher layers may already
contain data to be transferred which does not exceed a maximum allowed length. In this case the datais
included in the SETUP message.

- If the MM connection establishment fails or is rejected, the PDSS1 protocol entity aborts the establishment
and gives an appropriate information to higher layers; it then returns to the idle phase.

Anidle PDSS1 protocol entity shall on receipt of a SETUP message inform higher layers. If the SETUP message
contained a data part, it passes the data part to higher layers and then continues as follows:

- If higher layers accept the establishment, the PDSS1 protocol entity shall send a SETUP ACKNOWLEDGE
message to its peer entity and enter the PDSS1 information transfer phase. The acceptance from higher layers
may aready contain data to be transferred which does not exceed a maximum allowed length. In this case the
dataisincluded in the SETUP ACKNOWLEDGE message.
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- If higher layersreject the establishment, the PDSS1 protocol entity shall send a RELEASE COMPLETE message
with appropriate cause to its peer entity.

When a PDSS1 has transferred a SETUP message to its peer entity and receives as an answer a SETUP
ACKNOWLEDGE message, it informs higher layers and enters the PDSS1 information transfer phase.

Abnormal cases

1) If during the establishment of a PDSS1 connection higher layers decide to abort the establishment, the PDSS1
protocol entity shall react as specified in subclause 6.3.

2) If during the establishment of a PDSSL1 connection a lower layer failure occurs, the PDSSL protocol entity shall
abort the establishment and inform higher layers.

3) If the request from higher layers to establish a connection contained data with more than the maximum allowed
length, the protocol entity shall reject the request with appropriate cause.

4) If the response from higher layers to accept a connection contained data with more than the maximum allowed
length, the protocol entity shall reject the response with appropriate cause and then wait for further action from
higher layers.

5) If after having informed higher layers that a SETUP has been received, no valid response was received from
higher layers within 5 seconds, the protocol entity shall send a RELEASE COMPLETE message to its peer entity
and inform higher layers that the connection establishment has been aborted.

6) If after having sent the SETUP message, no valid response was received from the peer entity within 10 +
10-T200-(N DIV N201) seconds (where N isthe number of octets the SETUP message consisted of and T200
and N201 are as defined in GSM 04.06 for the used channel), the protocol entity shall send a RELEASE
COMPLETE message to its peer entity and inform higher layers that and why the connection establishment has
been aborted.

6.3 Procedures for release and termination of a PDSS1
connection

If during the establishment or information phase of a PDSS1 connection higher layers request to abort the establishment
or to terminate the connection, the PDSS1 protocol entity:

- if it has sent or received the SETUP message, shall send a RELEASE COMPLETE message and then ask MM to
release the MM connection; the request from higher layers may contain data to be transferred which does not
exceed a maximum allowed length; in this case the data shall be included in the RELEASE COMPLETE

Message;
- otherwise shall ask MM to release the MM connection.

If during the establishment or information phase of a PDSSL1 connection a PDSS1 protocol entity receives a RELEASE
COMPLETE message from its peer entity, it shall inform higher layers and ask MM to release the MM connection. If
the RELEASE COMPLETE message contains a data part, the data part is passed to higher layers.

Abnormal cases:

If the request from higher layersto abort or terminate the connection contained data with more than the maximum
allowed length, the protocol entity shall send a RELEASE COMPLETE message without data part to its peer entity, and
inform higher layers about the situation.

6.4 Procedures for the information phase of a PDSS1
connection

During the information phase of a PDSS1 connection, higher layers may request the transfer of data which does not
exceed a maximum allowed length. The PDSS1 protocol entity then sends the data to its peer entity in aDATA message.

ETSI
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NOTE: Higher layers may apply activity supervision and, e.g., release aPDSS1 connection when it has been idle
for alonger period.

Abnormal cases:

1) If during the information phase of a PDSS1 connection, alower layer failure occurs, the PDSS1 protocol entity
informs higher layers that the data transfer is suspended; if possible and allowed, the PDSS1 protocol entity asks
MM to re-establish the MM connection. If the re-establishment is successful, the PDSSL1 protocol entity proceeds
as defined in subclause 6.4.1. If the re-establishment is unsuccessful, higher layers are informed that the
connection is aborted.

2) If during the information phase of a PDSS1 connection, the PDSS1 protocol entity becomes aware that too much
dataiswaiting for transmission (" congestion condition"), it informs higher layers that the data transfer is
suspended. If the PDSS1 protocol entity later becomes aware that the congestion condition no more exists, it
informs higher layers that data transfer can be resumed.

3) If therequest from higher layersto transfer data contained data with more than the maximum allowed length, the
protocol entity shall reject the request with appropriate cause.

6.4.1 Resumption of a connection

During a connection, after aradio link failure the MS shall try to initiate CM re-establishment. If a cell supporting re-
establishment has been found and the CM re-establishment has been accepted by MM, the MS shall try to resume the
PDSS1 connection:

- When the M S receives a message with the transaction identifier of the PDSS1 connection, it shall:
- ifitisaPDSS1 DATA message, implicitly resume that connection;

- ifitisaPDSS1 SETUP message, release that connection and treat the SETUP as the first message of a new
transaction;

- ifitisaPDSS1 RELEASE COMPLETE message, release that connection;

- if it did not yet perform such arelease or implicit resumption, send a PDSS1 RESUME REQUEST which may
be:

explicitly acknowledged by the network with a PDSS1 RESUME ACK, or

implicitly accepted by the network with transmission of aDATA message, or

implicitly rejected by the network with the transmission of a PDSS1 SETUP, or

explicitly rejected by the network with the transmission of a PDSS1 RELEASE COMPLETE message;

(all these messages with the same transaction identification).

7 Elementary procedures for PDSS2

7.1 Overview

The elementary procedures for PDSS2 may be grouped into the following classes:
- PDSS2 establishment procedures.
- PDSS2 termination procedures.

- PDSS2 information phase procedures.
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7.2 Procedures for establishment of a PDSS2 connection

The PDSS2 protocol entity in the mobile station in the idle phase shall on request of higher layers to establish a
connection, analyse the request: the request contains all information necessary for the IMMEDIATE SETUP message
and an indication whether the main or slow associated data link is to be used. The PDSS2 protocol entity shall then
verify whether:

1) useof theindicated link for PDSS2 is possible and allowed;
and whether
2) establishment of a PDSS2 connection is possible and allowed.
- If one of these conditionsis not fulfilled, the request is rejected.

- If the PDSS2 connection establishment is possible and alowed and the use of the indicated link is possible
and allowed, the PDSS2 protocol entity asks the RR sublayer to establish an RR connection. The request
contains an IMMEDIATE SETUP message to be transferred to the peer entity. The request from higher
layers may aready contain datato be transferred which does not exceed a maximum allowed length. In this
case the dataisincluded in the IMMEDIATE SETUP message.

If the RR connection establishment fails or the PDSS2 connection establishment is rejected, the PDSS2
protocol entity aborts the establishment and gives an appropriate information to higher layers; it then returns
to theidle phase.

Anidle PDSS2 protocol entity in the network shall on receipt of an IMMEDIATE SETUP message inform higher
layers. If the IMMEDIATE SETUP message contained a data part, it passes the data part to higher layers and then
continues as follows:

- If higher layers accept the establishment, the PDSS2 protocol entity shall send a SETUP ACKNOWLEDGE
message to its peer entity and enter the PDSS2 information transfer phase. The acceptance from higher layers
may aready contain data to be transferred which does not exceed a maximum allowed length. In this case the
dataisincluded in the SETUP ACKNOWLEDGE message.

- If higher layers reject the establishment, the PDSS2 protocol entity shall send a RELEASE COMPLETE
message with appropriate cause to its peer entity.

When a PDSS2 protocol entity in the mobile station has transferred an IMMEDIATE SETUP message to its peer entity
and receives as an answer a SETUP ACKNOWLEDGE message, it informs higher layers and enters the PDSS2
information transfer phase.

Abnormal cases

1) If during the establishment of a PDSS2 connection higher layers decide to abort the establishment, the PDSS2
protocol entity shall react as specified in subclause 6.3.

2) If during the establishment of a PDSS2 connection alower layer failure occurs, the PDSS2 protocol entity shall
abort the establishment and inform higher layers.

3) If the request from higher layers to establish a connection contained data with more than the maximum allowed
length, the protocol entity shall reject the request with appropriate cause.

4) If the response from higher layersto accept a connection contained data with more than the maximum allowed
length, the protocol entity shall reject the response with appropriate cause and then wait for further action from
higher layers.

5) If after having informed higher layers that an IMMEDIATE SETUP has been received, no valid response was
received from higher layers within 5 seconds, the protocol entity shall send a RELEASE COMPLETE message
to its peer entity and inform higher layers that the connection establishment has been aborted.

6) If after having sent the IMMEDIATE SETUP message, no valid response was received from the peer entity
within 10 seconds, the protocol entity shall send a RELEASE COMPLETE message to its peer entity and inform
higher layers that and why the connection establishment has been aborted.
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7.3 Procedures for release and termination of a PDSS1
connection

These procedures are identical to those specified for PDSSL in subclause 6.3.

7.4 Procedures for the information phase of a PDSS2
connection

During the information phase of a PDSS2 connection, higher layers may request the transfer of data which does not
exceed a maximum allowed length. The PDSS2 protocol entity then sends the data to its peer entity in aDATA message.

NOTE: Higher layers may apply activity supervision and, e.g., release a PDSS2 connection when it has been idle
for alonger period.

Abnormal cases:
1) During a PDSS2 connection;

(A)after a change of the radio channel (assignment or handover) and the corresponding L2 SAPI 0 establishment or
re-establishment (at return to the old channel) the MS shall regard the PDSS2 connection as suspended. It shall
then try to resume the connection:

- When the MS receives a message with the transaction identifier of the PDSS2 connection, it shall
- ifitisaPDSS2 DATA message, implicitly resume that connection;
- ifitisaPDSS2 RELEASE COMPLETE message, release that connection.

- If the MS did not yet perform such arelease or implicit resumption, it shall send aPDSS2 RESUME
REQUEST which may be:

- explicitly acknowledged by the network with aPDSS2 RESUME ACK, or

- implicitly accepted by the network with transmission of a DATA message, or

- explicitly rejected by the network with the transmission of a PDSS2 RELEASE COMPLETE message;
(all these messages with the same transaction identification).

NOTE: After having transferred the HANDOVER COMPLETE or ASSIGNMENT COMPLETE message, layer
two will schedule the remaining part of an PDSS2 message, if there is any, for transmission, so that the
network layer 3 may receive a PDSS2 message after the change of radio channel which was required to be
transferred by the mobile station PDSS2 protocol entity before it received the indication about the channel
change. Cf. GSM 04.06.

(B) after aradio link failure the MS shall regard the PDSS2 connection as suspended. It shall then decide to abort the
connection or to resumeit.

In order to resumeit, the RR sublayer is requested to establish an RR connection. There may be further requests
for RR connection establishment, e.g. for CM re-establishment; these shall prevail. The further proceeding is as
described below:

- If there are only request from the PDSS2 sublayer, the MS shall send a PDSS2 RESUME REQUEST relating
to one of the requesting PDSS2 protocol entities as first layer 3 message.

- Otherwise, and for further PDSS2 entities requesting the resumption. after establishment of the RR
connection, the MS continues asin (A).

NOTE: The messages sent by a PDSS2 protocol entity after resumption still use the same transaction identifier
and TI flag as before.
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2) If during the information phase of a PDSS2 connection, the PDSS2 protocol entity becomes aware that too much
dataiswaiting for transmission (" congestion condition"), it informs higher layers that the data transfer is
suspended. If the PDSS2 protocol entity later becomes aware that the congestion condition no more exists, it
informs higher layers that data transfer can be resumed.

3) If therequest from higher layersto transfer data contained data with more than the maximum allowed length, the
protocol entity shall reject the request with appropriate cause.

8 Handling of unknown, unforeseen, and erroneous
protocol data

8.1 General

This section specifies procedures for the handling of unknown, unforeseen, and erroneous protocol data by the receiving
PDSSL1 or PDSS2 protocol entity. These procedures are called "error handling procedures”, but in addition to providing
recovery mechanisms for error situations they define a compatibility mechanism for future extensions of the protocols.

Subclauses 8.1 to 8.8 shall be applied in order of precedence.
Most error handling procedures are mandatory for the M S.

Detailed error handling proceduresin the network are implementation dependent and may vary from PLMN to PLMN.
However, when extensions of this protocol are developed, networks will be assumed to have the error handling that is
indicated in this section as mandatory ("shall") and that is indicated as strongly recommended ("'should").

Subclauses 8.2, 8.3, 8.4, 8.5 and 8.7.2 do not apply to the error handling in the network applied to the receipt of initial
layer 3 message: If the network diagnoses an error described in one of these sectionsin theinitial layer 3 message
received from the mobile station, it shall either:

- try to recognize the classmark and then take further implementation dependent actions, or
- release the RR-connection.

Also, the error handling of the network is only considered as mandatory or strongly recommended when certain
thresholds for errors are not reached during a dedicated connection.

In this section the following terminology is used:

- AnIEisdefined to be syntactically incorrect in amessage if it contains at least one value defined as "reserved” in
subclause 10, or if its value part violates rules of subclause 10. However it is not a syntactical error that aTLV
encoded |E specifiesin its length indicator a greater length than defined in subclause 10.

- A message is defined to have semantically incorrect contentsif it contains information which, possibly dependant
on the state of the receiver, isin contradiction to the resources of the receiver and/or to the procedural part of
sections 6 and 7.

8.2 Message too short

When a message is received that istoo short to contain a compl ete message type information element, that message shall
be ignored, see GSM 04.07.
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8.3 Unknown or unforeseen transaction identifier

The mobile station and network shall answer to a message received with Tl value "111" by sending a RELEASE
COMPLETE message with same T| value and cause "invalid transaction identifier value". For a call control message
received with T different from 111", the following procedures shall apply:

a) Whenever amessage except a SETUP or RELEASE COMPLETE is received specifying atransaction identifier
which is not recognized as relating to an active transaction, the receiving entity shall send aRELEASE
COMPLETE message with cause #81 "invalid transaction identifier value" using the received transaction
identifier value and remain idle.

b) When aRELEASE COMPLETE message is received specifying a transaction identifier which is not recognized
asrelating to an active transaction, the MM connection associated with that transaction identifier shall be
released.

¢) When a SETUP message is received with:
- atransaction identifier which is not recognized as relating to an active transaction, and
- Tl flagvauel,

the receiving entity shall send a RELEASE COMPLETE message with cause "invalid transaction identifier
value" and not including diagnostics using the received transaction identifier value and remain idle.

d) When a SETUP message is received specifying a transaction identifier which is recognized asrelating to an
active call or to acall in progress, this SETUP message shall be treated as a message not compatible with the
protocol state, see subclause 8.4.

8.4 Unknown or unforeseen message type

If the protocol entity in the mobile station receives a message with message type not defined for the PD or not
implemented by the receiver, it shall ignore the message except for the fact that, if an RR connection exists, it shall
return a STATUS message with cause "message type non-existent or not implemented” and including as diagnostics the
message type of the message received.

If the protocol entity in the network receives a message with message type not defined for the PD or not implemented by
the receiver, it shall ignore the message except that it should return a STATUS message with cause "message type
non-existent or not implemented" and including as diagnostics the message type of the message received.

NOTE: A message type not defined for the PD in the given direction is regarded by the receiver as a message
type not defined for the PD, see GSM 04.07.

1) If the protocol entity in the mobile station receives a message not compatible with the protocol state, the mobile
station shall ignore the message except for the fact that, if an RR connection exists, it returns a STATUS message
with cause "message type not compatible with protocol state”" and including as diagnostics the message type of
the message received.

If the network receives a message not compatible with the protocol state, the network actions are implementation
dependent.

8.5 Non-semantical mandatory information element errors

When on receipt of a message:
- an"imperative message part" error, or
- a"missing mandatory IE" error;

is diagnosed or when a message containing:

- asyntactically incorrect mandatory |E, or
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- an |E unknown in the message, but encoded as " comprehension required” (see GSM 04.08, subclause 10.5), or
- anout of sequence |E encoded as " comprehension required” (see GSM 04.08, subclause 10.5);

isreceived;
- the mobile station shall proceed as follows:

When the message is not one of the messages listed in section 8.5.1, the mobile station shall ignore the
message except for the fact that, if an RR connection exists, it shall return a STATUS message with cause
"invalid mandatory information" and including, if possible, as diagnostics the compl ete message received
(this may not be possible, e.g., due to length restrictions).

- the network shall proceed as follows:
When the message is not one of the message listed in section 8.5.1 the network shall either:
- try to treat the message (the exact further actions are implementation dependent), or
- ignore the message except that it should return a STATUS message with cause "invalid mandatory
information”, possibly including as diagnostics the complete message received.
8.5.1 Special cases

1) If the messageis a SETUP message and received by the mobile station, a RELEASE COMPLETE message shall
be returned with cause "invalid mandatory information” and including, if possible, as diagnostics the complete
message received (this may not be possible, e.g., due to length restrictions).

2) If the message is a SETUP message and received by the network, a RELEASE COMPLETE message shall be
returned with cause "invalid mandatory information™ and possibly including as diagnostics the complete message
received.

3) If the message isa RELEASE COMPLETE message, it shall be treated as a normal RELEASE COMPLETE
message.

4) If the messageisa STATUS message and received by the network, a RELEASE COMPLETE message may be
returned with cause value "invalid mandatory information™ and possibly including as diagnostics the complete
message received.

8.6 Unknown and unforeseen information elements in the
non-imperative message part

8.6.1 Information elements unknown in the message

The protocol entity shall ignore all information elements unknown in a message which are not encoded as
"comprehension required".

8.6.2 Out of sequence information elements

The MS shall ignore all out of sequence Information elements in a message which are not encoded as " comprehension
required".

The network should take the same approach.
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8.6.3 Repeated Information elements

If an information element with format T, TV, or TLV isrepeated in a message in which repetition of the information
element is not specified in section 9 of the present document, only the contents of the information element appearing
first shall be handled and al subsequent repetitions of the information element shall be ignored. When repetition of
information elements is specified, only the contents of specified repeated information elements shall be handled. If the
limit on repetition of information elements is exceeded, the contents of information elements appearing first up to the
limit of repetitions shall be handled and all subsequent repetitions of the information element shall be ignored.

The network should follow the same procedures.

8.7 Non-imperative message part errors

This category includes:

syntactically incorrect optional Information elements;

- conditiona |E errors.

8.7.1 Syntactically incorrect optional Information elements

The protocol entity shall treat all optional Information elements that are syntactically incorrect in a message as not
present in the message.

8.8 Messages with semantically incorrect contents

When a message with semantically incorrect contentsis received, the foreseen reactions of the procedural part of
sections 6 and 7 are performed. If however no such reactions are specified, the MS shall ignore the message except for
the fact that, if an RR connection exists, it returns a STATUS message with cause value "semantically incorrect
message" and including, if possible, as diagnostics the complete message received (this may not be possible, e.g., dueto
length restrictions).

The network should follow the same procedure except that a status message is not normally transmitted.

9 MESSAGE FUNCTIONAL DEFINITIONS AND
CONTENTS

This section defines the structure of the messages of those layer 3 protocols, that is the PDSS1 and PDSS2 protocols.
Both protocols mostly use the same messages, but have different protocol discriminators, cf. GSM 04.07.

NOTE: Two different protocol discriminators are used in order to allow the network different routing.

When a message is only defined for one protocol in one protocol or has restricted use in one protocol (i.e. itisonly
defined in one direction in one protocol but in both directions in the other protocol), thisis defined in the subclause
specifying the message. All messages are standard L3 messages as defined in GSM 04.07.

Each definition given in the present subclause includes:
- abrief description of the message direction and use;

- adefinition in which protocol(s), PDSS1 and/or PDSS2 the message is defined and in which direction;

ETSI



(GSM 04.63 version 8.0.1 Release 1999) 17 ETSI TS 101 638 Vv8.0.1 (2000-04)

0)

atable listing the information elements permitted to be in that message and their order of their appearance in the
message. All information elements that may be repeated are explicitly indicated. Neither the network nor the
mobile station is allowed to include information elements in a message which are not specified for the message or
to include the information elements in the message in an order different from the specified order. (V and LV
formatted | Es, which compose the imperative part of the message, occur before T, TV, and TLV formatted |Es
which compose the non-imperative part of the message, cf. GSM 04.07.) In a (maximal) sequence of consecutive
information elements with half octet length, the first information element with half octet length occupies bits 1 to
4 of octet N, the second bits 5 to 8 of octet N, the third bits 1 to 4 of octet N+1 etc. Such a sequence always has
an even number of elements.

For each information element the table indicates:

1. if thelE hasformat T, TV, or TLV, the |EI used by the |E at the indicated position in the message, in
hexadecimal notation. If the |El has half octet length, thisis specified by a notation representing the |El asa
hexadecimal digit followed by a"-" (example: B-);

2. the name of the information element (which may give an idea of the semantics of the el ement). The name of
the information element (usually written initalics) followed by "IE" or "information element” is used in GSM
04.08 as reference to the information element within a message;

3. the name of the type of the information element (which indicates the coding of the value part of the IE), and
generally, the referenced subsection of subclause 10 describing the value part of the information element;

4. the presence requirement indication (M or O) for the IE as defined in GSM 04.07. (Presence requirement
indication C is not used in the present document);

5. theformat of the information element (T, V, TV, LV, TLV) as defined in GSM 04.07;

6. thelength of the information element (or permissible range of lengths), in octets, in the message. This
indication is normative. However, further restrictions to the length of an |E may be specified elsewhere.

subsections specifying, where appropriate:
- the meaning of, and
- conditionsfor;

absence, repeated occurrence, and/or presence for | Es with presence requirement O in the relevant message
which together with other conditions specified, define when the information elements shall be included or not,
what presence, repeated occurrence, and absence of such |Es means.

Table 9.1/GSM 04.63 summarizes the messages for PDSS1 and PDSS2. A letter D ("downlink™) in the column
corresponding to one of the two protocols specifies that the message is defined in the direction network to mobile station
for that protocol, aletter U ("uplink") specifies that the message is defined in the direction mobile station to network for
that protocol; the word "no" specifies that the message is not defined at all for that protocol.

Table 9.1/GSM 04.63: Messages for PDSS1 and PDSS2

Message Reference  defined for PDSS1  defined for PDSS2
DATA 9.1 D,U D,U
IMMEDIATE SETUP 9.2 no U
RELEASE COMPLETE 9.3 D,U D,U
SETUP 9.4 D,U no

SETUP ACKNOWLEDGE 9.5 D,U D,U
RESUME 9.6 U U
RESUME ACK 9.7 D D
STATUS 9.8 D,U D,U
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9.1 DATA

This message is used to send data to the peer entity. See Table 9.2/GSM 04.63.
Message type: DATA.
Protocol/direction: PDSSL in both directions.

PDSS2 in both directions.

Table 9.2/GSM 04.63: DATA message

IEI information element type/ reference presence format length
protocol discriminator protocol discriminator M \% 12
GSM 04.07,11.2.1
transaction identifier transaction identifier M V 1/2
GSM 04.07,11.2.3
message type message type M \ 1
10.4
data data M LV 1-249
105.3
9.1.1 Data

The length of the data information element (including the length indicator) in the DATA message shall not exceed 251 -
L octets where L isthe number of octets occupied by all other IEsin the message.

NOTE: Thisisdueto restrictions of layer 2 (which result from restrictions in GSM 08.56). Due to some reasons,
usage of long data | E is not recommendable e.g. on the SACCH or if the A or A, interface has stronger
length restrictions.
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9.2 IMMEDIATE SETUP

This message is sent by the mobile station to the network in order to initiate the establishment of a PDSS2 connection.
See Table 9.3/GSM 04.63.

Message type: IMMEDIATE SETUP.

Protocol/direction: PDSS2 mobile station to network.

Table 9.3/GSM 04.63: IMMEDIATE SETUP message

IEI information element type/ reference presence format length

protocol discriminator protocol discriminator M Vv 12
GSM 04.07,11.2.1

transaction identifier transaction identifier M V 1/2
GSM 04.07,11.2.3

message type message type M V 1
104

spare half octet spare half octet M \% 12

1055

ciphering key sequence ciphering key sequence M Y 1/2

number number
GSM 04.08, 10.5.3.2

mobile station mobile station M LV 4

classmark classmark 2
GSM 04.08, 10.5.1.6

mobile identity mobile identity M LV 2-9

1054

application application M \% 1
10.5.1

data data M LV 1-10
10.5.3

9.2.1 Ciphering key sequence number

The ciphering key sequence number shall be set to the value “111“ (no key is available).

9.2.1 Data

The length of the data information element (including the length indicator) in the IMMEDIATE SETUP message shall
not exceed N201 - L, where L isthe number of octets all other information elements occupy in the message and N201 is
as defined in GSM 04.06 for the signalling link used for the transmission of the message.
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9.3 RELEASE COMPLETE

This message is sent to the peer entity in order to release the PDSS1 or PDSS2 connection. See Table 9.4/GSM 04.63.
Message type: RELEASE COMPLETE.
Protocol/direction: PDSSL in both directions.

PDSS2 in both directions.

Table 9.4/GSM 04.63: RELEASE COMPLETE message

IEI information element type/ reference presence format length
protocol discriminator protocol discriminator M \% 12
GSM 04.07,11.2.1
transaction identifier transaction identifier M V 1/2
GSM 04.07,11.2.3
message type message type M \ 1
104
cause cause M LV 2-248
105.2
data data M LV 1-248
10.5.3
08 cause 2 cause @) TLV 3-248
10.5.2
9.3.1 Data

The length of the data information element (including the length indicator) in the RELEASE COMPLETE message shall
not exceed 251 - L octets where L isthe number of octets occupied by all other IEs in the message.

NOTE: Thisisdueto restrictions of layer 2 (which result from restrictions in GSM 08.56). Due to some reasons,

usage of long data | E is not recommendable e.g. on the SACCH or if the A or A, interface has stronger
length restrictions.

9.3.2 Cause 2

ThisIE isincluded in the message, if more than one cause has to be reported; it may be repeated in the message, if
further causes have to be reported.
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9.4 SETUP

This message is sent by a PDSSL1 protocol entity in order to establish a PDSS1 connection. See Table 9.5/GSM 04.63.
Message type: SETUP.

Protocol/direction: PDSS1 in both directions.

Table 9.5/GSM 04.63: SETUP message

IEI information element type/ reference presence format length
protocol discriminator protocol discriminator M Vv 12
GSM 04.07,11.2.1
transaction identifier transaction identifier M V 1/2
GSM 04.07,11.2.3
message type message type M Y 1
104
application application M \% 1
10.5.1
data data M LV 1-248
105.3
9.4.1 Data

The length of the data information element (including the length indicator) in the SETUP message shall not exceed
251 - L octets where L is the number of octets occupied by al other IEsin the message.

NOTE: Thisisdueto restrictions of layer 2 (which result from restrictions in GSM 08.56). Due to some reasons,
usage of long data | E is not recommendable e.g. on the SACCH or if the A or A, interface has stronger
length restrictions.
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9.5 SETUP ACKNOWLEDGE

This message is sent by a PDSS1 or PDSS2 protocol entity in order to accept establishment of a connection. See
Table 9.6/GSM 04.63.

Message type: SETUP ACKNOWLEDGE.
Protocol/direction: PDSSL in both directions.

PDSS2 in both directions.

Table 9.6/GSM 04.63: SETUP ACKNOWLEDGE message

IEI information element type/ reference presence format length
protocol discriminator protocol discriminator M \% 12
GSM 04.07,11.2.1
transaction identifier transaction identifier M V 1/2
GSM 04.07,11.2.3
message type message type M \ 1
10.4
data data M LV 1-249
105.3
9.5.1 Data

The length of the data information element value part in the SETUP message shall not exceed 251 - L octetswhere L is
the number of octets occupied by all other IEsin the message.

NOTE: Thisisdueto restrictions of layer 2 (which result from restrictions in GSM 08.56). Due to some reasons,
usage of long data | E is not recommendable e.g. on the SACCH or if the A or A, interface has stronger
length restrictions.
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9.6 RESUME

This message is sent to the peer entity in order to resume the connection. See Table 9.7/GSM 04.63.
Message type: RESUME.
Protocol/direction: PDSSL1 in mobile to network direction.

PDSS2 in mobile to network direction.

Table 9.7/GSM 04.639.6: RESUME

IEI information element type/ reference presence format length
protocol discriminator protocol discriminator M \% 12
GSM 04.07,11.2.1
transaction identifier transaction identifier M V 1/2
GSM 04.07,11.2.3
message type message type M \ 1
104
gpare half octet gpare half octet M \ 12
1055
ciphering key sequence ciphering key sequence M \% 12
number number
GSM 04.08, 10.5.3.2
mobile station mobile station M LV 4
classmark classmark 2
GSM 04.08, 10.5.1.6
mobile identity mobile identity M LV 2-9
1054
9.6.1 Ciphering key sequence number

The ciphering key sequence number shall be set to the value "111" (no key is available) in case of PDSS2.
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9.7 RESUME ACK

This message is sent to the peer entity in order to acknowledge resumption of the connection. See Table 9.8/GSM 04.63.
Message type: RESUME ACK.
Protocol/direction: PDSSL in network to mobile direction.

PDSS2 in network to mobile direction.

Table 9.8/GSM 04.63: RESUME ACK

IEI information element type/ reference presence format length
protocol discriminator protocol discriminator M \% 12
GSM 04.07,11.2.1
transaction identifier transaction identifier M V 1/2
GSM 04.07,11.2.3
message type message type M \ 1
10.4

9.8 STATUS

This message is sent by a PDSS1 or PDSS2 protocol entity in order to inform its peer entity about an error situation. See

Table 9.7/GSM 04.63.
Message type: STATUS.

Protocol/direction: PDSSL1 in both directions.

PDSS2 in both directions.

Table 9.9/GSM 04.63: STATUS message

IEI information element type/ reference presence format length
protocol discriminator protocol discriminator M Vv 12
GSM 04.07,11.2.1
transaction identifier transaction identifier M \% 1/2
GSM 04.07,11.2.3
message type message type M V 1
104
cause cause M LV 2-248
10.5.2
08 cause 2 cause @) TLV 3-248
10.5.2
9.8.1 Cause 2

ThisIE isincluded in the message, if more than one cause has to be reported; it may be repeated in the message, if
further causes have to be reported.
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10.1 Overview

Within the Layer 3 protocols defined, every message is a standard L3 message as defined in GSM 04.07.

10.2 Protocol Discriminator

The Protocol Discriminator (PD) and its use are defined in GSM 04.07. GSM 04.08 defines the protocols relating to the
PD values:

bits 4321
0010 PDSS1 protocol
0100 PDSS2 protocol.

10.3 Transaction identifier

Bits 5 to 8 of thefirst octet of every message belonging to the PDSS1 and PDSS2 protocols contain the transaction
identifier (T1). The transaction identifier and its use are defined in GSM 04.07.

10.4  Message Type

The message type |E and its use are defined in GSM 04.07. Table 10.1/GSM 04.63 define the value part of the message
type |E used in the PDSS1 and PDSS2 protocols.

Table 10.1/GSM 04.63: Message types for PDSS1 and PDSS2

1

0 DATA

1 | MVEDI ATE SETUP

0 RELEASE COWPLETE
1 SETUP

0 SETUP ACKNOW.EDGE
1 RESUME

0 RESUME ACK

1 STATUS

Bit 8 isreserved for possible future use as an extension bit, see GSM 04.07.

Bit 7 isreserved for the send sequence number in PDSS1 and PDSS2 messages sent from the mobile station. In PDSS1
and PDSS2 messages sent from the network an, bit 7 is coded with a"0". See GSM 04.07.

10.5 Other information elements

For coding of other IEs, the rules defined in GSM 04.08 apply.

10.5.1 Application

The purpose of the application information element isto indicate the application that requested the PDSS1 or PDSS2
connection to the peer entity.

The application information element value part has alength of 1 octets. The value part is coded as shown below:
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\ 1 \ application indication octet 1

Figure 10.1/GSM 04.63: application indication information element

Table 10.2/GSM 04.63: application indication information element

application indication (7 bits)

bi t

[@Ne RN
oo
o ou
oM
OO w
QON

1
0 X.25
1 IP

al other values indicate unknown applications

10.5.2 Cause

The purpose of the cause information element isto describe the reason for generating certain messages and to provide
diagnostic information in the event of procedural errors.

The cause information element value part has aminimal length of 1 octets. No upper length limit is specified except for
that given by the maximum number of octetsin a L3 message (see GSM 04.06); further rulesin the present document
may further restrict the length of the | E in a message.

The value part is coded as shown below:

8 7 6 5 4 3 2 1
o s o e e e e e e e e e e e e e e e e e e e e e e +
1

ext cause val ue octet 1
B, e
\ di agnostic(s) if any octet 2*

: octet N¢

o e o e e e e e e e e e e e e e e e e e e e e e e e e +

Figure 10.2/GSM 04.63: cause information element
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Table 10.3/GSM 04.63: cause information element

Cause val ue (octet 1)

B
5
Il egal M
| MElI not accepted
[11egal

Service not authorized
Application not supported on the
r ot ocol
R connecti on aborted
Network failure
Congestion
Servi ce option not supported
Request ed service option
not subscri bed .
Service option tenporarily
out of order
Call cannot be identified

o

} retry upon entry into a new cell

Semantically incorrect nessage
I nval i d mandatory information
Message type non-existent
or not I nplenented
Message type not conpatible with
the protocol state
I nformation el ement non-exi stent
or not inplenented
Message not conpatible with
the protocol state
111 Protocol error, unspecified

—
P O O OORRr OFRr O OO0OROO OORRFROW®
O B B OORRr OF P OORORr OORORN
B P O RORR 00O O ROORO ROORRER

—
O kB O O O OO OO O OO0OO0OO0Okr FPRPFrROOOMT

er val ue received o _
e treated as an unspecific infornmation

s F P P P RPPRPRPRO OO O OO0OO0O0OO OO0OOoOO0OO~N

05
o< P P P PROF PP P RPROOO OO0OO00OO0OO

0
0
0
0
0
0
1
1
0
0
0
0
1
t
1
1
0
0
0
0
0
0
(0]
I

Di agnostics (octet 2 ff) _ _
This field may contain a nmessage or infornmation
el enent

10.5.3 Data

The purpose of the data information element is to transport data to the peer entity. Within the scope of the present
document the content of the data information field is an array of octets.

The data information element has a minimum length of O octets. No upper length limit is specified except for that given
by the maximum number of octetsin a3 message (see GSM 04.06); further rulesin the present document may further
restrict the length of the |E in a message.

10.5.4 Mobile identity 2

The purpose of the mobile identity information element is to provide either the international mobile subscriber identity,
IMS!, the temporary mobile subscriber identity, TMSI, the international mobile equipment identity, IMEI, the
international mobile equipment identity together with the software version number, IEMISV or the Anonymous Mobile
Station Identity (AMSI).

The IMSI shall not exceed 15 digits, the TMSI and The AMSI is 4 octets long.

The mobile identity 2 IE is used in the establishment of a PDSS2 connection. The mobile station shall select the mobile
identity type as follows: If the application requestsit, the AMSI is used. Otherwise the TMSI shall be used if it is
available. The IMS| shall be used in cases where no TM S| isavailable.
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8 7 6 5 4 3 2 1
o e o e e e e e e e e e e e e e e e e e e e e e e e e e +
| | Mobile ldentity |El octet 1
R e
Length of nobile identity contents octet 2
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Figure 10.3/GSM 04.63: Mobile Identity 2 information element

Table 10.4/GSM 04.63: Mobile Identity information element

S +
Type of identity (octet 3)
Bits
321
001 | VS
100 TVS
101 AVB
Al'l other values are reserved.
gﬁd/even i ndi cation (octet 3)
It
4
0 even nunber of identity digits and al so when
the TVBlI is used o
1 odd nunber of identity digits
Identity di?its_(octet 3 etc.) )
For the IMSI this field is coded using )
BCD coding. If the nunber of identity digits is even
then bits 5 to 8 of the |ast octet shal be filled
with an end mark coded as "1111".
If the nobile identity is the TMSI then bits 5 to 8 of
octet 3 are coded as "1111" and bit 8 of octet 4 is the

nost  significant bit and bit 1 of
| east significant bit. €
open for each adm ni stration.

If the nobile identity is the AVS|
octet 3 are coded as "1111" and bit
nost  significant bit and bit 1 of
| east significant bit.The coding of
defined In TS GSM 03. 03.

10.5.5 Spare Half Octet

The codi ng of the TWMSI

t he
| ef t

the [ ast octet
is

then bits 5 to 8 of
8 of octet 4 is the
the | ast octet the
the AMSI is further

This element is used in the description of messages in section 9 when an odd number of half octet type 1 information
elements are used. This element isfilled with spare bits set to zero and is placed in bits 5 to 8 of the octet unless

otherwise specified.
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