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Foreword
This Technical Specification (TS) has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Verson x.y.z
where:
X thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y thesecond digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document defines the stage-2 service description for the LoCation Services (LCS) feature on GSM, which
provides the mechanisms to support mobile location services of operators, which are not covered by standardized GSM
services. CCITT 1.130 [4] describes a three-stage method for characterization of telecommunication services, and
CCITT Q.65 [5]defines stage 2 of the method.

The LCS feature is a network feature and not a supplementary service. This version of the stage 2 service description
covers aspects of LCS e.g., the functional model, architecture, positioning methods, message flows etc.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

» For aspecific reference, subsequent revisions do not apply.

« For anon-specific reference, the latest version applies. 1n the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] GSM 01.04: "Digital cellular telecommunications system (Phase 2+); Abbreviations and
acronyms'.

2] GSM 02.71: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS);
Service description; Stage 1".

[3] GSM 03.07: "Digital cellular telecommunications system (Phase 2+); Restoration Procedures’.

[4] GSM 03.41: "Digital cellular telecommunication system (Phase 2+); Technical realization of Short
Message Service Cell Broadcast (SMSCB)".

[5] GSM 03.49: "Digital cellular telecommunication system (Phase 2+); Example protocol stacks for
interconnecting Cell Broadcast Centre (CBC) and Mobile-services Switching Centre (MSC)".

[6] GSM 03.78: "Digita cellular telecommunications system (Phase 2+); Customized Application
for Mobile network Enhanced Logic (CAMEL) Phase 3; Stage 3".

[6a] GSM 04.06: "Digital cellular telecommunications system (Phase 2+); Mobile Station - Base
Station System (MS - BSS) interface Data Link (DL) layer specification”.

[7] GSM 04.08: "Digital cellular telecommunications system (Phase 2+); Mobile radio interface layer
3 specification".

[8] GSM 04.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS);
Mobile Station (MS) — Serving Mobile Location Center (SMLC); Radio Resource LCS Protocol
(RRLP)".

[9] GSM 04.71: "Digita cellular telecommunications system (Phase 2+); Mobile radio interface layer

3 Location Services (LCS) specification”.

[10] GSM 08.08: "Digital cellular telecommunications system (Phase 2+); Mobile-services Switching
Centre — Base Station System (MSC-BSS) interface; Layer 3 specification".

[11] GSM 08.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS);
Serving Mobile Location Center (SMLC) — Serving Mobile Location Center (SMLC); SMLC Peer
Protocol (SMLCPP)".
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[114] GSM 08.58: "Digital cellular telecommunications system (Phase 2+); Base Station Controller -
Base Transceiver Station (BSC - BTS) interface; Layer 3 specification”.

[12] GSM 08.71: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS);
Serving Mobile Location Center — Base Station Subsystem (SMLC-BSS) interface Layer 3
specification”.

[13] GSM 09.02: "Digital cellular telecommunications system (Phase 2+); Mobile Application Part
(MAP) specification".

[14] GSM 09.31: "Digital cellular telecommunications system (Phase 2+); Location Services (LCS);
Base Station System Application Part LCS Extension (BSSAP-LE)".

[15] CCITT Recommendations 1.130: " General modelling methods — Method for the characterisation of
telecommunication services supported by an ISDN and network capabilities of an ISDN".

[16] CCITT Recommendation Q.65: "Methodology — Stage 2 of the method for the characterization of
services supported by an ISDN".

[17] TIA/EIA/1S-J-STD-036 — Enhanced Wireless 9-1-1 Phase |1, August 2000.

[18] 3GPP TS 23.032: “Universal Geographical Area Description (GAD)”

3 Definitions, abbreviations and symbols

3.1 Definitions

For the purposes of the present document the following terms and definitions apply.

Location Estimate: the geographic location of an MS and/or avalid ME, expressed in latitude and longitude data. . The
Location Estimate shall be represented in a well-defined universal format. Translation from this universal format to
another geographic location system may be supported, although the details are considered outside the scope of the
primitive services.

Mobile Assisted positioning: any mobile centric positioning method (e.g. E-OTD, GPS) in which the MS provides
position measurements to the network for computation of alocation estimate by the network. The network may provide
assistance data to the M S to enable position measurements and/or improve measurement performance.

M obile Based positioning: any mobile centric positioning method (e.g. E-OTD, GPS) in which the M S performs both
position measurements and computation of alocation estimate and where assistance data useful or essential to one or
both of these functionsis provided to the M S by the network. Position methods where an M S performs measurements
and location computation without network assistance data are not considered within this category.

M obile Originating L ocation Request (M O-LR): any location request from aclient MS to the LCS Server made over
the GSM air interface. While an MO-LR could be used to request the location of another M S, its primary purpose isto
obtain an estimate of the client MS's own location either for the client MSiitself or for another LCS client designated by
the MS.

M obile Terminating L ocation Request (MT-LR): any location request from an LCS client where the client is treated
as being external to the PLMN to which the location request is made.

Network Induced L ocation Request (NI-LR): any location request for atarget MS from a client that can be
considered to lie inside any of the PLMN entities currently serving thetarget MS. In this case, the LCS client isalso
within the LCS server. Examples of an NI-LR include a location request needed for supplementary services, for
emergency call origination and by O&M in avisited PLMN.

North American Emergency Services Routing Digits (NA-ESRD): atelephone number in the North American
Numbering Plan (NANP) that can be used to identify a North American emergency services provider and any
associated LCS client. The ESRD shall also identify the base station , cell site or sector from which a North American
emergency call originates.
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North American Emergency Services Routing Key (NA-ESRK): atelephone number in the North American
Numbering Plan (NANP) assigned to an emergency services call by a North American VPLMN for the duration of the
call that can be used to identify (e.g. route to) both the emergency services provider and the switch in the VPLMN
currently serving the emergency caller. During the lifetime of an emergency services call, the ESRK can aso be used to
identify the calling mobile subscriber.

3.2 Abbreviations

Certain abbreviations used in the present document are also listed in GSM 01.04.

For the purposes of the present document, the following abbreviations apply:

ANM Answer Message (ISUP)

BSSAP-LE BSSAP LCS Extension for Lb, Lp and Lsinterfaces
BSSLAP BSS L CS Assistance Protocol

BSSMAP-LE BSSMAP LCS Extension

CcC SCCP Connection Confirm

CR SCCP Connection Request

CREF SCCP Connection Refused

DT1 SCCP Data Form 1 message

FEC Forward Error Correction

GPRS General Packet Radio Service

IAM Initial Address Message (ISUP)

LIR Location Immediate Request

LDR Location Deferred Request

LCF Location Client Function

LCCF Location Client Control Function

LCAF Location Client Authorization Function

LLP LMU LCS Protocol

LMMF LMU Mobility Management Function

LMU Location Measurement Unit

LSCF Location System Control Function

LSAF L ocation Subscriber Authorization Function

LSPF L ocation Subscriber Privacy Function

LSBcF Location System Broadcast Function

LSBF Location System Billing Function

LSOF L ocation System Operations Function

LCCTF Location Client Coordinate Transformation Function
MO-LR Mobile Originating L ocation Request

MT-LR Mobile Terminating Location Request

NI-LR Network Induced Location Request

MLC Mobile Location Center

PRAF Positioning Radio Assistance Function

PRCF Positioning Radio Coordination Function

PCF Positioning Calculation Function

PSMF Positioning Signal Measurement Function

RA Rate Adaptation

REL Release (ISUP)

RLC Release Complete (ISUP or SCCP)

RLP Radio Link Protocol (GSM 04.22)

RLSD SCCP Released message

RRLP RR LCS Protocol to atarget MS (defined in GSM 04.31)
SGSN Serving GPRS Support Node

SLPP Subscriber LCS Privacy Profile

SMLCPP SMLC Peer Protocol (messages on Lp interfacein GSM 08.31)
TA Timing Advance (between an MS and its serving BTS)
TOA Time of Arrival

ubDT SCCP Unitdata message
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3.3

Symbols

For the purposes of the present document, the following symbols apply:

Gb Interface between SGSN and BSS

Gs Interface between MSC and SGSN

Lb Interface between Serving MLC and BSC (BSC interface)

Lc Interface between gateway MLC and gsmSCF (CAMEL interface)

Le Interface between External User and MLC (external interface)

Lh Interface between Gateway MLC and HLR (HLR interface)

Lg Interface between Gateway MLC and VM SC (gateway ML C interface)
Lp Interface between SMLC and peer SMLC (peer interface)

Ls Interface between Serving MLC and VM SC (serving MLC interface)
Um Air Interface to an LMU (measurement interface)

4

Main concepts

LCS utilizes one or more positioning mechanisms in order to determine the location of a M obile Station. Positioning a
target MS involves two main steps. signal measurements and location estimate computation based on the measured
signals.

Three positioning mechanisms are proposed for LCS: Uplink Time of Arrival (TOA), Enhanced Observed Time
Difference (E-OTD), and Global Positioning System (GPS) assisted.

4.1

Assumptions

Support an SMLC that can be either BSS based or NSS based. While the SMLC is considered to be a separate
logical entity, it may till be physically part of an MSC or BSC.

Standardize a similar open interface to the SMLC whether it is NSS or BSS based. This simplifies migration
from an NSS to a BSS based | ocation architecture and avoids two different types of SMLC.

Support "Type A" LMUs accessed over the GSM air interface using the same signaling protocols for both BSS
and NSS based SMLC interaction. A type A LMU supports the RR and MM signaling procedures defined in
GSM 04.08. A type A LMU may have a subscription profile in the HLR and may support certain CM services —
e.g. outgoing data calls for SW download and SM S for SIM card download.

Support "Type B" LMUs accessed over the Abisinterface. The LMU may be either free standing (support Abis
signaling) or associated with a BT S — either integrated or connected by proprietary means. If free standing, a
type B LMU could beidentified using a pseudo cell 1D.

Employ the same application protocol defined in GSM 04.71 for al types of LMU.

Use MTP, SCCP, BSSAP asthe basis for all LCS signaling between the SMLC, BSC, MSC and (for GPRS)
SGSN, since these are the only protocolsthat are all supported in aBSC, MSC and SGSN. Substitution of
TCP/IP or FR could be used in 3G. An important consequence of this changeisthat TCAP and MAP are no
longer needed for signaling to an SMLC (since retention of TCAP and MAP would only be feasible for an NSS
based SMLC, thereby producing two distinct types of SMLC).

Provide enough flexibility to enable usage of transport protocols other than MTP/SCCP to support LCS for
GPRS and 3G.

Employ SCCP connection oriented signaling in the NSS and BSS to access atype A LMU or target MSto
enable LCS messages to be easily relayed through an MSC and BSC.

Add signaling between peer SMLCs to enable an SMLC to request or receive E-OTD, TOA or GPS positioning
and assi stance measurements obtained by an LMU belonging to another SMLC.

Enable migration from an NSS based SML C to BSS based SMLCs.
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- Provide positioning procedures through the circuit-switched domain are a so applicable to GPRS mobile stations
which are GPRS and IMSI attached.

4.2 Timing Advance (TA)

The TA isbased on the existing Timing Advance (TA) parameter. The TA value is known for the serving BTS. To
obtain TA valuesin casethe MSisin idle mode a special call, not noticed by the GSM subscriber (no ringing tone), is
set up. The cell-ID of the serving cell and the TA isreturned as the result of the TA.

TA isused to assist al positioning mechanisms and as a fall-back procedure.

4.3 Time of Arrival (TOA) positioning mechanism

The uplink TOA positioning method is based on measuring the Time of Arrival (TOA) of aknown signal sent from the
mobile and received at three or more measurement units. The known signal is the access bursts generated by having the
mobile perform an asynchronous handover. The method requires additional measurement unit (LMU) hardware in the
network at the geographical vicinity of the mobile to be positioned to accurately measure the TOA of the bursts. Since
the geographical coordinates of the measurement units are known, the mobile position can be calculated via hyperbolic
triangulation. This method will work with existing mobiles without any modification

4.4 Enhanced Observed Time Difference (E-OTD) positioning
mechanism

The E-OTD method is based on measurements in the M S of the Enhanced Observed Time Difference of arrival of
bursts of nearby pairs of BTSs. For E-OTD measurement synchronization, normal and dummy bursts are used. When
the transmission frames of BT Ss are not synchronized, the network needs to measure the Relative or Absolute Time
Differences (RTDs or ATDs) between them. To obtain accurate triangulation, E-OTD measurements and, for non-
synchronized BTSs, RTD or ATD measurements are needed for at least three distinct pairs of geographically dispersed
BTSs. Based on the measured E-OTD values the location of MS can be calculated either in the network or inthe MS
itself, if al the needed information is availablein MS. See Annex C for a detailed description of E-OTD.

4.5 Global Positioning System (GPS) positioning mechanism

The Global Positioning System (GPS) method refers to any of several variants that make use of GPS signals or
additional signals derived from GPS signalsin order to calculate MS position. These variants give rise to arange of
optional information flows between the M S and the network. One dimension of variation is where position calculation
is performed: @) M S-based PCF or b) network-based PCF. Another dimension is whether "assistance data" is required -
irrespective of where position calculation is performed. Examples of assistance data include differential GPS data; lists
of satellitesin view based on approximate M S position, etc. A third dimension of variation is closely related to the
preceding, namely, the origin and distribution of any assistance data. For example, even while assistance data may be
required of a GPS method, it may be optional that the assistance data originates from and is distributed within and by
the PLMN, VPLMN, etc.

5 General LCS architecture

5.1 LCS access interfaces and reference points

Thereis one reference point between the LCS PLMN server and LCS client called Le. Its protocol specifics are for
further study. There may be more than a single L CS network interface to several different LCS clients or other
networks. These networks may both differ in ownership as well asin communications protocol. The network operator
should define and negotiate interconnect with each external LCS client or other network.

An interface differs from areference point in that an interface is defined where specific LCS information is exchanges
and needs to be fully recognized.
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Thereisan inter-LCS PLMN interface called Lg that connects two independent LCS networks for message exchange.

Le
reference point

LCS netivorkl/

LCSClientsor
other networks

LCS network 2

Figure 1. LCS Access Interfaces and Reference Points
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5.2 LCS Functional diagram

GSM 02.71 [2] describes the overall LCS service description from the LCS client point of view. In this specification, a
more detailed description of LCSis given. The LCS functional diagram shown in Figure 2 depicts the interaction of the
LCSclient and the LCS server within the PLMN. The PLMN uses the various L CS components within LCS server to
provide the target MS Location Information to the LCS client.

LCS Client

Client handling component

LCIf LCF2 LCF3 ......... LCFn
. A

Location Service Request Location Service Response
v .

Subscriber «—/ System Client

handling handling handling

component component component
LMMF

LSAF - LSPF LSCF LCCF

LSOF- LSBF LCCTF LCAF

Positioning
component

PRCF
Resources: /\
GSM protocols PRAF

PCF PSMF
—

LCS Server

Figure 2: PLMN LCS capability server Functional Diagram

5.3 LCS CLIENT

An LCSclient contains an LCS component with one or more client(s) which by using location information can provide
location based services.

AnLCSclientisalogical functional entity that requests from the LCS server in the PLMN location information for one
or more than one target M S within a specified set of parameters such as Quality of Service (QoS). The LCS Client may
residein an entity (including the MS) within the PLMN or in an entity external to the PLMN. The specification of the
LCS Client'sinternal logic and its relation to the external use is outside the scope of this document.
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5.3.1 LCS Component

5.3.1.1  Location Client Function (LCF)

The Location Client Function (LCF) provides alogical interface between the LCS client and the LCS server. . This
function is responsible for requesting location information for one or more MES/M Ss with a specified "QoS" and
receiving aresponse, which contains either |ocation information or afailure indicator.

54 LCS Server

54.1 Client handling component

5.4.1.1 Location Client Control Function (LCCF)

The Location Client Control Function (LCCF) manages the external interface towards LCF. . The LCCF identifiesthe
LCS client within the GSM PLMN by requesting client verification and authorization ( i.e. verifies that the LCS client
is allowed to position the subscriber) through interaction with the Location Client Authorization Function (LCAF) . The
L CCF handles mobility management for location services (LCS) e.g., forwarding of positioning requeststo VMSC. The
LCCF determinesif the final positioning estimate satisfies the QoS for the purpose of retry/reject. The LCCF provides
flow control of positioning requests between simultaneous positioning requests. It may order the Location Client
Coordinate Transformation Function (LCCTF) to perform atransformation to local coordinates. It also generates
charging and billing related data for LCS viathe Location System Billing Function (LSBF).

5.4.1.2 Location Client Authorization Function (LCAF)

The Location Client Authorization Function (LCAF) isresponsible for providing access and subscription authorization
to aclient. Specifically, it provides authorization to a LCS client requesting access to the network and authorizes the
subscription of aclient. LCAF provides authorization to a LCS client requesting Location Information of a specific MS.

5.4.1.2.1 Access Subfunction

An Access Subfunction enables LCS clients to access LCS services. This subfunction provides verification and
authorization of the requesting client.

When a LCS is requested, the Access Subfunction uses the information stored in the LCS client subscription profile to
verify that:

- theLCSclient isregistered; and
- theLCSclient isauthorized to use the specified LCS request type;

- theLCSclient isallowed to request location information for the subscriber(s) specified in the LCS request;

5.4.1.2.2 Subscription Subfunction

The LCS client Subscription profile shall contain a minimum set of parameters assigned on per LCS client basis for an
agreed contractual period. The LCS client profile shall contain the following set of access parameters:

- LCSclient identity;

- Allowed LCS request types (i.e. LIR, LDR or both);

- Maximum number of subscribers allowed in asingle LCS request;
- Priority;

- Position override indicator;

- State(s);
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- Event(s) (applicable to LDR requests only );
- Local coordinate system;

- LCSclient access barring list (optional);

- PLMN access barring list applicability.

For certain authorized LCS client internal to the PLMN, a subscription profile is unnecessary. These clients are
empowered to access any defined service that is ot barred for an MS subscriber. This permits positioning of emergency
calls without the need for pre-subscription.

5.4.2 System handling component

5.4.2.1 LMU Mobility Management Function (LMMF)

The LMU Mobility Management Function (LMMF) is responsible for maintaining the operational status of LMUs and
registering each LMU in an SMLC. Operation of the LMMF isindependent of other logical LCS functions and its
output is provided to the PRCF. The LMMF only appliesto Type A LMUSs.

5.4.2.2  Location System Control Function (LSCF)

The Location System Control Function (LSCF) is responsible for coordinating location requests. This function manages
call-related and non-call-related positioning requests of GSM LCS and allocates network resources for handling them.
The LSCF retrieves M S classmark for the purpose of determining a positioning method. The LSCF performs call setup
if required as part of aLCS e.g., putting the ME in a dedicated mode and obtains Cell-ID. It also caters for coordinating
resources and activities with regard to requests related to providing assistance data needed for positioning. This function
interfaces with the LCCF, LSPF, LSBF and PRCF. Using these interfaces, it conveys positioning requests to the PRCF,
relays positioning data to the LCCF and passes charging related data to the LSBF.

5.4.2.3 Location System Billing Function (LSBF)

The Location System Billing Function (LSBF) is responsible for charging and hilling activity within the network related
to location services (LCS). Thisincludes charging and billing of both clients and subscribers. Specifically, it collects
charging related data and data for accounting between PLMNSs.

5.4.2.4  Location Client Coordinate Transformation Function (LCCTF)

The Location Client Coordinate Transformation Function (LCCTF) provides conversion of alocation estimate

expressed according to auniversal latitude and longitude system into an estimate expressed according to a local
geographic system understood by the LCF and known as location information. The local system required for a

particular LCF will be either known from subscription information or explicitly indicated by the LCF.

5.4.2.5 Location System Operations Function (LSOF)
The Location System Operations Function (LSOF) is responsible for provisioning of data, positioning capabilities, data

related to clients and subscription (LCS client data and M S data), validation, fault management and performance
management of GSM LCS.

5.4.2.6 Location System Broadcast Function (LSBcF)

The Location System Broadcast Function (LSBcF) provides broadcast capability. The L SBcF capability is only used
when broadcast datais required for E-OTD or A-GPS positioning methods.
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5.4.3 Subscriber Component

5.4.3.1 Location Subscriber Authorization Function (LSAF)

The Location Subscriber Authorization Function (LSAF) isresponsible for authorizing the provision of alocation
service (LCS) for a particular mobile. Specifically, this function validates that a GSM LCS can be applied to a given
subscriber. The LSAF verifies the client MS's subscription.

5.4.3.2  Location Subscriber Privacy Function (LSPF)

The Location Subscriber Privacy function is responsible performs all privacy related authorizations. For an target MS it
shall authorize the positioning request versus the privacy options of the target M S, if any.

5.4.4 Positioning component

5.4.4.1 Positioning Radio Coordination Function (PRCF)

The Positioning Radio Control Function (PRCF) manages the positioning of a mobile through overall coordination and
scheduling of resources to perform positioning measurements. This function interfaces with the PSMF and PCF and
possibly with a PRAF. The PRCF determines the positioning method to be used based on the QoS, the capabiities of the
network, and the MS's |ocation capabilities. It determines which PSMFs to be involved or what to measure, and obtains
processed signal measurements from PSMF. Next, it packs the signal measurement data from the PSMF into a certain
format and forwards it to the PCF.

5.4.4.2 Positioning Radio Assistance Function (PRAF)

The Positioning Radio Assistance Function (PRAF) provides additional support for the PRCF when radio coordination
is distributed among multiple network elements. A particular function of the PRAF for network based position methods
isto induce positioning signals from the target M S. For mobile based and mobile assisted position methods, the PRAF
could induce position signals from the network or from some other external reference source.

5.4.4.3 Positioning Calculation Function (PCF)

The Positioning Calculation Function (PCF) is responsible for calculating the position of the mobile. It obtains BTS
related datae.g., BTS geographic co-ordinates and stores this data. This function applies an algorithmic computation on
the collected signal measurements to compute the final location estimate and accuracy. It also supports conversion of
mobile’s |ocation estimate between different geodatic reference systems.

5.4.4.4  Positioning Signal Measurement Function (PSMF)

The Positioning Signal Measurement Function (PSMF) is responsible for gathering uplink or downlink radio signal
measurements for calculation of a mobile’s position. These measurements can be positioning related or ancillary.

55 Information Flows between Client and Server

Other types of national specific information flows may be supported in addition to the information flow specified here.

Any of theinformation flows here indicated may not be externally realized if the information does not flow over an
open interface. On the other hand, if aflow goes over an open interface, it shall abide to a well-defined protocol, which
will be further specified in other relevant specifications.
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55.1 Location Service Request

Viathe Location Service Request, the LCS client communicates with the LCS server to request for the location
information of one or more than one M'S within a specified quality of service. There exist two types of location service
requests:

- Location Immediate Request (LIR); and
- Location Deferred Request (LDR).
The following attributes are identified for Location Service Request information flow:
- Target MS;
- LCSidentity;
- State (idle, dedicated)
- Event (applicableto LDR requests only);
- Quality of Service information;
- Local coordinate system;

- Geographical area.

5.5.2 Location Service Response

The Location Service Response is sent to the LCS client as the result of the Location Service Request by the LCS
Server:

Immediate Response; and
Deferred Response;

These deferred responses can be either single or periodic.

5.6 Logical architecture

LCSislogicaly implemented on the GSM structure through the addition of one network node, the Maobile Location
Center (MLC). It is necessary to name a number of new interfaces. A generic LCS logical architectureis shownin
figure 3. LCS generic architecture can be combined to produce L CS architecture variants. No inference should be drawn
about the physical configuration on an interface from figure 3.
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Figure 3: Generic LCS Logical Architecture

5.6.1 BSS

The BSSisinvolved in the handling of various positioning procedures. Specific BSS functionality is specified in each
of the positioning procedures section.

5.6.2 LCS Client

The LCSclient is outside the scope of this standard.

56.3 GMLC

The Gateway Mobile Location Center (GMLC) contains functionality required to support LCS. In one PLMN, there
may be more than one GMLC.

The GMLC isthefirst node an external LCS client accessesin a GSM PLMN (i.e. the Le reference point is supported
by the GMLC). The GMLC may request routing information from the HLR via the Lh interface. After performing
registration authorization, it sends positioning requests to and receives final location estimates from the VM SC viathe
Lg interface.

5.6.4 SMLC

The Serving Mobile Location Center (SMLC) contains functionality required to support LCS. In one PLMN, there may
be more than one SMLC.

The SMLC manages the overall coordination and scheduling of resources required to perform positioning of a mobile.
It also calculates the final location estimate and accuracy.

Two types of SMLC are possible:
NSS based SMLC: supportsthe Lsinterface.
BSSbased SMLC: supportsthe Lb interface.
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An NSS based SMLC supports positioning of atarget MS viasignaling on the Lsinterface to the visited MSC. A BSS
based SML C supports positioning via signaling on the Lb interface to the BSC serving the target MS. Both types of
SMLC may support the Lp interface to enable access to information and resources owned by another SMLC.

The SMLC controls a number of LMUs for the purpose of obtaining radio interface measurements to locate or help
locate M S subscribersin the area that it serves. The SMLC is administered with the capabilities and types of
measurement produced by each of its LMUs. Signaling between an NSS based SMLC and LMU istransferred viathe
MSC serving the LMU using the Ls interface and either the Um interface for aType A LMU or the Abisinterface for a
Type B LMU. Signaling between a BSS based SMLC and LMU istransferred viathe BSC that serves or controlsthe
LMU using the Lb interface and either the Um interface for a Type A LMU or the Abisinterface for aType B LMU.

The SMLC and GMLC functionality may be combined in the same physical node, combined in existing physical nodes,
or reside in different nodes.

For Location Services, when a Cell Broadcast Center (CBC) is associated with aBSC, the SMLC may interfaceto a
CBC in order to broadcast assistance data using existing cell broadcast capahilities. The SMLC shall behave as a user,
Cell Broadcast Entity, to the CBC (refer to GSM.03.41).

5.6.5 MS

The MS may be involved in the various positioning procedures. Specific MS involvement is specified in each of the
positioning procedures section.

5.6.6 LMU

An LMU makes radio measurements to support one or more positioning methods. These measurements fall into one of
two categories:

a) Location measurements specific to one MS used to compute the location of thisMS
b) Assistance measurements specific to all MSsin a certain geographic area

All location and assistance measurements obtained by an LMU are supplied to a particular SMLC associated with the
LMU. Instructions concerning the timing, the nature and any periodicity of these measurements are either provided by
the SMLC or are pre-administered in the LMU.

Two types of LMU are defined:
Type A LMU: accessed over the normal GSM air interface.
TypeB LMU: accessed over the Abisinterface.

A type A LMU is accessed exclusively over the GSM air interface (Um interface): thereis no wired connection to any
other network element. A type A LMU hasaserving BTS and BSC that provide signaling access to a controlling
SMLC. With an NSS based SMLC, atype A LMU aso hasaserving MSC and VLR and a subscription profilein an
HLR. A type A LMU aways has aunique IMSI and supports all radio resource and mobility management functions of
the GSM air interface that are necessary to support signaling using an SDCCH to the SMLC. A type A LMU supports
those connection management functions necessary to support LCS signaling transactions with the SMLC and may
support certain call control functions of to support signaling to an SMLC using a circuit switched data connection.

NOTE: A network operator may assign specific ranges of IMSI for its LMUs and may assign certain digits within
the IMSI to indicate the associated SMLC. Certain digitsin the IMSI may also be used as alocal
identifier for an LMU within an SMLC.

To ensurethat aType A LMU and its associated SMLC can always access one another, an LMU may be homed
(camped) on a particular cell site or group of cell sites belonging to one BSC or one MSC. For any Type A LMU with a
subscription profilein an HLR (applies only with an NSS based SMLC), a specia profile is used indicating no
supplementary services, except possibly SMS-PP MT (for data download via the SIM application toolkit), and barring
of al incoming and possibly outgoing calls. Anidentifier in the HLR profile also distinguishes an LMU from a normal
MS. All other data specific to an LMU isadministered in the LMU and in its associated SMLC.
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A Type B LMU is accessed over the Abis interface from a BSC. The LMU may be either a standal one network element
addressed using some pseudo-cell 1D or connected to or integrated in aBTS. Signaling to a Type B LMU is by means
of messages routed through the controlling BSC for a BSS based SMLC or messages routed through a controlling BSC
and MSC for an NSS based SMLC.

The following assi stance measurements obtained by an LMU have a generic status in being usable by more than one
position method:

Radio Interface Timing measurements — comprise Absolute Time Differences (ATDs) or Real Time Differences
(RTDs) of the signals transmitted by Base Stations, where timing differences are measured relative to either
some absolute time difference (ATD) or the signals of another Base Station (RTD).

5.6.7 MSC

The MSC contains functionality responsible for M S subscription authorization and managing call-related and non-call
related positioning requests of GSM LCS. The MSC is accessible to the GMLC viathe Lg interface and the SMLC via
the Lsinterface. If connected to SGSN through the Gs interface, it checks whether the mobile station is GPRS attached
to decide whether to page the mobile station on the A or Gsinterface.

5.6.8 HLR

The HLR contains LCS subscription data and routing information. The HLR is accessible from the GMLC viathe Lh
interface. For roaming M Ss, HLR may bein a different PLMN that the current SMLC.

5.6.9 gsmSCF

The Lc interface supports CAMEL accessto LCS and is applicable only in CAMEL phase 3. The procedures and
signaling associated with it are defined in GSM 03.78 and GSM 09.02, respectively.

5.6.10 LMU and SMLC association

The LCS architecture isintended to support a high degree of flexibility, whereby any physical SMLC can support
multiple Ls or Lb interfaces (e.g. allowing aBSS based SMLC to serve multiple BSCs) and whereby a mixture of
different SMLC types can serve asingle network or single MSC area. Figure 4 illustrates the case where different
SMLC types and different LM U types are supported in asingle MSC area.
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Figure 4: Mixed Network with BSS and NSS based SMLCs and Type A and B LMUs

5.6.11 SGSN

The SGSN forwards the circuit-swiched paging request received from the Gs interface to the BSS.

5.7 Embedded Architecture

The embedded common open architecture between the logical LCS functionsis shown in Figure 5. This architecture
applies to both BSS and NSS based SML Cs and to both types of LMU.

The protocol between peer SMLCs allows an LMU to effectively perform measurements for any one or more of several
SMLCs and may be used to solve border area problems where LMUs on one side of an SMLC border would not
normally be available to the SMLCsthat control LMUs on the side. The intent isto impact only the SMLC in resolving

border area problems and not LMUSs.
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Figure 5: Common Embedded Architecture between Logical LCS Functions

5.8 Assignment of functions to general logical architecture

Table 1: Mapping of LCS Functions into Network Elements

MS | LMU BTS BSC GMLC SMLC MSC HLR [gsmSCF| LCS
Client
LCF X X X X
LCCF X
LCAF X
LMMF X
LSCF X
LSPF X
LSAF X
LSBF X X
LSBcF X
LSOF X X X X X
LCCTF X
PRAF X
PRCF X
PCF X X
PSMF X X X
6 Signalling Protocols and Interfaces

6.1 Generic Signalling Model for LCS

6.1.1 Protocol layering

Figure 6 shows the generic signalling model applicableto LCS for any signalling interaction in which an SMLC forms
at least one of the signalling end points.
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Figure 6: Generic Model for LCS Signalling to an SMLC

The functions performed by each protocol layer are as follows:

a)

b)

0)

d)

e
f)
9)

L CS application protocol — this depends on the other signaling end point (e.g. whether atarget MS or LMU) and
may be absent if supported in the BSSAP-LE layer. The application protocol supports specific LCS functions
(e.g. positioning measurements, assi stance measurements) and is independent of lower protocol layers.

BSSAP-LE —thisis an extension of BSSAP and carries the LCS application protocol signaling units. Necessary
functions include identification of the LCS application protocol and identification, where not provided by the
network layer, of the two end points. This layer can be relayed by an intermediate entity or mapped into an
equivalent layer 3 protocol used by the other signaling end point. This layer supports segmentation of LCS
application layer protocols.

Network Layer — provides signaling transport between the SML C and either the other end point or some
intermediate entity at which the BSSAP-LE layer is relayed or mapped. The network layer may support
connection oriented or connectionless signaling. For second generation circuit oriented applications, the network
layer is provided using MTP and SCCP. For third generation and packet oriented applications, other protocols
may be used. This layer supports segmentation of LCS application layer protocols.

Physical Layer —for second generation circuit oriented applications, SS7 signaling links are supported by the
physical layer.

L3 —aprotocol layer compatible with or the same as BSSAP-LE.
L2 —logical link layer for the other endpoint

L1 —physical layer for the other end point.

6.1.2 Message Segmentation

M essage segmentation is needed to transport any large L CS message that exceeds the message size limitation supported
by any GSM interface over which transport is needed.

6.1.2.1 Intermediate Level Segmentation

The segmentation of SMLCPP (GSM 08.31) and BSSLAP (GSM 08.71) messagesis supported by segmentation
mechanisms defined in GSM 08.08, GSM 04.08 and GSM 09.31. The sending, receiving and all intermediate entities
supporting segmentation shall ensure reliable and sequenced delivery of the message segments by appropriate use of the
capabilities supported by lower transport and network level protocols.
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6.1.2.2 Network Level Segmentation

Segmentation and reassembly of large SMLCPP and BSSL AP messages at the network (e.g. SCCP) level may be
supported. For message transfer over any interface where network level segmentation is not supported (e.g. Abis
interface, Um interface), segmentation at the application level shall be used. This may require support of both network
and intermediate level segmentation by certain intermediate entities.

6.2 Signalling between an SMLC, MSC and BSC

Figures 7 and 8 show the protocol layers used to support LCS signaling between the SMLC, MSC and BSC with an
NSS based and BSS based SMLC, respectively.

BSSLAP | 4 »| BSSLAP
(08.71) (08.71)
\LSCF
Relay B
— BSSAP-LE
— b < P
) _ BSSAP | BSSAP-LE (09.31)
SCCP |4———®» SCCP | gccp e B  SCCP
MTP | 4——» MTP MTP r——» MTP
BSC MSC SMLC
A Ls

S = highest layer where segmentation of upper layers is supported

Figure 7: Signalling Protocols between SMLC, MSC and BSC with NSS based SMLC

BSSLAP BSSLAP
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SCCP | 4 » sccp SCCP |[&——P» <ccp
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A BSC b SMLC

S = highest layer where segmentation of upper layers is supported

Figure 8: Signalling Protocols between SMLC, MSC and BSC with BSS based SMLC
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6.3 SMLC Signaling to a Target MS

Figures 9 and 10 show the protocol layers used to support signaling between an SMLC and target MS with an NSS
based and BSS based SMLC, respectively.
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Figure 9: Signalling between an SMLC and Target MS with NSS based SMLC
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Figure 10: Signalling between an SMLC and Target MS with BSS based SMLC
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Figures 11 and 12 show the protocol layers used to support signaling between an SMLC and a Type A LMU with an

NSS and BSS based SMLC, respectively, using an SDCCH on the Um interface.
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Figure 11: Signalling between an SMLC and a Type A LMU with NSS based SMLC using an SDCCH
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Figure 12: Signalling between an SMLC and Type A LMU with BSS based SMLC using an SDCCH

6.4.2

Signalling using a TCH

Figures 13 to 15 show the protocol layers that can be used to support signaling between an SMLC and a Type A LMU
with an NSS and BSS based SMLC using a TCH on the Um interface. The TCH is assumed to support either
transparent or non-transparent synchronous data and may be provided in a multislot configuration. The main usage
would be for O&M data and SW download — e.g. during offpeak hours.
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Figure 13: Signalling between an SMLC and a Type A LMU with NSS based SMLC using a TCH in
transparent mode
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Figure 14: Signalling between an SMLC and a Type A LMU with NSS based SMLC using a TCH in
non-transparent (NT) mode
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Figure 15: Signalling between an SMLC and a Type A LMU with BSS based SMLC using a TCH
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6.5 SMLC signaling to a Type B LMU

The protocol layers employed to enable signaling between the SMLC and atype B LMU are shown in figures 16 and
17.
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Figure 16: Signalling between an SMLC and a Type B LMU with NSS based SMLC

LLP < > LLP
(04.71) (04.71)
\ Relay
BSSAP-LE
08.58
08.58 \_ < >
<+—> BSSAP-LE (09.31)
LAPD |<€¢——Pp| LAPD SCEP | < > scep
L1 <+«—»| U MIP | q——p| wMTP
Type BLMUor | BSC SMLC
BTSwith LMU  ADIS Lb

Figure 17: Signalling between an SMLC and Type B LMU with BSS based SMLC

6.6 SMLC Signalling to a peer SMLC

The protocol layers used for SMLC to SMLC signaling are shown in Figure 18, where it is assumed that both SMLCs
have SS7 link connections to STPs (or thereis adirect SS7 link between the SMLCs). In the absence of either adirect
link or linksto an STP, signaling can go via attached BSCs and M SCs as shown in Figure 19 for signaling between BSS
based SML Cs sharing the same MSC and in Figure 20 for signaling between a BSS based SMLC and an NSS based
SMLC associated with different MSCs.
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<. SMLCPP
SMLCPH € 03
0831 (083D
Relay Relay Relay .
BSSAP-LE P BS;&';‘])LE
(0939 H@jEBSSAF‘ pssad Bssal* ™ [essaP]{ sssap-id *
SCCP |« SCCP| sccP|« sccp| SCCPle ; sccP| scop [«—»  sceop
MTP | [ MTP| MTP|g MTP| MTP| | MTP| mTP »| MTP
; BSC SMLC
smc |, BSC A MSC A Lb

|:| = highest layer where segmentation of upper layers is supported

Figure 19: SMLC to SMLC Signalling via associated BSCs and MSC (BSS based SMLCs)
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Figure 20: SMLC to SMLC Signalling via BSC and MSCs (BSS to NSS based SMLC)
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7 General Network Location Procedures

7.1 State Description for the GMLC

7.1.1 GMLC States

7.1.1.1 NULL State
Inthe NULL state, a particular location request from some LCS client either has not been received yet or has aready
been completed. After alocation request is received from a LCS client, the GMLC remainsin the NULL state while the

identity of the client and nature of its location request are verified. . While the NULL state exists conceptualy, it need
not be represented explicitly in the GMLC.

7.1.1.2 INTERROGATION State

In this state, the GMLC has sent an interrogation to the home HLR of the MS to be located and is awaiting a response
giving the VM SC address and IMSI for thisMS.

7.1.1.3 LOCATION State

In this state, the GMLC has sent alocation request to the VM SC serving the M S to be located and is awaiting a
response containing a location estimate.

7.1.2 State Functionality

7.1.2.1 State Transitions

Location Request - Location Request -
Interrogate HLR for GMLC knows VMSC
VMSC address . address
. Receive
Timeout .
Location
or Error N
or Timeout
or Error
INTERROGATION >
Receive VM SC address
fromHLR

Figure 21: State Transitions in the GMLC

Moving from NULL to INTERROGATION state:

If the GMLC does not know the VM SC address or MS IM S| when it receives alocation service request from some LCS
client, it moves from the NULL state to the INTERROGATION state and sends a request to the MS's home HLR for the
VMSC address and IMSI.
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Moving from NULL to LOCATION state:

If the GMLC aready knows both the VM SC address and MS IMSI when it receives a location service request from
some LCS client (e.g. from information retained for an earlier location request for the same MS), it moves from the
NULL state to the LOCATION state and sends a location reguest to the VM SC.

Moving from INTERROGATION to LOCATION state:

After the GMLC, in the INTERROGATION state, receives the VM SC address and IMSI from the home HLR, it enters
the LOCATION state and sends alocation request to the VM SC of the MS being located.

Moving from LOCATION to NULL state:

After the GMLC receives alocation estimate response from the VM SC, it forwards the location estimate to the
requesting LCS client and reentersthe NULL state.

7.1.2.2 INTERROGATION Timer Function

The GMLC runs a timer while in the INTERROGATION state to limit the amount of time waiting for an interrogation
response from the HLR. If the timer expires before an interrogation response is received, the GMLC indicates alocation
failure to the LCS client and reentersthe NULL state.

7.1.2.3 LOCATION Timer Function

The GMLC runs atimer whileinthe LOCATION state to limit the amount of time waiting for alocation estimate
response from the VM SC. If the timer expires before aresponse is received, the GMLC indicates alocation failure to
the LCS client and reentersthe NULL state.

7.2 State Description for the VMSC

7.2.1 VMSC States

7.2.1.1 IDLE State

In this state, the VM SC location service isinactive for aparticular MS. The MS may be known in the VLR (except for a
SIMless Emergency call or where the MS record has been canceled or lost in the VLR), but there may not be an active
Mobility Management or Radio Resource connection to the MS.

7.2.1.2 LOCATION State

In this state, the VM SC is awaiting a response from either an NSS based SMLC or BSC after requesting the location for
aparticular MS. In this state, a Radio Resource connection and a Mobility Management connection to the target MS
will be active — alowing the SMLC and M S to exchange positioning related messages for mobile based and mobile
assisted position methods. For certain position methods (e.g. network based position methods), the SMLC may invoke
substates in the VM SC during which other types of association are maintained with the M S (e.g. temporary call
establishment). Such substates are defined in later sections for each positioning method. In this state, the VM SC may
aso transfer positioning related messages between an NSS based SMLC and the target M S and/or between an NSS
based SMLC and certain LMUs served by the VM SC.
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7.2.2 State Functionality

7.2.2.1 State Transitions
Receive
Request Location
Location from results from the
the SMLC SMLCor BSC
or BSC or Timeout

Transfer
Positioning
Messages

Figure 22: State Transitions in the VMSC

Moving from IDLE to LOCATION state:

After arequest has been received to locate a particular MS and the M S subscription options have been verified, a
location request is sent to the SML C or BSC associated with the serving cell of the MSto be located: the VM SC then
entersthe LOCATION state. Before entering this state, the VM SC must have obtained the current cell ID for the M S
and setup a Radio Resource and Mobility Management connection to the MS if none was previously active.

Moving from LOCATION to IDLE state:

After the return of alocation estimate result from the SMLC, the VM SC shall reenter IDLE state.

7.2.2.2 LOCATION Timer Function

The VMSC runs atimer while in the LOCATION state to limit the amount of time waiting for alocation response from
the SMLC or BSC. If the timer expires before such information is received, the VM SC indicates alocation failure to the
original requesting entity and reenters IDLE state.

7.3 State Description for the BSC

7.3.1 BSC States

7.3.1.1 IDLE State

In this state, the BSC location service isinactive for aparticular MS.
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7.3.1.2 LOCATION State

In this state, the BSC is awaiting a response from a BSS based SMLC or the VM SC after requesting the location for a
particular MS. In this state, a Radio Resource connection to the target MS will be active — allowing the SMLC and MS
to exchange positioning related messages for mobile based and mobile assisted position methods. For certain position
methods (e.g. network based position methods), the SMLC may invoke substates in the BSC during which other types
of association or procedure are supported with the MS (e.g. temporary call establishment, handover). Such substates are
defined in later sections for each positioning method. In this state, the BSC may transfer positioning related messages
between the SML C and the target MS and/or between the SMLC and certain LMUs served by the BSC.

7.3.2 State Functionality

7.3.2.1 State Transitions
Request Receive
Location from Location results
the SMLC or from the SMLC
VMSC or VMSC or

Timeout

Transfer
Positioning
Messages

Figure 23: State Transitions in the BSC

Moving from IDLE to LOCATION state:

After areguest has been received (e.g. from the VM SC or from aclient internal to the BSC) to locate a particular MS
served by the BSC, alocation request is sent to either the BSS based SML C associated with the serving cell or to the
VMSC (with an NSS based SMLC): the BSC then entersthe LOCATION state. Before entering this state, a Radio
Resource connection to the MS must have been already established by the VM SC.

Moving from LOCATION to IDLE state:

After the return of alocation estimate result from the SMLC or VMSC, the BSC shall reenter IDLE state.

7.3.2.2 LOCATION Timer Function
The BSC runsatimer whilein the LOCATION state to limit the amount of time waiting for alocation response from

the SMLC or VMSC. If the timer expires before such information is received, the BSC indicates alocation failure to the
original requesting entity and reenters IDLE state.
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7.4 State Description for the SMLC

7.4.1 SMLC States

7.4.1.1 NULL State

This is a conceptual rather than actual state in which a certain location request from a particular VM SC or BSC either
has not yet been received or has been completed.

7.4.1.2 LOCATION State

This state exists after the SMLC has received a location request from a VM SC or BSC and persists while the SMLC is
obtaining position measurements for a particular positioning method until such time as positioning measurements have
been received and a location estimate has been computed and returned to the VM SC or BSC.

When sufficient positioning measurement results have been received, the SMLC either evaluates them, if they include
an already computed location estimate, or uses them to compute alocation estimate. The SMLC then has the option of
either reinitiating another positioning attempt, if the location estimate did not satisfy the required QoS, or returning the
location estimate to the VM SC or BSC.

7.4.2 State Functionality

7.4.2.1 State Transitions

Location Ret
Request L e L':'m
from a resSIEt:sa tlt()) ?he
VM r
SCo VMSC or BSC
BSC i
or Timeout

Initiate
Positioning
via the
VMSC or
BSC

Figure 24: State Transitions in the SMLC

Moving from NULL to LOCATION state:

After alocation request is received from the VM SC or BSC, the SML C chooses a positioning method and initiates the
appropriate position measurements. It then entersthe LOCATION state.
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Moving from LOCATION to NULL state:

When the SMLC has obtained alocation estimate that best meets the requested QoS parameters, it returns this to the
VMSC or BSC and reentersthe NULL state.

7.4.2.2 LOCATION Timer Function

The SMLC runsatimer while in the LOCATION state to limit the total amount of time that positioning can be active.
Thistimer should be related to any response time indicated in the location request QoS parameters. If the timer expires
before a final location estimate has been produced, the SMLC either returns the best existing location estimate to the
VMSC (e.g. an estimate based on the current cell 1D) or returns afailure indication. It then reenters the NULL state.

7.5 Usage of SCCP Connections on the Ls and Lb interfaces

SCCP connection oriented signaling between an SMLC and MSC (NSS based SMLC) or SMLC and BSC (BSS based
SMLC) is used to support SMLC signaling to atype A LMU, serving BSC, serving MSC or target MS. Two distinct
types of SCCP connection are needed.

7.5.1 SCCP connection for positioning of a target MS

The MSC and BSC set up this connection when they request alocation estimate for atarget MS. The MSC/BSC sends
the BSSMAP-LE Perform Location Request to the SMLC inside an SCCP Connection Request message. Signaling
between the SMLC and target MS is then relayed by the serving MSC or BSC between this SCCP connection and the
main signaling link to the MS. The same SCCP connection is also used to transfer BSSL AP messages between the
SMLC and serving BSC. See figures 25 and 26.

Target
Ms |¢&—»| BSC | ¢—» | MSC |4¢—» |SMLC
SDDCH or SCCP SCCP
A FACCH T Connection TT Connection T A
BSSAP BSSAP-LE (09.31)

BSSLAP (08.71)

RRLP (04.31)

Figure 25: SCCP based signalling for MS positioning with an NSS based SMLC

Target

Ms |€—»| BSC | «—p» | SMLC
SDDCH or SCCP

A FACCH T Connection T A

BSSAP-LE (09.31)

BSSLAP (08.71)

RRLP (04.31)

Figure 26: SCCP based signalling for MS positioning with a BSS based SMLC
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71.5.2 SCCP connection to access a type A LMU

The MSC, BSC or SMLC setup this connection to enable L CS messages to be transferred to or from atype A LMU.
The MSC, BSC or SMLC sendsaBSSMAP-LE LMU Connection Request message inside an SCCP Connection
Request message. Signaling is subsequently relayed through the serving MSC and BSC using this SCCP connection as
shown in Figures 27 and 28.

TypeA
LMU | ¢4—» | BSC | 4—P | MSC |€4——p | SMLC
SDDCH or SCCP SCCP
FACCH T Connection T T Connection T
BSSAP BSSAP-LE (09.31)
LLP (04.71)

Figure 27: SCCP based signalling to access atype A LMU with an NSS based SMLC

Type A
orB |—»| BSC | &—p | SMLC
LMU SDDCH or SCCP

FACCH T Connection T

BSSAP-LE (09.31)

LLP (04.71)

Figure 28: SCCP based signalling to access atype A LMU with a BSS based SMLC

7.6 General Network Positioning Procedures

The generic network positioning procedure of providing the location information of an MS subscriber can be partitioned
into the following procedures:

L ocation Preparation Procedure

This generic procedure is concerned with verifying the privacy restrictions of the M S subscriber, reserving network
resources, communicating with the M S to be located and determining the positioning method to be used for locating the
MS subscriber based on the requested QoS and the MS and network capabilities.

Positioning M easurement Establishment Procedure

This procedure is concerned with performing measurements by involving the necessary network and/or M S resources.
Depending on the positioning method to be used for locating the M S the internal s of this procedure can be positioning
method dependent. The procedure is completed with the end of the positioning measurements.

L ocation Calculation and Release Procedure

This generic procedure isinitiated after the measurements are completed and is concerned with calculating the location
of the MS and releasing al network and/or MS resources involved in the positioning.
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7.6.1 Mobile Terminating Location Request (MT-LR)

Figure 29 illustrates general network positioning for LCS clients external to the PLMN. In this scenario, it is assumed
that the target MSisidentified using either an MSISDN or IMS].

| Clent |  [GMLC] HLR | VMSCl | SMLC] | BsSC| [ ms |

1. LCS Service Reqyiest

4. MAP Send Routing Info|for LCS

3| MAP send Routing Info for Lcs 2¢k-

4. MAP Provide Sybscriber Locatilk

>
>

5. MS Paging, Authenticatiop, Ciphering

6. DTAP LC$ Location Notificatiop Invoke

<

7. DTAP LCS llocation Notification Return Result

8. BSSMAP-LE Pé¢rform Location requést

9. BSSMAP  Perform Location requegt

10. BSSMAP-LE Pefform
Location reques

11. Messages for individual positioning methods

12. BSEMAP—LE Perform Lgcation response

13. BSSMAP-LE Perform Lofation response

14. BSSMAP Perform Location resppnse

<

15. MAP Provide Supscriber Location ack.

4—

16. LCS Service Response

Figure 29: General Network Positioning for a MT-LR

7.6.1.1  Location Preparation Procedure

1) Anexternal LCS client requests the current location of atarget MS froma GMLC. The GMLC verifiesthe
identity of the LCS client and its subscription to the LCS service requested and derives the MSISDN or IMS] of
the target MSto be located and the LCS QoS from either subscription data or data supplied by the LCS client.
For acall related location request, the GM L C obtains and authenticates the called party number of the LCS client
(refer to Annex A for further details). If location is required for more than one M S, or if periodic location is
requested, steps 2 to 12 below may be repeated.

2) If the GMLC aready knows both the VM SC location and IMSI for the particular MSISDN (e.g. from a previous
location request), this step and step 3 may be skipped. Otherwise, the GMLC sends a
MAP_SEND_ROUTING_INFO_FOR_LCS message to the home HLR of the target M S to be located with
either the IMSI or MSISDN of thisMS.
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3

4)

5)

The HLR verifies that the SCCP calling party address of the GMLC, corresponds to a known GSM network
element that is authorized to request M S location information. The HLR then returns the current VM SC address
and whichever of the IMSI and MSISDN was not provided in step 2 for the particular MS.

The GMLC sendsa MAP_PROVIDE_SUBSCRIBER_LOCATION message to the VM SC indicated by the
HLR. This message carries the type of location information requested (e.g. current location), the M S subscriber’s
IMSI, LCS QoS information (e.g. accuracy, response time) and an indication of whether the LCS client has the
override capability. For acall related location request, the message also carries the LCS client’s called party
number. For avalue added L CS client, the message shall carry the client name if available and, for acall
unrelated location regquest, the identity of the LCS client. In other cases, inclusion of the client name and/or
identity is optional.

If the GMLC islocated in another PLMN or another country, the VM SC first authenticates that alocation
request is allowed from this PLMN or from this country. If not, an error response is returned. If the target MS
has an established circuit call other than speech, the location request may be denied and an error response is then
returned to the GMLC. If the location request is allowed for a non-speech circuit call, it shall be up to the SMLC
to decide, on the basis of the applicable position methods and requested QoS, whether positioning is possible.
The VMSC then verifies LCS barring restrictions in the MS user’s subscription profile in the VLR. In verifying
the barring restrictions, barring of the whole location request is assumed if any part of it is barred or any requisite
condition is not satisfied. If LCSisto be barred without notifying the target MS and a LCS client accessing a
GMLC in the same country does not have the override capability, an error response is returned to the GMLC.
Otherwiseg, if the MSisin idle mode, the VLR performs paging, authentication and ciphering. The MSC will
page a GPRS attached M S either through A or Gs interface, depending on the presence of the Gsinterface (see
Note). This procedure will provide the MS user’s current cell 1D and certain location information that includes
the TA valuein the BSSMAP Complete layer 3 Information used to convey the Paging Response. If the target
MS supports any MS based or M S assisted positioning method(s), the MS will aso provide the BSC and MSC
with the positioning method(s) it supports via controlled early classmark sending (see GSM 04.08 and 08.08). If
the MSisinstead in dedicated mode, the VM SC will already have any early classmark information and will have
been supplied with the current cell ID from either the serving BSC or serving M SC in the case of an established
call with MSC-MSC handover.

Note: In some network mode of operation, a GPRS capable MS may not receive the CS paging. In addition, upon

6)

7)

8)

9)

receipt of a CS paging, a GPRS capable MS may immediately answer to the Paging Request or delay the
answer, as defined in 3GPP TS 02.60 and 03.60. A GPRS MSin class B mode may also suspend its
GPRS traffic, sending a GPRS Suspension Request to the network.

If the location request comes from a value added L CS client and the M S subscription profile indicates that the
MS must either be notified or notified with privacy verification and the M S supports notification of LCS
(according to the M S Classmark 2), aDTAP LCS Location Notification Invoke message is sent to the target MS
indicating the type of location request (e.g. current location), the identity of the LCS client and whether privacy
verification isrequired. For acall related location request, the LCS client identity shall be set to the LCS client’s
called party number if no separate LCS client identity was received from the GMLC. Optionally, the VM SC may
after sending the DTAP LCS Location Notification Invoke message continue in parallel the location process, i.e.
continue to step 8 without waiting for aDTAP LCS Location Notification Return Result message in step 7.

Thetarget MS notifies the M S user of the location request and, if privacy verification was requested, the target
MS indicates to the MS user whether the location request will be allowed or not allowed in the absence of a
response and waits for the user to grant or withhold permission. The MS then returnsa DTAP LCS Location
Notification Return Result to the VM SC indicating, if privacy verification was requested, whether permissionis
granted or denied. Optionally, the DTAP LCS Location Notification Return Result message can be returned
some time after step 6, but before step 15. If the MS user does not respond after a predetermined time period, the
VMSC shall infer a"no response” condition. The VM SC shall return an error response to the GMLC if privacy
verification was requested and either the MS user denies permission or there is no response with the MS
subscription profile indicating barring of the location request in the absence of a response.

The VMSC sendsa MAP_PERFORM_LOCATION message to the SML C associated with the MS's current cell
location. The BSSMAP-LE message includes the type of location information requested, the MS's location
capabilities and currently assigned radio channel type (SDCCH, TCH-FR or TCH-HR), the requested QoS and
the current Cell 1D and, if available, any location information including the TA value received in step 5.

If the SMLC is BSS based, the VM SC instead sends the BSSMAP PERFORM LOCATION message to the
serving BSC for the target MS.
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10) In the case of a BSS based SMLC, the BSC forwards the BSSMAP-LE PERFORM LOCATION request
received in step 9 to the SMLC. The BSC may add additional measurement data to the message to assist with
positioning. The message is transported inside an SCCP connection regquest.

7.6.1.2  Positioning Measurement Establishment Procedure

11) If the requested location information and the location accuracy within the QoS can be satisfied by the reported
cell ID and, if available, TA value, the SMLC may send aMAP_PERFORM_LOCATION ack. immediately.
Otherwise, the SML C determines the positioning method and instigates the particular message sequence for this
method defined in subsequent sections. If the position method returns position measurements, the SMLC uses
them to compute alocation estimate. If there has been afailure to obtain position measurements, the SMLC may
use the current cell ID and, if available, TA value to derive an approximate location estimate. |f an already
computed location estimate is returned for an M S based position method, the SMLC may verify consistency with
the current cell ID and, if available, TA value. If the location estimate so obtained does not satisfy the requested
accuracy or the location attempt failed, e.g. due to missing data, and sufficient response time still remains, the
SMLC may instigate a further location attempt using the same (e.g. providing more assistance datato MS) or a
different position method. If avertical location coordinate is requested but the SMLC can only obtain horizontal
coordinates, these may be returned.

Restrictions on the geographic shape encoded within the “position information” parameter may exist for certain LCS
client types. The SMLC shall comply with any restrictions defined in GSM and, in a particular country,
with any restrictions defined for a specific LCS client type in relevant national standards. For example, in
the US, national interim standard TIA/EIA/IS-J-STD-036 restricts the geographic shape for an emergency
services LCS client to minimally either an “ellipsoid point” or an “ellipsoid point with uncertainty circle
and confidence” as defined in 3GPP TS 23.032.

7.6.1.3 Location Calculation and Release Procedure

12) When location information best satisfying the requested location type and QoS has been obtained, the SMLC
returnsit to the VM SC in a Perform Location response if the SMLC is NSS based. If alocation estimate could
not be obtained, the SMLC returns a Perform Location response containing a failure cause and no location
estimate.

13) For aBSS based SMLC, the location information is instead returned to the serving BSC.

14)In the case of a BSS based SMLC, the BSC forwards the BSSMAP PERFORM LOCATION response received
in step 13 to the VM SC.

15) The VM SC returns the location information and its age to the GMLC, if the VM SC has not initiated the Privacy
Verification processin step 6. If step 6 has been performed for privacy verification, the VMSC returns the
location information only, if it has received a DTAP LCS Location Notification Return Result indicating that
permission is granted. If aDTAP LCS Location Notification Return Result message indicating that permission is
not granted is received, or there is no response with the M'S subscription profile indicating barring of location in
the absence of aresponse, the VMSC shall return an error response to the GMLC. If the SMLC did not return a
successful location estimate, but the privacy checksin steps 5-7 were successfully executed, the VM SC may
return the last known location of the target MS if thisis known and the LCS client is requesting the current or
last known location. The VLR may then release the Mobility Management connection to the MS, if the MS was
previoudly idle, and the VM SC may record billing information.

16) The GMLC returns the MS location information to the requesting LCS client. If the LCS client requiresit, the
GMLC may first transform the universal location coordinates provided by the VM SC into some local geographic
system. The GMLC may record billing for both the LCS client and inter-network revenue charges from the
VMSC's network.

7.6.2 MT-LR without HLR Query - applicable to North America Emergency
Calls only

Figure 30 illustrates location for a North American Emergency Services call, where an emergency services client

identifiesthe target MS using an IMSI, MSISDN or NA-ESRK plus, possibly IMEI, that were previously provided to it

by the VM SC (e.g. see section7.6.4). The emergency services client also identifies the VM SC to the GMLC by
providing an NA-ESRD or NA-ESRK or by referring to information for the target MS already stored in the GMLC.
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This allowsthe GMLC to request location from the VM SC without first querying the home HLR of the target MS. This
is necessary when the home HLR either cannot be identified (e.g. client provides an NA-ESRK but not IMSI or
MSISDN) or does not support the LCS query procedure.

Client | |GMLC| HLR [ vmsc ] smc| [ Bsc| | ws |

1

2)

3

4)
5)

6)

1. LCS Service E!equ pst

2. MAP Provide Sybscriber Locati(k

3. BSS|MAP-LE Perform Locatiory Request

4. Messages for individual positioning methods

4—

5. BSS|MAP-LE Perform Location Response

6. MAP Provide Subsgriber Location ack.

7. LCS Service Resppnse

Figure 30: Positioning for a Emergency Services MT-LR without HLR Query

Same as step 1 in figure 29 but with the LCS client identifying first the target MS by an IMSI, MSISDN or NA-
ESRK and possibly IMEI and, second, the VM SC by an NA-ESRK or NA-ESRD.

If the GMLC aready has stored information for the target M S (e.g. from a prior location estimate delivery to the
LCS client), the GMLC may determine the VM SC from this information. Otherwise, the GMLC determines the
VMSC using the NA-ESRK or NA-ESRD — with use of the NA-ESRK taking priority over that of the NA-
ESRD. The MAP_PROVIDE_SUBSCRIBER_LOCATION message sent to the VM SC carries the IMSI,
MSISDN or NA-ESRK and, if provided, the IMEI for the target MS, as well as the required QoS and an
indication of alocation request from an emergency services client. The VM SC identifies the target MS using the
IMSI, MSISDN or NA-ESRK and, if provided, the IMEI.

The VMSC verifiesthat M S privacy is overridden by the emergency services provider and that positioning is not
prevented for other reasons (e.g. unreachable M S, inapplicable call type to the MS). The VM SC then sends a
BSSMAP-LE Perform Location Request to the SMLC, either directly or viathe BSC, asin steps 8-10 for a
normal MT-LR.

The SMLC performs positioning asin step 11 for anormal MT-LR.

The SMLC returns alocation estimate to the VM SC either directly or viathe BSC asin steps 12-14 for anormal
MT-LR.

to (7) Same as steps 15 to 16 for anormal MT-LR.

7.6.3 MT-LR for a previously obtained location estimate

Every time the location estimate of atarget MS subscriber is returned by the SMLC to the VM SC, the VM SC may store
the location estimate together with atime stamp in the subscriber's VLR record.

Thetime stamp is the time at which the location estimate is stored at the VLR i.e. after the SMLC returns the location
estimate to the VM SC. The time stamp indicates the ‘age’ of the location estimate.
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7.6.3.1 Initial Location

In the context of an originating emergency call the location estimate and the associated time stamp at the
commencement of the call set-up isreferred to as'initial location'.

7.6.3.2  Current Location

After alocation attempt has succesfully del;ivered alocation estimate and its assocoiated time stamp, the location
estimate and time stamp is referred to as the 'current location’ at that point in time.

7.6.3.3  Last known Location

The current location estimate and its associated time stamp are stored in MSC/VLR and until replaced by alater
location estimate and a new time stamp is referred to as the 'last known location’. The last known location may be
distinct from the initial location —i.e. more recent.

7.6.3.4  Security and Privacy

The handling of security and privacy of the target MS with regard to returning the last known or initial location estimate
of the target M S shall be the same as when the target MSiis reachable for positioning. (i.e. the requesting LCS client is
authorized and the privacy of the target MSis secured before the VM SC check the VLR status of the target MS (i.e.
whether the MS is marked as attached or detached in the VLR).

7.6.3.5 Falling to locate the target MS

In case of a'Detached' or ‘'Not Reachable' target MS, the last known location and a time stamp stored at the VLR, may
be returned to a LCS client requesting location information if the LCS client specifically requested the current or last
known location. This does not apply to avalue added LCS client where the target M S subscribes to notification of the
location request: if the notification cannot be performed, the VM SC shall reject the location reguest.

NOTE: Dueto CAMEL, the MSC/VLR may aready be storing other location information parameters like
location number, cell id, location areaidentity and VLR number in the subscriber's VLR record.

When arequest for location information is received at the VM SC, the request shall indicate whether the 'last known
location of the target MS' should be returned in case of a 'detached’ or 'not reachable’ target MS.

If the VLR has avalid copy of the subscriber's permanent data and the target MS's privacy settings are such that
positioning is alowed, then the following cases can occur.
7.6.3.5.1 Target MS is 'Not Reachable’

If the target MS is marked as ‘attached’ in the VLR, the VM SC orders paging of the target MS. If paging fails, dueto
target M S being 'not reachable’ then VM SC shall check whether the LCS client has requested 'last known location’ in
case of 'not reachable' target M S.

If such arequest exists and notification to the target MS does not apply for a value added LCS client, the VM SC shall
include the last known location together with the time stamp available in its response to the request for location
information.

An indicator of 'last known location' returned shall be marked at the CDR at VM SC.

7.6.3.5.2 Target MS is 'Detached’

If the target MS is marked as 'detached’ in the VLR, the VM SC shall check whether the LCS client has requested 'last
known location' in case of 'detached’ target MS.

If such arequest exists and notification to the target MS does not apply for avalue added LCS client, the VM SC
includes the 'last known location’ together with the time stamp available in its response to the reguest for location
information.

An indicator of 'last known location' returned shall be marked at the CDR at VM SC.
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7.6.3.5.3 Target MS is Reachable but Positioning Fails

If the target MSiis reachable (e.g. paging succeeds), but the VM SC is unable to obtain a current location estimate, the
VMSC shall check whether the LCS client has requested 'last known location’.

If such arequest exists and notification to the target M S either does not apply or was successfully executed for avalue
added LCS client, the VM SC includes the 'last known location’ together with the time stamp available in its response to
the request for location information.

An indicator of 'last known location’ returned shall be marked at the CDR at VM SC.

7.6.3.5.4 Target MS is 'Purged’

If the target MSis marked as'Purged’ in HLR, then an indication 'Absent Subscriber’ is returned to the GMLC.

7.6.4 Network Induced Location Request (NI-LR)

Figure 31 illustrates positioning for an emergency service call.

LCcs Cliefit  |GMLC| HLR [ vmsc | Ismic| |[Bsc| | ms |

1| CM Service Refuest

2. BSSMAP Complete|L3 (CM Service Request)

3. Emergency Call Origination

4. BSS MAP-LE Per!or h Location Requgst

5. Messages for individual positioning methods

6. BSS MAP-LE Perform lLocation Responde

<

7. MAP Subscriber Location Report

>

8. MAP Subscriber Uocation Report ack.

=}

9. Location Informatid

< >

10. Emergency Call Relegse

<

11. MAP Subscrijer Location Report

>

12. MAP Subscriber|Location Report ack.

Figure 31: Positioning for a NI-LR Emergency Service Call
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7.6.4.1 Location Preparation Procedure

1

2)

3

4)

Aninitialy idle MS requests an SDCCH and sendsa DTAP CM Service Request indicating a request for an
Emergency Service call to the VM SC viathe BSC.

The BSC includes the current cell 1D and may include certain other location information (e.g. the TA value)
within the BSSMAP Complete Layer 3 Information message used to convey the CM service request across the
A-interface. The MS may identify itself usngaTMSI, IMSI or IMEI.

The VMSC, BSC and M S continue the normal procedure for emergency call origination towards the appropriate
emergency services client. Depending on local regulatory requirements, the sending of call setup information
into the PSTN may be delayed until either the MS's location has been obtained or the location attempt has failed
or aPLMN defined timer has expired before location was obtained. Call setup information sent into the PSTN
may include the M S location (if already obtained) plus information that will enable the emergency service
provider to request MS location at alater time (e.g. NA-ESRD and NA-ESRK in North America).

At any time after step 1 and after sufficient time has been alowed to enable completion of early classmark
sending to the BSC and M SC where the M S supports any M S assisted or M S based positioning method(s), the
VMSC may initiate procedures to obtain the MS's|ocation. These procedures may run either in parallel with the
emergency call origination or while emergency call origination is suspended to delay sending of call setup
information into the PSTN according to step 3. The VM SC sends a BSSMAP-LE :Perform Location Reguest
message to the SMLC associated with the MS's current location area — either directly or via the serving BSC (see
steps 8-10 for an MT-LR). This message includes the MS's location capabilities and currently assigned radio
channel type (SDCCH, TCH-FR or TCH-HR), the QoS required for an emergency call and the current Cell ID
and any location information including the TA value received in step 2.

7.6.4.2  Positioning Measurement Establishment Procedure

5)

The actions described under step 11 for aMT-LR are performed. If a speech compatible traffic channel is
required for network based positioning (e.g. TOA), the same traffic channel may be used for both the positioning
and the emergency call. In that case, the traffic channel may be allocated by either the positioning procedure or
emergency call origination procedure.

7.6.4.3 Location Calculation and Release Procedure

6)

7)

8)

9

When a location estimate best satisfying the requested QoS has been obtained, the SMLC returnsit to the VM SC
— either directly or viathe serving BSC (see steps 12-14 for an MT-LR).

Depending on local regulatory requirements, the VM SC may send a MAP Subscriber Location report to a
GMLC associated with the emergency services provider to which the emergency call has been or will be sent.
This message shall carry any location estimate returned in step 6, the age of this estimate and may carry the
MSISDN, IMSI and IMEI of the calling MS. In North America, any NA-ESRD and any NA-ESRK that may
have been assigned by the VM SC shall be included. The message shall also indicate the event that triggered the
location report. If location failed (i.e. an error result was returned by the SMLC in step 8), an indication of
failure rather than alocation estimate may be sent to the GMLC: the indication of failure is conveyed by not
including alocation estimate in the MAP Subscriber Location Report.

The GMLC acknowledges receipt of the location information. For a North American Emergency Services call,
the GMLC shall store the location information for later retrieval by the emergency services LCS client.

The GMLC may optionally forward the information received in step 7 to the emergency services LCS client. For
aNorth American emergency services call the client is expected to obtain the location information by requesting
it from the GMLC

10) At some later time, the emergency services call is released.

11) For aNorth American Emergency Services call, the MSC sends another MAP Subscriber Location Report to the

GMLC. This message may include the same parameters as before except that there is no position estimate and an
indication of emergency call termination isincluded.

12) The GMLC acknowledges the MSC notification and may then release al information previously stored for the

emergency call.
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7.6.5 Network Induced Location Request (NI-LR) from a Serving BSC for
a target MS in dedicated mode

Figure 32 illustrates how a serving BSC may obtain the location of atarget MSthat is aready in dedicated mode on

behalf of some PLMN operator LCS client — e.g. to support handover. The procedure is valid for an NSS based SMLC

in all circumstances and for a BSS based SMLC when local regulatory requirements do not require privacy checking for
PLMN operator initiated location.

|LCS Clientl | VMSCl |SMLC| | BSCl | MS |

>

1. LCS Service Request

2. BSSMAP-LE Perform Locatipn request

3. BSSMAP Pefform Location request

4. BSSMAP-LE Perform Locgtion request

5. Messages for individual positioning methods

o

.|BSSMAP-LE Perform Locatioh response

-
jos)
[
%
<
>
o
=
m
bl
ol
3
o
=2
3
-
[}
o
=3
o
5

esponse

8. BSSMAP Perfprm Location response

9. LCS Service Response

Figure 32: Network Induced Location Request from a Serving BSC

7.6.5.1 Location Preparation Procedure

1) AnLCSclient within the BSC or within the PLMN requests the current location of atarget MS from the serving
BSC

2) The BSC sends a BSSMAP-LE PERFORM LOCATION request message to the SMLC if thisis BSS based. The
BSSMAP-LE message includes the MS's |ocation capabilities and currently assigned radio channel type
(SDCCH, TCH-FR or TCH-HR), the requested QoS and the current Cell ID. The message may aso contain
additional measurements available to the BSC (e.g. TA value).

3) If the SMLC isNSS based, the BSC instead sends the BSSMAP Perform Location Request to its serving MSC
with the type of PLMN operator LCS client.

4) Inthe case of an NSS based SMLC, the MSC verifiesin the subscription profile of the target MS that the MS

permits location by the indicated type of LCS client. The M SC then forwards the BSSMAP-LE PERFORM
LOCATION request received in step 3 to the SMLC.

7.6.5.2 Positioning Measurement Establishment Procedure

5) Refer to step 11 for an MT-LR.
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7.6.5.3 Location Calculation and Release Procedure

6) When alocation estimate best satisfying the requested QoS has been obtained, the SMLC returnsit to the BSC if
the SMLC is BSS based.

7) 1f the SMLC isNSS based, the BSC instead returns the location estimate to the M SC.

8) Inthe case of aNSS based SMLC, the MSC forwards the BSSMAP PERFORM LOCATION response received
in step 7 to the BSC.

9) The BSC returns the MS location estimate to the requesting LCS client.

7.6.6 Mobile Originating Location Request (MO-LR)

The following procedure allows an MS to request either its own location, location assistance data or broadcast
assistance data message ciphering keys from the network. Location assi stance data may be used subsequently by the
MS to compute its own location throughout an extended interval using a mobile based position method. The ciphering
key enablesthe M S to decipher other location assistance data broadcast periodically by the network. The MO-LR after
location update request may be used to request ciphering keys or GPS assistance data using the follow-on procedure
described in GSM 04.08. The procedure may also be used to enable an M S to request that its own location be sent to
another LCS client.

LCS Client| | GMLC | [ vmsc | |smc| [ Bsc| | wms |

1. Ca Service Reqyest

’. BSSMAP Complete Layer 3 (CM Service|Request)

<
<

3. Authentication, Ciphgring or DTAP CM Service Acc!pt

4. DTAPLCS MO-{ R Invoke

5. BSSMAP-LE Perform Locatiqn Request

6. BSSMAP Perform Location Request

7. BSSMAP-LE Perform Logation Request

8. Messages for individual positioning methods or transfer|of
location assistance data

9.BSS$1AP-LE Perform Locatior] Response.
10. BSSMAP-LE Perform Lo¢ation Response

11. BSSMAP Perform Lodation Response

12.[MAP Subscriber Locatiop Report

13. MAP Subscriber Location|Reportack.

14. Location Information

>
>

15. DTAPLCSMO-LR| Return Result

<

16. Release CM, MMRR Connedtions

Figure 33: General Network Positioning for MO-LR
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7.6.6.1 Location Preparation Procedure

1) If the MSisinidle mode, the MS requests an SDCCH and sendsa DTAP CM service request indicating a
request for call independent supplementary services to the BSC.

2) The BSC includesthe current cell ID and TA value within the BSSMAP Complete Layer 3 Information message
used to convey the CM service regquest across the A-interface. If the MSisinstead in dedicated mode, the M S
sendsa DTAP CM Service Request on the already established SACCH: the VM SC will then aready have been
supplied with the current cell 1D from either the serving BSC or serving M SC in the case of an established call
with MSC-M SC handover.

3) The VMSC ingtigates authentication and ciphering if the MS wasin idle mode or returnsa DTAP CM Service
Accept if the MS was in dedicated mode. If the target MS supports any M S based or M S assisted positioning
method(s), the MS will provide the BSC and M SC with the positioning method(s) it supports via controlled early
classmark sending (see GSM 04.08 and 08.08).

4) TheMSsendsaDTAPLCS MO-LR invoke to the VMSC. If the MSis requesting its own location or that its
own location be sent to another LCS client, this message carries LCS QoS information (e.g. accuracy, response
time). If the MSis requesting that its location be sent to another LCS client, the message shall include the
identity of the LCS client and may include the address of the GMLC through which the LCS client should be
accessed. If aGMLC addressis not included, the VM SC may assign its own GMLC address and may verify that
theidentified LCS client is supported by this GMLC. If a GMLC addressis not available for this case, the
VMSC shall reject the location request. If the MSisinstead requesting location assistance data or ciphering keys,
the message specifies the type of assistance data or deciphering keys and the positioning method for which the
assistance data or deciphering applies. The VMSC verifiesin the MS's subscription profile that the M S has
permission to request its own location, request that its location be sent to another LCS client or request location
assistance data or deciphering keys (whichever applies). If the MSis requesting positioning and has an
established call, the VM SC may reject the request for certain non-speech call types.

5) The VMSC sends a BSSMAP-LE PERFORM LOCATION request message to the SMLC associated with the
MS's current cell location if the SMLC is NSS based. This message is transported using SCCP connection
oriented signaling inside an SCCP Connection Request message The BSSMAP-LE message indicates whether a
location estimate or location assistance data is requested and includes the M S's location capabilities and current
cell ID. If the MS'slocation is requested, the message al so includes the currently assigned radio channel type
(SDCCH, TCH-FR or TCH-HR), the requested QoS and, if available and any location measurement information
including the TA va ue received from the BSC in step 2. If location assistance data is instead requested, the
message carries the requested types of location assistance data.

6) If the SMLC isBSS based, the VM SC instead sends the BSSMAP PERFORM LOCATION message to the
serving BSC for the target M S.

7) Inthe case of a BSS based SMLC, the BSC forwards the BSSMAP-LE PERFORM LOCATION request
received in step 6 to the SMLC. If the MS'slocation is requested, the BSC may add additional measurement data
to the message to assist with positioning. The message is transported inside an SCCP connection request.

7.6.6.2 Positioning Measurement Establishment Procedure

8) If the MSisrequesting its own location, the actions described under step 10 for aMT-LR are performed. If the
MS isinstead requesting location assistance data, the SMLC transfers this data to the MS as described in
subseguent sections. The SMLC determines the exact location assistance data to transfer according to the type of
data specified by the MS, the M S location capabilities and the current cell ID.

7.6.6.3 Location Calculation and Release Procedure

9) When alocation estimate best satisfying the requested QoS has been obtained or when the requested location
assistance data has been transferred to the M S, the SMLC returns a BSSMAP-LE Perform Location response to
the VM SC if the SMLC is NSS based. This message carries the location estimate or ciphering keysif this was
obtained. If alocation estimate or deciphering keys were not successfully obtained or if the requested location
assistance data could not be transferred successfully to the MS, afailure cause isincluded in the Perform
Location response.
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Restrictions on the geographic shape encoded within the “position information” parameter may exist for certain LCS
client types. The SMLC shall comply with any restrictions defined in GSM and, in a particular country,
with any restrictions defined for a specific LCS client type in relevant national standards. For example, in
the US, national interim standard TIA/EIA/IS-J-STD-036 restricts the geographic shape for an emergency
services LCS client to minimally either an “ellipsoid point” or an “ellipsoid point with uncertainty circle
and confidence” as defined in 3GPP TS 23.032.

10) For aBSS based SMLC, the BSSMAP-LE Perform Location response is instead returned to the serving BSC.

11) In the case of a BSS based SMLC, the BSC forwards the BSSMAP PERFORM LOCATION response received
in step 10 to the VM SC.

12)If the M S requested transfer of its location to another LCS client and a location estimate was successfully
obtained, the VM SC shall send a MAP Subscriber Location Report to the GMLC obtained in step 4 carrying the
MSISDN of the MS, the identity of the LCS client, the event causing the location estimate (MO-LR) and the
location estimate and its age.

13) The GMLC shall acknowledge receipt of the location estimate provided that is serves the identified LCS client
and the client is accessible.

14) The GMLC transfers the location information to the LCS client either immediately or upon request from the
client.

15) The VM SC returnsa DTAP LCS MO-LR Return Result to the MS carrying any location estimate requested by
the M'S, ciphering keys or a confirmation that alocation estimate was successfully transferred to the GMLC
serving an LCSclient.

16) The VM SC may release the CM, MM and RR connections to the MS, if the MS was previoudly idle, and the
VMSC may record billing information.

7.7 Common Procedures to Support Positioning

The procedures described in this section enable an SMLC to obtain positioning related information or instigate
positioning for a particular target MS. The procedures are applicable to all positioning methods after an SMLC receives
aBSSMAP-LE Perform Location request for atarget MS until aBSSMAP-LE Perform Location response is returned to
the originator.

7.7.1 Information Transfer between an NSS based SMLC and a Target
MS

An NSS based SMLC uses the procedure shown in Figure 34 in order to obtain positioning information from a target
MS or transfer location assistance information to atarget M S after arequest has been received from the VM SC. More
details of the location information transfer procedure between the BSC and M S can be found in GSM 04.08.

ETSI



3GPP TS 03.71 version 8.1.0 Release 1999 50 ETSI TS 101 724 v8.1.0 (2001-04)

1)

2)
3

4)

5)

SMLC VMSC BSC MS
’.
1. BSSMAP-LE Connection Oriented
Information [BSSLAP MS Pasition - .
Commend [RRLP message]] 2. BSSMAP Connection Orienec
Information [BSSLAP MS tion
Command [RRLP message]] >
3. RR Application Information
[RRLP message]
<
1. RR Application Information
[RRLP message]
<
5. BSSMAP Connection Ori
Information [BSSLAP MS ition
< Response [RRLP message]]
6. BSSMAP-LE Connection Oriented
Information [BSSLAP MS Pasitiof]
Response [RRLP message]]

Figure 34: Information Transfer between an NSS based SMLC and a Target MS

The SMLC passes aBSSMAP-LE Connection Oriented Information message to the VM SC containing an
embedded BSSLAP MS Position Command with an RRLP message parameter. The message is transferred using
the SCCP connection established between the SMLC and VM SC for positioning the target MS. If the BSSLAP
message is too large to fit in asingle BSSMAP-LE Connection Oriented Information message, it may be
segmented and transferred inside a sequence of BSSMAP-LE messages with the last BSSMAP-LE message
containing alast segment indication and the last BSSL AP segment. The SMLC shall indicate in the BSSLAP
MS Position Command whether the embedded RRL P message contains a positioning command. versus
positioning assistance data.

The VM SC forwards the BSSMAP message(s) to the serving BSC for the target M S.

The BSC transfers the embedded RRLP message to the target MS inside an RR Application Information
message. |f the BSSL AP message was segmented by the SMLC, onward transfer to the MS shall be deferred
until all segments have arrived and the complete BSSLAP message is reassembled. The embedded RRLP
message shall then be re-segmented if necessary with each RRLP segment transferred in a separate RR
Application Information message with the last RR message indicating the last RRLP segment. No later than
when the last RR Application Information message has been transferred, the BSC shall start a positioning
supervision timer if noneis aready in progress or restart thisif already in progress. If the timer expires before
the final response in step 4 is received, the BSC shall return a BSSMAP-LE Connection oriented Information
message to the SMLC containing a BSSLAP Abort with a cause of BSC timeout.

When the target M S has positioning information to return to the SMLC, it sends an RR Application Information
message to the BSC containing an embedded RRLP message. If the RRLP message istoo large to fitinasingle
RR Application Information message, it may be segmented and carried in a sequence of RR Application
Information messages with the last message indicating the last RRLP segment. The last RR LCS Information
message shall indicate if thisisthe final response from the MS.

If the timer started in step 3 has aready expired, the BSC discards the RRLP message received in step 4.
Otherwise, the BSC forwards the RRLP message to the VM SC inside aBSSLAP M S Positioning Response
message contained in a BSSMAP Connection Oriented Information message. If the RRLP message was
segmented onward transfer to the MSC shall be deferred until al segments have arrived and the complete RRLP
message is reassembled. If the resulting BSSL AP message istoo large to fit into a single BSSMAP Connection
Oriented Information message (e.g. if the RRLP message was segmented), it shall be segmented. Each segment
isthen transferred in a separate BSSM AP message with the last message containing the last BSSL AP segment. If
the SMLC indicated a positioning command in step 1 and the MS has indicated a final response, the BSC may
add additional measurement information to the BSSLAP M S Position Response in the last BSSM AP message —
if necessary, creating a new BSSMAP message if message size limitations would be exceeded. The BSC shall
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6)

stop the supervision timer started in step 3 when the final segment of the final response from the MS has been
transferred.

The VM SC forwards the received BSSM AP messages as corresponding BSSMAP-LE message(s) to the SMLC
using the SCCP connection previoudy established for positioning the target MS. If the MS did not indicate a
final responsein step 3, the SMLC may transfer a further RRLP message to the M S (e.g. containing assistance
data) according to steps 1 to 3 and the MS may return a subseguent response according to steps 4 to 6.

71.7.2 Information Transfer between a BSS based SMLC and a Target MS

A BSS based SML C uses the procedure shown in Figure 35 in order to obtain positioning measurements from a target
MS or transfer location assistance information to atarget M S after a request has been received from the BSC serving
the target MS. More details of the location information transfer procedure between the BSC and M S can be found in
GSM 04.08.

1

2)

3)

4)

|SMLC| BSC | MS |

1. BSSMAP-LE Connection Orierzd
Information [BSSLAP MS Position
Command [RRLP message]]

2. RRApplication Infprmation
[RRLP message]

3. RR Application |Informaticn
[RRLP message]

4. BSSMAP-LE Connection Oriented
Information [BSSLAP MS Position
Response [RRLP message]]

Figure 35: Information Transfer between a BSS based SMLC and a Target MS

The SMLC passes aBSSMAP-LE Connection Oriented Information message to the serving BSC containing an
embedded BSSLAP MS Position Command with an RRLP message parameter. The message is transferred using
the SCCP connection established between the SMLC and BSC for positioning the target MS If the BSSLAP
message istoo large to fit in asingle BSSMAP-LE Connection Oriented Information message, it may be
segmented and transferred inside a sequence of BSSMAP-LE messages with the last BSSMAP-LE message
containing alast segment indication and the last RRLP segment. The SMLC shall indicate in the first BSSLAP
MS Position Command whether the embedded RRL P message contains a positioning command. versus
positioning assistance data.

The BSC transfers the embedded RRLP message to the target MS inside an RR Application Information
message. If the BSSL AP message was segmented by the SMLC, onward transfer to the MS shall be deferred
until all segments have arrived and the complete BSSLAP message is reassembled. The embedded RRLP
message shall then be re-segmented if necessary with each RRLP segment transferred in a separate RR
Application Information message with the last RR message indicating the last RRLP segment. No later than
when the last RR Application Information message has been transferred, the BSC shall start a positioning
supervision timer if noneis aready in progress or restart thisif already in progress. If the timer expires before
the final response in step 3 isreceived, the BSC shall return a BSSMAP-LE Connection oriented Information
message to the SMLC containing a BSSLAP Abort with a cause of BSC timeout.

When the target M S has positioning information to return to the SMLC, it sends an RR Application Information
message to the BSC containing an embedded RRLP message. If the RRLP message istoo largeto fitin asingle
RR Application Information message, it may be segmented and carried in a sequence of RR Application
Information messages with the last message indicating the last RRLP segment. The last RR Application
Information message shall indicate if thisisthe final response from the MS.

If the timer started in step 2 has aready expired, the BSC discards the RRLP message received in step 3.
Otherwise, the BSC forwards the RRLP message to the SMLC inside aBSSLAP M S Positioning Response
message contained in a BSSMAP-LE Connection Oriented Information message. If the RRLP message was
segmented, onward transfer to the SMLC shall be deferred until all segments have arrived and the complete
RRLP message is reassembled. If the resulting BSSLAP message istoo large to fit into asingle BSSMAP-LE
Connection Oriented Information message (e.g. if the RRLP message was segmented), it shall be segmented.
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Each segment is then transferred in a separate BSSMAP-LE message with the last message containing the last
BSSLAP segment. If the SMLC indicated a positioning command in step 1 and the M S has indicated a final
response, the BSC may add additional measurement information to the BSSLAP MS Position Response in the
last BSSMAP-LE message — if necessary, creating a new BSSMAP-LE message if message size limitations
would be exceeded. The BSC shall stop the supervision timer started in step 2 when the final segment of the final
response from the M S has been transferred. If the MS did not indicate a final response in step 2, the SMLC may
transfer a further RRLP message to the MS (e.g. containing assistance data) according to steps 1 and 2 and the
MS may return a subsequent response according to steps 3 and 4.

7.7.3 Information Transfer between an NSS based SMLC and a BSC

An NSS based SMLC uses the procedure shown in Figure 36 in order to obtain positioning related information for a
particular target MS from the BSC after a positioning request has been received from the VM SC.

|SMLC| | VMSC | BSC

1. SCCP DT1 [BSSMAP Connection
Oriented Information]

2.9CCPDT1 [BSSMAP-LE Cohnection

Oriented Informatipn]

BCCP DT1 [BSSMAP-LE Cgnnection
Oriented Information

w

4. SCCP DT1 [BSSMAP Connection
Oriented Information]

Figure 36: Information Transfer between an NSS based SMLC and a BSC

1) The SMLC passes a BSSMAP Connection Oriented |nformation message to the VM SC containing an embedded
BSSLAP message. The BSSMAP message is transferred using the SCCP connection previously established
between the SML C and M SC when the positioning request for the target MS was initially sent to the SMLC.

2) The VMSC forwards the BSSMAP-LE message to the BSC serving the target MS. The BSC recognizesthat it is
the final destination due to the presence of the embedded BSSL AP message.

3) When the BSC has positioning information for the target M Sto return to the SMLC, it sendsa BSSMAP-LE
Connection Oriented Information message to the VM SC containing an embedded BSSL AP message.

4) The VMSC forwards the BSSM AP message to the SML C using the SCCP connection previously established for
positioning the target M S.

7.7.4 Information Transfer between a BSS based SMLC and a BSC

A BSS based SMLC uses the procedure shown in Figure 37 in order to obtain positioning related information from the
BSC serving a particular target M S after a positioning request has been received from the BSC.

1. SCCP DT1 [BSSMAP-LE Conng(i bn
Oriented Information]

g SCCP DT1 [BSSMAP-LE Connectipn
Oriented Information]

Figure 37: Information Transfer between a BSS based SMLC and a BSC
1) The SMLC passes a BSSMAP-LE Connection Oriented Information message to the BSC containing an

embedded BSSL AP message. The BSSMAP-LE message is transferred using the SCCP connection previously
established between the SMLC and BSC when the positioning request for the target MS was initially sent to the
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SMLC. The BSC recognizesthat it is the final destination due to the presence of the embedded BSSLAP
message.

2) When the BSC has positioning information for the target M Sto return to the SMLC, it sendsa BSSMAP-LE
Connection Oriented Information message to the SMLC containing an embedded BSSL AP message. The
message is sent using the SCCP connection previoudly established for positioning the target MS.

7.8 Common Procedures to Support Access to an LMU

The procedures in this section support the transfer of positioning related information and O&M data between an SMLC
and a particular LMU associated with the SMLC.

7.8.1 Information Transfer between an NSS based SMLC and a Type A

7.8.1.1 Information Transfer using an SDCCH
|SMLC| | VMSC | | BSC | LMU
1. BSSAP-LELMU >
Connection Request 4 >
2. LMU Paging Autheftication, Ciphering
4 3.BSSAP-LELMU
Connection Accept
4. DTAP-LE REGISTER, FACILITY or
RELEASE COMPLETE _
5. DTAP-LE REGI$TER, FACILITY or
> RELEASE COMPLETE
6. BSSAP-LELMU
Connection Release >
7. Release Signalipg Link
8. DTAP CM Service Request
9. Complete L3 Informatiop
[DTAP CM Service Reguest]
4 10. BSSAP-LE LMU
Connection Request
11. BSSAP-LE LMU
Connection Accept
4 12. Authenticatfon, Ciphering >
< 13. DTAP-LE REGISJER, FACILITY or
RELEASE COMH.ETE
14. DTAP-LE REGISTER, FACILITY or
RELEASE COMPLETE

Figure 38: Information Transfer between an NSS based SMLC and a Type A LMU using an SDCCH

1) If thereis no SCCP connection yet for an LMU between the SMLC and the MSC serving the LMU, the SMLC
sends a BSSMAP-LE LMU connection request message to the MSC contained in an SCCP Connection Request.
The BSSMAP-LE message shall contain the IMS| of the LMU and shall indicate whether authentication of the
LMU is needed and/or ciphering.

2) For an LMU that has no main signaling link to the MSC (e.g. LMU uses atemporary SDCCH), the serving MSC
performs paging to assign an SDCCH. The Channel Request message requesting an SDCCH that is sent by the
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3)

4)

5)
6)

7)
8)

9)

LMU in response to the Paging Request shall contain an LMU establishment cause. The MSC/VLR also
performs authentication and/or ciphering if requested by the SMLC.

The serving MSC returns aBSSMAP-LE LMU Connection Accept to the SMLC. If the paging or authentication
in step 2 failed, the M SC returns aBSSMAP-LE LMU Connection Reject message.

If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE REGISTER, FACILITY and
RELEASE COMPLETE messages to the serving MSC using the SCCP connection established in steps 1 to 3.
Each DTAP-LE message may carry an embedded LLP message and an indication of whether release of the
SDCCH by the LMU is forbidden.

The serving MSC passes each DTAP-LE message received from the SMLC in step 4 to the LMU.

The SMLC may initiate release of the SDCCH to the LMU and the associated SCCP connection to the MSC by
sending aBSSMAP-LE LMU Connection Release message.

For an LMU that has no other active MM and CM connections, the MSC initiates rel ease of the SDCCH.

When the LM U has LCS data to send and does not currently have asignaling link, it sends an RR Channel
request to the serving BT S to request an SDCCH. The RR Channel Request contains an establishment cause
identifying an LMU. After assignment of the SDCCH, the LMU sendsa DTAP CM Service reguest to the
serving BSC to request an MM connection for location services.

The serving BSC passes the CM Service Reguest to the VM SC with an indication that this came from an LMU
inside a Complete layer 3 Information message.

10) The serving MSC sends a BSSMAP-LE LMU Connection Request message to the SMLC associated with the

LMU inside an SCCP connection request (e.g. use IMSI or LAC association to determine the SMLC). The
BSSMAP-LE message shall contain the IMSI of the LMU and the address of the MSC.

11) The SMLC returnsa BSSMAP-LE LMU Connection Accept. to the MSC indicating if authentication or

ciphering are required.

12) The serving M SC performs authentication and ciphering if requested by the SMLC. Otherwise, aCM Service

Accept is returned.

13) The LMU sends one or more DTAP-LE REGISTER, FACILITY and RELEASE COMPLETE messages to the

serving M SC each containing an embedded LLP message.

14) The serving M SC passes each DTAP-LE message to the SMLC using the SCCP connection established in steps

10to 11.
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7.8.1.2 Information Transfer using a TCH

|SMLC| | VMSC | BSC LMU

< >

1. Establish SDCCH and SCCP Signaling Conngctions

>

2. SS7 ISUP IAM

3. Existing procedure to setup an incoming call

4. SS7 ISUP ANM
5. SCCP RLSD

6. DTAP-LE LCS Information
7.SS7 ISUP REL

8. SS7 ISUP RLC

9. Existing procedure for call release

Figure 39: Information Transfer between an NSS based SMLC and a Type A LMU using a TCH

1

2)

3

4)

5)

6)

7)
8)
9

The SMLC or LMU establishes a signaling connection to the other entity using an SDCCH. The VM SC provides
the SMLC with a called number identifying the LMU in the BSSMAP-LE LM U Connection Request or Accept

The SMLC sendsan ISUP IAM to the VM SC with the called number from step 1 in the called party number.
The lAM contains the required bearer capability and references a 64 Kbps trunk connection between the SMLC
and the VM SC. The VM SC may verify that the SMLC is the source of the lAM from the SS7 link on which the
IAM isreceived (with dedicated links on the Lsinterface), the SS7 OPC in the MTP routing label or the
referenced trunk connection.

The VM SC establishes an incoming call to the LMU with the requested bearer capability using the existing
procedure defined in GSM 04.08. For this procedure, an ALERTING message from the LMU shall not be used.

The VMSC confirmsthe call establishment to the SMLC — the TCH is through connected to the 64 Kbps trunk
indicated in step 2.

The VMSC initiates release of the SCCP connection to the SMLC established in step 1 by sending an SCCP
Released message.

DTAP-LE REGISTER, FACILITY and RELEASE COMPLETE messages are transferred between the SMLC
and LMU on the established TCH: these are transparent to the VM SC and BSC.

The SMLC initiates release of the TCH by sending an ISUP REL to the VM SC.
The SMLC acknowledges the release request.
The VMSC releases the call and the TCH to the LMU using the existing procedure defined in GSM 04.08.

7.8.2 Location Update Procedure between a BSS based SMLC and a

Type A LMU

The following procedure supports anormal GSM location update from the perspective of atype A LMU. Thelocation
update can occur periodically, on power up, following recovery from some failure condition and when an LMU inidle
mode detects that its closest BTS isin another location area. A subscription of the LMU in an HLR is not needed if this
procedure is supported by the SMLC.
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1

2)

3)

4)

5)

| SMLC | BSC LMU

<

1. DTAP Location Updating Request

<

2. SCCPCR[BSSMAP Conplete Layer 3
Information [Location Updating Request]]

<

3. Normal GSM Authentication, Ciphering

>

4. DTAP Location Updating Accept

5. DTAP Location Updatirig Accept

Figure 40: Location Update Procedure between a BSS based SMLC and a Type A LMU

If the LMU does not currently have asignaling link, it sends an RR Channel Reguest to the serving BTS to
request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After
assignment of the SDCCH, the LMU sendsa DTAP Location Updating request to the BSC. This shall indicate
that afollow on request is pending if the LMU has more data to send.

Because the BSC serving the LMU is associated with a BSS based SMLC and the Channel Request message
contained an LMU establishment cause, the BSC forwards the Location Updating request to the SMLC rather
than MSC. If there was previously no SDCCH, thisis sent inside aBSSMAP Complete Layer 3 Information
message that is contained in an SCCP Connection Request.

The SMLC performs existing GSM authentication and ciphering if needed for the LMU. The SMLC shall not
assignaTMSI to the LMU to avoid duplicating a TMSI assigned to anormal MSby aVLR.

The SMLC returnsa DTAP Location Updating Accept to the BSC. Unlessthe LMU indicated afollow on
request, the SMLC may then initiate release of the SDCCH.

The BSC forwards the DTAP message to the LMU.

7.8.3 IMSI Detach Procedure between a BSS based SMLC and a Type A

LMU

The following procedure supports anormal GSM IM S| Detach from the perspective of atype A LMU. This may be
ingtigated if the LMU isto be deactivated — e.g. for offline maintenance.

1

2)

LMU

1. DTAP IMSI Detach Indigation

2. SCCPCR[BSSMAP Complete Layer 3
Information [IMSI Detach Indication]]

Figure 41: IMSI Detach Procedure between a BSS based SMLC and a Type A LMU

If the LMU does not currently have asignaling link, it sends an RR Channel Request to the serving BTSto
request an SDCCH. The RR Channel Request contains an establishment cause identifying an LMU. After
assignment of the SDCCH, the LMU sendsaDTAP IMSI Detach Indication to the BSC.

Because the BSC serving the LMU is associated with a BSS based SMLC and the Channel Request message
contained an LMU establishment cause, the BSC forwards the IMSI Detach Indication to the SMLC rather than
MSC. If there was previously no SDCCH, thisis sent inside aBSSMAP Complete Layer 3 Information message
that is contained in an SCCP Connection Request. The SMLC marks the LMU as temporarily inactive and
initiates release of the SDCCH.
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LCS Information Transfer between a BSS based SMLC and a Type

A LMU

Information Transfer using an SDCCH

The following procedure supports information transfer between a BSS based SMLC and atype A LMU.

|SMLC|

1. SCCP UDT [BSSMAP P|

BSC

hging]

2. RR Paging Request

LMU

3. RR Paging Responsq

4. SCCP CR [Complete
Information [RR Paging R

<

| ayer 3
sponse]]

5. Authentic;

ption, Ciphering

6. SCCP DT1 [DTAP-LE REQ
RELEASE COMPLETE]

7. SCCP DT1 [BSSMAP

8. SCCP DT1 [BSSMAP g

ISTER, FACILITY or

lear Command]

lear Complete]

10. SCCP RLSD

9. RR Channel Relelasq

11. DTAP CM Service Req

12. SCCPCR[BSSMAP Confplete Layer 3

Information [CM Sen

ice Request]]

<

13. Authenticatid

n, Ciphering

<

14. SCCP DT1 [DTAP-LE

<

REGISTER, FACILITY or

RELEASE COMPLETH

est

Figure 42: Information Transfer between a BSS based SMLC and a Type A LMU

1) If thereisno signaling link yet for an LMU between the SMLC and the BSC serving the LMU, the SMLC sends
a BSSMAP Paging message to the serving BSC inside an SCCP Unitdata message.

2) The serving BSC broadcasts an RR Paging Request.

3) The LMU sends a Channel Request message containing an LMU establishment cause to request an SDCCH.
After assignment of the SDCCH, the LMU returns an RR Paging Response.

4)

5)

6)

Because the BSC serving the LMU is associated with a BSS based SMLC and the Channel Request messagein
step 3 contained an LMU establishment cause, the BSC transfers the Paging Response to the SMLC, rather than
MSC, inaBSSMAP Complete Layer 3 Information message contained in an SCCP Connection Reguest.

The SMLC performs normal GSM authentication and ciphering if thisis needed for the LMU. The SMLC shall
not assign aTM Sl to the LM U to avoid duplicating a TM S| assigned to anormal MS by aVLR.

If the SMLC needs to send data to the LMU, it may send one or more DTAP-LE REGISTER, FACILITY or
RELEASE COMPLETE messagesto the BSC. Each DTAP-LE message contains an embedded LL P message
and an indication of whether release of the SDCCH by the LMU isforbidden. Each DTAP-LE messageis
transferred by the BSC to the LMU.
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7) The SMLC may initiate release of the SDCCH to the LMU by sending aBSSMAP Clear Command to the BSC.
8) The BSC returns a BSSMAP Clear Complete.

9) The BSC ordersrelease of the SDCCH by sending an RR Channel Release to the LMU.

10) The SMLC releases the SCCP connection to the BSC by sending an SCCP Rel eased message.

11)When the LMU has LCS data to send and does not currently have a signaling link, it sends an RR Channel
Request to the serving BT S to request an SDCCH. The RR Channel Request contains an establishment cause
identifying an LMU. After assignment of the SDCCH, the LMU sendsa DTAP CM Service request to the

serving BSC.

12) Because the BSC serving the LMU is associated with a BSS based SMLC and the Channel Request message
contained an LMU establishment cause, the BSC forwards the CM Service Request with an indication that this
came from an LMU to the SMLC, rather than MSC, inside a BSSMAP Complete Layer 3 Information message
that is contained in an SCCP Connection Request.

13) The SMLC performs authentication and ciphering if needed for the LMU. Otherwise, a CM Service Accept is
returned. The SMLC shall not assign aTMSI to the LMU to avoid duplicating a TM S| assigned to anorma MS
by aVLR.

14) The LMU sends one or more DTAP-LE REGISTER, FACILITY or RELEASE COMPLETE messages to the
serving BSC each containing an embedded LLP message. The BSC forwards each DTAP-LE message to the
SMLC.

7.8.4.2 Information Transfer using a TCH

|SMLC| | BSC | LMU

1. Setup Signaling Cornection using an SDCCH

>

2. DTAR Setup

<

3. DTAP Ca|l Confirmed

4. Assignment Request

5. RR Assignment Commgnd

6. RR Assignment Compldte

7. Assignment Complete

<

8. DTAP|Connect

>

9. DTAP C¢nnecAck.

10. DTAP-LE LCS Conngction Oriented Information

>

11. DTAP Disconnect

<

12. DTAH Release

>

13. DTAP Relpase Complete

14. SCCP DT1 [BSSMAP [Clear Command]

15. SCCP DT1 [BSSMAP Clear Complete]

16. RR Channel Rel€asp

17. SCCP RLSD

Figure 43: Information Transfer between a BSS based SMLC and a Type A LMU using a TCH
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1) The SMLC establishes a signaling connection to the LMU using an SDCCH.

2) The SMLC sendsa DTAP Setup to the LMU with the requested bearer capability.

3) TheLMU returnsa DTAP Call Confirmed.

4) The SMLC initiates traffic channel assignment by sending a BSSMAP Assignment Request to the BSC.

5) The BSC requests channel activation in the BTS and then sends an RR Assignment Command to the LMU.
6) The LMU acknowledges TCH assignment.

7) The BSC confirms TCH assignment.

8) TheLMU confirms call establishment.

9) The SMLC acknowledgesthe LMU confirm.

10)DTAP-LE Connection Oriented Information messages are transferred between the SMLC and LMU on the
established TCH: these are transparent to the BSC.

11) The SMLC initiates release of the TCH by sending a DTAP Disconnect to the LMU

12) The LMU returnsaDTAP Release.

13) The SMLC sends a DTAP Release Compl ete.

14) The SMLC initiates release of the TCH by sending aBSSMAP Clear Command to the BSC.
15) The BSC returns a BSSMAP Clear Complete.

16) The BSC orders release of the TCH by sending an RR Channel Release to the LMU.

17) The SMLC releases the SCCP connection to the BSC by sending an SCCP Released message.

7.8.5 Information Transfer between an NSS based SMLC and a Type B
LMU

An NSS based SMLC uses the procedure shown in Figure 44 in order to exchange LCS information with atype B
LMU.

SMLC VMSC BSC BTS or LMU

1. SCCP UDT [BSSMAP-LE
Connectionless Information]

2. SCCP UDT [BSSMAP-LE
Connectionless Information]

T =

3. 08.58 Location Information

-

4. 08.58 Location Information

5. SCCP UDT [BSSMAP-LE
Connectionless Information]

6. SCCP UDT [BSSMAP-LE
Connectionless Information]

Figure 44: Information Transfer between an NSS based SMLC and a Type B LMU
1) The SMLC passes aBSSMAP-LE Connectionless Information message to the VM SC containing an embedded

LLP message and the LAC/CI cell addressidentifying the LMU. The BSSMAP-LE message is transferred inside
an SCCP Unitdata message.
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2)
3)

4)

5)

6)

The VMSC forwards the BSSMAP-LE message to the BSC serving the LAC/CI address.

The BSC transfers the embedded RRLP message to either the BTS associated with the LMU or the LMU itself
inside an 08.58 LCS Information message. The BTS or LMU isidentified using the LAC/CI received in step 2.

When the LMU has positioning information to return to the SMLC, either it or its associated BTS transfers this
to the BSC inside an 08.58 L CS Information message.

The serving BSC forwards the RRLP message to the VM SC inside a BSSMAP-LE Connectionless Information
message contained in an SCCP Unitdata message. The BSSMAP-LE message contains the LAC/CI address
identifying the LMU.

The VM SC forwards the BSSMAP-LE message to the SMLC in an SCCP Unitdata message.

7.8.6 Information Transfer between a BSS based SMLC and a Type B

LMU

A BSS based SMLC uses the procedure shown in Figure 45 in order to exchange LCS information with atype B LMU.

1

2)
3

4)

7.9

SMLC | BSC | |BTS or LMU|

1. SCCP UDT [BSSMAP-LE
Connectionless Information]

—»

2. 08.58 Location Infgrmation

«—

3. 08.58 Location Infgrmation

<

4. SCCP UDT [BSSMAP-LE
Connectionless Information]

Figure 45: Information Transfer between a BSS based SMLC and a Type B LMU

The SMLC passes a BSSMAP-LE Connectionless Information message to the BSC containing an embedded
LLP message and the LAC/CI cell addressidentifying the LMU. The BSSMAP-LE message is transferred inside
an SCCP Unitdata message.

The BSC transfers the embedded LL P message to either the BTS associated with the LMU or the LMU itself
inside an 08.58 L CS Information message. The BTS or LMU isidentified using the LAC/CI received in step 1.

When the LMU has positioning information to return to the SMLC, either it or its associated BTS transfers this
to the BSC inside an 08.58 L CS Information message.

The serving BSC forwards the LLP message to the SMLC inside aBSSMAP-LE Connectionless Information
message contained in an SCCP Unitdata message. The BSSMAP-LE message contains the LAC/CI address
identifying the LMU.

Common Control Procedures for LMUs

The procedures in this section are applicable to any Type A LMU and may be used for any Type B LMU to enable
control of the LM by its associated SMLC. The procedures assume support for the establishment of a signaling link and
the transfer of LLP messages between an SMLC and LMU that are defined in section 7.8. Consequently, details of
signaling link establishment and message transfer by an intermediate MSC, BSC and BTS are not shown.
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791 Reset Procedure

The reset procedure enables an SMLC to return an LMU to aknown initial state in which no measurement or O& M
operations are outstanding or being performed.

MSC/VLR BSC LMU

1. LLP Reset Infoke message

<

2. LLP Reget Return Result

Figure 46: Reset Procedure for a Circuit Mode LMU

1) After first establishing a signaling connection to the LMU (see section 7.8), the SMLC sends an LLP Reset
Invoke to the LMU viaan intermediate M SC and/or BSC.

2) The LMU cancels any LCS measurement and O& M tasks previously ordered by the SMLC. The LMU then
returns an LLP Reset Return Result to the SMLC.

7.9.2 Status Query Procedure

The Status Query procedure enables an SMLC to verify the status of an associated LMU. The procedure may be
instigated periodically or following any loss of communication with the LMU.

MSC/VLR BSC LMU

1. LLP Status Query Invoke message

<

2. LLP Status|Query Return Result

Figure 47: Status Query Procedure for a Circuit Mode LMU

1) After first establishing a signaling connection to the LMU (see section 7.8), the SMLC sends an LLP Status
Query Invoke to the LMU via an intermediate M SC and/or BSC.

2) The LMU returns an LLP Status Query return result, indicating the number of active measurement jobs for each
type of measurement (e.g. RIT, TOA) and the number of active O&M jobsin the LMU that were previously
ordered by the SMLC.

7.9.3 Status Update Procedure

The Status Update procedure enables an LMU to report status information to its associated SMLC. For aType A LMU
with an associated NSS based SMLC, instigation of the procedure also provides the SMLC with the identity of the MSC
currently serving the LMU. The procedure may be instigated for the following reasons:

1. Periodically

2. Power-on condition or recovery from failure with loss of memory
3. Impending availability or unavailability for O&M reasons
4

. Location Update by a Type A LMU in anew Location Area.
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MSC/VLR BSC LMU

<

1. LLP Status Update Invoke message

>

2. LLP Status Updatg Return Result

Figure 48: Status Update Procedure for a Circuit Mode LMU

1) After first establishing a signaling connection to the SMLC (see section 7.8), the LMU sends an LLP Status

Update Invoke to the SMLC via an intermediate MSC and/or BSC. This message shall include the reason for the
Status Update, the number of active and outstanding jobs of each category in the LMU and the current hardware
status.

2) The SMLC returns an LLP Status Update return result to acknowledge receipt of the Status Update.

7.10 Common Procedures supporting Interaction between Peer

SMLCs

7.10.1 Information Transfer between Peer SMLCs

Figure 49 illustrates LCS information transfer between peer SMLCs where, in this scenario, one SMLC is NSS based

and the other BSS based. It is assumed that while the NSS based SMLC has SS7 links to an STP, the BSS based SMLC
does not.

NSS |
e MSC BSC BSS SMLQ

1. SCCP UDT [BSSMAP-LE

Connectionless Information] —!
2. SCCP UDT [BSSMAP |

Connectionless Information]

3. SCCP UDT [BSSMAP-LE
Connectionless Infgrmation]

«

4. SCCP UDT [BSSMAP-LE

. Connectionless Infgrmation]

5. SCCP UDT [BSSMAP |
Connectionless Infgrmation]

<

6. SCCP UDT [BSSMAP-LE
Connectionless Information]

Figure 49: Information Transfer between an NSS based and a BSS based SMLC

1) When the NSS based SMLC has LCS information to send to another SMLC, it transmits a BSSMAP-LE

2)

3

Connectionless Information message containing an embedded SML CPP message and the LAC/CI cell address
identifying the other SMLC. If an SMLCPP message is too large to fit in asingle BSSMAP-LE Connectionless
Information message, it may be segmented and transferred inside a sequence of BSSMAP-LE messages. The
BSSMAP-LE message is transferred inside an SCCP Unitdata message. The message is routed to an SS7
signaling point code associated with the LAC/CI address. In this scenario, the signaling point code is that for the
M SC connected to the BSC for the BSS based SMLC.

The MSC forwards the BSSM AP message or a message segment to the BSC associated with the LAC/CI address
received in step 1.

The BSC transfers the BSSMAP-LE message or a message segment to the SMLC. The BSC recognizes the
SMLC asthefinal destination due to the presence of the embedded SMLCPP message.

ETSI



3GPP TS 03.71 version 8.1.0 Release 1999 63 ETSI TS 101 724 v8.1.0 (2001-04)

4) When the BSS based SMLC has positioning information to return to the NSS based SMLC, it passesthisto its
associated BSC in a BSSMAP-LE Connectionless message contained in an SCCP Unitdata message. The
BSSMAP-LE message contains an embedded SML CPP message and the LAC/CI address identifying the other
SMLC. If an SMLCPP message istoo large to fit in asingle BSSMAP-LE message, it may be segmented and
transferred inside a sequence of BSSMAP-LE messages.

5) The serving BSC forwards the BSSMAP message or a message segment to its MSC.

6) The MSC forwards the BSSMAP-LE message or a message segment directly to the NSS based SMLC in an
SCCP Unitdata message. The message is routed to an SS7 signaling point code associated with the LAC/CI
addressin the BSSMAP-LE message. In this scenario, the signaling point code is that for the NSS based SMLC.

7.11  Exception Procedures

The proceduresin this section apply to al variants of an MT-LR, NI-LR and MO-LR where aBSSMAP-LE Perform
Location Request has been sent to an SMLC by a BSC or MSC requesting some location service (e.g. provision of a
location estimate for atarget MS or transfer of assistance datato atarget MS).

7.11.1 Procedures in the SMLC

When arequest for alocation estimate fails due to failure of a position method itself (e.g. due to inaccurate or
insufficient position measurements and related data) and the SMLC is unable to instigate another positioning attempt
(e.g. due to arequirement on response time), the SMLC may return a BSSMAP-LE Perform Location response
containing aless accurate location estimate (e.g. based on serving cell and timing advance). If aless accurate estimate is
not available or will not meet the accuracy requirement, the SMLC shall instead return a BSSMAP-LE Perform
Location response message containing no location estimate and indicating the cause of failure.

When arequest for any other location service (e.g. transfer of assistance datato atarget MS) fails for any reason and the
SMLC is unable to reattempt the service, the SMLC shall return aBSSMAP-LE Perform L ocation response message
indicating the cause of failure.

When alocation service request is interrupted by some other unrecoverable error event inside the SMLC, the SMLC
shall immediately terminate the location service attempt and return a BSSM AP Perform Location Response message
containing the reason for the location service cancellation. In that case, any dialogue previously opened with an LMU or
BSC for the purpose of instigating position measurements for any MS being located may a so be aborted by the SMLC.

If the SMLC receives a BSSMAP-LE Perform Location Abort indication for a previous location service request from
the VM SC (NSS based SMLC) or BSC (BSS based SMLC), it shall immediately terminate the location service attempt
and may abort any dialogues used for the location service attempt that may still exist with any LMUs. Although the
SMLC cannot abort any location procedure instigated in the serving BSC (e.g. for TOA), the circumstances of the abort
may still ensure cancellation of any such procedure (see section on BSC).

If the SMLC has instigated any location releated procedure in the Target MS or its serving BSC and receivesaBSSLAP
Reject, BSSLAP Abort or BSSLAP Reset indication from the BSC, it shall cancel the location service attempt and may
abort any dialogues for thisthat currently exist with any LMUSs. For a BSSLAP Abort, the SMLC shall then either
return any location estimate aready derived, if this was requested and is sufficient for the requested QoS, or return a
BSSMAP-LE Perform Location response indicating failure of the location service and the cause of the failurein the
BSSLAP Abort. For aBSSLAP Reject and BSSLAP Reset, the SMLC has the additional option of restarting the
location service attempt and using the same or a different position method where alocation estimate was requested. A
decision to restart the location service shall take into account the cause of the location service failure as conveyed in the
BSSLAP Reject or BSSLAP Reset and whether, in the case of successful intra-BSC handover, the new cell for the
target MSis still associated with the SMLC. If the SMLC receives a BSSLAP Reject or BSSL AP Reset with a cause
indicating intra-BSC handover and with anew cell identity for the target MS that is not associated with the SMLC, the
SMLC shall return a BSSMAP-LE Perform Location response containing either alocation estimate, if requested,
available and sufficient for the requested QoS, or afailure cause indicating “intra-BSC” handover.

NOTE: This procedure may only be needed for an NSS-based SMLC.

The SMLC may indicate an inability to support location due to overload by rejecting with a cause indicating congestion
aBSSMAP-LE Perform Location request received from either an MSC or BSC.
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7.11.2 Procedures in the VMSC

After the VM SC has requested a location service for aparticular MS from the SMLC or BSC, certain events may occur
that may temporarily or permanently interfere with the location service. For each such event notified to the VM SC, the
VMSC shall employ one of the following error recovery actions.

Restart the L ocation Service

This action shall be employed for any event that temporarily impedes alocation service attempt and cannot be delayed
until the location service attempt is complete. When such an event is notified to the VMSC, it shall immediately cancel
the location service attempt and the associated BSSMAP-LE or BSSMAP dia ogue with the SMLC (NSS based SMLC)
or BSC (BSS based SMLC), respectively, if this still exists by sending aBSSMAP-LE or BSSMAP Perform Location
Abort message to the SMLC or BSC, respectively. The Abort message shall contain the reason for the location
procedure cancellation.

After aborting the location request dialogue with the SMLC or BSC, the VM SC may queue the location service request
until the event causing the restart has terminated (if not already terminated). The VM SC may optionally wait for an
additional time period (e.g. if the queuing delay is minimal) to ensure that any resources allocated in and by the SMLC
have time to be released. The VM SC may then send another |ocation service request to the SMLC or BSC associated
with the current serving cell of the target MS.

Abort the Location Service

This action shall be employed for any event that permanently impedes alocation service attempt, such asloss of the
DCCH to thetarget MS. When such an event is notified to the VM SC, it shall cancel the current location service
attempt and the associated BSSMAP-LE or BSSMAP dia ogue with the SMLC (NSS based SMLC) or BSC (BSS based
SMLC), respectively, if still existing, by sending a BSSMAP-LE or BSSMAP Perform Location Abort message to the
SMLC or BSC, respectively. The Abort message shall contain the reason for the location procedure cancellation. The
VMSC shall then return an error response to the client or network entity from which the location request was originally
received. The VM SC shall also release all resources (e.g. DCCH) specifically allocated for the location attempt.

The following table indicates the appropriate error recovery procedure for certain events. For events not listed in the
table, the VM SC need take no action.

Table 2: LCS Error Recovery Procedures in the VMSC for certain Events

Event VMSC Error Recovery
Release of radio channel to the MS Abort
Any error response from the SMLC or BSC except for intra-BSC, |Abort
inter-BSC or inter-MSC handover
An error response from the SMLC indicating intra-BSC handover |Restart with no additional delay

required
Inter-BSC Handover Restart after handover completed
Inter-MSC Handover Restart after handover completed

If alocation service request is aborted due to an error response from the SMLC or BSC indicating congestion, the MSC
may reduce the frequency of location service requests to this SMLC or BSC according to the rulesin GSM 09.31,
which give precedence to location service requests with a higher priority.

7.11.3 Procedures in an LMU

An LMU shall return an error indication to its controlling SML C when location measurements previously ordered by
the SMLC cannot be provided due to any error condition.
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7.11.4 Procedures in the BSC

7.11.4.1 General Procedures

The BSC serving atarget M S shall supervise any network or M S location service procedure, including transfer of
positioning assistance data to an MS, and shall only allow one such procedure to be active at any time. If a new
procedure isinstigated by the SMLC for any target MS, the BSC shall cancel any previous procedure without notifying
the SMLC or target MS. The new procedure shall then be treated according to the prevailing conditions— e.g. may be
rejected if aprevious TOA handover attempt was hot yet completed. If alocation information transfer to an MS
initiated by an SMLC is not active, the BSC shall discard any RRLP message or message segment received from the
MS. This precludes the initiation of any location service procedure from an MS.

Depending on the location procedure and its current state of execution, a serving BSC may chose to defer certain radio
related events (e.g. handover) to avoid interference with location — refer to the later sections for each position method. A
serving BSC shall abort al existing location related procedures for a particular target MS without notifying an NSS
based SMLC or target MS if the DCCH to the target MS or the SCCP connection to the VM SC or a BSS based SMLC
isreleased. In the event of an abort with aBSS based SMLC, the BSC shall attempt to notify the SMLC using a
BSSMAP-LE Perform Location Abort.

7.11.4.2 Rejection of an SMLC Positioning Request

The BSC may reject any request from an SMLC for positioning or transfer of assistance datafor atarget MSif the
request cannot be performed for reasons other than interaction with handover or other RR management. If the request is
rejected, the BSC shall return a BSSLAP Reject to the SMLC containing the cause of rejection.

7.11.4.3 Interaction with Inter-BSC or Inter-MSC Handover

The BSC shall reject any request from an SMLC for positioning or transfer of assistance data while an inter-BSC or
inter-M SC handover procedure is ongoing and shall return a BSSLAP Abort to the SMLC.

The BSC shall terminate any network or MS positioning procedure or any transfer of RRLP assistance data already in
progressif inter-BSC or inter-M SC handover is needed and is not precluded by the particular location procedure and its
current state. When alocation procedure is terminated and there is an active BSSL AP transaction, the BSC shall return
aBSSLAP Abort message to the SMLC after the BSSMAP Handover Required has been sent to the serving MSC. The
BSSLAP Abort shall contain the cause of the location procedure failure. When alocation procedure is terminated and
there is no active BSSL AP transaction, the BSC shall send a BSSAP-LE Perform Location Abort message to the SMLC
after the BSSMAP Handover Required has been sent to the serving M SC.

7.11.4.4 Interaction with Intra-BSC Handover and other RR Management Procedures

The BSC shall reject any request from an SMLC for positioning or transfer of assistance data while an intra-BSC
handover or other intra-BSC RR management procedure involving the target MSis ongoing and shall return a BSSLAP
Reset to the SMLC when the handover or other RR management procedure is complete or has timed out in the BSC.

The BSC shall terminate any network or MS positioning procedure or any transfer of RRLP assistance data already in
progressif an intra-BSC handover or other intra-BSC RR management procedure is needed and is not precluded by the
particular location procedure and its current state. When location procedure is terminated, the BSC shall return a
BSSLAP Reset message to the SMLC after the intra-BSC handover or other RR management procedure is complete or
has timed out in the BSC. The BSSLAP Reset shall contain a cause indication, the current serving cell identity and may
contain measurement information for the target MS (e.g. TA value).

7.11.4.5 Priority of Handover and Other RR Management Procedures

If the transfer of RRLP messages between an SMLC and target MS isinterrupted by intra-BSC handover, inter-BSC
handover or any other intra-BSC RR management procedure, the BSC shall avoid delay to the handover or RR
management procedure by employing the preemption capability defined in GSM 04.06 and 04.08. This alows an RR
Handover Command or other RR management command sent to the target M S to be assigned a“high” priority at the
datalink level enabling preemption of “low” priority RR Application Information messages (carrying RRLP messages)
which may have been sent earlier. This procedure ensures that any RRLP data till untransmitted to the MS will be
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preempted (and discarded) by the datalink layer in the BTS prior to transmission of the Handover Command or other
RR Management command.

7.11.4.6 Interaction with Segmentation

When requested to transfer a segmented RRLP message between an SMLC and target MS, the BSC shall discard al
received RRLP segmentsiif the transfer procedure in the BSC cannot be supported or is aborted. The BSC need not wait
until all RRLP segments are received before notifying the SML C of the failure of the RRLP procedure with a BSSLAP
Abort, Reject or Reset message.

If alocation service procedure for atarget MSis not currently underway or previously failed, the BSC shall discard all
BSSLAP segments received from an SMLC for thisMS until it receives the first or only segment of anew BSSLAP
message. Once alocation service procedure has been started involving RRLP message transfer to atarget MS, the BSC
shall discard all RRLP segments received from the MS until it receivesthe first or only segment of anew RRLP
message. The new RRLP message shall then be treated according to the state of the RRLP message transfer as
described in section 7.7.

Further details regarding transfer and segmentation of RRLP messages between a BSC and M S can be found in GSM
04.08.

7.11.4.7 Overload

The BSC may indicate an inability to support location due to overload by rejecting with a cause indicating congestion a
BSSMAP Perform Location request received from the MSC. If aBSS based SMLC has rejected a request from the BSC
to perform location with a cause indicating congestion, the BSC shall convey the rejection and cause to the MSC if the
request was MSC initiated. If the request was initiated by the BSC, the BSC may reduce the frequency of its location
requests to the SMLC according to the rulesin GSM 09.31, which give precedence to location service requests with a
higher priority.

7.11.5 Procedures in the Target MS

A target M S shall terminate any positioning procedure or the transfer of RRLP positioning assistance data without
sending any response to the SMLC if any RR message is received from the BSC that starts some other RR management
procedure, including a new positioning procedure. The new RR procedure shall then be executed by the M S.

7.11.6 Further Procedures for Handover

7.11.6.1 MSC procedure for Inter-MSC Handover

When alocation estimateis required for atarget MS with an established call in a state of inter-M SC handover, the
serving cell 1D or serving location area ID shall be used by the visited MSC to identify the correct SMLC to perform the
location. All layer-3 BSSMAP and DTAP Location request related messages that are transferred over the A-interface
shall now be sent via MAP/E interface piggy-backed in MAP_FORWARD_ACCESS_SIGNALLING and MAP
PROCESS ACCESS SIGNALLING between the visited and serving MSCs.

7.11.6.2 Handling of an ongoing handover while a request for positioning arrives at
MSC/VLR

If during an ongoing radio handover procedure a request for location information arrives at the MSC/V LR, the request
shall be suspended until the HANDOVER COMPLETE message is received at the MSC/VLR. On completion of the
handover, the MSC/V LR shall issue continue with location preparation procedure.

7.12  Privacy

7.12.1 Privacy Override Indicator (POI)

The POI is used to determine whether the privacy settings of the subscriber to be positioned shall be overridden by the
request for location services. The assignment of a POl value with an 'override’ or 'not override' valuein the LCS client
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profile is done during the LCS client provisioning. The type of LCS client requesting location information
(i.e.emergency, law-enforcement etc.) shall determine the value of the POI assigned to the LCS client profile.

There are two distinct cases regarding the handling of the privacy override indicator.

Procedure A: If the subscriber to be positioned isin the same PLMN or same country as the GMLC then the POI shall
override the subscriber’s privacy options.

Procedure B: Otherwise the POI shall not override the subscriber’s privacy options.

7.12.2 Privacy Procedures
The SLPP shall contain the privacy options defined in the HLR of the M'S subscriber.

The SLPP shall be downloaded to the VM SC together with the rest of his subscription information in the existing MAP
operation INSERT_SUBSCRIBER_DATA. It will be deleted with the existing MAP operation
DELETE_SUBSCRIBER_DATA.

The POI istransferred from the GMLC to the VMSC in the location request. Based on the location of the GMLC the
VMSC eval uates whether to accept or ignore the received POI according to the definition in Section 6.6.1.

If the POI is accepted the location requested is unconditionally performed. Otherwise if the POI isignored the VM SC
evaluates the privacy optionsin the M S subscriber’s subscription profile (assuming thisisheld inthe VLR). If the VLR
does not contain the M S subscription profile, LCS will rely on the existing GSM recovery mechanisms to obtain the
profile.

If the location request is allowed by the privacy options the location request is performed. Otherwise, if the location
reguest is barred by the privacy options, the location request is refused an error response is returned to the GMLC with
a cause code indicating that the request was rejected by the subscriber.

7.12.3 MS Privacy Options

The MS privacy options in the SLPP apply to an MT-LR or NI-LR and either indicate that no MT-LR or NI-LR is
allowed for the M S (except as may be overridden by the POI or local regulatory requirements) or define the particular
classes of LCS client for which an MT-LR or NI-LR for location are allowed, with the following classes being possible:

a) Universal Class—allow positioning by all LCS clients

b) Cal related Class — comprises any LCS client to which the MS originated a call that is currently established. For
al clientsinthe cal related class, one of the following subscription options shall apply:

- positioning allowed without notifying the MS user (default case);
- positioning allowed with notification to the M S user;

- positioning requires notification and verification by the M S user; positioning is allowed only if granted by the
MS user or if thereis no response to the notification;

- positioning requires notification and verification by the M S user; positioning is allowed only if granted by the
MS user;

¢) Non-Cdll related Class — alow positioning by specific identified LCS Clients or groups of LCS Client with the
following restrictions allowed for each identified LCS Client or group of LCS Clients

- Location request allowed only from GMLCs identified in the SLPP
- Location request allowed only from a GMLC in the home country
- Location request allowed from any GMLC

For each identified value added LCS client in the privacy exception list one of the following subscription options
shall apply:

- positioning alowed without notifying the MS user (default case);
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- positioning allowed with notification to the MS user;

- positioning requires notification and verification by the MS user; positioning is allowed only if granted by the
MS user or if thereis no response to the notification;

- positioning requires notification and verification by the MS user; positioning is allowed only if granted by the
MS user;

For all value added LCS clients sending a non-call related MT-LR that are not identified in the privacy exception
list, one of the following subscription option shall apply:

- positioning not allowed (default case);
- positioning allowed with notification to the MS user;

- positioning requires notification and verification by the M S user; positioning is allowed only if granted by the
MS user or if there is no response to the notification;

- positioning requires notification and verification by the MS user; positioning is allowed only if granted by the
MS user;

d) PLMN operator Class— alow positioning by specific types of client within or associated with the VPLMN, with
the following types of client identified:

- clients providing alocation related broadcast service

- O&M client inthe HPLMN (when the MSis currently being served by the HPLMN)
- O&M clientinthe VPLMN

- Clients recording anonymous location information without any M S identifier

- Clients enhancing or supporting any supplementary service, IN service, bearer service or teleservice
subscribed to by the target M S subscriber

If the MS subscribes to the universal class, any MT-LR or NI-LR shall be allowed by the VMSC. If local regulatory
reguirements mandate it, any MT-LR for an emergency services LCS client and any NI-LR for an emergency services
call origination shall be alowed by the VMSC.

If the M S subscribes to the call-related class, an MT-LR may be allowed if the MS previoudly originated acall that is
still established and the called party number either dialed by the MS or used by the VM SC for routing matches the
called party number received from the GMLC. If the called party humber conditions are satisfied, the MT-LR shall be
allowed if the MS user subscribes to either location without notification or location with notification. If the M S user
subscribes to location with notification and privacy verification, the MT-LR shall be allowed following notification to
the MSif the MS user either returns aresponse indicating that location is allowed or returns no response but subscribes
to alowing location in the absence of aresponse. In all other cases, the MT-LR shall be restricted.

If the M S subscribes to the non-call related class, an MT-LR may be allowed by the network if the identity of the LCS
client or LCS client group supplied by the GML C matches the identity of any LCS Client or LCS Client group
contained in the MS's SLPP and any other GMLC restrictions associated with this LCS Client identity in the SLPP are
also met. If the LCSclient is correctly matched in this way and any GMLC restrictions are satisfied, the MT-LR shall
be alowed if the MS user subscribes to either location without notification or location with notification. If the MS user
subscribes to location with notification and privacy verification, the MT-LR shall be allowed following notification to
the MSif the MS user either returns aresponse indicating that location is allowed or returns no response but subscribes
to location in the absence of aresponse. In al other cases, the MT-LR shall be restricted.

If the MS subscribes to the non-call related class, an MT-LR from an LCS client that is not contained in the MS's SLPP
shall allowed or restricted according to the following conditions. For any non-matched LCS client, the MT-LR shall be
allowed if the MS user subscribes to location with notification. If the MS user subscribes to location with notification
and privacy verification, the MT-LR shall be allowed following notification to the MSif the MS user either returns a
response indicating that location is allowed or returns no response but subscribes to location in the absence of a
response. In all other cases, the MT-LR shall be restricted.

If the MS subscribes to the PLMN class, an NI-LR or MT-LR shall be allowed if the client within the VPLMN, for an
NI-LR, or the client identified by the GMLC, for an MT-LR, either matches a generic type of client contained in the
MS's SLPP or is otherwise authorized by local regulatory requirements to locate the M S.
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In evaluating privacy where any address " A" associated with the LCS client (e.g. LCSclient ID or GMLC address)
needs to be compared with a corresponding address "B" in the target MS's SL PP, a match shall be determined if a match
isfound for each of the following components of each address:

a) Numbering Plan
b) Nature of Address Indicator

¢) Corresponding address digits for al digitsin "B" (the digits or initial digitsin "A" must match all the digitsin
"B", but "A" may contain additional digits beyond thosein"B")

All addresses shall be transferred to the MSC/VLR in international format.

7.13  Mobile Originating Location

An MS may subscribe to any of the following classes of mobile originating location:
A) Basic Self Location
B) Autonomous Self Location
C) Transfer to Third Party

An MO-LR shall be allowed by the VM SC if the type of request is supported by the appropriate subscription according
to the following table.

Table 3: Required MS Subscription Options for MO-LR Requests

Type of MO-LR Request Required MS Subscription
MS requests own location Basic Self Location
MS requests location assistance data Autonomous Self Location
MS requests transfer of own location to another LCS Client Transfer to Third Party

7.14 CM Procedures

7.14.1 Location request for a mobile in idle-mode
When arequest for location information is received at the VM SC the LCS-layer shall order paging of the MS

subscriber. In case of first unsuccessful paging, normal paging procedures should apply. After successful paging the
LCS-layer shall invoke the location preparation procedure.

7.14.2 Location request for a mobile in dedicated-mode

When arequest for location information is received at the VMSC, if the MSis already busy on CM level, the LCS-layer
shall attempt to establish a parallel transaction to the existing one. If successful, the LCS-layer shall invoke the location
preparation procedure.

7.15 Radio Interface Timing Procedures

The Radio Interface Timing determination system consists of functionsin LMUs and in the SMLC. The system runs
continuously offering base station synchronization information for mobile station location.

7.15.1 LMU Functions

The Radio Interface Timing functionality in the LMU must be capable of performing the following functions:
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The LMU performs necessary air interface measurements from signals transmitted by base stations (both serving
and neighbor). These signals can be normal bursts, dummy bursts, and synchronization bursts on the BCCH
frequency.

If the LMU contains the common reference clock, it time stamps reception of BTS signals.

If there is no reference clock available, the LMU makes Real Time Difference measurements, i.e. measures the
time difference between arrival of bursts from two base stations (e.g. serving and one of neighbors)

The LMU performs some processing of measurements, like averaging and filtering, using parameters delivered
toit, or in their absence using default settings.

7.15.2 SMLC Functions

The SMLC must be capable of performing the following functions related to Radio Interface Timing determination:

The SMLC sendsto LMUs requests for Radio Interface Timing measurement information.

The SMLC will communicate continuously with LM Us; thus, the SMLC can monitor operation of LMUs. If a
LMU failsto send Radio Interface Timing information, the SMLC shall try to restart the LMU, and if this
restarting fails, the SMLC shall inform O&M system. SMLC can use also diagnostics messages to query the
status of LMUSs.

The SMLC receives Radio Interface Timing measurement results from LMUSs.

The SMLC stores or queries extrainformation required for base station synchronization determination, like base
station and LMU coordinates, base station identity information (LAC, CI, BSIC, carrier), and burst length
schemes.

The SMLC determines synchronization differences between base stations using measurements and other
information.

Synchronization information is delivered for mobile station location purposes.

7.15.3 LMU-SMLC Interactions

The request for Radio Interface Timing measurement information from the SMLC to aLMU contains the following
parameters:

Measurement type. Thisindicates whether the SMLC wants the LMU to perform Absolute Time Difference
(ATD) or Real Time Difference (RTD) measurements.

M easurement result reporting frequency. This indicates how often the LM U should send Radio Interface Timing
measurement results.

Measurement duration. Thisindicates how long the LMU should make measurements and report results.
Instructions about filtering of raw measurement data.

I nstructions about base stations to be measured. The LMU unit can measure autonomously a certain number of
most strongly received base stations. Another possibility is that the SMLC tells which base stations it should
measure.

If the LMU measures signals from BT Ss from other time slots than O or 4, it must be informed about the burst
length scheme used by BTSs.

The Radio Interface Timing measurement response from aLMU to the SMLC contains:
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- Location Area Code and Cell Identity of the serving base station.

- If the LMU can perform ATD measurements, and it istold to do them, the ATD measurement of the serving
BTSisreported (i.e. time stamp for the reception of the burst from the serving BT S referred to the common
reference clock).

- Time dlot number of the burst(s) measured from the serving BTS.
- Frame number of the (last) burst measured from the serving BTS.
- For each measured neighbor BTS itsidentity as Location Area Code and Cell Identity or BSIC & carrier.

- For each measured neighbor BTS the possible ATD measurement is reported. This can be expressed relative to
the ATD value of the serving BTS.

- If the LMU does not perform ATD measurements, for each measured neighbor BTS, Observed Time Difference
value between the receptions of signals from the serving and the neighbor BT S is reported.

- For each measured neighbor BTS the time slot number of its burst(s).
- For each measured neighbor BTS the (last) frame number of its burst.

- For each measured BTS the quality of measurements. Also the RX level can be reported.

8 TA based Positioning

8.1 Definition of TA states

8.1.1 MS in IDLE State

In IDLE state the GSM M S may be paged or may request an originating (e.g. emergency) call. The paging response
message or CM Service Request, in each case respectively, received in COMPLETE_LAYER_3 message may contain
location information that includes the TA value. If available, the TA value and other location information shall be
provided to the SMLC by the requesting VM SC or BSC along with the current serving cell ID in the BSSMAP-LE
Perform Location request (see section 7). This enables TA based positioning in the SMLC without any further
interactions.

8.1.2 MS in DEDICATED State

In DEDICATED state the SMLC shall send aTA_REQUEST to request the TA value from the serving BSC. The BSC
shall respond with a TA_RESPONSE carrying the TA value. The associated procedure is described in sections 8.2 and
8.3.
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8.2 TA Positioning Procedure for an NSS based SMLC

The TA positioning procedure for an NSS based SMLC makes use of the generic SMLC to BSC Information transfer
procedure defined in section 7.

SMLC VMSC BSC MS

>
1. BSSMAP-LE Connection Oriented
Information
(TA Request)
2. BSSMAP Connection Oriented
Information
(TA Request)
<
3. BSSMAP Connection Oriented
4 Information
(TA Response)
4. BSSMAP-LE Connection Oriented
Information

(TA Response)

Figure 50: TA Positioning Procedure for an NSS based SMLC

1) The SMLC sends a BSSMAP-LE Connection Oriented Information message to the visited MSC serving a
particular target MS. The BSSLAP APDU parameter in this message contains a TA Request.

2) The VMSC transfers the BSSMAP message received in step 1 to the serving BSC for the target MS.

3) The BSC returnsthe current TA value and current serving cell for the target MSto the VM SC in a TA response
contained within aBSSMAP Connection Oriented Information message. The TA response may also include the
latest measurement results received from the target MS for the serving and neighboring cells.

4) The VMSC forwards the BSSMAP-LE message received in step 3 to the SMLC. The SMLC then derives a
location estimate for the target M S based on the received serving cell ID, TA value and other measurement
resultsif included.

8.3 TA Positioning Procedure for a BSS based SMLC

The TA positioning procedure for a BSS based SMLC makes use of the generic SMLC to BSC Information transfer
procedure defined in section 7.

SMLC BSC MS

1. BSSMAP-LE Connection Oriented
Information
(TA Request)

4. BSSMAP-LE Connection Oriented
Information
(TA Response)

Figure 51: TA Positioning Procedure for a BSS based SMLC

1) The SMLC sends a BSSMAP-LE Connection Oriented Information message to the BSC serving a particular
target MS. The BSSLAP APDU parameter in this message containsa TA Request.

2) The BSC returnsthe current TA value and current serving cell for the target MSto the SMLC in a TA response
contained within aBSSMAP-LE Connection Oriented Information message. The TA response may aso include
the latest measurement results received from the target M S for the serving and neighboring cells. The SMLC
then derives alocation estimate for the target M S based on the received serving cell ID, TA value and other
measurement resultsif included.
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8.4 Unsuccessful TA positioning procedure in BSC

There are three messages defined to handle error scenarios during positioning procedure in BSC.
The messages are 1) Reject, 2) Abort and 3) Reset . Please refer to GSM 8.71 for details.

After receiving the BSSLAP TA Request in BSC (message 2 in section 8.2 and message 1 in section 8.3), a Reject will
be sent with proper cause value from BSC to SMLC in "BSSMAP Connection Oriented Information™ if TA positioning
cannot be performed in BSC at that time for reasons other than handover or another ongoing RR management
procedure.

Between messages 2 and 3 (in section 8.2) and between messages 1 and 2 in section 8.3, an Abort or Reset is possible if
the TA positioning cannot be done in BSC during that time. Reset is sent to SMLC to indicate when the positioning
needs to be restarted after temporary interruption due to intra BSC HO or other intraaBSC RR management. Abort is
used to indicate to SMLC the failure of the current TA positioning attempt (e.g. due to inter-BSC handover) and
alowing a new one from application level.
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9 TOA based positioning

After receiving the ' BSSMAP-LE Connection Oriented Information (TOA Request) ' from VMSC/SMLC, the BSC
shall initiate procedures for position the MS with TOA po sitioning method.

9.1 TOA procedures

9.1.1 Successful TOA Positioning Procedure for NSS based SMLC

| sMLC | [MSCVLR] BSC BTS [tMu | [tvmu | | s |

1. BSSMAP-LE Connection
Oriented Information (TOA
Request)

—»

2. BSSMAP Connectign
Oriented Information |(TOA
Request)

4—

3. BSSMAP Connectidn
Oriented Information r|(TOA
Response)

—

4. BSSMAP-LE Conngction
Oriented Information| (TOA
Response)

e

5. DTAP-LE Register pr Facility (LLP TOA Coinmand)

—»

5. DTAP-LE Register pr Facility (LLP TOA Cofmmand)
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Figure 52: TOA measurement flows
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Positioning Prepar ations:

1.

2.

3.

VMSC receives a’'BSSMAP-LE Connection Oriented Information (TOA Request)’ message from SMLC, which
contains the BSC delta timer value and an indication of the preferred type of handover (intra-cell to same
channel, intra-cell to new channel or inter-cell). The message also contains the cell ID and TDMA frame number
of the serving cell, and depending on the preferred handover type, also containsthe cell ID and TDMA frame
number for candidate (maximum six) cells for positioning handover.

The MSC sends the BSSM AP Connection Oriented Information (TOA Request) ' message to BSC with the same
information received in step 1.

The BSC specifies the physical channel information (frequencies, hopping sequence, channel type, time sot for
access burst etc.), cell ID, TA, measurement report, MS output power, and handover reference number in the
'BSSM AP Connection Oriented Information (TOA Response) ' message to the VM SC. The BSC also starts the
deltatimer.

NOTE: If the BSC selects to use adifferent channel, this channel is reserved internally within the BSC, i.e. no

4,

additional signaling or delay is required. Based on the request information from SMLC, the BSC can
choose between requesting an intra-cell handover (to same channel or to a new channel) or an inter-cell
handover. If BSC decides to make an inter-cell handover the BSC selects a neighbor cell based on the
measurement reports received from the MS (only neighbors for which the M S has been able to decode
BSIC are possible to specify since the M S needs to know the timing of the target base station).

The VM SC forwards the information to the SMLC in ' BSSMAP-LE Connection Oriented Information (TOA
Response) ' message. SMLC uses thisinformation for the configuration of the LMUs.

The SMLC selects which LMUs should measure and sends 'DTAP-LE Register or Facility (LLP TOA
Command)’ messages for each of these LMUs to the MSC according to the procedure defined in section7.8.1.1.
Each DTAP-LE message is targeted to one LMU and specifies Radio Frequency List, Hopping Sequence
Information, HO reference number, BSIC, Starting Time, M easurement Options, Starting Time Uncertainty,
GPS Time Stamping Reguest.

The MSC sends the DTAP message, which reaches the LMUs over the air interface. It has been assumed here
that the DTAP connection is already established at this point (refer to section7.8.1.1).

Positioning Establishment:

7.

8.

9.

At expiration of the deltatimer (note 1), the mobile isinstructed to perform non-synchronized handover from the
current radio channel (e.g. SDCCH or TCH) to a specified traffic channel with HANDOVER COMMAND
message. A TDMA frame number at which the sending of ACCESS burst should begin is specified.

The M S starts sending the access burst in HANDOVER ACCESS message. At the same time, configured LM Us
measure the Time of Arrival of access bursts.

The M S continues to send the access bursts until the timer T3124 expires when the M S returns to the old
channel.

10. The MS sends the HANDOV ER FAILURE message to the BSC.

11. LMUs report their measurement resultsin a’DTAP-LE Facility or Release Complete (LLP TOA Measurement

Response)’ message to the VM SC.

12. The measurement results will be forwarded to the SMLC as a’'DTAP-LE Facility or Release Complete (LLP

TOA Measurement Response)’ message with measured TOA, TOA quality estimate, and Used Time Stamping.
SMLC shall keep track of the number of expected measurement results from LM Us in the network. If alocation
estimate satisfying the requested QoS was not successfully obtained, the SMLC may initiate another TOA
location attempt by restarting the TOA procedure at step 1.

NOTE 1. BSC startsthe delta timer when received from the MSC in (2). The purpose of thistimer isto allow

enough time for MLC to initialize and configure al the LM Us for the TOA measurement. This timer
value should be long enough for this task. When the BSC timer runs out, the BSC starts the handover
process (step7).
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NOTE 2: After aradio channel is allocated to the MS to be positioned, the M S starts sending measurement reports
to the serving BTS. Based on these measurement reports the BSC would normally order handovers when
considered necessary. If aradio related handover would take place between message 1 and 7, this would
invalidate the information sent to the LMUs and positioning would fail. After theinitialization of the delta
timer in the BSC (step 3), the BSC shall cancel the ongoing positioning if aradio related handover has
been requested. On the other hand, the BSC shall never alow any radio-related handover during steps 7 to
10.

9.1.2 Successful TOA Positioning Procedure for BSS based SMLC
SMLC BSC BTS [tmvu | [vu | [ wms |

>

1. BSSMAP-LE Connection Oriented
Information (TOA Request)

¢

2. BSSMAP-LE Connection Oriented
Information (TOA Response)

3. DTAP-LE Register or Facility (LLP TOA
Command)
3. DTAP-LE Register or Facility (LLP TOA
Command)
4. Handover Command
Command < < <
5. Handover Accgss
6. T3124 expiry
7. Handover Failure

8. DTAP-LE Facility or Release Complete (LLP TOA Measurement Response)t

<

8. DTAP-LE Facility or Release Complete (LLP TOA Measurement Response)

Figure 53: TOA measurement flows for BSS based SMLC
Positioning Preparations:

1. BSC receives a' BSSMAP-LE Connection Oriented Information (TOA Command)’ message from SMLC, which
contains the BSC delta timer value and an indication of the preferred type of handover (intra-cell to same
channel, intra-cell to new channel or inter-cell). The message a so contains the cell ID and TDMA frame number
of the serving cell, and depending on the preferred handover type, also contains the cell ID and TDMA frame
number for candidate (maximum six) cells for positioning handover.

2. The BSC specifies the physical channel information (frequencies, hopping sequence, channel type, time slot for
access burst etc.), cell ID, TA, measurement report, MS output power, and handover reference number in the
'BSSMAP-LE Connection Oriented Information (TOA Response)’ message to the SMLC. The BSC aso starts
the deltatimer. SMLC uses this information for the configuration of the LMUs
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NOTE: If the BSC selects to use adifferent channel, this channel is reserved internally within the BSC, i.e. no
additional signaling or delay is required. Based on the request information from SMLC, the BSC can
choose between requesting an intra-cell handover (to same channel or to a new channel) or an inter-cell
handover. If BSC decides to make an inter-cell handover the BSC selects a neighbor cell based on the
measurement reports received from the MS (only neighbors for which the MS has been able to decode
BSIC are possible to specify since the M S needs to know the timing of the target base station).

3. The SMLC sdlects which LMUs should measure and sends 'DTAP-LE Resister or Fecility (LLP TOA
Command)’ messages for each of these LMUs according to the procedure defined in section 7.8.4.1Each LCS
Information Request message is targeted to one LM U and specifies Radio Frequency List, Hopping Segquence
Information, HO reference number, BSIC, Starting Time, Measurement Options, Starting Time Uncertainty,
GPS Time Stamping Request. It has been assumed here that the DTAP connection is aready established at this
point (refer to section 7.8.4.1).

Positioning Establishment:

4, At expiration of the deltatimer (note 1), the mobile isinstructed to perform non-synchronized handover from the
current radio channel (e.g. SDCCH or TCH) to a specified traffic channel with HANDOVER COMMAND
message. A TDMA frame number at which the sending of ACCESS burst should begin is specified.

5. The MS starts sending the access burst in HANDOV ER ACCESS message. At the same time, configured LMUs
measure the Time of Arrival of access bursts.

6. The MS continues to send the access bursts until the timer T3124 expires when the M S returns to the old
channel.

7. The MS sends the HANDOVER FAILURE message to the BSC.

8. The measurement results will be forwarded to the SMLC as a’ DTAP-LE Facility or Release Complete (LLP
TOA Measurement Response)’ LCS Information Response message with measured TOA, TOA quality estimate,
and Used Time Stamping. SMLC shall keep track of the number of expected measurement results from LMUsin
the network.

NOTE 1: BSC dtartsthe deltatimer when received from the SMLC in (1). The purpose of thistimer isto alow
enough time for SMLC to initialize and configure al the LMUs for the TOA measurement. This timer
value should be long enough for this task. When the BSC timer runs out, the BSC starts the handover
process (step 4).

NOTE 2: After aradio channel is allocated to the MS to be positioned, the M S starts sending measurement reports
to the serving BTS. Based on these measurement reports the BSC would normally order handovers when
considered necessary. If aradio related handover would take place between message 1 and 4, this would
invalidate the information sent to the LMUs and positioning would fail. After theinitialization of the delta
timer in the BSC (step 2), the BSC shall cancel the ongoing positioning if aradio related handover has
been requested. On the other hand, the BSC shall never alow any radio-related handover during steps 4 to
7.

9.1.3 Successful TOA positioning procedure in BSC

There are three messages defined to handle error scenarios during positioning procedure in BSC.
The messages are 1) Reject, 2) Abort and 3) Reset . Please refer to GSM 8.71 for details.

After receiving the BSSLAP TOA Command in BSC (message 2 in section 9.1.1 and message 1 in section 9.1.2), a
Reject will be sent with proper cause value from BSC to SMLC in "BSSMAP Connection Oriented Information” if
TOA positioning cannot be performed in BSC at that time for reasons other than handover or another ongoing RR
management procedure.

Between messages 3 and 7 in section 9.1.1 and between messages 2 and 4 in section 9.1.2 (i.e the duration of deltatimer
in the BSC), an Abort or Reset is possible if the TOA positioning can not be donein BSC during that time. Reset is sent
to SMLC to indicate when the positioning needs to be restarted after temporary interruption due to an intraBSC HO or
other intra-BSC RR management procedure. If the Handover Complete or Handover Failure is not received before the
deltatimer expires, Abort may be sent at the expiration of deltatimer from BSC to SMLC. Abort is used to indicate to
SMLC thefailure of the current TOA positioning attempt (e.g. due to inter-BSC handover) and allowing a new one
from application level.
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10 E-OTD and GPS Positioning Procedures

10.1 General Procedures

For any location request where the highest priority level is assigned and M S-based GPS positioning is not used, the
SMLC shall provide sufficient assistance data to atarget MS to enable alocation estimate or location measurements to
succeed according to the required QoS on the first attempt. The SMLC shall not assume in this case that the target MS
already possesses assistance data. For alower priority location request or when M S-based GPS positioning is used, the
SMLC may reduce the assistance data provided to atarget M S on the first location attempt. For these cases, sections
10.2 and 10.3 indicate what reduced assistance data may be provided.

10.2  Positioning for BSS based SMLC

Thissignaling flow is generic for all MS based or assisted location methods (MS Based E-OTD, MS Assisted E-OTD,
GPS and Assisted GPS). If the SMLC desires to avoid lower layer (e.g. BSSAP-LE) segmentation and transfer the LCS
assistance data more reliably, this procedure may be preceded by an “ Assistance Data Delivery from BSS based
SMLC” procedure. Note that part of the entire set of assistance data may be included in the RRLP Measure Position
Request even when the message is preceded by an “ Assistance Data Delivery from BSS based SMLC” procedure.

2. RRLP Measure Position Request

>

3. RRLP Measure Position Reqyest

4. RRLP Measure Position Response

<

5. RRLP Measure Position Redponse

<

Figure 54: E-OTD/GPS Positioning Flow

1. The SMLC may precede the RRLP MEASURE POSITION REQUEST with an optional Assistance Data
Delivery from BSS based SMLC procedure (see 10.4).

2. The SMLC determines possible assistance data and sends RRLP MEASURE POSITION REQUEST to the BSC.

3. The BSC forwards the positioning request including the QoS and any assistance datato the MSin aRRLP
MEASURE POSITION REQUEST.

4. The MS performs the requested E-OTD or GPS measurements, if needed assistance datais available in the MS.
If the MSisableto calculate its own location and thisis required and needed assistance datais availablein MS,
the M'S computes alocation estimate based on E-OTD or GPS measurements. In case of E-OTD, any data
necessary to perform these operations will either be provided in the RRLP MEASURE POSITION request or
available from broadcast sources. In case of Assisted GPS and first positioning attempt, Acquisition Assistance
data and optionally Differential GPS data will be provided in the RRLP MEASURE POSITION REQUEST. In
case of MS based GPS and further positioning attempt (failure in first attempt due to missing assistance data),
complete GPS assistance data excluding Acquisition Assistance data will be provided in the RRLP MEASURE
POSITION REQUEST and possibly preceding RRLP ASSISTANCE DATA messages. The resulting E-OTD or
GPS measurements or E-OTD or GPS |ocation estimate are returned to the BSC in aRRLP MEASURE
POSITION RESPONSE. If the MS was unable to perform the necessary measurements, or compute alocation, a
failure indication identifying the reason for failure (e.g. missing assistance data) is returned instead.

5. BSC forwards the RRLP MEASURE POSITION responseto SMLC.
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10.3  Positioning for NSS based SMLC

Thissignaling flow is generic for all MS based or assisted location methods (MS Based E-OTD, MS Assisted E-OTD,
GPS and Assisted GPS). If the SMLC desiresto avoid lower layer (e.g. BSSAP-LE) segmentation and transfer the LCS
assistance data more reliably, this procedure may be preceded by an “ Assistance Data Delivery from NSS based
SMLC” procedure. Note that part of the entire set of assistance data may be included in the RRLP Measure Position
Request even when the message is preceded by an “ Assistance Data Delivery from NSS based SMLC” procedure.

SMLC MSC BSC MS

2. RRLP Measure Po;iti bn Request

3. RRLP Measure Position Request
4. RRLP Measure Position Request

5. RRLP Measure Position Regponse

6. RRLP Measure Position Regponse

7. RRLP Measure Positipn Response

Figure 55: E-OTD/GPS Positioning Flow

1. The SMLC may precede the RRLP MEASURE POSITION REQUEST with an optional Assistance Data
Delivery from NSS based SMLC procedure (see 10.5).

2. The SMLC determines possible assistance data and sends RRLP MEASURE POSITION REQUEST to MSC.
3. The MSC forwards the RRLP MEASURE POSITION REQUEST to the BSC.

4. The BSC sends the positioning request including the QoS and any assistance datato the MSin aRRLP
MEASURE POSITION REQUEST.

5. The MS performsthe requested E-OTD or GPS measurements, if needed assistance datais available in MS. If
the MSis ableto calculate its own location and thisis required and needed assistance datais availablein MS, the
MS computes an E-OTD or GPS location estimate. In case of E-OTD, any data necessary to perform these
operations will be either provided in the RRLP MEASURE POSITOIN request or available from broadcast
sources. In case of Assisted GPS and first positioning attempt, Acquisition Assistance data and optionally
Differential GPS data will be provided in the RRLP MEASURE POSITION REQUEST. In case of MS based
GPS and further positioning attempt (failure in first attempt due to missing assistance data), complete GPS
assistance data excluding Acquisition Assistance datawill be provided in the RRLP MEASURE POSITION
REQUEST and possibly preceding RRLP ASSISTANCE DATA messages. The resulting E-OTD or GPS
measurements or E-OTD or GPS location estimate are returned to the BSC in a RRLP MEASURE POSITION
RESPONSE. If the MS was unable to perform the necessary measurements, or compute alocation, afailure
indication identifying the reason for failure (e.g. missing assistance data) is returned instead.

6. BSC sends measurement results in the MEASURE POSITION RESPONSE within BSSM AP Connection
Oriented Information message to MSC.

7. MSC forwards the measurement results in the MEASURE POSITION RESPONSE within LCS Information
Report message to SMLC.
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10.4  Assistance Data Delivery from BSS based SMLC

Thissignaling flow is generic for all MS based location methods (MS Based and Assisted E-OTD and Network Based
and Assisted GPS). If the SMLC desiresto avoid lower layer (e.g. BSSAP-LE) segmentation and transfer the LCS
assistance data more reliably, the sequence 1-4 may be repeated one or several times to deliver more assistance data
than can be sent by one RRLP Assistance Data Delivery message. In this case, each individual message isindependent
such that the data received in one message is stored in the M S independently of the other RRLP Assistance Data
messages (i.e. an error of delivery of one message does not require aretransmission of al the RRLP Assistance Data
messages). The SMLC shall indicate in the RRLP ASSISTANCE DATA message if more RRLP ASSISTANCE DATA
messages will be used after the current one in order to deliver the entire set of assistance data. Datathat is specific to the
current cell should be sent in the last message.

SMLC BSC MS

1. RRLP Assistance Data

2. RRLP Assistance Data

3. RRLP Assistance Data Ack.

4. RRLP Assistance Data Ack.

Figure 56: E-OTD or GPS Assistance Data Delivery Flow with BSS based SMLC

1) The SMLC determines assistance data and sendsiit in the RRLP ASSISTANCE DATA message to the BSC.
2) The BSC forwards the assistance datato the MSin aRRLP ASSISTANCE DATA message.

3) The MS acknowledges the reception of compl ete assistance data to the BSC with a RRLP ASSISTANCE DATA
Ack.

4) The BSC forwardsthe RRLP ASSISTANCE DATA Ack message to the SMLC.

10.5 Assistance Data Delivery from NSS based SMLC

Thissignaling flow is generic for all MS based location methods (M S Based and Assisted E-OTD and Network Based
and Assisted GPS). If the SMLC desires to avoid lower layer (e.g. BSSAP-LE) segmentation and transfer the LCS
assistance data more reliably, the sequence 1-6 may be repeated one or severa times to deliver more assistance data
than can be sent by one RRLP Assistance Data Delivery message. In this case, each individual message isindependent
such that the data received in one message is stored in the M S independently of the other RRLP Assistance Data
messages (i.e. an error of delivery of one message does not require aretransmission of all the RRLP Assistance Data
messages). The SMLC shall indicate in the RRLP ASSISTANCE DATA message if more RRLP ASSISTANCE DATA
messages will be used after the current onein order to deliver the entire set of assistance data. Data that is specific to the
current cell should be sent in the last message.
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SMLC

1. RRLP Assistance Data

MSC BSC MS

6. RRLP Assistance Data|Ack.

2. RRLP Assistance Data

3. RRLP Assistance Data

4. RRLP Assistance Data Ack.

5. RRLP Assistance Data Ack.

Figure 57: E-OTD or GPS Assistance Data Delivery Flow with NSS based SMLC

1) The SMLC determines assistance data and sends the RRLP ASSISTANCE DATA message to the MSC.

2) The MSC forwards the RRLP ASSISTANCE DATA message to the BSC.

3) The BSC sends the assistance datato the MSin aRRLP ASSISTANCE DATA message.

4) The MS acknowledges the reception of complete assistance datato the BSC in a RRLP ASSISTANCE DATA

Ack.

5) The BSC sendsthe RRLP ASSISTANCE DATA Ack to the MSC.

6) The MSC forwards the RRLP ASSISTANCE DATA Ack to the SMLC.

10.6

Error Handling for E-OTD and GPS

This section describes error handling for positioning and transfer of assistance datafor E-OTD and GPS. For a
description of error handling involving segmentation, refer to section 7.11.4.

Case 1.

Case 2:

Case 3:

When the RRLP request comes to BSC for E-OTD and GPS, The BSC will send aBSSLAP reject
message to SMLC if the request cannot be supported in the BSC for reasons other than an ongoing intra
BSC or inter BSC handover or other ongoing RR management procedure. For an ongoing intraBSC HO
or other RR management procedure, the BSC shall return a BSSL AP Reset when the handover or RR
management procedure is complete. The SMLC may then start the RRLP reguest (if thereis time) again.
For ongoing inter-BSC HO, the SMLC shall return a BSSLAP Abort. The location service request may
then restart from either the LCS Client or VM SC).

When the RRLP request comesto BSC from SMLC, BSC sends the "RRLP request” to the MSif thereis
no ongoing HO or other RR management procedure at that point. If an intra-BSC HO or other RR
management procedure isinitiated in BSC, the BSC sends the HO or other RR management command to
MS. A timer will then be started in BSC, the duration of which is network dependent, but typically 6 (six)
seconds. Upon receiving the HO of other RR management command, the MS will stop the location
procedure and start on handover or other RR management procedure, since this has higher priority than
location. The MS will then send the HO compl ete or other RR management response message to BSC.
When this message is received before the expiration of BSC timer, a BSSLAP Reset message will be sent
to SMLC from BSC. The Reset will tell SMLC to start another location service request if there is enough
time.

During intra-BSC HO or other intra-BSC RR management procedure, if a HO complete or RR
management procedure compl etion was not received in BSC and the corresponding timer expired. In this
case areset or abort message will be sent to SMLC indicating M S timeout. The location service may then
restart from either the SMLC if areset was sent or from the LCS Client or VM SC if an abort was sent.
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If aninter-BSC (or inter-M SC) handover is needed during a location procedure or if the BSC times out on
an RRLP response from the target MS, the BSC shall send a BSSLAP Abort to the SMLC. The location
service attempt may then be restarted from either the LCS Client or VM SC.

Case 4.
10.6.1 NSS based SMLC
SMLC MSC

1. RRLP Request

4. Reject or Reset or
Abort (Case 1)

Cscvscscsvsscscsessoe

7. Reset (Case 2)

L EEE TR TR PP PRI S

OR

6. Reset or Abort (Case 3

L EE TR T PP RIS

7. Abort (Case 4)

L R R R D)

OR

5. Reset or Abort (Case 3)

OR

N/

6. Abort (Case 4)

ececececiiiiiiiiiiiiiianens

Figure 58
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10.6.2 BSS based SMLC

SMLC BSC MS

1. RRLP Request

>

2. Reject or Reset or Abort (Case 1)
4.......l"."..O.lll...‘l‘."...l.l""!.l.......“ >

OR

Intra-BSC Handover |n|t|atec|’ T3103 started X ------------------------------------- >

4. HO Conplete

Handover attempt completed

5. Reset (Case 2) OR

O R T R TP PP PP T PLPR

OR
5'. Reset or Abort (Case 3)

K T3103 Expired, HO complete npt received

N/

OR OR

5. Abort (Case 4)

D TR PRI

X Inter-BSC handover required of BSC
timeout on an RRLP response from the MS

Figure 59

10.7 Broadcast OF ASSISTANCE DATA

In MSBased E-OTD, MS Based GPS and M S Assisted GPS systems, there is a need for assistance data to be broadcast
to the MS. The assistance data to be broadcast for MS Based E-OTD contains the Real Time Difference (RTD) values
(in case of anon-synchronized network) and Base Transceiver Station (BTS) coordinates. In addition, the broadcast
data contains other information simplifying the E-OTD measurements. In GPS the broadcast of differential corrections
to the M S increases the location accuracy for MS Based implementations. The broadcast of GPS ephemeris and clock
correction data makes available the ephemeris and clock correction data. The broadcast of GPS amanac and other data
makes available almanac data, ionospheric delay elements, universal time coordinate (UTC) offset, and other
information The later two messages can be used by the M S to increase the sensitivity, enables LM U-independent GPS
time dissemination and assists the acquisition of satellite signal for both MS Based and M S Assisted implementations.

The E-OTD assistance data to be broadcast is in compressed format where the redundant information is not included.
The MSis capable to reconstruct the E-OTD assistance data using the message header information. The length of the
message is depending on how many neighbors are included in the E-OTD assistance data as well as whether the
redundant information can be removed from the message. The typical size of one broadcast message will be less than 82
octets. Part of the broadcast message (serving and neighbor basestation coordinates) may be ciphered.
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There are three types of broadcast GPS assistance data. Their corresponding messages share the same message header
that contains optional ciphering information for the rest of the message. One type of GPS assistance data to be broadcast
isincluded in DGPS Correction Data message that consists of reference time, reference location, and GPS differential
corrections. The amount of datais similar to the E-OTD assistance data, containing the maximum amount of 11
satellites which can be encapsulated into 82 octets message. The message contains, reference time, reference location,
and the differential corrections. The second type of GPS assistance data to be broadcast is included in Ephemeris and
Clock Correction Data message that consists of GPS ephemeris and clock correction data. The length of this messageis
636 bits. The remaining 20 bits are filled with ‘0’ and are reserved for future expansion. The third type of GPS
assistance data to be broadcast isincluded in Almanac and Other Data message that consists of GPS almanac data,
ionospheric delay elements, UTC offset, and other information. The length of this message is 651 bits. The remaining 5
bits are filled with ‘0’ and are reserved for future expansion.

The contents of the broadcast message for the E-OTD and GPS assistance datais described in GSM TS 04.35. The
support for these broadcast messagesis optiona for network and MS.

The broadcast channel which is used to broadcast the E-OTD and GPS assi stance data make use of the existing basic or
extended CBCH and SMSCB DRX service. The LCS broadcast messages ( E-OTD Assistance Data, DGPS Correction
Data, GPS Ephemeris and Clock Correction Data, and GPS Almanac and Other Data ) need to be either scheduled, or
prioritized over other broadcast messages to avoid any delay.

10.7.1 Point-To-Multipoint Assistance Data Broadcast Flow

Thissignaling flow is generic for MS Based E-OTD, MS Based GPS and MS Assisted GPS methods. The E-OTD/GPS
Assistance Data Broadcast Message is created in SMLC and the whole message including the ciphered parts and
parameters to control the transfer are transferred with below flow from SMLC to MS. SMSCB DRX service is used for
L CS assistance data broadcast. Prior receiving the first schedule message M S should read first block of each message
lot to be able to receive the LCS Broadcast Data or the schedule message. After receiving the schedule message M S
should receive the LCS Broadcast Data messages according the schedule information.

CBC SMLC BSC BTS MS

1. LCS Broadcast Data(tLata & parameters)

2. SMSCB messages between CBC — BSC — BTS described in GSM 03.41

4. LCS Broadcast Data(data)
message from BTS to MS
described in GSM 03.41

3. LCS Broadcast Data Response

Figure 60: E-OTD/GPS Broadcast Data Flow

1. SMLC sends the compl ete broadcast message to CBC with LCS Broadcast Data message. This LCS Broadcast
Data message contains the data to be broadcasted as well as parameters which indicate to which BTS the
broadcast message is targeted and what time the broadcast should happen. LCS Broadcast Data message may
also contain the SMSCB scheduling information which is broadcasted to MSin order that MS can utilize the
SMSCB DRX feature specified in GSM 04.12 specification. SMSCB DRX operation isrequired in order that
MS performance can be optimized.

2. CBC starts message transfer to BSC and BTS according to GSM 03.41.

3. LCS Broadcast Data Response message from CBC to SMLC is used to indicate that the LCS Broadcast Data has
been deliverery request has been fulfilled. This message is not mandatory
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4. BTS starts the message transfer to M S according to GSM 03.41.

Implementations that have SMLC and/or CBC integrated into BSC may use other message signalling.

10.7.2 Ciphering

In order for the operators to control the access to the assistance data, parts of the broadcast data may be ciphered.
Ciphering is done with a specific key delivered by NW for this purpose. The deciphering keys may be requested by MS
during alocation update (IMSI Attach, Normal or Periodic Location Update) with the generic DTAP MO-LR Location
Services Invoke command. . The Follow-On Procedure operation is used to keep the point-to-point connection between
MS and NW open after location update. The deciphering keys are Location Area specific.

The LCS Broadcast Data, when ciphered, will be ciphered according the LCS broadcast message definitions specified
in GTS 04.35. The parts that will be ciphered in E-OTD LCS Broadcast Data message are neighbor RTD values,
serving and neighbor BTS coordinates. For GPS the data are ciphered except the common message header of the DGPS
Correction Data message, the Ephemeris and Clock Correction Data message, and the Almanac and Other Data
message. The ciphering operation will be conducted by SMLC. The MSis capable to decipher the broadcast message
(ciphered parts) using the cipher key (56 bits) delivered from NW to M S and using the Ciphering Serial Number (16
bits) included in the broadcast message.

10.7.3  Algorithm

The agorithm used for ciphering is the standard 56-bit DES al gorithm. The deciphering of broadcast messages is done
in the ME. The agorithm will utilize the deciphering keys delivered during location update with MO-LR. SMLC
ciphersthe LCS Broadcast Data message (part of message is ciphered) using the deciphering keys (56 bits) and
Ciphering Serial Number (16 bits) included in broadcast message using 56-bit DES algorithm.

The ciphered part is variable length with one bit resolution. From LCS Broadcast Data message header M'S can compute
what part of message is ciphered.

Inputs to the 56-bit DES agorithm are the following:
- 56-bit key K (deciphering key) requested with MO-LR
- 16-bit Ciphering Serial Number from broadcast message which is denoted here by IV (initialization vector)
- plaintext bits (the ciphered part of broadcast message)

Encryption is done by producing a mask bit stream which is then added bit-by-bit to the plaintext data (X OR-operation)
to obtain the ciphertext data. First IV is concatenated with 0-bits in order to achieve a 64-bit block 1,. Thisblock isthen
encrypted by the DES algorithm using the key K. Output is a 64-bit block I,. This constitutes the first 64 bits of the
mask bit stream. If the message islonger than 64 bits, then more bits are needed. Those are produced by encrypting I,
again by the DES a gorithm using the key K. Output is a 64-hit block Is. This congtitutes the next 64 bits of the mask bit
stream. This iteration is continued until enough bits are produced. The unnecessary bits from the last 64-bit block I; are
discarded. Below figure describes the first two mask bit generations and the two ciphered 64-bit blocks.
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Figure 61: Ciphering Algorithm

Decryption is done similarly. The same mask bit stream is produced. This time the mask stream bits are added bit-by-bit
(XORed) to the ciphertext data bits. The result will be the plaintext data.

10.7.4 Deciphering key control and delivery to MS

The deciphering keys are needed in MS if the LCS Broadcast Data (ciphered parts) is ciphered. The deciphering keys'
control system contains two keys (the Current Deciphering Key and the Next Deciphering Key) and the Ciphering Key
Flag (indicating the current Ciphering Key Flag state in the location areain the time that the deciphering key set is
delivered from SMLC to MS). Two Deciphering Keys are needed in order to overcome the problem of unsyncronized
nature of the periodic location updates that M Ss make in the location area. The SMLC controls the keys and there are
following requirements related to the deciphering keys:

Deciphering Key Set (Current and Next Deciphering Key, Ciphering Key Flag) are always location area specific

One SMLC controls the deciphering key set changes inside the location area (valid for both BSS and NSS based
LCS architecture) and in case several SMLCs in the |location area then one coordinating SMLC for the
deciphering key set control must be nominated (valid for BSS based architecture). The SMLC configuration is
done with O&M procedures.

The SMLC in NSS based L CS architecture has same functions as the coordinating SMLC in BSS based LCS
architecture except sending the deciphering key set to other SMLCs (this may be supported still if needed). The
SMLC in NSS based LCS architecture may support several location areas.

The coordinating SMLC deliveres the new deciphering key set to the other SML Cs with SML CPP protocol
when the deciphering key set changes. The Ciphering Key Flag in the LCS Broadcast Data message is changed
only when the coordinating SML C changes the deciphering key set and delivers the new set to other SMLCsin
the same location area.

The SMLCs upon receiving the new deciphering key set, start using immediately the new set in the LCS
Broadcast Data message. The coordinating SMLC also starts using the new set same time.

The deciphering key set changes always following way when the new set is generated:
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The Next Deciphering Key comes to the Current Deciphering Key in the new set

One new key istaken into use and named as the Next Deciphering Key

The Ciphering Key Flag changes the state

The MS may request the deciphering key set during the location update (IMSI Attach, Normal or Periodic Location
Update) using the follow-on procedure defined in GSM 04.08. MS usesthe DTAP MO-LR Location Services Invoke
command to request the deciphering key set from the SMLC. The SMLC returns the deciphering key set to MS with
DTAP MO-LR Location Services Return Result command. M S starts to use the new set immediately. The Ciphering
Key Flag controls the MS key usage (Current/Next Deciphering Key) as follows:

After receiving the new deciphering key set, MS starts using the new set immediately.

The Ciphering Key Flag in the LCS Broadcast Data message and the one received with MO-LR should have
same polarity. This means that M S starts using the Current Deciphering Key immediately.

When the Ciphering Key Flag state changes in the LCS Broadcast Data message then M S starts to use the Next
Deciphering Key for deciphering the broadcast message. The Next Deciphering Key becomes now the Current
Deciphering Key in MS.

The following figure describes the deciphering key delivery mechanism.

Decryption key A used Decryption key B used Decryption key C used

MS 1 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 1 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 1 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 1 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 1 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 1 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 2 makes periodic
location update and
requests deciphering

MS 2 makes periodic
location update and
requests deciphering

MS 2 makes periodic
location update and
requests deciphering

MS 2 makes periodic
location update and
requests deciphering

MS 2 makes periodic
location update and
requests deciphering

MS 2 makes periodic
location update and
requests deciphering

i 4 y A4

keys using MO-LR

keys using MO-LR

keys using MO-LR

keys using MO-LR

keys using MO-LR

keys using MO-LR

update, requests
deciphering keys

MS 3 makes location

MS 3 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 3 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 3 makes periodic
location update and

requests deciphering
keys using MO-LR

MS 2 makes periodic
location update and

requests deciphering
keys using MO-LR
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v
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Decryption keys A and B
are delivered
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Figure 62: Deciphering key delivery in periodic location updates

In above figure:

First the key A isthe Current Deciphering Key and key B is the Next Deciphering Key

When the SMLC changes to use the key B (Next Deciphering Key) then the Deciphering Key Flag stateis
changed in the LCS Broadcast Data message. At this point the coordinating SMLC delivers the new deciphering
key set to other SMLCsin the same location area as well asto MS when M Sis requesting the keys during the
location update (IMSI Attach, Normal or Periodic Location Update)

The new deciphering key set contains now key B as the Current Deciphering Key, key C as new Next
Deciphering Key and the Ciphering Key Flag currently in usein that location area
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- When the SMLC changes to use the key C (Next Deciphering Key) then the Ciphering Key Flag state is changed
in the LCS Broadcast Data message. At this point the coordinating SMLC delivers the new deciphering key set
to other SMLCsin same location area as well asto MS when MSiis requesting the new set during the location
update (IMSI Attach, Normal or Periodic Location Update)

- The new deciphering key set contains now key C as the Current Deciphering Key, key D as new Next
Deciphering Key and the Ciphering Key Flag currently in usein that location area

The process continues as above when the keys are changed . The lifetime of one key (Current/Next Ciphering Key) is
minimum one periodic location update period used in the location area.

11 Position calculation functionality

111 TA

For the TA oncethe cell-ID and TA value has been returned to the MLC, the MLC PCF should map thisinformation
into a standardized format suitable for the client. This may infer either just passing the received information in its
current format or representing the areain some manner.

11.2  Time Of Arrival (TOA) Positioning mechanism

For the TOA positioning mechanism once the cell-IDs, TOA values and TOA measurement quality information has
been returned to the SMLC, the SMLC PCF should estimate the position of the MS based on thisinformation and MLC
prior knowledge of RTDs and LMU co-ordinates. The estimated M S position is then mapped and/or converted into a
standardized format suitable for the requesting client.

11.3 Enhanced Observed Time Difference (E-OTD)

For the E-OTD positioning mechanism once the Cell IDs (or possibly in case of neighbor BTSs the Channel and BSIC

information), TA value to the serving BTS, E-OTD values and E-OTD measurement quality information have been
returned to the ML C, the ML C PCF should estimate the position of the M S based on this information and MLC prior
knowledge of RTDs and BTS coordinates. The estimated M S position is then mapped and/or converted into a
standardized format suitable for the requesting application.

11.4  Global Positioning System (GPS) positioning mechanism

For the case where the PCF is in the GPS-equipped M S, the MS measures the phases of signals transmitted by the GPS
satellites. Subsequently, the M S uses these measurements along with information describing the respective satellite
positions to estimate its own position. The MS may choose to use assi stance data available from within or outside of the
GSM network during measurement and position computation, but thisis not mandatory. The M S returns the position
estimate to the MLC, along with an estimate of the position accuracy. The estimated M S position is then mapped and/or
converted into a standardized format suitable for the requesting application.

For the case where the PCF isin the MLC, the M'S measures the phases of signals transmitted by the GPS satellites. The
MS may choose to use assistance data available from within or outside of the GSM network to aid the measurement
process, but thisis not mandatory. The M S returns the measurements and associated quality estimates to the MLC. The
ML C uses these results plus the cell-ID (location) of the serving BTS, time-measurement results from the GEMU, and
information describing the positions of the satellites measured by the M S to estimate the M S's position. The estimated
MS position is then mapped and/or converted into a standardized format suitable for the requesting application.
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12 Information storage

This section describes information storage structures that are mandatory (M), conditional (C) or optional (O) for LCS,
and the recovery and restoration procedures needed to maintain service if inconsistencies in databases occur and for lost
or invalid database information.

121  HLR

The HLR holds LCS datafor both MS subscribers and LM Us.

LCS Data in the HLR for an MS Subscriber

The IMS! is the primary key for LCS MS subscription data in the HLR. This subscription data may be stored in a
Multiple Subscriber Profile (MSP), with the HLR able to hold a number of MSPs per IMSI.

LCS MS subscription data includes a privacy exception list containing the privacy classes for which location of the
target MS is permitted. Each privacy class is treated as a distinct supplementary service with its own supplementary
service code. The following logical states are applicable to each privacy class (refer to GSM 03.11 for an explanation of
the notation):

Table 4: Logical States for each LCS Privacy Class

Provisioning State

Registration State

Activation State

HLR Induction State

(Not Provisioned,

Not Applicable,

Not Active,

Not Induced)

(Provisioned,

Not Applicable,

Active and Operative,

Not Induced)

For each LCS privacy class, the HLR shall store the logical state of the class on a per-subscriber (or per subscriber
MSP) basis. In addition, the permanent data indicated below shall be stored on a per subscriber (or per subscriber M SP)
basis when the logical provisioning state of the associated LCS privacy classis "provisioned”. For the meaning of each
LCS privacy class, refer to section 7 and to GSM 02.71.
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Table 5: LCS data stored in the HLR privacy exception list for an MS Subscriber (or MS Subscriber
MSP)

LCS Privacy Class Status
Universal Class -
Call Related Class M

Additional HLR Data when Class is provisioned
No additional data
Indication of one of the following mutually exclusive options:
- Location allowed without notification (default case)
- Location allowed with notification
- Location with naotification and privacy verification; location
allowed if no response
- Location with natification and privacy verification; location
restricted if no response
Indication of one of the following mutually exclusive options for any LCS
client not in the external LCS client list:
- Location not allowed (default case)
- Location allowed with notification
- Location with naotification and privacy verification; location
allowed if no response
- Location with natification and privacy verification; location
restricted if no response

Call Unrelated Class M

(e} External LCS client list: a list of zero or more LCS clients, with the
following data stored for each LCS client in the list:

C - International E.164 address identifying a single LCS client or a
single group of LCS clients that are permitted to locate this
target MS

(0] - Restriction on the GMLC. Possible values are:

- identified GMLCs only
- Any GMLC in the home country
C - Indication of one of the following mutually exclusive options:
- Location allowed without notification (default case)
- Location allowed with notification
- Location with notification and privacy verification; location
allowed if no response
- Location with notification and privacy verification; location
restricted if no response
PLMN Opeator Class (0] LCS client list: a list of one or more generic classes of LCS client that

are allowed to locate the particular MS. The following classes are
distinguished:
- LCS client broadcasting location related information
- O&M LCS client in the HPLMN
- O&M LCS client in the VPLMN
- LCS client recording anonymous location information
- LCS Client supporting a bearer service, teleservice or
supplementary service to the target MS

LCS M S subscription data may include a mobile originating list containing the LCS mobile originating classes that an
MS is permitted to request. Each LCS mobile originating class is treated as a distinct supplementary service with its
own supplementary service code. The following logical states are applicable to each mobile originating class (refer to
GSM 03.11 for an explanation of the notation):

Table 6: Logical States for each Mobile Originating LCS Class

Provisioning State

Registration State

Activation State

HLR Induction State

(Not Provisioned,

Not Applicable,

Not Active,

Not Induced)

(Provisioned,

Not Applicable,

Active and Operative,

Not Induced)

For each LCS Mobile Originating class, the HLR shall store the logical state of the class on a per-subscriber (or per
subscriber MSP) basis. In this version of LCS, thereis no additional permanent data in the HLR. The table below shows
the defined mobile originating classes. For the meaning of each LCS mobile originating class, refer to section 7 and to
GSM 02.71.
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Table 7: Data stored in the HLR for the LCS Mobile Originating List for an MS (or MS Subscriber MSP)

LCS Mobile Originating Status Additional HLR Data when Class is provisioned
Class
Basic Self Location - No additional data
Autonomous Self Location - No additional data
Transfer to Third Party - No additional data

In addition to the privacy exception list, the following other data items may be stored in the M S subscription profile in
the HLR to support LCS:

Table 8: Temporary LCS data in the HLR

Other Data in the HLR Status Description
GMLC List (0] List of one or more E.164 addresses of the GMLCs from which a
location request for an MT-LR is allowed, The addresses are only
relevant to an LCS client that is restricted (in the MS privacy exception
list) to making call unrelated location requests.

LCS data in the HLR for a Type A LMU with an NSS based SMLC

The IMSI isthe primary key to datafor a Type A LMU stored in the HLR when the SMLC associated with the LMU is
NSS based. Any subscription data that is applicable to an MS subscriber may be held by the HLR for aType A LMU,
since the LMU istreated by the HLR similarly to an MS subscriber. However, aHLR will normally restrict LMU
subscription datato just the IMSI, MSISDN, SMS-PP MT (if assigned) and barring of all incoming and possibly
outgoing calls. Use of MSPsis also unnecessary for an LMU. A Type A LMU has no HLR subscription when the
SMLC associated with the LMU is BSS-based.

An HLR also needs to hold the following additional permanent datafor a Type A LMU.

Table 9: Additional permanent data in the HLR for a Type A LMU

Additional LMU Data in HLR Status Description
LMU Indicator M Distinguishes a Type A LMU from a normal MS Subscriber

The VLR contains the same L CS permanent data for each registered M'S subscriber and each Type A LMU when the
SMLC associated with the LMU is NSS-based, as does the HLR. This datais downloaded to the VLR as part of the
location update procedure between the VLR and HLR for either an MS subscriber or LMU. The VLR has no data for
Type A LMUs when the SMLC associated with the LMU is BSS-based.

12.3 GMLC

The GMLC holds data for a set of external LCS clients that may make call related or non-call related MT-LR requests
to this GMLC. The permanent data administered for each LCS client is as follows.
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Tablel0: GMLC Permanent Data for a LCS Client

LCS Client datain GMLC | Status Description
LCS Client Type M Identifies the type LCS client from among the following:
- Emergency Services
- Value Added Services
- PLMN Operator Services
- Lawful Intercept Services
External identity M A list of one or more identifiers used to identify an external LCS client
when making an MT-LR — the nature and content of the identifier(s) is
outside the scope of this specification

Authentication data M Data employed to authenticate the identity of an LCS client — details are
outside the scope of this specification
Call related identity 0] A list of one or more international E.164 addresses to identify the client

for a call related MT-LR

Each call related identity may be associated with a specific external
identity

Non-call related identity o A list of one ore more international E.164 addresses to identify the client
for a non-call related MT-LR.

Each non-call related identity may be associated with a specific external

identity

Override capability 0] Indication of whether the LCS client possesses the override capability
(not applicable to a value added client)

Authorized MS List O A list of MSISDNs or groups of MSISDN for which the LCS client may

issue a non-call related MT-LR. Separate lists of MSISDNs and groups of
MSISDN may be associated with each distinct external or non-call related
client identity.
Priority M The priority of the LCS client — to be treated as either the default priority
when priority is not negotiated between the LCS server and client or the
highest allowed priority when priority is negotiated
QoS parameters M The default QoS requirements for the LCS client, comprising:

- Accuracy

- Response time
Separate default QoS parameters may be maintained for each distinct
LCS client identity (external, non-call related, call related)
Allowed LCS Request Types M Indicates which of the following are allowed:
- Non-call related MT-LR
- Call related MT-LR
- Specification or negotiation of priority
Specification or negotiation of QoS parameters
- Request of current location
- Request of current or last known location

Local Coordinate System 0] Definition of the coordinate system(s) in which a location estimate shall
be provided — details are outside the scope of this specification

Access Barring List(s) (0] List(s) of MSISDNs or groups of MSISDN for which a location request is
barred

124  SMLC

Common Data

The following table holds permanent BTS data:

Table 11: Permanent SMLC Data for a BTS

Permanent BTS Data Item Status Description
BTS position M BTS position (latitude/longitude) of the Serving BTS
CGl M Cell global identity.
BSIC M Base station identity code.
BCCH M Frequency of the broadcast carrier.
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The SMLC holds data for its associated LMUs. The main key to LMU datain the SMLC isthe IMS| for aType A LMU
and acell siteidentifier for aType B LMU. LMU data provides the location capabilities of the LMU (e.g. which
location and assi stance measurements are supported). The following permanent data shall be administered for any
LMU:

Table 12: Permanent SMLC Data for an LMU

Permanent LMU Data ltem Status Description
Type of LMU M Indicates if LMU is Type A or Type B
IMSI C Main key to data for a Type A LMU. Not applicable to a Type B LMU
LAC + ClI C Cell site identifier to address a Type B LMU. Not applicable to a Type A
LMU.
Signaling Access M Information regarding signaling access to the LMU including the following:
- address of default serving BSC and/or serving MSC (a BSS based
SMLC uses a serving BSC while an NSS based SMLC uses a
serving MSC)
- SS7 link set to serving BSC or serving MSC (or to an intermediate
STP)
Serving Cell M Identity of the cell in which the LMU is physically located
Geographic location C Latitude/longitude coordinates
Storage of coordinates is mandatory for TOA or E-OTD if an LMU is not
co-located with a BTS
Position measurement (0] List of supported position measurements
functions For each type of position measurement, a list of associated capabilities —
details are outside the scope of this specification
Assistance measurement (0] List of supported assistance measurements
functions For each type of assistance measurement, a list of associated capabilities
— details are outside the scope of this specification
Diagnostic functions (0] List of supported diagnostic functions — details are outside the scope of
this specification

The SMLC aso holds the following temporary data for each LMU for which there has been any previous signalling
interaction.

Table 13: Temporary SMLC Data for an LMU

Temporary LMU Data ltem Status Description

Serving MSC

M

Identity of the current or most recent serving MSC (not
applicable to a BSS based SMLC)
- SS7 signaling point code

Position Measurements o Ongoing and scheduled position measurements ordered in the
LMU by the SMLC — details are outside the scope of this
specification

Assistance Measurements (0] Ongoing and scheduled assistance measurements ordered by
the SMLC — details are outside the scope of this specification

O&M Activities o Ongoing and scheduled O&M activities ordered in the LMU by

the SMLC — details are outside the scope of this specification
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TOA Data

The following data are specific to TOA and shall be administered in the SMLC:

Table 14: Permanent SMLC Data for an LMU

Permanent LMU Data Item Status Description
Number of Measurement M Number of measurement devices contained in the LMU.
Devices (Note 1)
Number of Simultaneous M LMU total measurement capacity.

Measurements (Note 2)
Data items for each
measurement device:

Beamwidth M Azimuthal coverage in degrees for each LMU measurement device.

Orientation M Main beam pointing angle counter-clockwise looking down with respect to
North in degrees for each LMU measurement device.

Gain 6] LMU measurement device antenna gain at foresight in dB.

Number of Simultaneous (0] Maximum measurement capacity in a single LMU measurement device.

Measurements (Assume dedicated receivers if this field is not specified.)

NOTE 1: Theterm "measurement device' is used both to indicate the LM U sector and to avoid confusion with the
BTS sectors when LMU sectors are not coincident with BTS sectors.

NOTE 2: A "measurement" refers to the time interval required for an entire TOA measurement. If any portion of
the interval overlaps, it is considered simultaneous.

An LMU contains no mandatory data regarding its associated SMLC. An LMU shall contain permanent data regarding
its measurement and O& M capabilities and may contain pre-administered data regarding |l ocation assistance
measurements and O& M activities that the LMU isto perform without the need for any command from the SMLC. The
content of such location measurement and O& M related data is outside the scope of this specification.

12.5 Recovery and Restoration Procedures

The LCS recovery and restoration procedures allow temporary data to be recovered or reinitialized following loss or
corruption of data, such that normal LCS service israpidly restored and inconsistency between the data held by
different LCS network elementsis removed. For afull description, refer to GSM 03.07.

13 Operational Aspects

Charging

Charging Information collected by the PLMN serving the LCS Client

The following charging information shall be collected by the PLMN serving the LCS Client:
- Typeand Identity of the LCS Client;
- ldentity of thetarget MS;

- Results (e.g. success/failure, method used if known, response time, accuracy) - to be repeated for each instance
of positioning for a deferred location request;

- Identity of the visited PLMN;

- LCSrequest type (i.e. LDR or LIR);

- State;

- Event (applicableto LDR requests only);

- Time Stamp;
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- Type of coordinate system used.

Charging Information Collected by the Visited PLMN
The following charging information shall be collected by the visited PLMN:
- Dateandtime;
- Typeand Identity of the LCS Client (if known)
- ldentity of thetarget MS;
- Location of thetarget MS (e.g., MSC, location area I D, cell ID, location coordinates);
- Which location services were requested;

- Results (e.g. success/failure, positioning method used, response time, accuracy) - to be repeated for each instance
of positioning for a batch location request;

- ldentity of the GMLC or PLMN serving the LCS Client;
- State;

- Event (applicableto LDR requests only).
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Annex A (Informative):
Examples of MT-LR

This Annex provides examples of both call related and non-call related mobile terminated location request from an
external application, where multiple PLMNSs are involved.

A.l PLMN Roles

A PLMN can have one or more of the following rolesin supporting the LCS service.

Gateway PLMN (GPLMN) The PLMN in which a location request originates. For an MT-LR, the
GPLMN contains the GMLC.
Home PLMN (HPLMN) The home PLMN for the MS being located. The HPLMN contains the HLR
for the located MS.
Visited PLMN (VPLMN) The PLMN currently serving the MS being located. The VPLMN contains the
MSCI/VLR serving the located MS, the SMLC and any LMUs used to
perform the location.

A.2 Non-Call Related MT-LR

1
GPLMN GMLC LA
7
2 3
HLR HPLMN
6
PLMN ©SMLC |<«»VMSC
5 5 MS
A/v5
LMU

Figure A.1: Non-Call Related MT-LR

1. A externa Location Application (LA) sends aLocation Request to a GMLC inits serving GPLMN requesting
the location of aparticular MS.

2. The GMLC queriesthe HLR of the MS to be located by sending a MAP query to the HPLMN of thisMS. In
order to route the query to the HLR, translation of the MSISDN of the M S to be located will be required. This
trandation may be performed within the GMLC and/or may be performed by intermediate STPs.

3. TheHLR returns the E.164 address of the VM SC currently serving the MSin the VPLMN.
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4. The GMLC forwards the location request to the VM SC and includes within it the identity of the LA. In order to
route the request to the VM SC, trandation of the E.164 address of the VM SC will be required. Thistrandation
may be performed within the GMLC and/or may be performed by intermediate STPs.

5. The VMSC verifiesthat the MS allows a non-call relkated MT-LR in its privacy exception list and that the LA
identity provided by the GMLC matches an LA identity in the MS privacy exception list. The VM SC then
interacts with an SMLC and possibly one or more LMUs in the VPLMN to perform positioning of the M S.

6. Theresulting location estimate is returned by the VM SC to the GMLC. The VM SC uses the E.164 address or
SS7 signaling point code of the GMLC, provided in step 4, to correctly route the location estimate to the GMLC
inthe GPLMN.

7. The GMLC returns the location estimate to the requesting LA.

A.3 Call Related MT-LR

3
GPLMN GMLC LA
9
2
4 5
HLR HPLMN
8
] +
PLMN [SMLC ?VMSC MS
2
/77
LMU

Figure A.2: Call Related MT-LR

1. AnMSrequestsavoice or datacall to some external Location Application (LA).

2. Thecdl isrouted from the VM SC through the PSTN to the LA. The MSC stores the original dialed number and
the PSTN or PSPDN number that was used to route the call if different.

3. Theexterna LA obtainsthe MSISDN of the calling MS— either verbally or using calling line ID presentation.
The LA may also need to verify the number dialed by the MS—e.g. if the LA can be reached by any of severa
dialed numbers. The external LA sends a Location Request to a GMLC in its serving GPLMN requesting the
location of the MS and providing both the MSISDN and its own PSTN PSPDN number as used by the M S,

4. The GMLC queriesthe HLR of the MS to be located by sending a MAP query to the HPLMN of thisMS. In
order to route the query to the HLR, translation of the MSISDN of the M S to be located will be required. This
trandation may be performed within the GMLC and/or may be performed by intermediate STPs.

5. The HLR returns the E.164 address of the VM SC currently serving the MS in the VPLMN.

6. The GMLC forwards the location regquest to the VM SC and includes within it the PSTN or PSPDN number of
the LA. In order to route the request to the VM SC, trandation of the E.164 address of the VM SC will be
required. This trangdation may be performed within the GMLC and/or may be performed by intermediate STPs.
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7. The VMSC verifiesthat the MS alows acall related MT-LR inits privacy exception list, that it currently has an
originated call established and that the PSTN or PSPDN number supplied by the GMLC matches the number
either dialed by the M S or used to route the call. The VM SC then interacts with an SMLC and possibly one or
more LMUsin the VPLMN to perform positioning of the M S.

8. Theresulting location estimate is returned by the VM SC to the GMLC. The VM SC uses the E.164 address or
SS7 signaling point code of the GMLC, provided in step 4, to correctly route the location estimate to the GMLC
inthe GPLMN.

9. The GMLC returns the location estimate to the requesting LA.
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Annex B (Informative):
Description of TOA

The uplink TOA positioning method is based on measuring the Time of Arival (TOA) of a known signal sent from the
mobile and received at three or more measurement units. The known signal is the access bursts generated by having the
mobile perform an asynchronous handover. This method will work with existing mobiles; i.e. there is no modification
to the handset required.

The Serving Mobile Location Center (SMLC) calculates Time Difference of Arrival (TDOA) vaues by pair-wise
subtracting the TOA values. The mobile position is then calculated via hyperbolic trilateration assuming that:

a) the geographical coordinates of the measurement units are known, and

b) thetiming offset between the measurement unitsinvolved in the measurement are known, e.g. by the use of
absolute GPS time at the measurement units, or by using reference measurement units (sometimes referred to as
"reference mobiles") situated at known locations to determine RTD (Real Time Difference) values.

Access bursts are used for detecting the TOA at the listening measurement units. At a positioning request, the units
which should measure the TOA of the MS signal are selected and configured to listen at the correct frequency. The MS
is then forced to perform an asynchronous handover.. Under such circumstances, the MS is transmitting up to 70 access
bursts (320 ms) with specified power on atraffic channel (which may be frequency hopping).

The TOA measurements are performed at each measurement unit by integrating the received bursts to enhance the
sengitivity, and therefore increasing the detection probability and measurement accuracy, and by applying a multipath
rejection technique to accurately measure the arrival time of the Line of Sight component of the signal. The presence of
diversity, e.g. antenna diversity and frequency hopping will improve the multipath rejection capability and therefore the
measurement accuracy.

When an application requires the position of a mobile, it has to send a request to SMLC the identifacation of the mobile
and the accuracy level parameter. Depending on this accuracy level, SMLC decides how many measurement units to be
included in the positioning request. The measured TOA values together with the accuracy parameter of the TOA value
are collected and transmitted to the SMLC. The SMLC utilizes the TOA measurementsin combination with information
about the coordinates of the measurement units and the RTD values (aand b above) to produce a position estimate. The
SMLC delivers the position estimate together with an uncertainty estimate to the application.

The uplink TOA method requires additional hardware (LMUS) to accurately measure the arrival time of the bursts.
Different implementation options exist for this positioning method. For instance, it is possible to either integrate the
measuring units in the BT Ss or implement them as stand-alone units. In case the measurement units are implemented as
stand alone units, the communication between the measurement units and the network is preferably carried out over the
air interface. The stand-alone units may have separate antennas or share antennas with an existing BTS.
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Annex C (informative):
Description of E-OTD

C.1  Basic Concepts

The Enhanced Observed Time Difference (E-OTD) positioning method is developed from the Observed Time
Difference (OTD) feature. For synchronised networks, the MS measures relative time of arriva of the signals from
several BTSs. For unsynchronised networks, the signals are also received by a fixed measuring point known as the
Location Measurement Unit (LMU) whose location is known. The position of the MS is determined by deducing the
geometrical components of the time delaysto an MS from the BT Ss.

M easurements are performed by the MS without any additional hardware. For OTD measurements synchronization,
normal and dummy bursts can be used. When the transmission frames of BT Ss are not synchronized, the network needs
to measure the Real Time Differences between them. To obtain accurate triangulation, OTD measurements and, for
non-synchronized BTSs, RTD measurements are needed for at |east three geographically distinct BT Ss. Based on the
measured OTD values, the location of the MS can be calculated either in the network or, if al the needed information is
availablein M S, in the MSitself. The terms M S-assisted’ applies to the former method and 'M S-based’ to the | atter.

NOTE: Inthisdocument, theterm OTD is used to refer to a quantity of time, whereas the E-OTD is used to refer
to apositioning method.

C.2  Position Calculation Types

The location estimate is performed by a Position Calculation Function (PCF) located in the MS or in the network. With
the same network architecture, MS functions, LMU functions and measurement inputs the PCF can be based on one of
two possible types of E-OTD location calculation; known as 'hyperbolic’ and ‘circular’.

The hyperbolic typeisintroduced in section (a) below followed by abrief description of the circular type in section (b).
a) Hyperbolic Type
There are three basic timing quantities associated with thistype of E-OTD location calcul ation:

- Observed Time Difference (OTD). This means the time interval that is observed by a mobile station (MS)
between the reception of signals (bursts) from two different Base Transceiver Stations (BTS) in the cellular
network. A burst fromthe BTS 1 isreceived at the moment t1, and aburst fromthe BTS 2 isreceived at the
moment t2. Thusthe OTD valueinthiscaseis. OTD =12 - t1. If the two bursts arrive exactly at the same
moment, then OTD = 0.

- Real Time Difference (RTD). This means the relative synchronization difference in the network between two
BTSs. If the BTS 1 sends aburst at the moment t3, and the BTS 2 at the moment t4, the RTD between them
is: RTD =14 - t3. If the BT Sstransmit exactly at the same time that means that the network is synchronized
and there is no need to calculate RTDs, hence RTDs = 0.

- Geometric Time Difference (GTD). Thisisthe time difference between the reception (by an MS) of bursts
from two different base stations due to geometry. If the length of the propagation path between the BTS 1
and the mobile station is d1, and the length of the path between the BTS 2 and the MSis d2, then GTD = (d2
- d1) / v, where v isthe speed of radio waves. If both BT Ss are exactly as far fromthe MS, GTD = 0.

The relationship between these three quantitiesis:
OTD =RTD + GTD.

OTD isthe quantity measured by the mobile station to be located. RTD is a quantity related to the network
(BTSs). GTD isaquantity related to the geometry of the situation (positions of the mobile and BTSs). GTD is
the actual quantity that is useful for location purposes, since it contains information about the position of the MS.
If only OTD values are known, no location can be calculated, thus also RTD values must be known.
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b)

The M S location estimate can be computed in the MS or by the network depending on implementation.
Whichever method is used the MSlocation estimate is calculated from the GTD (as calculated from the
measured OTD and known or measured RTD) based on the fact that the possible location for the MS observing a
constant GTD value (d2 - d1 = constant) between two BTSsis a hyperbola. The MS can be located in the
intersection of two hyperbolas obtained with three base stations and two GTDs. If more GTDs are available the
possible location area can be reduced.

Ie/V

Measurement
error margin

Base

Figure C.1: E-OTD location (hyperbalic)

The dashed line represents the determined GTD, i.e., represents a constant difference in distance to two BTSs.
The measurement result is not exact, thus the gray area represents the area of uncertainty for the MS based on
that OTD measurement. The black area at the intersection of the hyperbolasis the calculated most likely location
for the MS.

Circular Type

The E-OTD Circular location calculation type does not measure time differences at the MS and LMU between
the receipt of signals from pairs of BT Ss. Rather, it measures the arrival time of those signalsindividually.

There are five quantities associated with the circular type of E-OTD:

- TheObserved Time at the MS (MOT) at which asignal arrivesfromaBTS. Thisis atime measured against
the MSsinternal clock.

- The Observed Time at the LMU (LOT) at which asignal arrivesfromaBTS. Thisis atime measured against
the LMU'sinternal clock. In general there will be atime offset € between the MS'sinternal clock and the
LMU’sinternal clock.

- The geometrical Distance from MSto BTS (DMB).
- The geometrical Distance from LMU to BTS (DLB).
These quantities are related by:

DMB - DLB = v (MOT - LOT + &)

inwhich v isthe speed of the signals (speed of radio waves) and there will be one such equation for each BTS.
Since there are three unknown quantities (M S position x, y and clock offset ¢) at least three BTSs are required to
solve for the M S location and the unknown clock offset & Thisis the same total number of BTSs asis required
for the hyperbolic type of E-OTD. The position of the MS is defined by the intersection of circles centred on the
BTSs common to observations made by the MS and LMUSs, hence the notation ‘circular’ as the E-OTD type as
shown in Figure C.2 below.
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M easurement
BITOF MArgin

Base

Figure C.2: E-OTD location (circular)

The hyperbolic and circular types differ in the relationship between the MS measurement error margin and the
geographic location of the M S relative to BTSs. In all other respects the implementation isidentical.

C.3 Implementation Issues

If the Timing Advance (TA) to the serving BTS isknown, i.e. the mobile station is in active mode, the ring represented
by the TA can also be included in location determination. For a sectored serving cell the TA ring will be reduced to a
segment of aring thus improving the location estimate.

The E-OTD calculation process depends on the MS being able to 'hear’ a sufficient number of BTSs whosetiming is
known. The 'hearability’ of the E-OTD location method depends on many factors but in general good hearability results
in a system with improved coverage and location determination accuracy.

Both hyperbolic and circular types require a minimum of three spatially distinct BT Ss. However use of more
measurements brings improved accuracy.

Location is possible when the MSisidle or dedicated (in-call) modes. Continuous location (tracking) or single location
can be requested. Continuous location is more feasible in the mobile based architecture, because uplink signaling is not
needed at all.

If BT Sstransmit their coordinates and RTD values by using a method such as Cell Broadcast (SMS-CB), the MS has
sufficient information to calculate its own position when in idle mode. This idle mode location makes possible a very
high frequency of measurements, thus allowing use of advanced filtering both in OTD measurements and location
estimates.

An implementation of the E-OTD location method is expected to require an LMU to BTS ratio between 1:3 and 1:5.
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Annex D (informative):
Description Of Assisted GPS

The Global Positioning System (GPS) provides a means to determine position, velocity, and time around the globe
[D1,D2]. GPS uses satellites emitting radio signalsto the receiver to determine the position of the receiver, often on the
surface of the Earth. A satellite system generally consists of satellites, receivers, and monitor and control stations as
shown in Figure D.1.

Monitor and
Control Stations

Transmitter Receiver On Board
Figure D.1: A typical GPS positioning system (Source:[D2])

The four satellites shown in Figure D.1 emit radio signals from space. GPS satellites transmit a direct-sequence spread-
spectrum (DS-SS) signal at 1.023 Mchip/sec with a code period of one millisecond. All satellites transmit at 1575.42
MHz using code-division multiple-access (CDMA) techniques. Each satellite’'s DS-SS signal is modulated by a
navigation message that includes accurate time and a description of the satellite’s position. A GPS receiver in the
vehicle, connected with an antenna which receives the radio signalsto calculate its position. The ground network
includes several monitor stations that observe the satellite signals and a master control station that uploads the data to
the satellites. The GPS constellation consists of 24 satellites orbiting at an atitude of approximately 20,183.61
kilometers above the Earth’s surface.

Positioning measurement of the GPS receiver is based on the time of arrival (TOA) principle. When 4 or more satellites
arein line of sight from the receiver (or receiving antenna), the latitude, longitude, and atitude of the receiver are
determined. Standard positioning service (SPS), agrade of GPS service, is available for commercial applications,
including the mobile phone location determination. The SPSis deliberately degraded by selective availability (SA) and
provides horizontal position accuracy within acircle of 100-meter radius 95% of the time. Much better accuracy can be
obtained by utilizing differential correction techniques. Differential GPS (DGPS) can reduce the position error to under
5 meters, while SA and other error factors are in effect. It uses areference receiver at a surveyed position to send
correcting information to a mobile receiver over acommunications link.
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As mentioned above, GPS is based on the TOA principle. Figure D.2 is used to depict a simplified two-dimensional
view of this principle. A TOA system determines the position based on the intersection of the distance (or range)
circles. Therange is calculated from the signal transmission time, which is derived by multiplying the time by the speed
of the signal. Three range measurements determine a unique position. Geometric accuracy is the highest within the
triangle formed by the centers of the three circles. The accuracy gradually decreases as one moves away from the
triangle. GPS uses the same principle, where the circle becomes the sphere in space and a fourth measurement is
required to solve the receiver-clock offset. Because the receiver and satellite clocks are unsynchronized prior to the
measurement, the signal transmission time determined by the GPS receiver is not the true transmission time. As aresult,
the corresponding range measurement becomes a pseudorange measurement.

\ -’ _ Possible

Location

Figure D.2: Time of Arrival (TOA) positioning system (Source: [D2])
To solve the clock offset between the receiver clock and satellite clock, afourth satellite is used. Although the satellite

clocks are unsynchronized, the individual clocks are modeled to meter-level accuracy by the GPS ground network. Asa
result, both the receiver position and clock offset can be derived from the equations below [D1].

Py = V(X=X +(y = ,)* +(z— 2)* + (dT, — cl)

B, = J(x=%,)* +(y-y,)° +(z-2,)" +(dT, - dt)
Ps = (X = %,)° +(y—y,)’ +(z-2)" +c(dT, - db)
Pa = (X=X, +(y=Y,)* +(2~2,) +c(dT, - dt)

where (%1, Y1, 4), (%2, Y2, %), (X,, Vs, Z), and (%, Y3, %) are the known satellite positions, P1, P2, p,, and

P2 are measured pseudoranges, C isthe speed of light, dT,,dT,, dT,,dT, arethe known satellite clock bias terms

from GPStime, and dt isthe unknown receiver clock offset from GPS time. The satellite clock bias terms are derived
by the receiver from the satellite navigation message. For simplicity, several error terms have been left out in the above
eguations. The sgquare-root term represents the geometric range between the satellite and receiver, and al the other
terms contribute to the measurement being a pseudorange.

Therearefour main functionsfor a conventional GPS receiver:
1) Measuring distance from the satellites to the receiver by determining the pseudoranges (code phases);
2) Extracting the time of arrival of the signal from the contents of the satellite transmitted message;
3) Computing the position of the satellites by evaluating the ephemeris data at the indicated time of arrival .;

4) Determining the position of the receiving antenna and the clock bias of the receiver by using the above data
items using an iterative solution.

To reduce the errors contributed from satellite clock and position modeling, ionospheric delay, tropospheric delay, and

selective availability (SA), corrections can be done before the Function 4 above. The most important technique for error
correction is DGPS.
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D.1  Assisted-GPS

The basic ideais to establish a GPS reference network (or awide-area differential GPS network) whose receivers have
clear views of the sky and can operate continuously. This reference network is also connected with the GSM network.
At the request of an MS- or network-based application, the assistance data from the reference network is transmitted to
the M S to increase performance of the GPS sensor. For classification, when the position is calculated at the network, we
call it mobile-assisted solution. When the position is calculated at the handset, we call it mobile-based solution. If
implemented properly, the assisted-GPS method should be able to:

1) Reduce the sensor start-up time;
2) Increase the sensor sensitivity; and
3) Consume less handset power than conventional GPS does.

Additional assisted data, such as differential GPS corrections, approximate handset location or cell base station location,
and others can be transmitted to improve the location accuracy and decrease acquisition time.

If the GPS receiver does not know its approximate location, it will not be able to determine the visible satellites or
estimate the range and Doppler frequency of these satellites. It has to search the entire code phase and frequency spaces
to locate the visible satellites. For the code phase space, it spans from 0 to 1023 chips. For the frequency space, it spans
from —4kHz to +4kHz. The relative movements between the satellites and receiver make the search even more time-
consuming. Therefore, the time-to-first-fix (TTFF) is one important parameter to evaluate the quality of areceiver. For
standalone GPS, this time could be more than 10 minutes. Clearly, thisis unacceptable for certain applications such as
E911. By transmitting assistance data over the GSM network, we can reduce the TTFF of areceiver to afew seconds. It
significantly reduces the search window of the code phase and frequency spaces, hence, the start-up time. Furthermore,
because of the availability of the satellite navigation message transmitted via the cellular network, it can also assist the
receiver when the satellite signals are too weak to demodulate useful information. It reduces the handset power
dissipation by going to the idle mode whenever there is no need for location services.

o

LR |
BS Or
SMLC| [GPS

(BS stands for Base Station and SMLC stands for Serving Mobile Location Center)

Figure D.3: Assisted-GPS positioning system
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D.2 MS-Assisted GPS

The mobile-assisted solution shifts the majority of the traditional GPS receiver functions to the network processor. This
method requires an antenna, RF section, and digital processor for making measurments by generating replica codes and
correlating them with the received GPS signals. The network transmits a very short assistance message to the mobile
station (MS), consisting of time, visible satellite list, satellite signal Doppler, and code phase search window. These
parameters help the embedded GPS sensor reduce the GPS acquisition time considerably. These assistance data are
valid for afew minutes. It returns from the M S the pseudorange data processed by the GPS sensor. After receiving the
pseduorange data, the corresponding network processor or location server estimates the position of the MS. The
differential correction can be applied to the final result at the network side to improve the position accuracy.

D.3 MS-Based GPS

The M S-based solution maintains a fully-functional GPS receiver in the MS. This requires the same functionality as
described in clause B.2, plus additional means for computing the positions of the satelites and ultimately the MS's
position. In theinitial start-up scenario, significantly more data must be provided to the M S than for the M S-assisted
case. However, thisdatais valid for four hours or more and can be updated as necessary over time. Typical
transmissions include time, reference location, satellite ephemeris and clock corrections. If better position accuracy is
required for certain applications, DGPS data must be transmitted to the M S frequently (approximately every 30
seconds). Since the DGPS datais valid for alarge geographical area, one centrally located reference receiver can be
used to service thislarge region. The final position of the MSis generated at the MS itself. The calculated M S location
can then be sent to an application outside of the MSif required.

D.4 References

[D1] Yilin Zhao, Vehicle Location and Navigation Systems, Norwood, MA: Artech House, 1997.

[D2] Yilin Zhao, "Vehicle Navigation and Information Systems," Encyclopedia of Electrical and
Electronics Engineering, John G. Webster (Ed.), New Y ork: John Wiley & Sons, Vol. 23, pp. 106-
118, 1999.
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Annex E (informative):
Change History

Change history
Meeting# | Spec | Version CR <Phase> | New Version Subject/Comment

SMG#29  |03.71 - R98 7.0.0 Approved at SMG#29

SMG#30 [03.71 |7.0.0 A001r1 [R98 7.1.0 Addition of further LCS functionality in GSM
Release 98

SMG#30bis |03.71 [7.1.0 A003 R98 7.2.1 Addition of further LCS functionality in GSM
Release 98 (CR A002r1 was withdrawn)

SMG#31 [03.71 |7.2.1 A005 R98 7.3.0 Corrections for LCS Open Issues

SMG#31 03.71 (7.21 A006 R98 7.3.0 Clarify provision of GPS and E-OTD
assistance data to a target MS

SMG#31 |03.71 |(7.2.1 A007 R98 7.3.0 Modifications to support broadcast of GPS
assistance data

SP-08 03.71 |[7.3.0 A008 R98 7.4.0 Ensure reliable privacy verification for value
added LCS MT-LR

- 03.71 |7.4.0 - R99 8.0.0 R99 version, same content as v.7.4.0

SP-11 03.71 |8.0.0 A010 R99 8.1.0 Segmentation/Pre-emption for LCS

SP-11 03.71 |8.0.0 A014 R99 8.1.0 LCS error handling (Inter-BSC Handover)

SP-11 03.71 |(8.0.0 A017 R99 8.1.0 Corrections of A-GPS Broadcast
Descriptions

SP-11 03.71 |(8.0.0 A019 R99 8.1.0 Applicability of LCS services in CS domain to
GPRS mobile stations

SP-11 03.71 |8.0.0 A012 R99 8.1.0 Correction; BSSMAP Location Information
Report replaced by BSSMAP Connection
Oriented Information

SP-11 03.71 |8.0.0 A021 R99 8.1.0 Geographical shape restriction in LCS
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