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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by ETSI Technical Committee Access and Terminals (AT).

The present document is part 4 of a multi-part deliverable covering Digital Broadband Cable Access to the Public
Telecommunications Network; 1P Multimedia Time Critical Services. Full details of the entire series can be found in
part 1 [27].

The present document is part 4 of the series of ETSI deliverables and specifies a profile of an application programming
interface, Media Gateway Controller Interface (MGCI), and a corresponding protocol, Media Gateway Control Protocol
(MGCP), for controlling Voice-over-1P (Vol P) embedded clients from external call control elements. The MGCP
assumes a call control architecture where the call control "intelligence” is outside the media gateway and is handled by
external call control elements. The profile, as described in the present document, will be referred to as the
Network-based Call Signalling (NCS) Protocoal. It is based on the Media Gateway Control Protocol (MGCP) 1.0

IETF RFC 2705 [16], which is the result of a merging of the Simple Gateway Control Protocol, and the |P Device
Control (IPDC) family of protocols, as well as additional ideas incorporated during the protocol development process.

Introduction

The cable industry in Europe and across other Global regions has already deployed broadband cable television Hybrid
Fibre Coax (HFC) data networks running the Cable Modem Protocol. The cable industry isin the rapid stages of
deploying IP Voice and other time critical multimedia services over these broadband cable television networks.

The cable industry has recognized the urgent need to develop ETSI Technical Specifications aimed at developing
interoperable interface specifications and mechanisms for the delivery of end-to-end advanced real time IP multimedia
time critical services over bi-directional broadband cable networks.

IPCablecom is a set of protocols and associated element functional regquirements developed to deliver Quality of
Service (QoS) enhanced secure |P multimedia time critical communi cations services using packetized data transmission
technology to a consumer's home over the broadband cable television Hybrid Fibre/Coaxial (HFC) data network
running the Cable Modem protocol. |PCablecom utilizes a network superstructure that overlays the two-way data-ready
cable television network. While the initial service offerings in the |PCablecom product line are anticipated to be Packet
Voice, the long-term project vision encompasses packet video and alarge family of other packet-based services.

The cable industry is a global market and therefore the ETSI standards are devel oped to align with standards either
aready developed or under development in other regions. The ETSI Specifications are consistent with the

Cablel abs/PacketCable set of specifications as published by the SCTE. An agreement has been established between
ETSI and SCTE in the US to ensure, where appropriate, that the rel ease of PacketCable and 1PCablecom set of
specifications are aligned and to avoid unnecessary duplication. The set of |PCablecom ETSI specifications also refers
to ITU-SG9 draft and published recommendations relating to 1P Cable Communication.
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The whole set of multi-part ETSI deliverables to which the present document bel ongs specify a Cable Communication
Service for the delivery of IP Multimedia Time Critical Services over a HFC Broadband Cable Network to the
consumers home cable telecom terminal. "I PCablecom™ also refersto the ETSI working group program that shall define
and develop these ETSI deliverables.

Many cable television operators are upgrading their facilities to provide two way capability and using this capability to
provide high speed | P data services per ITU-T Recommendations J.83 [1] and J.112 [2]. These operators now want to
expand the capability of this delivery platform to include a variety of time critical services. The present document is one
of a series of documents required to achieve thisgoal. It provides a network based call signalling protocol necessary to
establish connections.
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1 Scope

The present document is one of a set of specifications belonging to |PCablecom. It specifies a profile of an application
programming interface, Media Gateway Controller Interface (MGCI), and a corresponding protocol, Media Gateway
Control Protocol (MGCP), for controlling voice-over-1P (V ol P) embedded clients from external call control elements.
The MGCP is based on a call control architecture, where the call control "intelligence" resides outside the gateways and
is handled by external call control elements. The profile, as described in the present document, is referred to as the
Network Call Signalling (NCS) Protocol.

Annex B of the present document specifies an application of the NCS protocol to an IPAT that is able to emulate an
Access Node of an ETS| compliant local exchange. This annex specifies the mapping of a subset of the NCS protocol to
V 5.2.

Annex F of the present document specifies optional NCS components for the delivery of metering pulses.

The present set of documents specifies |PCablecom, a set of protocols and associated element functional requirements.
These have been developed to deliver high Quality-of-Service (QoS), enhanced secure | P multimediatime critical
communication services to a consumer's home over a cable television Hybrid Fibre/Coaxial (HFC) data network.

NOTE 1: 1PCablecom defines a set of documentsin the framework of a network superstructure that overlays the
two-way data-ready cable television network, e.g. as specified within ES 201 488 [5] and ES 200 800 [4].

Whiletheinitial service offeringsin the IPCablecom product line are anticipated to be Packet V oice and Packet Video,
the long-term project vision encompasses a large family of packet-based services. This may require in the future, not
only careful maintenance control but also an extension of the present set of documents.

NOTE 2: The present set of documents aims for global acceptance and applicability. It is therefore developed in
alignment with standards either already existing or under development in other regionsand in
International Telecommunications Union (ITU).

NOTE 3: There may also be relevant equivalent studies on-going in IETF or ITU specific to the needs of European
| PCablecom. Where possible ETSI TC AT-D working group for IPCablecom should align annex B
package proposal or similar packages addressing the specific needs of European 1PCablecom with work
ongoing in IETF, Cablelabs, or the ITU.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

« References are either specific (identified by date of publication and/or edition number or version number) or
non-specific.

» For aspecific reference, subsequent revisions do not apply.

« For anon-specific reference, the latest version applies.

[1] ITU-T Recommendation J.83: "Digital multi-programme systems for television, sound and data
services for cable distribution".

[2] ITU-T Recommendation J.112: "Transmission systems for interactive cable television services'.

[3] ETSI EN 300 324-1: "V interfaces at the digital Local Exchange (LE); V5.1 interface for the
support of Access Network (AN); Part 1. V5.1 interface specification”.

[4] ETSI ES 200 800: "Digital Video Broadcasting (DVB); DVB interaction channel for Cable TV
distribution systems (CATV)".

[5] ETSI ES 201 488: "Data-Over-Cable Service Interface Specifications Radio Frequency Interface
Specification”.
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ETSI EG 201 188: "Public Switched Telephone Network (PSTN); Network Termination Point
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ETSI EN 300 659-3: "Access and Terminals (AT); Analogue access to the Public Switched
Telephone Network (PSTN); Subscriber line protocol over the local loop for display (and related)
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3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply:

Access Node (AN): layer two termination device that terminates the network end of the ITU-T Recommendation J.112
connection

NOTE: Itistechnology specific. In ITU-T Recommendation J.112, annex A, it iscalled the INA whilein annex B
itisthe CMTS.

cable modem: layer two termination device that terminates the customer end of the J.112 connection

embedded multimedia terminal adapter: physical and logical interface but it is physically integrated with the HFC
Cable Modem functionality

NOTE: Thedifferencein MTA and E-MTA defines product design architectures and is not relevant to this annex
therefore these terms and their abbreviations are used synonymously and inter-changeably throughout the
present document.

| PCablecom: ETS| working group project that includes an architecture and a series of specifications that enable the
delivery of real time services (such as telephony) over the cable television networks using cable modems

internet protocol access node: device in which the PacketCable Signalling Gateway (SG), Media Gateway (MG) and
Media Gateway Controller (MGC) have been closely integrated

NOTE: TheMGC includes the subset of Call Management Server (CMS) (aka Call Agent) functionality required
to support the inter-working between a PacketCable HFC access network and a SCN through a switched
circuit, line-controlled interface such as V5.

line treatment: signals that can be applied to or sensed from the subscriber's loop, such as loop open, loop closed, ring,
reverse battery, etc.

Multimedia Terminal Adapter (MTA): physical and logical interface between aline presence and the HFC Cable
Modem (CM)

V5: genera descriptor used to reference the V5.1/V5.2 Signalling protocols at the digital Local Exchange

3.2 Abbreviations

For the purposes of the present document, the following abbreviations apply:

AN Access Node

AP Application Programming Interface
AUCX AuditConnection

AUEP AUditEndPoint

BR BRief signal

CA Call Agents

CM Cable Modem

CMS Call Management Server

CMTS Cable Modem Termination System
CPE Customer Premises Equipment
CRCX CReateConnection

DLCX Del eteConnection

D-QoS Dynamic Quality of Service

DTMF Dual Tone Multi Frequency
E-MTA Embedded Multimedia Terminal Adapter
HFC Hybrid Fiber Coax

INA Interactive Network Adaptor
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IP Internet Protocol

IPAT Internet Protocol Access Terminal
LE Local Exchange

MDCX MoDifyConnection

MGCI Media Gateway Controller Interface
MGCP Media Gateway Control Protocol
MIB Management Information Base
MTA Media Terminal Adaptor

MWD Maximum Waiting Delay

NCS Network Call Signalling

NTFY NoTiFY

00 On/Off

PICS Protocol |mplementation Compliance Statement
PSTN Public Switched Telephone Network
QoS Quality of Service

RONT NoTificationReQuest

RSIP ReStartInProgress

RTP Real-Time Protocol

RTSP Real-Time Streaming Protocol

SAP Session Announcement Protocol
SCN Switched Circuit Network

SDP Session Description Protocol

SIP Session Initiation Protocol

TE Termina Equipment

TO Time-Out

UDP User Datagram Protocol

VolP Voice-over-1P

TDD Telecomm Devices for the Deaf tones

4 Void

5 Overview

The present document describes the NCS profile of an application programming interface (MGCI) and a corresponding
protocol (MGCP) for controlling embedded clients from external call control elements. An embedded client isa
network element that provides:

* two or more traditional analogue access linesto a Voice-over-1P (VolP) network;
e oneor morevideo linesto a Vol P network is for further study.

Embedded clients may not be confined to residential use only. For example, they may be used in a business as well.
Embedded clients are used for line-side access and, as such, are expected to have line-side equipment, e.g. analogue
access lines for conventional telephones associated with them, as opposed to trunk gateways.

The MGCP assumes a call control architecture where the call control "intelligence" is outside the gateways and handled
by external call-control elements referred to as Call Agents. The MGCP assumes that these call-control elements, or
Call Agents (CAs), will synchronize with each other to send coherent commands to the gateways under their control.
The MGCP defined in the present document does not define a mechanism for synchronizing Call Agents, although
future 1PCablecom specifications may specify such mechanisms.

The MGCP assumes a connection model where the basic constructs are endpoints and connections. A gateway contains
a collection of endpoints, which are sources, or sinks, of data and could be physical or virtual.

An example of aphysical endpoint is an interface on a gateway that terminates an analogue POT S connection to a
phone, key system, PBX, etc. A gateway that terminates residential POTS lines (to phones) is called aresidential
gateway, an embedded client or an MTA. Embedded clients may optionally support video as well.
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An example of avirtual endpoint is an audio source in an audio-content server. Creation of physical endpoints requires
hardware installation, while creation of virtual endpoints can be accomplished by software. However, the NCS profile
of MGCP only addresses physical endpoints.

Connections are point-to-point. A point-to-point connection is an association between two endpoints with the purpose
of transmitting data between these endpoints. Once this association is established for both endpoints, data transfer
between these endpoints can take place. The association is established by creating the connection as two halves; one on
the origination endpoint, and one on the terminating endpoint.

Call Agentsinstruct the gateways to create connections between endpoints and to detect certain events, e.g. off-hook,
and generate certain signals, e.g. ringing. It is strictly up to the Call Agent to specify how and when connections are
made, between which endpoints they are made, as well as what events and signals are to be detected and generated on
the endpoints. The gateway, thereby, becomes a simple device, without any call state, that receives general instructions
from the Call Agent without any need to know about or even understand the concept of calls, call states, features, or
feature interactions. When new services are introduced, customer profiles changed, etc., the changes are transparent to
the gateway. The Call Agents implement the changes and generate the appropriate new mix of instructions to the
gateways for the changes made. Whenever the gateway reboots, it will come up in a clean state and simply carry out the
Cadll Agent'sinstructions as they are received.

5.1 Relation with H.323 standards

The MGCP is designed as an internal protocol within a distributed system that appears to the outside asasingle Vol P
gateway. This system is composed of a Call Agent, which may or may not be distributed over several computer
platforms, and a set of gateways. In an H.323 configuration, this distributed gateway system may interface on one side
with one or more POTS lines, and on the other side with H.323 conformant systems, asillustrated in figure 1.

Call
H.225.0 A
H.245
MGCP
H.323 RTP Embedded
Endpoint X Client
Figure 1

In the MGCP model, the gateways focus on the audio signal trandation function, while the Call Agent handles the
signalling and call processing functions. As a consequence, the Call Agent implementsthe "signalling” layers of the
H.323 standard, and presentsitself as an "H.323 Gatekeeper" or as one or more "H.323 Endpoints' to the H.323
systems. The H.225.0 call signalling and H.245 media signalling is therefore routed to the Call Agent.

5.2 Relation with IETF standards

While H.323 used to be the recognized standard for Vol P terminals, the IETF also has produced specifications for other
types of multimedia applications. These other specifications include:

 the Session Description Protocol (SDP), IETF RFC 2327 [14];
¢ the Session Announcement Protocol (SAP), work in progress (see Bibliography);
e the Session Initiation Protocol (SIP), IETF RFC 2543 [15];

¢ the Real-Time Streaming Protocol (RTSP), IETF RFC 2326 [13].
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The latter three specifications are, in fact, aternative signalling standards that alow for the transmission of a session
description to an interested party. SAP is used by multicast session managers to distribute a multicast session
description to alarge group of recipients. SIP is used to invite an individual user to take part in a point-to-point or
unicast session. RTSP is used to interface a server that provides real-time data. In all three cases, the session description
is described according to SDP; when audio is transmitted, it is transmitted through the real-time transport protocol (RTP
and RTCP).

The distributed gateway systems and MGCP will enable PSTN voice communication and embedded client usersto
access sessions set up using SAP, SIP, or RTSP defined by the IETF MMUSIC Working Group. The Call Agent
provides for signalling conversion, asillustrated in figure 2.

call
SIP, SAP, RTSP R
A
MGCP
A
IETF
MMUSIC |« RTP E”é?g‘:ed
Endpoint
Figure 2

The SDP standard has a pivotal status in this architecture. We will seein the following description that we also useit to
carry session descriptionsin MGCP.

6 Media Gateway Control Interface (MGCI)

MGCI functions provide for connection control, endpoint control, auditing and status reporting. They each use the same
system model and the same naming conventions.

6.1 Model and naming conventions

The MGCP assumes a connection model where the basic constructs are endpoints and connections. Connections are
grouped in calls. One or more connections can belong to one call. Connections and calls are set up at the initiative of
one or several Call Agents.
6.1.1 Endpoint names
Endpoint names, a.k.a. endpoint identifiers, have two components, both of which are defined to be case insensitive here:
¢ the domain name of the gateway managing the endpoint;
e alocal endpoint name within that gateway.

Endpoint names will be of the form:

| ocal - endpoi nt - nane@onai n- nane

where domain-name is an absolute domain-name as defined in IETF RFC 1034 [8] and includes a host portion, thus an
example domain-name could be:

MyEnbeddedd i ent . cabl el abs. com

Also, domain-name may be an IPv4 address in dotted decimal form represented as a text-string and surrounded by a left
and aright square bracket ("[* and "]") asin "[128.96.41.1]" - please consult IETF RFC 821 [7] for details. However,
use of 1P addresses is generally discouraged.
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Embedded clients may have one or more endpoints (e.g. one for each RJ11 jack for black phones) associated with them,
and each of the endpointsisidentified by a separate local endpoint name. Just like the domain-name, the local endpoint
name is case insensitive. Associated with the local endpoint name is an endpoint-type, which defines the type of the
endpoint, such as analogue phone or video phone. The endpoint-type can be derived from the local endpoint name. The
local endpoint nameis a hierarchical name, where the least specific component of the name is the leftmost term, and the
most specific component is the rightmost term. More formally, the local endpoint name must adhere to the following
naming rules:

¢ Theindividual terms of the local endpoint name must be separated by asingle slash ("/", ASCII 2F hex).

e Theindividual termsare ASCII character strings composed of |etters, digits or other printable characters, with
the exception of characters used as delimitersin endpoint-names ("/*, " @"), characters used for wildcarding
("*","$"), and white space characters.

*  Wild carding is represented either by an asterisk (“*") or adollar sign ("$") for the terms of the naming path
which are to be wild-carded. Thus, if the full local endpoint name looks like:
ternl/tern2/ternsB
and one of the terms of the local endpoint name is wild-carded, then the local endpoint name looks like this:
ternml/tern2/* ifternBiswild-carded.
terml/ */* ifterm2 andt er n8 are wild-carded.

In each of the examples, a dollar sign could have appeared instead of the asterisk.

e Wild-carding is only alowed from theright, thusif aterm is wild-carded, then all terms to the right of that term
must be wild-carded as well.

¢ In cases where mixed dollar sign and asterisk wild-cards are used, dollar-signs are only allowed from the right,
thusif aterm had adollar sign wild-card, all termsto the right of that term must also contain dollar sign
wild-cards.

e A termrepresented by an asterisk isto beinterpreted as:
"use al values of thisterm known within the scope of the embedded client in question”.

« A termrepresented by adollar signisto be interpreted as.
"use any one value of thisterm known within the scope of the embedded client in question”.

« Each endpoint-type may specify additional detail in the naming rules for that endpoint-type, however such rules
must not be in conflict with the above.

It should be noted that different endpoint-types or even different sub-terms, e.g. "lines’, within the same endpoint-type
will result in two different local endpoint names. Consequently, each "line" will be treated as a separate endpoint.

6.1.1.1 Embedded client endpoint names
Endpointsin embedded clients MUST support the additional naming conventions specified in this clause.
Embedded clients MAY support one or more endpoint-types including the following:

« Anaogue Telephone: The analogue telephone is represented as an analogue access line (aaln). Thisis basically
the equivalent of an analogue telephone line as known in the PSTN.

¢ Video: The details of the video device-type are for further study.

e Basic Access ISDN: The details of the ISDN device-type are for further study.

6.1.1.1.1 Analogue access line endpoints

In addition to the naming conventions specified above, local endpoint names for endpoints of type "anal ogue access
line" (aal n) for embedded clients must adhere to the following:

¢ Local endpoint names contain at least one and, at most, two terms.

e Terml MUST betheterm "aal n" or awildcard character. It should be noted that the use of a wildcard character
for term1 could refer to any or all endpoint-types in the embedded client regardless of their type. Use of this
feature is generally expected to be for administrative purposes, e.g. auditing or restart.
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e Term2 MUST be anumber from one to the number of analogue access lines supported by the embedded client in
guestion. The number thus identifies a specific analogue access line on the embedded client.
e If alocal endpoint name is composed of only one term, that term will be term1.

e If termlisnot awildcard character, the wildcard character dollar sign (referring to "any one") is then assumed
for term2, i.e. "aal n" isequivalent to "aal n/ $".

e If termlisawildcard character, the wildcard character asterisk (referring to "al™) is then assumed for term2,
i.e."*" and"$" isequivalent to respectively "*/ *" and "$/ *".

Example anal ogue access line local endpoint names could thus be:

aaln/ 1 The first analogue access line on the embedded client in question.

aal n/ 2 The second analogue access line on the embedded client in question.

aaln/$ Any anal ogue access line on the embedded client in question.

aal n/ * All analogue access lines on the embedded client in question.

* All endpoints (regardless of endpoint-type) on the embedded client in question.

The provisioning/(auto)configuration processis responsible for obtaining and providing information about how many
endpoints an embedded client has, as well as the endpoint-type of each endpoint. Although they are logically different,
it should be noted that the endpoint-type can be derived from the local portion of the endpoint name.

6.1.2 Call names

Cdls areidentified by unique identifiers, independent of the underlying platforms or agents. Call identifiers are
hexadecimal strings, which are created by the Call Agent. Call identifiers with a maximum length of 32 MUST be
supported.

At aminimum, call identifiers MUST be unique within the collection of Call Agents that control the same gateways.
However, the coordination of these call identifiers between Call Agentsis outside the scope of the present document.
When a Call Agent builds several connections that pertain to the same call, either on the same gateway or in different
gateways, these connections all will be linked to the same call through the call identifier. Thisidentifier then can be
used by accounting or management procedures, which are outside the scope of MGCP.

6.1.3 Connection names

Connection identifiers are created by the gateway when it is requested to create a connection. They identify the
connection within the context of an endpoint. Connection identifiers are treated in MGCP as hexadecimal strings. The
gateway MUST ensure that a proper waiting period, at |east three minutes, elapses between the end of a connection that
used thisidentifier and its use in a new connection for the same endpoint. Connection names with a maximum length of
32 characters MUST be supported.

6.1.4 Names of Call Agents and other entities

The Media Gateway Control Protocol has been designed for enhanced network reliability to allow implementation of
redundant Call Agents. This means that there is no fixed binding between entities and hardware platforms or network
interfaces.

Call Agent names consist of two parts, similar to endpoint names. The local portion of the name does not exhibit any
internal structure. An example Call Agent nameis:

cal@a. what ever . net

Reliability is provided by the following precautions:

e Entities such as embedded clients or Call Agents are identified by their domain name, not their network
addresses. Several addresses can be associated with a domain name. If acommand cannot be forwarded to one of
the network addresses, implementations MUST retry the transmission using another address.
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¢ Entities may move to another platform. The association between alogical name (domain name) and the actual
platform are kept in the Domain Name Service (DNS). Call Agents and gateways MUST keep track of the
record's time-to-live read from the DNS. They MUST query the DNS to refresh the information if the
time-to-live has expired.

In addition to the indirection provided by the use of domain names and the DNS, the concept of "notified entity” is
central to reliability and fail-over in MGCP. The "notified entity" for an endpoint isthe Call Agent currently controlling
that endpoint. At any point in time, an endpoint has one, and only one, "notified entity" associated with it, and when the
endpoint needs to send a command to the Call Agent, it MUST send the command to the current "notified entity” for
which endpoint(s) the command pertains. Upon startup, the "notified entity” MUST be set to a provisioned value. Most
commands sent by the Call Agent include the ability to explicitly name the "notified entity” through the use of a
"NotifiedEntity" parameter. The "notified entity” MUST stay the same until either a new "NotifiedEntity" parameter is
received or the endpoint reboots. If the "notified entity" for an endpoint is empty or has not been set explicitly (see
note), the "notified entity” will then default to the source address of the last connection handling command or
notification request received for the endpoint. Auditing will thus not change the "notified entity".

NOTE: Thiscould happen as aresult of specifying an empty NotifiedEntity parameter.

Clause 6.4 contains a more detailed description of reliability and fail-over.

6.1.5 Digit maps

The Call Agent can ask the gateway to collect digits dialled by the user. Thisfacility isintended to be used for analogue
access lines with residential gateways to collect the numbers that a user dials; it may also be used to collect access
codes, credit card numbers, and other numbers requested by call control services. Endpoints MUST support digit maps
as defined in this clause.

An alternative procedure involves the gateway notifying the Call Agent of the dialled digits as soon as they are dialled,
ak.a, overlap sending. However, such a procedure generates alarge number of interactions. It is preferable to
accumulate the dialled numbersin a buffer, and then to transmit them in a single message.

The problem with this accumulation approach, however, isthat it is difficult for the gateway to predict how many
numbers it needs to accumulate before transmission. For example, using the phone on our desk, we can dial the
following numbers:

0 Local operator

00 Long distance operator

XXXX Local extension number

BXXXXXXX Local number

FXXXXXXX Shortcut to local number at other corporate sites
*XX Star services

9 LXXXXXXXXXX Long distance number

9011 + up to 15 digits International number

The solution to this problem is to load the gateway with a digit map that corresponds to the dial plan for the areain
which the gateway resides. Thus the actual digit map used may differ between regions. This digit map is expressed
using asyntax derived from the UNIX system command, egrep. For example, the dial plan described above resultsin
the following digit map:

- 7] XXX| BXXXXXXX| #XXXXXXX| * XX XXXXXXXXXX X.
0T| OOT|[1-7 8 # * 91 9011x. T

The formal syntax of the digit map is described by the following BNF notation:

Digit po= "0 | otMat | o2t | "3 | "4 | “5" | “e" | "7t | "8 | "9"
Ti mer i="T" | "t" -- matches the detection of a tiner
Letter c:=Digit | Timer | "#" | "*" | "A" | "a" | "B" | "b" | "C" | "c¢" | "D | "d"
Range o= "X | "x" -- matches any digit
| “[" Letters "]" -- matches any of the specified letters
Letters ::= Subrange | Subrange Letters
Subr ange ;1= Letter -- natches the specified letter
| Digit "-" Digit -- matches any digit between first and | ast

ETSI



18 ETSI TS 101 909-4 V1.2.2 (2002-07)

Posi tion 1= Letter | Range
StringElement ::= Position -- matches an occurrence of the position
| Position "." -- matches an arbitrary nunber of occurrences

-- of the position, including O

String c:= StringElenent | StringElenent String
StringList ::= String | String "|" StringlList
DigitMap ::= String | "(" StringList ")"

A DigitMap, according to this syntax, is defined either by a (case insensitive) "string" or by a"list of strings'.
Regardless of the above syntax, atimer is currently only allowed if it appearsin the last position in a string (see note 1).
Each string in the list is an aternate numbering scheme. A gateway that detects digits, letters, or timers will:

1) Add the event parameter code for the digit, letter, or timer, as atoken to the end of the "current dial string”
internal state variable.

2) Apply the"current dia string” to the digit map table, attempting a match, in lexical order, to each regular
expression in the Digit Map.

3) If theresult isunder-qualified (partially matches at least one entry in the digit map), do nothing further.
NOTE 1. For instance, "123T" and "123[1-2T5]" satisfy that rule, but "12T3" does not.

If the result matches, or is over-qualified (i.e. no further digits could possibly produce a match), send the list of digitsto
the Call Agent (see note 2) and clear the "current dial string"”.

NOTE 2: Thelist of digits may include other events as well (see clause 6.4.3.1).

Timer T isadigit input timer that can be used in two ways:

e Whentimer T isused with adigit map (see note 3), the timer is not started until the first digit is entered, and the
timer is restarted after each new digit is entered until either a digit map match or mismatch occurs. In this case,
timer T functions as an inter-digit timer.

NOTE 3: Technically speaking with the "accumulate according to digit map" action.

« Whentimer T isused without adigit map, the timer is started immediately and simply cancelled (but not
restarted) as soon as adigit is entered. In this case, timer T can be used as an inter-digit timer when overlap
sending is used.

When used with adigit map, timer T takes on one of two values, Tpar or Tit- When at least one more digit is required
for the digit string to match any of the patternsin the digit map, timer T takes on the value Toar corresponding to partial
dial timing. If atimer isall that is required to produce a match, timer T takes on the value T;; corresponding to critical
timing. When timer T is used without a digit map, timer T takes on the value T;;. The default value for T, is 16 sand
the default value for T, is4 s. The provisioning process may alter both of these.

Digit maps can be provided to the gateway by the Call Agent, whenever the Call Agent instructs the gateway to listen
for digits. Again, it should be noted, that the details of the digit map used will depend on the areain which the gateway
resides and thus the digit map is programmable. Digit maps, when provided by the Call Agent, MUST be as defined in
this clause.

6.1.6 Events and signals

The concept of events and signalsis central to MGCP. A Call Agent may ask to be notified about certain events
occurring in an endpoint, e.g. off-hook events. A Call Agent also may request certain signals to be applied to an
endpoint, e.g. dial-tone.

Events and signals are grouped in packages within which they share the same namespace, which we will refer to as
event namesin the following. A package is a collection of events and signals supported by a particular endpoint-type.
For instance, one package may support a certain group of events and signals for analogue access lines, and another
package may support another group of events and signals for video lines. One or more packages may exist for agiven
endpoint-type, and each endpoint-type has a default package with which it is associated.
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Event names consist of a package name and an event code and, since each package defines a separate namespace, the
same event codes may be used in different packages. Package names and event codes are case insensitive strings of
letters, digits, and hyphens, with the restriction that hyphens MUST NOT be thefirst or last character in a name. Some
event codes may need to be parameterized with additional data, which is accomplished by adding the parameters
between a set of parentheses. The package name is separated from the event code by adlash ("/*). The package name
may be excluded from the event name, in which case the default package name for the endpoint-type in question is
assumed. For example, for an analogue access line with the example line package (package name " X") being the default
package, the following two event names are considered equal:

« X/d dia-tonein the example line package for an analogue access ling;
 d dial-tone in the example line package (default) for an analogue access line.

Annex A definesan initial set of packages. Additional package names and event codes may be defined by and/or
registered with | PCablecom. Any change to the packages defined in the present document MUST result in a change of
the package name, or a change in the NCS profile version number, or possibly both.

Each package MUST have a package definition, which MUST define the name of the package, and the definition of
each event belonging to the package. The event definition MUST include the precise name of the event, i.e. the event
code, aplain text definition of the event and, when appropriate, the precise definition of the corresponding signals, for
example the exact frequencies of audio signals such as dial-tone or DTMF tones. Events must further specify if they are
persistent (e.g. off-hook, see clause 6.3.1) and if they contain auditable event-states (e.g. off-hook, see clause 6.3.8.1).
Signals MUST also have their type defined (On/Off, Time-Out, or Brief), and Time-Out signals MUST have a default
time-out value defined - see clause 6.3.1.

In addition to 1PCablecom packages, implementers MAY gain experience by defining experimental packages. The
package name of experimental packages MUST begin with the two characters "x-" or "X-"; IPCablecom MUST NOT
register package names that start with these two characters. An embedded client that receives a command referring to an
unsupported package MUST return an error (error code 518 - unsupported package).

Package names and event codes support one wild-card notation each. The wildcard character "*" (asterisk) can be used
to refer to all packages supported by the endpoint in question, and the event code "all" to refer to all eventsin the
package in question. For example:

e X/al referstodl eventsin the example line package for an analogue access line;

e */al for an analogue access line; refersto all packages and al events in those packages supported by the
endpoint in question.

Consequently, the package name "*" MUST NOT be assigned to a package, and the event code "al” MUST NOT be
used in any package.

Events and signals are by default detected and generated on endpoints, however some events and signals may be
detected and generated on connections in addition to or instead of on an endpoint. For example, endpoints may be asked
to provide aringback tone on a connection. In order for an event or signal to be able to be detected or generated on a
connection, the definition of the event/signal MUST explicitly define that the event/signal can be detected or generated
on a connection.

When asignal shall be applied on a connection, the name of the connection is added to the name of the event, using an
"at" sign (@) as adelimiter, asin:
X/ rt @A3F58

The wildcard character "*" (asterisk) can be used to denote "all connections® on the affected endpoint(s). When this
convention is used, the gateway MUST generate or detect the event on all the connections that are connected to the
endpoint(s). An example of this conventioniis:

Xrt@

The wildcard character "$" (dollar sign) can be used to denote "the current connection”. This convention MUST NOT
be used unless the event notification request is " encapsulated” within a CreateConnection or ModifyConnection
command. When the convention is used, the gateway MUST generate or detect the event on the connection that is
currently being created or modified. An example of this convention is:

Xrt@
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The connection id, or awildcard replacement, can be used in conjunction with the "all packages' and "all events'
conventions. For example, the notation:

*lall @
can be used to designate all events on all connections for the affected endpoint(s).

6.2 SDP use

The Call Agent uses the MGCP to provide the gateways with the description of connection parameters such as I[P
addresses, UDP port, and RTP profiles. Except where otherwise noted or implied in the present document, SDP
descriptions MUST follow the conventions delineated in the session description protocol (SDP), which is now an
|ETF-proposed standard IETF RFC 2327 [14].

SDP alows for description of multimedia conferences. The NCS profile will only support the setting of audio and video
connections using the media types "audio™ and "video". Currently, only "audio" connections have been specified.

6.3 Gateway control functions

This clause describes the commands of the MGCP in the form of aremote procedure call (RPC) like API, which we

will refer to as the media gateway control interface (MGCI). An MGCI function is defined for each MGCP command,
where the MGCI function takes and returns the same parameters as the corresponding MGCP command. The functions
shown in this clause provide a high-level description of the operation of MGCP and describe an example of an RPC-like
API that MAY be used for an implementation of MGCP. Although the MGCI API is merely an example API, the
semantic behaviour defined by MGCI isan integral part of the specification, and all implementations MUST conform to
the semantics specified for MGCI. The actual MGCP messages exchanged, including the message formats and
encodings used are defined in the protocol section (clause 15). Embedded clients MUST implement those exactly as
specified.

The MGCI service consists of connection handling and endpoint handling commands. The following is an overview of
the commands:

¢ The Cal Agent can issue a NotificationRequest command to a gateway, instructing the gateway to watch for
specific events such as hook actions or DTMF tones on a specified endpoint.

e The gateway will then use the Notify command to inform the Call Agent when the requested events occur on the
specified endpoint.

e TheCal Agent can use the CreateConnection command to create a connection that terminates in an endpoint
inside the gateway.

¢ The Cal Agent can use the ModifyConnection command to change the parameters associated to a previously
established connection.

e The Cal Agent can use the DeleteConnection command to delete an existing connection. In some circumstances,
the DeleteConnection command also can be used by a gateway to indicate that a connection can no longer be
sustained.

e The Cal Agent can use the AuditEndpoint and AuditConnection commands to audit the status of an "endpoint”
and any connections associated with it. Network management beyond the capabilities provided by these
commands are generally desirable, e.g. information about the status of the embedded client. Such capabilities are
expected to be supported by the use of the Simple Network Management Protocol (SNMP) and definition of a
MIB, which is outside the scope of the present document.

e The gateway can use the RestartlnProgress command to notify the Call Agent that the endpoint, or a group of
endpoints managed by the gateway, is being taken out of service or is being placed back in service.

These services alow acontroller (normally the Call Agent) to instruct a gateway on the creation of connections that
terminate in an endpoint attached to the gateway, and to be informed about events occurring at the endpoint. Currently,
an endpoint is limited to a specific analogue access line within an embedded client.
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Connections are grouped into "calls". Several connections, that may or may not belong to the same call, can terminate in
the same endpoint. Each connection is qualified by a"mode" parameter, which can be set to "send only” (sendonly),
"receive only" (recvonly), "send/receive” (sendrecv), "conference” (confrnce), "inactive" (inactive), "replicate”
(replcate), "network loopback™ (netwloop) or "network continuity test” (netwtest). The "mode" parameter determines if
media packets can be sent and/or received on the connection; however, RTCP is unaffected.

Audio signal s received from the endpoint will be sent on any connection for that endpoint whose mode is either "send

only", "send/receive", "conference", or "replicate”.

Handling of the audio signals received on these connections is aso determined by the mode parameters:
* Audio signalsreceived in data packets through connectionsin "inactive" or "replicate” mode are discarded.

e Audio signalsreceived in data packets through connectionsin "receive only", "conference", or "send/receive"
mode are mixed together and then sent to the endpoint.

e Audio signals originating from the endpoint are transmitted over all the connections whose mode is "send only",
"conference", or "send/receive".

« Inaddition to being sent to the endpoint, audio signals received in data packets through connectionsin
"conference" mode are replicated to all the other connections for the endpoint whose mode is " conference”. The
details of this forwarding, e.g. RTP trandlator or mixer, etc., is outside the scope of the present document.

e Audio signals sent to and from the endpoint are mixed and transmitted over all the connections whose mode is
"replicate”. This SHOULD include audio signals generated by signals.

« Audio signals received in data packets through connections in "network loopback™ or "network continuity test"
mode will be sent back on the connection as described below.

If the mode is set to "network loopback,” the audio signals received from the connection will be echoed back on the
same connection. The "network loopback™ mode SHOULD simply operate as an RTP packet reflector.

The "network continuity test” modeis used for continuity checking across the IP network. An endpoint-type specific
signal is sent to the endpoints over the | P network, and the endpoint is then supposed to echo the signal over the IP
network after passing it through the gateway's internal equipment to verify proper operation. The signal MUST go
through internal decoding and re-encoding prior to being passed back. For analogue access lines, the signal will be an
audio signal, and the signal MUST NOT be passed on to a telephone connected to the anal ogue access line, regardless
of the current hook-state of that handset, i.e. on-hook or off-hook.

New and existing connections for the endpoint MUST NOT be affected by connections placed in "network loopback” or
"network continuity test” mode. However, local resource constraints may limit the number of new connections that can
be made.

The "replicate’ mode MUST at a minimum support replicating the stream from the endpoint and one other connection
regardless of the encoding method used for that other connection. The "replicate” connection is however only
REQUIRED to support aresulting media stream in ITU-T Recommendation G.711 [20] encoding (see note). Support of
the "conference” modeis optional. Please refer to annex F for illustrations of mode interactions.

NOTE: The"replicate" connection can, e.g. be used to support "busy line verification" with minimal resource
impact on the embedded client.
6.3.1 NotificationRequest

The NotificationRequest command is used to request the gateway to send a notification upon the occurrence of
specified events in an endpoint. For example, a notification may be requested when tones associated with fax
communication are detected on the endpoint. The entity receiving this notification, usually the Call Agent, may then
decide that a different type of encoding should be used on the connections bound to this endpoint and instruct the
gateway accordingly (see note 1).

NOTE 1: The new instruction would be a ModifyConnection command.
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Ret ur nCode

~ Notificati onRequest (Endpointld
[, NotifiedEntity]
[, RequestedEvents]
, Requestldentifier
[. DigitMap]
[, Signal Requests]
[, QuarantineHandling]
[, DetectEvents])

Endpointl d isthe identifier for the endpoint(s) in the gateway where NotificationRequest executes. The Endpointld
MUST follow the rules for endpoint names specified in clause 6.1.1. The "any of" wildcard MUST NOT be used.

NotifiedEntity isan optional parameter that specifies a new "notified entity” for the endpoint.

Request| dentifier isused to correlate this request with the notification it may trigger. It will be repeated in the
corresponding Notify command.

SignalRequestsis a parameter that contains the set of signalsthat the gateway is asked to apply. Unless otherwise
specified, signals are applied to the endpoint, however some signals can be applied to a connection. The following are
examples of signals (see note 2):

NOTE 2: Pleaserefer to O for acompletelist of signals.

Ringing;

Busy tone;

Cadll waiting tone;

Off hook warning tone;

Ringback tones on a connection.

Signals are divided into different types depending upon their behaviour:

On/ OF f (O0) : Once applied, these signals last until they are turned off. This can only happen as the result of a
new Signal Requests where the signal isturned off (see later). Signals of type OO are defined to be idempotent,
thus multiple requests to turn a given OO signal on (or off) are perfectly valid and MUST NOT result in any
errors. An On/Off signal could be a visual message waiting indicator (VMW!I). Once turned on, it MUST NOT
be turned off until explicitly instructed to by the Call Agent, or the endpoint restarts.

Ti me- Qut ( TO) : Once applied, these signals last until they are either cancelled (by the occurrence of an event
or by not being included in a subsequent [possibly empty] list of signals), or a signal-specific period of time has
elapsed. A signal that times out will generate an "operation complete" event (please see annex A for further
definition of thisevent). A TO signal could be "ringback" timing out after 180 s. If an event occurs prior to the
180 s, the signal will, by default, be stopped (see note 3). If the signal is not stopped, the signal will time out,
stop and generate an "operation complete” event, about which the Call Agent may or may not have regquested to
be notified. If the Call Agent has asked for the "operation complete” event to be notified, the " operation
complete” event sent to the Call Agent will include the name(s) of the signal(s) that timed out (see note 4).
Signal(s) generated on a connection will include the name of that connection. Time-out signals have a default
time-out value defined for them, which may be altered by the provisioning process. Also, the time-out period
may be provided as a parameter to the signal. A value of zero indicates that the time-out period isinfinite. A TO
signal that fails after being started, but before having generated on " operation complete” event will generate an
"operation failure" event, which will include the name(s) of the signal(s), that timed out (see note 5).

NOTE 3: The"Keep signal(s) active" action may override this behaviour.

NOTE 4: If parameters were passed to the signal, the parameters will not be reported.

NOTE 5: These are merely examples from the example line package in 0.

Bri ef ( BR): Theduration of these signalsis so short that they stop on their own. If asignal stopping event
occurs, or anew SignalRequestsis applied, a currently active BR signal will not stop. However, any pending BR
signals not yet applied will be cancelled. A brief tone could be aDTMF digit. If the DTMF digit "1" is currently
being played, and a signal stopping event occurs, the"1" would finish playing.
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Signals are, by default, applied to endpoints. If asignal applied to an endpoint results in the generation of a media
stream (audio, video, etc.), the media stream MUST NOT be forwarded on any connection associated with that
endpoint, regardless of the mode of the connection. For example, if a call-waiting tone is applied to an endpoint
involved in an active call, only the party using the endpoint in question will hear the call-waiting tone. However,
individual signals may define a different behaviour.

When asignd isapplied to a connection that has received a RemoteConnectionDescriptor (see clause 6.3.3), the media stream
generated by that signal MUST be forwarded on the connection regardless of the current mode of the connection. If a
RemoteConnectionDescriptor has not been received, the gateway MUST return an error (error code 527 - missing
RemoteConnectionDescriptor).

When a (possibly empty) list of signal(s) is supplied, thislist completely replaces the current list of active time-out
signals. Currently active time-out signals that are not provided in the new list MUST be stopped and the new signal(s)
provided will now become active. Currently active time-out signals that are provided in the new list of signals MUST
remain active without interruption, thus the timer for such time-out signals will not be affected. Consequently, thereis
currently no way to restart the timer for a currently active time-out signal without turning the signal off first. If the
time-out signal is parameterized, the original set of parameters MUST remain in effect, regardless of what values are
provided subsequently. A given signal MUST NOT appear more than once in a Signal Requests.

The currently defined signals can be found in annex A.

RequestedEventsisalist of eventsthat the gateway is requested to detect on the endpoint. Unless otherwise specified,
events are detected on the endpoint, however some events can be detected on a connection. Examples of events are (see
note 6):

¢ on-hook transition (occurring in classic telephone sets when the user hangs up the handset);
« off-hook transition (occurring in classic telephone sets when the user lifts the handset);
 DTMF digits (or pulse digits).

The currently defined events can be found in annex A.
NOTE 6: These are merely examples from the example line package in 0.

To each event is associated one or more actions that define the action that the gateway must take when the event in
guestion occurs. The possible actions are;

* Notify the event immediately, together with the accumulated list of observed events.
e Accumulate the event.
e Accumulate according to Digit Map.
e Ignorethe event.
e Keep Signal(s) active.
« Embedded NotificationRequest.
¢ Embedded ModifyConnection.
Two sets of requested events will be detected by the endpoint; persistent and non-persistent.

Persistent events are always detected on an endpoint. If a persistent event is not included in the list of RequestedEvents,
and the event occurs, the event will be detected anyway, and processed like all other events, as if the persistent event
had been requested with a Notify action (see note 7). Thus, informally, persistent events can be viewed as always being
implicitly included in the list of RequestedEvents with an action to Notify, although no glare detection, etc., will be
performed (see note 8). Persistent events are identified as such through their definition - see annex A.

NOTE 7: Thusthe Requestidentifier will be the Requestldentifier of the current NotificationRequest.

NOTE 8: Normally, if arequest to look for, e.g. off-hook, is made, the request is only successful if the phone is not
already off-hook.
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Non-persistent events are those events that have to be explicitly included in the RequestedEvents list. The (possibly
empty) list of requested events completely replaces the previous list of requested events. In addition to the persistent
events, only the events specified in the requested events list will be detected by the endpoint. If a persistent event is
included in the RequestedEvents list, the action specified will then replace the default action associated with the event
for the life of the RequestedEvents list, after which the default action is restored. For example, if "Ignore off-hook™ was
specified, and a new request without any off-hook instructions were received, the default "Notify off-hook™ operation
then would be restored. A given event MUST NOT appear more than once in a RequestedEvents.

More than one action can be specified for an event, although a given action can not appear more than once for a given
event. The following matrix specifies the legal combinations of actions.

Table 1
Notify |Accumulate | Accumulate | Ignore | Keep Embedded Embedded
according Signal(s) | NotificationRequest | ModifyConnection
to digit map Active
Notify - - - - v - v
Accumulate - - - - v v v
Accumulate - - - - v - v
according to digit
map
Ignore - - - - - v
Keep Signal(s) v v v v - v v
active
Embedded - v - - v - v
NotificationRequest
Embedded v v v v v v -
ModifyConnection

If aclient receives arequest with aninvalid action or illegal combination of actions, it MUST return an error to the Call
Agent (error code 523 - unknown or illegal combination of actions).

When multiple actions are specified, e.g. "Keep signal(s) active" and "Notify", the individual actions are assumed to
occur simultaneously.

The Call Agent can send a NotificationRequest with an empty RequestedEvents list to the gateway. The Call Agent can
do so, for example, to an embedded client when it does not want to collect any more DTMF digits. However, persistent
events will still be detected and notified.

DigitM ap is an optional parameter that allows the Call Agent to provision the endpoint with a digit map according to
which digits will be accumulated when the Call Agent provides a RequestedEvents parameter with the action
"accumulate according to digit map" for that endpoint. The digit map provided is persistent and, therefore, need not be
provided whenever arequest to "accumulate according to digit map" is made, however Call Agents can provide a digit
map at any time. A digit map MUST be provided for the endpoint no later than with the first request to "accumul ate
according to digit map". If the gateway is requested to "accumulate according to digit map" and the gateway currently
does not have a digit map for the endpoint in question, the gateway MUST return an error (error code 519 - endpoint
does not have a digit map).

Each endpoint has a variable called the "current dial string” in which digits are collected for matching with the digit
map, as specified in clause 6.1.5. Whenever a Notify is sent or a NotificationRequest is to be processed, the " current
dia string" isinitialized to anull string. The digits to be processed may now either be detected as input, or they may be
retrieved from an event input holding area known as the " quarantine buffer" - please see clause 6.4.3.1 for further
details.

ETSI



25 ETSI TS 101 909-4 V1.2.2 (2002-07)

The signals being applied by the Signal Requests are synchronized with the collection of events specified or implied in
the RequestedEvents parameter, except if overridden by the "Keep signal(s) active" action. For example, if the
NotificationRegquest mandated a "ringing" signal and the event request asked to look for an "off-hook™ event, the
ringing should, by default, stop as soon as the gateway detected an off-hook event. If " off-hook™ was defined as a
persistent event and the event request did not ask to look for an "off-hook™ event, the ringing would stop anyway since
off-hook would then be implied in the RequestedEvents parameter. The formal definition is that the generation of all
"Time Out" signals MUST stop as soon as one of the requested events is detected, unless the "Keep signal(s) active"
action is associated to the specified event. In the case of the action "accumulate according to digit map", the default
behaviour would be to stop all active time-out signals when the first digit (see note 9) is accumulated - it isirrelevant to
this synchronization if the accumulated digit results in a match, mismatch, or partial matching to the digit map.

NOTE 9: Digit asdefined in digit maps, i.e. including asterisk, timer, etc.

If it isdesired that time-out signal(s) continue when alooked-for event occurs, the "Keep Signal(s) Active" action can
be used. This action has the effect of keeping all currently active time-out signal(s) active, thereby negating the default
stopping of time-out signal's upon the event's occurrence.

If signal(s) are desired to start when alooked-for event occurs, the "Embedded NotificationRequest” action can be used.
The embedded NotificationRegquest may include anew list of RequestedEvents, Signal Requests and a new Digit Map as
well. However, the "Embedded NotificationRequest" cannot include another "Embedded NotificationRequest”. When
the "Embedded NotificationRequest” is activated, the "current dial string” will be cleared; the list of observed events
and the quarantine buffer will be unaffected (see clause 6.4.3.1).

The embedded NotificationRequest action allows the Call Agent to set up a"mini-script” to be processed by the
gateway immediately following the detection of the associated event. Any Signal Requests specified in the embedded
NotificationRequest will start immediately. Considerable care must be taken to prevent discrepancies between the Call
Agent and the gateway. However, long-term discrepancies should not occur as new Signal Requests completely replaces
the old list of active time-out signals, and BR-type signals always stop on their own. Limiting the number of
On/Off-type signalsis encouraged. It is considered good practice for a Call Agent to occasionaly turn on all On/Off
signals that should be on, and turn off all On/Off signals that should be off.

If connection modes