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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword

This Technical Specification (TS) has been produced by Joint Technical Committee (JTC) Broadcast of the European
Broadcasting Union (EBU), Comité Européen de Normalisation EL ECtrotechnique (CENELEC) and the European
Telecommunications Standards Institute (ETSI).

Please note that the present document isarevision to TR 102 542 [i.7], and has been converted to a Technical
Specification (TS) because the language used in the document is akin to that of a Technical Specification (TS).

NOTE: The EBU/ETSI JTC Broadcast was established in 1990 to co-ordinate the drafting of standardsin the
specific field of broadcasting and related fields. Since 1995 the JTC Broadcast became a tripartite body
by including in the Memorandum of Understanding also CENELEC, which is responsible for the
standardization of radio and television receivers. The EBU is a professional association of broadcasting
organizations whose work includes the co-ordination of its members' activities in the technical, legal,
programme-making and programme-exchange domains. The EBU has active membersin about
60 countries in the European broadcasting areg; its headquartersisin Geneva.

European Broadcasting Union
CH-1218 GRAND SACONNEX (Geneva)
Switzerland

Tel:  +4122717 2111
Fax: +4122717 2481

The Digital Video Broadcasting Project (DVB) is an industry-led consortium of broadcasters, manufacturers, network
operators, software developers, regulatory bodies, content owners and others committed to designing global standards
for the delivery of digital television and data services. DVB fosters market driven solutions that meet the needs and
economic circumstances of broadcast industry stakeholders and consumers. DV B standards cover all aspects of digital
television from transmission through interfacing, conditional access and interactivity for digital video, audio and data.
The consortium came together in 1993 to provide global standardisation, interoperability and future proof
specifications.

The present document is part 1 of amulti-part deliverable covering the Guidelines for the implementation of
DVB-IPTV Phase 1 specifications, as identified below:

Part 1: "CorelPTV Functions';

Part 2:  "Broadband Content Guide (BCG) and Content on Demand";

Part 3:  "Error Recovery";
Sub-part 1: "Overview of DVB-IPTV Error Recovery";
Sub-part 2: "Application Layer - Forward Error Correction (AL-FEC)";
Sub-part 3: "Retransmission (RET)";

Part4:  "Remote Management and Firmware Update";

Part 5.  "Content Download Service (CDS)".

ETSI
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1 Scope

The present document is designed as a companion document to help implement the DVB-IPTV Phase 1 version 4:
Transport of MPEG2-TS Based DVB Services over | P Based Networks [1], which isreferred to as the DVB-IPTV
handbook.

The present document is the part 1 of the Guidelines and is focusing on the core IPTV functions. Other parts present
other aspects of the DVB-IPTV technologies.

The present document is organized in separate sections in the order of the boot-up sequence of the HNED rather than in
the same section structure as the DVB-IPTV handbook. Each clause deals with a specific aspect of the DVB-IPTV
technology, and offers explanations and examples not found in the DVB-IPTV handbook.

2 References

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
reference document (including any amendments) applies.

Referenced documents which are not found to be publicly available in the expected location might be found at
http://docbox.etsi.org/Reference.

NOTE: While any hyperlinksincluded in this clause were valid at the time of publication ETSI cannot guarantee
their long term validity.

2.1 Normative references

The following referenced documents are necessary for the application of the present document.

[1] ETSI TS102 034 (V1.4.1): "Digital Video Broadcasting (DVB); Transport of MPEG-2 TS Based
DVB Services over |P Based Networks'.

[2] ETSI TS101 154 (V1.8.1): "Digital Video Broadcasting (DVB); Specification for the use of Video
and Audio Coding in Broadcasting Applications based on the MPEG-2 Transport Stream”.

[3] ETSI TS102 824 (V1.1.1): "Digital Video Broadcasting (DVB); Remote Management and
Firmware Update System for DVB IP Services'.

[4] SMPTE Specification 2022-1: "Forward Error Correction for Real-time Video/Audio Transport
Over IP Networks".

[5] DVB BlueBook A109: "DVB-HN (Home Network) Reference Model Phase 1".

[6] Broadband Forum TR-069 Amendment 2: "CPE WAN Management Protocol", December 2007.

2.2 Informative references

The following referenced documents are not necessary for the application of the present document but they assist the
user with regard to a particular subject area.

[i.1] IETF RFC 3927: "Dynamic Configuration of IPv4 Link-Local Addresses’.

[i.2] IETF RFC 3203: "DHCP reconfigure extension”.
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NOTE:

[i.4]

[i.5]
[i.6]
[i.7]

[i.8]

7 ETSI TS 102 542-1 V1.3.2 (2011-05)

IEEE P802.11-REVma/D6.0, 2006: "Unapproved Draft Standard for Information Technology -
Telecommunications and information exchange between systems- Local and metropolitan area
network- Specific requirements; Part 11: Wireless LAN Medium Access Control (MAC) and
Physical Layer (PHY) specifications®.

This document reflects the combining of the 2003 Edition of 802.11 plusthe 802.11g, 802.11h, 802.11i
and 802.11j Amendments) (Revision of IEEE Std 802.11-1999).

|EEE 802.1d (2004): "I EEE Standard for Local and metropolitan area networks: Media Access
Control (MAC) Bridges'.

IETF RFC 3376: "Internet Group Management Protocol, Version 3".
IETF RFC 1112: "Host extensions for |P multicasting".

ETSI TR 102 542: "Digital Video Broadcasting (DVB); Guidelines for DVB IP Phase 1
Handbook".

ETSI TS 102 542-4: "Digital Video Broadcasting (DVB); Guidelines for the implementation of
DVB-IPTV Phase 1 specifications; Part 4: Remote Management and Firmware Update Services'.

3

Abbreviations

For the purposes of the present document, the following abbreviations apply:

ALG
BCG
BiM
CPE
CRLF
DHCP
DNG
DSCP
DSL
DVB
DVBSTP
FEC
FUS
FUSS
HN
HNED
HTTP
|IEEE
IETF
IGMP
IP

IPI
LAN
LCN
MPEG
MPTS
NAT
QRC
RET
RFC
RMs
RTP
RTSP
SD&S
Sl
SPTS

Application Level Gateway
Broadband Content Guide

Binary MPEG format for XML
Customer Premises Equipment
Carriage Return Line Feed
Dynamic Host Configuration Protocol
Digital Network Gateway
Differentiated Services CodePoint
Digital Subscriber Line

Digital Video Broadcasting

DVB SD& S Transport Protocol
Forward Error Connection
Firmware Update System

FUS Stub file

Home Network

Home Network End Device
Hyper Text Transfer Protocol
Institute of Electrical and Electronics Engineers
Internet Engineering Task Force
Internet Group Management Protocol
Internet Protocol

IP Infrastructure

Local Area Network

Logical Channel Numbers
Moving Picture Experts Group
Multi Program Transport Stream
Network Address Translation
Query/Response Channel
RETransmission

Request For Comments

Remote Management System
Real-time Transport Protocol

Real Time Streaming Protocol
Service Discovery and Selection
Service Information

Single Program Transport Stream
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TS Transport Stream
UDP User Datagram Protocol
XML eXtensible Markup Language
4 Background to the Scenarios

Figure 4.1 shows the Home Reference Model for the DVB-IPTV phase 1, taken from the DVB-IPTV handbook (see TS
102 034 [1], clause 4.1.2).

Delivery Network ‘
Delivery Network Hcémde Blet\_lvork
Delivery Network ‘ Gateway Home Network Segment na Device
/ IPI-1
IPI-3 Home Network\
P4\ Node IPI-2
Deli Network Home Network
elivery Networ Delivery Network End Device
Gateway Home Network Segment

Home Network
End Device

Figure 4.1: Home Reference Model (from TS 102 034 [1])

Figure 4.1 and the current version of the DVB-IPTV handbook [1] focuses only on the delivery of DVB-IPTV services
over broadband delivery networks. DVB is working on enhanced home networking functionality which will for
example allow an end user to access DVB content from several devices in the home. The Home Network Reference
Model for this approach is provided in [5]. The protocols and functions to support this Home Network Reference Model
will be defined in upcoming specifications and therefore not covered in the current version of the present document.

The DVB-IPTV handbook only specifiesthe |PI-1 interface at the Home Network End Device (HNED). However, the
specification of the IPI-1 interface al so defines characteristics of the Home Network Segment between the HNED and
the DNG, and in some cases what the DNG must deliver.

The DVB-IPTV handbook intentionally does not attempt to specify where particular servers need to reside, for example
the DHCP server. This means that no protocol is defined to operate solely on the home network segment. It also means
that operation of one HNED is completely independent of the operation of another HNED in the same Home Network.
Although multiple HNEDs in the same Home Network will share IP connectivity, there is no specific protocol defined
in the DVB-IPTV handbook to allow them to exchange messages, or even know about the presence of each other.

The DVB-IPTV handbook does not currently define the interface IPI-2 so any routing or translation scenario that may
be required for interworking between Home Network Segments is outside of the scope of Phase 1 of the DVB-IPTV
handbook. This means that many HNEDs can be connected to asingle DNG, but multiple DNGs connected on the same
network segment is not allowed.
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5 Turning on and Booting an HNED

The best way to describe how the DVB-IPTV handbook can be used is to go through what happens when you turn on an
HNED. There are a number of stepsin order to have:

. Physical/MAC Layer Connection.

o IP Layer connectivity viaobtaining an |P Address.

. Connection to RM S or FUS to update firmware if necessary.
J Connection to the SD& S servers.

. Discovery of BCG information (optional).

o Content Selection.

. Streaming of the video content.

5.1 Physical/MAC Layer Connection

The physical and the link layers need to come up before anything else happens. The DVB-IPTV handbook requires an
| EEE 802 based MAC layer with priority marking according to |EEE 802.1d [i.4] within the home network segment.
These can be used by the network to help obtain the Quality of Service required for the streamed video content.

5.2 IP Layer connectivity via obtaining an IP Address

Once the link layer comes up, the HNED obtains the IP address from a DHCP server with the DVB mandatory DHCP
options. The DVB-IPTV handbook specifies the minimum DHCP options required to allow the DHCP server to be
simple enough to fit into a DNG or other product on the home network segment.

DHCP does not currently specify away to co-ordinate the address pools of multiple DHCP servers on a network. The
DHCP client simply takes the first address offered to it but, normally, the closest available server. This means that
multiple DHCP servers cannot be used on the same network to serve the HNED.

The IP address assigned by the DHCP server will be different for each HNED on the same home network segment, but
will be part of the same I P subnet. The use of private or public |P address space and size of the subnet mask is at the
discretion of the Network Service Provider.

NOTE: zero-configuration mechanism:
Whilst the DVB-IPTV handbook proposes two ways for HNEDs to get an | P address: DHCP server or via
RFC 3927 [i.1] (IETF zero configuration mechanism), DHCP server isthe normal way. It is expected that
the RFC 3927 [i.1] is only to be used in emergency where the DHCP server is down for some short-term
reason. Running in zero-conf mode provides none or very little connectivity. Basically, the HNED does
not have knowledge of a gateway device to send messages to external servers. Therefore the only possible
scenario isto connect to multicast streams (provided the DNG allows |GMP messages to flow over to the
access network): first to connect to an SD& S stream, then to connect to alive TV stream.

5.2.1 Location of the DHCP Server - Bridged and Routed modes

The following clauses detail the severa |P connectivity modes that are allowed by the DVB-IPTV handbook. The
location of the DHCP server (in the HN or in the access network) has an impact on the IP connectivity of the system.
Furthermore, a DVB-IPTV system without DHCP server can provide limited but existing services.

ETSI
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5.21.1 Bridged Mode

In the bridged mode, the DHCP server is located on the external network, typical of some DSL, or most cable or
Ethernet to the Home deployments. The DNG then acts as a bridge or DHCP "relay” to relay the DHCP messages to the
external DHCP server as shown in figure 5.1. Please be aware that the DVB Class options must be preserved in this
case.

DHCP Net ‘
server etwor
IP@ space P@ 1
HNED 1
DNG
Access \
Network IP@ 2
HNED 2

Figure 5.1: Home Network in bridged mode with remote DHCP server

In order to overcome problems with local DHCP servers and Address Trandation, IPTV deploymentsin DSL networks
often connect the HNED to a bridge port of the DNG which directly connects the HNED to the Access Network at the
link layer below IP. The HNED isin this case within the | P address space of the Access Network and uses the DHCP
server of the Access Network as shown in figure 5.2. A disadvantage is that the HNED is separate from the Home
Network of the user which is connected via routed ports of the DNG.

IP@ 1
DHCP Network '

server IP@ space HNED 1 /

4 li
N Bridged Port /!

DNG | L T IP@ 2
\/

Access HNED 2
Network | DHCP Home Network .

': server Routed Segment g

3 Port

P@p ! IP@O
H Privat
' IP@ space

Figure 5.2: Home Network in hybrid mode with remote DHCP server
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521.2 Routed Mode

In the routed mode, the DHCP server islocated in the home, it will likely be on the DNG, a scenario typical of DSL.
The most popular means of address assignment is to have the home in a private | P address space whilst the public
interface has an | P address given by the network operator as shown in figure 5.3. The DNG uses Network Address
Tranglation to change the | P addresses of the data from public to/from private address spaces.

! IP@ 1
! HNED 1
IP@p i IP@O
| DNG
! Home Network
Access 1| DHCP Segment IP@ 2
server
Network E HNED 2
]
Network | Private
IP@ space i IP@ space

Figure 5.3: Home Network in routed mode with local DHCP server

There isthe specia case where the DHCP server is not present while the Home Network isin routed mode. This
situation is not desirable, but can happen when the DHCP server is down. In this case, zero configuration is used for the
HNEDs to get their IP address on their own.

: P@ 1
E HNED 1
IP@ p !
]
' DNG
: Home Network
Access ! Segment IP@ 2
Network E HNED 2
!
]
Network 1 Private
IP@ space i IP@ space
]

Figure 5.4: Home Network in routed mode with local DHCP server

5.2.2  Adding a New DHCP Class Option

The DHCP Class | Ds defined in the DVB-IPTV handbook are the minimum set needed to support the types of HNEDs
originally supported in the commercial and technical requirements. The DVB-IPTV handbook allows these attributes to
be added to by any DVB member.

The Class ID is meant to help the DHCP server gives the appropriate | P address for the type of HNED. It is an insecure
method but, for example, will allow a DHCP server to give a private address to one type of HNED and a public one to
another. Since it provides the path to the FUS Stub file (FUSS) which provides information about the RMS and FUS for
an HNED part of the information may be manufacturer specific.
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Following is the procedure to add a new attribute:
1) Contact the DVB Project Office viathe web site or email with the following information:
- Name of the Class ID.
- Company name.

- Contact name, email address and phone number of the legal representative who isthe signatory to the
request.

- Contact name, email address and phone number of the technical representative for the request.
- Technical and Commercial motivation for the request.

2) TheDVB Project Office will optionally contact the company.

3) TheDVB Project Office will then notify the technical and legal representative of their decision.

4) If thedecision is positive then the class ID will be published on the DVB web site and, if possible, in the next
maintenance revision of the DVB-IPTV handbook.

5.3 FUS and RMS Discovery

NOTE: Inthisclause, theterm "HNED" is used. The update capability may extend to the DNG if the logical
RMS and/or FUS client isincorporated into the device.

The process for acquiring the FUS Stub file (FUSS) isdescribed in TS 102 034 [1] clause 9, shown diagrammatically
below in figure 5.5. Severa DHCP options may be used to provide the information related to locating the FUSS file for
aHNED and the process described in TS 102 034 [1] gives a sequence in which they should be tried.

There should be a FUS Stub file for all supported HNEDs, but the decision as to whether to download and install the
firmware available must be made by the HNED, for example the HNED should not install older versions of the
firmware.

After trying these options, if no FUSS is available it must be assumed that no FUS connection is needed, and the HNED
should continue into the normal service discovery or remote management Service connection process, as appropriate to
the HNED.
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Power on / boot

( DHCP response w
k options j
A4 \] v A

__option siaddr = 0 / invalid Monitor IANA assigned Hard coded URI or IP
snadd(rjr FUSS address multicast address address
Unica:t orrerﬁjlticast el eelifa 7/ 232.255.255.254
URI for FUSS (unicast)
Transport protocol = multicast Transpon(gr\c;g)é:_cl)_lpj multicast
(DVBSTP) or unicast (HTTP(S))
Transport protocol: ; ¢ Transport protocol = multicast
Unicast (HTTP(S)) A v (DVBSTP) or unicast (HTTP(S))

Multicast (DVBSTP)
Acquire FUS Stub
Payloadld = 0x08
Segmentld =0

Link mechanisms into RMS
management channel and
FUS
Usage described in TR-069
and TS 102 034 v1.4.1

Figure 5.5: Acquisition of FUS Stub file and identification of firmware update

The process may yield different types of results according to the HNED status and to different scenarios, these are
developed below. However, it is necessary for all HNEDs to go through the FUSS acquisition process as this enables
the status of a HNED to be changed, enabling updates such as those described below:

. to update a new HNED populated with default firmware to either full managed or unmanaged status;

e theremote management authority to be changed for a managed HNED where the ProductClass and
HardwareV ersion are compatible;

e toallow amanaged HNED to be made unmanaged;

. to alow an unmanaged HNED to be made to be managed.

5.3.1 HNED managed using Broadband Forum TR-069 methods

Following the FUSS acquisition process for a managed HNED the RM S will be used to manage firmware updates
possibly through the FUS and HNED configuration changes so the requirement is for the HNED to contact the RMS.
This process will be described fully in the documentation specific to the RM S methods used, where the RMSis
compliant with the Broadband Forum methods. This descriptionis carried in section 3.1 of TR-069 [6].

The RMS can configure the entry into the FUS announcement service using the DV B extensions described in
TS 102 824 [3].
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5.3.2 Unmanaged HNEDs

In the case of an unmanaged HNED one of the options for locating the FUSS should give aresult in the form of either a
unicast or multicast URL.

Transport protocol = multicast Transport protocol = multicast
(DVBSTP) or unicast (HTTP(S)) (DVBSTP)
| |
Transport protocol = unicast | ‘ Transport protocol = multicast
(HTTP(S)) | (DVBSTP) or unicast (HTTP(S))

v v v v

Acquire FUS Stub
Payloadld = 0x08
Segmentld =0

v
* Multicast address of:
- Specific description announcement message (dvb-mcast URI)
Unicast URL of update file, - Pointer message to multicast announcement (dvb-mcast URI)
transport = HTTP(S) - Entry point to multicast announcement hierarchy (dvb-mcast URI)

Link mechanisms into
RMS-FUS area
Usage described in TS
102 824

Multicast address of update file (dvb-mcast URI)

Figure 5.6: Options for locating the FUSS

The URI provided in the FUS Stub file may be either unicast or multicast with the options below:
. The unicast URL may:

- point directly to afileimage for downloading from the FUS directly
(e.g. http://download.cisco.com/STB-Software/fred1001.hbin.).

° The Multicast URL will be based on the "dvb-mcast” URI scheme as described in annex G.3 of
TS 102 034 [1], and may:

- point directly to afileimage for downloading from the FUS directly
(e.g. dvb-mcast://download.cisco.com/ST B-Software/fred1001.bin.);

- If SDP/SAP is used as the protocol may provide:
" location of the announcement message specific to the update image available;

L] location of the entry point of the announcement message hierarchy, may be useful to point to wider
populations (not completely populated ID info in FUSS);

" location of an intermediate pointer message based on wider targeting, may be useful to point to
wider populations (not completely populated ID info in FUSS).

- If DVBSTP is used the protocol may provide:
L] location of the XML description announcement message specific to the update image available.

The HNED should be able to locate the firmware update using announcement description on the addresses provided.
The detailed description of those operationsis provided in TS 102 824 [3] and the associated guidelinesin
TS 102 542-4[i.8].
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Where the address leads to the entry point of the announcement hierarchy or an intermediate pointer further navigation
will be needed. The capability to associate a firmware update with a specific group of HNEDs can be supported at al
these levels with different levels of flexibility.

54 Content Discovery

Now that the HNEDs have their 1P address and that they have performed the FUS process (including firmware update if
necessary), they start looking for the SD& S servers(s) to retrieve the service lists. Figure 5.7 shows several ordered
steps that aHNED walks through to connect to the service providers. In figure 5.7, the DHCP DISCOV ER/OFFER
messages can be mutualised with the DHCP DISCOV ER/OFFER from the FUS process, i.e. asingle DHCP OFFER
will be received with al information for FUS and SD& S discovery.

DHCP
server HNED
« DHCP DISCOVER
DHCP OFFER,
1. DHCP server sets the Domain Name option DomainName=w.x.y.2 R
=> DNS SRV to the servers in the Domain Name Option B Contact DNS w.xy.z
2. DHCP server gives no Domain Name NDBCP QFEER
=> HNED connects to the IANA assigned multicast address o omr e
224.0.23.14 P Connectt0224.0.23.14
DHCP OFFER No Domajn Name
3. No Multicast data can be retrieved Mulicast Channel No Multicast Data
=> DNS SRV to the default server « services.dvb.org » . Contact DNS services.dvb.org
DHCP OFFER No Domain Name
4. Nothing has worked Multicast Channel No Multicast Data
=> user configures manually the SD&S address DNS No Answer >

Figure 5.7: SD&S server Entry Point discovery order

54.1 Content Discovery in Routed Mode with Local DHCP Server

The number of mechani sms reflects the different topol ogies of the service provider and in-home networks, and DNGs.
For example, current DSL providers use DNGs with DHCP servers that sometimes do not support the DHCP Domain
Name Option, so it is possible that the DHCP server in the DNG in the home will not support steps 1.

However, the giaddr field will be set (it indicates the | P address of the gateway device). This means that with basic
NAT feature on the gateway device, step 3 can be performed. The HNED can connect to the default DVB server
(HNED 1 infigure 5.8), or better directly to a specific provider (HNED 2 - this happens when the HNED is coming
from the content provider, so it knows the address of its server).
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DVB
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i HNED 1
|
i DNG
Access { | DHCP
Content Network | server
provider ‘ i\N_AT/ HNED 2
|
5
Network 1 Private
IP@ space | IP@ space
|

Figure 5.8: Content discovery with DHCP server

5.4.2 Content Discovery in Routed Mode without DHCP Server

Whilst an HNED without a corresponding DHCP server is an abnormal situation, HNEDs may still retrieve the service
lists. Thisis by using the DVB assigned multicast address (step 2 in figure 5.7). If the DNG forwards the IGMP
messages from the HNEDSs (thisis a broadcast message on the Home Network Segment, so the gateway will receive it),
and provided that the DNG forwards incoming multicast packets from the access network into the home, then the
DVBSTP stream can be received by the HNED. It will then build the service list based on the content of this stream.

Multicast
DVBSTP

stream IGMP join | HNED 1

1

DVB
server

|
|
|
|
|
i
|
] 1

| \I’/

HNED 2

Private
IP@ space

Network
IP@ space

Figure 5.9: Content discovery without DHCP server

Note that this solution may work for Live Media Broadcast Content only. Live Media Broadcast Content may require
only an IGMP message to get the AV multicast stream, without RTSP protocol. Content on Demand will not be
possible because it requires RTSP, and the HNED does not know where to send the RTSP message (no gateway
identified).
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5.5 Content Selection
With DVB-IPTV phase 1, there are basically three ways to access content:
. Multicast stream selection only.
. Multicast stream selection plus RTSP.
J Unicast stream with RTSP.
Thefirst two steps are for live TV content while the latter is for content on demand or Media Broadcast with Trick

Modes services. For Live TV, the RTSP messages are not mandatory; it is perfectly possible for the HNED to just join
the corresponding multicast group.

551 Content Selection in Routed Mode with Local DHCP Server

The multicast join message is sent on the HN, and the gateway forwards it to the access network. Thusthe Live TV
stream can be received by the HNED.

Multicast
LiveTV!
[}
\‘ :
\ T
\ i DNG
\
Access Mo SD;S; Home Network
Content Network Segment
provider ' NAT HNED 2
] -
i IGMP join
[}
Network i Private
IP@ space | IP@ space
[}

Figure 5.10:IGMP live content selection

If the RTSP protocol is used, the gateway needsto provide RTSP ALG (Application Level Gateway) feature: thisALG
replaces into the RT SP message payload the values of the |P address and UDP port given by the HNED by the public
| P address of the gateway and an available UDP port. This RTSP message will be sent before doing the multicast join.

Multicast
LiveTV!
[}
\‘ :
\ T
\ i DNG
\
Access Mo SD;S; Home Network
Content Network Segment
prowder ' RTSP HNED 2
| ALG R e
!
| IGMP join
Network i Private
IP@ space | IP@ space
[}

Figure 5.11: RTSP live content selection
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Finally, in case of unicast streaming, no multicast join is necessary but the gateway still needs its RTSP ALG feature.

Unicast
CoD |
|
stream; HNED 1
Vo
\\ :
\ : DNG
\
Access Vo prep Home Network
Content Network e Segment
provider [ RTSP
i ALG B HNED 2
i
[}
Network i Private
IP@ space | IP@ space
[}

Figure 5.12: Content on Demand selection

55.2 Content Selection in Routed Mode without DHCP Server

Again, asin clause 5.4.2, this may work provided that the DNG forward the multicast report message, and forward

incoming multicast packets in the home. The only possibility with this configuration isto connect to aLive TV stream
without RTSP protocol.

Multicast
LiveTV!
[}
\‘ :
\ T
\ i DNG
\
I
Access ‘\ ! Home Network
Content Network e — Segment
provider ' NAT HNED 2
— -
i IGMP join
|
Network i Private
IP@ space | IP@ space
|

Figure 5.13: Live content selection

5.6 Cellld Configuration

Some IPTV services are subject to regionalization, i.e. they are available only in specific geographical areas. The
regionalization information is present in the description of the IPTV service or package (see clause 6.4.2 of the present
document) in the form of a pair Country/Cellld. The Cellld is the string parameter within the "Cell"* XML tag.

While the regionalization of an IPTV serviceis dependent on the IPTV service provider (definition of the cell
boundaries and identification names), the location of the HNED is dependent on the network provider (physical
connection to the IP network). Thus, the DVB-IPTV mechanism to retrieve the cellld is based on such location
information that has to be matched against IPTV service provider regionalization information.
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In order to know which IPTV service or packageis available, the HNED has to know its own pair Country/Cellld. The
HNED retrieves first its |ocation parameters. Thisis done thanks to the DHCP option 99 (Civic Address). This DHCP
option provides the country code and a set of Civic Address parameters. The country code will be matched as-is against
the country code XML element of the IPTV service and package. The cellld isretrieved in two possible ways:

. Pull mode: the HNED sendsa HTTP POST request to the IPTV service provider, which returns back the
assigned cellld. The HTTP POST includes all Civic Address elements as received within the DHCP option 99,
following the Cell XML element structure.

. Push mode: the HNED connects to the Regionalization Discovery Record for the IPTV service provider,
parsesit to retrieves its cellld. Asthe Regionalization Discovery Record does not contain necessarily all Civic
Address parameters, the match is done only on parameters that are present in the record structure.

In this way, the HNED does not care about the meaning of the Civic Address parameter, thisis dealt with between the
Network Provider and the IPTV service provider. The IPTV Service Provider can ask the Network Provider to include
private parameter (Civic Address Type 132).

6 SD&S Service Discovery

6.1 Push and Pull modes

Once one of the ways of selecting the Service Discovery entry points has been chosen, the HNED knows the entry
points and can access the SD& S server either in multicast or unicast way. For each entry point, the HNED collects the
Service Provider Discovery information.

The Service Provider Discovery Information may be (according to the I P address class of the Service Discovery entry
point):

. Multicast (Push model): The HNED sends an IGMP Report request to a multicast address in order to
subscribe to this multicast group. The content of the "Provider" XML fileis carried by the DVBSTP protocol
with a payload id value set to Ox01 (see table 1: Payload ID values of TS 102 034 [1]).

. Retrieved on request (Pull model). In this case, the HNED sendsaHT TP request:

'GET /dvb/sdns/sp_discovery?id=ALL HTTP/1.1' CRLF

'Host: ' <host> CRLF
or
'GET /dvb/sdns/sp_discovery?id=<DomainName> HTTP/1.1' CRLF
'Host: ' <host> CRLF
Both models are supported.

The HNED gets thus the Service Providers list and their Push or Pull offers. The HNED selects the Push [Multicast
IP address (IGMP), content of XML file carried by DVBSTP] or Pull (in this case, it is done through a HTTP request)
offers of its Service Provider.

For information, the Payload I1D values of the different SD& S services are shown in table 1 of TS 102 034 [1].

Service discovery information is represented as XML records (examples are given hereafter). In order to be managed
efficiently by the HNED, SD& S records are fragmented into a number of smaller units, called Segments. Segments may
be transported uncompressed or compressed using BiM.

BiM compression reduces the size of the SD&S XML records significantly, therefore its use is recommended in
constrained environments. When the network provider uses BiM compression, it shall also make available
uncompressed Segments (in Push, Pull or both modes).
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6.2 Strategies for SD&S Service Discovery

6.2.1 Choosing between push and pull modes

Multicast and HT TP sources for SD& S information are extracted first from the Entry Point Discovery process and then
from Service Provider descriptions. For each of these steps, the HNED may find either only one transport model
provided or both. When both are provided, they convey exactly the same information (XML records) so thereisa
choice to use one method or the other. Using the HT TP mode has the drawback of increasing the server load
proportionally to the number of HNED on the network, which can be millions. Multicast mode has the drawback of a
potential delay of 30 seconds in order to scan a complete carrousel cycle. A general recommendation for "fair
behaviour" of the HNED would be then to prefer multicast mode when no specific reason asks for an immediate
acquisition of some information (which is however never guaranteed) and reserve the use of HTTP for infrequent
situations where the application needs to provide up-to-date information quickly to the end user.

6.2.2 Different scenarios regarding transport of multiple segments

6.2.2.1 Finding the segment lists

When using an entry point addressin pull mode, the HT TP request always sends back the complete service discovery
record without segmentation. This can be the complete set for al service providers (request with "id=ALL") or a
specific service provider record ("id=<domain name of the service providers").

When receiving SD& S information from multicast address(es), the DVBSTP header has a payload ID field and a
segment ID field on each packet. These fields allow to capture the list of segments for each payload type by listening to
acomplete carrousel cycletime.

Additionally service provider records may list the segments that are made available through each announced source
(either push or pull). Thislist is mandatory for pull sources since there is no other way (see note) in this case to get the
list. It may be provided for push mode since this allows the HNED to know if it has acquired everything without
necessarily waiting for the maximum cycle time.

NOTE: Actualy thereisaway: send arequest to get each possible segment number and see which succeed or
fail. But thisis not practically feasible with 65 536 possible segment IDs.
6.2.2.2 Filtering service providers in DVBSTP

The DVB-IPTV handbook allows the case where several Service Providers use independent equipments to serve their
own SD& S data. It isthen possible that several service providers use the same multicast group to send DVBSTP
packets contai ning the descriptions of their offer (Service Provider Discovery records). Then because the service
providers are not centrally coordinated, they might well choose segment IDs that are the same.

The DVBSTP hasaserviceProviderID field, mandatory in thiskind of configuration, that is used to signal the
service provider identity (in the form of an IP address unique to the service provider). This allows the HNED to sort the
received information and build a correct list of segments assigned by each service provider. See TS 102 034 [1],

clause 5.4.1.3.3.

6.3 Acquisition of Live Channels Services

The acquisition of Live Channels servicesis performed through the retrieval of the content of the " Package" and
"Broadcast" files.

NOTE: Live Channelscan aso be retrieved thanks to the BCG; thisis presented in the BCG clause of the present
document.

If there is a Package service, the HNED can collect (via Push or Pull mode) the "service names' of the channels
composing its bouquet.

Then, the HNED can access (via Push or Pull mode) the XML file that contains the BroadcastDiscovery structure.

ETSI



21 ETSI TS 102 542-1 V1.3.2 (2011-05)

For the Broadcast Discovery Information Record, there are two modes:

e "TSFul SI" (SD&S+ DVB-Sl):
It provides only the necessary SD& S information to find available live media broadcast services which have

embedded Sl. Information on individual servicesis afterwards acquired from the transport stream itself
through classical use of service information as defined in DVB-S|. As even the service nameis not provided in
SD& S, the HNED needs to connect to all services and parse all Sl to build the service list.

. "TS Optional SI" (only SD&S):
It provides all the necessary SD& S information to create alist of available services with sufficient information

for the user to make a choice and gives the necessary information on how to access the service.

In the following part, we consider the "TS Optional SI" mode.

6.4 Complete SD&S example

This clause presents a workable example of SD& S discovery, and shows al different DVB-IPTV technologies that can
be used (packages, FEC, regionalization, media transport).

6.4.1 Service Provider Discovery Record

As an example, the Service Provider discovery record below contains 2 service providers: "Providerl" and "Provider2".
Each provider proposes 2 services: a Package service (Payload ID value=5) and a Broadcast service (Payload 1D

value=2).

Providerl Provider2
Package Package

Services (Payload ID value=5) (Payload ID value=5)
Broadcast Broadcast

(Payload ID value=2) (Payload ID value=2)

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<ServiceProviderDiscoverys>
<ServiceProvider DomainName="providerl.com" LogoURI="0" Version="0">
<Name Language="ENG">Providerl</Name>
<Description Language="ENG">Providerl ADSL TV Offer</Descriptions
<Offering>
<Push Address="224.1.1.5" Port="1234" Source="192.100.100.70">
<PayloadId Id="5">
<Segment ID="1" Version="2"/>
</PayloadIds>
</Push>
</Offering>
<Offerings>
<Push Address="224.1.1.2" Port="1234" Source="192.100.100.70">
<PayloadId Id="2">
<Segment ID="3" Version="2"/>
</PayloadIds>
</Push>
</Offering>
</ServiceProviders
<ServiceProvider DomainName="provider2.com" LogoURI="0" Version="0">
<Name Language="ENG">Provider2</Name>
<Description Language="ENG">Provider2 ADSL TV Offer</Description>
<Offerings>
<Push Address="224.1.1.6" Port="1234" Source="192.100.100.75">
<PayloadId Id="5">
<Segment ID="0" Version="0"/>
</PayloadIds>
</Push>
</Offering>
<Offering>
<Push Address="224.1.1.3" Port="1234" Source="192.100.100.75">

<PayloadId Id="2">
<Segment ID="2" Version="3"/>
</PayloadIds>
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</Push>
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys>
</ServiceDiscovery>

6.4.2 Package and Broadcast Discovery with Regionalization

Asan example, the "Package" file below corresponds to the "Providerl". For this service provider, 2 bouquets are
proposed: "Providerl Bouquetl" and "Providerl Bouquet2". The bouquet "Providerl Bouquet1" contains the channels
"Channel 2", "Channel 3" and "Channel 5". The bouquet "Providerl Bouquet2" contains the channels " Channel 7",
"Channel 8" and "Channel 9". The provider uses UDP streaming.

Furthermore, the service provider assigns Logical Channel Numbers (LCN) to services described in the SD& S records,
as presented in the following table, and also provides availability information.

Providerl Bouquetl Providerl Bouquet2
Channel2 LCN=1 Channel 7 LCN=2
Channels Channel3 LCN=3 Channel 8 LCN=4
Channel5 LCN=6 Channel 9 LCN=5

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<PackageDiscovery DomainName="providerl.com" Version="0">
<Package Id="1">
<PackageName Language="ENG">Providerl Bouquetl</PackageName>
<Services
<TextualID ServiceName="Channel2"/>
<LogicalChannelNumber="1"/>
</Services
<Services
<TextualID ServiceName="Channel3"/>
<LogicalChannelNumber="3"/>
</Services
<Services
<TextualID ServiceName="Channel5"/>
<LogicalChannelNumber="6"/>
</Services
<PackageAvailabilitys>
<CountryCode Availability="true">UK</CountryCode>
<Cell>Scotland</Cell>
<Cells>Ireland</Cell>
</PackageAvailability>
</Package>
<Package Id="2">
<PackageName Language="ENG">Providerl Bouquet2</PackageName>
<Service>
<TextualID ServiceName="Channel7"/>
<LogicalChannelNumber="2"/>
</Services
<Services>
<TextualID ServiceName="Channel8"/>
<LogicalChannelNumber="4"/>
</Services
<Services>
<TextualID ServiceName="Channel9"/>
<LogicalChannelNumber="5"/>
</Services
<PackageAvailabilitys>
<CountryCode Availability="false">UK</CountryCode>
<Cell>Scotland</Cell>
<Cells>Wales</Cell>
</PackageAvailability>
</Package>
</PackageDiscovery>
</ServiceDiscoverys
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As an example, the "Broadcast” file below corresponds to the "Providerl". We retrieve in the broadcast discovery
record the ServiceName from the package discovery record. The package record provides the logical channel number,
while the broadcast record provides the complete information on the service.

Providerl
Channel 2
Channel 3
Channel 5
Channel 7
Channel 8
Channel 9

Channels

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<BroadcastDiscovery DomainName="providerl.com" Version="0">
<ServiceList>
<ServicesDescriptionLocations>
<DescriptionLocation>bcgl</DescriptionLocations
<DescriptionLocation preferred="true"s>bcg2</DescriptionLocation>
</ServicesDescriptionLocations>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.111.1.12" Port="8208" Source="192.100.100.50"
Streaming="udp" />
</Servicelocations>
<TextualIdentifier DomainName="providerl.com" ServiceName="Channel2"/>
<DVBTriplet OrigNetId="0" ServiceId="5002" TSId="202"/>
<MaxBitrate>4000</MaxBitrates>
<ServiceAvailabilitys>
<CountryCode Availability="true">UK</CountryCode>
<Cell>Scotland</Cell>
<Cell>Ireland</Cell>
</ServiceAvailability>
<ServiceAvailabilitys>
<CountryCode Availability="true">FR</CountryCode>
</ServiceAvailability>
</SingleServices>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.111.1.13" Port="8208" Source="192.100.100.50"
Streaming="udp" />
</Servicelocations>
<Textualldentifier DomainName="providerl.com" ServiceName="Channel3"/>
<DVBTriplet OrigNetId="0" ServiceId="5003" TSId="203"/>
<MaxBitrate>4000</MaxBitrates>
<ServiceAvailabilitys>
<CountryCode Availability="true">UK</CountryCode>
<Cell>Scotland</Cell>
<Cell>Ireland</Cell>
</ServiceAvailability>
<ServiceAvailabilitys>
<CountryCode Availability="true">FR</CountryCode>
</ServiceAvailability>
</SingleService>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.111.1.15" Port="8208" Source="192.100.100.50"
Streaming="udp" />
</Servicelocations>
<Textualldentifier DomainName="providerl.com" ServiceName="Channel5"/>
<DVBTriplet OrigNetId="0" ServiceId="5005" TSId="205"/>
<MaxBitrate>4000</MaxBitrates>
<ServiceAvailabilitys>
<CountryCode Availability="true">UK</CountryCode>
<Cell>Scotland</Cell>
<Cells>Ireland</Cell>
</ServiceAvailabilitys>
<ServiceAvailabilitys>
<CountryCode Availability="true">FR</CountryCode>
</ServiceAvailability>
</SingleService>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.111.1.27" Port="8208" Source="192.100.100.50"
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Streaming="udp" />
</Servicelocation>
<TextualIldentifier DomainName="providerl.com" ServiceName="Channel7"/>
<DVBTriplet OrigNetId="0" ServiceId="5007" TSId="207"/>
<MaxBitrate>4000</MaxBitrates>
<ServiceAvailabilitys>
<CountryCode Availability="false">UK</CountryCode>
<Cell>Scotland</Cell>
<Cells>Wales</Cell>
</ServiceAvailabilitys>
</SingleService>
<SingleServices
<ServiceLocation>
<IPMulticastAddress Address="224.111.1.28" Port="8208" Source="192.100.100.50"
Streaming="udp" />
</Servicelocation>
<TextualIdentifier DomainName="providerl.com" ServiceName="Channel8"/>
<DVBTriplet OrigNetId="0" ServiceId="5008" TSId="208"/>
<MaxBitrate>4000</MaxBitrates>
<ServiceAvailabilitys
<CountryCode Availability="false">UK</CountryCodex>
<Cell>Scotland</Cell>
<Cell>Wales</Cell>
</ServiceAvailability>
</SingleService>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.111.1.29" Port="8208" Source="192.100.100.50"
Streaming="udp" />
</Servicelocations>
<TextualIdentifier DomainName="providerl.com" ServiceName="Channel9"/>
<DVBTriplet OrigNetId="0" ServiceId="5009" TSId="209"/>
<MaxBitrate>4000</MaxBitrates>
<ServiceAvailabilitys>
<CountryCode Availability="false">UK</CountryCodex>
<Cell>Scotland</Cell>
<Cell>Wales</Cells>
</ServiceAvailability>
</SingleServices>
</ServiceList>
</BroadcastDiscovery>
</ServiceDiscovery>

NOTE: The Service Availability in the broadcast record matches the Package Availability in the package record,
but can also contain more parameters, as shown with the first package and the first 3 services defined
there.

6.4.3 Package and Broadcast Discovery with Error Recovery

As an example, the "Package” file below corresponds to the "Provider2". For this service provider, only one bouquet is
proposed: "Provider2 Bouquet”. The bouquet "Provider2 Bouquet” contains the channels " Channel 15", "Channel 16",
"Channel 17" and "Channel 18". The provider uses RTP streaming and provides FEC protection for channels 15 (only
base layer) and channel 16 (base and enhancement layers), and RET protection for channels 17 and 18.

Provider2 Bouquet
Channel 15
Channel 16
Channel 17
Channel 18

Channels

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<PackageDiscovery DomainName="provider2.com" Version="0">
<Package Id="3">
<PackageName Language="ENG">Provider2 Bouquet</PackageName>
<Services>
<TextualID ServiceName="Channel 15"/>
</Services
<Services>
<TextualID ServiceName="Channel 16"/>
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</Services
<Services
<TextualID ServiceName="Channel 17"/>
</Services
<Services
<TextualID ServiceName="Channel 18"/>
</Service>
</Package>
</PackageDiscoverys>
</ServiceDiscovery>

Asan example, the "Broadcast" file below corresponds to the "Provider2".

Provider2
Channel 15
Channel 16
Channel 17
Channel 18

Channels

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<BroadcastDiscovery DomainName="provider2.com" Version="0">
<ServicelList>
<SingleServices
<ServiceLocation>
<IPMulticastAddress Address="224.222.2.15" Port="8208" Source="192.100.100.20"
Streaming="rtp" FECMaxBlockSizePackets="8" FECMaxBlockSizeTime="100">
<FECBaselayer Address="224.222.2.15" Port="8210" Source="192.100.100.20"
PayloadTypeNumber="96" MaxBitrate="300" />
</IPMulticastAddress>
</ServicelLocation>
<TextualIldentifier DomainName="provider2.com" ServiceName="Channel 15"/>
<DVBTriplet OrigNetId="0" ServiceId="6001" TSId="5"/>
<MaxBitrate>4000</MaxBitrates>
</SingleService>
<SingleServices
<ServiceLocation>
<IPMulticastAddress Address="224.222.2.16" Port="8208" Source="192.100.100.20"
Streaming="rtp" FECMaxBlockSizePackets="8" FECMaxBlockSizeTime="100"
FECOTI="MDBjMTA1MDE=">
<FECBaselLayer Address="224.222.2.16" Port="8210" Source="192.100.100.20" />
<FECEnhancementLayer Address="224.222.3.16" Port="4304"
Source="192.100.100.20" MaxBitrate="200" PayloadTypeNumber="102"
TransportProtocol="RTP-AVP" />
</IPMulticastAddress>
</Servicelocations>
<TextualIdentifier DomainName="provider2.com" ServiceName="Channel 16"/>
<DVBTriplet OrigNetId="0" ServiceId="6002" TSId="6"/>
<MaxBitrate>4000</MaxBitrates>
</SingleService>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.222.2.17" Port="8208" Source="192.100.100.20"
Streaming="rtp">
<RTPRetransmissions>
<RTCPReporting DestinationAddress="192.100.100.9" DestinationPort="65" />
</RTPRetransmission>
</IPMulticastAddress>
</Servicelocations>
<TextualIldentifier DomainName="provider2.com" ServiceName="Channel 17"/>
<DVBTriplet OrigNetId="0" ServiceId="6003" TSId="7"/>
<MaxBitrate>4000</MaxBitrates>
</SingleService>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.222.2.18" Port="8208" Source="192.100.100.20"
Streaming="rtp">
<RTPRetransmissions>
<RTCPReporting DestinationAddress="192.100.100.8" DestinationPort="54" />
</RTPRetransmission>
</IPMulticastAddress>
</ServicelLocation>
<TextualIdentifier DomainName="provider2.com" ServiceName="Channel 18"/>
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<DVBTriplet OrigNetId="0" ServiceId="6004" TSId="8"/>
<MaxBitrate>4000</MaxBitrates>
</SingleService>
</ServicelList>
</BroadcastDiscovery>
</ServiceDiscovery>

NOTE: FEC Base Layer iscompliant to SMPTE 2022-1 [4], so it isstrongly recommended that the Address
field isidentical to the Address field of the content itself, and the Port field is+2 from the Port field
of the content. Note that any other values will break compliance with SMPTE 2022-1 [4].

6.5 More Complex Examples for SD&S

This clause intends to present SD& S examples dealing with all possibilities offered by the DVB-IPTV handbook.

6.5.1 Service Provider Discovery

6.5.1.1 Service Provider Discovery with Redundant Push/Pull Locations

The aim of the following record is to advertise a broadcast discovery record several times, pointing to different
servers/multicast addresses. This alows the HNED to connect to different serversin case some of them are
momentarily not responding.

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<ServiceProviderDiscoverys>
<ServiceProvider DomainName="providerl.com" LogoURI="0" Version="0">
<Name Language="ENG">Providerl</Name>
<Description Language="ENG">Providerl ADSL TV Offer</Descriptions
// one same package offering announced several times
<Offering>
<Pull Location="packages.providerl.com/dvb/sdns/">
<PayloadId Id="5">
<Segment ID="12cf" Version="2e"/>
<Segment ID="30d2" Version="ac"/>
<Segment ID="12" Version="2"/>
</PayloadIds>
</Pull>
<Pull Location="packages.otherlocation.providerl.com/dvb/sdns/">
<PayloadId Id="5">
<Segment ID="12cf" Version="2e"/>
<Segment ID="30d2"/>
<Segment ID="12"/>
</PayloadIds>
</Pull>
<Push Address="224.1.1.5" Port="1234" Source="192.100.100.70">
<PayloadId Id="5"/>
</Push>
<Push Address="224.1.3.5" Port="5678" Source="192.100.100.70">
</Push>
<Push Address="224.1.7.5" Port="1234" Source="192.100.100.70">
<PayloadId Id="5"/>
<Segment ID="12cf" Version="2e"/>
<Segment ID="30d2"/>
<Segment ID="12"/>
</PayloadIds>
</Push>
</Offering>
// one broadcast offering announced
<Offering>
<Push Address="224.1.1.2" Port="1234" Source="192.100.100.70">
<PayloadId Id="2">
<Segment ID="12cf" Version="2e"/>
</PayloadIds>
</Push>
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys
</ServiceDiscoverys>
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In this example, the first offer is a package discovery record which is announced through 4 different possibilities, 2 pull
and 3 push. Note that:

. for the pull mode, the location of the server is different, but segments are the same since the same content is
available;

o  for the push mode, it is not mandated to announce segments; it is not even mandated to announce the payl oad
id. Inthat case, the HNED will check when receiving the header of the DVBSTP packets.

The second offer isabroadcast one; it has the same segment and version as the first offer, which is acceptable because
we talk here about a different offer.

NOTE: The Payload@ID attribute is expressed in the XML data structure in hexadecimal coded with 1 or 2
characters, whileit is coded with exactly 2 charactersin the URL of the HTTP request.
The Segment@I D attribute is expressed in the XML data structure in hexadecimal coded with 1to 4
characters, whileit is coded with exactly 4 charactersin the URL of the HTTP request.
The Segment@V ersion attribute is expressed in the XML data structure in hexadecimal coded with 1 or 2
characters, while it is coded with exactly 2 hexadecimal charactersin the URL of the HT TP request.

For example, for the first pull location:
<Pull Location="packages.providerl.com/dvb/sdns/">
<PayloadId Id="5">
<Segment ID="12cf" Version="2e"/>
<Segment ID="30d2" Version="ac"/>
<Segment ID="12" Version="2"/>
</PayloadId>
</Pull>

the HTTP requests to retrieve the segments are:
GET /dvb/sdns/service_discovery?id=providerl.com&Payload=05&Segment=12cf&Version=2e
GET /dvb/sdns/service_discovery?id=providerl.com&Payload=05&Segment=30d2&Version=ac
GET /dvb/sdns/service discovery?id=providerl.com&Payload=05&Segment=0012&Version=02

6.5.1.2 Service Provider Discovery with Complementary Push/Pull Locations

In the previous example we talked about redundancy for the announcement of the SD& S data. It consumes server
resource and bandwidth resource to do that, while a service provider may want to optimize the resources to send the
SD& S data

Let us base the following example on a broadcast offering by a service provider (other payload ids can of course be
used). We assume a service provider has 200 TV channels. If no splitting at all was performed, the offering can be
included in a unique segment sent on one multicast group. Assuming an average size of each single service XML record
of 1 k-byte, we have 200 k-bytes to send in a maximum delay of 30 seconds. This produces a bitrate of 53 kbits/sin the
SD& S multicast.

At the opposite, we can build 200 segments, each one containing the description for only one service, and assign a
different multicast group to the sending of each segment such asillustrated below. There is also the possibility to split
the HTTP server load, here 2 servers are defined, to hold odd and even segment numbers (but any split is possible, with
any number of servers).

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<ServiceProviderDiscoverys>
<ServiceProvider DomainName="providerl.com" LogoURI="0" Version="0">
<Name Language="ENG">Providerl</Name>
<Description Language="ENG">Providerl ADSL TV Offer</Descriptions
// one broadcast offering announced in several pieces
<Offering>
<Push Address="224.1.7.0" Port="1234" Source="192.100.100.70">
<PayloadId Id="2"/><Segment ID="0"/></PayloadIds>
</Push>
<Push Address="224.1.7.1" Port="1234" Source="192.100.100.70">
<PayloadId Id="2"/><Segment ID="1"/></PayloadIds>
</Push>
<Push Address="224.1.7.2" Port="1234" Source="192.100.100.70">
<PayloadId Id="2"/><Segment ID="2"/></PayloadIds>
</Push>
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<Push Address="224.1.7.198" Port="1234" Source="192.100.100.70">
<PayloadId Id="2"/><Segment ID="c6"/></PayloadId>
</Push>
<Push Address="224.1.7.199" Port="1234" Source="192.100.100.70">
<PayloadId Id="2"/><Segment ID="c7"/></PayloadId>
</Push>
<Pull Location="services0to99.providerl.com/dvb/sdns/">
<PayloadId Id="2">
<Segment ID="0"/>
<Segment ID="2"/>
<Segment ID="4"/>

<Segment ID="c4"/>
<Segment ID="c6"/>
</PayloadIds>
</Pull>
<Pull Location="servicesl00tol99.providerl.com/dvb/sdns/">
<PayloadId Id="2">
<Segment ID="1"/>
<Segment ID="3"/>
<Segment ID="5"/>

<Segment ID="c5"/>
<Segment ID="c7"/>
</PayloadIds>
</Pull>
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys>
</ServiceDiscovery>

Sending each multicast stream with a cycle time of 30 seconds makes a hitrate of only 266 bits/s for each. So the HNED
which wants to check only a few channel descriptions generates a bandwidth of only a few times these 266 hits/s.

If the HNED wants to monitor everything simultaneously, it will join all the multicast groups and receive atotal bitrate
of 52 kbits/s - the same asif only one stream was used. This can be used for example at boot time to acquire the
complete service plan. Since each stream cycles in 30 seconds, the HNED still receives the complete information in

30 seconds.

Then since SD& S updates are not frequent, the HNED might decide to listen to only one multicast group at atime. This
uses a permanent bandwidth of only 266 bits/s. Each segment is received in (maximum) 30 seconds. So at most after

30 seconds, the HNED leaves the current group and joins the next one. The total time to scan al the information is now
(maximum) 1 hour and 40 minutes.

Between the 2 extreme options - al in one segment and one service per segment with one stream per segment - the
service provider has much flexibility to find a good compromise between the use of bandwidth, the time it takes to
check updates and the number of multicast addresses used (which may be limited).

6.5.1.3 Simplest Service Provider Discovery Offer

Since the Payload element is not required for push location, the following XML table is the simplest possible one for
service provider discovery. Of course the only way for the HNED to know what is offered isto join the multicast
groups and check the payload id within the DVBSTP headers. Note that the Source field of the Push element is
optional, it was not set here.

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0org/2001/XMLSchema-instance" >
<ServiceProviderDiscoverys>
<ServiceProvider DomainName="providerl.com" LogoURI="0" Version="0">
<Name Language="ENG">Providerl</Name>
<Description Language="ENG">Providerl ADSL TV Offer</Descriptions>
<Offerings>
<Push Address="224.1.1.5" Port="1234" />
</Offering>
<Offering>
<Push Address="224.1.1.2" Port="1234" />
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys>
</ServiceDiscovery>
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6.5.2 Broadcast Offering with Multiple Multicast/RTSP Locations

It isalso possible to provide severa locations that allow access to the content. The following example presents a
complex example with several push and pull locations. There are 2 RTSP servers able to provide session management
for thislive content, one multicast stream using UDP streaming without FEC, and one multicast stream using RTP with
FEC.

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0org/2001/XMLSchema-instance" >
<BroadcastDiscovery DomainName="providerl.com" Version="0">
<ServiceList>
<SingleServices
<ServiceLocation>
<RTSPURL>rtsp://live.providerl.com/Channel2.mpg</RTSPURL>
<IPMulticastAddress Address="224.111.1.12" Port="8208" Source="192.100.100.50"
Streaming="udp" />
<IPMulticastAddress Address="224.111.1.22" Port="4302"
Streaming="rtp" FECMaxBlockSizePackets="8" FECMaxBlockSizeTime="100">
<FECBaselLayer Address="224.111.1.22 Port="4304" Source="192.100.100.50" />
</IPMulticastAddresss>
<RTSPURL>rtsp://live.proxy.providerl.com/Channel2.mpg</RTSPURL>
</ServiceLocations>
<TextualIdentifier DomainName="providerl.com" ServiceName="Channel2"/>
<DVBTriplet OrigNetId="0" ServiceId="5002" TSId="202"/>
<MaxBitrate>4000</MaxBitrates>
</SingleService>
</ServiceList>
</BroadcastDiscovery>
</ServiceDiscoverys

NOTE: The order of service locations is not important, therefore there is no preference or default location
implied.

6.5.3  Single Big Push Discovery

Since DVBSTP has al information in the header of the packet to discriminate payload ids and segments, it is possible
for aservice provider to provide al the SD& S data on one single multicast address. The following XML tables are an
example of such a system.

The entry point provides the multicast address 224.1.1.1 to discover the Service Provider Discovery record. Thisrecord
isasfollows:

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0org/2001/XMLSchema-instance" >
<ServiceProviderDiscoverys>
<ServiceProvider DomainName="providerl.com" LogoURI="0" Version="0">
<Name Language="ENG">Providerl</Name>
<Description Language="ENG">Providerl ADSL TV Offer</Descriptions
<Offerings>
<Push Address="224.1.1.1" Port="1234" />
</Offering>
<Offerings>
<Push Address="224.1.1.1" Port="1234" />
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys
</ServiceDiscovery>

Let us say that the first offering is a package record, and the second one is a broadcast record.

The multicast group 224.1.1.1 is carrying three different payload ids data: the service provider discovery record (1), the
broadcast record (2) and the package record (5). Each payload id can have several segments.

The HNED will perform the parsing of payload ids and segment thanks to the DVBSTP header.
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6.5.4 Multiple Coding Formats

The SD& S data structure can provide audio and video formats used by the service. When a service provider isableto
present the same service using severa different formats (size, coding, etc.), it has to advertise several servicesin the
service list.

The following example shows the case of one service being available in SD and HD formats.

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<BroadcastDiscovery DomainName="providerl.com" Version="0">
<ServiceList>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.111.1.12" Port="8208" Source="192.100.100.50"
Streaming="udp" />
</Servicelocations>
<TextualIdentifier DomainName="providerl.com" ServiceName="Channel-1 SD"/>
<DVBTriplet OrigNetId="0" ServiceId="5002" TSId="202"/>
<MaxBitrate>4000</MaxBitrates>
<SI ServiceType="01" PrimarySISource="XML">
<Name Language="ENG">Channel 1 - SD</Name>
<Name Language="FRA">Canal 1 - SD</Name>
<Description Language="ENG">This is the channel 1 in SD</Descriptions
<Description Language="FRA">Ceci est le canal 1 en SD</Descriptions
</SI>
<AudioAttributes>
<Coding href="urn:mpeg:mpeg7:cs:AudioCodingFormatCS:2001:3.2">
<Name>MPEG-1 Audio Layer II</Names>
</Coding>
<NumOfChannels>2</NumOfChannels>
</AudioAttributess>
<VideoAttributes>
<Coding href="urn:mpeg:mpeg7:cs:VisualCodingFormatCS:2001:2.2.2">
<Name>MPEG-2 Video Main Profile @ Main Level</Names>
</Coding>
</VideoAttributess>
</SingleServices>
<SingleServices
<ServicelLocations>
<IPMulticastAddress Address="224.111.1.13" Port="8208" Source="192.100.100.50"
Streaming="udp" />
</Servicelocations>
<Textualldentifier DomainName="providerl.com" ServiceName="Channel-1 HD"/>
<DVBTriplet OrigNetId="0" ServiceId="5002" TSId="203"/>
<MaxBitrate>10000</MaxBitrate>
<SI ServiceType="19" PrimarySISource="XML">
<Name Language="ENG">Channel 1 - HD</Name>
<Name Language="FRA">Canal 1 - HD</Name>
<Description Language="ENG">This is the channel 1 in HD</Descriptions>
<Description Language="FRA">Ceci est le canal 1 en HD</Descriptions
</SI>
<AudioAttributess>
<Coding href="urn:dvb:metadata:cs:AudioCodecCS:2007:1.2.2">
<Name>MPEG-4 High Efficency Advanced Audio Profile @ Level 2</Namex>
</Coding>
<NumOfChannels>2</NumOfChannels>
</AudioAttributess>
<VideoAttributes>
<Coding href="urn:dvb:metadata:cs:VideoCodecCS:2007:1.4.12">
<Name>H264 High Profile @ Level 4.0</Name>
</Coding>
</VideoAttributess>
</SingleService>
</ServiceList>
</BroadcastDiscoverys>
</ServiceDiscovery>
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6.6 Regionalization and Logical Channel Numbers (LCN)

A HNED has used the SD& S mechanism to discover the available service providers and servicesin the IPTV network.
The service provider assigns Logical Channel Numbers (LCN) to services described in the SD& Srecords. The LCN
defines the service provider's preferred ordering of the available servicesin the HNED channel list. The LCN isa
number associated with every service, alowing the presentation of the service and its selection.

In this example al regional Channel2 services are listed contiguously, but they al use the same channel number since
they are not supposed to exist simultaneously.

LCN Channel Regional Availability Regional Availability
(Cell 1) (Cell 2)
1 Channel2 regionl true false
1 Channel2 region2 false true
1 Channel2 region3 false false
1 Channel2 region4 false false
2 Channel3 true true
3 Channel5 true true

InCell 1.

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadataipi::iptv:sdns:2006:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<PackageDiscovery DomainName="providerl.com" Version="0">
<Package Id="1">
<PackageName Language="ENG">Providerl Bouquetl</PackageName>
<Service>
<TextualID ServiceName="Channel2 regionl"/>
<LogicalChannelNumber=1/>
</Services>
<Service>
<TextualID ServiceName="Channel3"/>
<LogicalChannelNumber=2/>
</Services>
<Service>
<TextualID ServiceName="Channel5"/>
<LogicalChannelNumber=3/>
</Services>
</Package>
</PackageDiscovery>
</ServiceDiscoverys>

InCell 2:

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadataipi::iptv:sdns:2006:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<PackageDiscovery DomainName="providerl.com" Version="0">
<Package Id="1">
<PackageName Language="ENG">Providerl Bouquetl</PackageName>
<Services
<TextualID ServiceName="Channel2 region2"/>
<LogicalChannelNumber=1/>
</Services>
<Services
<TextualID ServiceName="Channel3"/>
<LogicalChannelNumber=2/>
</Services>
<Services
<TextualID ServiceName="Channel5"/>
<LogicalChannelNumber=3/>
</Services
</Package>
</PackageDiscoverys>
</ServiceDiscoverys>

ETSI




32 ETSI TS 102 542-1 V1.3.2 (2011-05)

6.7 RMS-FUS Announcement Discovery

A Service Provider may use an SD& Srecord carried over DVBSTP transport and identified by PayloadlD = 0x08 to
deliver information about the firmware update server (FUS) and the remote management service.

For any RMS-FUS SD& S record the segmentld must have a value other than "0". In order to compact the payload for
these messages during carriage GZIP may be used.

There may be asingle RMS-FUS SD& S record leading to an appropriate entry point in the FUS multicast
announcement structure or multiple RMS-FUS SD& S records carrying information for different CPEs. Further
navigation may be necessary within the FUS multicast announcement structure.

The detailed description of how the information carried using this method of delivery can be used to used is contained
in TS 102 824 [3] and in Part 4 of this multi-part deliverable[i.g].

The description of the FUS may include:
. itsidentity;
e themulticast and unicast addresses of the announcement services,
. the query/response channel (QRC) supported by that FUS.

The RMS may be described in terms of itsidentity and the URI of the management channel (interface 9 of the
RMS-FUSogica architecture shownin TS 102 824 [3].

Some examples based on the schema described in TS 102 034 [1] are given below.

In this example an FUS named "Echostar_FUS 3" isidentified offering connection information using multicast to the
announcement service, carried over DVBSTP, and the location of the QRC for that FUS. This record is intended to
support an unmanaged CPE so no RM S is described.

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<RMSFUSDiscovery Version="0">
<FUSProvider LogoURI="http://10.1.1.34/LogoFUS.jpg">
<FUSName Language="ENG">Echostar FUS_ 3</FUSName>
<FUSID>1234</FUSID>
<Description Language="ENG">FUS for Echostar IPTV</Descriptions>
<FUSAnnouncement >
<FUSAnnouncementDescriptions
Update to add improved menu features
</FUSAnnouncementDescriptions>
<MulticastAnnouncementAddress Address="224.122.2.23" Port="4321"
Protocol="2 DVBSTP"/>
<QRCLocation>http://example.fus.dvb.org:8080/QRC</QRCLocation>
<FUSUnicastAnnouncement>http://example.fus.dvb.org/UCFUS</FUSUnicastAnnouncement >
</FUSAnnouncement >
</FUSProviders>
</RMSFUSDiscoverys>
</ServiceDiscoverys>

In this example the multicast address provided must lead into the announcement system at alevel only for CPES
covered by the description at the entry point identified, e.g. in the example the announcements should only describe
firmware updates for CPEs maintained by the FUS. Also further navigation through the announcement system may be
needed to identify the actual firmware update for the CPE.

The provision of the QRC location allows the CPE to provide sufficient information over the unicast channel to the FUS
for the FUS to provide the location information for the available firmware updates, but this can only be done based on
comparisons of the information provided by the CPE with the metadata provided by the manufacturer. A more complete
description of the use of the QRC is given in Part 4 of this present document.

In the next example the record describes an RMS("echo_rms_ru1"), no FUS information is required because that is
managed through the RM S, with the connection being made over the management channel. It is assumed that the CPE
will contact the RM S which will provide the information to acquire the firmware update file to the CPE.
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<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<RMSFUSDiscovery Version="5">
<RMSProvider RMSLocation="http://example.rms.dvb.org:7547">
<RMSName Language="ENG">Echo_ RMS_EUl</RMSName>
<RMSID>1234</RMSID>
<Description Language="ENG">RMS serving Echostar IPTV</Descriptions
</RMSProviders>
</RMSFUSDiscoverys>
</ServiceDiscoverys

Both FUS and RM S information can be provided if desired, as in the example below. Note that the FUS and RMS are
identified as different entities implying that they are physically separated as shown in the RMS-FUS architecture but
they could be co-located in the same device.

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<RMSFUSDiscovery Version="0">
<FUSProvider LogoURI="http://10.1.1.34/LogoFUS.jpg">
<FUSName Language="ENG">Echostar FUS_3</FUSName>
<FUSID>1234</FUSID>
<Description Language="ENG">FUS for Echostar IPTV</Descriptions>
<FUSAnnouncement >
<FUSAnnouncementDescription>
Update to add improved menu features
</FUSAnnouncementDescriptions>
<MulticastAnnouncementAddress Address="224.122.2.23" Port="4321"
Protocol="2 DVBSTP"/>
<QRCLocations>http://example.fus.dvb.org:8080/QRC</QRCLocation>
<FUSUnicastAnnouncement>http://example.fus.dvb.org/UCFUS</FUSUnicastAnnouncement >
</FUSAnnouncement >
</FUSProviders>
<RMSProvider RMSLocation="http://example.rms.dvb.org:7547">
<RMSName Language="ENG">Echo_ RMS_EUl</RMSName>
<RMSID>1234</RMSID>
<Description Language="ENG">RMS serving Echostar IPTV</Descriptions
</RMSProviders>
</RMSFUSDiscoverys>
</ServiceDiscoverys

6.8 Versioning and Update Signalling

TS 102 034 [1], clause 5.4.3 contains information on signalling changesin SD& S. The subsequent clause provides
additional guidance and examples.

6.8.1 Location of Version Information

There are several |ocations where version numbers are provided in the SD& S mechanism. The list is numbered to
reference the locations in the text afterwards.

1) AvVersion attributeispresent at theroot level of the ServiceDiscovery XML element ([1],
clause C.1.5).

2) AvVersion atributeispresentinthe0f feringBase XML element ([1], clause C.1.4.24). This
OfferingBase eement isinherited by all Discovery records (Broadcast record, BCG record ...).

3) A Version dtributeis present at the ServiceProvider level in the Service Provider Discovery record
(ServiceProviderType XML eement, [1], clause C.1.3.39) and at the BCG level in the BCG Discovery
record (BCGOffering XML eement, [1], clause 1.4.1).

4) Aversion attributeispresentinthe segment element used inthe PayloadList ([1], clause C.1.3.29) of
a Service Provider discovery record and BCG discovery record.

5) A Segment Version fieldispresent in the header of the DVBSTP packet ([1], clause 5.4.1.1).
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6.8.2 Example using the BCG Discovery Record

To show al Versions fields, we will use here an example with a BCG Discovery record. This example is quite complex
on purpose. The BCG Discovery record is presented sinceit isthe only one that is able to carry al Versionsfields. All
other records miss one Version field: the Service Provider Discovery record carries (3) but not (2), all other Offering
records carry (2) but not (3).

In this example, we present at first the Service Provider Discovery record that points to the BCG Discovery record. For
the latter, DVBSTP transport is assumed, and while al version fields are set, some are optional and may be missing in
real deployments. They are provided here as an example with all possible version fields present, since the DVB-IPTV
handbook [1] does not forbid putting those Version fields.

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi=http://www.w3.0rg/2001/XMLSchema-instance Version 1
<ServiceProviderDiscoverys>
<ServiceProvider DomainName="providerl.com" LogoURI="0" Version 3
<Name Language="ENG">Providerl</Name>
<Description Language="ENG">Providerl ADSL TV Offer</Descriptions>
<Offerings>
<Push Address="224.22.23.24" Port="1234" Source="67.89.01.23">
<PayloadId Id="6">
<Segment ID="13" Version= 4
</PayloadIds>
</Push>
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys>
</ServiceDiscovery>

DVBSTP header

B T T e e e e e e S e e i ks s o s
|Ver |Resrv|Enc|C| Total Segment Size

e e e o I Tt e e e e e e

| Payload ID= 6 | Segment ID = 13 |SegVersion 5
B e e e T T et et s T e e B e e e st T +

| section_Number | Last Section Number  |Compr|O0|HDR_LEN|

B e e e e e e e e e e e e e e e e e e e e e e e e e e e e e S
XML Document (DVBSTP payload)

<?xml version="1.0" encoding="UTF-8"?>
<Servicevery xmlns="urn:dvb:ipisdns:2006" xmlns:xsi=http://www.w3.0rg/2001/XMLSchema-instance

Versions= 1
<BCGD Overy DomainName="ppesiderl.com" Version: 2
<BCG Id="bcgl" Version 3
<Name Language="eng™sk¥bviderl BCGl</Name>

<TransportMode>
<HTTP Location="bcgl.providerl.com/dvb/sdns/">

<PayloadId Id="al">
<Segment ID="7b" Version 4
<Segment ID="4d5" Version= "/>

<Segment ID="1" Version="2"/>
</PayloadIds>
<PayloadId Id="a2">
<Segment ID="0" Version="4"/>
</PayloadIds>
</HTTP>
</TransportMode>
<TargetProviders>sport.providerl.com</TargetProviders>
</BCG>
<BCG Id="bcg2" Version="8">
<Name Language="eng">Providerl BCG2</Name>
<TransportMode>
<DVBSTP Port="5512" Address="224.235.32.4">
<PayloadId Id="al">
<Segment ID="7" Version="6"/>
</DVBSTP>
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</TransportMode>
<TargetProviders>news.providerl.com</TargetProviders>
</BCG>

</BCGDiscovery>
<BCGDiscovery DomainName:"pderl.com" Version 2
3

<BCG Id="bcg3" Version
<Name Language="eng™sk¥bOviderl BCG3</Name>
<TransportMode>
<HTTP Location="bcg3.providerl.com/dvb/sdns/">

<PayloadId Id="al">
<Segment ID="11" Version 4
</PayloadIds>
</HTTP>
</TransportMode>
<TargetProviders>movies.provider2.com</TargetProviders>
</BCG>
</BCGDiscovery>
</ServiceDiscovery>

6.8.3 Carriage of version numbers

Where the version numbers are carried depends on the transport protocol used to deliver the SD& S segments. The
numbers in parenthesis refer to the numbered list above.

e  Theversion of a Service Provider (3) shall be aways present. The version of aBCG (3) is optional in the
DVB-IPTV handbook, but this Guidelines document strongly recommends that it is always present, in the
same way the Service Provider oneis.

. If asegment isdelivered using HTTP (pull mode):
- The version field at the root of the XML document (1) shall be present.

- When the record is an Offering record (based on the OfferingBase XML element), the version field of
the OfferingBase (2) shall be present.

. If asegment isdelivered using DVBSTP (push mode), i.e. IP multicast:
- The version field is present in the DVBSTP header (5) of the segment.

- It isrecommended that the version attributes (1) and (2) are not used. If it is present (1) shall be equal to
5.

. The version number (4) of a Service Discovery information segment can optionally be signalled in the segment
list that is contained in the ServiceProvider record, whether it isfor HTTP or for DVBSTP. In the same way
the version of aBCG container can be signalled viathe BCG Discovery record.

e  AsaBCG container does not contain its version number the version field it is strongly recommended that (4)
is present for HTTP signalling of BCG containers.

6.8.4 Update Detection

The update of a SD& Srecord is signalled using the version numbers. The update mechanism can be summarized by the
following logic:

e  Anychangeinan SD&S XML element increases the version of the corresponding record:
- this change will increase the version attribute of the ServiceProvider or BCG level (3);

- this change will increase the version attribute of the XML record (2) when thisfield is present
(e0. ServiceDicsovery.BroadcastDiscovery@Version for BroadcastDiscovery records).

. Consequently, this change will also increase the Version attribute of the root level of the record (1), when
thisfield is present (i.e. the ServiceDiscovery@Version);
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Consequently, this change will also increase the Segment Version field of the DVBSTP packet header (5)
when the record is transported in push mode. It will also increase the Version field of the PayloadList
XML element (4), when thisfield is present.

Consequently, if this change is within an offering record (not the ServiceProviderDiscovery record),
it means that the offering has changed, and this hasto be reflected inthe ServiceProviderDiscovery
record where the offering records belongs to by increasing its version. Thusthe
ServiceProvider@Version (3) will beincreased. Thisis done whether (4) is present or not, since the
offering has changed;

Conseguently, the Version attribute of the XML segment carrying the ServiceProviderDiscovery
(1) record will also be increased when thisfield is present (when delivered in pull mode). When sent in push
mode, the Segment Version field of the DVBSTP packet header (5) will be increased.

Asasummary, the following figures present the change chain of versioning. Changes are the squares in the records;
arrows mean that the impact is to increase the version number pointed out by the arrow, in a sequential way. Different
colours are used for different examples. The first figureis for the push mode viaDVBSTP.

Figure 6.1 presents an initial state of the records, with all version fields present.

+

|
+
|
N

DVBSTP header

B e e e e et et et ek R R RN
|Ver |Resrv|Enc|C]|

B e e
|ver |Resrv|Enc|C]| Total_Segment_Size |
B e S T et i e e e
Payload ID= 2 | Segment ID= 12cf | segVersion= 2

Total_Segment_Size

e e e et e

Payload ID= 1 | Segment ID=

.
|
+
|

|SegVersion= 9

Bt e T e

Section_Number

| Last Section Number

| Compr | 0 |HDR_LEN |

B e ke et S e

;
\

.
\

.

B e e T T

Section Number

| Last Section Number

| Compr | 0 |HDR_LEN |

B e e T

<ServiceDiscovery>
<BroadcastDiscovery Version="2">
<ServiceList>

BroadcastOffering

ServiceProviderDiscovery record > sSingleservices
<ServiceLocation> Record
<ServiceDiscovery Version="9"> <RTSPURL 1
<ServiceProviderDiscoverys </ServiceLocation> First Segment
<ServiceProvider Version="7"> </SingleServices>

<Name </ServiceList>

<Description </BroadcastDiscovery>

<Offering> </ServiceDiscoverys>

<Pull

<PayloadId Id="2">

<Segment ID="12cf" Version="2"/>
<Segment ID="30d2" Version="3"/>

</PayloadIds>
</Pull>
</Offering>
</ServiceProviders
</ServiceProviderDiscoverys>
<ServiceProviderDiscovery>
<ServiceProvider Version="2">
<Name
<Description
<Offering>
<Push
</Offering>
</ServiceProviders
</ServiceProviderDiscoverys>
</ServiceDiscoverys>

Figure 6.1: Initial state of the records with all version fields
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When some changes occurred, those records become.

DVBSTP header

e e e e e ot Tt N
| Ver |Resrv|Enc|C| Total_Segment_Size |
B e e e e Tt et et Sk R SN R R
| Payload ID= 1 | Segment ID= | SegVersion=_10

B e e e e et e S S
| Section Number | Last Section Number | comy
ke e S

ServiceProviderDiscover

<ServiceDiscovery Version="al

++
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</PayloadId>
</Pulls>
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys>
<ServiceProviderDiscovery>

owidey Versiop="3">
<Name

change<

<Offering>
<Push
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys>
</ServiceDiscovery>
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B e Y
|Ver |Resrv|Enc|C| Total_ Segment_Size

B e e e T et e et e e e Y
Payload ID= 2 | Segment ID= 12cf |segVersiongy 3 |

e e o e o e et e o e D il Nt
| section_ Number | Last Section Number | T |0|HDR_LEN|
e e e o

<ServiceDiscovery>

<BroadcastDiscovery Versions
<ServiceList>

<SingleSerye

BroadcastOffering
Record
First segment

</SingleServices>

</ServiceList>
</BroadcastDiscoverys>

</ServiceDiscoverys>

Figure 6.2: State of the records with all version fields after changes

It isimportant to note that the DVB-IPTV handbook [1] does not provide any strict rule on the version increase
mechanism itself. In the previous example, several changes occurred and though the version is only increased by one.

Thisisaservice provider choice whether the versions are increased at each change, or if the versions are increased by a

group of changes, in which case the frequency of increase actionsis also a service provider implementation choice.

Figures 6.3 and 6.4 show the same records, but with only mandatory version fields. When delivered with DVBSTP.

DVBSTP headers

B e e e T e

|ver |Resrv|Enc|C| Total_Segment_Size

B et T e T e

| Payload ID= 1 | Segment ID= |segversion= 10

| Section_Number | Last Section Number
e o T R I ek kTt et ot ok T TR

ServiceProviderDiscovery record

<ServiceDiscoverys>
<ServiceProviderDiscoverys>
<ServiceProvider Version="8">

okt
|Ver|Resrv|Enc|C|

+

\
+
\
;

e
Payload ID= 2 | Segment ID= l2ce

Section_Number
R

B e e e el B e e e g
Total_Segment_Size |
B e it e e i e e Bt e S
|segVersion= 3 |

| Last Section Number
B ik e e e e T L

BroadcastOffering Record

<Name ...
<Description ... ++
<Offering>
<Pull ...
<PayloadId Id="2"> /
<Segment ID="12cf" Vegfrsion="3"
<Segment ID="30d2" Jersion="3"/>
</PayloadIds>
</Pulls
</Offering>

</ServiceProviders
</ServiceProviderDiscoverys>
<ServiceProviderDiscoverys>
2 T der Versiong

e LS

<Offering>
<Push ...
</Offering>
</ServiceProvider>
</ServiceProviderDiscoverys>
</ServiceDiscoverys>

A 4

<ServiceDiscovery>
<BroadcastDiscovery>
<ServiceList>
<SingleService>

</SingleService>
</ServiceLists>
</BroadcastDiscovery>

</ServiceDiscoverys>

Figure 6.3: Records with only mandatory version fields with DVBSTP transport
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And when HTTP is used, there is no DVBSTP header anymore.

ServiceProviderDiscovery record BroadcastOffering Record
<ServiceDiscovery Version="a"
<ServiceProviderDiscover: i\§t+ <ServiceDiscovery>
<ServiceProvider Versjon="8"> <BroadcastDiscovery Versiopa"3">
<Name <ServiceListx
<Description 4+ ~ - eServices> ++
<Offerings> ” =TUTTENOTE T
<Pull /
<PayloadId IM="2"> L — = </ ServitTeroractons
<Segment \ID="12cf" Version:”B”fs—‘—— </SingleServices>
<Segment {D="30d2" Version="3"/> </ServicelList>
</PayloadIds> </BroadcastDiscovery>
</Pull> </ServiceDiscoverys>
</Offering> ++

</ServiceProviders
</ServiceProviderDiscovery>

<Offering>
<Push
</Offering>
</ServiceProviders>
</ServiceProviderDiscoverys>
</ServiceDiscovery>

Figure 6.4: Records with only mandatory version fields with HTTP transport

7 Connection to the Content

At this step, the HNED has collected the XML files that contains the content description (SD& S or BCG structures).
The HNED can then connect to the content. Thiswill involve different mechanisms whether the content islive
broadcast or on-demand.

7.1 Connection to Live Content

Live content istypically described using SD& S metadata, but it can also be exposed using BCG metadata.

7.1.1 Connection possibilities
A Live TV service may be accessed by an individual HNED in the following ways:

. Using Internet Group Management Protocol (IGM P):
In this case, the HNED has collected a Multicast | P address for thisLive TV service. To display thisLive TV
channel, the HNED sends an IGMP Report request to this Multicast IP address in order to subscribe to this
multicast group. Multicast Content Services use IGMP version 3 with Source Specific Multicast. This alows
significant scalability and implementers should note that the previous version of IGMP is not allowed (see
clause 7.3 for details).

. Using Real Time Streaming Protocol (RTSP):
In this case, the HNED has collected a RTSP URL for thisLive TV service. ThisRTSP URL givesall the
information necessary to issue the appropriate RTSP method. Parameters required for the | GM P message will
be acquired viathe SETUP method from RTSP.
7.1.2 Live Content exposed with SD&S

Within SD&S, the Multicast | P address is exposed thanks to the " SingleService. Servicel ocation.| PM ulticastAddress®
XML element, with an optional "Source" attribute in case of source filtering.

In case of RTSP, the URL is exposed thanks to the " SingleService.ServicelL ocation.RTSPURL" XML element.

For an example of a"Package" file and a"Broadcast” file, see clause 6.4.
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7.2 Void

7.3 Multicast Connection Management

The DVB-IPTV handbook mandates IGMPv3 (RFC 3376 [i.5]) for the IPI-1 interface. What does it mean?

7.3.1 IGMPV1
IGMPv1 (RFC 1112 [i.6]) defines the following message:

0 1 2 3
012345678901234567890123456789°01
e e e ot et e e O ok T et et ek ek
|Version| Type | Unused | Checksum
B T e s T Tt s T e e e i ks T et SR S B
| Group Address
e e ok o T e e O ot T et et et ek e

+—+ —+

The 2 messages types (Type) are:
. Host Membership Query, value=1.
. Host Membership Report, value=2.
Asversionis 1, this givesfor the first octet:
o Host Membership Query, value=0x11.
. Host Membership Report, value=0x12.

The Unused fidld is set to zeroes.

7.3.2 IGMPV2
IGMPv2 defines the following message:

0 1 2 3
01234567890123456789012345¢6789°01

e e e o e e e kot T et ek ek R e
| Type | Max Resp Time | Checksum

B T e s T Tt s T e e e i ks T et SR S B
| Group Address

e e ok o T e e O ot T et et et ek e

+—+ —+

The message Types values are:
. 0x11: Membership Query (General Query or Specific Query).
. 0x16: v2 Membership Report. The IP packet is sent to eh specific multicast address.
. 0x17: Leave Group. The IP packet is sent to the all routers group (224.0.0.2).

TheMax Resp Time field reflects the maximum time before sending aresponse for the host; this allows managing
timersin amore efficient way.
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7.3.3 IGMPvV3
IGMPv3 defines the following Membership Query message:

0 1 2 3
01234567890123456789012345¢6789°01
B e T e e e Tt i i et et e S e Tk ik Tt ik T T T 5

| Type = 0x11 | Max Resp Code | Checksum

e e e o o Tt e e e o ok ot o et kSR ey
| Group Address

e e o e et e e e e Tt It Tt e s
| Resv |S| QRV | QQIC | Number of Sources (N)

B ek T e T e et it ik it e e e e e e ik s i T o e 5
| Source Address [1]

+- -+
\ Source Address [2]

+- -+

+- -+
\ Source Address [N]
B e e e e i e e e e T e e e e e e e e e e e e e el e ks el e S
TheMax Resp Code fiddisquite equivaent tothev2 Max Resp Time, with possibilitiesfor more complex
values.

7.3.4 Impact is on the HNED

In IGMPv3 (RFC 3376 [i.5]), clause 7.2.1 says: "In order to be compatible with older version routers, IGMPv3 hosts
MUST operatein version 1 and version 2 compatibility modes®. So having a DVB-IPTV compliant HNED means that
it follows the IGMPv3 spec, meaning that it must conform to this statement.

The detection of which version of IGMP runs on the router is done by looking at the Query message received:
o IGMPv1 Query: length = 8 octets AND Max Resp Code field is zero.
. IGMPv2 Query: length = 8 octets AND Max Resp Code field is non-zero.
o IGMPv3 Query: length > 12 octets.

Thusit is possible that the HNED be connected to network with previous versions of IGMP, though such a
configuration would not take advantage of |GM Pv3 enhancement.

7.4 RTSP Connection Management

7.4.1 RTSP with SD&S

This clause will present call flows for RTSP session management as announced from the SD& S metadata. The first
example will be the simplest one, with only one RTSP address. The second example will involve FEC and RET flows
that also need their own RTSP sessions.
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7411 RTSP Session with one media flow

The following service is announced via SD& S:

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<BroadcastDiscovery DomainName="providerl.com" Version="0">
<ServicelList>
<SingleServices
[...]
</SingleService>
<SingleServices
<ServiceLocation>
<IPMulticastAddress Address="224.111.1.12" Port="8208" Source="192.100.100.50"
Streaming="udp" />
<RTSPURL>rtsp://live.providerl.com/Channel2.mpg</RTSPURL>
</Servicelocation>
<TextualIdentifier DomainName="providerl.com" ServiceName="Channel2"/>
<DVBTriplet OrigNetId="0" ServiceId="5002" TSId="202"/>
<MaxBitrate>4000</MaxBitrates>
</SingleService>
<SingleServices
[...]
</SingleService>
</ServiceList>
</BroadcastDiscoverys>
</ServiceDiscovery>

NOTE 1: the operator can announce IP multicast concurrently with RTSP URL. This can be useful for examplein
the case of park upgrade where some old HNEDs cannot use RTSP while the new HNEDs use preferably
RTSP.

The following shows an example of message exchange between the HNED and the RTSP server. At first, the HNED
may send a RTSP DESCRIBE to retrieve information about the service.

DESCRIBE rtsp://live.providerl.com/Channel2.mpg RTSP/1.0
CSeqg: 1
Accept: text/xml

The DESCRIBE response from the server includes an XML structure that isin fact the Broadcast Offering for this
service.

RTSP/1.0 200 OK

Cseq: 1

Content-length: 1306
Content-Type: text/xml
Content-Encoding: UTF-8

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<BroadcastDiscovery DomainName="providerl.com" Version="0">
<ServiceList>
<SingleServices
<ServiceLocation>
<IPMulticastAddress Address="224.111.5.44" Port="5502" Source="192.100.100.70"
Streaming="udp" />
</ServicelLocations>
<TextualIdentifier DomainName="providerl.com" ServiceName="Channel2"/>
<DVBTriplet OrigNetId="0" ServiceId="5002" TSId="202"/>
<MaxBitrate>4000</MaxBitrates>
<SI ServiceType="01" PrimarySISource="XML">
<Name Language="ENG">Channel 2 - SD</Name>
<Name Language="FRA">Canal 2 - SD</Name>
<Description Language="ENG">This is the channel 2 in SD</Descriptions
<Description Language="FRA">Ceci est le canal 2 en SD</Descriptions
</SI>
<AudioAttributes>
<Coding href="urn:mpeg:mpeg7:cs:AudioCodingFormatCS:2001:3.2">
<Name>MPEG-1 Audio Layer II</Names>
</Coding>
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<NumOfChannels>2</NumOfChannels>

</AudioAttributess>

<VideoAttributes>
<Coding href="urn:mpeg:mpeg7:cs:VisualCodingFormatCS:2001:2.2.2">

<Name>MPEG-2 Video Main Profile @ Main Level</Name>

</Coding>

</VideoAttributess>

</SingleService>
</ServiceList>
</BroadcastDiscovery>
</ServiceDiscovery>

NOTE 2: Inthisexample, the multicast address retrieved from the RTSP DESCRIBE is not the same as the one
originally announced within the Broadcast Offering. Of course it can also be the same.

The HNED perform a SETUP for this service. In this example, only one SETUP is necessary since only one RTSP URL
is exposed and only one media flow is sent on the network (the MPEG2-TS stream).

SETUP rtsp://live.providerl.com/Channel2.mpg RTSP/1.0
CSeq: 2
Transport: RTP/AVP;multicast;destination=224.111.5.44;source=192.100.100.70;port=5502-5503

RTSP/1.0 200 OK

Cseq: 2

Session: 12345678;timeout=60

Transport: RTP/AVP;multicast;destination=224.111.5.44;source=192.100.100.70;port=5502-5503

NOTE 3: In case there are multiple multicast addresses available for the service, the HNED can put several
Transport headersin the SETUP request, in which case the server will answer with only one Transport
header in the SETUP response, indicating the multicast address to be used by the HNED.

Then the HNED sendsthe PLAY message to the server. In case of multicast, this does not perform the connection to the
service, the IGMP Join message will do so. Thisinformsthe RTSP server that this HNED is connecting to this service.
This can also inform intermediate devices of this connection.

PLAY rtsp://live.providerl.com/Channel2.mpg RTSP/1.0
Cseq: 3
Session: 12345678

RTSP/1.0 200 OK

Cseq: 3

Session: 12345678

RTP-Info: url= rtsp://live.providerl.com/Channel2.mpg;seq=11223344;rtptime=10203040

7.4.1.2 RTSP Sessions with multiple media flows

The following service is announced via SD&S. In this example, we use a minimal SD& S announce, al the information
will be carried within the response to the DESCRIBE message.

<?xml version="1.0" encoding="UTF-8"7?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<BroadcastDiscovery DomainName="providerl.com" Version="0">
<ServicelList>
<SingleServices
[...]
</SingleService>
<SingleService>
<ServicelLocations>
<RTSPURL>
rtsp://live.providerl.com/Channel?2
</RTSPURL>
</Servicelocation>
<Textualldentifier DomainName="providerl.com" ServiceName="Channel2"/>
<DVBTriplet OrigNetId="0" ServiceId="5002" TSId="202"/>
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<MaxBitrate>4000</MaxBitrates>

</SingleService>

<SingleServices
[...]

</SingleService>

</ServiceList>
</BroadcastDiscoverys>
</ServiceDiscoverys

The following shows an example of message exchange between the HNED and the RTSP server. At first, the HNED
may send a RTSP DESCRIBE to retrieve information about the service.

DESCRIBE rtsp://live.providerl.com/Channel2 RTSP/1.0
CSeqg: 1
Accept: text/xml

The DESCRIBE response from the server includes an XML structure that isin fact the Broadcast Offering for this
service.

RTSP/1.0 200 OK

Cseq: 1

Content-length: 1847
Content-Type: text/xml
Content-Encoding: UTF-8

<?xml version="1.0" encoding="UTF-8"?>
<ServiceDiscovery xmlns="urn:dvb:metadata:iptv:sdns:2008-1"
xmlns:xsi="http://www.w3.0rg/2001/XMLSchema-instance" >
<BroadcastDiscovery DomainName="providerl.com" Version="0">
<ServicelList>
<SingleServices
<ServiceLocation>
<IPMulticastAddress Address="224.222.2.16" Port="8208" Source="192.100.100.20"
Streaming="rtp" FECMaxBlockSizePackets="8" FECMaxBlockSizeTime="100"
FECOTI="MDBjMTA1MDE=">
<FECBaseLayer Address="224.222.2.16" Port="8210"
Source="192.100.100.20" MaxBitrate="200"
RTSPControlURL="rtsp://live.providerl.com/Channel2?FecBase" />
<FECEnhancementLayer Address="224.222.3.16" Port="4304"
Source="192.100.100.20" MaxBitrate="200"
RTSPControlURL="rtsp://live.providerl.com/Channel2?FecEnhancement" />
</IPMulticastAddresss>
<RTSPURL RTSPControlURL="rtsp://live.providerl.com/Channel2?Media" >
rtsp://live.providerl.com/Channel?2
</RTSPURL>
</Servicelocation>
<TextualIldentifier DomainName="providerl.com" ServiceName="Channel2"/>
<DVBTriplet OrigNetId="0" ServiceId="5002" TSId="202"/>
<MaxBitrate>4000</MaxBitrates>
<SI ServiceType="01l PrimarySISource="XML">
<Name Language="ENG">Channel 2 - SD</Name>
<Name Language="FRA">Canal 2 - SD</Name>
<Description Language="ENG">This is the channel 2 in SD</Descriptions
<Description Language="FRA">Ceci est le canal 2 en SD</Descriptions>
</SI>
<AudioAttributes>
<Coding href="urn:mpeg:mpeg7:cs:AudioCodingFormatCS:2001:3.2">
<Name>MPEG-1 Audio Layer II</Names>
</Coding>
<NumOfChannels>2</NumOfChannels>
</AudioAttributess>
<VideoAttributess>
<Coding href="urn:mpeg:mpeg7:cs:VisualCodingFormatCS:2001:2.2.2">
<Name>MPEG-2 Video Main Profile @ Main Level</Name>
</Coding>
</VideoAttributess>
</SingleService>
</ServiceList>
</BroadcastDiscovery>
</ServiceDiscoverys>
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The HNED perform then several SETUP for this service: one SETUP is needed for each flow, i.e. one for the media
flow (using the RTSPControlURL of the media flow), and one for each FEC layer (using the RTSPControlURL of the
FEC layers). If the HNED does not want to connect to aflow, it will not issue the corresponding SETUP command. In
this example, the HNED will only connect to the media flow and to the FEC Base layer.

SETUP rtsp://live.providerl.com/Channel2?Media RTSP/1.0
CSeq: 2
Transport: RTP/AVP;multicast;destination=224.222.2.16;source=192.100.100.20;port=8208-8209

RTSP/1.0 200 OK

Cseq: 2

Session: 12345678;timeout=60

Transport: RTP/AVP;multicast;destination=224.222.2.16;source=192.100.100.20;port=8208-8209

SETUP rtsp://live.providerl.com/Channel2?FecBase RTSP/1.0

Cseq: 3

Session: 12345678

Transport: RTP/AVP;multicast;destination=224.222.2.16;source=192.100.100.20;port=8210-8211

RTSP/1.0 200 OK

Cseq: 3

Session: 12345678;timeout=60

Transport: RTP/AVP;multicast;destination=224.222.2.16;source=192.100.100.20;port=8210-8211

Then the HNED sendsthe PLAY message to the server. Only one PLAY is needed for both flows. In case of multicast,
this does not perform the connection to the service, the IGM P Join message(s) will do so. Thisinforms the RTSP server
that this HNED is connecting to this service with the specific SETUP as previously performed. This can also inform
intermediate devices of this connection.

PLAY rtsp://live.providerl.com/Channel2 RTSP/1.0
CSeq: 4
Session: 12345678

RTSP/1.0 200 OK

Cseq: 4

Session: 12345678

RTP-Info: url=rtsp://live.providerl.com/Channel2?Media;seq=11223344;rtptime=10203040,
url=rtsp://live.providerl.com/Channel2?FecBase;seq=55667788;rtptime=50607080

7.5 Transport of the stream

The video content is streamed using an MPEG-2 transport stream, as defined in TS 101 154 [2], which isthen
encapsulated in RTP/UDP or directly in UDP. Usually a Single Program Transport Stream (SPTS) is used as only the
bandwidth for the selected content is needed. However Multi Program Transport Streams (MPTS) are not out ruled.

Theinformation if RTP/UDP or UDP encapsulation is used is provided by the SD& S Broadcast Discovery record
attribute | PMulticastAddress@Streaming or the BCG locator for multicast services and by the RT SP transport header
for unicast services:

e A IPMulticastAddress@Streaming value of "rtp" indicates RTP/UDP encapsulation.
. A IPMulticastAddress@Streaming value of "udp" indicates direct UDP encapsulation.

In case the IPMulticastAddress@Streaming attribute is not defined in the SD& S record RTP/UDP encapsulation is
assumed.

A RTSP transport header of "RTP/AVP/UDP" indicates RTP/UDP encapsulation. A RTSP transport header of either
"MP2T/H2221/UDP" or "RAW/RAW/UDP" indicates direct UDP encapsulation.
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8 Typical applications available within the scope of the
DVB-IPTV phase 1 handbook

DVB-IPTV Phase 1 isasignificant step in standardizing entertainment video over IP home network; however, it does
not cover al possibilities or areas for standardization. This clause attempts to outline its boundaries with the belief that
future versions of the standard will extend the scope.

The boundaries can be broken down into a number of areas:
e  Audio/Video transport and codecs.
. Topology.
o Networking Addressing and Discovery.
. Network Level Security.
. Operation over different physical networks and Quality of Service.

. DNG/HNED only networks.

8.1 Video transmission and codecs

The current version of the DVB-IPTV handbook only addresses the use of an MPEG-2 transport stream for the delivery
of content. It does not address separation of the transport stream into elementary streams or any other carrier other than
the MPEG2 transport stream.

The transport over IPisviaRTP and UDP or via UDP directly (without RTP). For the later the network has to ensure
that no packet reordering occurs.

In case of RTP encapsulation asingle PCR per MPTS should be used.

AL-FEC isonly supported with RTP/UDP encapsulation. It is not supported for direct UDP encapsulation of the
transport stream.

Supported media formats are givenin TS 101 154 [2].

8.2 Topology

The current version of the DVB-IPTV handbook is limited to the following simple in-home network topologies:
. DNG/HNED Only Networks.
. Single Segment Home Networks with single address space and single DHCP server.

These are quite restrictive topologies but simple enough to satisfy the majority of current uses cases. This meansthat a
network consisting of two DNGs in the home must be on independent and unconnected network segments.

8.3 Networking Addressing and Discovery

The standard uses DHCP to obtain network addressing and several other pieces of information but the option tableis
deliberately short to make client implementation simple in the HNED. However the implementation does use the new
server message outlined in RFC 3203 [i.2] "FORCERENEW" which is not usually implemented in most DHCP servers.

The DHCP message al so requires a unique identifier so the reuse of MAC addresses by whatever method is not
allowed.

The DHCP server non-availability has been designed to be an unusual occurrence so whilst the use of RFC 3927 [i.1] is

recommended in emergency, temporary situations, a DHCP server will be required for aDVB-IPTV home network to
function normally.
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8.4 Network Level Security

Network level security, for example, denial of service attacks are not covered in the DVB-IPTV handbook.

8.5 Operation over different physical networks and Quality of
Service

The design of DVB-IPTV Phase 1 is physical layer independent and relies on the 1P network to provide the required
quality of service. The DVB-IPTV specifications are easily met on most wired networks but less so by in-home wireless
networks, particularly 802.11 networks.

The DVB-IPTV handbook defines only the user priority classes for the different traffic types and the related DSCP and
|EEE 802.1d [i.4] priority values. No QoS enforcement mechanisms are defined.

8.6 DNG/HNED Only Networks

The requirement for a combination of DNG/HNED e.g. a DSL modem combined with a set-top box, means that the
DVB-IPTV handbook phase 1 treats this box as effectively a DNG and thisis outside of the scope of the specification.

However, if this box has any Ethernet or other interface capable of providing a network for example
|EEE 802.11a/g [i.3] wireless LAN then it falls under the specification of DVB-IPTV.
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