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Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-members, and can be
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to
ETS in respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the
ETSI Web server (https:/ipr.etsi.org/).

Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
including I PR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not
referenced in ETSI SR 000 314 (or the updates on the ETS| Web server) which are, or may be, or may become,
essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
Members. 3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and of the 3GPP
Organizational Partners. oneM 2M ™ |ogo is atrademark of ETSI registered for the benefit of its Members and of the
oneM2M Partners. GSM ® and the GSM logo are trademarks registered and owned by the GSM Association.

Foreword

This Technical Specification (TS) has been produced by O-RAN Alliance and approved by ETSI Technical Committee
Mobile Standards Group (MSG).

The present document is part of a TS-family covering the Al interface as identified below:
. "Al interface: General Aspectsand Principles’;
. "Al interface: Use Cases and Requirements’;
. "A1l interface: Transport Protocol";
. "Al interface: Application Protocol”;
e "Alinterface: Type Definitions'; and

. "Al interface: Test Specification”.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.
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1 Scope

The present document specifies the application protocol of the Al interface. It includes service definitions and API
definitions for the A1 policy management service (A1-P) and the A1 enrichment information service (A1-El).

2 References

2.1 Normative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

Referenced documents which are not found to be publicly available in the expected location might be found at
https://docbox.etsi.org/Reference.

NOTE: While any hyperlinksincluded in this clause were valid at the time of publication, ETSI cannot guarantee
their long term validity.

The following referenced documents are necessary for the application of the present document.

[1] O-RAN TS: "Non-RT RIC & Al interface: Use Cases and Requirements' ("A1UCR").

[2] ETSI TS103 983 (V3.1.0): "Publicly Available Specification (PAS); Al interface: General
Aspects and Principles (O-RAN.WG2.A1GAP-R003-v03.01)".

[3] ETSI TS 103986 (V2.1.0): "Publicly Available Specification (PAS); Al interface: Transport
Protocol (O-RAN.WG2.A1TP-R003-v02.01)".

[4] ETSI TS 103988 (V5.0.0): "Publicly Available Specification (PAS); Al interface: Type
Definitions (O-RAN.WG2.A1TD-R003-v05.00)".

[5] ETSI TS 123 501: "5G; System architecture for the 5G System (5GS) (3GPP TS 23.501)".

[6] ETSI TS 129 501: "5G; 5G System; Principles and Guidelines for Services Definition; Stage 3
(3GPP TS 29.501)".

[7] |ETF RFC 8259: "The JavaScript Object Notation (JSON) Data | nterchange Format".

[8] SemVer: "Semantic Versioning 2.0.0".

[9] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[10] |IETF RFC 7807: "Problem Detailsfor HTTP APIs".

[11] ETSI TS 129 500: "5G; 5G System; Technical Realization of Service Based Architecture; Stage 3
(3GPP TS 29.500 version)".

[12] OpenAPI Initiative: "OpenAP| Specification 3.0.1".

[13] IANA: "Hypertext Transfer Protocol (HTTP) Status Code Registry".
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2.2 Informative references

References are either specific (identified by date of publication and/or edition number or version number) or
non-specific. For specific references, only the cited version applies. For non-specific references, the latest version of the
referenced document (including any amendments) applies.

NOTE: While any hyperlinks included in this clause were valid at the time of publication, ETSI cannot guarantee
their long term validity.

The following referenced documents are not necessary for the application of the present document but they assist the
user with regard to a particular subject area.

[i.1] 3GPP 29.xxx-SBI-Stage3-Template.

[i.2] ETSI TS 132 158: "LTE; 5G; Management and orchestration;Design rules for REpresentational
State Transfer (REST) Solution Sets (SS) (3GPP TS 32.158)".

3 Definition of terms, symbols and abbreviations

3.1 Terms

For the purposes of the present document, the terms given in A1GAP [2] and the following apply:

EiJobld: Simple Data Type representing the El job identifier

El job identifier: identifier of an El job that is used for requesting and delivering A1 enrichment information

El job result: resulting enrichment information delivered based on an El job

EiTypeld: Simple Data Type representing the El type identifier

El typeidentifier: identifier of an El type

Policyld: Simple Data Type representing the policy identifier

policy identifier: identifier of an Al policy that is used in policy operations

PolicyObject: representation of an A1 policy in JSON format used as payload in HTTP based policy procedures

policy statement: expression of agoal in an Al policy that isrelated to policy objectives and/or policy resources and is
to be applied to/for the entities identified by the scope identifier

PolicyStatusObject: representation of the status of an A1 policy in JSON format used as payload in HT TP based
policy procedures

policy type: the model on which a PolicyObject and a PolicyStatusObject is based
PolicyTypel d: Simple Data Type representing the policy type identifier
policy typeidentifier: identifier of apolicy type

scope identifier: identifier of what the statementsin the policy or the El job appliesto (UE, group of UEs, slice, QoS
flow, network resource or combinations thereof)

3.2 Symbols

Void.
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3.3 Abbreviations

For the purposes of the present document, the abbreviations given in A1IGAP [2] and the following apply:

Id Identifier

ML Machine Learning

QoS Quality of Service

QoE Quality of Experience

REST REpresentational State Transfer
RAN Radio Access Network

RRM Radio Resource Management
S-NSSAI Single Network Slice Selection Assistance Information
SPID Subscriber Profile | Dentity
UEId UE Identity

URI Uniform Resource Identifier

4 Al Application Protocol

4.1 Introduction

The present document specifies a REST readlisation of the A1 interface architecture, and the policy and El procedures
identified in A1IGAP [2]. It isbased on HTTP as defined in Al interface: Transport Protocol [3] and an application data
model defined in A1TD [4].

This definition of the A1 Application Protocol (A1AP) is based on the 3GPP service framework for network functions
specified in ETSI TS 123 501 [5]. It corresponds to a REST-based Solution Set and is based on the structure in the ET S
TS 129 501 [6] and therelated TS template [i.1]. The design patterns for HT TP procedures and JSON objects are based
on ETSI TS 132 158[i.2].

4.2 Compatibility of Al versions

The version number of the present document indicates that there may be implications for the compatibility between Al
implementations in Non/Near-RT RICs that are based on different versions of this specification.

An incremented first digit of this specification could indicate that a new major feature (e.g. new A1 service) has been
added or that an incompatible change has been made to an A1 service. An incremented second digit could indicate that
an optional feature has been added, or that clarifications or corrections have been made.

The compatibility of A1 implementationsin Non/Near-RT RICs depends on the A1 services that are implemented and
which version(s) of each A1 service that areimplemented. The version of an A1l serviceisindicated by the API version
inthe URI (see clauses 6.2.1 and 6.3.1) and compatibility is governed by the version of the OpenAPI document for the
A1l service (see Annex A). The present document handles the service compatibility aspects while A1TD [4] handles the
compatibility for data types used by the A1 services.

5 Al services

5.1 Introduction

The present document specifies the APIs for the following services defined in A1GAP [2]:
. A1-P: Al policy management service;
. A1-El: Al enrichment information service.

NOTE: Service definition and API for A1-ML are not defined in the present document.
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The A1 application protocol isbased on signaling between an A1 service consumer and an A1 service producer residing
in the Non-RT RIC or in the Near-RT RIC.

non-RT RIC
Al-P Al-ML Al-El
Consumer Consumer Producer
A A A
Al-P Al-ML Al-El
4 4 4
Al-P Al-ML Al-El
Producer Producer Consumer
near-RT RIC

Figure 5.1-1: Service framework for the Al services
The interactions between Service Consumer and Service Producer are based on the service framework used for 3GPP
Network Functions specified in ETSI TS 123 501 [5], clause 7.1.2 where requests are sent from the Consumer and
responses and notifications are sent from the from the Producer. It isthe Producer that handles the resources on which

the Consumer performs operations. The terms consumer and producer do not refer to the direction of the data transfer
over the Al interface.

5.2 Policy management service

521 Introduction

The A1-P service defines service operations that are used with policy types defined in A1TD [4].
5.2.2 Service description

5221 Functional elements

The Al application protocol for A1-P is based on signaling between the A1-P Consumer residing in the Non-RT RIC
and the A1-P Producer residing in the Near-RT RIC. Both the A1-P Consumer and the A1-P Producer containan HTTP
Client and an HTTP Server.

A1-P Consumer

HTTP Client HTTP Server
A A
) / | /
HTTP Server HTTP Client

A1-P Producer

NOTE:  Arrows indicate direction of HTTP requests sent from HTTP Client to HTTP Server and HTTP responses
sent from HTTP Server to HTTP Client.

Figure 5.2.2.1-1: HTTP roles in service framework
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The present document specifies the Al policy procedures defined in AIGAP [2] using HT TP operations in accordance
with A1TP [3] where apoalicy is represented as a JSON object in accordance with IETF RFC 8259 [7] as defined in
A1TD [4].
5.2.2.2 Policy representation
The following principles are used for A1 policies when JSON is used as resource representation format:

e A policy correspondsto aresource (in the REST sense);

. A policy isrepresented as a JSON object referred to as a PolicyObject;

. A PolicyObject contains a scope identifier and at least one policy statement (e.g. one or more policy objective
statements and/or one or more policy resource statements);

e Apolicyisidentified by apolicyld that isincluded in the URI when an operation is for asingle policy;
. The policyld is assigned by the A1-P Consumer when the policy is created;
e  The Al-P Producer cannot modify or delete a policy;

. Policy feedback for a specifc policy is subscribed to when the policy is created by providing a callback URI in
the Create policy operation;

. A PolicyObject does not contain any information related to which internal function in the Near-RT RIC that is
to evaluate the policy;

. The A1-P Producer indicates for which policy types policy creation is supported, and the JSON schemas for
policy types can be retrieved by the A1-P Consumer; and

e  The Al-P Consumer cannot create, modify, or delete policy types.

5.2.2.3 Representation objects
The following JSON objects are used within the service operations of the A1-P service:
PolicyTypeObject
The PolicyTypeObject contains the JISON schemas used to validate a PolicyObject and a PolicyStatusObject.
PolicyObject
The PolicyObject isthe JSON representation of an A1 policy.
PolicyStatusObject
The PolicyStatusObject is the JSON representation of the enforcement status of an A1 policy.
ProblemDetails

The ProblemDetails object is the JSON representation of the content in a response message with other HTTP
error response codes (4xx/5xx).

5224 Resource identifiers
The URI for Al policy typesis:

...Ipolicytypes
A single policy type isidentified by adding the value of the policy type identifier to the URI:

...Ipolicytypes/{ policy Typel d}

ETSI
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The URI for Al policiesis:
...Ipolicytypes/{ policyTypeld} /policies
A single policy isidentified by adding the value of the policy identifier to the URI:
...Ipolicytypes/{ policy Typel d} /policies/{ policyld}
The URI for status of asingle policy is:
...Ipolicytypes/{ policy Typel d} /policies/{ policyld} /status
The URI for policy notification is referred to as the notificationDestination and is a callback URI provided when
creating a policy.

5.2.3 Service operations for Al policy types

5231 Introduction

Table 5.2.3.1-1 describes the mapping between the A1 policy type operations and the HT TP methods used to realise
them, and the mandatory HT TP status codes for the operations.

Table 5.2.3.1-1: Al policy operations to HTTP methods mapping

Service operation HTTP method HTTP status codes
Query policy type identifiers GET 200
Query policy type GET 200, 404

The following clauses describe the policy type operations.

NOTE: The present document does not define any limits for how many policyTypeld that can be transferred in a

single A1 message.
5.2.3.2 Query policy type identifiers
5.2.3.2.1 General

The A1-P Consumer uses the Query policy type identifiers operation to discover policy types.

The operation to query policy type identifiersisbased on HTTP GET. The resource to be read isidentified within the
URI while the message body is empty, and the response returns an array of identifiers representing all available policy

types.

A1-P Consumer A1-P Producer

1. GET .../policytypes

A -
»

2. 200 OK (array(PolicyTypeld))

I
|
|
I
I
i
I
I

A1-P Consumer A1-P Producer

Figure 5.2.3.2.1-1: Query policy type identifiers operation

1) TheA1-P Consumer shall send an HTTP GET request to the A1-P Producer. The target URI shall identify the
resource "/policytypes'. The message body shall be empty.
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2) The Al-P Producer shall returnthe HTTP GET response. On success, "200 OK" shall be returned. The
message body shall carry an array of policy type identifiers representing all available policy types. On failure,
the appropriate error code shall be returned, and the response message body may contain additional error
information.

5.2.3.2.2 Query all policy type identifiers procedure

The procedure to query al policy typeidentifiersis based on the Query policy type identifiers operation illustrated in
figure5.2.3.2.1-1.

5.2.3.3 Query policy type

5.2.3.3.1 General

A1-P Consumer uses the Query policy type procedures to read the schemas for a specific policy type or for all policy
types. The Query policy type operation is used in the following procedures:

. Query single policy type;
. Query multiple policy types; and
e Query all policy types.

The operation to query a policy typeis based on HTTP GET. The policy type to be read isidentified with a URI that
includes the policyTypel d while the message body is empty, and the response returns the Policy TypeObject.

A1-P Consumer A1-P Producer

1. GET .../policytypes/{policy Typeld}

A
>

2. 200 OK {Policy TypeObject)

[
<

A1-P Consumer A1-P Producer

Figure 5.2.3.3.1-1: Query policy type operation

1) TheAl-P Consumer shall send an HTTP GET request to the A1-P Producer. The target URI shall identify the
policy type to be read based on the policyTypeld under the resource "/policytypes’. The message body shall be
empty.

2) The A1-P Producer shall returnthe HTTP GET response. On success, "200 OK" shall be returned. The message
body shall carry a PolicyTypeObject representing the read policy type. On failure, the appropriate error code
shall be returned, and the response message body may contain additional error information.

On reception of a policyTypeld that does not exist, “404 Not Found" shall be returned.

5.2.3.3.2 Query single policy type procedure
The procedure to query single policy type is based on the Query policy type operation illustrated in figure 5.2.3.3.1- 1.

5.2.3.3.3 Query multiple policy types procedure

The procedure to query multiple policy typesis a sequence of Query policy type operations.

5.2.3.34 Query all policy types procedure

The procedure to query al policy typesis a sequence of Query policy type operations for each policy type identifier
retrieved as described in clause 5.2.3.2.1.
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5.2.4  Service operations for Al policies

5.24.1 Introduction

Table 5.2.4.1-1 describes the mapping between the A1 policy operations and the HT TP methods used to realise them,
and the mandatory HT TP status codes for the operations.

Table 5.2.4.1-1: Al policy operations to HTTP methods mapping

Service operation HTTP method HTTP status codes

Query policy identifiers GET 200, 404

Create policy PUT 201, 400, 404, 409
Update policy PUT 200, 400, 409

Query policy GET 200, 404

Delete policy DELETE 204, 404

Query policy status GET 200, 404

Notify policy status change POST 204, 400

The following clauses describe the policy operations. For details on the PolicyObjects (in JSON format) transferred in
the HTTP message bodies, see A1TD [4].

The policy scope in a PolicyObject contains a scope identifier that can be e.g. aueld, agroupld or acellld. The A1-P
Consumer maps policylds to scope identifiersin order to manage e.g. all policies applicable to a specific individual
ueld. If there are several policies related to the same scope identifier, then several policy operations can be used to
manage that specific scope.

The A1-P Producer enables the A1-P Consumer to create policies of specific types and the A1-P Consumer can
discover the supported policy types. The A1-P Consumer indicates the policyTypeld when creating or updating a policy
and when querying for a specific policy.

NOTE: The present document does not define any limits for how many policyld that can be transferred in asingle

A1 message.
5.24.2 Query policy identifiers
5.24.2.1 General

The A1-P Consumer uses the Query policy identifiers operation to discover policies for a specific policy type or for all
policy types. The Query policy identifiers operation is used in the following procedures:

. Query policy identifiers; and
. Query al policy identifiers.

The operation to query all policy identifiersis based on HTTP GET. The policy type resource to be read is identified
within the URI while the message body is empty, and the response returns an array of identifiers representing all
available policies of that policy type.

A1-P Consumer A1-P Producer

1. GET .../policytypes/{policyTypeld}/policies

A
»

2. 200 OK {array(Policyld))

[
<

A1-P Consumer A1-P Producer

Figure 5.2.4.2.1-1: Query policy identifiers operation
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1) The Al-P Consumer shall send an HTTP GET request to the A1-P Producer. The target URI shall identify the
resource "/policytypes/{ policy Typel d} /policies’. The message body shall be empty.

2) The A1l-P Producer shall return the HTTP GET response. On success, "200 OK" shall be returned. The message
body shall carry an array of policy identifiers representing all available policies of the given policy type. On
failure, the appropriate error code shall be returned, and the response message body may contain additional
error information.

On reception of a policyTypeld that does not exist, “404 Not Found" shall be returned.

5.24.2.2 Query policy identifiers procedure

The procedure to query policy identifiersis based on the Query policy identifiers operation illustrated in
figure5.2.4.2.1-1.

5.24.2.3 Query all policy identifiers procedure

The procedure to query al policy identifiersis based on the Query policy identifiers operation. The operation is
performed for each policy type for which policies have been created, or for each policy type identifier discovered using
the Query policy type identifiers operation defined in clause 5.2.3.2.1.

5.24.3 Create policy

5.2.43.1 General

The A1-P Consumer uses the Create policy procedure to create an A1 policy. The Create policy operation is used in the
following procedures:

. Create single policy; and
e  Create multiple policies.

The operation to create apolicy isbased on HTTP PUT. The policy to be created isidentified with a URI that includes
the policyTypeld and the policyld and the message body contains the PolicyObject.

If the policy creation request is accepted, the policy shall be enforced.

In case apolicy already exists for the provided URI, the PUT request shall be handled as for Update single policy (see
clause5.2.4.4.1).

A1-P Consumer A1-P Producer

|
|
I 1. PUT.../policytypes/{policyTypeld}/policies/{policyld} (PolicyObject)
|
|
|

2. 201 Created (PolicyObject)

[
<

|
A1-P Consumer A1-P Producer

|
A
>
|
|
.
1
|

Figure 5.2.4.3.1-1: Create policy operation

1) The Al-P Consumer shall generate the policyld and send an HTTP PUT request to the A1-P Producer. The
target URI shall identify the resource (policyld) to be created under the resource
"/policytypes/{ policyTypel d}/policies'. The message body shall carry a PolicyObject.

2) The A1-P Producer shall returnthe HTTP PUT response. On success, "201 Created” shall be returned. The
"Location" HTTP header shall be present and shall carry the URI of the new policy and the message body shall
carry the PolicyObject. On failure, the appropriate error code shall be returned, and the message body may
contain additional error information.
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When creating a policy, the A1-P Consumer shall include a policyTypeld in the URI for the PUT request. The
policyTypeld shall be used by the A1-P Producer to select the appropriate schemas to use for validation of the
PolicyObject and for PolicyStatus.

The A1-P Consumer may subscribe to policy status updates related to the created policy. Policy status updates are
subscribed to by including the notificationDestination as a query parameter in the PUT request.

On reception of apolicyTypeld that does not exist, "404 Not Found" shall be returned.
On failure to validate the PolicyObject, "400 Bad Request” shall be returned.

In case the new policy would be identical to, or would be overlapping or conflicting with, an existing policy, "409
Conflict" shall be returned.

5.2.4.3.2 Create single policy procedure

The procedure to create single policy is based on the Create policy operation illustrated in figure 5.2.4.3.1-1.

5.2.4.3.3 Create multiple policies procedure

The procedure to create multiple policiesis a sequence of Create policy operations.
5.24.4 Update policy

5.2441 General

The A1-P Consumer uses the Update single policy procedure to update an A1 policy. The Update policy operation is
used in the following procedures:

. Update single policy; and
0 Update multiple policies.

The operation to update a single policy isbased on HTTP PUT. The policy to be updated isidentified with a URI that
includes the policyTypeld and the policyld and the message body contains the PolicyObject for the updated policy.

If the policy update request is accepted, the policy shall be enforced. In case a policy does not exist for the provided
URI, the PUT request shall be handled as for Create single policy (see clause 5.2.4.3.1).

A1-P Consumer A1-P Producer
I

1. PUT .../policytypes/{policy Typeld}/policies/{policyld} (PolicyObject)

A -
»

2. 200 OK (PolicyObject)

I
|
|
!
|
|
dL
€
|

A1-P Consumer A1-P Producer

Figure 5.2.4.4.1-1: Update policy operation procedure

1) TheAl-P Consumer shall send an HTTP PUT request to the A1-P Producer. The target URI shall identify the
policy to be updated based on the policyld under the resource "/policytypes/{ policyTypeld} /policies’. The
message body shall contain a PolicyObject.

2) The Al-P Producer shall returnthe HTTP PUT response. On success, "200 OK" shall be returned. The message
body shall carry a PolicyObject representing the updated policy. On failure, the appropriate error code shall be
returned, and the response message body may contain additional error information.
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The A1-P Consumer may subcribe to policy status updates related to the updated policy. Policy status updates are
subscribed to by including the notificationDestination as a query parameter in the PUT request. The A1-P Consumer
may change the notificationDestination for policy status updates in an update policy request. The A1-P Consumer may
cancel policy status updates. Policy status updates are cancelled by omitting notificationDestination in the PUT request.

On failure to validate the PolicyObject fails, 400 Bad Request” shall be returned.

In case the policy after update would be identical to, or would be overlapping or conflicting with, an existing policy,
"409 Conflict" shall be returned.

5.2.4.4.2 Update single policy procedure
The procedure to update single policy is based on the Update policy operation illustrated in figure 5.2.4.4.1-1.

5.2.4.4.3 Update multiple policies procedure

The operation to update multiple policies is a sequence of Delete policy operations.
5.24.5 Query policy

5.2.45.1 General

The A1-P Consumer uses the Query policy operation to read an A1l policy. The Query policy operation is used in the
following procedures:

. Query single policy;
. Query multiple policies; and
e  Query dl palicies.

The operation to query a policy isbased on HTTP GET. The policy to be read isidentified with a URI that includes the
policy Typeld and the policyld while the message body is empty, and the response returns the PolicyObject.

A1-P Consumer A1-P Producer

1. GET .../policytypes/{policyTypeld}/policies/{policyld}

2. 200 OK {PolicyObject)
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Figure 5.2.4.5.1-1: Query policy operation

1) The Al-P Consumer shall send an HTTP GET request to the A1-P Producer. The target URI shall identify the
policy to be read based on the policyld under the resource "/policytypes/{ policy Typeld} /policies’. The message
body shall be empty.

2) The A1-P Producer shall returnthe HTTP GET response. On success, “200 OK" shall be returned. The message
body shall carry a PolicyObject representing the read policy. On failure, the appropriate error code shall be
returned, and the response message body may contain additional error information.

On reception of policyTypeld and policyld for which no policy exists, "404 Not Found" shall be returned.

5.2.45.2 Query single policy procedure
The procedure to query single policy is based on the Query policy operation illustrated in figure 5.2.4.5.1-1.
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5.2.45.3 Query multiple policies procedure
The procedure to query multiple policiesis a sequence of Query policy operations.

NOTE: Toquery al policies applicable to e.g. adynamically defined group of UESs, adlice or acell, the A1-P
Consumer identifies applicable policyld(s) and makes a sequence of single policy queries.

5.2454 Query all policies procedure

The procedure to query al policiesis, for each policyTypeld retrieved as described in clause 5.2.3.2.1, a sequence of
Query policy operations for each policyld retrieved as described in clause 5.2.4.2.1.

5.2.4.6 Delete policy

5.2.46.1 General

The A1-P Consumer uses the Delete policy procedure to delete an A1 policy. The Delete policy operation is used in the
following procedures:

. Delete single policy; and
. Delete multiple policies.

The operation to delete apolicy isbased on HTTP DELETE. The policy to be deleted isidentified with a URI that
includes the policyTypeld and the policyld. Neither request nor response contain any PolicyObject in the message body.

A1-P Consumer A1-P Producer

1. DELETE .../policytypes/{policy Typeld}/policies/{policyld}

2. 204 No Content
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Figure 5.2.4.6.1-1: Delete policy operation

1) TheA1-P Consumer shall send an HTTP DELETE request to the A1-P Producer. The target URI shall identify
the policy to be deleted based on the policyld under the resource "/policytypes/{ policy Typeld} /policies’. The
message body shall be empty.

2) The A1-P Producer shall returnthe HTTP DELETE response. On success, 204 No Content" shall be returned.
The message body shall be empty. On failure, the appropriate error code shall be returned, and the response
message body may contain additional error information.

On the reception of policyTypeld and policyld for which no policy exists, "404 Not Found" shall be returned.

5.2.4.6.2 Delete single policy procedure
The procedure to delete single policy is based on the Delete policy operation illustrated in figure 5.2.4.6.1-1.

5.2.4.6.3 Delete multiple policies procedure

The procedure to delete multiple policiesis a sequence of Delete policy operations.
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5.24.7 Query policy status

5.24.7.1 General
The A1-P Consumer uses the Query policy status operation to query the status of an A1 policy.

The operation to query status for apolicy isbased on HTTP GET. The policy for which statusisto be read isidentified
with a URI that includes the policyTypeld and the policyld while the message body is empty, and the response returns a
PolicyStatusObject.

A1-P Consumer A1-P Producer

1. GET .../policytypes/{policyTypeld}/policies/{policyld}/status
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| 2. 200 OK (PolicyStatusObject)

[
<

|
A
gl
I
I
.
1
I

|
A1-P Consumer A1-P Producer

Figure 5.2.4.7.1-1: Query policy status operation

1) The Al-P Consumer shall send an HTTP GET request to the A1-P Producer. The target URI shall identify the
policy for which statusisto be read based on the policyld under the resource
"/policytypes/{ policyTypeld} /policies’. The message body shall be empty.

2) The A1l-P Producer shall returnthe HTTP GET response. On success, "200 OK" shall be returned. The message
body shall carry a PolicyStatusObject representing the status of the policy. On failure, the appropriate error
code shall be returned, and the response message body may contain additional error information.

On reception of policyTypeld and policyld for which no policy status exists, "404 Not Found" shall be returned.

5.2.4.7.2 Query policy status procedure

The procedure to query policy statusis based on the Query policy status operation illustrated in figure 5.2.4.7.1-1.
5.2.4.8 Notify policy status change

5.2.4.8.1 General

The A1-P Producer uses the Notify policy status change operation to update the A1-P Consumer about changes of the
status of an A1 policy.

Notify policy status change is an operation that requires the A1-P Producer to have areduced feature HTTP Client for
sending HTTP POST requests and receiving HTTP POST responses. Correspondingly, the A1-P Consumer is required
to have areduced feature HTTP Server for receiving HTTP POST requests and sending HTTP POST responses.

The A1-P Consumer uses the Create single policy operation defined in clause 5.2.4.3.1, or the Update single policy
operation defined in clause 5.2.4.4.1, to subscribe to policy status updates for a policy.

The policy status change notifications are sent to the notifcationDestination provided when creating or updating the
policy. The PolicyStatusObject contains the information about status changes and may contain information about
causes.

The operation to provide policy feedback is based on HTTP POST. The URI contains the target resource for policy
notification handling. The notification content is represented in a PolicyStatusObject that isincluded in the message
body.
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A1-P Consumer A1-P Producer

1. POST {notificationDestination} (PolicyStatusObject)

2. 204 No content
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Figure 5.2.4.8.1-1: Feedback policy operation

1) The Al-P Producer shall send an HTTP POST request to the A1-P Consumer. The target URI
(notificationDestination) identifies the sink for policy notifications. The message body shall contain a
PolicyStatusObject.

2) TheAl-P Consumer shall return the HTTP POST response with "204 No Content”. The message body shall be
empty.

On failure to validate the PolicyStatusObject, "400 Bad Request" shall be returned, and the response message body may
contain additional error information.

5.2.4.8.2 Feedback policy procedure
The procedure to feedback policy is based on the Notify policy status change operation illustrated in figure 5.2.4.8.1-1.

5.3 Enrichment information service

531 Introduction

The A1-El service defines service operations that are used with El types defined in A1TD [4].
5.3.2 Service description

5321 Functional elements

The Al application protocol for A1-El isbased on signaling between the A1-El Consumer residing in the Near-RT RIC
and the A1-El Producer residing in the Non-RT RIC. Both the A1-El Consumer and the A1-El Producer contain an
HTTP Client and an HTTP Server.
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A1-El Producer

HTTP Server HTTP Client
A A
Y ) J
HTTP Client HTTP Server

A1-El Consumer

NOTE:  Arrows indicate direction of HTTP requests sent from HTTP Client to HTTP Server and HTTP responses

sent from HTTP Server to HTTP Client.

Figure 5.3.2.1-1: HTTP roles in service framework

The present document specifies the Al El procedures defined in ALIGAP [2] using HT TP operations in accordance with
A1TP [3] where EI types, jobs and job results are represented as JSON objects in accordance with IETF RFC 8259 [7]
asdefined in A1TD [4].

5.3.2.2

Al El representation

The following principles are used for A1 enrichment information when JSON is used as resource representation format:

The A1-El Producer indicates the El typesthat are available;

An El typeisidentified by an El type identifier and the schemas for available El types can be retrieved by the
A1-El Consumer;

An El job can be created for delivery of information of a specific A1 El type;

An El job corresponds to aresource (in the REST sense);

An El job, when transferred over HTTP, is represented as a JSON object referred to as an EiJobObject;

An El job object contains a scope identifier and parameters and conditions related to the El type the job isfor;
AnEl job isidentified by an El job identifier that isincluded in the URI for an EI job operation;

The El job identifier is assigned by the A1-El Consumer when the El job is created;

Status for a specific El job can be queried and notifications can be subscribed to when the El job is created by
providing a callback URI in the create El job operation;

An EIl job object does not contain any information related to which source that produces it nor which internal
function in the near-RIC that isto consume it;

El job results are delivered to a callback URI provided in the create El job operation; and

Delivered A1 El that is represented as a JSON object is referred to as an EiJobResultObject.
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5.3.2.3 Representation objects
The following JSON objects are used within the service operations of the A1-El service:
EiTypeObject

The El type object contains the JSON schemas used to formulate an El job and interpret an El job status object
and an El job result object.

EiJobObject

The El job object isthe JSON representation of an El job.
EiJobStatusObject

The El job status object is the JSON representation of the status for an El job.
EiJobResultObject

The El job result object is the JSON representation of the result delivered during an El job.
ProblemDetails

The problem details object is the JSON representation of the content in a response message with other HTTP
error response codes (4xx/5xXx).

5.3.24 Resource identifiers

The URI for Al enrichment information is:
...Jeitypes

A single El typeisidentified by adding the value of the El type identifier to the URI:
...leitypes/{ ei Typel d}

The URI for A1 El jobsis:
.../eijobs

A single El job isidentified by adding the value of the El job identifier to the URI:
...Ieijobs/{ ei Jobl d}

The URI for status of an El jobis:
.../eijobs/{ ei Jobl d} /status

The URI for El job status notification is referred to as the jobStatusNotificationUri and is a callback URI provided when
creating an El job.

The URI for delivery of El job result is referred to as the jobResultUri and is a callback URI provided when creating an
El job.

5.3.3  Service operations for Al El types

5.33.1 Introduction

Table 5.3.3.1-1 describes the mapping between the A1 El types operations, and the HT TP methods used to realise them,
and the mandatory HT TP status codes.
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Table 5.3.3.1-1: Al El operations to HTTP methods mapping

Service operation HTTP method HTTP status codes
Query El type identifiers GET 200
Query El type GET 200, 404

The following clauses describe the El types operations. For further information on the EI objects transferred in the
HTTP message bodies, see A1TD [4].

The purpose of the El types operationsis to enable the A1-El Consumer to:

. identify which El types that are available from the A1-El Producer. Each specific type of enrichment
information isidentified by a unique El type identifier (EiTypeld); and

. reguest detailed information related to a specific El type that can be used to create an El job and to handle the
delivery of results from the El job.

NOTE: The present document does not define any limits for how many ei Typel d/eiJobld that can be transferred

inasingle A1 message.
5.3.3.2 Query El type identifiers
5.3.3.2.1 General

The A1-El Consumer uses the Query El type identifiers operation to query which El types that are currently supported.

The operation to query El type identifiersis based on HTTP GET. The resource to be read is identified within the URI
while the message body is empty, and the response returns an array of identifiers representing all available El types.

A1-El Producer A1-El Consumer
I

1. GET .../eitypes

2. 200 OK (array(EiTypeld))

I

I

i

I

I

I
»

| »

I

A1-El Producer A1-El Consumer

Figure 5.3.3.2.1-1: Query El type identifiers operation

1) TheAl-El Consumer shall send an HTTP GET request to the A1-El Producer. The target URI shall identify
the resource "/eitypes'. The message body shall be empty.

2) TheA1-El Producer shal return the HTTP GET response. On success, “200 OK" shall be returned. The
message body shall carry an array of El type identifiers representing all available El types. On failure, the
appropriate error code shall be returned, and the response message body may contain additional error
information.

5.3.3.2.2 Query El type identifiers procedure

The procedure to query El type identifiersis based on the Query El type identifiers operation illustrated in
figure 5.3.3.2.1-1.

5.3.3.3 Query El type

5.3.3.3.1 General

The A1-El Consumer uses the Query El type operation to read the schemas for an El type.
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The operation to query an El typeis based on HTTP GET. The El type to be queried isidentified with a URI that
includes the ei Typeld while the message body is empty, and the response returns the Ei TypeObject.

A1-El Producer A1-El Consumer
I

1. GET .../eitypes/{eiTypeld}

2. 200 OK (EiTypeObject)
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Figure 5.3.3.3.1-1: Query El type operation

1) TheA1-El Consumer shall send an HTTP GET request to the A1-El Producer. The target URI shall identify the
El type to be read based on the ei Typeld under the resource "/eitypes’. The message body shall be empty.

2) The A1-El Producer shall returnthe HTTP GET response. On success, "200 OK" shall be returned. The
message body shall carry an EiTypeObject representing the read El type. On failure, the appropriate error code
shall be returned, and the response message body may contain additional error information.

On reception of an eiTypeld that does not exist, "404 Not Found" shall be returned.

5.3.3.3.2 Query El type procedure

The procedure to query El type is based on the Query El type operation illustrated in figure 5.3.3.3.1- 1.
5.3.4  Service operations for Al El jobs

534.1 Introduction

Table 5.3.4.1-1 describes the mapping between the A1 El jobs operations and the HT TP methods used to realise them,
and the mandatory HT TP status codes.

Table 5.3.4.1-1: Al El operations to HTTP methods mapping

Service operation HTTP method HTTP status codes
Query El job identifiers GET 200

Create El job PUT 201, 400, 404, 409

Query El job GET 200, 404

Update El job PUT 200, 400, 409

Delete El job DELETE 204, 404

Query El job status GET 200, 404

Notify El job status change POST 204, 400

The following clauses describe the El jobs operations. For further information on the El job objects transferred in the
HTTP message bodies, see A1TD [4].

The El job contains a definition of the content and conditions for the delivery of the El job result.

The A1-El Producer enablesthe A1-El Consumer to create El jobs for specific El types and the A1-El Consumer can
discover the supported El types. The A1-El Consumer indicates the eiTypeld in all El job related operations.

NOTE: The present document does not define any limits for how many ei Typel d/eiJobld that can be transferred
inasingle A1 message.
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5.34.2 Query El job identifiers

5.34.2.1 General
The A1-El Consumer uses the Query El job identifiers operation to check which El jobs that exist.

The operation to query El job identifiersis based on HTTP GET. The resource to be read isidentified within the URI
while the message body is empty, and the response returns an array of identifiers representing all available El jobs. The
operation can be performed for each El type for which El jobs have been created, or for all created El jobs.

A1-El Producer A1-El Consumer

1. GET .../eijobs

2. 200 OK (array(EiJobld))
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A1-El Producer A1-El Consumer

Figure 5.3.4.2.1-1: Query El job identifiers operation

1) TheAl-El Consumer shall send an HTTP GET request to the A1-EIl Producer. The target URI shall identify the
resource "/eijobs’. The message body shall be empty.

2) TheAl-El Producer shall return the HTTP GET response. On success, 200 OK" shall be returned. The
message body shall carry an array of El job identifiers representing all available El jobs of the given El type, or
of al El types. On failure, the appropriate error code shall be returned, and the response message body may
contain additional error information.

To request El job identifiers only related to a specific El type, the A1-El Consumer includes the ei Typeld as a query
parameter in the GET request.

5.3.4.2.2 Query El job identifiers procedure

The procedure to query El job identifiersis based on the Query El job identifiers operation illustrated in
figure5.3.4.2.1-1.

5.34.3 Create El job

5.3.4.3.1 General
The A1-EI Consumer uses the Create El job operation to create an El job.

The operation to create an El job isbased on HTTP PUT. The El job to be created isidentified with a URI that includes
the ei Jobld and the message body contains the EiJobObject. The format of the EiJobObject is checked, and the request
is either accepted or rejected. If accepted, delivery of El results will start based on the content and conditions defined in
the El job.

NOTE: Incasean El job aready exists for the provided URI, the PUT request is handled as for Update El job
(seeclause 5.3.4.4.1).
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A1-El Producer A1-El Consumer
I

1. PUT .../eijobs/{eilobld} (EiJobObject)

2. 201 Created OK (EiJobObject)
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Figure 5.3.4.3.1-1: Create El job operation

1) TheA1-El Consumer shall generate the eiJobld and send an HTTP PUT reguest to the A1-El Producer. The
target URI shall identify the resource (eiJobld) be created under the resource "/eijobs’. The message body shall
carry an EiJobObject.

2) The Al-El Producer shall returnthe HTTP PUT response. On success, "201 Created" shall be returned. The
"Location" HTTP header shall be present and shall carry the URI of the new El job and the message body shall
carry the EiJobObject. On failure, the appropriate error code shall be returned, and the message body may
contain additional error information.

The A1-El Consumer may subscribe to El job status updates related to the created El job. El job status updates are
subscribed to by including the jobStatusNotificationUri in the EiJobObject.

On reception of an eiTypeld that does not exist, "404 Not Found" shall be returned.
On failure to validate the EiJobObject, “400 Bad Request" shall be returned.

In case the new EI job would be identical to, or would be overlapping or conflicting with, an existing El job, "409
Conflict" shall be returned.

5.3.4.3.2 Create El job procedure
The procedure to create El job is based on the Create El job operation illustrated in figure 5.3.4.3.1- 1.

5.34.4 Update El job

5.34.4.1 General
The A1-El Consumer uses the Update El job operation to update an El job.

The operation to update asingle El job isbased on HTTP PUT. The El job to be updated is identified with a URI that
includes the eiJobld and the message body contains the EiJobObject for the updated El job.

NOTE: Incase an El job does not exist for the provided URI, the PUT request is handled as for Create El job (see

clause 5.3.4.3.1.

A1-El Producer A1-El Consumer
I I
| |
I 1. PUT .../eijobs/{eilobld} (EiJobObject) I
™ |
| |
I 2. 200 OK (EiJobObject) Ll
I L]
| |

A1-El Producer A1-El Consumer

Figure 5.3.4.4.1-1: Update El job operation

ETSI



28 ETSI TS 103 987 V4.0.0 (2024-01)

1) TheAl-El Consumer shall send an HTTP PUT request to the A1-El Producer. The target URI shall identiy the
El job to be updated based on the eiJobld under the resource "/eijobs’. The message body shall contain an
EiJobObject.

2) TheAl-El Producer shall returnthe HTTP PUT response. On success, 200 OK" shall be returned. The
message body shall carry an EiJobObject representing the updated El job. On failure, the appropriate error code
shall be returned, and the response message body may contain additional error information.

The A1-El Consumer may subscribe to El job status updates related to the updated El job. El job status updates are
subscribed to by including the jobStatusNotificationUri in the EiJobObject. The A1-El Consumer may change the
jobStatusNotificationUri for El job status updates in an update El job request. The A1-EI Consumer may cancel El job
status updates. El job status updates are cancelled by omitting jobStatusNotificationUri in the EiJobObject.

On failure to validate the EiJobObject, "400 Bad Request” shall be returned.

In case the El job after update would be identical to, or would be overlapping or conflicting with, an existing El job,
"409 Conflict" shall be returned.

5.3.4.4.2 Update El job procedure
The procedure to update El job is based on the Update El job operation illustrated in figure 5.3.4.4.1-1.

5.3.45 Query El job

5.3.45.1 General
The A1-El Consumer uses the Query El job operation to read an El job.

The operation to query an El job isbased on HTTP GET. The El job to be read is identified with a URI that includes the
eiJobld while the message body is empty, and the response returns the EI job object.

A1-El Producer A1-El Consumer

1. GET .../eijobs/{eiJobld}

2. 200 OK (EiJobObject)
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Figure 5.3.4.5.1-1: Query El job operation

1) TheAl-El Consumer shall send an HTTP GET request to the A1-EIl Producer. The target URI shall identify the
El job to be read based on the eiJobld under the resource "/eijobs’. The message body shall be empty.

2) The Al-El Producer shall return the HTTP GET response. On success, 200 OK" shall be returned. The
message body shall carry an EiJobObject representing the read El job. On failure, the appropriate error code
shall be returned, and the response message body may contain additional error information.

On reception of eiJobld for which no El job exists, "404 Not Found" shall be returned.

5.3.45.2 Query El job procedure
The procedure to query El job is based on the Query El job operation illustrated in figure 5.3.4.5.1-1.
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5.3.4.6 Delete EI job

5.3.4.6.1 General
The A1-El Consumer uses the Delete El job operation to delete an EI job.

The operation to delete an El job sbased on HTTP DELETE. The El job to be deleted is identified with a URI that
includes the eiJobld. Neither request nor response contain any El job object in the message body.

A1-El Producer A1-El Consumer

1. DELETE .../eijobs/{eilobld}

2. 204 No content
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Figure 5.3.4.6.1-1: Delete El job operation

1) TheAl-El Consumer shall send an HTTP DELETE request to the A1-El Producer. The target URI shall
identify the El job to be deleted based on the eiJobld under the resource "/eijobs’. The message body shall be
empty.

2) The Al-El Producer shall return the HTTP DELETE response. On success, "204 No Content” shall be returned.
The message body shall be empty. On failure, the appropriate error code shall be returned, and the response
message body may contain additional error information.

On reception of eiJobld for which no El job exists, "404 Not Found" shall be returned.

5.3.4.6.2 Delete El job procedure
The procedure to delete El job is based on the Delete El job operation illustrated in figure 5.3.4.6.1-1.

5.34.7 Query El job status

5.34.7.1 General
The A1-El Consumer uses the Query El job status operation to query the status of an EI job.

The operation to query status for an El job isbased on HTTP GET. The El job for which statusisto be read is identified
with a URI that includes the el Jobld while the message body is empty, and the response returns an El job status object.

A1-El Producer A1-El Consumer
I I

1. GET .../eijobs/{eiJobld}/status

2. 200 OK (EiJobStatusObject)
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Figure 5.3.4.7.1-1: Query El job status operation
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1) The Al-El Consumer shall send an HTTP GET request to the A1-El Producer. The target URI shall identify the
El job for which statusis to be read based on the eiJobld under the resource "/eijobs’. The message body shall
be empty.

2) TheAl-El Producer shall return the HTTP GET response. On success, 200 OK" shall be returned. The
message body shall carry an El job status object representing the status of the El job. On failure, the appropriate
error code shall be returned, and the response message body may contain additional error information.

On reception of eiJobld for which no El job status exists, "404 Not Found" shall be returned.

5.3.4.7.2 Query El job status procedure

The procedure to query El job statusis based on the Query El job status operation illustrated in figure 5.3.4.7.1-1.
5.3.4.8 Notify EI job status change

5.3.4.8.1 General
The A1-El Consumer uses the Notify El job status change operation to notify status change of an El job.

The A1-El Producer uses the Notify El job status change operation to notify the A1-El Consumer about changesin
status of an El job. All notifications are sent to the URI for notification handling provided during El job creation and the
EiJobStatusObject contains the information about the status of the EI job.

The operation to notify El job statusis based on HTTP POST. The URI contains the target resource for El job
notification handling. The notification content is represented in an El job status object that is included in the message
body.

A1-El Producer A1-El Consumer
I

1. POST {jobStatusNotificationUri} (EiJobStatusObject)

2. 204 No Content

I
A .
[l
I
I
1
I

I
|
|
|
|
|
dL
X
I

A1-El Producer A1-El Consumer

Figure 5.3.4.8.1-1: Notify El job status change operation

1) TheAl-El Producer shall send an HTTP POST request to the A1-El Consumer. The target URI
(jobStatusNotificationUri) identifies the sink for El job status notifications. The message body shall contain an
El job status object.

2) TheAl-El Consumer shall return the HTTP POST response with "204 No Content”. The response message
body shall be empty.

On failure to validate the EiJobStatusObject fails, "400 Bad Request” shall be returned, and the response message body
may contain additional error information.

5.3.4.8.2 Notify El job status change procedure

The procedure to notify El job status change is based on the Notify El job status change operation illustrated in
figure 5.3.4.8.1-1.
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5.3.5  Service operations for Al El job result

5.35.1 Introduction

Table 5.3.5.1-1 describes the mapping between the A1 El job result operations, and the HT TP methods used to realise
them, and the mandatory HT TP status codes.

Table 5.3.5.1-1: Al El operations to HTTP methods mapping

Service operation HTTP method HTTP status codes
Deliver El job result POST 204, 400

The following clauses describe the A1 El job result operations. For further information on the El job result objects
transferred in the HT TP message bodies, see A1TD [4].

The purpose of the AL1EI job result operationsis to enable the A1-El Producer to deliver El job results according to the
service description agreed during job creation. The URL to which the El job result is delivered is transferred from the
A1-El consumer in the El job object.

5.3.5.2 Deliver EI job result

5.3.5.2.1 General
The A1-El Consumer usesthe Deliver El job result operation to deliver El job results using push-based method.

The push-based delivery method of El is based on subscribe-notify paradigm where the El job creation corresponds to
the subscription and the delivery of El job result is made using HTTP POST in the same way as notifications.

As specified in the El job definition, the EI job results can be delivered in asingle push or in several that are repeated
with regular intervals or irregularly based on events.

The operation to deliver El job result is based on HTTP POST. The URI contains the target resource for El job result
handling. The delivered content is represented by an EI job result object.

A1-El Producer A1-El Consumer
I

1. POST {jobResultUri} (ElJobResultObject)

A .
»

2. 204 No Content

I
|
|
|
|
|
dL
1€
I

A1-El Producer A1-El Consumer

Figure 5.3.5.2.1-1: Deliver El job result operation

1) TheAl-El Producer shall send an HTTP POST request to the A1-El Consumer. The target URI (jobResultUri)
identifiesthe sink for El job result deliveries. The message body shall contain an El job result object.

2) TheAl-El Consumer shall return the HTTP POST response with "204 No Content”. The response message
body shall be empty.

On failure to validate the EiJobResultObject fails, "400 Bad Request” shall be returned, and the response message body
may contain additional error information.

5.3.5.2.2 Deliver El job result procedure

The procedure to deliver El job result is based on the Deliver El job result operation illustrated in figure 5.3.5.2.1-1.
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54 ML model management service

No explicit ML model service operations are defined in the present document.

6 API Definitions

6.1 Introduction

6.1.1 Encoding of attributes in A1 data types

Identifiers and parameters that have been defined as integers are, when used over the Al interface, encoded as JSON
"nunber".

Identifiers and parameters that have a hexadecimal or octet string representation are, when used over the Al interface,
encoded asJSON " st ri ng" with character ordering preserved and zeros filling rules foll owed.

6.1.2 Compatibility of API versions for Al services

The API version and APl name for each of the Al services are defined in the following clauses. The APl versionisa
single digit that corresponds to the major version of the corresponding OpenAPI document in Annex A. Based on the
versioning rules for the OpenAPI documents defined in the OpenAPI Specification [12], thisimplies that
implementations of an Al service in the Non/Near-RT RICs are:

e compatibleif the APl version is the same and any difference between the sets of supported featuresis handled
within the API version itself; or

. not compatible in case the API versions are different.

The history of the introduction of an A1 service, and new API versions, is captured in the History clause of the present
document. The services and versions specified in the present document is summarized in clause A.1.2.

NOTE: Non/Near-RT RIC products that implement various APl versions of an A1 service can till be made
compatible asisit possible to support several API versions of an A1 service at the same time since each
version of an Al service is addressed by separate URIs.

6.2 Al-P (policy management)

6.2.1 Introduction
This section contains the definition of the REST based API for the A1 policy management service referred to as A1-P.
The present document defines API version 2 (v2) of the A1-P API.

Based on the URI structure defined in clause 4.4.1 of ETSI TS 129 501 [6], the request URI used in HTTP request from
the A1-P consumer towards the A1-P producer shall have the following structure:

{apiRoot}/A1-P/v2/<ResourceUriPart>

where the " ResourceUriPart" shall be as be defined in clause 6.2.3.
6.2.2 Usage of HTTP

6.2.2.1 General

The A1 Transport, HTTP protocol and security requirements, is described in A1TP [3].
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6.2.2.2 HTTP standard headers

Encodings and applicable MIME media type for the related Content-Type header are not specified in this version of the
present document.

6.2.2.3 HTTP custom headers

No HTTP custom headers are specified in this version of the present document.
6.2.3 Resources

6.2.3.1 Overview

6.2.3.1.1 Resource URI structure

The resource URI structure for the A1-P APl isillustrated in figure 6.2.3.1.1-1.

{apiRoot}/A1-P/v2

/policytypes

{/{policyTypeId}\

Figure 6.2.3.1.1-1: Resource URI structure of the A1-P API

6.2.3.1.2 Resources and methods

Table 6.2.3.1.2-1 provides an overview of the resources and HT TP methods defined for the A1-P API.

Table 6.2.3.1.2-1: Resources and methods overview

HTTP method
Resource name Resource URI or custom Description
operation

All Policy Type /policytypes GET Query all policy type identifiers
Identifiers
Individual Policy  |/policytypes/{policyTypeld} GET Query single policy type
Type Object
Individual Policy  |/policytypes/{policyTypeld}/policies/{policyld} PUT Create single policy, Update single
Object policy

GET Query single policy

DELETE Delete single policy
Individual Policy  |/policytypes/{policyTypeld}/policies/{policyld}/status |GET Query policy status
Status Object
All Policy /policytypes/{policyTypeld}/policies GET Query all policy identifiers
Identifiers
Notify Policy {notificationDestination} POST Feedback policy
Status
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For each combination of aresource and an HTTP method in table 6.2.3.1.2-1, the HTTP status codes are as defined for
the A1 policy procedures listed in the Description column and defined in clause 5.2.3. For any other combination of a
resource defined for this APl and an HT TP method, including those HT TP methods that are not defined for this API,
the HTTP status code 405 (Method Not Allowed) shall be used to indicate that the method is not supported on the
resource.

6.2.3.1.3 Policy type identifier

(underscore):

The PolicyTypeld is constructed based on two parts separated by
t ypenane_ver si on

where
t ypenane isthe unique label of the policy type;
ver si on isthe version of the policy type defined as major.minor.patch as described in SemVer [8].

The typename and version is assigned, and their uniqueness ensured, by the organizational entity that is responsible for
the definition and maintenance of the policy type definition.

NOTE: The typename can be based on a prefix that indicates the organizational entity (e.g. O-RAN or a company
designator) and atext string that can be descriptive of the class, use case or variant of the policy type.

6.2.3.2 Individual Policy Object

6.2.3.2.0 General

The name of the resource is the Policyld assigned by the A1-P Consumer when the policy is created.

6.2.3.2.1 Description

The resource represents an A1 policy.

6.2.3.2.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.2.3.2.3 Resource Standard Methods

6.2.3.2.3.1 HTTP PUT

This method shall support the request data structures specified in table 6.2.3.2.3.1-1 and the response data structures and
response codes specified in table 6.2.3.2.3.1-2.

Table 6.2.3.2.3.1-1: Data structures supported by the HTTP PUT Request Body on this resource

Data type P Cardinality Description
PolicyObject M |1 Create policy

Table 6.2.3.2.3.1-2: Data structures supported by the HTTP PUT Response Body on this resource

Data type P Cardinality Response Description
codes
PolicyObject M |1 201 Created Confirmation of created or updated policy
200 OK
ProblemDetails O |0..1 AXXI5XX Detailed problem description

This method shall support the URI query parameters specified in table 6.2.3.2.3.1-3.
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Table 6.2.3.2.3.1-3: URI query parameters supported by the HTTP PUT method on this resource

Name Data type P Cardinality Description Applicability
notificationDestination string ©) 0.1 Transfer of URL for notifications |Status notifications
6.2.3.2.3.2 HTTP GET

This method shall support the request data structures specified in table 6.2.3.2.3.2-1 and the response data structures and
response codes specified in table 6.2.3.2.3.2-2.

Table 6.2.3.2.3.2-1: Data structures supported by the HTTP GET Request Body on this resource

Data type

P

Cardinality

Description

N/A

0

There is no object in the message body of a GET request

Table 6.2.3.2.3.2-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
PolicyObject M |1 200 OK Requested policy object
ProblemDetails O |0..1 4xXxI5XX Detailed problem description

6.2.3.2.3.3

HTTP DELETE

This method shall support the request data structures specified in table 6.2.3.2.3.3-1 and the response data structures and
response codes specified in table 6.2.3.2.3.3-2.

Table 6.2.3.2.3.3-1: Data structures supported by the HTTP DELETE Request Body on this resource

Data type P | Cardinality Description

There is no object in the message body of a DELETE request

N/A

Table 6.2.3.2.3.3-2: Data structures supported by the HTTP DELETE Response Body on this resource

Data type P | Cardinality Response Description
codes
N/A 204 No content Confirmation of successful deletion
ProblemDetails O |0.1 AXX/5xX Detailed problem description
6.2.3.2.3.4 HTTP POST

This method is not supported on the resource.

6.2.3.2.4 Resource Custom Operations

No custom operations are defined.

6.2.3.3 Individual Policy Status Object

6.2.3.3.1 Description

The resource represents the status of an A1 policy.
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6.2.3.3.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.2.3.3.3 Resource Standard Methods

6.2.3.3.3.1 HTTP PUT

Method is not supported on this resource.

6.2.3.3.3.2 HTTP GET

This method shall support the request data structures specified in table 6.2.3.3.3.2-1 and the response data structures and
response codes specified in table 6.2.3.3.3.2-2.

Table 6.2.3.3.3.2-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality Description
N/A There is no object in the message body of a GET request

Table 6.2.3.3.3.2-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
PolicyStatusObject M |1 200 OK Requested policy status object
ProblemDetails O |0..1 4XXI5XX Detailed problem description
6.2.3.3.3.3 HTTP DELETE

Method is not supported on this resource.

6.2.3.3.34 HTTP POST

Method is not supported on this resource.

6.2.3.3.4 Resource Custom Operations

No custom operations are defined.
6.2.3.4 All Policy Identifiers

6.2.3.4.1 Description

The resource represents A1 policy identifiers.

6.2.3.4.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.2.3.4.3 Resource Standard Methods

6.2.3.4.3.1 HTTP PUT

Method is not supported on this resource.
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6.2.3.4.3.2 HTTP GET

This method shall support the request data structures specified in table 6.2.3.6.3.2-1 and the response data structures and
response codes specified in table 6.2.3.6.3.2-2.

Table 6.2.3.4.3.2-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality Description
N/A There is no object in the message body of a GET request

Table 6.2.3.4.3.2-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
array(Policyld) M |0..N 200 OK All policy identifiers
ProblemDetails O |0.1 AXxI5xX Detailed problem description
6.2.3.4.3.3 HTTP DELETE

Method is not supported on this resource.

6.2.3.4.3.4 HTTP POST

Method is not supported on this resource.

6.2.3.4.4 Resource Custom Operations

No custom operations are defined.
6.2.3.5 All Policy Type Identifiers

6.2.3.5.1 Description

The resource represents A1 policy type identifiers.

6.2.3.5.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.2.3.5.3 Resource Standard Methods

6.2.3.5.3.1 HTTP PUT

Method is not supported on this resource.

6.2.3.5.3.2 HTTP GET

This method shall support the request data structures specified in table 6.2.3.5.3.2-1 and the response data structures and
response codes specified in table 6.2.3.5.3.2-2.

Table 6.2.3.5.3.2-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality Description
N/A There is no object in the message body of a GET request

ETSI



38

ETSI TS 103 987 V4.0.0 (2024-01)

Table 6.2.3.5.3.2-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
array(PolicyTypeld) M |0..N 200 OK All policy type identifiers
ProblemDetails O |0..1 AXXI5XX Detailed problem description

6.2.3.5.3.3 HTTP DELETE

Method is not supported on this resource.

6.2.3.5.34 HTTP POST

Method is not supported on this resource.

6.2.3.5.4 Resource Custom Operations

No custom operations are defined.

6.2.3.6 Individual Policy Type Object

6.2.3.6.1 Description

The resource represents an A1 policy type.

6.2.3.6.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.

6.2.3.6.3 Resource Standard Methods

6.2.3.6.3.1 HTTP PUT

Method is not supported on this resource.

6.2.3.6.3.2 HTTP GET

This method shall support the request data structures specified in table 6.2.3.6.3.2-1 and the response data structures and

response codes specified in table 6.2.3.6.3.2-2.

Table 6.2.3.6.3.2-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality

Description

N/A There is no object in the message body of a GET request

Table 6.2.3.6.3.2-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
PolicyTypeObject M |1 200 OK Requested policy type object
ProblemDetails O |0.1 AXxI5xX Detailed problem description
6.2.3.6.3.3 HTTP DELETE

This method is not supported on the resource.
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6.2.3.6.3.4 HTTP POST

This method is not supported on the resource.

6.2.3.6.4 Resource Custom Operations

No custom operations are defined.

6.2.4  Custom Operations without associated resources

No custom operations are defined.
6.2.5 Notifications

6.2.5.1 Notify Policy Status

6.2.5.1.1 Description

The resource represents the destination for policy status notifications.

6.2.5.1.2 Resource Definition

The Resource URI isacallback URI provided as a query parameter in URL when creating a policy.
6.2.5.1.3 Resource Standard Methods

6.2.5.1.3.1 HTTP PUT

Method is not supported on this resource.

6.2.5.1.3.2 HTTP GET

Method is not supported on this resource.

6.2.5.1.3.3 HTTP DELETE

Method is not supported on this resource.

6.2.5.1.34 HTTP POST

This method shall support the request data structures specified in table 6.2.5.1.3.4-1 and the response data structures and
response codes specified in table 6.2.5.1.3.4-2.

Table 6.2.5.1.3.4-1: Data structures supported by the HTTP POST Request Body on this resource

Data type P | Cardinality Description
PolicyStatusObject M |1 Notify policy

Table 6.2.5.1.3.4-2: Data structures supported by the HTTP POST Response Body on this resource

Data type P | Cardinality Response codes Description
N/A 204 No content Confirmation of received notification

ETSI



40 ETSI TS 103 987 V4.0.0 (2024-01)

6.2.6 Data Model

6.2.6.1 Introduction
This clause specifies the application protocol data model supported by the A1-P API.
The data model for the data types transported in the A1-P proceduresis defined in A1TD [4].

6.2.6.2 Simple data types and enumerations

6.2.6.2.1 Simple data types

The resource identifiers defined in clause 5.2.2.4 include policy type identifier and policy identifier based on the ssimple
data types specified in table 6.2.6.2.1-1.

Table 6.2.6.2.1-1: General definition of simple data types

Type Name | Type Definition Description Applicability
PolicyTypeld | string policy type identifier assigned by the owner of a |used in URI
policy type definition (A1TD [4])
Policyld string policy identifier assigned by the A1-P used in URI
Consumer when a policy is created

6.2.6.3 Structured data types

6.2.6.3.1 Problem details

In case apolicy request is not accepted, additional information can be provided in the response in addition to the HTTP
error status code.

The ProblemDetails statement specified in table 6.2.6.3.1-1 contains attributes defined in IETF RFC 7807 [10]:

Table 6.2.6.3.1-1: Definition of statement type ProblemDetails

Attribute name Data type P | Cardinality Description Applicability

type string O |0..1 a URI reference according
to IETF RFC 3986 [9] that
identifies the problem type

title string o (0.1 human-readable summary
of the problem type

status number O |0.1 the HTTP status code

detail string O |0.1 human-readable
explanation

instance string o (0.1 URI reference that identifies
the specific occurrence of
the problem

6.2.7 Error Handling

6.2.7.1 General

HTTP error handling shall be supported as specified in clause 5.2.4 of ETSI TS 129 500 [11] and according to the
principlesin ETSI TS 129 501 [6].

6.2.7.2 Protocol Errors

No protocol errors are described in the present document.
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6.2.7.3 Application Errors

The application errors defined for the A1-P service are listed in table 6.2.7.3-1.

Table 6.2.7.3-1: Application errors

Application Error HTTP status code Description
Bad Request 400 Used when the Near-RT RIC or the Non-RTR RIC cannot or will not
process a request, e.g. when the validation of PolicyObject towards a
policy type schema, or the validation of PolicyStatusObject towards a
policy status schema, fails.
Not Found 404 Used when the Near-RT RIC did not find a current representation for
the resource representing a policy type or a policy, e.g. for a policy
type that is not available or a policy that does not exist.

Method Not Allowed 405 Used when the HTTP method is not supported by the resource
defined for the A1-P APL.
Conflict 409 Used if the Near-RT RIC detects that a policy requested to be

created or updated may be overlapping or conflicting with a policy
that exists, e.g. if the policy in the request is identical to an existing

policy.

Application errors should be mapped to the most applicable 4xx/5xx HTTP error status code. If no such status code is
applicable, one of the status codes 400 (Bad Request) or 500 (Internal Server Error) should be used.

The HTTP status codes listed in table 6.2.7.3-1 shall be used as defined in clause 5.2.3 for the A1-P procedures and
clause 6.2.3 for the resources.

I mplementations may use additional HTTP error status codes in addition to those listed in table 6.2.7.3-1, aslong as
they are valid HT TP status codes.

A list of all valid HTTP status codes and their specification documents can be obtained from the HTTP status code
registry [13].

In addition, the response body may contain a JSON representation of a " ProblemDetails" data structure in the payload
body as defined in clause 6.2.6.2.1. In that case, as defined by IETF RFC 7807 [10], the "Content-Type" HTTP header
shall be set to "application/problem+json”.

6.3 Al-El (enrichment information)

6.3.1 Introduction

This section contains the definition of the REST based API for the Al enrichment information Service referred to as
Al-El.

The present document defines API version 1 (v1) of the A1-El API.

Based on the URI structure defined in clause 4.4.1 of ETSI TS 129 501 [6], the request URI used in HTTP request from
the A1-El consumer towards the A1-El producer shall have the following structure:

{apiRoot}/A1-El /v1/<Resour ceUriPart>

where the "ResourceUriPart” shall be as be defined in clause 6.3.3.
6.3.2 Usage of HTTP

6.3.2.1 General

The Al Transport, HTTP protocol and security requirements, is described in A1TP [3].

ETSI



42 ETSI TS 103 987 V4.0.0 (2024-01)

6.3.2.2 HTTP standard headers

Encodings and applicable MIME media type for the related Content-Type header are not specified in this version of the
present document.

6.3.2.3 HTTP custom headers

No HTTP custom headers are specified in the present document.

6.3.3 Resources
6.3.3.1 Overview

6.3.3.1.1 Resource URI structure

The resource URI structure for the A1-El API isillustrated in figure 6.3.3.1.1-1.

{apiRoot}/A1-El/v1

/{eiTypeld}

—‘ /{eilobld}

Figure 6.3.3.1.1-1: Resource URI structure of the A1-El API

6.3.3.1.2 Resources and methods

Table 6.3.3.1.2-1 provides an overview of the resources and HT TP methods defined for the A1-El API.

Table 6.3.3.1.2-1: Resources and methods overview

HTTP method
Resource name Resource URI or custom Description
operation
All El Type Identifiers [eitypes GET Query all El type identifiers
Individual EI Type leitypes/{eiTypeld} GET Query El type
All El Jobs /eijobs GET Query all El job identifiers
Individual EI Job /eijobs/{eiJobld} GET Query El job
PUT Create/Update El job
DELETE Delete El job
Individual El Job Status |/eijobs/{eiJobld}/status GET Query El job status
Notify El Status {jobStatusNotificationUri} POST Notify El job status
Deliver El {jobResultUri} POST Deliver El job result

For each combination of aresource and an HTTP method in table 6.3.3.1.2-1, the HT TP status codes are as defined for
the A1-El procedures listed in the Description column and defined in clauses 5.3.3 to 5.3.5. For any other combination
of aresource defined for this APl and an HT TP method, including those HT TP methods that are not defined for this
API, the HTTP status code 405 (Method Not Allowed) shall be used to indicate that the method is not supported on the
resource.
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6.3.3.1.3 El type identifier

The EiTypeld is constructed based on two parts separated by (underscore):

t ypenane_ver si on
where
t ypenane isthe unique label of the El type;
ver si on isthe version of the El type defined as major.minor.patch as described in SemVer [8].

The typename and version is assigned, and their uniqueness ensured, by the organizational entity that is responsible for
the definition and maintenance of the El type definition.

NOTE: The typename can be based on a prefix that indicates the organizational entity (e.g. O-RAN or a company
designator) and atext string that can be descriptive of the class, use case or variant of the El type.

6.3.3.1.4 El job identifier
An EiJobld is assigned by the Near-RT RIC and is unique within the domain of operation of the Non-RT RIC.

6.3.3.2 All El Type ldentifiers

6.3.3.2.1 Description

The resource represents El type identifiers.

6.3.3.2.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.3.3.2.3 Resource Standard Methods

6.3.3.2.3.1 HTTP GET

This method shall support the request data structures specified in table 6.3.3.2.3.1-1 and the response data structures and
response codes specified in table 6.3.3.2.3.1-2.

Table 6.3.3.2.3.1-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality Description
N/A There is no object in the message body of a GET request

Table 6.3.3.2.3.1-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
Array(EiTypeld) M |0..N 200 OK All El type identifiers
ProblemDetails O |0.1 AXxI5xX Detailed problem description
6.3.3.2.4 Resource Custom Operations

No custom operations are defined.
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6.3.3.3 Individual El Type

6.3.3.3.1 Description

The resource represents an El type.

6.3.3.3.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.3.3.3.3 Resource Standard Methods

6.3.3.3.3.1 HTTP GET

This method shall support the request data structures specified in table 6.3.3.3.3.1-1 and the response data structures and
response codes specified in table 6.3.3.3.3.1-2.

Table 6.3.3.3.3.1-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality Description
N/A There is no object in the message body of a GET request

Table 6.3.3.3.3.1-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
EiTypeObject M |1 200 OK Requested El type object
ProblemDetails O |0..1 4XXI5XX Detailed problem description
6.3.3.34 Resource Custom Operations

No custom operations are defined.
6.3.3.4 All El Jobs

6.3.3.4.1 Description

The resource represents El job identifiers.

6.3.3.4.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.3.3.4.3 Resource Standard Methods

6.3.3.4.3.1 HTTP GET

This method shall support the request data structures specified in table 6.3.3.4.3.1-1 and the response data structures and
response codes specified in table 6.3.3.4.3.1-2.

Table 6.3.3.4.3.1-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality Description
N/A There is no object in the message body of a GET request
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Table 6.3.3.4.3.1-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
array(EiJobld) M |0..N 200 OK All El job identifiers
ProblemDetails O |0..1 AXXI5XX Detailed problem description

This method shall support the URI query parameters specified in table 6.3.3.4.3.1-3.

Table 6.3.3.4.3.1-3: URI query parameters supported by the HTTP GET method on this resource

Name Data type | P | Cardinality Description Applicability
eiTypeld |string O |0..1 eiTypeld for which El Job identifiers are Retrieve El Job identifiers for
requested a certain El Type
6.3.3.5 Individual El Job
6.3.3.5.1 Description

The resource represents an El job.

6.3.3.5.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.3.3.5.3 Resource Standard Methods

6.3.3.5.3.1 HTTP PUT

This method shall support the request data structures specified in table 6.3.3.5.3.1-1 and the response data structures and
response codes specified in table 6.3.3.5.3.1-2.

Table 6.3.3.5.3.1-1: Data structures supported by the HTTP PUT Request Body on this resource

Data type P Cardinality Description
EiJobObject M |1 Create or Update El job

Table 6.3.3.5.3.1-2: Data structures supported by the HTTP PUT Response Body on this resource

Data type P Cardinality Response Description
codes
EiJobObject M |1 201 Created Confirmation of created or updated EI job
200 OK
ProblemDetails O |0..1 AXXI5XX Detailed problem description
6.3.3.5.3.2 HTTP GET

This method shall support the request data structures specified in table 6.3.3.5.3.2-1 and the response data structures and
response codes specified in table 6.3.3.5.3.2-2.

Table 6.3.3.5.3.2-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality Description
N/A There is no object in the message body of a GET request
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Table 6.3.3.5.3.2-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
EiJobObject M |1 200 OK Requested El job object
ProblemDetails O |0..1 AXXI5XX Detailed problem description
6.3.3.5.3.3 HTTP DELETE

This method shall support the request data structures specified in table 6.3.3.5.3.3-1 and the response data structures and
response codes specified in table 6.3.3.5.3.3-2.

Table 6.3.3.5.3.3-1: Data structures supported by the HTTP DELETE Request Body on this resource

Data type P | Cardinality Description
N/A There is no object in the message body of a DELETE request

Table 6.3.3.5.3.3-2: Data structures supported by the HTTP DELETE Response Body on this resource

Data type P | Cardinality Response Description
codes
N/A 204 No content Confirmation of successful deletion
ProblemDetails O |0..1 AXXI5XX Detailed problem description
6.3.3.5.4 Resource Custom Operations

No custom operations are defined.
6.3.3.6 Individual El Job Status

6.3.3.6.1 Description

The resource represents the status of an El job.

6.3.3.6.2 Resource Definition

The Resource URI and the supported resource variables are as defined in previous clauses.
6.3.3.6.3 Resource Standard Methods

6.3.3.6.3.1 HTTP GET

This method shall support the request data structures specified in table 6.3.3.6.3.1-1 and the response data structures and
response codes specified in table 6.3.3.6.3.1-2.

Table 6.3.3.6.3.1-1: Data structures supported by the HTTP GET Request Body on this resource

Data type P Cardinality Description
N/A There is no object in the message body of a GET request

Table 6.3.3.6.3.1-2: Data structures supported by the HTTP GET Response Body on this resource

Data type P Cardinality Response Description
codes
EiJobStatusObiject M |1 200 OK Requested El job status object
ProblemDetails O |0.1 AXxI5xX Detailed problem description
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6.2.3.3.4 Resource Custom Operations

No custom operations are defined.

6.3.4 Custom Operations without associated resources

No custom operations are defined.
6.3.5 Notifications

6.3.5.1 Notify El Job Status

6.3.5.1.1 Description

The resource represents the destination for El job status notifications.

6.3.5.1.2 Resource Definition

The Resource URI isacallback URI provided as a query parameter in URL when creating an El job.
6.3.5.1.3 Resource Standard Methods

6.3.5.1.3.1 HTTP POST

This method shall support the request data structures specified in table 6.3.5.1.3.1-1 and the response data structures and
response codes specified in table 6.3.5.1.3.1-2.

Table 6.3.5.1.3.1-1: Data structures supported by the HTTP POST Request Body on this resource

Data type P | Cardinality Description
EiJobStatusObject M |1 Notify El job status

Table 6.3.5.1.3.1-2: Data structures supported by the HTTP POST Response Body on this resource

Data type P | Cardinality Response codes Description
N/A 204 No content Confirmation of received notification

6.3.6 Delivery
6.3.6.1 Deliver EI job result

6.3.6.1.1 Description

The resource represents the destination for delivery of El job result in the case of push-based delivery.

6.3.6.1.2 Resource Definition

The Resource URI isatarget URI provided in the El job object during El job creation.
6.3.6.1.3 Resource Standard Methods

6.3.6.1.3.1 HTTP POST

This method shall support the request data structures specified in table 6.3.6.1.3.1-1 and the response data structures and
response codes specified in table 6.3.6.1.3.1-2.
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Table 6.3.6.1.3.1-1: Data structures supported by the HTTP POST Request Body on this resource

Description
Carry El payload, i.e. the result from an El job

Data type P | Cardinality
EiJobResultObject M |1

Table 6.3.6.1.3.1-2: Data structures supported by the HTTP POST Response Body on this resource

Data type P | Cardinality Response codes Description
N/A 204 No content Confirmation of received notification
ProblemDetails O |0..1 AXXI5XX Detailed problem description
6.3.7 Data model
6.3.7.1 Introduction

This clause specifies the application protocol data model supported by the A1-El API.
The datamodel for the data types transported in the A1-El proceduresis defined in A1TD [4].

6.3.7.2 Simple data types and enumerations

6.3.7.2.1

The resource identifiers defined in clause 5.3.2.4 include El type identifier or El job identifier based on the simple data
types specified in table 6.3.7.2.1- 1.

Simple data types

Table 6.3.7.2.1-1: General definition of simple data types for URI identifiers

Type Name Type Definition Description Applicability
EiTypeld string El type identifier assigned by the owner of an El type used in URI
definition
EiJobld string El job identifier assigned by the A1-El Consumer when an used in URI
El job is created
Table 6.3.7.2.1-2: General definition of simple data types for callback URIs
Callback URI Type Definition Description Applicability
jobStatusNotificationUri  |string target URI for El job status  |provided in El Job object and used in job
notifications status notification procedure
jobResultUri string target URI for El job results |provided in EI Job object and used in job
result deliver procedure
6.3.7.3 Structured data types
6.3.7.3.1 Problem details

The problem details statement is the same as defined for A1-P, see clause 6.2.6.3.1.

6.3.8

6.3.8.1

Error handling

General

HTTP error handling shall be supported as specified in clause 5.2.4 of ETSI TS 129 500 [11] and according to the
principlesin ETSI TS 129 501 [6].
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6.3.8.2 Protocol Errors

No protocol errors are described in this version of the present document.

6.3.8.3 Application Errors

The application errors defined for the A1-El service are listed in table 6.3.8.3-1.

Table 6.3.8.3-1: Application errors

Application Error | HTTP status code Description

Bad Request 400 Used when the Near-RT RIC or the Non-RTR RIC cannot or will not
process a request, e.g. when the validation of an object towards a
schema, fails.

Not Found 404 Used when the Non-RT RIC did not find a current representation for the
resource representing an El type or an El job.

Method Not Allowed 405 Used when the HTTP method is not supported by the resource defined for
the A1-El APL.

Conflict 409 Used if the Non-RT RIC detects that an El job requested to be created or
updated may be overlapping or conflicting with an El job that exists.

Application errors should be mapped to the most applicable 4xx/5xx HTTP error status code. If no such status code is
applicable, one of the status codes 400 (Bad Request) or 500 (Internal Server Error) should be used.

The HTTP status codes listed in table 6.3.8.3-1 shall be used as defined in clauses 5.3.3 to 5.3.5 for the A1-El
procedures and clause 5.3.3 for the resources.

I mplementations may use additional HTTP error status codes in addition to those listed in table 6.3.8.3-1, aslong as
they are valid HT TP status codes.

A list of all valid HTTP status codes and their specification documents can be obtained from the HTTP status code
registry [13].

In addition, the response body may contain a JSON representation of a " ProblemDetails’ data structure in the payload
body as defined in clause 6.2.6.2.1. In that case, as defined by IETF RFC 7807 [10], the "Content-Type" HTTP header
shall be set to "application/problem+json".
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Annex A (normative):
OpenAPI specification

Al General

A.1.0 Overview

This annex specifies the formal definition of the A1 API(S). It consists of OpenAPI documentsin YAML format that
are based on the OpenAPI 3.0.1 Specification [12].

Informative copies of the OpenAPI documents contained in this O-RAN Technical Specification may be available at a
later stage.

A.1.1 Versioning of A1 OpenAPI documents

The OpenAPI documents for the A1 services found in this clause are versioned as specified in SemVer [8] as described
in the OpenAPI Specification [12]. When included in the present document, the OpenAPI documents are considered as
released and are versioned using three-digit major.minor.patch where the main compatibility expectations stated in
SemVer [8] implies:

. Magjor version is stepped up when incompatible API changes are made to the OpenAPI document. This
corresponds to saying that implementations of an Al service in Non/Near-RT RICs are incompatible in case
the API version is different. The major version in the OpenAPI document corresponds to the API versionin
the URI for of the Al service defined in clause 4.

. Minor version is stepped up when features are added to the OpenAPI document in way that keeps
implementations compatible although all features are not supported by both the service producer and the
service consumer of the Al service.

. Patch version is stepped up when errors are corrected in a backward compatible way, when or editorial
changes are made to the OpenAPI document, but no features are added.

NOTE: Non/Near-RT RIC products that implement various API versions of an A1 service can be compatible by
supporting several API versions of an A1l service. The present document specifies only one API version,
and contains only one OpenAPI document, for each A1 service.

A.1.2 Current API versions

The present document defines the API versionsindicated in table A.1.2-1.

Table A.1.2-1

API name API version OpenAPI version
Al-P v2 2.2.0
Al-El vl 1.3.0

NOTE: API namesand API versions are defined in clauses 6.2.1 and 6.3.1 and OpenAPI versions are defined by
the OpenAPI documentsin the following clauses.

A.2  Policy management API

openapi: 3.0.1

info
title: 'Al-P Policy Managenent Service
version: 2.2.0

ETSI



51 ETSI TS 103 987 V4.0.0 (2024-01)

description: |
APl for Policy Managenent Service.
© 2022, O RAN ALLI ANCE.
Al'l rights reserved.
ext er nal Docs:
description: 'O RAN W&. A1AP-v04. 00 Al interface: Application Protocol’

url: "https://ww. o-ran. org/specifications'
servers:
- url: '{api Root}/Al-P/v2'
vari abl es:
api Root :

defaul t: 'https://exanple.com
description: 'api Root as defined in clause 6.2.1 in O RAN. W&2. A1AP
pat hs:
"/ policytypes':
get:
description: 'Get all policy type identifiers'
t ags:
- Al Policy Type ldentifiers
responses:
200:
description: 'Array of all policy type identifiers'
content:
application/json:
schena:
type: array
items:
"$ref": "#/ component s/ schemas/ Pol i cyTypel d"
mnltens: O

"/ policytypes/{policyTypeld}":
par aneters:
- nane: policyTypeld

in: path
required: true
schema:
"$ref": "#/ component s/ schemas/ Pol i cyTypel d"
get:
description: 'Get the schemas for a policy type'
tags:
- Individual Policy Type
responses:
200:
description: 'The policy type schemas'
content:
application/json:
schena:
"$ref": "#/ component s/ schemas/ Pol i cyType(hj ect "
404:

"$ref": "#/ conponents/responses/ 404- Not Found"

"/ policytypes/{policyTypeld}/policies":
get:
description: 'Get all policy identifiers'
t ags:
- Al Policy ldentifiers
par amet ers:
- nane: policyTypeld
in: path
required: true
schena:
"$ref": "#/ component s/ schemas/ Pol i cyTypel d"
responses:
200:
description: 'Array of all policy identifiers'
content:
application/json:
schena:
type: array
items:
"$ref": "#/ conponents/schemas/ Policyld"
mnltems: O
404:
"$ref": "#/ components/responses/404- Not Found"

"/ policytypes/{policyTypeld}/policies/{policyld}":

paraneters:
- nane: policyTypeld
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in: path
required: true
schena
"$ref": "#/ component s/ schemas/ Pol i cyTypel d"
- name: policyld

in: path
requi red: true
schena
"$ref": "#/ conponent s/ schemas/ Policyld"
put :
description: 'Create, or update, a policy
tags:
- I'ndividual Policy bject
paraneters
- name: notificationDestination
in: query
required: false
schenma
"$ref": "#/ components/schemas/ NotificationDestination"

request Body:
required: true

content:
application/json
schema
"$ref": "#/ conponents/schemas/ Pol i cyQbject"
responses
200
description: 'The policy was updated
content:
application/json
schema
"$ref": "#/ component s/ schemas/ Pol i cyCbj ect”
201:
description: 'The policy was created
content:
application/json
schema
"$ref": "#/ conponents/schemas/ Pol i cyQbj ect"
header s:
Locat i on:

description: 'Contains the URI of the created policy
required: true
schenma

type: string

400
"$ref": "#/ conponents/responses/ 400- BadRequest "
404:
"$ref": "#/ components/responses/404- Not Found"
409
"$ref": "#/ conponents/responses/409-Conflict"
cal | backs

pol i cyStatusNotification
"{$request.query.notificationDestination}'
post :
description: 'Notify about status changes for this policy
request Body:
requi red: true

content:
application/json
schenma
"$ref": "#/ component s/ schemas/ Pol i cySt at usCbj ect "
responses
204:
description: 'Notification received
400
"$ref": "#/ components/responses/400- BadRequest "
get:
description: 'Query a policy
tags:
- Individual Policy Object
responses
200
description: 'The requested policy
content:
application/json
schenma
"$ref": "#/ conponent s/ schemas/ Pol i cyQbj ect"
404
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"$ref": "#/ conponents/responses/ 404- Not Found"
del et e:
description: 'Delete a policy'
tags:
- I'ndividual Policy bject
responses:
204:
description: 'The policy was del eted'
404:
"$ref": "#/ conponents/responses/ 404- Not Found"

"/ policytypes/{policyTypeld}/policies/{policyld}/status':
paraneters:
- nanme: policyTypeld

in: path
required: true
schema:
"$ref": "#/ conponents/schemas/ Pol i cyTypel d"
- name: policyld
in: path
required: true
schema:
"$ref": "#/ component s/ schemas/ Policyld"
get:
description: 'Query a policy status'
t ags:
- Individual Policy Status Object
responses:
200:
description: 'The requested policy status'
content:
application/json:
schema:
"$ref": "#/ conponents/schemas/ Pol i cyStatusObject"
404:
"$ref": "#/ components/responses/404- Not Found"
conponent s:
schenas:
#
# Representation objects
#
Pol i cyCbj ect :

description: 'A generic policy object that can be used to transport any policy. Additionally,
a policy shall be valid according to the schema of its specific policy type.'
type: object

Pol i cySt at usObj ect :
description: 'A generic policy status object that can be used to transport any policy status.
Additionally, a policy status shall be valid according to the schema of its specific policy type.'
type: object

Pol i cyTypeObj ect :
description: 'A definition of a policy type, i.e. the schemas for a policy respectively its
st at us'
type: object
properties:
pol i cySchema:
"$ref": "#/ conponents/schemas/ JsonSchema"
st at usSchena:
"$ref": "#/ component s/ schemas/ JsonSchema"
required:
- policySchema

Probl enDet ai | s:
description: 'A problemdetail to carry details in an HITP response according to
| ETF RFC 7807'
type: object
properties:
type:
type: string
title:
type: string
st at us:
type: nunber
detail:
type: string
i nst ance:
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type: string

#

# Sinple data types

#

JsonSchena:
description: 'A JSON schema follow ng http://json-schema. org/draft-07/schema'
"$ref": "#http://json-schema. org/draft-07/schem"

Noti fi cati onDesti nation:
description: 'A conplete callback URl defined according to | ETF RFC 3986 where to send
notifications'
type: string

Pol i cyl d:
description: 'Policy identifier assigned by the Al-P Consumer when a policy is created
type: string

Pol i cyTypel d:
description: 'Policy type identifier assigned by the Al-P Provider'
type: string

responses:
400- BadRequest :
description: 'Cbject in payload not properly fornulated or not related to the nethod'

content:
appl i cati on/ probl emtj son:
schena:
"$ref": "#/ component s/ schemas/ Probl enDet ai | s"

404- Not Found:
description: 'No resource found at the UR"'

content:
appl i cati on/ probl emtj son:
schena:
"$ref": "#/ component s/ schemas/ Probl enDet ai | s"

405- Met hodNot Al | owed:
description: 'Method not allowed for the UR'

content:
appl i cati on/ probl emtj son:
schema:
"$ref": "#/ conponent s/ schemas/ Probl enDet ai | s"
409- Conflict:
description: 'Request could not be processed in the current state of the resource'
content:
appl i cati on/ probl emtj son:
schema:
"$ref": "#/ conponent s/ schemas/ Probl enDet ai | s"

A.3 Enrichment information API

openapi: 3.0.1
i nfo:
title: "Al-El Enrichnent Information Service'
version: 1.3.0
description: |
APl for Al Enrichnment |nformation Service
© 2022, O RAN ALLI ANCE
Al rights reserved
ext er nal Docs:
description: 'O RAN. W&. A1AP-v04. 00 Al interface: Application Protocol"’

url: "https://ww.o-ran. org/specifications'
servers:
- url: '{api Root}/Al-El/v1
vari abl es:
api Root :

defaul t: 'https://exanple.com
description: 'api Root as defined in clause 6.3.1 in O RAN. W&2. A1AP
pat hs:
"/eitypes':
get:
description: 'Get all El type identifiers'
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t ags:
- Al El Type ldentifiers
responses
200
description: 'Array of all El type identifiers
content:
application/json
schena
type: array
items:

"$ref": "#/ component s/ schemas/ Ei Typel d"
mnltens: O

'/ eitypes/{ei Typel d}'
par anet er s
- nane: ei Typeld

in: path
required: true
schena
"$ref": "#/ component s/ schemas/ Ei Typel d"
get:
description: 'Get the schemas for an El type
tags:
- El Type
responses
200
description: 'The El type schemas
content:
application/json
schenma
"$ref": "#/ conponents/schemas/ Ei TypeQbj ect"
404
"$ref": "#/ components/responses/404- Not Found"
'/ eijobs'
get:
description: 'Get all El job identifiers
t ags:

- Al El job Identifiers
par anmet ers
- nane: ei Typeld
in: query
schenma
"$ref": "#/ component s/ schemas/ Ei Typel d"
responses
200
description: 'Array of all El job identifiers
content:
application/json
schenma
type: array
items:
"$ref": "#/ component s/ schemas/ Ei Jobl d"
mnltens: O
404
"$ref": "#/ conponents/responses/ 404- Not Found"

'/ eijobs/{ei Jobld}'
paranmeters
- nane: eiJobld

in: path
required: true
schema
"$ref": "#/ conponents/schenmas/Ei Jobl d"
put :
description: 'Create, or update, an El job
t ags:

- I'ndividual El job
request Body:
required: true

content:
application/json
schema
"$ref": "#/ component s/ schemas/ Ei JobCbj ect "
responses
200
description: 'The El job was updated
content:
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application/json:

schema:
"$ref": "#/ component s/ schemas/ Ei JobCbj ect "
201:
description: 'The El job was created'
content:
application/json:
schema:
"$ref": "#/ conponent s/ schemas/ Ei JobObj ect"
header s:
Locat i on:
description: 'Contains the URI of the created El job'
required: true
schema:
type: string
400:
"$ref": "#/ conponents/responses/ 400- BadRequest "
404:
"$ref": "#/ components/responses/404- Not Found"
409:
"$ref": "#/ conponents/responses/409-Conflict"
cal | backs:

jobStatusNotification
" {$request . body. j obSt at usNot i ficationUri}":
post :
description: 'Notify about status changes for this El job
request Body:
requi red: true

content:
application/json:
schena:
"$ref": "#/ component s/ schemas/ Ei JobSt at usCbj ect "
responses:
204:
description: 'Notification received
400:
"$ref": "#/ components/responses/400- BadRequest "
j obResul t:
' {$request . body. j obResul t Uri }':
post :

description: 'Deliver result for this El job'
request Body:
required: true
content:
application/json:
schema:
"$ref": "#/ conponents/schemas/ Ei Resul t Obj ect"
responses:
204:
description: 'Information received
400:
"$ref": "#/ conponents/responses/ 400- BadRequest "
get:
description: 'Query an El job'
t ags:
- I'ndividual El job bject
responses:
200:
description: 'The requested El job'
content:
application/json:
schema:
"$ref": "#/ conponent s/ schemas/ Ei JobObj ect"
404:
"$ref": "#/ components/responses/404- Not Found"
del et e:
description: 'Delete an El job'
t ags:
- Individual El job
responses:
204:
description: 'The El job was del eted'
404:
"$ref": "#/ components/responses/404- Not Found"

'/ eijobs/{eiJobld}/status':

paraneters:
- nane: eiJobld
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in: path
required: true
schena:
"$ref": "#/ component s/ schemas/ Ei Jobl d"
get:
description: 'Query status for an El job'
tags:
- Individual El job Object
responses:
200:
description: 'The requested El job status'
content:
application/json:
schena:

"$ref": "#/ components/schemas/ Ei JobSt at usObj ect "
404:
"$ref": "#/ conponents/responses/ 404- Not Found"

conponent s:

schemas:
#
# Representation objects
#
Ei TypeQbj ect :
description: 'A definition of an El type, i.e. the JSON schenas for an El job, its status and

its result, and the job constraints''
type: object
properties:
ei JobDefi ni ti onSchema:

"$ref": "#/ conponents/schemas/ JsonSchema"
ei JobSt at usSchena:

"$ref": "#/ component s/ schemas/ JsonSchema"
ei JobResul t Schema:

"$ref": "#/ conponent s/ schemas/ JsonSchema"
ei JobConst rai nt sSchena:

"$ref": "#/ component s/ schemas/ JsonSchena"

Ei Jobhj ect :

description: 'A generic El job object that can be used to transport any El job.'
type: object
properties:

ei Typel d:
type: string
j obResul t Uri :

type: string
jobStatusNotificationUri:
type: string
jobDefinition:
type: Ei JobDefinition
required:
- ei Typeld
- jobResul t Uri
- jobDefinition

Ei JobDef i ni tion:
description: 'An object representing an El job definition.'
type: object

Ei JobSt at ushj ect :
description: 'A generic El job status object that can be used to transport any El job status.'
type: object
properties:

ei JobSt at us:
type: string
enum
- ENABLED
- DI SABLED
required:
- eiJobStatus

Ei Resul t Cbj ect :
description: 'A generic El job result object that can be used to transport any El job result.’
type: object

Ei JobConst r ai nt sbj ect :

description: 'A generic El job constraints object.’
type: object
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Probl enDet ai | s:
description: 'A problemdetail to carry details in an HITP response according to
| ETF RFC 7807"

type: object
properties:
type:
type: string
title:
type: string
st at us:
type: nunber
detail :
type: string
i nst ance:

type: string

#

# Sinple data types

#

JsonSchema:
description: 'A JSON schenma following http://json-schenma. org/draft-07/schena’
"$ref": "#http://json-schema. org/draft-07/schem"

Ei Jobl d:
description: "El job identifier assigned by the Al-El Consuner when an El job is created'
type: string

Ei Typel d:
description: 'El type identifier assigned by the Al-El Provider'
type: string

JobSt at usNoti fi cationUri:
description: 'A conplete callback URl defined according to | ETF RFC 3986 where to send
notifications'
type: string

JobResul t Uri :

description: 'A conplete call back URI defined according to | ETF RFC 3986 where to send
results'
type: string

responses:
400- BadRequest :
description: 'Object in payload not properly formulated or not related to the method

content:
appl i cati on/ probl emtj son:
schena:
"$ref": "#/ component s/ schemas/ Probl enDet ai | s"

404- Not Found:
description: 'No resource found at the URI"'

content:
appl i cati on/ probl emtj son:
schema:
"$ref": "#/ conponent s/ schemas/ Probl enDet ai | s"

405- Met hodNot Al | owed:
description: 'Method not allowed for the UR'

content:
appl i cati on/ probl emtj son:
schena:
"$ref": "#/ component s/ schemas/ Probl enDet ai | s"
409- Conflict:
description: 'Request could not be processed in the current state of the resource'
content:
appl i cati on/ probl emtj son:
schena:
"$ref": "#/ component s/ schemas/ Probl enDet ai | s"
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Annex B (informative):

Change history

Date Version Information about changes

2019.09.30 01.00 |First version with A1-P/v1 (Al policy management service).

2020.03.13 01.01 |Removal of multi-object operations and PATCH based procedures.
Included OpenAPI Specification and aligned text with it.

2022.07.30 02.00 |Defining A1-P/v2 based on policy types.

2020.11.09 03.00 |Defining A1-El/v1 (Al enrichment information service).

2021.03.13 03.01 |Separation of application protocol from type definitions. Data models and type definitions
moved to Al interface: Type Definitions v01.00.

2022.04.01 03.02 |Enhancing alignment and consistency between Al-P and A1-El OpenAPIs.

2022.11.17 04.00 |Aligning to O-RAN drafting rules.
Enhanced alignment between A1-P and A1-El, and between A1AP and A1TD.
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