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Foreword
This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must” and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions "is' and "is not" do not indicate requirements.

Introduction

In order to ensure efficient use and deployment of UAS on 3GPP networks an architecture for UAS application layer
consisting of UAS application enabler is specified in this document.

The UAE application enabler capabilities takes into consideration the existing stage 1 and stage 2 work within 3GPP
related to UASin 3GPP TS 22.125[2] and 3GPP TS 23.256 [4].
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1 Scope

The present document specifies the functional architecture, procedures and information flows for UAS application
enabler layer. This specification includes the capabilities of the application layer support for UAS that are necessary to
ensure efficient use and deployment of UAS over 3GPP systems. The UAS application enabler capabilities appliesto
both EPS and 5GS.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 22.125: "Unmanned Aerial System (UAS) support in 3GPP; Stage 1".

[3] 3GPP TS 23.222: "Functional architecture and information flows to support Common API
Framework for 3GPP Northbound APIs; Stage 2.

[4] 3GPP TS 23.256: " Support of Uncrewed Aerial Systems (UAS) connectivity, identification, and
tracking; Stage 2".

[5] 3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functiona
architecture and information flows'.

[6] 3GPP TS 23.501: " System architecture for the 5G System (5GS); Stage 2".

[7] 3GPP TS 23.558: "Architecture for enabling Edge Applications’

(8] 3GPP TS 23.682: " Architecture enhancements to facilitate communications with packet data
networks and applications’.

[9] 3GPP TS 26.346: "Multimedia Broadcast/Multicast Service (MBMYS); Protocols and codecs'.

[10] 3GPP TS 26.348: "Northbound Application Programming Interface (API) for Multimedia
Broadcast/Multicast Service (MBMYS) at the xM B reference point".

[11] 3GPP TS 29.214: "Policy and Charging Control over Rx reference point”.

[12] 3GPP TS 29.468: " Group Communication System Enablersfor LTE (GCSE_LTE); MB2

Reference Point; Stage 3".

3 Definitions of terms and abbreviations

3.1 Terms

For the purposes of the present document, the terms given in 3GPP TR 21.905 [1] and the following apply. A term
defined in the present document takes precedence over the definition of the sameterm, if any, in 3GPP TR 21.905 [1].
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Remote | dentification (Remote I D) of UAS: The ability of a UAS to provide identification and tracking information
that can be received by other parties, to facilitate advanced operations for the UAS (such as Beyond Visual Line of
Sight operations as well as operations over people), assist regulatory agencies, air traffic management agencies, law
enforcement, and security agencies when a UAS appears to be flying in an unsafe manner or where the UAS is not
alowed to fly.

UAS Service Supplier (USS): An entity that provides services to support the safe and efficient use of airspace by
providing services to the operator / pilot of aUAS in meeting UTM operational requirements. A USS can provide any
subset of functionality to meet the provider's business objectives (e.g., UTM, Remote Identification).

UAYV: The Uncrewed Aerial Vehicle (aso called remotely piloted aircraft or drone) of a UAS.

For the purposes of the present document, the following terms given in 3GPP TS 22.125 [2] apply

Command and Control (C2) Communication

Uncrewed Aerial System (UAS)

Uncrewed Aerial System Traffic Management (UTM)

UAYV controller

For the purposes of the present document, the following terms given in clause 4.2 of 3GPP TS 22.125 [2] apply
Direct C2 Communication

Network-Assisted C2 communication

UTM-Navigated C2 communication

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905[1].

BVLOS Beyond Visua Line Of Sight

C2 Command and Control

CAPIF Common API Framework for northbound APIs
QoS Quiality of Service

SEAL Service Enabler Architecture Layer
UAE UAS Application Enabler

UAS Uncrewed Aerial System

UAV Uncrewed Aerial Vehicle

UAV-C Uncrewed Aeria Vehicle-Controller
Uss UAS Service Supplier

UTM UAS Traffic Management

ETSI



3GPP TS 23.255 version 17.4.0 Release 17 11 ETSI TS 123 255 V17.4.0 (2023-01)

4 Architectural requirements

4.1 General

[AR-4.1-a] The UAS application enabler layer shall support one or more UAS applications.
[AR-4.1-b] The UAE capabilities should be offered as APIs to the UAS applications.

4.2 Support for communications between UAVsS

4.2.1 Description

This clause specifies the requirements for support for communications between UAV's.

4.2.2 Requirements

[AR-4.2-a] The UAS application enabler layer shall provide mechanism to support communications between UAVsin a
geographical area using unicast Uu.

4.3 QoS provisioning for C2 communication

4.3.1 Description

This clause specifies the C2 QoS provisioning related requirements.

4.3.2 Requirements

[AR-4.3.2-a] The UAE layer capabilities shall enable C2 application QoS parameter provisioning for network-assisted
C2 communications to the 3GPP network system.

[AR-4.3.2-b] The UAE layer capabilities shall enable QoS differentiation for UAV operations.

[AR-4.3.2-c] The UAE server shall be capable of obtaining monitoring events related to the C2 QoS
fulfilment/unfulfilment from the UAE clients (UAV and/or UAV controller).

[AR-4.3.2-d] The UAE layer capabilities shall enable QoS parameters modification to support meeting the C2 end-to-
end application requirements, for paired-Uu connections between a UAV and UE-based UAV-C.

4.4 C2 communication mode switching

4.4.1 Description

This clause specifies the C2 communication mode switching related requirements.

4.4.2 Requirements

[AR-4.4.2-a] The UAE Server shall provide a mechanism for configuring the C2 communi cation modes at the UAE
Client (UAV and UAV-C).

[AR-4.4.2-b] The UAE Client (UAV and UAV-C) and UAV Server shall provide mechanisms for switching between
the C2 communication links.

[AR-4.4.2-c] The UAE Client (UAV and UAV-C) shall provide a mechanism for selecting a primary and a secondary
communication link based on C2 communication mode configuration information.
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[AR-4.4.2-d] The UAE Client (UAV or UAV-C) shall provide a mechanism to switch C2 communication link without
involving the UAE Server when an immediate change of C2 communication mode is heeded.

4.5 Support for monitoring of UAV location deviation

45.1 Description

This clause specifies the requirements for location reporting capabilities to monitor the UAV location deviation.

45.2 Requirements

[AR-4.5.2-a] The SEAL layer shall provide mechanism to support the monitoring of UAV location.

4.6 Support for reporting of UAV events

4.6.1 Description

This clause specifies the requirements for support for reporting of UAV eventsto USS/UTM.

4.6.2 Requirements

[AR-4.6.2-a] The SEAL layer shall provide mechanism to support the reporting of the 3GPP related UAV eventsto the
USSIUTM.

5 Functional model

5.1 General

The functional model for the UAS application layer is organized into functional entities to describe a functional
architecture which addresses the application layer support aspects for UAS applications.

5.2 Functional model description

Figures 5.2-1 and 5.2-2 illustrates the simplified architectural models for the UAS application layer.

U2 U1
UAS UE2 UAS UE1

UAS application server

Figure 5.2-1: Simplified architectural model for the UAS application layer

u2
UAS UE2 UAS UE1

Figure 5.2-2: Simplified architectural model for U2 connectivity between UAS UE1 and UAS UE2 at
the UAS application layer

The UAS UE1 communicates with UAS application server over U1 reference point. The UAS UEL and UAS UE2
communicate over U2 reference point.

ETSI



3GPP TS 23.255 version 17.4.0 Release 17 13 ETSI TS 123 255 V17.4.0 (2023-01)
NOTE 1: Support for UE-to-network relay architecture for UAS communicationsis out of scope of the present
document.
The UAS UEL and the UAS UE2 may be aUAV Controller or aUAV.

NOTE 2: The UAV Controller can connect to the UAV via atransport independent of 3GPP. Such UAV Controller
isnot a 3GPP UE and is out of scope of the present document.

NOTE 3: Support of PC5 at the U2 reference point for 5GS is out of scope of the present document.

The reference point U1 supports the UAS application related interactions between UAS UE and UAS application

server. It is expected that this reference point is supported at least for unicast delivery mode, and may support multicast
delivery mode. The reference point U2 supports the interactions between the UAS UEs. The UAS application server can
be the USS/UTM.

The reference point U1 is based on Uu connectivity as specified in 3GPP TS 23.256 [4].
The reference point U2 is based on Uu connectivity as specified in 3GPP TS 23.256 [4].
NOTE 4: Support of multicast delivery over Uu for 5GSis out of scope of the present document.

Figure 5.2-3 illustrates the detailed UAS application layer functional model. It enhances the simplified architectural
model for the UAS application layer by specifying the functional entities at the UAS application layer.

[y vir =St T T T T T T UasvuRl T 1 | UAS application server |
| UAS UE2 i | UAS UE1 | ! !
| UAV-Cor UAV } | UAV-C or UA | | !
| I I | |
! UAS application specific | | uz-app | UAS application specific ! U1-APP | |
} client | ! client A ' UAS application specific server }
UAS application | } } } | )
specific layer | ﬂ‘ L | 1 i !
7777777 T =T Te — = e by bt D i i S I e I
| Ye ! | Uc | | |
| | | | I
UAE layer | ! | | | |
} UAE dient | uzae | UAE dient l U1-AE } |
H |
| ! | | | |
! i ! i | UAE-E |
i ! | 1 Nnef | !

I ! !
! | ! ! 8 ] UAE server !
| ! | | | |
| ! | | | |
! | ! ! mB2U ! !

| 2

| I | + |
! i ! ! xvB-y | |
| ! | | T |
| ! | ! | |
| ! | ! | |
| } | | | |
,,,,,,, S T X . A ) R | |
| ‘T | i | |
| | | | |
SEAL | SEAL-L SEALC | ! SEAL-C SEALC | | SEAL-S SEALS |
| | I
| ! | | | 1
| ! | ! I |
| 1 SEAL-PC5 | | SEAL-UU | |
| + t |
| SEAL client } | | MB2-C/xMB-C |

| clients I : I
i | | SEAL clients | 3Gpp [Nnef l SEAL servers }
| ! | | R | |
| ! | ! network |
| | | | T8 | |
! ! | | system ] |
I I | | |

|

Figure 5.2-3: UAS application layer functional model

Figure 5.2-4 illustrates the detailed UAS application layer functional model where the UAV-C has a network-assisted
connectivity with the UAV.
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[ UASUE2- ~~ 77~ I et UasUEL | I
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|
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- |
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Figure 5.2-4: UAS application layer functional model with UAV-C having network-assisted
connectivity with UAV

The UAS application layer functional entities for the UAS UE and the UAS application server are grouped into the
UAS application specific layer and the UAE layer. The UAE layer offersthe UAE capabilities to the UAS application
specific layer. The UAS application layer functional model utilizes the SEAL services as specified in
3GPPTS23.434[5].

The UAE server islocated in the UAE layer. The SEAL servicesUAS application specific layer utilized by UAE layer
may include location management, group management, configuration management, identity management, key
management and network resource management. The UAS application specific layer consists of the UAS application
specific functionalities.

NOTE 5: The functionalities of the UAS application specific layer include the USS/UTM and are out of scope of
the present document.

The following connectivity path for the UAS is supported when both the UAV-C and the UAV are 3GPP UEs:
- UAV-Cto UAV over U2 (Uu connectivity).

The UAS application server consists of the UAE server, the SEAL servers and the UAS application specific server. The
UAE server providesthe UAS application layer support functions to the UAS application specific server over Us
reference point. The SEAL servers provide the SEAL services to the UAS application specific server/UAE server over
SEAL-S reference point.

The UAS UE consists of the UAE client, the SEAL clients and the UAS application specific client. The UAE client
provides the UAS application layer support functions to the UAS application specific client over Uc reference point.
The SEAL clients provide the SEAL services to the UAS application specific client/UAE client over SEAL-C reference
point.

NOTE 6: In some deployments, the client and server entities of SEAL can be part of UAE client and UAE server
respectively.

The UAS application specific client/UAE client actsasa VAL client for itsinteraction with the SEAL clientsas
specified in 3GPP TS 23.434 [5]. The UAS application specific server/lUAE server actsasa VAL server for its
interaction with the SEAL servers as specified in 3GPP TS 23.434 [5].
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In the UAE layer, the UAE client communicates with the UAE server over U1-AE reference point. Inthe UAS
application specific layer, the UAS application specific client communicates with UAS application specific server over
U1-APP reference point.

NOTE 7: The U1-APP reference point includes UAV Controller/UAV to USS/UTM communication and is out of
scope of the present document.

Inthe UAE layer, the UAE client of UAS UE2 communicates with UAE client of UAS UE1 over U2-AE reference
point. Inthe UAS application specific layer, the UAS application specific client of UAS UE2 communicates with UAE
client of UAS UEL over U2-APP reference point.

NOTE 8: The U2-APP reference point is out of scope of the present document.
Thefollowing SEAL services for UAS applications may include:

- Location management as specified in 3GPP TS 23.434 [5];

- Group management as specified in 3GPP TS 23.434 [5];

- Configuration management as specified in 3GPP TS 23.434 [5];

- ldentity management as specified in 3GPP TS 23.434 [5];

- Key management as specified in 3GPP TS 23.434 [5]; and

- Network resource management as specified in 3GPP TS 23.434 [5].

The UAS application specific client/UAE client interacts with SEAL clients over the SEAL-C reference point specified
for each SEAL service. The UAS application specific server/UAE server interacts with SEAL servers over the SEAL-S
reference point specified for each SEAL service. The interaction between the SEAL clientsis supported by SEAL-PC5
reference point specified for each SEAL service. The interaction between a SEAL client and the corresponding SEAL
server is supported by SEAL-UU reference point specified for each SEAL service.

NOTE 9: The SEAL-C, SEAL-S, SEAL-PC5, SEAL-UU reference points for each SEAL service is specified in
3GPPTS23.434 [5].

To support distributed UAE server deployments, the UAE server interacts with another UAE server over UAE-E
reference point.

A U1-AE message can be sent over at least unicast, and may be sent over transparent multicast viaxMB or transparent
multicast via MB2. The non-transparent multicast viaxMB (as specified in 3GPP TS 26.348 [10]) istriggered by aU1-
AE message. Multicast distribution can be supported by both transparent and non-transparent multicast modes.

The UAE server interacts with the 3GPP network system over U2, MB2, xXMB, Rx, T8 and Nnef reference points.

5.3 Functional entities description

531 General

Each clause specifies a description of afunctional entity corresponding to UAS application layer and does not imply a
physical entity.
5.3.2 UAS application specific client

The UAS application specific client provides the client side functionalities corresponding to the UAS applications (e.g.
Client interacting with USS/UTM). The UAS application specific client utilizes the UAE client for the UAS application
layer support functions.

NOTE: The details of the UAS application specific client is out of scope of the present document.
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5.3.3 UAS application specific server

The UAS application specific server provides the server side functionalities corresponding to the UAS applications (e.g.
USS/UTM). The UAS application specific server utilizes the UAE server for the UAS application layer support
functions. If CAPIF is supported, the UAS application specific server acts as CAPIF's API invoker as specified in
3GPPTS23.222[3].

NOTE: The details of the UAS application specific server is out of scope of the present document.

5.34 UAE client

The UAE client supports interactions with the UAS application specific client(s).

The UAE client provides the client side UAS application layer support functions as below:
- receiving and storing C2 operation mode configurations;
- selecting primary and secondary C2 communication modes based on the configurations;
- switching of C2 communication in emergency scenarios; and

- supporting UAV application message communication handling.

5.3.5 UAE server

If CAPIF is supported, the UAE server acts as CAPIF's APl exposing function to provide service APIsto the UAS
application specific server (e.g. USS/UTM) or another UAE server as specified in 3GPP TS 23.222 [3], or acts as
CAPIF's API invoker to consume the service APIs provided by another UAE server.

The UAE server provides the server side UAS application layer support functions as below:
- performing group based QoS management for the UAS (i.e. pair of UAV and UAV-C) by using SEAL APIs.

- receiving C2 operation mode configuration from UAS application specific servers (e.g. USS/UTM) and further
configuring the UAS UEs (i.e. UAV, UAV-C);

- triggering C2 communication mode switching with the UAS UEs,
- receiving and storing the selected C2 communication modes from the UAS UEs;
- monitoring the real-time status of UAS UEs by using SEAL APIs; and

- supporting UAV application message communications between UAVs.

5.3.6 SEAL client
Thefollowing SEAL clients as specified in 3GPP TS 23.434 [5] are supported:
- Location management client;
- Group management client;
- Configuration management client;
- ldentity management client;
- Key management client; and

- Network resource management client.

5.3.7 SEAL server

The following SEAL servers as specified in 3GPP TS 23.434 [5] are supported:
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- Location management server;

- Group management server;

- Configuration management server;
- ldentity management server;

- Key management server; and

- Network resource management server.

54 Reference points description

541 General

The reference points for the UAS application layer are described in the following clauses.

5.4.2 Ul-AE

Theinteractionsrelated to UAS application layer support functions between UAE client and UAE server are supported
by U1-AE reference point.

5.4.3 Ul-APP

The interactions related to UAS applications between UAS application specific client and UAS application specific
server are supported by U1-APP reference point. The details of U1-APP reference point is out of scope of the present
document.

5.4.4 U2-AE

The interactions related to UAS application layer support functions between the UAE clients are supported by U2-AE
reference point.

5.4.5 U2-APP

The interactions related to UAS applications between UAS application specific clients are supported by U2-APP
reference point. The details of U2-APP reference point is out of scope of the present document.

54.6 Us

The interactions related to UAS application layer support functions between the UAE server and the UAS application
specific server are supported by Us reference point. If CAPIF is supported, this reference point is an instance of
CAPIF-2/2e reference point as specified in 3GPP TS 23.222 [3].

5.4.7 Uc

Theinteractionsrelated to UAS application layer support functions between the UAE client and the UAS application
specific client are supported by Uc reference point.

5.4.8 SEAL-C
The following SEAL-C reference points specified in 3GPP TS 23.434 [5] are supported:
- LM-C reference point for location management;

- GM-C reference point for group management;
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- CM-C reference point for configuration management;
- IM-C reference point for identity management;
- KM-C reference point for key management; and

- NRM-C reference point for network resource management.

5.4.9 SEAL-S
The following SEAL-S reference points specified in 3GPP TS 23.434 [5] are supported:
- LM-Sreference point for location management;
- GM-Sreference point for group management;
- CM-Sreference point for configuration management;
- IM-Sreference point for identity management;
- KM-Sreference point for key management; and

- NRM-S reference point for network resource management.

5.4.10 SEAL-PC5
The following SEAL-PC5 reference points specified in 3GPP TS 23.434 [5] are supported:
- LM-PC5 reference point for location management;
- GM-PCS5 reference point for group management;
- CM-PC5 reference point for configuration management;
- IM-PC5 reference point for identity management;
- KM-PCS5 reference point for key management; and

- NRM-PC5 reference point for network resource management.

5411 SEAL-UU
The following SEAL-UU reference points specified in 3GPP TS 23.434 [5] are supported:
- LM-UU reference point for location management;
- GM-UU reference point for group management;
- CM-UU reference point for configuration management;
- IM-UU reference point for identity management;
- KM-UU reference point for key management; and

- NRM-UU reference point for network resource management.

5.4.12 UAE-E

The interactions related to UAS application support functions between the UAE serversin a distributed deployment are
supported by UAE-E reference point. If CAPIF is supported, this reference point is an instance of CAPIF-2/2e reference
point as specified in 3GPP TS 23.222 [3].
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5.5 External reference points

551 General

The reference points between the UAS application layer and the 3GPP network systems (EPS, 5GS) are described in the
following clauses.

5.5.2 Rx

The reference point Rx supports the interactions between the UAS application server and the PCRF and is specified in
3GPP TS 29.214 [11]. The functions for Rx reference point are supported by the network resource management server
of the SEAL.

5.5.3 MB2-C

The reference point MB2-C supports the control plane interactions between the UAS application server and the BM-SC
and is specified in 3GPP TS 29.468 [12]. The functions for MB2-C reference point are supported by the network
resource management server of the SEAL.

5.5.4 MB2-U

The reference point MB2-U supports the user plane interactions between the UAS application server and the BM-SC
and is specified in 3GPP TS 29.468 [12]. The functions for MB2-U reference point are supported by the UAE server.

5.5.5 XMB-C
The reference point xMB-C supports the control plane interactions between the UAS application server and the BM-SC

and is specified in 3GPP TS 26.346 [9]. The functions for xMB reference point are supported by the network resource
management server of the SEAL.

5.5.6 xMB-U

The reference point xMB-U supports the user plane interactions between the UAS application server and the BM-SC
and is specified in 3GPP TS 26.346 [9]. The functions for xMB-U reference point are supported by the UAE server.

5.5.7 T8

The reference point T8 supports the interactions between the UAS application server and the SCEF and is specified in
3GPP TS 23.682 [8]. The functions of T8 interface are supported by UAE server and the functions related to location
management of T8 are supported by the location management server.

5.5.8 N5

The reference point N5 supports the interactions between the UAS application server and the PCF and is specified in
3GPP TS 23.501 [6]. The functions of N5 interface are supported by UAE server.

55.9 N33/Nnef

The reference point N33 supports the interactions between the UAS application server and the NEF and is specified in
3GPP TS 23.501 [6]. Nnef is the service based interface exposed by the NEF as per the N33 reference point. The
functions of Nnef interface are supported by UAE server and the functions related to location management of Nnef are
supported by the location management server.
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6 ldentities

6.1 General

This clause describes the identities associated with the entities in the UAS application layer and used in this
specification.

6.2 UAYV ldentifier (UAV ID)

The UAV identifier is used to uniquely identify aUAV. The UAV ID isin the form of a3GPP UE ID (e.g. GPSI,

External Identifier) as specified in 3GPP TS 23.501 [6] or CAA level UAV ID as assigned by civil aviation authorities
(e.g. FAA) viaUSS/UTM.

6.3 UAS ldentifier (UAS ID)

The UAS identifier is used to uniquely identify apair of UAV and UAV-C collectively known as UAS. The UASID is
in the form of a Group ID as specified in 3GPP TS 23.434 [5] or acollection of individual identifiers of the entitiesin
the UAS (e.g. CAA level UAV IDs, 3GPP UE IDs).

6.4 UAS Application Specific Server Identifier (UASS ID)

The UAS application specific server identifier is used to uniquely identify the UAS application specific server. The
UASSID isinthe form of URI.

6.5 UAE Server Identifier (UAE Server ID)

The UAE server identifier is used to uniquely identify the UAE server. The UAE Server ID isin the form of URI.

7 Procedures and information flows

7.1 Usage of SEAL services

7.1.1 General

The UAE capabilities (UAE client and UAE server) utilize the SEAL services. Also the UAS application specific
server(s) may directly utilize the SEAL services. All SEAL services specified in 3GPP TS 23.434 [5] are available to
the UAS application layer (i.e. the UAE layer and the UAS application specific layer).

In this clause, the details of the information flows, procedures and APIs utilized by the UAS application layer are
described.
7.1.2 Group management service

7121 General

The UAE capabilities (UAE client and UAE server) utilize the group management service procedures (e.g. creation,
join, leave) of SEAL based on the group configuration information (e.g. group join policy, group leader) provided by
the UAS application specific layer. The decisions and corresponding triggers (e.g. group creation, join, leave) for group
management are responsibility of the UAS application specific layer. The group management service of SEAL provides
support for creating group for UAS for supporting UAS applications and C2 communications.
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The UAS application specific server(s) may directly utilize the group management service procedures of SEAL.

7122 Information flows

The following information flows of group management service of SEAL as specified in 3GPP TS 23.434 [5] are
applicable for the UAS applications:

Group creation request specified in clause 10.3.2.1;

Group creation response specified in clause 10.3.2.2;

Group creation notification specified in clause 10.3.2.3;

Group information query request specified in clause 10.3.2.4;
Group information query response specified in clause 10.3.2.5;
Group membership update request specified in clause 10.3.2.6;
Group membership update response specified in clause 10.3.2.7;
Group membership notification specified in clause 10.3.2.8;

Group deletion request specified in clause 10.3.2.9;

Group deletion response specified in clause 10.3.2.10;

Group deletion notification specified in clause 10.3.2.11;

Group information request specified in clause 10.3.2.12;

Group information response specified in clause 10.3.2.13;

Group information subscribe request specified in clause 10.3.2.14;
Group information subscribe response specified in clause 10.3.2.15;
Group information notify request specified in clause 10.3.2.16;
Group information notify response specified in clause 10.3.2.17;
Store group configuration request specified in clause 10.3.2.18;
Store group configuration response specified in clause 10.3.2.19;
Get group configuration request specified in clause 10.3.2.20;

Get group configuration response specified in clause 10.3.2.21;
Subscribe group configuration request specified in clause 10.3.2.22;
Subscribe group configuration response specified in clause 10.3.2.23;
Notify group configuration request specified in clause 10.3.2.24;
Notify group configuration response specified in clause 10.3.2.25;
Configure VAL group request specified in clause 10.3.2.26;
Configure VAL group response specified in clause 10.3.2.27
Group announcement specified in clause 10.3.2.28;

Group registration request specified in clause 10.3.2.29;

Group registration response specified in clause 10.3.2.30;

Identity list notification specified in clause 10.3.2.31;
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- Group de-registration request specified in clause 10.3.2.32;
- Group de-registration response specified in clause 10.3.2.33;
The usage of the above information flows are clarified as below:
- Theidentity isthe UE ID or CAA Level ID;
- Theidentity list or identitieslist isthelist of UE IDs or CAA Level I1Ds; and

- The VAL server isthe UAE server or the UAS application specific server.

7.1.2.3 Procedures

The following procedures of group management service of SEAL as specified in 3GPP TS 23.434 [5] are applicable for
the UAS applications:

- Group creation specified in clause 10.3.3;

- Group information query specified in clause 10.3.4;

- Group membership specified in clause 10.3.5;

- Group configuration management specified in clause 10.3.6;
- Group announcement and join specified in clause 10.3.8;

- Group member leave specified in clause 10.3.9;

7124 APls

The following APIs of group management service of SEAL as specified in 3GPP TS 23.434 [5] are applicable for the
UAS applications:

- SS _GroupManagement API specified in clause 10.4.2;
7.1.3 Location management service

7.1.3.1 General

The UAE capabilities (UAE client and UAE server) utilize location management (e.g. network location of UES) service
procedures of SEAL to support UAS applications.

The UAS application specific server(s) may directly utilize the location management service procedures of SEAL.

7.1.3.2 Information flows

The following information flows of location management service of SEAL as specified in 3GPP TS 23.434 [5] are
applicable for the UAS applications:

- Location reporting configuration regquest specified in clause 9.3.2.0;

- Location reporting configuration response specified in clause 9.3.2.1;
- Location information report specified in clause 9.3.2.2;

- Location information request specified in clause 9.3.2.3;

- Location reporting trigger specified in clause 9.3.2.4;

- Location information subscription request specified in clause 9.3.2.5;

- Location information subscription response specified in clause 9.3.2.6;
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- Location information notification specified in clause 9.3.2.7,
- Location reporting configuration cancel specified in clause 9.3.2.8;
- Get UE(s) information request specified in clause 9.3.2.9;
- Get UE(s) information response specified in clause 9.3.2.10;
- Monitor location subscription request specified in clause 9.3.2.11;
- Monitor location subscription response specified in clause 9.3.2.12;
- Notify location monitoring event specified in clause 9.3.2.13;
The usage of the above information flows are clarified as below:
- Theidentity isthe UE ID or CAA Level ID;
- Theidentity list or identitieslist isthelist of UE IDsor CAA Level I1Ds; and

- The VAL server isthe UAE server or the UAS application specific server.

7.1.3.3 Procedures

The following procedures of location management service of SEAL as specified in 3GPP TS 23.434 [5] are applicable
for the UAS applications:

- Event-triggered location reporting procedure specified in clause 9.3.3;

- On-demand location reporting procedure specified in clause 9.3.4;

- Location reporting event triggers configuration cancel specified in clause 9.3.6;

- Location information subscription procedure specified in clause 9.3.7;

- Event-trigger location information notification procedure specified in clause 9.3.8;
- On-demand usage of location information procedure specified in clause 9.3.9;

- Obtaining UE(s) information at alocation specified in clause 9.3.10;

- Monitoring Location Deviation specified in clause 9.3.11

7.1.3.4 APls

The following APIs of location management service of SEAL as specified in 3GPP TS 23.434 [5] are applicable for the
UAS applications:

- SS_LocationReporting API as specified in clause 9.4.2;

- SS LocationlnfoEvent APl as specified in clause 9.4.3;

- SS_LocationinfoRetrieval API as specified in clause 9.4.4;

- SS LocationArealnfoRetrieval API as specified in clause 9.4.5;

- SS LocationMonitoring API as specified in clause 9.4.6;
7.14 Network resource management service

7141 General

The UAE capabilities (UAE client and UAE server) and UAS application specific servers utilize network resource
management service procedures of SEAL to support UAS applications and C2 communications.
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The UAS application specific server(s) may directly utilize the network management service procedures of SEAL.

7.1.4.2 Information flows

The following information flows of network resource management service of SEAL as specified in 3GPP TS 23.434 [5]
are applicable for the UAS applications:

- Network resource adaptation request specified in clause 14.3.2.1;

- Network resource adaptation response specified in clause 14.3.2.2;

- Resource reguest specified in clause 14.3.2.6;

- Resource response specified in clause 14.3.2.7;

- Resource modification request specified in clause 14.3.2.8;

- Resource modification response specified in clause 14.3.2.9;

- Monitoring Events Subscription Request specified in clause 14.3.2.17;

- Monitoring Events Subscription Response specified in clause 14.3.2.18;

- Monitoring Events Notification message specified in clause 14.3.2.19;
The usage of the information flows are clarified as below:

- Theidentity isthe 3GPP UE ID or CAA Level UAV ID;

- Theidentity list or identities list isthe list of 3GPP UE IDs or CAA Level UAV IDs; and

- TheVAL server isthe UAE server or the UAS application specific server.

7.1.4.3 Procedures

The following procedures of network resource management service of SEAL specified 3GPP TS 23.434 [5] are
applicable for the UAS applications and C2 communications:

- Request for unicast resources at VAL service communication establishment specified in clause 14.3.3.2.1;
- Request for modification of unicast resources specified in clause 14.3.3.2.2;
- Network resource adaptation specified in clause 14.3.3.3.1;

- QoS/resource management capability initiation in network assisted UE-to-UE communications procedure
specified in clause 14.3.5.2;

- Coordinated QoS provisioning operation in network assisted UE-to-UE communications procedure specified in
clause 14.3.5.3;

- Monitoring Events Subscription procedure specified in clause 14.3.6.2;

- Monitoring Events Notification procedure specified in clause 14.3.6.3;

7.1.4.4 APls

The following APIs of network resource management service of SEAL specified 3GPP TS 23.434 [5] are applicable for
the UAS applications and C2 communications:

- SS_NetworkResourceAdaptation API specified in clause 14.4.2;

- SS_EventsMonitoring API specified in clause 14.4.3;
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7.1a  UAE layer registration

7.1a.1 General

The UAE capabilities provide support for registering UAV/UAV-C at the UAE server. The UAE server usesthe
registration information to distribute UAE layer messages or UAS application specific layer messages to the appropriate
UASUEs.

7.1a.2 Procedures

7.1a.2.1 UAS UE registration

7.1a.2.1.1 General

This clause describes the procedure for UAS UE (UAV/UAV-C) to register with the UAE server.

7.1a.2.1.2 Procedure
Pre-conditions:
- The UAE client has discovered the UAE server and is aware of the address of the UAE server (e.g. FDQN).

NOTE: How the UAE client is provisioned with the UAE server information is outside the scope of the current
document.

- The UAV/UAV-C has aready been assigned with the UAV ID.

UAE client UAE server

1. Registration request

[
|

2. Authentication and
authorization check

3. Registration response

A

Figure 7.1a.2.1.1-1: Procedure for registering the UAE client at the UAE server

1. The UAE client sends a registration request to the UAE server.

2. The UAE server performs authentication and authorization check (e.g. based on pre-provisioned security
information or by interacting with UAS application specific server (e.g. USSIUTM)).

3. The UAE server sends an registration response to the UAE client indicating success or failure of the registration.
7.1a.2.2 UAS UE deregistration

7.1a.2.2.1 General
This clause describes the procedures for UAS UE (UAV/UAV-C) to deregister at the UAE server.

7.1a.2.2.2 Procedure
Pre-condition:

- The UAE client has already registered with the UAE server as described in subclause 7.1a.2.1.
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UAE client UAE server

1. Deregistration request

Y

2. Deregistration response

A

Figure 7.1a.2.2.2-1: Procedure for deregistering the UAE client at the UAE server

1. The UAE client sends a deregistration request to the UAE server.
2. The UAE server sends a deregistration response to the UAE client.

7.1a.2.3 UAS UE registration update

7.1a.2.3.1 General

This clause describes the procedures for UAS UE (UAV/UAV-C) to update its registration with the UAE server.
7.1a.2.3.2 Procedure

Pre-conditions:

- The UAE client has already registered with the UAE server as described in subclause 7.1a.2.1.

UAE client UAE server

1. Registration update request

Y

2. Registration update response

A

Figure 7.1a.2.3.1-1: Procedure for registration update by the UAE client at the UAE server

1. The UAE client sends a registration update request to the UAE server.

2. The UAE server sends an acknowledgement to the UAE client.
7.1a.3 Information flows

7.1a.3.1 Registration request

Table 7.1a.3.1-1 describes the information flow for a UAE client to register with the UAE server.

Table 7.1a.3.1-1: Registration request

Information element Status Description
UAV ID M The identifier of the UAV/UAV-C (e.g. 3GPP UE ID
or CAA level UAV ID) which initiates the
registration request
UAS UE information like IP address, etc.
Proposed to registration lifetime.

UAS UE information

Proposed registration lifetime

(NOTE)

NOTE: If Proposed registration lifetime IE is not included, then the registration lifetime is valid until
explicit deregistration is peformed.

o]
O
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7.1a.3.2 Registration response

Table 7.1a.3.2-1 describes the information flow for UAE server to respond for registration request from the UAE client.

Table 7.1a.3.2-1: Registration response

Information element Status Description
Result M Result from the UAE server in response to
registration request indicating success or failure
Registration lifetime @) The registration lifetime provided by UAE server if
registration is successful

7.1a.3.3 Deregistration request

Table 7.1a.3.3-1 describes the information flow for a UAE client to deregister at the UAE server.

Table 7.1a.3.3-1: Deregistration request

Information element Status Description
UAV ID M The identifier of the UAV/UAV-C (e.g. 3GPP UE ID
or CAA level UAV ID) which initiates the
deregistration request

7.1a.34 Deregistration response

Table 7.1a.3.4-1 describes the information flow for UAE server to respond for deregistration request from the UAE
client.

Table 7.1a.3.4-1: Deregistration response

Information element Status Description

Result M Result from the UAE server in response to the
deregistration request

7.1a.3.5 Registration update request

Table 7.1a.3.5-1 describes the information flow for a UAE client to update registration with the UAE server.

Table 7.1a.3.5-1: Registration update request

Information element Status Description
UAV ID M The identifier of the UAV/UAV-C (e.g. 3GPP UE ID
or CAA level UAV ID) which initiates the
registration request

UAS UE information M UAS UE information like IP address, etc.
Proposed registration lifetime o Proposed to registration lifetime.
7.1a.3.6 Registration update response

Table 7.1a.3.6-1 describes the information flow for UAE server to respond for registration update request from the UAE
client.
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Table 7.1a.3.6-1: Registration update response

Information element Status Description
Result M Result from the UAE server in response to
registration update request indicating success or
failure
Registration lifetime (@) The registration lifetime provided by UAE server if
registration update is successful

7.2 Communications between UAVs within a geographical area

7.2.1 General

This clause describes the procedure for communi cations between UAV s within a geographical area. The geographical
areais from the perspective of the UAV initiating the communication with other UAVs.

The following transport mechanisms can be supported for communications between UAV s within a geographical area:
a. Using unicast Uu.
NOTE: The mechanisms for communications between UAV's using multicast/broadcast Uu and ProSe are out of

scope of the current release of the present document.

7.2.2 Procedures

7221 Communications between UAVs within a geographical area using unicast Uu

Figure 7.2.2.1-1 illustrates the procedure for communications between UAV s within a geographical area using unicast
Uu.

Pre-conditions:
1. The UAE clients of UAV's have successfully registered and connected to the UAE server.

2. The SEAL'sLM server information is configured at the UAE server.

UAE client UAE server LM server

1. UAV application message

[
|

2. Get UAV(s) information in a range of the UAV
location.

3. Send the UAV application
message to the UAV(s) via unicast

4. Acknowledgement

Figure 7.2.2.1-1: Communications between UAVs within a geographical area using unicast Uu

1. The UAE client of UAV sendsaUAYV application message to the UAE server in order to communicate the
payload information of the UAV application message to other UAVsin arange of the location corresponding to
the UAV.

2. The UAE server obtains the other UAV (s) information in the location of the UAV from the LM S as specified in
3GPPTS23.434 [5].

3. Upon receiving the list of other UAV (s), the UAE server sends the payload in UAV application message to each
of the UAV via unicast channel.
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4. Upon completing step 3, the UAE server may send an acknowledgement to the UAE client.
7.2.3 Information flows

7.23.1 UAV application message

Table 7.2.3.1-1 describes the information flow for the UAV application message from UAE client to UAE server and
from UAE server to UAE client.

Table 7.2.3.1-1: UAV application message

Information element Status Description
UAV ID M The identifier of the UAV (e.g. 3GPP UE ID or CAA
level UAV ID) which initiates the UAV application
message.
Application defined proximity M Description of the range information over which the
range information (NOTE 2) UAV application message is to be sent.
Application Payload (NOTE 1) M Application payload that is to be delivered to the
other UAVs
NOTE 1: This IE is provided by the UAS application specific client and its details are out of scope of
3GPP.
NOTE 2: This IE is not included when the UAV application message is sent from UAE server to UAE
client.

7.3 UAV and UAV-C Pairing and C2 QoS Provisioning using
Group ID

7.3.1 General

This clause describes the procedure for UAV and UAV-C grouping C2 QoS provisioning using subsequent group ID. It
aso provides the procedure for UAV replacement resulting in group 1D update.

7.3.2 Procedures

7.3.2.1 Procedure for group creation for one pair of UAV and UAV-C
Figure 7.3.2.1-1 illustrates a high-level procedure for group creation.
Pre-conditions:

- Both UAV-C and UAV have successfully registered and connected to the UAE server.

- A CAA-level UAV ID isaready assigned to the UAV-C and UAV.

GM server

UAV-C
UAV UAE server (SEAL)

1. UAE server recognizes a pair
of UAV and UAV-C

2. Group ID requestand
creation

3. UAE server uses assigned unique group ID to manage QoS monitoring and
adjustment

I I I I
Figure 7.3.2.1-1: Procedure for group creation for one pair of UAV and UAV-C
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1. The UAE server recognizes a unique pair of UAV and UAV-C either by 3GPP UE ID or CAA-level UAV ID.

NOTE: The mechanisms for how the UAE server recognizes a pair of UAV-C and UAV isout of scope of the
present document.

2. The UAE server sends a group creation request to the SEAL GM server, if there is no pre-assigned group 1D, by
using the GM-S reference link as specified in 3GPP TS 23.434 [5] using the procedure defined in clause 10.3.
The SEAL GM server creates one group 1D for one pair of UAV and UAV-C as specified in
3GPPTS23.434 [5].

3. The UAE server usesthe returned group ID for UAS for QoS management.

7.3.2.2 Procedure for group-based approach for C2 QoS provisioning
Figure 7.3.2.2-1 illustrates a high-level workflow of group-based C2 QoS provisioning.
Pre-conditions:
- Both UAV and UAV-C have registered to 3GPP 5G network respectively. C2 communication is established.

- The procedure specified in clause 7.3.2.1 is performed and the group ID for the UAS group is available at the
UAE server.

UAV-C/UAV UAE client UAE server NR:\;IEfE)ver 3GPP core network
[ [ [

1. UAE server monitors the QoS subscription for UAV and UAV-C
I

2. UAE server triggers QoS adaptation

3. The VAL service is established using new QoS

S D I | AR .

|

| 4. UAS application layer adapts to new QoS allocation :

L __
I~ T r r r

Figure 7.3.2.2-1: Procedure of group-based approach for C2 QoS provisioning.

1. The UAE server monitors the QoS for the UAS group (which includesa UAV and UAV-C) by SEAL NRM as
specified in 3GPP TS 23.434 [5].

2. In cases where the network condition for C2 communication does not satisfy the pre-defined QoS requirement,
the UAE server may choose to send QoS adaptation request to the SEAL NRM server using the NRM-S
reference point as specified in 3GPP TS 23.434 [5]. The QoS adaptation request needs to be sent per group ID
for apair of UAV and UAV-C created in the procedure specified in clause 7.3.2.1. The subsequent network
resource adaptation procedure is triggered by the UAE server as specified in clause 14.3.3.3.1 of
3GPPTS23.434 [5].

3. The UAE client and UAE server established communication based on new QoS requirements as specified in
clause 14.3.3.2.1.2 of 3GPP TS 23.434 [5].

4. UAS application layer adapts the updated QoS assignment.

NOTE: The mechanisms for how the UAS application layer is adapting newly assigned QoS is out of scope of the
present document.

7.3.2.3 Procedure for group update
Figure 7.3.2.3-1 illustrates the group membership update when UAV-2 is used to replace UAV-1.

Pre-conditions:
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- TheUAV-C, UAV-1, and UAV-2 areall previously successfully subscribed with 3GPP Core Network and UAS
application specific server (e.g. USS/UTM) and have received a 3GPP UE ID (e.g. GPSI) and a CAA-level UAV
ID.

- TheUAV-1and UAV-C have been grouped by agroup ID by SEAL GMS as specified in clause 7.3.2.1.

UAV-C | UAV-1 | ‘ UAV-2 UAE Server SEAL
GM Server

1. UAE Server recognizes a new UAS compose of UAV-C and UAV-2

2. Group membership update

Figure 7.3.2.3-1: Procedure for group update

1. The UAE server recognizes anew pair of UAV-2 and UAV-C by the new CAA-level UAV ID.

NOTE: The mechanisms for how the UAE server recognizes a new pair of UAV-C and UAV isout of scope of
the present document.

2. The UAE server sends a group membership update request to the SEAL GM server using the procedure specified
in clause 10.3.2.6 of 3GPP TS 23.434 [5]. The SEAL GM server sends a group membership update response as
specified in clause 10.3.2.7 of 3GPP TS 23.434 [5].

7.3.3 Information flows

The usage of information flows between UAE server and SEAL's Group management Server is specified in clause
7.122.

The usage of information flows between UAE server and SEAL's Network Resource Management Server is specified in
clause 7.1.4.2.

7.4 C2 Communication mode selection and switching

7.4.1 General

Thisfeature introduces the UAS application enablement services for supporting the selection and re-selection of C2
communication modes. In particular, the UAE layer provides support for the following operations:

- Support the switch between the Network-Assisted C2 communication and Direct C2 communication (e.g. when
the direct link becomes feasible/available, or when a UAV is moving towards BV LOS or has poor direct link
conditions, etc.) as described in clause 7.4.2.4.

- Support the switch between the Network-Assisted/Direct C2 communication and UTM-navigated C2
communication (e.g. for air traffic control, the UAV is approaching a No Drone Zone, and detected potential
security threats, etc.) as described in clause 7.4.2.5.

- Support the selection of the communication mode between: utilizing more than one C2 communication links,
and among applicable C2 communication links, selecting a mode as the primary one as described in
clause 7.4.2.3.

- Activation for the support of the above operationsin the UAE Server in the UAE client is performed using
procedure described respectively in clause 7.4.2.1 and clause 7.4.2.2.

Below, the different procedures for C2 communication mode selection and switching are described using UAE Client
assisted and UAE Server controlled based mechanisms. Such functionality is supported by means of policies delivered
to the UAV/UAV-C viathe UAE layer and assisting the dynamic switching of C2 modes.

NOTE: For direct C2 communication mode, usage of ProSe/PC5 is not considered in the present specification
(e.g. direct wireless communication over atechnology outside the scope of 3GPP is assumed).
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7.4.2 Procedures

7421 Management of C2 mode selection / switching capability

This procedure manages the C2 mode sel ection/switching capability at the UAE server, based on an application request
from UAS application specific server (which can be the USS/UTM) to manage the C2 operation modes (direct,
network-assisted) of C2 communication for a UAS.

Figure 7.4.2.1-1 illustrates the procedure where the UAE server receives an application request for managing the
operation mode for C2 communications for a UAS.

Pre-condition:

-  TheUAV hasreceived its UAS ID from the UAS application specific server.

UAE UAS application
server specific server
L 1. C2 operation mode
-y

management request

2. C2 operation mode o
managementresponse

3. C2 configuration
(clause 7.4.2.2)

4. C2 operation mode o
management complete

Figure 7.4.2.1-1: C2 operation mode management request / response

1. The UAS application specific server sends to the UAE Server a C2 operation mode management request for
managing the operation modes for the C2 communication for a UAS (consisting a UAV and a UAV-C) and to
subscribe for UAE notifications.

2. The UAE Server sendsto the UAS application specific server a C2 operation mode management response with a
positive or negative acknowledgement of the request, based on capability of UAE server to undertake this task.

3. UAE server executes C2 communication modes configuration according to clause 7.4.2.2.
4. After successful execution of C2 communication modes configuration, the UAE server notifiesthe UAS
application specific server with a C2 operation mode management complete.
7.4.2.2 C2 communication modes configuration

This procedure enables the configuration of the UAE Client, based on an application request from UAS application
specific server (which can be the USS/UTM) to manage the C2 operation modes (direct, network-assisted) of C2
communication for aUAS.

Figure 7.4.2.2-1 illustrates the C2 communication modes configuration procedure.
Pre-conditions:

1. The UAS UEs are connected to 5GS and authenticated and authorized by UAS application specific server as
specified in clause 5.2 of 3GPP TS 23.256 [4].

2. UAE Server has established a UAE session with the respective UAE Clients as the UAE clients are successfully
registered to the UAE server.

3. UAE Server has performed the C2 mode switching/selection capability initiation asin clause 7.4.2.1.
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UAE client

AE
(UAV or UAV-C) 5GC U server

< 1. C2 Communication Modes|Configuration request

2. Store or remove

C2 communication

mode configuration
parameters

3. C2 Communication Modes|Configuration response

Figure 7.4.2.2-1: C2 communication modes configuration

1. The UAE Server sends a C2 communication modes configuration request including the UAS identifier, allowed
C2 communication modes (e.g., direct, network assisted, USS'UTM navigated), primary and optionally
secondary C2 communication mode and policy for switching. In the case of removal of C2 communication mode
configuration parameters from the UAV or UAV-C, then the request shall only include the UAS identifier.

2. The UAE Client stores or removes the C2 communication mode configuration parameters as per the information
received in step 1.

3. The UAE Client sends a C2 communication modes configuration response to the UAE Server.

7.4.2.3 C2 communication mode selection by UAE Client

This procedure provides a mechanism for the UAE client to select a primary C2 communication mode and optional
secondary C2 communication mode based on C2 communication mode configuration enabled as described in
clause 7.4.2.2.

Figure 7.4.2.3-1 illustrates the C2 communication mode selection and redundant C2 link negotiation.
Pre-conditions:
1. The UAE Clients are configured with a C2 communication modes configuration as described in clause 7.4.2.2.

2. UAE Server has activated the dynamic C2 mode switching capability, as described in clause 7.4.2.1.

UAE client 56C UAE client UAE UAS application
(UAV) (VAV-C) server specific server

I
1. Selects primary and secondary C2
communication mode(s) based on configuration

2. C2 communication mode notification

3. Store C2
communication
modes information

4a. C2 communication mode
notification

>

4b. C2 communication mode
notification acknowledgement

5. C2 communication mode notification acknowledgement

‘ 6. C2 communication between UAV and UAV-C ‘

Figure 7.4.2.3-1: C2 communication mode selection
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3.

UAE Clients (UAV and UAV-C) select a primary and secondary C2 communication mode based on C2
communication mode configuration.

The UAE Client sends a C2 communication mode notification to the UAE Server indicating the selected primary
and secondary C2 communication modes and associated C2 link information which may include UAE Client and
peer address information (e.g., IPPMAC address).

The UAE Server stores the C2 communication modes and links information.

4a-4b. The UAE Server forwards the C2 communication mode and links information to the UAS application

5.
6.

specific server and receives a C2 communication mode notification acknowledgement from the UAS application
specific server.

The UAE Server may forward the C2 communication mode notification acknowledgement to the UAE Client.

The UAV and UAV-C start C2 communication using the selected C2 communication mode.

NOTE: The details of step 6 are outside the scope of the present specification.

7424 UAE-layer assisted dynamic C2 mode switching

This procedure provides a mechanism for supporting dynamic switching between direct and network assisted C2
communications, which may be required while the UAV flight is ongoing, due to possible change of network
conditions, expected location/mobility of the UAV, unpredictable events etc.

Figure 7.4.2.4-1 illustrates the procedure where the UAE server supports the dynamic C2 mode switching for network-
assisted C2 communications.

Pre-conditions:

1
2.

UAE Server has activated the dynamic C2 mode switching capability, as described in clause 7.4.2.1

UAE Server has subscribed for using SEAL/LMS services and has configured the location event reporting, based
on 3GPP TS 23.434 [5].

UAE Client has selected a C2 communication mode as described in clause 7.4.2.3, and UAV and UAV-C are
engaged in C2 communication.

UAE client #2 UAE client #1 LM server UAE UAS application
(UAV-C) (UAV) (SEAL) server specific server

1. C2-related trigger eventjreport

-

| 2. Location Event Report |
I

| 3. C2 mode switching trigger |

4. C2 mode switching
confirmation request

5. C2 mode switching
confirmation response

6. C2 opdration mode switching
-l
B |

7. C2 opdration mode switching performed
Ll
Ll

Figure 7.4.2.4-1: UAE-assisted dynamic C2 mode switching

1. The UAE Client detects a condition for switching C2 communication mode based on local conditions (e.g. using

the C2 communication mode switching policy) or based on a command from the UAS application specific server
(asdescribed in clause 7.4.2.5). A C2-related trigger event report is sent from the UAE Client of the UAV and/or
the UAV-C to the UAE Server, denoting a command from the UAS application specific server or an application
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QoS attribute change (experienced or expected) e.g. based on the experienced packet delay or packet loss for the
Uu or direct link (e.g. packet loss greater than a pre-defined threshold).

Additionally, the UAE Server receives alocation report for the UAV/UAV-C by the SEAL's LM server. The
report can be either periodical or event-based (e.g. UAV moving towards an area covered by a different cell or
different operator), as specified in 3GPP TS 23.434 [5] SEAL's LM server procedures (UAE Server acting asa
VAL server).

The UAE Server determines the switching of the C2 mode from direct to network assisted or vice versa or to
USS/UTM navigated. If the switching is from direct to network assisted or vice versa, thisis done by calculating
the relative actual or expected UAV-to-UAV-C location, as well as other factors like QoS
fulfilment/unfulfilment, augmented location, mobility/speed, direction, topography, weather conditions.

The UAE Server sends a C2 mode switching confirmation request to the UAS application specific server, which
includes the UAS identifier as well as the cause for switching and the switching option (direct to network-
assisted or network-assisted to direct or to USS/UTM navigated). The UAE Server sends this request to obtain
confirmation from the UAS application specific server before proceeding with switching to USS/UTM
navigated. This step isoptional in the case of switching from direct to network assisted or vice versa.

Conditional on Step 3, the UAE Server receives from the UAS application specific server a C2 mode switching
confirmation response indicating a positive or negative result for the requested change.

The UAE Server sends to the involved UAE Clients, a C2 operation mode switching message which provides an
instruction to the UAV and UAV-C to switch to network-assisted mode or to direct mode or to USS/UTM
navigated. The UAV and UAV-C start C2 communication using the indicated C2 communication mode (e.g.,
direct, network assisted, USS'UTM navigated).

If an emergency switch of the C2 communication is deemed necessary by the UAE Client (e.g. sudden loss of
the active C2 link), the UAE Client changes the link prior to the steps 1-6, which are skipped. The UAE Clients
send a C2 operation mode switching performed message to the UAE Server to confirm the switching of the C2
communication mode.

7.4.25 UAS application specific server triggered C2 communication mode switching

This procedure provides a mechanism for supporting dynamic switching between direct or network assisted C2
communications to USS/UTM navigated, initiated by the UAS application specific server (which can be the USSUTM)
after detecting a C2 switching condition which may be required while the UAV enters a no-fly zone. For example, the
UAS application specific server needs to take over the control of UAV and fly it to safety (see 3GPP TS 22.125 [2]
clause 4.2).

Figure 7.4.2.5-1 illustrates a UA'S application specific server triggered C2 communication mode switching.

Pre-conditions:

1
2.

UAE Server has activated the dynamic C2 mode switching capability, as described in clause 7.4.2.1.

UAE Client has selected a primary C2 communication mode as described in clause 7.4.2.3, and UAV and UAV-
C are engaged in (e.g., direct or network assisted) C2 communication.

UAE dlient UAS a.p.pllc?tmn UAE server UAS application specific
specific client | server
T
|_é 1. C2 communication mode switching (out of scope) L‘
2. UAE-layer assisted dynamic C2 mode switching (clause 7.4.2.4) L‘

Figure 7.4.2.5-1: UAS application specific server triggered C2 communication mode switching

1

The UAS application specific client isinstructed directly by a command from the UAS application specific
server to switch to USS/UTM navigated mode.
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NOTE: This procedure between the UAS application specific server and the UAS application specific client is out
of scope of the present document.

2. The UAE Client initiates the procedure described in clause 7.4.2.4.
7.4.3 Information flows

7.4.3.1 C2 operation mode management request

Table 7.4.3.1-1 describes the information flow C2 operation mode management request from the UAS application
specific server to the UAE server.

Table 7.4.3.1-1: C2 operation mode management request

Information element Status Description
UASS ID M Identity of the UAS application specific server
which requests the C2 operation mode
management. This ID can be the USS/UTM
identifier, when the UAS application specific server
is the USS/UTM.
UAS ID M The identification of the UAS for which the C2 QoS
management request applies. This could be in form
of identifier for the UAS, e.g group ID; or collection
of individual identifiers for the UAV and UAV-C,
e.g. CAA level UAV ID, GPSI

C2 operation mode management | O The C2 operation mode management container

container (see NOTE 2) consists of the requirements and policy for C2
operation mode management

> C2 operation mode M Identification of the type of the C2 mode switching

management requirement to be supported by the UAE server. This can be

either from direct to network-assisted C2, or from
network-assisted to direct C2 or to UTM navigated.

> Allowed C2 communication M direct, network assisted, USS/UTM navigated
modes
> Primary C2 communication M Primary C2 communication mode (direct, network
mode assisted)
> Secondary C2 communication | O Secondary C2 communication mode (direct,
mode network assisted)
> Policy of C2 switching M Parameters for C2 switching (see NOTE 1)

- QoS thresholds on active link

- QoS thresholds on target link
> C2 service area (0] The area where the C2 operation mode

management request applies. This can be

geographical area, or topological area in which the

capability is active.

NOTE 1: A complete list of parameters for the QoS-policy of C2 switching is specified by stage 3.

NOTE 2: If C2 operation mode management container IE is not included, it indicates removal of the C2
operation mode management related information.

7.4.3.2 C2 operation mode management response

Table 7.4.3.2-1 describes the information flow C2 operation mode management response from the UAE server to the
UAS application specific server.

Table 7.4.3.2-1: C2 operation mode management response

Information element Status Description

Result M The positive or negative result of the C2 operation
mode management request.
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7.4.3.3 C2 operation mode management complete

Table 7.4.3.3-1 describes the information flow C2 operation mode management complete from the UAE server to the
UAS application specific server.

Table 7.4.3.3-1: C2 operation mode management complete

Information element Status Description

Result M The positive or negative result of the C2
communication mode configuration.

7.4.3.4 C2-related trigger event report

Table 7.4.3.4-1 describes the information flow C2-related trigger event report from the UAE client (of the UAV or the
UAV-C) to the UAE server.

Table 7.4.3.4-1: C2-related trigger event report

Information element Status Description
UAE client ID M The identifier of the UAE client which indicates the
QoS downgrade
Application QoS-related event M The report including the expected or actual

application QoS / QoE parameters which were
change (i.e. latency, throughput, reliability, jitter). The
event configuration (thresholds, policies) is provided
to the UAE client as described in clause 7.3.2.2.

7.4.35 C2 mode switching confirmation request

Table 7.4.3.5-1 describes the information flow C2 mode switching confirmation request from the UAE server to the
UAS application specific server.

Table 7.4.3.5-1: C2 mode switching confirmation request

Information element Status Description
UAE server ID M The identifier of the UAE server which requests the
C2 mode switching confirmation from USS/UTM
UAS ID M The identification of the UAS. This could be in form of

identifier for the UAS, e.g. group ID; or collection of
individual identifiers for the UAV and UAV-C, e.g.
CAA level UAV ID, GPSI.

C2 operation mode switching type | M The type of the C2 mode switching to be applied
(direct to network-assisted, or network-assisted to
direct, or to USS/UTM navigated).

Switching cause (0] Cause information for initiating the switching (e.g.
poor radio link quality)

7.4.3.6 C2 mode switching confirmation response

Table 7.4.3.6-1 describes the information flow C2 mode switching confirmation response from the UAS application
specific server (USS/UTM) to the UAE server.

Table 7.4.3.6-1: C2 mode switching confirmation response

Information element Status Description

Result M The positive or negative result of the C2 mode
switching confirmation response.
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7.4.3.7 C2 operation mode switching

Table 7.4.3.7-1 describes the information flow C2 operation mode switching from the UAE server to the UAE client(s)
of the affected UAS.

Table 7.4.3.7-1: C2 operation mode switching

Information element Status Description

UAE server ID M The identifier of the UAE server which instructs the
UAS to apply the C2 mode switching.

C2 operation mode switching M The type of the C2 mode switching to be applied

requirement (direct to network-assisted, or network-assisted to
direct).

Time Validity (0] Time validity for the C2 switching requirement

Geographical Area o Area for which the C2 switching applies

7.4.3.8 C2 communication modes configuration request

Table 7.4.3.8-1 describes the information flow C2 communication modes configuration request from the UAE server to
the UAE client.

Table 7.4.3.8-1: C2 communication modes configuration request

Information element Status Description
UAS ID M The identification of the UAS for which the C2 QoS
management request applies. This could be in form
of identifier for the UAS, e.g. group ID; or collection
of individual identifiers for the UAV and UAV-C,
e.g. CAA level UAV ID, GPSI.

C2 operation mode management | O The C2 operation mode management configuration

configuration (see NOTE 2) information to be configured at the UAS

> C2 operation mode M Identification of the type of the C2 mode switching

management requirement to be supported by the UAE server. This can be
either from direct to network-assisted C2, or from
network-assisted to direct C2 or to UTM navigated.

> Allowed C2 communication M direct, network assisted, USS/UTM navigated

modes

> Primary C2 communication M Primary C2 communication mode (direct, network

mode assisted)

> Secondary C2 communication (0] Secondary C2 communication mode (direct,

mode network assisted)

> Policy of C2 switching M Parameters for C2 switching (see NOTE 1)

- QoS thresholds on active link
- QoS thresholds on target link

NOTE 1: A complete list of parameters for the QoS-policy of C2 switching is specified by stage 3.
NOTE 2: If C2 operation mode management configuration IE is not included, it indicates removal of the
C2 operation mode management configuration at the UAS ID.

7.4.3.9 C2 communication modes configuration response

Table 7.4.3.9-1 describes the information flow C2 communication modes configuration response from the UAE client
to the UAE server.
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Table 7.4.3.9-1: C2 communication modes configuration response

Information element Status Description

Result M The positive or negative result of reception and
storing or removal of the communication mode
configuration parameters

7.4.3.10 C2 communication mode notification

Table 7.4.3.10-1 describes the information flow C2 communication mode notification from the UAE client to the UAE
server and from the UAE server to the UAS application specific server.

Table 7.4.3.10-1: C2 communication mode notification

Information element Status Description
UAS ID M The identification of the UAS. This could be in form
of identifier for the UAS, e.g. group ID; or collection
of individual identifiers for the UAV and UAV-C,
e.g. CAA level UAV ID, GPSI.

Selected primary C2 M Selected primary C2 communication mode (direct,
communication mode network assisted)
Selected secondary C2 (0] Selected secondary C2 communication mode
communication mode (direct, network assisted)

7.4.3.11 C2 communication mode notification acknowledgement

Table 7.4.3.11-1 describes the information flow C2 communication mode notification acknowledgement from the UAE
server to the UAE client and from the UAS application specific server to the UAE server.

Table 7.4.3.11-1: C2 communication mode notification acknowledgement

Information element Status Description

Acknowledgement M Acknowledgement of selected C2 communication
mode(s)

7.4.3.12 C2 operation mode switching performed

Table 7.4.3.12-1 describes the information flow C2 operation mode switching performed from the UAE client to the
UAE server.

Table 7.4.3.12-1: C2 operation mode switching performed

Information element Status Description
Result M The result of the C2 mode switching

7.5 Real-Time UAV Connection Status Monitoring and Location
reporting

751 General

This clause enables the UAE server to provide areal-time view of UAV network status and location reporting based on
current network connection status, in particular with the supporting of following use cases:

- Support of real-time monitor the 3GPP network connection with UAVs.

- Support of reporting of loss of communication with UAVSs.
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- Support of location reporting such as last known location after loss of communication.
7.5.2 Procedures
7521 Procedure for real-time UAV network connection status monitoring and
location update
Figure 7.5.2.1-1 illustrates the real -time network monitoring and location update support for UAV operations.

Pre-conditions:

- UAE server has subscribed to the monitoring event API for connection monitoring by the NRM server for both
UAYV and/or UAV client as specified in clause 14.3.6.2.2 of 3GPP TS 23.434 [5].

- UAE server has subscribed for the location information and location deviation monitoring events of UAV from
LM server as per the clause 9.3.7 and clause 9.3.11.2 specified in 3GPP TS 23.434 [5].

- Subscription for real-time UAV statusinformation is performed as specified in clause 7.5.2.2.

LM client LM server UAE server NRM server
(SEAL) (SEAL) (SEAL)

1. UAE server records current location report

2. UAE server receives UE connectivity
loss

3. NRM server notifies UE re-
connected status

I
4. UAE server records the timestamp and triggers location
update

Figure 7.5.2.1-1: Real-time UAV network connection status monitoring and location update

1. The UAE server receives location report and location deviation monitoring event notifications from LM server
as specified in clause 9.3.8 and clause 9.3.11.2 of 3GPP TS 23.434 [5]. UAE server shall record the current
location reporting timestamp as specified in clause 9.3.2.2 of 3GPP TS 23.434 [5].

2. The UAE server receives monitoring events notification as specified in clause 14.3.6.3.2 of 3GPP TS 23.434 [5].
If events are regarding loss of UE reachability such as when received "Loss _of _connectivity notification", the
UAE server shall record such event with current timestamp.

3. NRM server sends notification when UE re-connected status is detected as specified in clause 14.3.6.3.2 of
3GPPTS23.434 [5].

4. The UAE server shall record such event with current timestamp, plus with last known location information and
timestamp as specified in clause 9.3.2.7 of 3GPP TS 23.434 [5] and trigger location update as specified in
clause 9.3.4 of 3GPP TS 23.434 [5].

7522 Subscription for real-time UAV status information
Figure 7.5.2.2-1 describes the procedure for subscription for real-time UAV status information.
Pre-condition:

- UAS application specific server has been provisioned with UAE server information.
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UAS application
specific server UAE server

1. Subscribe realtime UAV status

information request .
|

2. Store subscription

3. Subscription response

A

Figure 7.5.2.2-1: Subscription for real-time UAV status information

1. The UAE application specific server sends subscribe real-time UAV status information request to the UAE
server. The request includes the UAV ID.

2. The UAE server stores the subscription information.

3. The UAE server sends subscription response to the UAS application specific server.

7523 Notification of real-time UAV status information
Pre-conditions:

- UAS application specific server has performed subscription as per procedure in clause 7.5.2.2 with UAE server
and the procedure for processing real-time UAV status as specified in clause 7.5.2.1 has performed.

UAS application

UAE server e
specific server

1. Notify realtime UAV status information

[
|

Figure 7.5.2.3-1: Notification for real-time UAV status information

1. Whenreal-time UAV gtatusinformation is available at the UAE as per the subscription then, the UAE server
sends notification of real-time UAV status information to the UAS application specific server.

7524 Unsubscription for real-time UAV status information
Figure 7.5.2.4-1 describes the procedure for unsubscription for real-time UAV status information.
Pre-condition:

- UAS application specific server has performed the subscription procedure as specified in clause 7.5.2.2.

UAS application
specific server UAE server

1. Unsubscribe realtime UAV status
information request

[
|

2. Cancel subscription

3. Unsubscription response

A

Figure 7.5.2.4-1: Unsubscription for real-time UAV status information
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1. The UAE application specific server sends unsubscribe real-time UAV status information request to the UAE
server. The request includes the subscription ID.

2. The UAE server cancels the subscription information.

3. The UAE server sends unsubscription response to the UAS application specific server.
7.5.3 Information flows

7.5.3.1 Information flows between UAE server and SEAL servers

The usage of information flows between UAE server and SEAL's Location Management Server is specified in
clause 7.1.3.2.

The usage of information flows between UAE server and SEAL's Network Resource Management Server is specified in
clause 7.1.4.2.

7.5.3.2 Subscribe real-time UAV status information request

Table 7.5.3.2-1 describes the information flow for a UAS application specific server to subscribe to rea-time UAV
status information at the UAE server.

Table 7.5.3.2-1: Subscribe real-time UAV status information request

Information element Status Description
UASS ID M The identifier of the UAS application specific server
which initiated this request.
UAV ID M The identifier of the UAV (e.g. 3GPP UE ID or CAA
level UAV ID) for which the real-time UAV status is
requested.
Area of Interest M Geographic area location information where the
UASS server wishes to monitor the UAS's location
adherence.
Notification Target URI M Target URI where the UAS application specific
server wishes to receive the notifications about
real-time UAV status information.

7.5.3.3 Subscribe real-time UAV status information response

Table 7.5.3.3-1 describes the information flow for UAE server to respond for real-time UAV status subscription request
from the UAS application specific server.

Table 7.5.3.3-1: Subscribe real-time UAV status information response

Information element Status Description
Result M Result from the UAE server in response to
subscription request indicating success or failure
Subscription ID (NOTE) (6] Identifier of a successful subscription.
NOTE:  This IE is included when the Result indicates success

7534 Notify real-time UAV status information

Table 7.5.3.4-1 describes the information flow for a UAS application specific server to receive notification about real -
time UAV status information from the UAE server.
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Table 7.5.3.4-1: Notify real-time UAV status information

Information element Status Description
Subscription ID M Identifier of the subscription for this notification.
Real-time UAV status information | M The real-time UAV status information
>UAV ID M The identifier of the UAV (e.g. 3GPP UE ID or CAA

level UAV ID) for which the real-time UAV status
information is notified.

>UAV status information M The UAV status information includes the UAV
network connection status information, location
information and timestamp.

7.5.35 Unsubscribe real-time UAV status information request

Table 7.5.3.5-1 describes the information flow for a UAS application specific server to unsubscribe to real-time UAV
status information at the UAE server.

Table 7.5.3.5-1: Unsubscribe real-time UAV status information request

Information element Status Description
Subscription ID M Identifier of the subscription for this notification.
7.5.3.6 Unsubscribe real-time UAV status information response

Table 7.5.3.6-1 describes the information flow for UAE server to respond for real-time UAV status unsubscription
request from the UAS application specific server.

Table 7.5.3.6-1: Unsubscribe real-time UAV status information response

Information element Status Description
Result M Result from the UAE server in response to
unsubscription request indicating success or failure

8 APIs
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8.1 General
The following UAE capabilities are offered as APIs:
- UAE server APIs;
The following SEAL service APIs are specified in 3GPP TS 23.434 [5]:
- Group management server APIs;
- Location management server APIs;
- Configuration management server APIs;
- ldentity management server APIs; and

- Key management server APIs.

When UAS application specific server invokes a SEAL server API directly, the UAS application specific server acting
as VAL server shall interact with the corresponding SEAL server over the SEAL-S reference point for the API

invocation request and response as specified in 3GPP TS 23.434 [5].

8.2 UAE server APIs

821 General

Table 8.2.1-1 illustrates the UAE server APIs.

Table 8.2.1-1: List of UAE server APIs

API Name API Operations

Known
Consumer(s

)

Communication
Type

UAE_C20OperationModeManageme | Manage_C2OperationMode
nt API

UAS
application
specific
server

Request/
Response

Notify_SelectedC2Mode (NOTE)

UAS
application
specific
server

Subscribe/notify

Notify_C2ModeSwitching (NOTE)

UAS
application
specific
server

Subscribe/notify

Notify C2OperationModeManagementComp
lete (NOTE)

UAS
application
specific
server

Subscribe/notify

Subscribe_RealtimeUAVStatus

UAS
application
specific
server

Subscribe/notify

Unsubscribe_RealtimeUAVStatus
UAE_RealtimeUAVStatus API

UAS
application
specific
server

Subscribe/notify

Notify _RealtimeUAVStatus

UAS
application
specific
server

Subscribe/notify

Notify C2ModeSwitching is part of Configure_C2OperationMode

NOTE:  The subscribe operation for Notify_C2OperationModeManagementComplete, Notify_SelectedC2Mode and
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8.2.2 UAE_C2OperationModeManagement API

8221 General

API description: This APl enablesthe UAS application specific server to communicate with the UAE server to send
configurations for C2 operation modes for the UAS and receive notifications of the selected C2 communication modes
fromthe UAS UEs (i.e. UAV, UAV-C).

8.2.2.2 Manage_C2OperationMode operation

API operation name: Manage C2OperationMode

Description: Manage (initiate, change or delete) the configuration of the C2 operation modes for the UAS UESs.
Known Consumers. UAS application specific server.

Inputs. Refer clause 7.4.3.1.

Outputs: Refer clause 7.4.3.2.

See clause 7.4.2.1 for the details of usage of this APl operation.

8.2.2.3 Notify_SelectedC2Mode

API operation name: Notify SelectedC2Mode

Description: Notification of the selected C2 communication modes from the UAS UEs.
Known Consumers. UAS application specific server.

Inputs. Refer clause 7.4.3.10.

Outputs: Refer clause 7.4.3.11.

See clause 7.4.2.3 for the details of usage of this API operation.

8.2.2.4 Notify C2ModeSwitching

API operation name: Notify C2ModeSwitching

Description: Notification of the C2 communication mode switching from the UAS UEs.
Known Consumers. UAS application specific server.

Inputs: Refer clause 7.4.3.5.

Outputs: Refer clause 7.4.3.6.

See clause 7.4.2.4 for the details of usage of this APl operation.

8.2.25 Notify_C2OperationModeManagementComplete

API operation name: Notify C2OperationM odeM anagementCompl ete

Description: Notification about the C2 operation mode management completion by UAE server.
Known Consumers. UAS application specific server.

Inputs. Refer clause 7.4.3.3.

Outputs: None.

See clause 7.4.2.1 for the details of usage of this API operation.
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8.2.3 UAE_ RealtimeUAVStatus API

8.23.1 General

API description: This APl enablesthe UAS application specific server to subscribe for and receive notifications for the
realtime status information of the UAV.

8.2.3.2 Subscribe_RealtimeUAVStatus operation

API operation name: Subscribe_RealtimeUAV Status

Description: Subscription for obtaining the realtime UAV status information.
Known Consumers. UAS application specific server.

Inputs: Refer clause 7.5.3.2.

Outputs: Refer clause 7.5.3.3.

See clause 7.5.2.2 for the details of usage of this APl operation.

8.2.3.3 Unsubscribe_RealtimeUAVStatus operation

API operation name: Unsubscribe_RealtimeUAV Status

Description: Unsubscription for a existing subscription for obtaining the realtime UAV status information.
Known Consumers. UAS application specific server.

Inputs: Refer clause 7.5.3.5.

Outputs: Refer clause 7.5.3.6.

See clause 7.5.2.4 for the details of usage of this API operation.

8.2.34 Notify RealtimeUAVStatus operation
API operation name: Notify ReatimeUAV Status

Description: Notification of the realtime UAV status information.
Known Consumers. UAS application specific server.

Inputs. Refer clause 7.5.3.4.

Outputs: None.

See clause 7.5.2.3 for the details of usage of this APl operation.
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Annex A (informative):
Support for edge deployments

The application architecture for supporting edge applications are specified in 3GPP TS 23.558 [7]. The UAS application
layer as specified in clause 5 can be deployed in edge computing environment.

Figure A-1 illustrates a UAS application layer deployment in edge computing environments.

[~~~ ———~——-——————=—= [T-—— T |
| UE : | EDN !
| | | |
| | |
| UAS application specific ! U1-APP | |
: client(s) | : UAS application specific server(s) :
|
L | |
UAS application | ! | |
specific layer | u | ' us '
P! yer ¢ ! | 1
I Y B R ___:_ _________ [ [ R e I I [ —
| |
UAE layer : | | |
: UAE Client : UL-AE : M UAE server :
| ! | |
| ! | |
| ! | |
e o ____ LIRS S R S
T |
|
SEAL! SEAL-C [SEAL-C | | SEAL-S  |SEAL-S :
| ! | |
| : | |
| SEAL | SEAL-UU : SEAL |
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EDGE-4 ) )
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Figure A-1: UAS application layer deployment in edge computing environment

Figure A-1 illustrates how the UAS application architecture with EDGEA PP support for edge deployments can be
deployed. In a UE, the UAS application specific client(s), UAE client and SEAL clients interact with the Edge Enabler
Client (EEC) via EDGE-5 reference point in order to consume edge services. In an Edge Data Network (EDN), the
UAS application specific server(s), UAE server and SEAL servers acting as Edge Application Server (EAS), interacts
with the Edge Enabler Server (EES) via EDGE-3 reference point. The service provisioning and EAS discovery enable
the UAS application layer entities in the UE to communicate with the application layer entitiesin the EDN. The
interactions between the entities and 5GS are not shown for the sake of simplicity.

NOTE: Thisclauseillustrates an example edge deployment using edge enabler layer. There can be other valid
edge deployments enabled for UAS application layer.
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Annex B (Informative):
Deployment models

B.1 General

This clause describes deployments of the functional model specified in clause 5. The reference points utilized from
underlying 3GPP network as specified in clause 5.5 is represented as 3GPP interfaces in the deployment models.

NOTE: Therepresentation of SEAL functionalitiesin the vertical deployment is specified in 3GPP TS 23.434 [5].

B.2 Deployment of UAE server

The UAE server deployments can be centralized and distributed.

B.2.1  Centralized deployments

A centralized deployment is where asingle UAE server offers the UAE capabilities to one or more UAS application
specific servers (e.g. USS/IUTM). The UAE server and the UAS application specific server can be co-located in asingle
physical entity. The UAE server can be deployed either in the PLMN operator domain or deployed in the UAS operator
domain. The UAE server connects with the 3GPP network systems (EPS, 5GS) in one or more PLMN operator domain.
When UAE server and UAS application specific server are co-located in asingle physical entity, the Us reference point
between the UAE server and the UAS application specific server is not used.

Figure B.2.1-1 illustrates a deployment of the UAE server and the UAS application specific server in asingle physical
entity and deployed in UAS operator domain. The UAE server can be deployed in a separate physical entity from the
UAS application specific server in the UAS operator domain. In such deployments, the Us reference point is used for
the communi cation between the UAE server and the UAS application specific server.

UAS application specific server

UAE server

3GPP interfaces PLMN operator domain

3GPP network systems

Figure B.2.1-1: UAE server co-located with UAS application specific server in a single physical entity
Figure B.2.1-2 illustrates a deployment of the UAE server in the PLMN operator domain and the UAS application

specific server in the UAS operator domain. The Us reference point is used for the communication between UAS
application specific server and the UAE server. The UAE server can support multiple UAS application specific servers.
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UAS operator domain

! l
' |
: UAE server |
! l
' |

3GPP interfaces

3GPP network systems

Figure B.2.1-2: UAE server deployed in the PLMN operator domain

Figure B.2.1-3 illustrates a deployment of the UAE server which connects to the 3GPP network systems (EPS, 5GS) in
multiple PLMN operator domain. The UAE server can be co-located with the UAS application specific server in a
single physical entity or deployed in different physical entities.

UAS application specific server

UAE server

3GPP
interfaces

3GPP
interfaces

SWAISAS NJOMIBU ddDE
SWAISAS NJOMIBU ddDE

PLMN operator domain 2

PLMN operator domain 1 UAS operator domain

Figure B.2.1-3: Deployment of UAE server with connections to 3GPP network systems in multiple
PLMN operator domains

Figure B.2.1-4 illustrates a deployment of the UAE server which provides UAE capabilitiesto multiple UAS

application specific servers over Us reference point and connects to the 3GPP network systems (EPS, 5GS) in multiple
PLMN operator domain.
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Figure B.2.1-4: Deployment of UAE server with connections to multiple UAS application specific
servers

B.2.2  Distributed deployment

The distributed deployment is where multiple UAE servers are deployed either in the UAS operator domain or in the
PLMN operator domain. The distributed deployment of the UAE servers provide geographical coverage or support
multiple PLMN operator domains in a geographical location. The UAE serversinterconnect via UAE-E and the Us
reference point is used for interaction between UAS application specific server and the UAE server.

Figure B.2.2-1 illustrates the deployment of UAE serversin multiple PLMN operator domain and provides UAE
capabilities to the UAS application specific server deployed in the UAS operator domain. The UAS application specific
server connects via Usto the UAE servers.
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|
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| |
UAE server : : UAE server
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3GPP network systems 3GPP network systems

Figure B.2.2-1: Distributed deployment of UAE servers in multiple PLMN operator domain without
interconnection between UAE servers

Figure B.2.2-2 illustrates the deployment of multiple UAE servers deployed in multiple PLMN operator domains. The
UAS application specific server connects via Us to the UAE server. The interconnection between UAE serversisvia
UAE-E and supports the UAS applications for the UAS UEs connected to the UAE serversin multiple PLMN operator
domains.

PLMN operatordomainl r——————————-———————— |

r--——TTTTTTm T T T T T T I PLMN operator domain 2
|

|
UAE server :
|
|

| |
| |
: UAE server :
| |
| |

3GPP interfaces 3GPP interfaces

3GPP network systems 3GPP network systems

Figure B.2.2-2: Distributed deployment of UAE servers in multiple PLMN operator domain with
interconnection between UAE servers

Figure B.2.2-3 illustrates the deployment of multiple UAE serversin PLMN operator domain based on geographical

coverage. The UAS application specific server connects via Us to the UAE server 1. The UAE serversinterconnect via
UAE-E and support the UAS communications to the UAS UEs (i.e., UAV, UAV-C) connected to the UAE servers.
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3GPP interfaces 3GPP interfaces

3GPP network systems

Figure B.2.2-3: Distributed deployment of UAE servers in PLMN operator domain

Figure B.2.2-4 illustrates the deployment of multiple UAE serversin the UAS operator domain where UAE server 1
and UAE server 2 connect with 3GPP network system of PLMN operator domain 1 and PLMN operator domain 2
respectively. The UAS application specific server connects via Us to the UAE server 1. The UAE servers interconnect
viaUAE-E and support the UAS applications for the UAS UESs connected via both the PLMN operator domains.
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Figure B.2.2-4: Distributed deployment of UAE servers in UAS operator domain
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Annex C (informative):
Examples of usage of SEAL by UAS application specific
server

All procedures of SEAL services (e.g. GMS, LMS) are avail able directly for usage by UAS application specific server.
Some examples of the usage of SEAL by the UAS application specific server isillustrated below:

- Group creation procedures of Group Management server provides support for the UAS applications (e.g. paired
UAYV and UAV-C are grouped) to provide a dedicated group for the UAV and UAV-C to communicate with
each other.

- The UAS application specific server (e.g. USS/UTM) monitors the presence of UAVsin agiven geographic area
by using the Monitoring Location Deviation procedure of the LM server.

- TheUAS application specific server (e.g. USS/UTM) can directly fetch the multiple UAV related events from
NRM server (e.g. to detect any events related to the UAV, the UAS application specific server can need multiple
eventsrelated to the UAV (UE) from the 3GPP core network).

- TheUAS application specific client and UAS application specific server can utilize the resource management
procedures of the NRM server to manage unicast resources associated to SIP sessions.

ETSI



3GPP TS 23.255 version 17.4.0 Release 17 54 ETSI TS 123 255 V17.4.0 (2023-01)

Annex D (informative):
Change history

Change history
Date Meeting |TDoc CR Rev [Cat [Subject/Comment New
version
2020-11 [SA6#40-e TS skeleton approved in S6-202322 0.0.0
2020-11 |SA6#40-e Implementation of the following pCRs approved by SA6: 0.1.0
S6-202204, S6-202324, S6-202354
2021-01 |SA6#4l-e Implementation of the following pCRs approved by SA6: 0.2.0
S6-210149, S6-210296, S6-210349
2021-01 [SA6#41-e Editorial correction of ref [3] specification number from 23.254 to 0.21
23.256.
2021-03 |SA6#42-e Implementation of the following pCRs approved by SA6: 0.3.0
S6-210555, S6-210556, S6-210718, S6-210719
2021-04 | SA6#42- Implementation of the following pCRs approved by SA6: 0.4.0
BIS-e S$6-211008, S6-211035, S6-211099, S6-211100, S6-211101, S6-
211102, S6-211103, S6-211104, S6-211105
2021-04 |SA6#43-e Implementation of the following pCRs approved by SA6: 0.5.0
S6-211254, S6-211304, S6-211308, S6-211311, S6-211363, S6-
211364, S6-211365, S6-211366, S6-211386, S6-211458, S6-
211459, S6-211460, S6-211461, S6-211462, S6-211463, S6-
211468
2021-06 | SA#92-e [ SP-210471 Presentation for approval at SA#92-e 1.0.0
2021-06 | SA#92-e | SP-210471 MCC Editorial update for publication after TSG SA approval 17.0.0
(SA#92)
2021-06 | SA#92-e [ SP-210579 MCC Editorial update of the titles of the present document as well | 17.0.1
as ref [4] to align UAS terminology (SA#92)
2021-09 | SA#93-e | SP-210966 | 0003 [ 1 F | Correction of SEAL references 17.1.0
2021-09 | SA#93-e | SP-210966 | 0004 | 1 D |Terminology alignment to use uncrewed 17.1.0
2021-09 | SA#93-e | SP-210966 | 0005 | 1 F |Alignment with 5GC architecture 17.1.0
2021-09 | SA#93-e | SP-210966 | 0006 | 1 F |Resolve EN about Geographical Area 17.1.0
2021-09 [ SA#93-e | SP-210966 | 0007 F |Alignment of text in clause 7.4.2.3 17.1.0
2021-09 | SA#93-e | SP-210966 | 0008 F [Correction to the UAV ID assignment assumption 17.1.0
2021-09 | SA#93-e | SP-210966 | 0009 F | Correction to add the missing reference of UUAA 5GC procedure 17.1.0
2021-09 | SA#93-e | SP-210966 | 0010 F [Correction to the UAV application message information flow 17.1.0
2021-09 | SA#93-e | SP-210966 | 0011 F |Correction to the input and output of Notify C2 communication 17.1.0
mode switching operation
2021-09 | SA#93-e | SP-210966 | 0012 | 1 F |Correction to add the missing API operation for C2 operation mode| 17.1.0
configuration complete notification
2021-09 | SA#93-e | SP-210966 | 0013 [ 1 F | Correction about IP address use as UAV ID 17.1.0
2021-09 | SA#93-e | SP-210966 | 0014 | 1 F _[Correction to the usage of UAS ID 17.1.0
2021-09 | SA#93-e | SP-210966 | 0015 F [Correction to the C2 operation mode switching confirmation 17.1.0
2021-09 | SA#93-e | SP-210966 | 0016 | 1 F [Correction to add the missing UAE layer registration procedure 17.1.0
2021-09 | SA#93-e | SP-210966 | 0017 | 1 F |Resolving the editor's note regarding usage of realtime UAV status| 17.1.0
2021-12 | SA#94-e | SP-211528 | 0018 F [Missing API on Realtime UAV status 17.2.0
2021-12 | SA#94-e | SP-211528 | 0019 F [Alignment of the term "USS/UTM" throughout TS 23.255 17.2.0
2021-12 | SA#94-e | SP-211528 | 0020 D |Removal of Editor's Note in Introduction 17.2.0
2021-12 | SA#94-e | SP-211528 | 0021 F |Missing IE for Realtime UAV status subscription request 17.2.0
2021-12 | SA#94-e | SP-211528 | 0022 F |Removal of Editor's Notes in clause 5.2 17.2.0
2021-12 | SA#94-e | SP-211528 | 0023 | 1 F [Removal of Editor's Notes in clause 7.3 17.2.0
2022-03 | SA#95-e | SP-220104 | 0024 | 1 F [Corrections for operations of C2 communication mode switching 17.3.0
2022-03 | SA#95-e | SP-220104 | 0025 F [Correction for realtime UAV status 17.3.0
2022-12 | SA#98-e | SP-221237 | 0027 | 2 F [Clarifications on usage of EDGE in Annex A 17.4.0
2022-12 | SA#98-e | SP-221237 | 0028 F |Removal of normative text in an informative annex 17.4.0

ETSI



3GPP TS 23.255 version 17.4.0 Release 17

55

ETSI TS 123 255 V17.4.0 (2023-01)

History

Document history
V17.3.0 May 2022 Publication
V17.4.0 January 2023 Publication

ETSI




	Intellectual Property Rights
	Legal Notice
	Modal verbs terminology
	Foreword
	Introduction
	1 Scope
	2 References
	3 Definitions of terms and abbreviations
	3.1 Terms
	3.2 Abbreviations

	4 Architectural requirements
	4.1 General
	4.2 Support for communications between UAVs
	4.2.1 Description
	4.2.2 Requirements

	4.3 QoS provisioning for C2 communication
	4.3.1 Description
	4.3.2 Requirements

	4.4 C2 communication mode switching
	4.4.1 Description
	4.4.2 Requirements

	4.5 Support for monitoring of UAV location deviation
	4.5.1 Description
	4.5.2 Requirements

	4.6 Support for reporting of UAV events
	4.6.1 Description
	4.6.2 Requirements


	5 Functional model
	5.1 General
	5.2 Functional model description
	5.3 Functional entities description
	5.3.1 General
	5.3.2 UAS application specific client
	5.3.3 UAS application specific server
	5.3.4 UAE client
	5.3.5 UAE server
	5.3.6 SEAL client
	5.3.7 SEAL server

	5.4 Reference points description
	5.4.1 General
	5.4.2 U1-AE
	5.4.3 U1-APP
	5.4.4 U2-AE
	5.4.5 U2-APP
	5.4.6 Us
	5.4.7 Uc
	5.4.8 SEAL-C
	5.4.9 SEAL-S
	5.4.10 SEAL-PC5
	5.4.11 SEAL-UU
	5.4.12 UAE-E

	5.5 External reference points
	5.5.1 General
	5.5.2 Rx
	5.5.3 MB2-C
	5.5.4 MB2-U
	5.5.5 xMB-C
	5.5.6 xMB-U
	5.5.7 T8
	5.5.8 N5
	5.5.9 N33/Nnef


	6 Identities
	6.1 General
	6.2 UAV Identifier (UAV ID)
	6.3 UAS Identifier (UAS ID)
	6.4 UAS Application Specific Server Identifier (UASS ID)
	6.5 UAE Server Identifier (UAE Server ID)

	7 Procedures and information flows
	7.1 Usage of SEAL services
	7.1.1 General
	7.1.2 Group management service
	7.1.2.1 General
	7.1.2.2 Information flows
	7.1.2.3 Procedures
	7.1.2.4 APIs

	7.1.3 Location management service
	7.1.3.1 General
	7.1.3.2 Information flows
	7.1.3.3 Procedures
	7.1.3.4 APIs

	7.1.4 Network resource management service
	7.1.4.1 General
	7.1.4.2 Information flows
	7.1.4.3 Procedures
	7.1.4.4 APIs


	7.1a UAE layer registration
	7.1a.1 General
	7.1a.2 Procedures
	7.1a.2.1 UAS UE registration
	7.1a.2.1.1 General
	7.1a.2.1.2 Procedure

	7.1a.2.2 UAS UE deregistration
	7.1a.2.2.1 General
	7.1a.2.2.2 Procedure

	7.1a.2.3 UAS UE registration update
	7.1a.2.3.1 General
	7.1a.2.3.2 Procedure


	7.1a.3 Information flows
	7.1a.3.1 Registration request
	7.1a.3.2 Registration response
	7.1a.3.3 Deregistration request
	7.1a.3.4 Deregistration response
	7.1a.3.5 Registration update request
	7.1a.3.6 Registration update response


	7.2 Communications between UAVs within a geographical area
	7.2.1 General
	7.2.2 Procedures
	7.2.2.1 Communications between UAVs within a geographical area using unicast Uu

	7.2.3 Information flows
	7.2.3.1 UAV application message


	7.3 UAV and UAV-C Pairing and C2 QoS Provisioning using Group ID
	7.3.1 General
	7.3.2 Procedures
	7.3.2.1 Procedure for group creation for one pair of UAV and UAV-C
	7.3.2.2 Procedure for group-based approach for C2 QoS provisioning

	7.3.3 Information flows

	7.4 C2 Communication mode selection and switching
	7.4.1 General
	7.4.2 Procedures
	7.4.2.1 Management of C2 mode selection / switching capability
	7.4.2.2 C2 communication modes configuration
	7.4.2.3 C2 communication mode selection by UAE Client
	7.4.2.4 UAE-layer assisted dynamic C2 mode switching
	7.4.2.5 UAS application specific server triggered C2 communication mode switching

	7.4.3 Information flows
	7.4.3.1 C2 operation mode management request
	7.4.3.2 C2 operation mode management response
	7.4.3.3 C2 operation mode management complete
	7.4.3.4 C2-related trigger event report
	7.4.3.5 C2 mode switching confirmation request
	7.4.3.6 C2 mode switching confirmation response
	7.4.3.7 C2 operation mode switching
	7.4.3.8 C2 communication modes configuration request
	7.4.3.9 C2 communication modes configuration response
	7.4.3.10 C2 communication mode notification
	7.4.3.11 C2 communication mode notification acknowledgement
	7.4.3.12 C2 operation mode switching performed


	7.5 Real-Time UAV Connection Status Monitoring and Location reporting
	7.5.1 General
	7.5.2 Procedures
	7.5.2.1 Procedure for real-time UAV network connection status monitoring and location update
	7.5.2.2 Subscription for real-time UAV status information
	7.5.2.3 Notification of real-time UAV status information
	7.5.2.4 Unsubscription for real-time UAV status information

	7.5.3 Information flows
	7.5.3.1 Information flows between UAE server and SEAL servers
	7.5.3.2 Subscribe real-time UAV status information request
	7.5.3.3 Subscribe real-time UAV status information response
	7.5.3.4 Notify real-time UAV status information
	7.5.3.5 Unsubscribe real-time UAV status information request
	7.5.3.6 Unsubscribe real-time UAV status information response



	8 APIs
	8.1 General
	8.2 UAE server APIs
	8.2.1 General
	8.2.2 UAE_C2OperationModeManagement API
	8.2.2.1 General
	8.2.2.2 Manage_C2OperationMode operation
	8.2.2.3 Notify_SelectedC2Mode
	8.2.2.4 Notify_C2ModeSwitching
	8.2.2.5 Notify_C2OperationModeManagementComplete

	8.2.3 UAE_ RealtimeUAVStatus API
	8.2.3.1 General
	8.2.3.2 Subscribe_RealtimeUAVStatus operation
	8.2.3.3 Unsubscribe_RealtimeUAVStatus operation
	8.2.3.4 Notify_RealtimeUAVStatus operation



	Annex A (informative): Support for edge deployments
	Annex B (Informative): Deployment models
	B.1 General
	B.2 Deployment of UAE server
	B.2.1 Centralized deployments
	B.2.2 Distributed deployment



	Annex C (informative): Examples of usage of SEAL by UAS application specific server
	Annex D (informative): Change history
	History

