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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.
y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document defines the Stage 2 service description for the Evolved 3GPP Packet Switched Domain - also
known as the Evolved Packet System (EPS) in this document. The Evolved 3GPP Packet Switched Domain provides |P
connectivity using the Evolved Universal Terrestrial Radio Access Network (E-UTRAN).

The specification covers both roaming and non-roaming scenarios and covers all aspects, including mobility between E-
UTRAN and pre-E-UTRAN 3GPP radio access technologies, policy control and charging, and authentication.

The Radio Access Network functionality is documented only to the extent necessary to describe the overall system.
TS 36.300 [5] contains the overall description of the Evolved Universal Terrestrial Radio Access (E-UTRA) and
Evolved Universal Terrestrial Radio Access Network (E-UTRAN).

ITU-T Recommendation 1.130 [3] describes a three-stage method for characterisation of telecommunication services,
and ITU-T Recommendation Q.65 [4] defines Stage 2 of the method.

TS 23.402 [2] is a companion specification to this specification.

An Evolved Packet System architecture optimised for the support of Cellular 0T (Internet of Things) applicationsis
also defined in this document.

The Evolved Packet System also provides support for the E-UTRAN to control a Dual Connectivity radio connection
that uses a combination of E-UTRA and another radio access technology (e.g. NR). TS 36.300 [5] contains the overall
description for Dual Connectivity.

Enhancements to support interworking of EPS with 5GS are captured in TS 23.501 [83] and TS 23.502 [84].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses'.

[3] ITU-T Recommendation 1.130: "Method for the characterization of telecommunication services
supported by an ISDN and network capabilities of an ISDN".

[4] ITU-T Recommendation Q.65: "The unified functional methodology for the characterization of
services and network capabilities'.

[5] 3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal
Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[6] 3GPP TS 23.203: "Policy and charging control architecture”.

[7] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2.

[8] 3GPP TS 43.129: " Packet-switched handover for GERAN A/Gb mode; Stage 2".

[9] 3GPP TS 23.003: "Numbering, addressing and identification".

[10] 3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station in idle mode™.
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[11]
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3GPP TS 25.304: "UE proceduresin idle mode and procedures for cell re-selection in connected
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3GPP TS 23.246: "Multimedia Broadcast/Multicast Service (MBMS); Architecture and functional
description”.

3GPP TS 29.060: "GPRS Tunnelling Protocol (GTP) across the Gn and Gp interface”.

3GPP TS 43.051: "GERAN Overall description - Stage 2".

3GPP TS 25.401: "UTRAN overall description”.

IETF RFC 1034 (1987): "Domain names — concepts and facilities' (STD 13).

IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration”.

IETF RFC 2131: "Dynamic Host Configuration Protocol”.

IETF RFC 3736: " Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6".

IETF RFC 3633: "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version
6".

3GPP TS 25.413: "UTRAN luinterface Radio Access Network Application Part (RANAP)
signaling".

3GPP TS 44.064: "Mobile Station - Serving GPRS Support Node (MS-SGSN); Logical Link
Control (LLC) Layer Specification”.

3GPP TS 23.251: "Network Sharing; Architecture and functional description”.

IETF RFC 4039: "Rapid Commit Option for the Dynamic Host Configuration Protocol version 4
(DHCPv4)".

IETF RFC 768: "User Datagram Protocol".
3GPP TS 23.221: "Architectural requirements’.
3GPP TS 23.008: "Organization of subscriber data".

3GPP TS 23.078: "Customized Applications for Mobile network Enhanced Logic (CAMEL) Phase
X; Stage 2.

3GPP TS 23.236: "Intra-domain connection of Radio Access Network (RAN) nodes to multiple
Core Network (CN) nodes".

IETF RFC 3588: "Diameter Base Protocol".
IETF RFC 4861: "Neighbor Discovery for IP Version 6 (IPv6)".
3GPP TS 25.331: "Radio Resource Control (RRC); Protocol Specification”.

3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
proceduresin idle mode".

IETF RFC 4960: " Stream Control Transmission Protocol”.

3GPP TS 36.413: "Evolved Universal Terrestrial Access Network (E-UTRAN); S1 Application
Protocol (SIAP)".

3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource
Control (RRC); Protocol specification".

3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting
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[43] 3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service
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[44] 3GPP TS 32.251: "Telecommunication management; Charging management; Packet Switched
(PS) domain charging".

[45] 3GPP TS 24.007: "Mobile radio interface signalling layer 3; General aspects'.

[46] 3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS);
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[47] 3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocols;
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[48] 3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)".

[49] 3GPP TS 22.042: "Network Identity and Time Zone (NITZ) service description; Stage 1".
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[52] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
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3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions givenin TR 21.905 [1] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

MM E Pool Area: An MME Pool Areais defined as an area within which a UE may be served without need to change
the serving MME. An MME Pool Areais served by one or more MMEs ("pool of MMES") in paralel. MME Pool
Areas are a collection of complete Tracking Areas. MME Pool Areas may overlap each other.

Serving GW Service Area: A Serving GW Service Areais defined as an area within which a UE may be served
without need to change the Serving GW. A Serving GW Service Areais served by one or more Serving GWsin
parallel. Serving GW Service Areas are a collection of complete Tracking Areas. Serving GW Service Areas may
overlap each other.

PDN Connection: The association between a PDN represented by an APN and a UE, represented by one 1Pv4 address
and/or one IPv6 prefix (for IP PDN Type) or by the UE Identity (for Non-1P and Ethernet PDN Types).

Default Bearer: The EPS bearer which isfirst established for anew PDN connection and remains established
throughout the lifetime of the PDN connection.

Default APN: A Default APN is defined as the APN which is marked as default in the subscription data and used
during the Attach procedure and the UE requested PDN connectivity procedure when no APN is provided by the UE.

eCall Only Mode: A UE configuration option that allows the UE to attach at EPS and register in IMS to perform only
eCall Over IMS, and an IMS call to a non-emergency MSISDN or URI for test and/or terminal reconfiguration services.
For a short period following either such call, an incoming call (e.g. callback from a PSAP or HPLMN operator) or other
incoming session (e.g. for USIM reconfiguration) is possible. At other times when the UE is configured in this mode,
the UE isrequired to refrain from any signaling to a network. Use of eCall Only Mode is configured in the USIM for
the UE.

PDN Connection to the SCEF: The association between a UE, represented by the UE Identity, and a PDN represented
by an APN to external packet data network via SCEF to allow transfer of Non-IP data. It includes establishment and
persistence of T6 connection between MME and SCEF (see TS 29.128 [79]).

Emergency attached UE: A UE which only has bearer(s) related to emergency bearer service.

NOTE 1: The abovetermisequivalent to the term "attached for emergency bearer services' as specified in
TS 24.301 [46].

LIPA PDN connection: aPDN Connection for local access (e.g. for IP or Ethernet access) for a UE connected to a
HeNB.

en-gNB: As defined in TS 37.340 [85].

SIPTO at local network PDN connection: aPDN connection for SIPTO at local network for a UE connected to a
(H)eNB.

Correlation ID: For aLIPA PDN connection, Correlation 1D is a parameter that enables direct user plane path between
the HeNB and L-GW.

SIPTO Correlation ID: For aSIPTO at local network PDN connection, SIPTO Correlation ID is a parameter that
enables direct user plane path between the (H)eNB and L-GW when they are collocated.

Local Home Network: A set of (H)eNBsand L-GWs in the standalone GW architecture, where the (H)eNBs have IP
connectivity for SIPTO at the Local Network viaall the L-GWs.

L ocal Home Network I1D: Anidentifier that uniquely identifies a Local Home Network within a PLMN.

Presence Reporting Area: An area defined within 3GPP Packet Domain for the purposes of reporting of UE presence
within that area due to policy control and/or charging reasons. In the case of E-UTRAN, a Presence Reporting Area
may consist in a set of neighbor or non-neighbor Tracking Areas, or eNBs and/or cells. There are two types of Presence
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Reporting Areas. "UE-dedicated Presence Reporting Areas' and " Core Network pre-configured Presence Reporting
Areas' that apply to an MME pool.

RAN user plane congestion: RAN user plane congestion occurs when the demand for RAN resources exceeds the
available RAN capacity to deliver the user data for a prolonged period of time.

NOTE 2: Short-duration traffic burstsis anormal condition at any traffic load level, and is not considered to be
RAN user plane congestion. Likewise, a high-level of utilization of RAN resources (based on operator
configuration) is considered a normal mode of operation and might not be RAN user plane congestion.

| OPS-capable eNB: an eNB that has the capability of |OPS mode operation, which provideslocal connectivity (e.g. for
IP or Ethernet) and public safety servicesto |OPS-enabled UEs viaa Local EPC when the eNB has lost backhaul to the
Macro EPC or it has no backhaul to the Macro EPC.

IOPS network: an |OPS network consists of one or more eNBs operating in |OPS mode and connected to a Local EPC.

Local EPC: aLoca EPC is an entity which provides functionality that eNBsin |OPS mode of operation use, instead of
the Macro EPC, in order to support public safety services.

Macro EPC: the EPC which serves an eNB when it is not in |OPS mode of operation.

Nomadic EPS: a deployable system which has the capability to provide radio access (via deployable |OPS-capable
eNB(9)), local connectivity (e.g. for IP or Ethernet) and public safety services to |OPS-enabled UEs in the absence of
normal EPS

|OPS-enabled UE: isan UE that is configured to use networks operating in | OPS mode.

Cellular 10T: Cellular network supporting low complexity and low throughput devices for a network of Things.
Cellular 10T supports I P, Ethernet and Non-IP traffic.

Narrowband-l10T: a 3GPP Radio Access Technology that forms part of Cellular 10T. It allows access to network
services via E-UTRA with achannel bandwidth limited to 180 kHz (corresponding to one PRB). Unless otherwise
indicated in a clause, Narrowband-10T is a subset of E-UTRAN.

LTE-M: a3GPP RAT type Identifier used in the Core Network only, which is a sub-type E-UTRAN RAT type, and
defined to identify in the Core Network the E-UTRAN when used by a UE indicating Category M inits UE radio
capability.

WB-E-UTRAN: inthe RAN, WB-E-UTRAN isthe part of E-UTRAN that excludes NB-l0T. In the Core Network, the
WB-E-UTRAN also excludes LTE-M.

DCN-I1D: DCN identity identifies a specific dedicated core network (DCN).

For the purposes of the present document, the following terms and definitions givenin TS 23.167 [81] apply:

eCall Over IMS: See TS 23.167 [81].

RLOS attached UE: A UE is attached only for accessing Restricted Local Operator Services (see TS 23.221 [27]).

| AB-donor: For the purposes of this specification, thisisaNR Secondary RAN node is further described in
TS 37.340 [85] that supports Integrated access and backhaul (IAB) feature and provides connection to the core network
to IAB-nodes. It supports the CU function of the CU/DU architecture for IAB defined in TS 38.401 [90].

IAB-node: A relay node that supports wireless in-band and out-of-band relaying of NR access traffic viaNR Uu
backhaul links. It supports the UE function and the DU function of the CU/DU architecture for IAB defined in
TS 38.401[90].

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
TR 21.905[1].

5GS 5G System
AF Application Function
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ARP
AMBR
CBC
CBE
CloT
CSG
CSGID
C-SGN
CSS
DAPS
DCN
DeNB
DL TFT
DRX
ECGI
ECM
ECN
EMM
eNB
EPC
EPS
E-RAB
E-UTRAN
GBR
GUMMEI
GUTI
GW
HeNB
HeNB GW
HFN
IAB
IMEI/TAC
10PS
loT

ISR
LAA
LBI
L-GW
LIPA
LWA
LWIP
MBR
MME
MMEC
MTC
MT-EDT
M-TMS|
NB-loT
NR
NR-U
OCSs
OFCS
OMC-ID
P-GW
PCC
PCRF
PRA
PDCP
PMIP
PSAP
PSM

PTI

Allocation and Retention Priority
Aggregate Maximum Bit Rate
Cell Broadcast Centre

Cell Broadcast Entity

Cdlular loT

Closed Subscriber Group

Closed Subscriber Group Identity
CloT Serving Gateway Node
CSG Subscriber Server

Dual Active Protocol Stacks
Dedicated Core Network

Donor eNode B

DownLink Traffic Flow Template
Discontinuous Reception
E-UTRAN Cell Global Identifier
EPS Connection Management
Explicit Congestion Notification
EPS Mobility Management
evolved Node B

Evolved Packet Core

Evolved Packet System
E-UTRAN Radio Access Bearer
Evolved Universal Terrestrial Radio Access Network
Guaranteed Bit Rate

Globally Unique MME ldentifier
Globally Unique Temporary ldentity
Gateway

Home eNode B

Home eNode B Gateway

Hyper Frame Number

Integrated Access and Backhaul
IMEI Type Allocation Code
Isolated E-UTRAN Operation for Public Safety
Internet of Things

Idle mode Signalling Reduction
Licensed Assisted Access

Linked EPS Bearer Id

Local GateWay

Local IP Access

LTE/WLAN Aggregation

LTE/WLAN Radio Level Integration with IPsec Tunnel

Maximum Bit Rate

Mobility Management Entity

MME Code

Machine-Type Communications

Mobile Terminated Early Data Transmission
M-Temporary Mabile Subscriber Identity
Narrowband [oT

New Radio

New Radio Unlicensed

Online Charging System

Offline Charging System

Operation and Maintenance Centre I dentity
PDN Gateway

Policy and Charging Control

Policy and Charging Rules Function
Presence Reporting Area

Packet Data Convergence Protocol

Proxy Mobile IP

Public Safety Answering Point

Power Saving Mode

Procedure Transaction Id
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QCl QoS Class |dentifier

RACS UE Radio Capability Signalling optimization
RCAF RAN Congestion Awareness Function

RFSP RAT/Frequency Selection Priority

RLOS Restricted Local Operator Services

RN Relay Node

RUCI RAN User Plane Congestion Information
SGW Serving Gateway

STMSI S-Temporary Mobile Subscriber Identity
SDF Service Data Flow

SIPTO Selected IP Traffic Offload

TAC Tracking Area Code

TAD Traffic Aggregate Description

TAI Tracking Area ldentity

TAU Tracking Area Update

TI Transaction ldentifier

TIN Temporary ldentity used in Next update
UCMF UE radio Capability Management Function
URRP-MME  UE Reachability Request Parameter for MME
UL TFT UpLink Traffic Flow Template

ULR-Flags Update L ocation Request Flags

4 Architecture model and concepts

4.1 General concepts

Local breakout of traffic viathe visited PLMN is supported, when network policies and user subscription allow it. Local
breakout may be combined with support for multiple simultaneous PDN connections, described in clause 5.10.

CloT EPS Optimisations provide improved support of small data transfer, described in clause 4.11.

4.2 Architecture reference model

4.2.1 Non-roaming architecture

7 SGSN
o

Jrss

MME

S1-MME T S6a
! PCRF
f + +S12
l—l—' S11 s4 | S G/
LTE-Uu S10
\ Serving S5 PDN Operator's IP
UE E-UTRAN | Gateway [—1 Gateway Services
S1-U (&g. IMS, PSS etc.)

Figure 4.2.1-1: Non-roaming architecture for 3GPP accesses
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2~] SGSN
qL s3
Sl-MlVIE MME T S6a
' PCRF
— 812
L+ s11 o | S G/
LTE-Uu S10
\ Serving =  PDN i Operator's IP
UE E-UTRAN : Gateway = Gateway Services
S1-U : (&g. IMS, PSS etc.)

Figure 4.2.1-2: Non-roaming architecture for 3GPP accesses. Single gateway configuration option

NOTE 1. Alsoin thisconfiguration option, S5 can be used between non collocated Serving Gateway and PDN

Gateway.

NOTE 2: Additional interfaces for 2G/3G access are shown in TS 23.060 [7].

4.2.2 Roaming architecture

VPLMN

HSS PCRF

/

PDN SGi
Gateway

S6a

Operator's IP
Services
(e.g. IMS, PSS etc.)

Serving
Gateway

“LTE-Uu” \
UE E-UTRAN

Figure 4.2.2-1: Roaming architecture for 3GPP accesses. Home routed traffic

NOTE 1: Additional interfaces/reference points for 2G/3G accesses are documented in TS 23.060 [7].

The figures 4.2.2-2 and 4.2.2-3 represent the Roaming with local breakout case with Application Function (AF) in the
Home Network and in the Visited Network respectively. The concurrent use of AF'sin the home network and AF'sin

the visited network is not excluded.
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HSS

V-PCRF
Gx
"LTE-Uu’ Servin S|5 PDN [SGi . ‘
UE E-UTRAN | Gateway | | Gateway -+ Visited Operatpr
Sl-y

Figure 4.2.2-2: Roaming architecture for local breakout, with home operator's application functions
only

NOTE 2: See TS 23.203 [6] for the role of and functions related to Home and Visited PCRF and S9/Rx reference
points.

NOTE 3: Infigure 4.2.2-2, the control plane signalling and the user plane for accessing to Home Operator's
services traverse over the SGi reference point viathe Visited Operator's PDN.
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UE

LTE-UY \ Serving PDN
E-UTRAN ] —\_

HSS

H-PCRF

S9 ——

V-PCRF

Gx

S5 Visited
Operator's IP

Services

I Gateway Gateway

Figure 4.2.2-3: Roaming architecture for local breakout, with visited operator's application functions

4.2.3

only

Reference points

S1-MM E:Reference point for the control plane protocol between E-UTRAN and MME.

S1-U:

Gx:

S10:

Reference point between E-UTRAN and Serving GW for the per bearer user plane tunnelling and inter
eNodeB path switching during handover. S1-U does not apply to the Control Plane CloT EPS
Optimisation.

It enables user and bearer information exchange for inter 3GPP access network mobility in idle and/or
active state. This reference point can be used intra-PLMN or inter-PLMN (e.g. in the case of Inter-PLMN
HO).

It provides related control and mobility support between GPRS Core and the 3GPP Anchor function of
Serving GW. In addition, if Direct Tunnel is not established, it provides the user plane tunnelling.

It provides user plane tunnelling and tunnel management between Serving GW and PDN GW. It is used
for Serving GW relocation due to UE mobility and if the Serving GW needs to connect to a non-
collocated PDN GW for the required PDN connectivity.

It enables transfer of subscription and authentication data for authenticating/authorizing user accessto the
evolved system (AAA interface) between MME and HSS.

It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement
Function (PCEF) inthe PDN GW.

Inter-PLMN reference point providing user and control plane between the Serving GW in the VPLMN
and the PDN GW in the HPLMN. S8 istheinter PLMN variant of S5.

It provides transfer of (QoS) policy and charging control information between the Home PCRF and the
Visited PCRF in order to support local breakout function.

Reference point between MMEs for MME relocation and MME to MME information transfer. This
reference point can be used intraePLMN or inter-PLMN (e.g. in the case of Inter-PLMN HO).
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S11:

S12:

S13:
S17:
SGi:

Rx:
NOTE 1:

Reference point providing control plane between MME and Serving GW. In addition, in order to support
Control Plane CloT EPS Optimisation, the S11-U reference point provides user plane between MME and
Serving GW.

Reference point between UTRAN and Serving GW for user plane tunnelling when Direct Tunnel is
established. It is based on the [u-u/Gn-u reference point using the GTP-U protocol as defined between
SGSN and UTRAN or respectively between SGSN and GGSN. Usage of S12 is an operator configuration
option.

It enables UE identity check procedure between MME and EIR.
It enables procedures for RACS between MME and UCMF.

It is the reference point between the PDN GW and the packet data network. Packet data network may be
an operator external public or private packet data network or an intra operator packet data network, e.g.
for provision of IMS services. Thisreference point corresponds to Gi for 3GPP accesses.

The Rx reference point resides between the AF and the PCRF in the TS 23.203 [6].

Except where stated otherwise, this specification does not make an explicit assumption as to whether an
interfaceisintra-PLMN or inter-PLMN.

When data forwarding is used as part of mobility procedures different user plane routes may be used based on the
network configuration (e.g. direct or indirect data forwarding). These routes can be between eNodeB and RNC, eNodeB
and SGSN, RNC and S-GW or between S-GW and SGSN. Explicit reference points are not defined for these routes.
These user plane forwarding routes can cross inter-PLMN boundaries (e.g. in the case of Inter-PLMN HO).

Protocol assumption:

- The S1-U isbased on GTP-U protocol;

- The S3isbased on GTP protocol;

- The $4 and S11 are based on GTP protocoal;

- The S5ishbased on GTP protocol. PMIP variant of S5 isdescribed in TS 23.402 [2];

- The S8isbased on GTP protocol. PMIP variant of S8 isdescribed in TS 23.402 [2].

- S3,$4, S5, S8, S10 and S11 interfaces are designed to manage EPS bearers as defined in clause 4.7.2.

NOTE 2:

4.2.4

Redundancy support on reference points S5 and S8 should be taken into account.

Warning System architecture

Refer to TS 23.041 [48] and TS 23.002 [71] for the Warning System architecture.
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4.2.5 Radio Capability signalling optimization architecture

UCMF

qL S17
S1-MME
IM MME

—

LTE-Uu S10

UE E-UTRAN

Figure 4.2.5-1: RACS architecture

Figure 4.2.5-1 depicts the EPS architecture supporting RACS. RACS is further described in clause 5.11.3a. EPS
architecture supporting provisioning of UCMF isdescribed in TS 23.682 [74].

4.3 High level functions

4.3.1 General

Thefollowing list givesthe logica functions performed within this system. Several functional groupings (meta
functions) are defined and each encompasses a number of individual functions;

- Network Access Control Functions.

- Packet Routing and Transfer Functions.
- Mobility Management Functions.

- Security Functions.

- Radio Resource Management Functions.

- Network Management Functions.
4.3.2 Network access control functions

4.3.2.1 General

Network access is the means by which a user is connected to the evolved packet core system.

4322 Network/Access network selection

It isthe means by which a UE selects a PLMN/Access network from which to gain connectivity. The network/access
network selection procedure varies for different access technologies. For 3GPP access networks, the network selection
principles are described in TS 23.122 [10]. For 3GPP access networks, the access network selection procedures are
described in TS 36.300 [5], TS43.022 [11] and TS 25.304 [12].

Architectural impacts stemming from support for network/access network selection procedures for non-3GPP access
and between 3GPP access and non-3GPP accesses are described in TS 23.402 [2].

ETSI



3GPP TS 23.401 version 16.8.0 Release 16 26 ETSI TS 123 401 V16.8.0 (2020-10)

4323 Authentication and authorisation function

This function performs the identification and authentication of the service requester, and the validation of the service
request type to ensure that the user is authorised to use the particular network services. The authentication function is
performed in association with the Mobility Management functions.

4324 Admission control function

The purpose of admission control isto determine if the requested resources are available, and then reserve those
resources.

4.3.25 Policy and Charging Enforcement Function

Thisincludes al the functionality of PCEF as defined by TS 23.203 [6]. The PCEF encompasses service data flow
detection, policy enforcement and flow based charging functionalities as defined in TS 23.203 [6].

4.3.2.6 Lawful Interception

Lawful interception is the action, performed by a network operator / access provider / service provider, of making
available certain information and providing that information to alaw enforcement monitoring facility.

4.3.2a Support for Dual Connectivity

Dua Connectivity involves two RAN nodes, i.e. Master and Secondary RAN nodes (see TS 36.300 [5] for the
definitions), in providing radio resourcesto a given UE (with active radio bearers), while asingle S1I-MME termination
point exists for an UE between aMME and the E-UTRAN. The E-UTRAN architecture and related functions to support
Dual Connectivity with E-UTRAN is further described in TS 36.300 [5]. Dual Connectivity with E-UTRAN as Master
RAN node and NR as Secondary RAN node is further described in TS 37.340 [85].

Dual connectivity defines "Master Cell Group (MCG) bearer" and " Secondary Cell Group (SCG) bearer" alternatives
(see TS 36.300 [5]). For E-RABs configured as "M CG bearers' the U-plane termination points are maintained, whereas
for E-RABs configured as " SCG bearers' it enables changing the U-plane termination point in the E-UTRAN by means
of S1I-MME signalling without changing the S1-MME termination point.

Dua Connectivity also defines a"split bearer” aternative TS 36.300 [5]. The "split bearer” in the E-UTRAN is
transparent to the core network entities (e.g. MME, S-GW etc.) with the exception of the CSG membership verification
by the MME when the Secondary eNB is a hybrid access eNB.

The E-UTRAN uses the per-UE information supplied by the MME and local E-UTRAN configuration data to determine
whether or not to use Dual Connectivity for that UE, and, on a per EPS bearer basis the E-UTRAN decides whether to
use an MCG bearer or SCG bearer, and, whether or not that bearer isa"split bearer”.

NOTE 1. Typicaly, the MME and SGW cannot determine whether the RAN termination point(s) for the S1-U
interface are located on a Master RAN node that has multiple I P addresses, or, on a Secondary RAN
node.

If the UE hasindicated support for Dual Connectivity with NR and MME has an Access Restriction for NR for a UE
(either signalled from the HSS, or, locally generated by VPLMN policy in the MME) then the MME shall signal thisto
the E-UTRAN as part of Handover Restriction List and to the UE in Attach and TAU Accept as defined in clauses
55.2.2.3,5.5.24.3,5.3.2.1,5.3.3.1, 5.3.3.2 and D.3.6 respectively.

An eNB supporting Dual Connectivity with NR checks whether the UE is allowed to use NR. If the UE is not alowed
to use NR, the eNB shall not establish Dual Connectivity with NR as a secondary RAT.

The MME uses "UE support for dual connectivity with NR" for SGW and PGW selection when the UE indicates
support for NR and there is no Access Restriction for NR for the UE.

An E-UTRAN cell, based on operator configuration, broadcasts whether it is capable of supporting dual connectivity
with locally available NR secondary cell(s).

At inter-RAT handover from GERAN/UTRAN, the Access Restriction for NR is either already in the MME's UE
context, or, is obtained from the HSS during the subsequent Tracking Area Update procedure (i.e. not from the source
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SGSN or source RAN). In both inter-RAT handover cases, any NR Access Restriction is then signalled to the E-
UTRAN.

NOTE 2: Thissignalling of the Access Restriction during the TAU after the inter-RAT handover procedure means
that there isa small risk that NR resources are transiently allocated.

The eNB, at which the S1I-MME terminates, performs all necessary S1-MME related functions (as specified for any
serving eNB) such as mobility management, relaying of NAS signalling, E-RAB handling, etc. and manages the
handling of user plane connection of S1-U.

Additional functional characteristics are:

- User location information reporting is based on the identity of the cell that is serving the UE and supported by
the eNB terminating SI-MME.

- Path update signalling for E-RABs configured as " SCG bearers' and Serving GW rel ocation cannot occur at the
same time.

- During handover with dual connectivity, the requirement of forwarding "end marker" packetsto target nodeis
also applicable to secondary RAN node if it is the source node for S1-U bearer.

- After handover with dataforwarding, the E-UTRAN initiated E-RAB modification procedure of clause 5.4.7
should not beinitiated by the target eNB before "end marker" packet is received at the target RAN node or a
timer in target eNB expires.

- Relaying function is not supported.

- CSG function may be supported if the Secondary eNB is a hybrid access eNB (see more detailsin clause 5.4.7
and in TS 36.300 [5]).

NOTE 3: A HeNB cannot be the Master eNB, i.e. aHeNB cannot initiate the Secondary eNB Addition procedure.
NOTE 4: A HeNB is not allowed to be the Secondary eNB if the HeNB is a closed access eNB.

- When the Secondary eNB is a hybrid access eNB, the Master eNodeB may ask CSG membership verification to
the MME using E-RAB Maoadification Indication message (for SCG bearers) or UE Context Modification
Indication (for split bearers) message. The MME shall determine the CSG membership based on the CSG
Membership Information as specified in TS 36.300 [5] and shall respond to the Master eNodeB using
respectively a E-RAB Modification Confirm or a UE Context Modification Confirm, but shall not update the
User CSG Information in the Core Network.

- The LIPA function may be supported for the SCG bearer alternative, in the case that the Secondary eNB isa
HeNB with a collocated L-GW (see more detailsin TS 36.300 [5]).

- "SIPTO at the Local Network with L-GW function collocated with the (H)eNB" function may be supported (see
more detailsin TS 36.300 [5]):

- For the MCG and split bearer aternatives, if the Master eNB is collocated with a L-GW; and/or
- For the SCG bearer aternative, if the Secondary eNB isa (H)eNB with a collocated L-GW.

NOTE5: LIPA or SIPTO at the Local Network PDN connection can be established if the SeNB has already been
added before the UE requests establishment of the LIPA or SIPTO at the Local Network PDN connection.

NOTE 6: LIPA or SIPTO at the Local Network PDN connection can be established if the UE isin the coverage of
the candidate SeNB when the UE requests establishment of the LIPA or SIPTO at the Local Network
PDN connection, but the SeNB has not yet been added. In this case, there is atime gap between the
moment when the PDN connection establishment is completed and the moment when the SeNB Addition
procedure is completed.

"SIPTO at the Local Network with stand-alone GW" function may be supported for the MCG, SCG, and split
bearer alternativesif the Master and Secondary eNBs belong to the same LHN (see more detail in
TS 36.300[5]).
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4.3.3 Packet routing and transfer functions

4331 General

A routeis an ordered list of nodes used for the transfer of packets within and between the PLMN(s). Each route consists
of the originating node, zero or more relay nodes and the destination node. Routing is the process of determining and
using, in accordance with a set of rules, the route for transmission of a message within and between the PLMN(s).

The EPSisan IP network and uses the standard routing and transport mechanisms of the underlying | P network.

The Maximum Transfer Unit (MTU) size considerationsin clause 9.3 of TS 23.060 [7] are also applicable to EPS.

4.3.3.2 IP header compression function

The IP header compression function optimises use of radio capacity by 1P header compression mechanisms.

When Control Plane CloT EPS Optimisation is supported for PDN connections of IP PDN Type, if the IP header
compression based on ROHC framework IETF RFC 5795 [77] isimplemented in the MME and the UE, the ROHC
profiles defined in TS 36.323 [78] may be supported.

4.3.3.3 Packet screening function

The packet screening function provides the network with the capability to check that the UE is using the exact 1Pv4-
Address and/or | Pv6-Prefix that was assigned to the UE.

4.3.3.4 IP Multicast Forwarding between a network accessed by LIPA and a UE
The Home eNodeB L-GW should support IP forwarding of packetsto multicast groups between the UE and the
network accessed by LIPA.

4.3.4 Security functions

The security functions are described in clause 5.3.10.
4.3.5 Mobility management functions

4351 General
The mobility management functions are used to keep track of the current location of a UE.
Intra-RAT mobility for NB-loT UEsis supported.

Inter-RAT idle mode mobility between NB-1oT and WB-EUTRAN/UTRAN/GERAN is supported. Tracking arealist
management as defined in clause 4.3.5.3 is required to ensure that at inter-RAT mobility, the UE performsaTAU or
RAU procedure.

4.35.2 Reachability Management for UE in ECM-IDLE state

Thelocation of a UE in ECM-IDLE state is known by the network on a Tracking Area List granularity. All cells of the
Tracking Areasin whichaUE in ECM-IDLE is currently registered needs to be taken into account for paging. The UE
may be registered in multiple Tracking Areas. All the tracking areasin a Tracking Area List to which a UE is registered
are served by the same serving MME.

An EMM-REGISTERED UE performs periodic Tracking Area Updates with the network after the expiry of the
periodic TAU timer.

The MME may allocate long periodic TAU timer value to the UE according to clause 4.3.17.3.

If the UE isout of E-UTRAN coverage (including the cases when the UE is camped on GERAN/UTRAN cells) when
its periodic TAU timer expires, the UE shall:
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- if ISRisactivated, start the E-UTRAN Deactivate ISR timer. After the E-UTRAN Deactivate | SR timer expires
the UE shall deactivate ISR by setting its TIN to "P-TMSI".

- if ISRisactivated and the UE is camping on a GERAN/UTRAN cell (or returnsto coveragein
GERAN/UTRAN) and the UE is EPS/IM S| attached, perform aLAU procedurein NMO Il or a combined
RA/LA update procedurein NMO |.

- when EMM-REGISTERED, perform a Tracking Area Update when it next returnsto E-UTRAN coverage.

If the UE is camped on an E-UTRAN cell or isin ECM-CONNECTED state when the UE's periodic RAU timer
expires, the UE shall:

- if ISRisactivated, start the GERAN/UTRAN Deactivate | SR timer. After the GERAN/UTRAN Deactivate ISR
timer expires the UE shall deactivate ISR by setting its TIN to "GUTI".

- perform a Routing Area Update when it next returnsto GERAN/UTRAN coverage.

If the UE is EPS attached only and either camps on an E UTRAN cell or isin ECM CONNECTED state when the UE's
periodic LAU timer expires, the UE shall perform a Location Area Update procedure in NMO |1 or combined RA/LA
updatein NMO | when it next returns to GERAN/UTRAN coverage.

The EFUTRAN Deactivate | SR timer is stopped when the UE performs a successful Tracking Area Update or combined
TA/LA Update; and the GERAN/UTRAN Deactivate | SR timer is stopped when the UE performs a successful Routing
Area Update or combined RA/LA Update.

Expiry of the periodic TAU timer, or, the periodic RAU timer, or, the periodic LAU timer shall not cause the UE to
change RAT.

The UE's periodic TAU timer is restarted from itsinitial value whenever the UE enters ECM-IDLE mode and when the
UE leaves the E-UTRAN connection due to handover to GERAN/UTRAN. UTRAN RRC state transitions and GERAN
GPRS STANDBY/READY state transitions shall have no other impact on the periodic TAU timer.

E-UTRAN RRC state transitions shall have no impact on the periodic RAU timer or periodic LAU timer except that
handover from GERAN/UTRAN to E-UTRAN shall cause the periodic RAU timer to be started from itsinitial value.

Handover from E-UTRAN to UTRAN/GERAN shall cause the periodic TAU timer to be started from itsinitial value.

Typicaly, the MME runs a mobile reachable timer. Whenever the UE enters ECM |IDLE mode the timer is started with
avaue similar to the UE's periodic TAU timer. If thistimer expiresin the MME, the MME can deduce that the UE is
not reachable. However, the MME does not know for how long the UE is not reachable, so, the MME shall not
immediately delete the UE's bearers. Instead the MME should clear the PPF flag in the MME and start an Implicit
Detach timer, with arelatively large value and if ISR is activated, at least dightly larger than the UE's E-UTRAN
Deactivate ISR timer.

If MME has allocated an Active Time to the UE, then the MME starts the Active timer with the value of Active Time
whenever the UE enters ECM IDLE mode. If thistimer expiresin the MME, the MME can deduce that the UE is not
reachable and should clear the PPF flag in the MME.

With the PPF clear, the MM E does not page the UE in E-UTRAN coverage and shall send a Downlink Data
Notification Reject message to the Serving GW when receiving a Downlink Data Notification message from the
Serving GW. If the Implicit Detach timer expires before the UE contacts the network, then the MME can deduce that
the UE has been 'out of coverage' for along period of time and implicitly detach the UE as described in clause 5.3.8.3
"MME-initiated Detach procedure”.

If the MME is requested to monitor Reachability for Data and the UE enters ECM-CONNECTED, the MME sends a
Monitoring Report message to the address that was indicated in the related Monitoring Request as described in
TS23.682[74].

When the MME applies General NAS level Mobility Management Congestion Control to a UE, the MME may need to
adjust the mabile reachable timer and/or Implicit Detach timer (as clause 4.3.7.4.2.4).

NOTE 1: The SGSN has similar functionality asthe MME.

NOTE 2: Alternative MME implementations are permitted, however, the externally visible MME behaviour should
conform to the above description.
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4.35.3 Tracking Area list management

Tracking Area list management comprises the functions to allocate and reallocate a Tracking Area Identity list to the
UE. All the tracking areasin a Tracking Area List to which a UE isregistered are served by the same serving MME.

The "tracking arealist concept” is used with E-UTRAN. With this concept, when the UE registers with the network, the
MME alocates aset (a"list") of tracking areas to the UE. By making the centre of this set of tracking areas close to the
UE's current location, the chance of a UE rapidly making another tracking area update can be reduced.

If SIPTO at local network with stand-alone GW, Serving GW rel ocation without mobility and ISR are supported in the
core network the Tracking Arealist should only contain either Tracking Areasinside one local network or inside the
macro network. If the tracking arealist covers both local network and macro network, the ISR shall not be activated if
the UE is alowed to use SIPTO at local network.

The MME determinesthe RAT type the UE is camping on, i.e. NB-10T or WB-E-UTRAN, based on the Tracking Area
indicated in the INITIAL UE MESSAGE by the eNB.

To ensure a UE initiates tracking area updating procedure when perfoming inter-RAT mobility between NB-l1oT and
WB-E-UTRAN, the E-UTRAN shall be configured such that a Tracking Area does not contain both WB-E-UTRAN
and NB-IoT cells, and, the MME shall not allocate a Tracking Area |dentity list that contains both NB-loT and WB-E-
UTRAN Tracking Areas.

To ensure the UE initiates tracking area update procedure when it moves to and from an MME that supports 15 EPS
bearers per UE as defined in clause 4.12 to an MME that does not support 15 EPS bearers per MME and vice versa, the
MME shall allocate a Tracking Area |dentity list that provides homogenous support for 15 EPS bearers per UE.

Other features (e.g. User Plane CloT EPS Optimisation, Supporting up to 15 EPS bearers per UE) may require the
MME to adapt how it createsthe "list" of TAls.

NOTE: ThisTAI list functionality is different to the SGSN behaviour in GERAN and UTRAN systems. In
GERAN/UTRAN the UE isonly registered in one Routeing Area at atime.
4354 Inter-eNodeB mobility anchor function

The Inter-eNodeB Mobility Anchor isthe functional entity that anchors the user plane for E-UTRAN mobility.

4.3.5.5 Inter-3GPP mobility anchor function

The Inter-3GPP Mobility Anchor is the functional entity that anchors the user plane for mobility between 3GPP 2G/3G
access systems and the E-UTRA access system.

4.3.5.6 Idle mode signalling reduction function

The Idle mode Signalling Reduction (1SR) function provides a mechanism to limit signalling during inter-RAT cell-
reselection in idle mode (ECM-IDLE, PMM-IDLE, GPRS STANDBY states).

NOTE 1: The Idle mode Signalling Reduction function is mandatory for E-UTRAN UEs that support GERAN
and/or UTRAN and optional for core network. The UE's ISR capability in the UE Core Network
Capability element is for test purpose.

The MME/SGSN activates ISR only if the Serving GW supports the ISR. How MME/SGSN determines a Serving GW
supports ISR is implementation dependent.

ISR shall be activated by decision of the CN nodes and shall be explicitly signalled to the UE as"ISR activated" in the
RAU and TAU Accept messages. The UE may have valid MM parameters both from MME and from SGSN. The
"Temporary |dentity used in Next update” (TIN) is a parameter of the UE's MM context, which identifies the UE
identity that the UE shall indicate in the next RAU Request, TAU Request or Attach Request message. The TIN aso
identifies the status of ISR activation in the UE.

The TIN can take one of the three values, "P-TMSI", "GUTI" or "RAT-related TMSI". The UE shall set the TIN when
receiving an Attach Accept, a TAU Accept or RAU Accept message according to the rulesin table 4.3.5.6-1.
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Table 4.3.5.6-1: Setting of the TIN

Message received by UE Current TIN value stored by TIN value to be set by the
UE UE when receiving
message
Attach Accept via E-UTRAN Any value GUTI
(never indicates "ISR Activated")
Attach Accept via Any value P-TMSI
GERAN/UTRAN
(never indicates "ISR Activated")
TAU Accept Any value GUTI
not indicating "ISR Activated"
TAU Accept GUTI GUTI
indicating "ISR Activated” P-TMSI or RAT-related TMSI RAT-related TMSI
RAU Accept Any value P-TMSI
not indicating "ISR Activated"
RAU Accept P-TMSI P-TMSI
indicating "ISR Activated" GUTI or RAT-related TMSI RAT-related TMSI

When "ISR Activated” isindicated by the RAU/TAU Accept message but the UE shall not set the TIN to "RAT-related
TMSI" isaspecia situation. Here the UE has deactivated | SR due to specia situation handling. By maintaining the old
TIN value the UE remembers to use the RAT specific TMSI indicated by the TIN when updating with the CN node of
the other RAT.

Only if the TIN is set to "RAT-related TMSI" ISR behaviour is enabled for the UE, i.e. the UE can change between all
registered areas and RATs without any update signalling and it listens for paging on the RAT it is camped on. If the
TIN isset to "RAT-related TMSI", the UE's P-TMSI and RAI aswell asits GUTI and TAI(s) shall remain registered
with the network and shall remain valid in the UE.

Table 4.3.5.6-2: Temporary UE Identity that the UE shall indicate in Attach Request and TAU/RAU
Request (as "old GUTI" or as "old P-TMSI/RAI" information element)

Message to be sent by TIN value: P-TMSI TIN value: GUTI TIN value: RAT-related
UE TMSI
TAU Request GUTI mapped from GUTI GUTI
P-TMSI/RAI
RAU Request P-TMSI/RAI P-TMSI/RAI mapped from P-TMSI/RAI
GUTI
Attach Request via E- GUTI mapped from GUTI GUTI
UTRAN P-TMSI/RAI
Attach Request via P-TMSI/RAI P-TMSI/RAI mapped from P-TMSI/RAI
GERAN/UTRAN GUTI

Table 4.3.5.6-2 shows which temporary identity the UE shall indicate in a Tracking or Routing Area Update Request or
in an Attach Reguest message, when the UE stores these as valid parameters.

Situations may occur that cause unsynchronized state information in the UE, MME and SGSN. Such special situations
trigger a deactivation of ISR localy in the UE.

The UE shall deactivate ISR locally by setting its TIN to the temporary identity of the currently used RAT in following
special situations:

- Modification of any EPS bearer context or PDP context which was activated before the ISR is activated in the
UE;

- At the time when the UE moves from E-UTRAN to GERAN/UTRAN or moves from GERAN/UTRAN to
E-UTRAN by means other than PSHO, if any EPS bearer context or PDP context activated after the ISR was
activated in the UE exists;

- At the time when the UE moves from GERAN/UTRAN to E-UTRAN by means other than PSHO and CSto PS
SRV CC, if the PDP contexts were suspended in GERAN and not successfully resumed before returning to
E-UTRAN;

- After updating either MME or SGSN about the change of the UE specific DRX parameters to guarantee that the
other CN nodeis also updated;
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- After updating either MME or SGSN about the change of the UE Core Network Capabilities to guarantee that
the other CN node is also updated;
- E-UTRAN selection by a UTRAN-connected UE (e.g. when in URA_PCH to release lu on UTRAN side);
- E-UTRAN selection from GERAN READY state;
- GERAN selection by an E-UTRAN-connected UE via Cell Change Order that is not for CS fallback;
- After aLAU procedure if the UE has CS fallback and/or SMS over SGs activated.

- ForaUE that isIMSregistered for voice, then after that UE moves from a Registration Areathat supports IMS
voice over PS sessions (see 4.3.5.8 for more information) to one that does not, and vice versa. It shall be
possible, e.g. using Device Management or initial provisoning, to configure the UE to apply/not apply this
particular exception.

NOTE 2: A UE moving between Registration Areas that both support IM S voice over PS sessions, or, both that do
not support IMS voice over PS sessions, is unaffected by the above.

The UE shall deactivate ISR locally by setting its TIN to the temporary identity of the RAT that is still available to the
UE in following special situations:

- After the RAT-specific Deactivate | SR timer expires, e.g. because the coverage of that RAT islost or the RAT is
no more selected by the UE (this may result also in implicit detach by SGSN or MME).

ISR shall be deactivated in the UE by the CN node using normal update signalling, i.e. by omitting the signalling of
"ISR Activated", in following special situations:

- CN node change resulting in context transfer between the same type of CN nodes (SGSN to SGSN or MME to
MME);

- Serving GW change;
- When the UE only has bearers related to emergency bearer service;
- When the UE isregistered for RLOS service;

- TAU or RAU when UE moves over the border between local and macro network where SIPTO at local network
with stand-alone GW and Serving GW relocation without mobility are supported in the core network.

- TAU or RAU when the network confirms to use PSM for the UE.

If tracking area list or routing area covers both local network and macro network, the ISR shall not be activated if the
UE isalowed to use SIPTO at local network and Serving GW rel ocation without mobility are supported in the core
network.

4.35.7 Mobility Restrictions

Mobility Restrictions comprises the functions for restrictions to mobility handling of a UE in E-UTRAN access. The
Mobility Restriction functionality is provided by the UE, the radio access network and the core network.

Mobility Restriction functionality in state ECM-IDLE is executed in UE based on information received from the core
network. Mobility Restriction functionality in state ECM-CONNECTED is executed in the radio network and the core
network.

In state ECM-CONNECTED, the core network provides the radio network with a Handover Restriction List. The
Handover Restriction List specifies roaming, area and access restrictions. If roaming restriction to GERAN or UTRAN
access needs to be enforced, aMME that is connected to eNBs that may handover or invoke release with redirection to
UTRAN or GERAN is configured with alist of HPLMN IDs that are permitted to access GERAN or UTRAN unless
restricted by the UE individual access restriction information received from HSS.

4.35.8 IMS voice over PS Session Supported Indication

The serving PLMN shall send an indication toward the UE during the Attach procedure and Tracking Area Update
procedures if an IMS voice over PS session is supported. The serving PLMN uses this indicator to indicate to the UE
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whether it can expect a successful IMS voice over PS session according to TS 22.173 [73] with a bearer that supports
Conversational Voice as specified in TS 23.203 [6]. A UE with "IMS voice over PS" voice capability should take this
indication into account when establishing voice over PS sessions (as specified in TS 23.221 [27]) as well as when
determining whether to deactivate the special handling of 1SR locally (as detailed in clause 4.3.5.6).

The serving PLMN provides thisindication based e.g. on local policy, HPLMN, Voice Support Match Indicator, the
SRV CC capability of the network and UE and/or extends of E-UTRAN/UTRAN coverage. The serving PLMN shall
indicate to the UE that the UE can expect a successful IMS voice over PS session only if the MME is configured to
know that the serving PLMN has a roaming agreement for IMS voice with the HPLMN of the UE. Thisindication is per
TAI list.

On request by the HSS, the MME shall indicate the following:

- whether or not an IMS voice over PS Session is supported in the TA(S) that are registered for the UE ("IMS
voice over PS Session Supported Indication"), together with the time of the last radio contact with the UE; and

- thecurrent RAT type.

NOTE: Inorder to support routing of incoming IMS voice calls to the correct domain (PS or CS), the network-
based T-ADS (see TS 23.292 [60] and TS 23.221 [27]) requires that there is homogeneous support/non-
support of IMS voice over PS session for all registered TAs of the UE.

4.3.5.8A Homogenous Support of IMS Voice over PS Sessions Indication

The "Homogenous Support of IMS Voice over PS Sessions' indication is provided by the MME to the HSS, and can be
used by the HSS to avoid requesting the serving nodes whether or not an IMS Voice over PS session according to

TS 22.173 [ 73] with a bearer that supports Conversational Voice as specified in TS 23.203 [6] is supported. This
indication is stored in the MME MM context.

The MME shall behave as follows whenever it sends a Update Location Request or a Notify Reguest message to the
HSS:

- if "IMSVoice over PS Sessions' is supported homogeneously in all TAsin the serving MME for the UE, the
MME shall include the "Homogenous Support of IMS Voice over PS Sessions' indication set to " Supported".

- if none of the TAs of the serving MME supports"IMS Voice over PS Sessions' for the UE, the MME shall
include the "Homogenous Support of IMS Voice over PS Sessions” indication set to "Not supported”.

- if"IMSVoice over PS Sessions' support is either non-homogeneous or unknown, the MME shall not include the
"Homogenous Support of IMS Voice over PS Sessions' indication.

Regarding homogenous support/non-support of IMS Voice over PS session for all registered TAs of the UE, see
clause 4.3.5.8.

4.3.5.9 Voice domain preference and UE's usage setting

If the UE supports CS fallback, or the UE is configured to support IMS voice, or both, the UE shall include the
information element "V oice domain preference and UE's usage setting” in Attach Request, Tracking Area Update
Request and Routing Area Update Request messages. The purpose of this information element isto signal to the
network the UE's usage setting and voice domain preference for E-UTRAN. The UE's usage setting indicates whether
the UE behavesin avoice centric or data centric way (as defined in TS 23.221 [27]). The voice domain preference for
E-UTRAN indicates whether the UE is configured as CS Voice only, CS Voice preferred and IMS PS Voice as
secondary, IMS PS Voice preferred and CS Voice as secondary, or IMS PS Voice only (as defined in TS 23.221 [27]).

In this Release of the specifications, inter-RAT mobility to/from the NB-10T RAT is not supported, and GBR bearers
are not supported in the NB-10T RAT. Hence the UE should not include the "V oice domain preference and UE's usage
setting” |E when sending an Attach Request or Tracking Area Update Request on the NB-10T RAT.

NOTE: Depending on operator's configuration, the UE's usage setting and voice domain preference for
E-UTRAN can be used by the network to choose the RFSP Index in use (see clause 4.3.6). Asan
example, this enables the enforcement of selective idle mode camping over GERAN/UTRAN for voice
centric UEs relying on CS Fallback for voice support in E-UTRAN.
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4.3.5.10 Preferred and Supported Network Behaviour

A UE includesin a Preferred Network Behaviour indication the Network Behaviour the UE can support and what it
would prefer to use.

The Preferred Network Behaviour includes thisinformation:
- Whether Control Plane CloT EPS Optimisation is supported.
- Whether User Plane CloT EPS Optimisation is supported.

- Whether Control Plane CloT EPS Optimisation is preferred or whether User Plane Plane CloT EPS Optimisation
ispreferred.

- Whether S1-U data transfer is supported.

- Whether SM S transfer without Combined Attach is requested.

- Whether Attach without PDN Connectivity is supported.

- Whether header compression for Control Plane CloT EPS Optimisation is supported.

If SMStransfer without Combined EPS Attach is requested by the UE, a supporting MME provides SMS transfer
without the UE performing the combined EPS attach specified in TS 23.272 [58]. An MME connected to NB-loT
should support SM S transfer without the UE being required to perform a Combined Attach.This feature is only
available to UEs that only support NB-10T.

If S1-U datatransfer is supported is indicated by the UE, the UE supports data transfer that is not subject to CloT EPS
Optimisations. If the UE indicates support of User Plane CloT EPS Optimisation then it shall aso indicate support of
S1-U datatransfer.

If Attach without PDN connection is supported, the UE need not establish a PDN connection as part of the Attach
procedure and the UE and MME may at any time release all the PDN connections and remain EPS attached.

The MME indicates the network behaviour the network acceptsin the Supported Network Behaviour information. This
indication is per TAI List. The MME may indicate one or more of the following:

- Whether Control Plane CloT EPS Optimisation is supported.

- Whether User Plane CloT EPS Optimisation is supported.

- Whether S1-U data transfer is supported.

- Whether SM S transfer without Combined Attach is accepted.

- Whether Attach without PDN Connectivity is supported.

- Whether header compression for Control Plane CloT EPS Optimisation is supported.

If the MME indicates support of User Plane CloT EPS Optimisation then it shall also indicate support of S1-U data
transfer. If the UE and MME indicate support for User Plane CloT EPS Optimisation, MME sets the UE User Plane
CloT Support Indicator to "supported” in S1-AP messages as defined in TS 36.413 [36].

For NB-1oT UEs that only support Control Plane CloT EPS Optimisation, the MME shall include support for Control
Plane CloT EPS Optimisation in NAS accept messages.

A UE that supports the NB-10T shall always indicate support for Control Plane CloT EPS Optimisation.

In a network that supports Dedicated Core Networks (see clause 5.19), the Preferred Network Behaviour indication
from the UE may be used to influence policy decisions that can cause rerouting of the Attach or TAU from an MME to
another MME.

Other CloT EPS Optimisationsinclude "Attach without PDN connection establishment"”; "PDN type = non-IP"; and
"UE connection to SCEF". These features are requested by implicit and explicit signalling described within the relevant
clauses of thisTS.
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4.3.6 Radio Resource Management functions

Radio resource management functions are concerned with the allocation and maintenance of radio communication
paths, and are performed by the radio access network. RRM includes both idle mode and connected mode. The RRM
strategy in E-UTRAN may be based on user specific information.

To support radio resource management in E-UTRAN the MME provides the parameter 'Index to RAT/Frequency
Selection Priority' (RFSP Index) to an eNodeB across S1. The RFSP Index is mapped by the eNodeB to locally defined
configuration in order to apply specific RRM strategies. The RFSP Index is UE specific and appliesto all the Radio
Bearers. Examples of how this parameter may be used by the E-UTRAN:

- to derive UE specific cell reselection priorities to control idle mode camping.
- to decide on redirecting active mode UEs to different frequency layersor RATS.

To provide additional support to radio resource management in E-UTRAN, the MME may provide the parameter
'‘Additional RRM Policy Index' (ARPI) to an eNodeB across S1. The ARPI is mapped by the eNodeB to locally defined
configuration in order to apply specific RRM strategies.

An example of how this parameter may be used by the E-UTRAN is.
- to prioritise the allocation of RAN resources to the set of UES with the same ARPI.

The Serving PLMN can use the ARPI to carry information that is independent to the Reference SPID values
documented in Informative Annex | of TS 36.300 [5].

The MME receives the subscribed RFSP Index and subscribed ARPI from the HSS (e.g., during the Attach procedure).
For non-roaming subscribers the MME chooses the RFSP Index and ARPI in use according to one of the following
procedures, depending on operator's configuration:

- the RFSP Index in useisidentical to the subscribed RFSP Index, or

- the MME chooses the RFSP Index in use based on the subscribed RFSP Index, the locally configured operator's
policies and the UE related context information available at the MME, including UE's usage setting and voice
domain preference for E-UTRAN, if received during Attach and Tracking Area Update procedures (see
clause 4.3.5.9).

NOTE: One example of how the MME can use the "UE voice capabilities and settings' isto select an RFSP value
that enforces idle mode camping on 2G/3G for a UE acting in a"Voice centric" way and provisioned with
"CS Voice preferred, IMS Voice as secondary”, in order to minimize the occurrancy of RAT changes.
Another example is the selection of an RFSP val ue that preventsidle mode camping on 2G for aUE
provisioned with "IMS PS voice preferred, CS Voice as secondary" if other RATs supporting IMS Voice
are available, as the UE would in such case always select the CS domain for its voice calls.

- the ARPI In Useisidentical to the subscribed ARPI, or

- the MME chooses the ARPI in use based on the subscribed ARPI, the locally configured operator's policies and
the UE related context information available at the MME.

For roaming subscribers the MME may alternatively choose the RFSP Index and ARPI in use based on the visited
network policy, but can take input from the HPLMN into account (e.g., an RFSP Index value/ARPI value pre-
configured per HPLMN, or asingle RFSP Index value/single ARPI value to be used for all roamers independent of the
HPLMN).

The MME forwards the RFSP Index and ARPI in use to the eNodeB across S1. The RFSP Index and ARPI in useis
also forwarded from source eNodeB to target eNodeB when X2 is used for intra-E-UTRAN handover, UE context
retrieval, or, Dual Connectivity with a secondary RAN node.

The MME stores the subscribed RFSP Index and ARPI values received from the HSS and the RFSP Index and ARPI
valuesin use. During the Tracking Area Update procedure, the MME may update the RFSP Index/ARPI valuein use
(e.g. the MME may need to update the RFSP Index/ARPI value in use if the UE related context information in the

MME has changed). When the RFSP Index/ARPI value in use is changed, the MME immediately provides the updated
RFSP Index/ARPI value in use to eNodeB by modifying an existing UE context or by establishing an new UE context
in the eNodeB or by being configured to include the updated RFSP Index/ARPI value in use in the DOWNLINK NAS
TRANSPORT message if the user plane establishment is not needed. During inter-MME mobility procedures, the
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source MME forwards both RFSP Index values and both ARPI values to the target MME. The target MME may replace
the received RFSP Index and ARPI values in use with a new RFSP Index value in use or new ARPI valuein usethat is
based on the operator's policies and the UE related context information available at the target MME.

The S1 messages that transfer the RFSP Index and ARPI to the eNodeB are specified in TS 36.413 [36]. Refer to
TS 36.300 [5] for further information on E-UTRAN.

To support a RAN with a mixture of RAN nodes that support and do not support the ARPI, the MME sendsthe ARPI In
Usein the S1 interface PATCH SWITCH ACKNOWLEDGEMENT and HANDOVER REQUEST messages.

4.3.7 Network management functions

4.3.7.1 General

Network management functions provide mechanisms to support O&M functions related to the Evolved Packet System.
4.3.7.1a GTP-C signalling based Load and Overload Control

43.7.1a.1 GTP-C Load Control

GTP-C Load Control feature is an optional feature which allows a GTP control plane node to send its Load Control
Information to a peer GTP control plane node which the receiving GTP control plane peer node uses to augment
existing GW selection procedure (i.e. as described in "PDN GW Selection" and " Serving GW Selection” according to
clauses 4.3.8.1, and 4.3.8.2 respectively). Load Control Information reflects the operating status of the resources of the
originating GTP control plane node.

NOTE 1: How anode computesits Load Control Information isimplementation dependent.

Where certain pre-condition as described in clause 12.2.4.1 of TS 29.274 [43], is applicable, an optional feature APN
level load control may be supported and activated in the network. If this feature is activated, the PDN GW may convey
the Load Control Information at APN level (reflecting the operating status of the resources at the APN level), besides at
node level.

GTP-C Load Control feature allows the Serving GW to send its Load Control Information to the MME/SGSN.

GTP-C Load Control feature also allows the PDN GW to send its Load Control Information to the MME/SGSN viaa
Serving GW.

Upon receiving Load Control Information the MME/SGSN supporting GTP-C Load Control feature usesit according to
clauses 4.3.8.1, and 4.3.8.2 for "PDN GW Selection" and "Serving GW Selection™ respectively.

A node supporting GTP-C Load Control feature sends Load Control Information in any GTP control plane request or
response message such that exchange of Load Control Information does not trigger extra signalling.

A node supporting GTP-C Load Control feature sends Load Control Information to a peer GTP control node based on
whether local configuration allows for it.

A node supporting GTP-C Load Control feature may decide to send different values of Load Control Information on
inter-network (roaming) and on intra-network (non-roaming) interfaces based on local configuration.

Local configuration may allow the VPLMN to decide whether or not to act upon Load Control Information sent from a
peer GTP control plane node in the HPLMN.

NOTE 2: Refer to clause 12 of TS 29.274 [43] for the details, such as exact format of the Load Control
Information, mechanisms to discover the support of the feature by the peer node, interfaces for which this
feature is applicable, APN level load control, etc.

4.3.7.1a.2 GTP-C Overload Control

GTP-C Overload Control feature is an optional feature. Nodes using GTP control plane signalling may support
communication of Overload Control Information in order to mitigate overload situation for the overloaded node through
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actions taken by the peer node(s). This feature is supported over $4, S11, S5 and S8 interfaces via GTPv2 control plane
protocol.

A GTP-C node is considered to be in overload when it is operating over its nominal capacity resulting in diminished
performance (including impacts to handling of incoming and outgoing traffic). Overload Control Information reflects an
indication of when the originating node has reached such situation. This information, when transmitted between GTP-C
nodes may be used to reduce and/or throttle the amount of GTP-C signalling traffic between these nodes. As such, the
Overload Control Information provides guidance to the receiving node to decide actions which leads to mitigation
towards the sender of the information.

NOTE 1: How anode determinesits Overload Control Information isimplementation dependent.

The Overload Control Information may convey information regarding the node itself and/or regarding specific APN(s)
status. In order to mitigate overload,

- it shal be possibleto signal control information about the overload of a GTP-C node (e.g. SGW, P-GW);

- the PDN GW may detect overload for certain APNSs, e.g. based on Diameter overload indication received from a
PCRF or from an external AAA server, or e.g. based on shortage of resources for an APN (IP address poal). It
shall be possible to signal appropriate control information about the APN status in addition to the mechanism
described in clause 4.3.7.5.

For agiven APN, the PDN GW shall either activate the congestion control by conveying the Overload Control
Information at APN level or by conveying the "PDN GW back-off time" (as specified in clause 4.3.7.5), but not both at
the same time, as specified in more detail in clause 12.3.8 of TS 29.274 [43].

GTP-C Overload Control feature alows the MME/SGSN to send its Overload Control Information to the PDN GW via
Serving GW.

GTP-C Overload Control feature allows the Serving GW to send its Overload Control Information to the MME/SGSN
and P-GW.

GTP-C Overload Control feature also allows the PDN GW to send its Overload Control |nformation to the MME/SGSN
viaa Serving GW.

GTP-C overload Control feature should continue to allow for preferential treatment of priority users (eMPS) and
emergency services as per existing specifications.

An MME/SGSN may during ESM and EMM procedures apply certain restrictions towards GWs (Serving GW and/or
PDN GW as applicable) that have indicated overload, e.g.:

- rgject EPS Session Management requests from the UE (e.g. PDN Connectivity, Bearer Resource Allocation or
Bearer Resource Modification Requests) with a Session Management back-off timer as described in
clause 4.3.7.4.2;

- regject Mobility Management signalling requests from UEs (such as Attach, Detach, Service Request, Tracking
Area Update) with a Mobility Management back-off timer (e.g. reject Service Request requiring to activate user
plane bearers in an overloaded SGW) as described in clause 4.3.7.4.2;

- reject or accept requests for data transmission via Control Plane CloT EPS Optimisation from UEs (e.g. Control
Plane Service Regquest and ESM Data Transport) with a Control Plane data back-off timer as described in
clause 4.3.7.4.2.7,

- may reduce/throttle messages towards the GWs indicating overload status;
- other implementation specific mechanisms, which are outside the scope of 3GPP specifications.
A PDN GW may take the following actions for MME/SGSN which have indicated overload:
- Limit or completely block non-GBR dedicated bearer establishment;
- Limit or completely block all Dedicated Bearer establishments or modification, except QCl=1 bearers;
- Limit or completely block all Dedicated Bearer establishments, including the QClI=1 bearers;

- other implementation specific mechanisms, which are outside the scope of 3GPP specifications.
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A node supporting GTP-C Overload Control feature sends Overload Control Information in any GTP control plane
request or response message such that exchange of Overload Control Information does not trigger extra signalling.

The computation and transfer of the Overload Control Information shall not add significant additional load to the node
itself and to its corresponding peer nodes. The calculation of Overload Control Information should not severely impact
the resource utilization of the node.

Based on local policies/configuration, a GTP-C node may support Overload Control feature and act upon or ignore
Overload Control Information in the VPLMN when received from HPLMN and in the HPLMN when received from
VPLMN. When thisfeature is supported, a GTP-C node may decide to send different values of Overload Control
Information on inter-network (roaming) and on intra-network (non-roaming) interfaces based on local
policies/configuration.

NOTE 2: Refer to clause 12 of TS 29.274 [43] for the details, such as exact format of the Overload Control
Information, mechanisms to discover the support of the feature by the peer node, interfaces for which this
feature is applicable, APN level overload control, etc.

4.3.7.2 Load balancing between MMEs

The MME Load Balancing functionality permits UEs that are entering into an MM E Pool Areato be directed to an
appropriate MME in a manner that achieves |oad balancing between MMEs. Thisis achieved by setting a Weight Factor
for each MME, such that the probability of the eNodeB selecting an MME is proportional to its Weight Factor. The
Weight Factor istypically set according to the capacity of an MME node relative to other MME nodes. The Weight
Factor is sent from the MME to the eNodeB via S1-AP messages (see TS 36.413 [36]). If aHeNB GW is deployed, the
Weight Factor is sent from the MME to the HeNB GW.

NOTE 1: An operator may decide to change the Weight Factor after the establishment of S1-MME connectivity as
aresult of changesin the MME capacities. E.g., anewly installed MME may be given avery much higher
Weight Factor for an initial period of time making it faster to increase its |oad.

NOTE 2: Itisintended that the Weight Factor is NOT changed frequently. e.g. in a mature network, changes on a
monthly basis could be anticipated, e.g. due to the addition of RAN or CN nodes.

In some networks, the eNodeB may be configured to select specific MME for UEs configured for low access priority
with a different load balance to that used for MME selection for other UEs.

NOTE 3: The eNodeB can determine whether or not the "UE is configured for low access priority" from
information received in the RRC establishment or RRC resume signalling.

When DCNs are used, load balancing by eNodeB is only performed between MMEs that belong to the same DCN
within the same MME pool areg, i.e. MMEs with the same PLMN and MMEGI value. When an MME serves multiple
DCNs and one DCN is supported by multiple MMEs, in order to achieve load balancing across the MMES of the same
MME pool area supporting the same DCN, each DCN supported by this MME may have its own Weight Factor
(Weight Factor per DCN). The Weight Factor per DCN is set according to the capacity of an MME node for a specific
DCN relative to other MME nodes' capacity for that DCN within the same MME pool area. The eNB is provided with
per DCN Weight Factors, if any, by the connected MMESs at the set-up of the S1 connection. The DCN Load Balancing
functionality permits UESs that are entering into a pool area or being re-directed to an appropriate DCN to be distributed
in a manner that achieves |oad balancing between the CN nodes of the same DCN. The eNodeB may be configured to
select MME(s) from a specific CN for UEs configured for low access priority only for the case that no other
information and configuration is available for selecting an MME from a specific DCN.

4.3.7.3 Load re-balancing between MMEs

The MME Load Re-balancing functionality permits UEs that are registered on an MME (within an MME Pool Area) to
be moved to another MME.

NOTE 1: An example use for the MME Load Re-balancing function is for the O+M related removal of one MME
from an MME Pool Area

NOTE 2: Typically, this procedure should not be used when the MME becomes overloaded because the Load
Balancing function should have ensured that the other MMESs in the pool area are similarly overloaded.
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The eNodeBs may have their Load Balancing parameters adjusted beforehand (e.g. the Weight Factor is set to zero if al
subscribers are to be removed from the MME, which will route new entrants to the pool areainto other MMES).

In addition the MME may off-load a cross-section of its subscribers with minimal impacts on the network and users
(e.g. the MME should avoid offloading only the low activity users while retaining the high activity subscribers. Gradual
rather than sudden off-loading should be performed as a sudden re-balance of large number of subscribers could
overload other MMEs in the pool. With minimal impact on network and the user's experience, the subscribers should be
off-loaded as soon as possible). The load re-balancing can off-load part of or al the subscribers.

To off-load ECM-CONNECTED mode UEs, the MME initiates the S1 Release procedure with release cause "load
balancing TAU required” (clause 5.3.5). The S1 and RRC connections are released and the UE initiatesa TAU but
provides neither the SSTMSI nor the GUMMEI to eNodeB in the RRC establishment.

NOTE 3: Special care needs to be taken when offloading Relay Nodes. Thisis because there may be UEs
connected to the RN and some of these UEs may be registered on other MMEs.

The MME should not release all S1 connections which are selected to be released immediately when offloading is
initiated. The MME may wait until the S1 Release is performed due to inactivity. When the MME is to be offloaded
completely the MME can enforce an S1 Release for all remaining UEs that were not offloaded by normal TAU
procedures or by S1 releases caused by inactivity.

To off-load UEs which perform TA Updates or Attaches initiated in ECM-IDLE mode, the MME compl etes that
procedure and the procedure ends with the MME releasing S1 with release cause "load balancing TAU required”. The
S1 and RRC connections are released and the UE initiates a TAU but provides neither the S-TM S| nor the GUMMEI to
eNodeB in the RRC establishment.

When the UE provides neither the S-TM SI nor the GUMMEI in the RRC establishment, the eNodeB should select an
MME based on the Weight Factors of the MMEs in the pool.

To off-load UEsin ECM-IDLE state without waiting for the UE to perform a TAU or perform Service request and
become ECM-CONNECTED, the MME first pages UE to bring it to ECM-CONNECTED state. If paging the UE fails
and ISR is activated, the MME should adjust its paging retransmission strategy (e.g. limit the number of short spaced
retransmissions) to take into account the fact that the UE might be in GERAN/UTRAN coverage.

Hardware and/or software failures within an MME may reduce the MME's load handling capability. Typically such
failures should result in alarms which alert the operator/O+M system. Only if the operator/O+M systemis sure that
thereis spare capacity in the rest of the pool, the operator/O+M system might use the load re-balancing procedure to
move some load off this MME. However, extreme care is needed to ensure that this load re-balancing does not overload
other MMEs within the pool area (or neighbouring SGSNs) as this might lead to a much wider system failure.

When the Dedicated Core Network (DCN) feature is used, the DCN load re-balancing functionality permits UEs that
areregistered on an MME in the DCN (within a pool area) to be moved to another MME in the same DCN in a manner
that achieves load balancing between the CN nodes of the DCN and pool area. The DCN load re-balancing is triggered
by the source MME (within a DCN). The details are as follows:

- Ifthe UEisin ECM-IDLE state, the NAS Message Redirection procedure (see clause 5.19.1) istriggered at the
next intraaMME Tracking Area Update Request enabling eNodeB to load balance between MMES of the same
DCN. To off-load UEsin ECM-IDLE state without waiting for the UE to performa TAU or perform Service
request, the MME first pages the UE to bring it to ECM-CONNECTED state and proceeds as decribed for the
ECM-CONNECTED case below.

- IftheUEisin ECM-CONNECTED state, the MME performs the GUTI reallocation procedure, includes the
unchanged GUTI of the UE and a non-broadcast TAI to induce the UE to peform a TAU procedure, and forces
the UE to go to ECM-IDLE state. During the subsequent TAU procedure the MME uses the NAS Message
Redirection procedure (see clause 5.19.1) to redirect the UE to another MME within the same DCN.

4.3.7.4 MME control of overload

43.7.4.1 General

The MME shall contain mechanisms for avoiding and handling overload situations. These can include the use of NAS
signalling to regject NAS requests from UESs.
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In addition, under unusual circumstances, the MME shall restrict the load that its eNodeBs are generating on it if it is
configured to enable the overload restriction. This can be achieved by the MME invoking the S1 interface overload
procedure (see TS 36.300 [5] and TS 36.413 [36]) to al or to a proportion of the eNodeB's with which the MME has S1
interface connections. To reflect the amount of load that the MM E wishes to reduce, the MME can adjust the proportion
of eNodeBs which are sent S1 interface OVERLOAD START message, and the content of the OVERLOAD START

message.

The MME should select the eNodeBs at random (so that if two MMEs within a pool area are overloaded, they do not
both send OVERLOAD START messages to exactly the same set of eNodeBs).

The MME may optionally include a Traffic Load Reduction Indication in the OVERLOAD START message. In this
case the eNodeB shall, if supported, reduce the type of traffic indicated according the requested percentage (see
TS 36.413[36]).

NOTE 1. The MME implementation may need to take into account the fact that eNodeBs compliant to Release 9
and earlier version of the specifications do not support the percentage overload indication.

An MME supporting Control Plane CloT EPS Optimisation may include an indication in the OVERLOAD START
message indicating overload from data transfers via Control Plane CloT EPS Optimisation.

Using the OVERLOAD START message, the MME can request the eNodeB to:

- reject RRC connection requests that are for non-emergency, non-exception reporting and non-high priority
mobile originated services; or

NOTE 2: Thisblocks PS service and service provided by MSC following an EPS/IM S| attach procedure.

- rgject new RRC connection requests for EPS Mobility Management signalling (e.g. for TA Updates) for that
MME;

- only permit RRC connection requests for emergency sessions and mobile terminated services for that MME.
This blocks emergency session requests from UEs with USIMss provisioned with Access Classes 11 and 15 when
they are in their HPLMN/EHPLMN and from UEs with USIMs provisioned with Access Classes 12, 13 and 14
when they are in their home country (defined as the MCC part of the IMSI, see TS 22.011 [67]); or.

NOTE 3: The MME can restrict the number of responses to paging by not sending paging messages for a
proportion of the events that initiate paging. As part of this process, the MME can provide preference for
paging UEs with Emergency Bearer Services and terminations associated with MPS ARP.

- only permit RRC connection requests for high priority sessions, exception reporting and mobile terminated
services for that MME;

- regject new RRC connection requests from UES that access the network with low access priority;

- not accept RRC connection requests with RRC establishment cause "mo-data’ or "delayTolerantAccess' from
UEs that only support Control Plane CloT EPS Optimisation.

NOTE 4: The RRC connection requests listed in this clause also include the request for RRC Connection Resume.

When rejecting an RRC connection request for overload reasons the eNodeB indicates to the UE an appropriate timer
value that limits further RRC connection requests for awhile.

An eNodeB supports rejecting of RRC connection establishments for certain UEs as specified in TS 36.331 [37].
Additionally, an eNodeB provides support for the barring of UEs configured for Extended Access Barring, as described
in TS 22.011 [67]. These mechanisms are further specified in TS 36.331 [37]. If the UE is camping on NB-l0T,
Extended Access Barring does not apply.

An eNodeB may initiate Extended Access Barring when:

- al the MMEs connected to this eNB request to restrict the load for UEs that access the network with low access
priority; or

- requested by O&M.

If an MME invokes the S1 interface overload procedure to restrict the load for UES that access the network with low
access priority, the MME should select all eNodeBs with which the MME has S1 interface connections. Alternatively,
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the selected eNodeBs may be limited to a subset of the eNodeBs with which the MME has S1 interface connection (e.g.
particular location area or where devices of the targeted type are registered).

During an overload situation the MME should attempt to maintain support for emergency bearer services (see
clause 4.3.12) and for MPS (see clause 4.3.18).

When the MME is recovering, the MME can either:
- send OVERLOAD START messages with new percentage value that permit more traffic to be carried, or
- the MME sends OVERLOAD STOP messages.

to some, or al, of the eNodeB(s).

In addition, to protect the network from overload the MME has the option of rejecting NAS request messages which
include the low access priority indicator before rejecting NAS request messages without the low access priority
indicator (see clause 4.3.7.4.2 for more information).

NOTE 5: It cannot be guaranteed that voice services will be available for mobile terminated calls while the
Mobility Management back-off timer is running. It is recommended, that UES requiring voice services are
not configured for low access priority.

In addition, for UEs that don't support the Service Gap Control feature (see clause 4.3.17.9), the MME may use
"General NAS level Mobility Management control" as defined in clause 4.3.7.4.2.1.

4.3.7.4.1a Throttling of Downlink Data Notification Requests

Under unusual circumstances (e.g. when the MME load exceeds an operator configured threshold), the MME may
restrict the signalling load that its SGWs are generating on it, if configured to do so.

The MME can reject Downlink Data Notification requests for non-priority traffic for UEsin idle mode or to further
offload the MME, the MME can request the SGWs to selectively reduce the number of Downlink Data Notification
requests it sends for downlink non-priority traffic received for UEs in idle mode according to athrottling factor and for
athrottling delay specified in the Downlink Data Notification Ack message.

The SGW determines whether a bearer is to be subjected to the throttling of Downlink Data Notification Regquests on
the basis of the bearer's ARP priority level and operator policy (i.e. operator's configuration in the SGW of the ARP
priority levels to be considered as priority or non- priority traffic). While throttling, the SGW shall throttle the
Downlink Data Notification Requests for low and normal priority bearers by their priority. The MME determines
whether a Downlink Data Notification request is priority or non-priority traffic on the basis of the ARP priority level
that was received from the SGW and operator policy.

If ISR is not active for the UE, during the throttling delay, the SGW drops downlink packets received on all its non-
priority bearers for UES known as not user plane connected (i.e. the SGW context data indicates no downlink user plane
TEID) served by that MME in proportion to the throttling factor, and sends a Downlink Data Notification message to
the MME only for the non throttled bearers.

If ISR is active for the UE, during the throttling delay, the SGW does not send DDN to the MME and only sends the
DDN to the SGSN. If both MME and SGSN are requesting load reduction, the SGW drops downlink packets received
on all its non-priority bearers for UEs known as not user plane connected (i.e. the SGW context data indicates no
downlink user plane TEID) in proportion to the throttling factors.

The SGW resumes normal operations at the expiry of the throttling delay. The last received value of the throttling factor
and throttling delay supersedes any previous values received from that MME. The reception of athrottling delay restarts
the SGW timer associated with that MME.

4.3.7.4.1b Throttling of NIDD Submit Requests

Under unusual circumstances (e.g. when the MME load exceeds an operator configured threshold), the MME may
restrict NIDD Submit Request messages that its SCEFs are generating on it, if configured to do so.
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4.3.7.4.2 NAS level congestion control

43.7.4.2.1 General

NAS level congestion control contains the functions. "APN based congestion control™ and "General NAS level Mobility
Management control™.

The use of the APN based congestion control is for avoiding and handling of EMM and ESM signalling congestion
associated with UEs with a particular APN. Both UEs and network shall support the functions to provide APN based
EMM and ESM congestion control.

The MME may detect the NAS signalling congestion associated with the APN and start and stop performing the APN
based congestion control based on criteria such as:

- Maximum number of active EPS bearers per APN;

- Maximum rate of EPS Bearer activations per APN;

- Oneor multiple PDN GWs of an APN are not reachable or indicated congestion to the MME;

- Maximum rate of MM signalling requests associated with the devices with a particular subscribed APN; and/or
- Setting in network management.

The MME may detect the NAS signalling congestion associated with the UEs belonging to a particular group. The
MME may start and stop performing the group specific NAS level congestion control based on criteria such as:

- Maximum rate of MM and SM signalling requests associated with the devices of a particular group; and/or
- Setting in network management.

The MME may detect the NAS signalling congestion associated with the UEs that belong to a particular group and are
subscribed to a particular APN. The MME may start and stop performing the APN and group specific NAS level
congestion control based on criteria such as:

- Maximum number of active EPS bearers per group and APN;

- Maximum rate of MM and SM signalling requests associated with the devices of a particular group and a
particular subscribed APN; and/or

- Setting in network management.
The MME should not apply NAS level congestion control for high priority access and emergency services.

With General NAS level Mobility Management control, the MME may a so use the reject of NAS level Mobility
Management signalling requests under general congestion conditions such as detecting congestion of one or several
DCNsinan MME serving multiple DCNSs.

In addition, for UEs that don't support the Service Gap Control feature (see clause 4.3.17.9), the MME may return a
Mobility Management back-off timer to the UE in responses to requests where the intention is to send MO data or re-
attach with PDN connectivity when the Service gap timer for the UE is running at the MME.

4.3.7.4.2.2 APN based Session Management congestion control

The APN based Session Management congestion control may be activated by MME due to e.g. congestion situation at
MME, or by OAM at MME, or by arestart or recovery condition of aPDN GW, or by a partial failure or recovery of a
PDN GW for aparticular APN(S).

The MME may reject the EPS Session Management (ESM) requests from the UE (e.g. PDN Connectivity, or Bearer
Resource Allocation Reguests) with a Session Management back-off timer when ESM congestion associated with the
APN is detected. If the UE provides no APN, then the MME uses the APN which is used in PDN GW selection
procedure.

The MME may deactivate PDN connections belonging to a congested APN by sending the NAS Deactivate EPS Bearer
Context Request message to the UE with a Session Management back-off timer. If Session Management back-off timer

ETSI



3GPP TS 23.401 version 16.8.0 Release 16 43 ETSI TS 123 401 V16.8.0 (2020-10)

isset inthe NAS Deactivate EPS Bearer Context Request message then the cause "reactivation requested” should not be
Set.

NOTE 1. UEsthat don't support the Session Management back-off timer (including earlier release of UE) might
contribute to increasing the signalling load in the MME by reattempting Session Management procedure.

The MME may store a Session Management back-off time per UE and APN when congestion control is active for an
APN if arequest without the low access priority indicator is rejected by the MME. The MME may immediately reject
any subsequent request from the UE targeting to the APN before the stored Session Management back-off timeis
expired. If the MME stores the Session Management back-off time per UE and APN and the MME decidesto send a
Session Management Request message to a UE connected to the congested APN (e.g. due to decreased congestion
situation), the MME shall clear the Session Management back-off time prior to sending any Session Management
Request message to the UE.

NOTE 2: The above functionality isto diminish the performance advantage for UEs that do not support the NAS
level back-off timer (e.g. pre-Rel-10 UESs) compared to UESs that do support it.

Upon reception of the Session Management back-off timer in the EPS Session Management reject message or in the
NAS Desctivate EPS Bearer Context Request message, the UE shall take the following actions until the timer expires:

- If APN isprovided in the rejected EPS Session Management Request message or if the Session Management
back-off timer isreceived in the NAS Deactivate EPS Bearer Context Request message, the UE shall not initiate
any Session Management procedures for the congested APN. The UE may inititate Session Management
procedures for other APNSs.

- If APN isnot provided in the rejected EPS Session Management Request message, the UE shall not initiate any
Session Management requests of any PDN type without APN. The UE may initiate Session Management
procedures for specific APN.

- Cedl/TA/PLMN/RAT change do not stop the Session Magement back-off timer.

- TheUE isallowed to initiate the Session Management procedures for high priority access and emergency
services even when the Session Management back-off timer is running.

- TheUE isallowed to initiate Bearer Resource Modification procedure to report 3GPP PS Data Off status change
when the EPS Session Management back off timer is running.

- If the UE receives a network initiated EPS Session Management Request message for the congested APN while
the Session Management back-off timer is running, the UE shall stop the Session Management back-off timer
associated with this APN and respond to the MME.

- If the UE is configured with a permission for overriding low access priority and the Session Management back-
off timer is running due to a reject message received in response to a request with low access priority, the upper
layersin the UE may request the initiation of Session Management procedures without low access priority.

The UE is allowed to initiate PDN disconnection procedure (e.g. sending PDN Disconnection Request) when the EPS
Session Management back off timer is running.

NOTE 3: The UE does not delete the related Session Management back-off timer when disconnecting a PDN
connection.

The UE shall support a separate Session Management back-off timer for every APN that the UE may activate.

To avoid that large amounts of UEs initiate deferred requests (al most) simultaneoudly, the MME should select the
Session Management back-off timer value so that deferred requests are not synchronized.

The APN based Session Management congestion control is applicable to the NAS ESM signalling initiated from the UE
in the control plane. The Session Management congestion control does not prevent the UE to send and receive data or
initiate Service Request procedures for activating user plane bearers towards the APN(s) that are under ESM congestion
control.

4.3.7.4.2.3 APN based Mobility Management congestion control

The MME may perform the APN based congestion control for UEs with a particular subscribed APN by rejecting
Attach procedures with a Mobility Management back-off timer.
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When congestion control is active for UEs with a particular subscribed APN, a Mobility Management back-off timer
may be sent by the MME to UE.

If MME maintains the UE context, the MME may store the back-off time per UE if arequest without the low access
priority indicator is rejected by the MME. The MME may immediately reject any subsequent request from the UE
before the stored back-off time is expired.

NOTE 1. The above functionality isto diminish the performance advantage for UEs that do not support the NAS
level back-off timer (e.g. pre-Rel-10 UESs) compared to UES that do support it.

After rejecting Attach Requests, the MME should keep the Subscriber Data for some time. This allows for rejection of
subsequent requests without HSS signalling when the congestion situation resulting from UESs with a particul ar
subscribed APN persists.

NOTE 2: Prior to the reject of attach messages of a UE by the MME, Subscriber Data for a UE may be present at
the MME because it was not deleted after the UE's detach. In this case when APN based congestion
control isactive for a particular APN in the MME, the first reject of an attach message by the MME for
this UE, may be done without HSS signaling as well.

While the Mobility Management back-off timer is running, the UE shall not initiate any NAS request for Maobility
Management procedures. However, the UE is alowed to initiate the Mobility Management procedures for high priority
access and emergency services even when the Mobility Management back-off timer is running. While the Mobility
Management back-off timer is running, the UE is allowed to perform Tracking Area Update if it is already in connected
mode.

While the Mobility Management back-off timer is running, the UE configured with a permission for overriding low
access priority is alowed to initiate the Mobility Management procedures without low access priority if the Mobility
Management back-off timer was started due to a reject message received in response to a request with low access
priority and the upper layersin the UE request to activate a PDN connection without low access priority or the UE has
an activated PDN connection that is not with low access priority.

To avoid that large amounts of UEs initiate deferred requests (al most) simultaneoudly, the MME should select the
Mobility Management back-off timer value so that deferred requests are not synchronized.

NOTE 3: When receiving the Mobility Management back-off timer the UE behaviour is not APN specific.

43.74.2.4 General NAS level Mobility Management congestion control

Under general overload conditionsthe MME may reject Mobility Management signalling requests from UEs. When a
NAS request isrejected, a Mobility Management back-off timer may be sent by the MME and MME may store the
back-off time per UE if arequest without the low access priority indicator is rejected by the MME and if MME
maintains the UE context. The MME may immediately reject any subsequent request from the UE before the stored
back-off time is expired. While the Mobility Management back-off timer is running, the UE shall not initiate any NAS
request for Mobility Management procedures except for Detach procedure and except for high priority access,
emergency services and mobile terminated services. After any such Detach procedure, the back-off timer continues to
run. While the Mobility Management back-off timer is running, the UE is allowed to perform Tracking Area Update if
it isaready in connected mode. If the UE receives a paging request from the MME while the Mobility Management
back off timer is running, the UE shall stop the Mobility Management back-off timer and initiate the Service Request
procedure or the Tracking Area Update procedure as described in clause 5.3.3.0.

While the Mobility Management back-off timer is running, the UE configured with a permission for overriding low
access priority is allowed to initiate the Mobility Management procedures without low access priority if the Mobility
Management back-off timer was started due to a reject message received in response to a request with low access
priority and the upper layersin UE request to establish a PDN connection without low access priority or the UE has an
established PDN connection that is without low access priority.

While the Mobility Management back-off timer is running, the UE configured with permission for sending exception
reporting is allowed to initiate the Control Plane Service Request procedure for exception reporting. If the Mobility
Management back-off timer was started due to a reject message received in response to a request for exception
reporting, the UE shall not initiate the Control Plane Service Request procedure for exception reporting while the
Mobility Management back-off timer is running.

The Mobility Management back-off timer shall not impact Cell/RAT and PLMN change. Cell/RAT and TA change do
not stop the Mobility Management back-off timer. The Mobility Management back-off timer shall not be atrigger for
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PLMN reselection. The back-off timer is stopped as defined in TS 24.301 [46] when anew PLMN that is not an
equivalent PLMN is accessed.

To avoid that large amounts of UEs initiate deferred requests (almost) simultaneously, the MME should select the
Mobility Management back-off timer value so that the deferred requests are not synchronized.

When the UE receives a handover command, the UE shall proceed with the handover procedure regardless of whether
Mobility Management back-off timer is running.

The MME should not reject Tracking Area Update procedures that are performed when the UE is already in connected
mode.

For idle mode inter CN node mobility, the MME may reject Tracking Area Update procedures and include a Mobility
Management back off timer value in the Tracking Area Reject message.

If the MME rejects Tracking Area Update request or Service request with a Maobility Management back-off timer which
is larger than the sum of the UE's periodic TAU timer plus the Implicit Detach timer, the MME should adjust the mobile
reachable timer and/or Implicit Detach timer such that the MME does not implicitly detach the UE while the Mobility
Management back-off timer is running.

NOTE: Thisisto minimize unneeded signalling after the Mobility Management back-off timer expires.

43.7.4.25 Group specific NAS level congestion control

The group specific NAS level congestion control applies to a specific group of UEs. Each group has a group identifier
assigned.

A UE belongsto agroup, if the corresponding group identifier is stored in the UE's subscription datain the HSS. A UE
may belong to multiple groups and the MM E may perform the Group specific NAS level congestion control to an UE as
described below independent of whether Group specific NAS level congestion control is activated for one, multiple, or
all groups the UE belongs to. The group identifier shall be stored per UE in the HSS and obtained by the MME as part
of normal HSS signalling. A UE is not aware of a group subscription.

The group specific NAS level congestion control may be activated for Session Management signalling, or for Mobility
Management signalling, or both. The group specific NAS level congestion control is activated based on operator
policies.

When the group specific NAS level congestion control for Session Management signalling is active for a particular
group, the MME's behaviour is similar to that in clause 4.3.7.4.2.2, with the following modifications:
-  MME may apply ESM congestion control to all subscribed APNs for UEs that belong to this particular group.
NOTE: How the MME applies ESM congestion control to all subscribed APNsis|eft to Stage 3.

- The MME rgects the EPS Session Management (ESM) request(s) from the UE belonging to this particular group
(e.g. PDN Connectivity, or Bearer Resource Allocation Requests) with a Session Management back-off timer.

When group specific NAS level congestion control for Mobility Management signalling is active for a particular group,
the MME's behaviour is similar to that in clause 4.3.7.4.2.3, but applied to UEs subscribed to this particular group rather
that subscribed to a particular APN.

Group specific NAS level congestion control is performed at the MME based on the UE's subscription information
provided by the HSS. Thereis no impact on the UE, and hence, UE's behaviour as described in clauses 4.3.7.4.2.2 and
4.3.7.4.2.3 does not change.

4.3.7.4.2.6 APN and group specific NAS level congestion control

The APN and group specific NAS level congestion control is the interclause of APN specific NAS level congestion
control and Group specific NAS level congestion control, i.e. it applies to a specific group of UEs with a particular
subscribed APN. Each group of UEs has a group identifier assigned and stored in the HSS.

A UE may belong to multiple groups and the MME may perform the APN and group specific NAS level congestion
control to an UE as described below independent of whether the APN and group specific NAS level congestion control
is activated for one, multiple or all groups the UE belongs to. The group identifier(s) shall be stored per UE in the HSS
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and obtained by the MME as part of normal HSS signalling. A UE is not aware of the group identifier(s) that the UE
belongsto.

The APN and group specific NAS level congestion control may be activated for Session Management signalling, or for
Mobility Management signalling, or both. The APN and group specific NAS level congestion control is activated based
on operator policies.

When the APN and group specific NAS level congestion control for Session Management signalling is activated for a
UE belonging to a particular group and initiating signalling to a particular APN, the MME's behaviour is similar to that
in clause 4.3.7.4.2.2, with the following modifications:

- The EPS Session Management (ESM) congestion control is applied to this particular APN, and for UEs
belonging to this particular group,

- The MME may reject ESM requests from the UEs belonging to this particular group and attaching to this
particular APN (e.g. PDN Connectivity, or Bearer Resource Allocation Requests) with a Session Management
back-off timer. If the UE provides no APN, then the MME uses the APN which isused in PDN GW selection
procedure.

- The MME may deactivate PDN connections of the UEs, belonging to this particular group and attaching to this
particular APN, by sending the NAS Deactivate EPS Bearer Context Request message to the UE with a Session
Management back-off timer.

When the APN and group specific NAS level congestion control for Mobility Management signalling is activated for a
UE belonging to a particular group and with a particular subscribed APN, the MME's behaviour is similar to that in
clause 4.3.7.4.2.3, but applied to UEs with this particular subscribed APN and belonging to this particular group.

APN and group specific NAS level congestion control is performed at the MME based on the UE's subscription
information provided by the HSS. There is no impact on the UE, and hence, UE's behaviour described in
clauses 4.3.7.4.2.2 and 4.3.7.4.2.3 does not change.

4.3.7.4.2.7 Control Plane data specific NAS level congestion control

Under overload conditionsthe MME may restrict requests from UEs for data transmission via Control Plane CloT EPS
Optimisation. A Control Plane data back-off timer may be returned by the MME (e.g.in Attach/TAU/RAU Accept
messages, Service Reject message or Service Accept message). While the Control Plane data back-off timer is running,
the UE shall not initiate any data transfer via Control Plane CloT EPS Optimisation, i.e. the UE shall not send any
Control Plane Service Request with ESM Data Transport message as defined in TS 24.301 [46]. The MME shall store
the Control Plane data back-off timer per UE and shall reject any further request (other than exception reporting and a
response to paging) for data transmission via Control Plane Service Request from that UE while the Control Plane data
back-off timer is still running.

NOTE 1: The Control Plane data back-off timer does not affect any other mobility management or session
management procedure.

NOTE 2: The Control Plane data back-off timer does not apply to user plane data communication.

If the UE is allowed to send exception reporting, the UE may initiate Control Plane Service Request for exception
reporting even if Control Plane data back-off timer is running.

The UE may respond with Control Plane Service Request without ESM Data Transport to a paging even if the Control
Plane data back-off timer is running.

If the MME receives a Control Plane Service Request in reponse to paging, and the MME has a Control Plane data
back-off timer running for the UE, and the MME is not overloaded, and MME decides to accept the Control Plane
Service Request, then the MME shall respond with Service Accept message without the Control Plane data back-off
timer and stop the Control Plane data back-off timer. If the UE receives a Service Accept message without the Control
Plane data back-off timer from the MME while the Control Plane data back-off timer is running, the UE shall stop the
Control Plane data back-off timer. The Control Plane data back-off timer in the UE and the MME is stopped at PLMN
change.

If the MME receives a Control Plane Service Request with ESM Data Transport message, and decides to send the UE a
Control Plane data back-off timer, the MME may decide to process the Control Plane Service Request with ESM Data
Transport message, i.e. decrypt and forward the data payload, or not based on the following:
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- If the UE has additionally indicated in aNAS Release Assistance Information in the NAS PDU that no further
Uplink or Downlink Data transmissions are expected, then the MME may process (integrity
check/decipher/forward) the received Control Plane data packet, and send SERVICE ACCEPT to the UE with
Control Plane data back-off timer. The UE interprets this as successful transmission of the Control Plane data
packet and starts the Control Plane data back-off timer.

- For al other cases, the MME may decide to not process the received control plane data packet and sends
SERVICE REJECT to the UE with Control Plane data back-off timer. The UE interprets this indication as
unsuccessful delivery of the control plane data packet and starts the Control Plane data back-off timer. Then
MME may take into consideration whether the PDN Connection is set to Control Plane only to make the
decision whether to reject the packet and send SERVICE REJECT or move the PDN connection to user plane
and process the data packet.

- Alternatively, if UE has not provided in the in Control Plane service request the NAS Release Assistance
Information, and the EPS bearer belongs to a PDN connection not set to Control Plane only, and UE supports
User Plane CloT Optimisation (or legacy S1-U), then the MME may initiate establishment of S1-U bearer during
Data Transport in Control Plane CloT EPS Optimisation (according to the procedure defined in clause 5.3.4B.4).
In this case MME may also return a Control Plane data back-off timer within the NAS message.

The MME only includes the Control Plane data back-off timer if the UE has indicated support for Control Plane data
back-off timer in the Attach/ TAU/RAU request.

NOTE 3: If the MME isoverloaded or close to overload, but the UE has not indicated support for Control Plane
data back-off timer, the MME can use other overload control mechanisms, e.g. mobility management
back-off timer or use user plane data communication.

4375 PDN GW control of overload

The PDN GW may provide mechanisms for avoiding and handling overload situations. These include the rejection of
PDN connection requests from UEs.

The PDN GW may detect APN congestion and start and stop performing overload control based on criteria such as:
- Maximum number of active bearers per APN; and/or
- Maximum rate of bearer activations per APN.

When performing overload control the PDN GW rejects PDN connection requests. When receiving the rejection from
the PDN GW, the MME rejects the UE's PDN connection request as specified in clause 4.3.7.4.2. In addition the PDN
GW may indicate a"PDN GW back-off time" for a specific APN to the MME. The MME should reject PDN
connection requests, for the specific APN related to that PDN GW during the "PDN GW back-off time", by the means
specified in clause 4.3.7.4.2. If aPDN GW indicates APN congestion by the "PDN GW back-off time" the MME may
select another PDN GW of that APN instead of rejecting PDN connection requests unless there is already an existing
PDN connection to the same APN for the UE, in which case, the MME shall reject PDN connection request.

4.3.8 Selection functions

4.38.1 PDN GW selection function (3GPP accesses)

The PDN GW selection function allocates a PDN GW that shall provide the PDN connectivity for the 3GPP access. The
function uses subscriber information provided by the HSS and possibly additional criteria such as SIPTO/LIPA support
per APN configured in the SGSN/MME, UE support for dual connectivity with NR, 15 EPS bearers support by the UE,
CloT EPS Optimisation(s) impacting PDN GW e.g. Non-IP support, Ethernet support, NB-10T RAT support (for
generation of accounting information), etc.

NOTE 1: Selection of PDN GWs optimised for different RATs (e.g. NB-10T) can be achieved by the allocation of
different APNs to subscribers allowed to use specific RATs and/or using the UE Usage Type.

The criteriafor PDN GW selection may include load balancing between PDN GWs. When the PDN GW | P addresses
returned from the DNS server include Weight Factors, the MME should use it if load balancing is required. The Weight
Factor istypically set according to the capacity of a PDN GW node relative to other PDN GW nodes serving the same
APN. For further details on the DNS procedure see TS 29.303 [61].
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When the MME supports the GTP-C Load Control feature, it takesinto account the Load Information received from the
PDN GW in addition to the Weight Factors received from the DNS server to perform selection of an appropriate PDN
GW.

NOTE 2: How Weight Factors can be used in conjunction with Load Information received via GTP control plane
signaling isleft up to Stage 3.

The PDN subscription contexts provided by the HSS contain:

- theidentity of aPDN GW and an APN (PDN subscription contexts with subscribed PDN GW address are not
used when there isinteroperation with pre Rel-8 2G/3G SGSN), or

- an APN and an indication for this APN whether the allocation of aPDN GW from the visited PLMN is allowed
or whether aPDN GW from the home PLMN shall be allocated. Optionally an identity of a PDN GW may be
contained for handover with non-3GPP accesses.

- optionaly for an APN, an indication of whether SIPTO above RAN, or SIPTO at the Local Network, or both, is
alowed or prohibited for this APN.

- optionaly for an APN, an indication of whether LIPA is conditional, prohibited, or only LIPA is supported for
this APN.

In the case of static address allocation, a static PDN GW is selected by either having the APN configured to map to a
given PDN GW, or the PDN GW identity provided by the HSS indicates the static PDN GW.

The HSS aso indicates which of the PDN subscription contexts is the Default one for the UE.

To establish connectivity with a PDN when the UE is aready connected to one or more PDNSs, the UE provides the
requested APN for the PDN GW selection function.

If one of the PDN subscription contexts provided by the HSS contains awild card APN (see TS 23.003 [9]), aPDN
connection with dynamic address allocation may be established towards any APN requested by the UE. An indication
that SIPTO (above RAN, at the local network, or both) is alowed or prohibited for the wild card APN allows or
prohibits SIPTO for any APN that is not present in the subscription data.

If the HSS provides the identity of a statically allocated PDN GW, or the HSS provides the identity of adynamically
allocated PDN GW and the Request Type indicates "Handover”, no further PDN GW selection functionality is
performed. If the HSS provides the identity of a dynamically allocated PDN GW, the HSS also provides information
that identifies the PLMN in which the PDN GW is located.

NOTE 3: The MME uses this information to determine an appropriate APN-OI and S8 protocol type (PMIP or
GTP) when the MME and PDN GW are located in different PLMNSs.

If the HSS provides the identity of adynamically allocated PDN GW and the Request Type indicates "initial Request”,
either the provided PDN GW is used or anew PDN GW is selected. When a PDN connection for an APN with SIPTO-
allowed is requested, the PDN GW selection function shall ensure the selection of a PDN GW that is appropriate for the
UE'slocation. The PDN GW identity refersto a specific PDN GW. If the PDN GW identity includes the I P address of
the PDN GW, that IP address shall be used asthe PDN GW |P address; otherwise the PDN GW identity includes an
FQDN which is used to derive the PDN GW |P address by using Domain Name Service function, taking into account
the protocol type on S5/S8 (PMIP or GTP).

NOTE 4: Provision of aPDN GW identity of a PDN GW as part of the subscriber information allows also for a
PDN GW allocation by HSS.

If the HSS provides a PDN subscription context that allows for allocation of a PDN GW from the visited PLMN for this
APN and, optionally, the MME is configured to know that the visited VPLMN has a suitable roaming agreement with
the HPLMN of the UE, the PDN GW selection function derives a PDN GW identity from the visited PLMN. If avisited
PDN GW identity cannot be derived, or if the subscription does not alow for allocation of a PDN GW from the visited
PLMN, then the APN is used to derive a PDN GW identity from the HPLMN. The PDN GW identity is derived from
the APN, subscription data and additional information by using the Domain Name Service function. If the PDN GW
identity isalogical name instead of an I P address, the PDN GW addressis derived from the PDN GW identity, protocol
type on S5/S8 (PMIP or GTP) by using the Domain Name Service function. The S8 protocol type (PMIP or GTP) is
configured per HPLMN in MM E/SGSN.
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In order to select the appropriate PDN GW for SIPTO above RAN service, the PDN GW selection function uses the
TAI (Tracking Area Identity), the serving eNodeB identifier, or TAI together with serving eNodeB identifier depending
on the operator's deployment during the DNS interrogation as specified in TS 29.303 [61] to find the PDN GW identity.
In roaming scenario PDN GW selection for SIPTO is only possible when a PDN GW in the visited PLMN is selected.
Therefore in aroaming scenario with home routed traffic, PDN GW selection for SIPTO is not performed.

In order to select the appropriate GW for SIPTO at the local network service with a stand-alone GW (with S-GW and L-
GW collocated), the PDN GW selection function uses the APN and the Local Home Network 1D during the DNS
interrogation as specified in TS 29.303 [61] to find the PDN GW identity. The Local Home Network ID is provided to
the MME by the (H)eNB in every INITIAL UE MESSAGE and every UPLINK NAS TRANSPORT control message as
specified in TS 36.413 [36]. The MME uses the Local Home Network ID to determine if the UE has left its current

local network and if S-GW relocation is needed.

For SIPTO at the Local Network with L-GW function collocated with the (H)eNB the PDN GW selection function uses
the L-GW address proposed by the (H)eNB in the S1-AP message, instead of DNS interrogation.

In order to select the appropriate L-GW for LIPA service, if permitted by the CSG subscription dataand if the UE is
roaming, the VPLMN LIPA is allowed, the PDN GW selection function uses the L-GW address proposed by HeNB in
the S1-AP message, instead of DNS interrogation. If no L-GW addressis proposed by the HeNB and the UE requested
an APN with LIPA permissions set to "LIPA-only", the request shall be rejected. If no L-GW addressis proposed by
the HeNB and the UE requested an APN with LIPA permissions set to "LIPA-conditional", the MME uses DNS
interrogation for PDN GW selection to establish anon-LIPA PDN connection. The PDN subscription context for an
APN with LIPA permissions set to "LIPA-only" shall not contain a statically configured PDN address or a statically
allocated PDN GW. A static PDN address or a static PDN GW address, if configured by HSS for an APN with LIPA
permissions set to "LIPA-conditional", isignored by MME when the APN is established as a LIPA PDN connection.
When establishing a PDN connection for aLIPA APN, the VPLMN Address Allowed flag is not considered.

The PDN GW domain name shall be constructed and resolved by the method described in TS 29.303 [61], which takes
into account any value received in the APN-OI Replacement field for home routed traffic. Otherwise, or when the
resolution of the above PDN GW domain name fails, the PDN GW domain name shall be constructed by the serving
node using the method specified in Annex A of TS 23.060 [7] and clause 9 of TS 23.003 [9]. If the Domain Name
Service function provides alist of PDN GW addresses, one PDN GW address is selected from thislist. If the selected
PDN GW cannot be used, e.g. due to an error, then another PDN GW is selected from the list. The specific interaction
between the MME/SGSN and the Domain Name Service function may include functionality to allow for the retrieval or
provision of additional information regarding the PDN GW capabilities (e.g. whether the PDN GW supports
PMIP-based or GTP-based S5/S8, or both).

NOTE 5: The APN as constructed by the MME/SGSN for PDN GW resolution takes into account the APN-OI
Replacement field. This differs from the APN that is provided in charging data to another SGSN and
MME over the S3, S10 and S16 interfaces as well asto Serving GW and PDN GW over the S11, $4 and
S5/S8 interfaces, in that the APN-OI Replacement field is not applied. See clause 5.7.2 of the present
document for more details.

If the UE provides an APN for aPDN, this APN is then used to derive the PDN GW identity as specified for the case of
HSS provided APN if one of the subscription contexts allows for this APN.

If thereisan existing PDN connection to the same APN used to derive the PDN GW address, the same PDN GW shall
be selected.

Aspart of PDN GW selection, an IP address of the assigned PDN GW may be provided to the UE for use with host
based mobility as defined in TS 23.402 [2], if the PDN GW supports host-based mobility for inter-access mobility
towards accesses where host-based mobility can be used. If a UE explicitly requests the address of the PDN GW and the
PDN GW supports host based mobility then the PDN GW address shall be returned to the UE.

When DCNs with dedicated PDN GWs are used, the DNS procedure (TS 29.303 [61]) for PDN GW selection may be
used such that a PDN GW belonging to a DCN serving a particular category of UEs, e.g. identified by UE Usage Type,
is selected. When UEs with the same UE Usage type are served by multiple DCNs, it shall also be possible to select the
PDN GW belonging to the DCN serving the particular UE.

4.3.8.2 Serving GW selection function

The Serving GW selection function selects an available Serving GW to serve a UE. The selection bases on network
topology, i.e. the selected Serving GW serves the UE's location and for overlapping Serving GW service areas, the
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selection may prefer Serving GW's with service areas that reduce the probability of changing the Serving GW. When
SIPTO isallowed then it is also considered as a criterion for Serving GW selection, e.g. when the first PDN connection
is requested. Other criteriafor Serving GW selection should include load balancing between Serving GWs, UE support
for dual connectivity with NR, CloT EPS Optimisation(s) impacting Serving GW e.g. Non-IP support, Ethernet support,
NB-10T RAT support (for generation of accounting information), etc. When the Serving GW | P addresses returned
from the DNS server include Weight Factors, the MME should useit if load balancing is required. The Weight Factor is
typically set according to the capacity of a Serving GW node relative to other Serving GW nodes serving the same
Tracking area. For further details on DNS procedure see TS 29.303 [61].

When the MME supports the GTP-C Load Control feature, it takesinto account the Load Information received from the
Serving GW in addition to the Weight Factors received from the DNS server to perform selection of an appropriate
Serving GW.

NOTE 1: How Weight Factors can be used in conjuction with Load Information received via GTP control plane
signalling isleft up to Stage 3.

If asubscriber of a GTP only network roamsinto a PMIP network, the PDN GW's selected for local breakout support
the PMIP protocol, while PDN GWs for home routed traffic use GTP. This means the Serving GW selected for such
subscribers may need to support both GTP and PMIP, so that it is possible to set up both local breakout and home
routed sessions for these subscribers. For a Serving GW supporting both GTP and PMIP, the MM E/SGSN should
indicate the Serving GW which protocol should be used over S5/S8 interface. The MME/SGSN is configured with the
S8 variant(s) on aper HPLMN granularity.

If asubscriber of a GTP only network roamsinto a PMIP network, the PDN GWs selected for local breakout may
support GTP or the subscriber may not be allowed to use PDN GWs of the visited network. In both casesa GTP only
based Serving GW may be selected. These cases are considered as roaming between GTP based operators.

If combined Serving and PDN GWs are configured in the network the Serving GW Selection Function may preferably
derive a Serving GW that isalso a PDN GW for the UE.

In order to provide SIPTO at the local network service with stand-alone GW, the L-GW and Serving GW shall be co-
located. The Serving GW selection function in the MME is used to ensure that the Serving GW is provided according to
operator policy as described in clause 4.3.15a. When the L-GW is collocated with the (H)eNB, the Serving GW remains
located in the mobile operator's core network.

The Domain Name Service function may be used to resolve a DNS string into alist of possible Serving GW addresses
which serve the UE's location. The specific interaction between the MME/SGSN and the Domain Name Service
function may include functionality to allow for the retrieval or provision of additional information regarding the Serving
GW capabilities (e.g. whether the Serving GW supports PMIP-based or GTP-based S5/S8, or both). The details of the
selection are implementation specific.

For handover from non-3GPP accesses in roaming scenario, the Serving GW selection function for local anchoring is
described in TS 23.402 [2].

The Serving GW selection function in the MME is used to ensure that all Tracking Areasin the Tracking Area List
belong to the same Serving GW service area.

When DCNs with dedicated Serving GWs are used, the DNS procedure (TS 29.303 [61]) for Serving GW selection may
be used such that a Serving GW belonging to a DCN serving a particular category of UEs, e.g. identified by UE Usage
Type, is selected. When UEs with the same UE Usage type are served by multiple DCNs; it shall also be possible to
select the Serving GW belonging to the DCN serving the particular UE.

NOTE 2: Selection of Serving GWs optimised for different RATs (e.g. NB-1oT) can be achieved by using UE
Usage Type and/or by using different TAlsfor different RATS.

4.3.8.3 MME selection function

The MME selection function selects an available MME for serving a UE. The selection is based on network topology,
i.e. the selected MME serves the UE's |ocation and for overlapping MME service areas, the selection may prefer MMEs
with service areas that reduce the probability of changing the MME. When aMME/SGSN selects atarget MME, the
selection function performs a simple load balancing between the possible target MMES. In networks that deploy
dedicated MMES/'SGSNs for UEs configured for low access priority, the possible target MME selected by source
MME/SGSN istypically restricted to MM Es with the same dedication.
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When a MME/SGSN supporting DCNSs selects atarget MME, the selected target MME should be restricted to MMES
that belong to the same DCN. The DNS procedure may be used by the source CN node to select the target MME from a
given DCN. If both low access priority and UE Usage Type parameter are used for MME selection, selection based on
UE Usage type parameter overrides selection based on the low access priority indication.

When a MME supporting CloT EPS Optimisation(s) selects atarget MME, the selected MME should all support the
CloT EPS Optimisations applicable to the given UE's attachment. if the source MME is unableto find atarget MME
matching all CloT EPS Optimisation(s) applicable to a given UE's attachment, then the source MME, based on
implementation, selects atarget MM E which provides the CloT EPS Optimisation(s) best applicable to that UE's
attachment.

When an eNodeB selects an MME, the eNodeB may use a selection function which distinguishes if the GUMMEI is
mapped from P-TMSI/RAI or is a native GUMMEI. The indication of mapped or native GUMMEI shall be signalled by
the UE to the eNodeB as an explicit indication. The eNodeB may differentiate between a GUMMEI mapped from
P-TMSI/RAI and a native GUMMEI based on the indication signalled by the UE. Alternatively, the differentiation
between a GUMMEI mapped from P-TMSI/RAI and a native GUMMEI may be performed based on the value of most
significant bit of the MME Group 1D, for PLMNSs that deploy such mechanism. In this case, if the MSB is set to "0"
then the GUMMEI is mapped from P-TMSI/RAI and if MSB isset to "1", the GUMMEI is anative one. Alternatively
the eNodeB makes the selection of MME only based on the GUMM EI without distinguishing on mapped or native.

When an eNodeB selects an MME, the selection shall achieve load balancing as specified in clause 4.3.7.2.

When an eNodeB selects an MME, the selection shall consider the IAB support capability if the UE includes an |AB-
Indication in the RRC connection establishment signalling as defined in TS 36.331 [37].

When DCNs are deployed, to maintain a UE in the same DCN when the UE enters anew MME pool area, the eNodeB's
NNSF should have configuration that selects, based on the MMEGIs or NRIs of neighbouring pool areas, a connected
MME from the same DCN. Alternately, for PLMN wide inter-pool intra-RAT mobility, the operator may divide up the
entire MMEGI and NRI value space into non-overlapping sets with each set allocated to aparticular DCN. In this case
al eNodeBs may be configured with the same MME selection configuration. If UE assisted DCN selection feature is
supported and a DCN-ID is provided by the UE, the DCN-ID shall be used in the eNodeB for MME selection to
maintain the same DCN when the serving MME is not available.

When selecting an MME for a UE that is using the NB-1oT RAT, and/or for a UE that signals support for CloT EPS
Optimisationsin RRC signalling (as specified in TS 36.331 [37], for NB-loT, UE indicates whether it supports "User
Plane CloT EPS Optimisation” and "EPS Attach without PDN Connectivity". And for WB-E-UTRAN, UE indicates
whether it supports " Control Plane CloT EPS Optimisation”, "User Plane CloT EPS Optimisation” and "EPS Attach
without PDN Connectivity"), the eNodeB's MME selection algorithm shall select an MME taking into account the
MME's support (or non-support) for the Release 13 NAS signalling protocol.

When DCN are deployed for the purpose of CloT EPS Optimisation, UE included CloT EPS Optimisation information
in the RRC signalling, may depending on eNB configuration, be used to performinitial DCN selection.

When Restricted Local Operator Services feature is supported, a UE initiates access to Restricted Local Operator
Services viaRRC signalling as defined in TS 36.331 [37]. The UE included RLOS indication in RRC signalling may be
used by the eNB to select an approriate MME.

4.3.8.4 SGSN selection function

The SGSN selection function selects an available SGSN to serve a UE. The selection is based on network topology, i.e.
the selected SGSN serves the UE's location and for overlapping SGSN service areas, the selection may prefer SGSNs
with service areas that reduce the probability of changing the SGSN. When aMME/SGSN selects atarget SGSN, the
selection function performs a simple load balancing between the possible target SGSNs. In networks that deploy
dedicated MMES/'SGSNs for UEs configured for low access priority, the possible target SGSN selected by source
MME/SGSN istypically restricted to SGSNs with the same dedication.

When a MME/SGSN supporting DCNs selects atarget SGSN, the selected target SGSN should be restricted to SGSNs
that belong to the same CN. The DNS procedure may be used by the source CN node to select the target SGSN from a
given DCN. If both low access priority and UE Usage Type parameter are used for SGSN selection, selection based on
UE Usage type parameter overrides selection based on the low access priority indication.

ETSI



3GPP TS 23.401 version 16.8.0 Release 16 52 ETSI TS 123 401 V16.8.0 (2020-10)

4385 Selection of PCRF

The PDN GW and AF may be served by one or more PCRF nodesin the HPLMN and, in roaming with local breakout
scenarios, one or more PCRF nodesin the VPLMN.

The selection of PCRF and linking of the different UE's PCC sessions over the multiple PCRF interfaces (e.g. Rx
session, Gx session, S9 session etc.) for aUE [P CAN session is described in TS 23.203 [6].

4.3.9 IP network related functions

4.39.1 Domain Name Service function

The Domain Name Service function resolves logical PDN GW names to PDN GW addresses. This function is standard
Internet functionality according to RFC 1034 [17], which allows resolution of any name to an | P address (or addresses)
for PDN GWs and other nodes within the EPS.

4.3.9.2 DHCP function

The Dynamic Host Configuration Function allowsto deliver IP configuration information for UES. Thisfunction is
standard Internet functionality according to RFC 2131 [19], RFC 3736 [20], RFC 3633 [21] and RFC 4039 [25].

4.3.9.3 Explicit Congestion Notification

The E-UTRAN/UTRAN and the UE support the RFC 3168 [55] Explicit Congestion Notification (ECN), as described
in TS36.300 [5], TS25.401[16] and TS 26.114 [56].

4.3.10 Functionality for Connection of eNodeBs to Multiple MMEs

An eNodeB may connect to several MMEs. Thisimplies that an eNodeB must be able to determine which of the
MMES, covering the area where an UE is located, should receive the signalling sent from a UE. To avoid unnecessary
signaling in the core network, a UE that has attached to one MME should generally continue to be served by this MME
aslong asthe UE isin the radio coverage of the pool areato which the MME is associated. The concept of pool areais
a RAN based definition that comprises one or more TA(s) that, from a RAN perspective, are served by a certain group
of MMEs. This does not exclude that one or more of the MMEs in this group serve TAs outside the pool area. This
group of MMEsis aso referred to as an MME pool.

To enable the eNodeB to determine which MME to select when forwarding messages from an UE, this functionality
defines a routing mechanism (and other related mechanism). A routing mechanism (and other related mechanism) is
defined for the MMESs. The routing mechanism is required to find the correct old MME (from the multiple MMEs that
are associated with a pool area). When a UE roams out of the pool areaand into the area of one or more MMESs that do
not know about the internal structure of the pool area where the UE roamed from, the new MME will send the
Identification Request message or the Context Reguest message to the old MME using the GUTI. The routing
mechanism in both the MMEs and the eNodeB utilises the fact that every MME that serves a pool area must have its
own unique value range of the GUTI parameter within the pool area.

4.3.11 E-UTRAN Sharing Function

E-UTRAN Sharing is an agreement between operators and shall be transparent to the user. Thisimplies that an
E-UTRAN UE needsto be able to discriminate between core network operators available in a shared radio access
network and that these operators can be handled in the same way as operators in non-shared networks. E-UTRAN
terminals support E-UTRAN Sharing.

An E-UTRAN Sharing architecture allows different core network operators to connect to a shared radio access network.
The operators do not only share the radio network elements, but may also share the radio resources themselves. In
addition to this shared radio access network the operators may or may not have additional dedicated radio access
networks, like for example, 3G or 2G radio access networks. For E-UTRAN both Multi-Operator Core Network
(MOCN) configuration and Gateway Core Network (GWCN) configuration as defined in TS 23.251 [24] are supported
over the S1 reference point. E-UTRAN terminals shall support shared networks and hence, only functions for
"Supporting UES" in TS 23.251 [24] applies for E-UTRAN Sharing.
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E-UTRAN Radio Access Network Sharing functionsis further described in TS 36.300 [5].

In networks that support network sharing as defined in TS 23.251 [24], for a UE in state ECM-CONNECTED, the
Handover Restriction List provided by the core-network to the radio access network is also used to inform the radio
access network about the Selected PLMN and equivalent PLMNs as defined in TS 36.413 [36].

4.3.12 IMS Emergency Session Support

4.3.12.1 Introduction

Clause 4.3.12 IMS Emergency Session provides an overview about functionality for emergency bearer servicesin a
single clause. This overview appliesto eCall Over IMS unless stated otherwise. The specific functionality is described
in the affected procedures and functions of this specification. For discrepancies between this overview clause and the
detailed procedure and function descriptions the latter take precedence.

Emergency bearer services are provided to support IMS emergency sessions. Emergency bearer services are
functionalities provided by the serving network when the network is configured to support emergency services.
Emergency bearer services are provided to normal attached or emergency attached UEs and depending on local
regulation, to UEs that arein limited service state. Receiving emergency servicesin limited service state does not
require a subscription. Depending on local regulation and an operator's policy, the MME may alow or reject an
emergency attach request for UEs in limited service state. Four different behaviours of emergency bearer support have
been identified as follows:

a. Valid UEsonly. No limited service state UEs are supported in the network. Only UEs that have avalid
subscription, are authenticated and authorized for PS service in the attached location are allowed. UEs should be
attached to the network and then perform a PDN Connection Request when an IMS emergency session is
detected by the UE.

b. Only UEsthat are authenticated are allowed. These UEs must have avalid IMSI. These UEs are
authenticated and may be in limited service state due to being in alocation that they are restricted from service.
A UE that can not be authenticated will be rejected.

c. IMSI required, authentication optional. These UEs must have an IMSI. If authentication fails, the UE is
granted access and the unauthenticated IM S| retained in the network for recording purposes. The IMEI isused in
the network as the UE identifier. IMEI only UEs will be rejected (e.g., UICCless UES).

d. All UEsare allowed. Along with authenticated UEs, this includes UEs with an IM S| that can not be
authenticated and UEs with only an IMEI. If an unauthenticated IM S is provided by the UE, the unauthenticated
IMS! isretained in the network for recording purposes. The IMEI is used in the network to identify the UE.

To provide emergency bearer services, the MME is configured with MM E Emergency Configuration Data that are
applied to all emergency bearer services that are established by an MME on UE request. The MM E Emergency
Configuration Data contain the Emergency APN which is used to derive a PDN GW, or the MM E Emergency
Configuration Data may also contain the statically configured PDN GW for the Emergency APN.

UEsthat are in limited service state, as specified in TS 23.122 [10], initiate the Attach procedure with indicating that the
attach isto receive emergency services. Also UEs that had attached for normal services and do not have emergency
bearers established and are camped on acell in limited service state (e.g. because of restricted Tracking Area or not
allowed CSG) shall initiate this Attach procedure, indicating that the attach is to receive emergency services. The
network supporting emergency services for UEsin limited service state provides emergency bearer services to these
UE, regardless whether the UE can be authenticated, has roaming or mobility restrictions or avalid subscription,
depending on local regulation. For emergency services other than eCall, the UEsin limited service state determine that
the cell supports emergency services over E-UTRAN from a broadcast indicator in AS. Emergency calls for eCall Over
IMS are only performed if the UE hasa UICC.

A serving network shall provide an Access Stratum broadcast indication to UES as to whether eCall Over IMSis
supported.

NOTE 1: The Access Stratum broadcast indicator is determined according to operators preference and minimally
indicates that the PLMN, or all of the PLMNs in the case of network sharing, and at |east one emergency
centre or PSAP to which an eCall Over IMS session can be routed, support eCall Over IMS.
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A UE in limited service state determines that the cell supports eCall Over IMS using both the broadcast indicator for
support of emergency services over E-UTRAN and the broadcast indicator for eCall over IMS.

NOTE 2: The broadcast indicator for eCall Over IMS does not indicate whether UEsin limited service state are
supported, as such the broadcast indicator for support of emergency services over E-UTRAN that
indicates limited service state support needs to also be applied.

For a UE that is Emergency Attached, if it is unauthenticated the EPS security context is not set up on UE.

UEsthat camp normally on acell, i.e. without any conditions that result in limited service state, initiate the normal
initial attach procedure if not already attached. Normal attached UEs initiate the UE Requested PDN Connectivity
procedure to receive emergency bearer services. The UES that camp normally on a cell are informed that the PLMN
supports emergency bearer services over E-UTRAN from the Emergency Service Support indicator in the Attach and
TAU procedures. MME may be configured to indicate Emergency Service Support indicator on a per-HPLMN basis.
UEs that camp normally on a cell may also use the emergency attach procedure under conditions specified in

TS 24.301 [46], e.g. when the MM back-off timer is running.

NOTE 3: Failure of the normal initial attach may occur e.g. when the network rejects the request with a back-off
time.

NOTE 4: The establishment of the emergency bearer services may fail when the UE needs to perform a TAU prior
to the UE Requested PDN Connectivity procedure, i.e. the UE moved into a non-registered Tracking Area
with the MM back-off timer running in the UE.

NOTE 5: The Emergency Service Support indicator in the Attach and TAU procedures does not enable support for
eCall Over IMS.

For a UE that is Emergency Attached, normal PLMN selection principles apply after the end of the IMS emergency
session.

For emergency bearer services any EPC functions, procedures and capabilities are provided according to clause 4
except when specified differently in the following clauses.

For emergency bearer services, there isarisk of service disruption due to failed inter PLMN mobility attempts.

For emergency bearer services, handover from non-3GPP access to E-UTRAN access is supported as specified in
TS 23.402 [2] clause 4.5.7.2.10.

The UE shall set the RRC establishment cause or RRC resume cause to emergency as defined in TS 36.331 [37] when it
requests an RRC connection in relation to an emergency session. Specific situations that require setting the RRC
establishment cause or RRC resume cause to emergency are described in TS 24.301 [46].

Support for emergency bearer servicesis not available when the UE isusing NB-10T, i.e. the MME shall not indicate
support for emergency bearer services using the Emergency Service Support indicator in the Attach and TAU
procedures to a UE that accesses the network using a RAT Type equal to NB-1oT, and an NB-10T cell shall not indicate
support for emergency servicesin any broadcast information in AS.

When a PLMN supports IMS and emergency bearer services, al MMEsin that PLMN shall have the same capability to
support emergency bearer services.

NOTE 6: Idle mode Signalling Reduction (ISR) is not supported by the network for UEs that only have bearers
related to emergency bearer service.

For emergency services other than eCall, a UE that is not in in limited service state, as specified in TS 23.122 [10]
determines from a NAS indicator whether additional emergency numbers/types received viaWLAN from trusted
sources may be used for detecting emergency calls.

4.3.12.2 Architecture Reference Model for Emergency Services

According to clause 4.2, the non-roaming architectures (Figure 4.2.1-1 and Figure 4.2.1-2) and roaming architecture
with the visited operator's application function (Figure 4.2.2-3) apply for emergency services. The other roaming
architectures with services provided by the home network do not apply for emergency services.
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4.3.12.3 Mobility and Access Restrictions for Emergency Services

When Emergency Services are supported and local regulation requires Emergency Sessions to be provided regardless of
mobility or access restrictions, the Mobility Restrictionsin clause 4.3.5.7, should not be applied to UEs receiving
emergency services. When the E-RABs for emergency bearers are established, the ARP value for emergency bearer
services indicates the usage for emergency servicesto the E-UTRAN.

During handovers, the source E-UTRAN and source MME ignore any UE related restrictions during handover
evaluation when there are active emergency bearers. E-UTRAN shall not initiate handover to GERAN PS domain.
During handover to a CSG cell, if the UE is not a CSG member of target CSG cell and has emergency bearer services,
the target eNodeB only accepts the emergency bearers and the target MME rel eases the non-emergency PDN
connections that were not accepted by the target eNodeB as specified in clause 5.10.3. Such UESs behave as emergency
attached.

During Tracking Area Update procedures, including a TAU as part of a handover, the target MME ignores any mobility
or access regtrictions for UE with emergency bearer services where required by local regulation. Any non emergency
bearer services are deactivated, according to clause 5.10.3, by the target MME when not alowed by the subscription for
the target location. Such UEs behave as emergency attached. To allow the emergency attached UE to get accessto
normal services after the emergency session has ended and when it has moved to a new areathat is not stored by the UE
as aforbidden area, the UE may explicitly detach and reattach to normal services without waiting for the emergency
PDN connection deactivation by the PDN GW.

This functionality applies to all mobility procedures.

4.3.12.3a  Reachability Management for UE in ECM-IDLE state

An emergency attached UE when its periodic TAU update timer expires shall not initiate a periodic TAU procedure but
enter EMM-DEREGISTERED state. For emergency attached UES the MME runs a mobile reachable timer with a
similar value to the UE's periodic TAU timer. Any time after expiry of this timer the MME may change the EMM state
of an emergency attached UE to EMM-DEREGISTERED. The MME assigns the periodic TAU timer value to
emergency attached UE. This timer keeps the UE emergency attached after change to EMM-IDLE state to allow for a
subseguent emergency service without a need to emergency attach again.

4.3.12.4 PDN GW selection function (3GPP accesses) for Emergency Services

When a PDN GW is selected for IMS emergency services support, the PDN GW selection function described in

clause 4.3.8.1 for normal bearer servicesis applied to the Emergency APN or the MME selects the PDN GW directly
from the MME Emergency Configuration Data. If the PDN GW selection function described in clause 4.3.8.1 isused it
shall always derive a PDN GW in the visited PLMN, which guarantees that also the IP addressis allocated by the
visited PLMN. In networks that support handover between E-UTRAN and HRPD accesses, the MME selects a PDN
GW that is statically configured in the MME Emergency Configuration Data. In networks that support handover
between E-UTRAN and WLAN accesses, when the UE has been authorized but has not been authenticated, the MME
selectsthe PDN GW that is statically configured in the MM E Emergency Configuration Data. The PDN GW selection
does not depend on subscriber information in the HSS since emergency service support isalocal, not subscribed
service. The MME Emergency Configuration Data contains the Emergency APN which is used to derive aPDN GW, or
the MME Emergency Configuration Data may also contain the statically configured PDN GW for the Emergency APN.

This functionality is used by the Attach procedure and by the UE Requested PDN Connectivity procedure, in both cases
when establishing emergency bearer services.

NOTE: Itisassumed that the PDN GW that is statically configured in the MME Emergency Configuration Data
isthe same as the PDN GW configured in WLAN and HRPD accesses.
4.3.12.5 QoS for Emergency Services

Where local regulation require supporting calls from an unauthorised caller, the MME may not have subscription data.
Additionally, the local network may want to provide IMS emergency services support differently than what is allowed
by a UE subscription. Therefore, the initial QoS values used for establishing emergency bearer services are configured
in the MME in the MME Emergency Configuration Data.
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NOTE: For IMS emergency services prior to this Release of this specification, dynamic PCC support was not
required in the specifications. In such cases, the PDN GW setsthe ARP value that is reserved for
emergency services, which the PDN GW bases on the usage of the Emergency APN.

Thisfunctionality is used by the Attach procedure and by the UE Requested PDN Connectivity procedure, in both cases
when establishing emergency bearer services.

4.3.12.6 PCC for Emergency Services

Dynamic PCC is used for UEs establishing emergency service, the procedures are as described in TS 23.203 [6]. When
establishing emergency bearer services with aPDN GW, according to clause 4.7.5, the PCRF provides the PDN GW
with the QoS parameters, including an ARP value reserved for the emergency bearers to prioritize the bearers when
performing admission control. Dynamic PCC shall be used to manage IM S emergency sessions when an operator
alows IMS emergency sessions.

NOTE: For IMS emergency services prior to this Release of this specification, dynamic PCC support was not
required in the specifications. According to clause 4.7.5, when solely using voice/GTT, local
configuration of static policy functionsis also allowed prior to this Release of this specification and is not
subject to standardization.

The PCRF ensures that the emergency PDN connection is used only for IMS emergency sessions. The PCRF rejects an
IMS session established via the emergency PDN connection if the AF (i.e. P-CSCF) does not provide an emergency
indication to the PCRF.

4.3.12.7 Load re-balancing between MMEs for Emergency Services

As per load re-balancing procedures in clause 4.3.7.3, the MME is alowed to off-load ECM-CONNECTED mode UEs
by initiating S1 Release procedures. When a UE isin ECM-CONNECTED mode with an active emergency bearer
service, the MME should not release the UE for load re-balancing. The MME should wait until the UE initiatesa TAU
or becomes inactive. The MME may release the UE under critical conditions such as the need to perform an MME node
restart.

4.3.12.8 IP Address Allocation

Emergency bearer service is provided by the serving PLMN. The UE and PLMN must have compatible | P address
versionsin order for the UE to obtain alocal emergency PDN connection. | P address allocation in the serving PLMN is
provided per clause 5.3.1 with the exception that the PDN GW associated with the emergency APN shall support PDN
type IPv4 and PDN type I Pv6.

4.3.12.9 Handling of PDN Connections for Emergency Bearer Services

The default and dedicated EPS bearers of a PDN Connection associated with the emergency APN shall be dedicated for
IMS emergency sessions and shall not allow any other type of traffic. The emergency bearer contexts shall not be
changed to non-emergency bearer contexts and vice versa. The PDN GW shall block any traffic that is not from or to
addresses of network entities (e.g. P-CSCF) providing IMS emergency service. Dynamic PCC shall be deployed in
order to support IMS emergency sessions, the procedures are as described in TS 23.203 [6]. If thereis aready an
emergency PDN GW connection, the UE shall not request another emergency PDN Connection. The MME shall reject
any additional emergency PDN Connection requests. The UE shall not request any bearer resource modification for the
emergency PDN connection. The PDN GW shall reject any UE requested bearer resource modification that is for the
emergency PDN Connection. The ARP reserved for emergency bearer service shall only be assigned to EPS bearers
associated with an emergency PDN Connection.

4.3.12.10 ISR function for Emergency Bearer Services

When UE has only emergency bearer service, ISR does not apply.

4.3.12.11  Support of eCall Only Mode

For service requirements for eCall only mode, refer to TS 22.101 [80].
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A UE configured for eCall Only Mode shall remain in EMM-DEREGISTERED state, shall camp on a network cell
when available but shall refrain from any Mobility Management or other signalling with the network. The UE may
instigate Mobility Management and Connection Management proceduresin order to establish, maintain and release an
eCall Over IMS session or a session to any non-emergency MSISDN(s) or URI(s) configured in the UICC for test
and/or terminal reconfiguration services. Following the release of either session, the UE starts a timer whose value
depends on the type of session (i.e. whether eCall or a session to a non-emergency MSISDN or URI for
test/reconfiguration). While the timer is running, the UE shall perform normal Mobility Management proceduresand is
permitted to respond to paging to accept and establish an incoming session (e.g. from an emergency centre, PSAP or
HPLMN operator). When the timer expires, the UE shall perform a UE-initiated detach procedure if still attached and
enter EMM-DEREGISTERED state.

NOTE 1: An HPLMN operator can change the eCall Only Maode configuration state of a UE in the UICC. An
HPLMN operator can aso instead add, modify or remove a non-emergency MSISDN or URI inthe UICC
for test and/or terminal reconfiguration services. This can occur following a UE call to a non-emergency
MSISDN or URI configured for reconfiguration. When the eCall Only Mode configuration is removed,
the UE operates as anormal UE that can support eCall over IMS.

NOTE 2: A test call and areconfiguration call can be seen as normal (non-emergency) call by aserving PLMN and
normal charging rules can apply depending on operator policy.

NOTE 3: AnMSISDN configured in the UICC for test and/or terminal reconfiguration services for eCall Over IMS
can differ from an MSISDN configured in the UICC for test services for eCall over the CS domain.

When attaching to EPS for E-UTRAN access, a UE configured for eCall Only Mode may indicate support for radio
capabilitiesfor IRAT Handover (for UTRAN) or SRV CC Handover (for GERAN), but shall not indicate support for
IMS Voice over RATs other than E-UTRAN.

NOTE 4: Accessto the PS domain for a UE configured for eCall Only Mode is only supported by E-UTRAN in
this version of the specification.

4.3.12a Support of Restricted Local Operator Service

4.3.12a.1 Introduction

Restricted Local Operator Servicesis an optional feature supported in certain countries. Service requirements of
Restricted Local Operator Servicesisdefined in TS 22.101 [80] and the architectural requirements are defined in
TS23.221[27].

Accessto Restricted Local Operator Services may be allowed for UEsin limited service state by the serving network
depending on local regulation and operator policies. UEs may enter limited service state as specified in clause 4.3.12.1.

RLOS is requested by the UE, based on explicit request from the user. When attaching to the network to access RLOS,
the UE shall send aNAS RLOS indication to the MME, which proceeds with the RLOS attach procedure described in
clause 5.3.2.1 A gpecific RLOS-APN, unique for the PLMN, is configured in the MME.

Allowing accessto RLOS is completely under the local operator's control, e.g. EPC access for RLOS does not depend
on whether the UE is authenticated or not, nor on whether authentication succeeds or fails.

To provide access to Restricted Local Operator Services, the MME is configured with MM E RLOS Configuration Data
that are applied to RLOS PDN connection that is established by an MME upon UE request. The MME RLOS
Configuration Data contain the RLOS APN which is used to derive aPDN GW, or the MME RLOS Configuration Data
may contain the statically configured PDN GW for the RLOS APN.

UEsin limited service state intending to access Restricted Local Operator Services determines that the cell supports
RLOS services over E-UTRAN viaabroadcast indicator in AS and subsequently initiates the Attach procedure with an
indication that the attach isto access RLOS. The Networks supporting Restricted Local Operator Services provides
access to these UEs, regardless whether authentication for the UEs is performed or not, and regardless of the
authentication result if authentication is performed. If the PLMN does not advertise its support of RLOS, the UE shall
block the origination attempt for RLOS.

Restricted Local Operator Servicesis applicable to WB-E-UTRAN only. Restricted Local Operator Services does not
support UE requested PDN connectivity, inter-RAT mobility and Network triggered Service Request. Handover
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between 3GPP and non-3GPP accesses are not supported for UEs attached for RLOS. Location service does not apply
to Restricted Local Operator Services.

NOTE 1: During situations when, for example, there islack of resource in E-UTRAN, the E-UTRAN node can set
the broadcast indicator accordingly in order to indicate that the RLOS UEsin the cell are not allowed.

NOTE 2: The RAN can take into account that the UE is attached for access to RLOS when setting the UE inactivity
timer to avoid unnecessary release of the RRC connection in situations where the network response takes
timeto arrive.

On-line charging is not activated for RLOS APN. For off-line charging, an RLOS APN indication aswell as IMEI, if
available, is added to charging records.
4.3.12a.2  Architecture Reference Model for Restricted Local Operator Services

The same architecture as for emergency service specified in clause 4.3.12.2 applies.

4.3.12a.3  Mobility and Access Restrictions

When access to Restricted Local Operator Services is supported, the Mobility Restrictions in clause 4.3.5.7 should not
be applied to UEs receiving Restricted Local Operator Services. However, for a RLOS attached UE, the MME shall
restrict mobility to GERAN and UTRAN, and include GERAN and UTRAN in the Handover Restriction List.
4.3.12a.4 PDN GW selection function for Restricted Local Operator Services

Same mechanism as for emergency service specified in clause 4.3.12.4 applies with the following difference:

For Restricted Local Operator Services, RLOS Configuration Data containing RLOS APN is heeded in MME.
However, HRPD or WLAN handovers don't apply.

4.3.12a.5 QoS for Restricted Local Operator Services

Theinitial QoS values used for establishing RLOS PDN connection during RLOS attach are obtained from the MME
RLOS Configuration Data.

4.3.12a.6  PCC for Restricted Local Operator Services

Dynamic PCC based on the procedures described in TS 23.203 [6] may be used for UES accessing Restricted Local
Operator Services which involve voice services. When establishing PDN connection towards the RLOS APN with a
PDN GW, according to clause 4.7.5, the PCRF provides the PDN GW with the QoS parameters, based on operator
policy, including an ARP value reserved for the Restricted Local Operator Services where RLOS has alower priority in
terms of admission control than regular PDN connections

The PCRF ensures that the RLOS PDN connection is used only for Restricted Local Operator Services. The PCRF
rejects an IMS session established viathe RLOS PDN connection if the AF (i.e. P-CSCF) does not provide an RLOS
indication to the PCRF.

4.3.12a.7 IP Address Allocation
RLOS is provided by the serving PLMN. The UE and PLMN must have compatible |P address versionsin order for the

UE to obtain a RLOS PDN connection. | P address allocation in the serving PLMN is provided according to clause 5.3.1
with the exception that the PDN GW associated with the RLOS APN shall support PDN type IPv4 and PDN typ