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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

Guidance to Readers of this Specification

In order to reduce the number of proceduresin this specification certain editorial practices have been adopted. Though
there are many independent factors, such as variants of S5/S8/S2b and attachment cases, these are in essence quite
similar. So, rather than presenting the permutations of these factors separately and thereby needlesdy repeating
normative text, conventions have been adopted to combine this information in single procedures.

The S5 and S8 reference points in the EPC architecture have been defined to have both a GTP and PMIP variant. The
GTP variant is documented in TS 23.401 [4], while the PMIP variant is documented in this specification. Every effort
has been made to eliminate duplication of normative text common to both specifications. Many figuresin this
specification refer to proceduresin TS 23.401 [4] to achieve this end. Common procedures between TS 23.401 [4] and
TS 23.402 (this specification), are represented in this specification in figures by text in shaded box(es) that reference the
appropriate figure and stepsin TS 23.401 [4]. The details of the common steps are only captured in TS 23.401 [4].

The S2b reference point in the EPC architecture has also been defined to have both a GTP and PMIP variant. Both
variants are documented in this specification. Every effort has been made to eliminate duplication of normative text
common to both variants. Figures for the GTP variant of S2b refer to figures defined for the PMIP variant of S2b to
achieve this end. Common procedures for both variants are represented in figures for GTP based S2b by text in shaded
box(es) that reference the appropriate figure and steps defined for PMIP based S2b. The details of the common steps are
only captured for the PMIP variant of S2b.

Attachment cases (as discussed in clauses 6.2.1 and 7.2.1) have been combined in asingle figure. The different
attachment cases can be accommodated by including optional itemsin the flows, for instance, a vPCRF that is only
employed during when aroaming case or LBO is specified.

Multiple APN interactions may occur for many of the procedures defined in this specification. These interactions
complicate the flows by introducing certain operations that may occur multiple times. Rather than produce unique flows
for this purpose, we indicate where this possibility may occur in text.
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1 Scope

This document specifies the stage 2 service description for providing |P connectivity using non-3GPP accesses to the
Evolved 3GPP Packet Switched domain. In addition, for E-UTRAN and non-3GPP accesses, the specification describes
the Evolved 3GPP PS Domain where the protocol s between its Core Network elements are |ETF-based.

ITU-T Recommendation 1.130 [2] describes a three-stage method for characterisation of telecommunication services,
and ITU-T Recommendation Q.65 [3] defines stage 2 of the method.

The specification covers both roaming and non-roaming scenarios and covers all aspects, including mobility between
3GPP and non 3GPP accesses, policy control and charging, and authentication, related to the usage of non-3GPP
accesses.

TS 23.401 [4] covers architecture aspects common to the Evolved 3GPP Packet Switched domain.

The procedures defined in the present document for WLAN access selection and PLMN selection replace the
corresponding I-WLAN procedures specified in TS 23.234 [5].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] ITU-T Recommendations 1.130: "Method for the characterization of telecommunication services
supported by an ISDN and network capabilities of an ISDN".

[3] ITU-T Recommendation Q.65: "The unified functional methodology for the characterization of
services and network capabilities”.

[4] 3GPP TS 23.401: "General Packet Radio Service (GPRS) Enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.

[5] 3GPP TS 23.234: "3GPP System to Wireless Local Area Network (WLAN) Interworking; System
Description".

[6] 3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universa
Terrestrial Radio Access Network (E-UTRAN); Overal description Stage 2".

[7] Void.

[8] IETF RFC 5213: "Proxy Mobile IPv6".

[9] IETF RFC 5996: "Internet Key Exchange Protocol Version 2 (IKEv2)".

[10] IETF RFC 5555: "Mobile IPv6 support for dual stack Hosts and Routers (DSMIPv6)".

[171] IETF RFC 3748: "Extensible Authentication Protocol (EAP)".

[12] IETF RFC 5944: "I1P Mobility Support for |Pv4, revised".

[13] Void.
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[14] Void.

[15] IETF RFC 4282: "The Network Access Identifier".

[16] 3GPP TS 23.003: "Numbering, addressing and identification".

[17] IETF RFC 5844: "I1Pv4 Support for Proxy Mobile IPv6".

[18] IETF RFC 4555: "IK Ev2 Mobility and Multihoming Protocol (MOBIKE)".

[19] 3GPP TS 23.203: "Policy and Charging Control Architecture”.

[20] 3GPP TS 22.278: " Service requirements for evolution of the system architecture”.

[21] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2.

[22] IETF RFC 4877: "Mobile IPv6 Operation with IKEv2 and the Revised I1Psec Architecture”.

[23] IETF RFC 2784 "Generic Routing Encapsulation (GRE)".

[24] IETF RFC 2890: "Key and Sequence Number Extensionsto GRE".

[25] IETF RFC 3543: "Registration Revocation in Mobile |Pv4".

[26] Void.

[27] Void.

[28] IETF RFC 2131: "Dynamic Host Configuration Protocol”.

[29] IETF RFC 4039: "Rapid Commit Option for the Dynamic Host Configuration Protocol version 4
(DHCPv4)".

[30] IETF RFC 3736: " Stateless Dynamic Host Configuration Protocol (DHCP) Service for IPv6".

[31] Void.

[32] 3GPP2 C.S0024-A v2.0: "cdma2000 High Rate Packet Data Air Interface Specification”.

[33] Void.

[34] IETF RFC 2794: "Mobile IP Network Access Identifier Extension for |Pv4".

[35] Void.

[36] Void.

[37] Void.

[38] IETF RFC 4861: "Neighbor Discovery for IP Version 6 (IPv6)".

[39] IETF RFC 5446: " Service Selection for Mobile 1Pv4".

[40] IETF RFC 5026: "Mohile |Pv6 bootstrapping in split scenario”.

[41] IETF RFC 6611: "Mobile IPv6 (MI1Pv6) Bootstrapping for the Integrated Scenario”.

[42] Void.

[43] IETF RFC 5779: "Diameter Proxy Mobile |Pv6: Mobile Access Gateway and Local Mobility
Anchor Interaction with Diameter Server"”.

[44] IETF RFC 5447: "Diameter Mobile IPv6: Support for Network Access Server to Diameter Server
Interaction”.

[45] 3GPP TS 33.402: "3GPP System Architecture Evolution: Security aspects of non-3GPP accesses'.

[46] SGF|>_P T_S 31.102: "Characteristics of the Universal Subscriber Identity Module (USIM)
application”.
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[48]
[49]

[50]

[51]

[52]

(53]

[54]
[55]
[56]
[57]

[58]
[59]
[60]
[61]
[62]
[63]

[64]

[65]

[66]
[67]
[68]
[69]

[70]

[71]
[72]

3GPP TS 22.011: "Service accessibility".
IETF RFC 3948: "UDP Encapsulation of |Psec ESP Packets".

3GPP2 C.S0087-0: "E-UTRAN - HRPD and CDMA2000 1x Connectivity and Interworking: Air
Interface Aspects'.

IETF RFC 4739: "Multiple Authentication Exchangesin the Internet Key Exchange (IKEv2)
Protocol".

3GPP2 X.S0057-B: "E-UTRAN - eHRPD Connectivity and Interworking: Core Network
Aspects'.

3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource
Control (RRC); Protocol specification”.

3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station (MS) inidle
mode".

Void.
3GPP TS 23.261: "IP Flow Mobility and seamless WLAN offload; Stage 2".
IETF RFC 6276: "DHCPV6 Prefix Delegation for Network Mobility (NEMO)".

3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service
(GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

IETF RFC 4862: "IPv6 Stateless Address Autoconfiguration”.

Void.

3GPP TS 23.221: "Architectural requirements’.

3GPP TS 32.240: "Charging architecture and principles’.

3GPP TS 32.251: "Charging management; Packet Switched (PS) domain charging”.

3GPP TS 29.281: "General Packet Radio System (GPRS) Tunnelling Protocol User Plane
(GTPv1-U)".

|EEE Std 802.11-2012: "|EEE Standard for Information technology - Telecommunications and
information exchange between systems - Local and metropolitan area networks - Specific
requirements - Part 11: Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY)
Specifications'.

IEEE Std 802.1X-2004: "IEEE Standard for Local and Metropolitan Area Networks: Port-Based
Network Access Control".

IETF RFC 791: "Internet Protocol”.
IETF RFC 2460: "Internet Protocol, Version 6 (IPv6) Specification".
IETF RFC 6106: "IPv6 Router Advertisement Options for DNS Configuration”.

3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1
Application Protocol (SIAP)".

3GPP TS 29.276: "3GPP Evolved Packet System (EPS); Optimized handover procedures and
protocols between E-UTRAN access and cdma2000 HRPD Access; Stage 3".

IETF RFC 768: "User Datagram Protocol”.

IETF RFC 5448: "Improved Extensible Authentication Protocol Method for 3rd Generation
Authentication and Key Agreement (EAP-AKA")".
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[73] 3GPP TS 24.312: " Access Network Discovery and Selection Function (ANDSF) Management
Object (MO)".

[74] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[75] WiFi Alliance Technical Committee, Hotspot 2.0 Technical Task Group: "Hotspot 2.0 (Release 2)

Technical Specification”, 2013-04-09.

Editor's Note: The above document cannot be formally referenced until it is publically available in accordance with
TR 21.801 and until it is designated as an approved specification.

[76] 3GPP TS 24.244: "Wireless LAN control plane protocol for trusted WLAN accessto EPC".

[77] ETSI ES 282 004 v3.4.1 (2010): "Telecommunications and Internet converged Services and
Protocols for Advanced Networking (TISPAN); NGN Functional Architecture; Network
Attachment Sub-System (NASS)".

[78] 3GPP TS 25.331: "Universal Terrestrial Radio Access (UTRA); Radio Resource Control (RRC);
Protocol specification”.

[79] 3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
proceduresin idle mode".

[80] 3GPP TS 25.304: "User Equipment (UE) procedures in idle mode and procedures for cell
reselection in connected mode”.

[81] IETF RFC 3633: "IPv6 Prefix Options for Dynamic Host Configuration Protocol (DHCP) version
6".

[82] IETF RFC 7148: "Prefix Delegation Support for Proxy Mobile |Pv6".

[83] 3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions”.

[84] 3GPP TS 36.463: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN) and
WirelessLAN (WLAN); Xw application protocol (XwAP)".

[85] IETF RFC 6696: "EAP Extensions for the EAP Re-authentication Protocol (ERP)".

3 Definitions, Symbols and Abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

Sector|D or Sector Address |dentifier: Thisidentifier isdefined in 3GPP2 C.S0024-A v2.0 [32] and is used to
identify an HRPD AN. The Network operator shall set the value of the Sectorl D according to the rules specified in
clause 14.9 of 3GPP2 C.S0024-A v2.0 [32].

IFOM capable UE: A UE that is capable of routing different IP flows to the same PDN connection through different
access networks (see TS 23.261 [55]).

Inter-APN routing capable UE: A UE that is capable of routing IP flows across multiple simultaneously active IP
interfaces, each one associated with a specific APN. These interfaces may be linked to different access networks or to
the same access network.

Non-seamless WL AN offload capable UE: A UE that is capable of non-seamless WLAN offload as defined in
clause 4.1.5.

MAPCON capable UE: A UE that is capable of routing different simultaneously active PDN connections through
different access networks.
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Transparent Single-Connection mode: A communication mode between a UE and a trusted WLAN (TWAN) where
the TWAN may set up non-seamless WLAN offload or an S2atunnel without explicit request from the UE.

Single-Connection mode: A communication mode that is capable to support only a single connection at a time between
aUE and atrusted WLAN (TWAN) . This connection can be used either for Non-Seamless WL AN Offload (as defined
in clause 4.1.5) or for PDN connectivity. The use of the Single-Connection mode and the associated parameters of the
connection (e.g. for NSWO, for PDN connectivity, APN, etc.) can be negotiated during authentication over TWAN.

Multi-Connection mode: A communication mode that is capable to support a single or multiple connections at atime
between a UE and a trusted WLAN. One connection can be used for Non-Seamless WLAN Offload (as defined in
clause 4.1.5) and one or more simultaneous connections can be used for PDN connectivity. The use of the Multi-
Connection mode can be negotiated during authentication over TWAN and the requested PDN connection can be setup
with the WL CP protocol for PDN connectivity.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
TR 21.905[1].

ANDSF Access Network Discovery and Selection Function
DSMIPv6 Dual-Stack MIPv6

CPICH Common Pilot Channel

DMNP Delegated Mobile Network Prefix
EAP Extensible Authentication Protocol
EPC Evolved Packet Core

ePDG Evolved Packet Data Gateway

EPS Evolved Packet System

FACoA Foreign Agent Care-of-Address
FQDN Fully Qualified Domain Name

GW Gateway

H-ANDSF Home-ANDSF

HBM Host-based Mobility

HRPD High Rate Packet Data

HS-GW HRPD Serving Gateway

IFOM IP Flow Mobility

IKEv2 Internet Key Exchange version 2
IPMS IP Mobility management Selection
LMA Local Mobility Anchor

LWA LTE-WLAN Radio Level Aggregation
LWIP LTE-WLAN Radio Level Integration with 1Psec Tunnel
MAG Mobile Access Gateway

MAPCON Multi Access PDN Connectivity
MIPv4 Mobile IP version 4

MIPv6 Mobile IP version 6

MME Mobility Management Entity

MTC Machine-Type Communications

NBM Network-based Mobility

NSWO Non-seamless WLAN Offload

OPI Offload Preference Indicator

P-GW PDN Gateway

PMIP/PMIPv6  Proxy Mobile IP version 6

RIM RAN Information Management
RCLWI RAN Controlled WLAN Interworking
RSRP Reference Signal Received Power
RSSI Received Signal Strength Indicator
Sector|D Sector Address Identifier

S-GW Serving GW

SON Self-Configuring and self-Optimizing network
TWAP Trusted WLAN AAA Proxy

TWAG Trusted WLAN Access Gateway
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TWAN Trusted WLAN Access Network
uicC Universal Integrated Circuit Card
UWAN Untrusted WLAN Access Network
V-ANDSF Visited-ANDSF
WiMAX Worldwide Interoperability for Microwave Access
WLCP WLAN Control Protocol
4 Architecture Model and Concepts

4.1 Concepts

4.1.0  General Concepts
The EPS supports the use of non-3GPP | P access networks to access the EPC.

The EPS supports network-based mobility management mechanism based on PMIP or GTP and host-based mobility
management mechanism (e.g., MIP) over S2 reference points.

The EPS supports |ETF-based network-based mobility management mechanism (i.e. PMIP) over S5 and S8 reference
points.

When host-based mobility protocol (DSMIPv6, RFC 5555 [10]) is used within the EPS and the UE camps on a 3GPP
access network, in this specification the UE is considered to be on its home link.

NOTE: A scenario where the UE in EPS uses a host based mobility protocol with a HA that is outside the EPS is
out of the scope of 3GPP specification.

The mobility management procedures specified to handle mobility between 3GPP and non 3GPP accesses shall include
mechanisms to minimize the handover latency due to authentication and authorization for network access. This applies
to UEs either supporting simultaneous radio transmission capability or not supporting it. EPS-based mobility between
GERAN/UTRAN access and nhon-3GPP access requires S4-based SGSNs.

For multiple PDN-GWSs connecting to the same PDN, all the PDN GWSs shall support the same mobility protocols.
The EPC supports local breakout of traffic whether a roaming subscriber is accessing the EPC viaa 3GPP or anon

3GPP access network according to the design principles described in clause 4.1 of TS 23.401 [4].

4.1.1 General Concepts for Interworking Between E-UTRAN and
CDMA2000

The mobility management procedures specified to handle mobility between E-UTRAN and CDM A 2000 accesses (as
required by TS 22.278 [20]) shall include mechanisms to minimize the service interruption during handover and where
possible support bidirectional service continuity.

- Thisappliesto UEs supporting either single or dual radio capability.

- The mobility management procedures should minimize any performance impacts to the UE and the respective
accesses, for example, UE battery consumption and network throughput.

- The mobility management procedures should minimize the coupling between the different accesses allowing
independent protocol evolution in each access.

The operator may configure an indicator in HSS which is delivered to the BBERF in HSGW within the Charging
Characteristics and used by the BBERF to not establish the Gateway Control Session during the IP-CAN session
establishment procedure.

NOTE 1: When the Gateway Control Session session is not used, certain functions such as location information
report, APN-AMBR update and dedicated bearer establishment are impacted.
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NOTE 2: The decision to not establish the Gateway Control Session session applies for the life time of the IP-CAN
session.

NOTE 3: Theindicator in the HSS is operator specific, therefore it can only be used in non-roaming cases.

4.1.2 General Concepts for Interworking Between 3GPP Accesses and
WIMAX

The mobility management procedures specified to handle mobility between 3GPP Accesses and WiMAX (as required
by TS 22.278 [20]) shall include mechanisms to minimize the service interruption during handover and where possible
support bidirectional service continuity.

- Thisappliesto UEs supporting either single or dua radio capahility.

- The mobility management procedures should minimize any performance impacts to the UE and the respective
accesses, for example, UE battery consumption and network throughput.

- The mobility management procedures should minimize the coupling between the different accesses allowing
independent protocol evolution in each access.

Furthermore, the mobility management procedures specified to handle mobility between 3GPP accesses and WiMAX
should minimize the impact on legacy systems (i.e. UTRAN and GERAN).

4.1.3 IP Mobility Management Selection Principles

The Mobility mechanisms supported between 3GPP and non-3GPP accesses within an operator and its roaming
partner's network would depend upon operator choice.

41.3.1 Static Configuration of Inter-technology Mobility Mechanism

For networks deploying a single IP mobility management mechanism, the statically configured mobility mechanism can
be access type and/or roaming agreement specific. The information about the mechanism to be used in such scenariois
expected to be provisioned into the terminal (or the UICC) and the network. | P session continuity between 3GPP and
non-3GPP access types may not be provided in this case if there is a mismatch between what the UE expects and what
the network supports. For example service continuity may not be possible if the user switchesto aterminal supporting a
different P mobility management mechanism than provisioned in the network.

NOTE: The mismatch case where a trusted non-3GPP network or ePDG only supports DSMIPv6 and the UE
does not, may lead to a situation where the UE receives alocal |P address in the trusted non-3GPP access
network or ePDG, but gains no PDN connectivity in the EPC. Depending on operator policy and roaming
agreements, 1P connectivity may be provided using thislocal |P address to access services (e.g. internet
access) in the trusted non-3GPP network. However, any such use of the local 1P address where the user
traffic does not use the EPC is not described in this specification.

4.1.3.2 Networks Supporting Multiple IP Mobility Mechanisms
IP Mobility management Selection (IPMS) consist of two components:

- IP MM protocol selection between Network Based Mobility (NBM) and Host based mobility (HBM - MIPv4
orDSMIPv6).

- Decision on P address preservation if NBM is selected.
IPM S does not relate to the selection between PMIPv6 and GTP over S5/S8/S2b/S2a.

Upon initial attachment to a 3GPP access, no IPM S is necessary since connectivity to a PDN GW is always established
with a network-based mobility mechanism.

Upon initial attachment to a trusted non-3GPP access or ePDG and upon handover from 3GPP to a trusted non-3GPP
access or ePDG, IPMSis performed before an IP addressis allocated and provided to the UE.
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The UE support for a specific IP Mobility Management protocol and/or 1P address preservation mechanism for inter-
access mobility may be known by the network-based on explicit indication from the UE.

Upon attachment to atrusted non-3GPP access or ePDG, if the access network (supporting at least NBM) is not aware
of the UE capabilities and the home and access network's policies alow the usage of NBM, then NBM is used for
establishing connectivity for the UE to the EPC.

When a NBM mechanism is used for establishing connectivity in the target access upon inter-access mobility, IP
address preservation for session continuity based on NBM may take place as per PMIPv6 specification (RFC 5213 [8])
or according to clause 8.6 for GTP, and additionally based on the knowledge in the network of UE's capability (if
available) to support NBM. Such knowledge may be based on an explicit indication from the UE upon handover that IP
address preservation based on NBM management can be provided.

I P address preservation for session continuity based on HBM may take place if the network is aware of the UE
capability to support DSMIPv6 or MI1Pv4. Such knowledge may be based on an indication to the target trusted non-
3GPP access or ePDG from the HSS/AAA (e.g. in case of DSMIPv6, the UE performed S2¢ bootstrap before moving to
the target trusted non-3GPP access or ePDG). In such a case, the trusted non-3GPP access network or ePDG provides
the UE with anew I P address, local to the access network if 1P mobility management protocol selected isDSMIPV6. In
that case, in order to get | P address preservation for session continuity, the UE shall use DSMIPv6 over S2c reference
point. This P address shall be used as a care-of address for DSMIPV6. If the |P mobility management protocol selected
is M1Pv4, the address provided to the UE by the non-3GPP access network isa FACoA and I P address preservation is
performed over S2a using M1 Pv4 FACoA procedures.

The final decision on the mobility management mechanism is made by the HSS/AAA upon UE authentication in the
trusted non-3GPP access system or ePDG (both at initial attachment and handover), based on the information it has
regarding the UE, local/home network capabilities and local/home network policies. If the UE provided an explicit
indication of the supported mobility mechanisms, the network shall provide an indication to the UE identifying the
selected mobility management mechanism.

Support of different IP mobility management protocols at |ocal/home network is known by the AAA/HSS in one of the
following ways:

- through static pre-configuration, or

- through indication of the supported IP mobility management protocols (NBM and/or MIPv4 FA CoA mode) by
the trusted non-3GPP access system or ePDG as part of the AAA exchange for UE authentication.

Upon selecting a mobility management mechanism, as part of the AAA exchange for UE authentication in the trusted
non-3GPP access system or ePDG, the HSS/AAA returns to the trusted non-3GPP access system or ePDG an indication
on whether alocal IP address shall be allocated to the UE, or if instead NBM shall be used to establish the connectivity,
or the HSS/AAA returns to the trusted non-3GPP access system an indication that the address of the MIPv4 Foreign
Agent shall be provided to the UE.

IPMS s performed in the following scenarios:

- Uponinitial attach to atrusted non-3GPP access or ePDG, the IPM S is performed to decide how to establish IP
connectivity for the UE.

- Upon handover without optimization from a 3GPP access to a non-3GPP access, the IPMS is performed to
decide how to establish | P connectivity for the UE over the trusted non-3GPP access or ePDG.

- Upon change of access between a non-3GPP access and a 3GPP access or between two non-3GPP accesses, if
the IP MM protocol used to provide connectivity to the UE over the trusted non-3GPP access or ePDG isaNBM
protocol, then adecision is performed on whether 1P address preservation is provided or not as per PMIPv6
specification, (RFC 5213 [8]) or according to clause 8.6 for GTP and additionally based on the knowledge in the
network of UE's capability (if available) to support NBM.

41321 IP Mobility Management Selection During Initial Attach to a Non-3GPP Access
The IPM S decision is performed as described in the following:

- If the UE indicates DSMIPv6 support only, and the network supports and selects DSMIPv6, the trusted non-
3GPP access network or ePDG provides alocal |P addressto the UE to be used as CoA for DSMIPv6/S2c.
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- If the UE indicates M1Pv4 support only, and the network supports and selects M1Pv4, then the trusted non-3GPP
access network provides a FACoA to the UE.

- If the UE indicates DSMIPv6 or MIPv4 support only, and the network selects NBM for providing connectivity,
then NBM is used for providing connectivity.

- If the UE does not indicate any capabilities, it is assumed that the UE is not able to support DSMIPv6 or MIPv4,
and NBM isused for providing connectivity if the network supports NBM.

4.1.3.2.2 IPMS solutions

On handover to 3GPP access, UE shall request for | P address preservation by setting Request Type flag to "handover”
during the attach procedure.

NOTE: UE requests for address preservation if S2c is used over source access network or MI1Pv4 FACOA is used
to connect over source access network or UE is capable of Network address preservation.

When the UE provides an indication of its supported mobility modes either during initial attach or on handover, the UE
provides such information to the entity performing |PM S during network access authentication, for trusted non-3GPP
accesses, or during authentication for tunnel establishment with ePDG, for untrusted non-3GPP accesses.

The network then makes the decision on what mobility protocol to be used for connectivity as described in further
clauses depending on the scenario.

4.1.3.2.3 IP Mobility Management Selection on Handover between accesses
On handover to non-3GPP accesses, the IPM S decision is performed as described in the following:

a. If the UE only indicates NBM support between the two access technol ogies involved in the handover and the
network supports NBM between those two access technologies involved in the handover, then NBM is used for
providing connectivity, and | P address preservation is provided with S2a or S2b procedures.

b. If the UE indicates DSMIPv6 support and the network supports and selects DSMIPv6, the trusted non-3GPP
access network or ePDG provides alocal |P address to the UE to be used as CoA for DSMIPv6, and IP address
preservation is provided with S2c procedures.

c. If the UE indicates DSMIPv6 support only and the network does not support DSMIPv6, then NBM is used for
providing basic connectivity to the existing PDN GW if NBM is supported by the trusted non-3GPP access
network or ePDG. In this case, the decision for | P address preservation is made as per PMIPv6 specification,
(RFC 5213 [8]) or according to clause 8.6 for GTP.

d. If the UE indicates support for both NBM and DSMIPv6, and the network based on policies selects NBM to
establish the connectivity, then NBM is used to establish connectivity, and | P address preservation is provided
with S2a or S2b procedures.

e. If the UE indicates support for both NBM and DSMIPv6, and the network based on policies selects DSMIPv6 to
establish the connectivity, then the trusted non-3GPP access network or ePDG provides alocal |P address to the
UE to be used as CoA for DSMIPv6, and | P address preservation is provided with S2c procedures.

f. If the UE does not indicate any capabilities, then NBM is used for establishing connectivity if NBM is supported
by the trusted non-3GPP access network or ePDG. In this case, the decision for | P address preservation is made
as per PMIPv6 specification, (RFC 5213 [8]) or according to clause 8.6 for GTP.

NOTE 1: Incase of bullet c and f, PMIPv6 specification allows two options:

a) Preservethe IP address based on atimer; If the connection through the old access system is not torn
down before the timer expires then a new prefix is assigned, or

b) Immediately assign a new prefix.
This decision can be based on operator's policies.

NOTE 2: If prior to the handover, the UE was attached to a non-3GPP access with DSMIPv6, bullets a. and c. are
considered not to apply.
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NOTE 3: The PDN GW capability of supporting NBM or DSMIPv6 or M1Pv4 should be considered in IP Mobility
Mode Selection.

The UE indication of DSMIPv6 support may be implicit, e.g. having bootstrapped a security association via the old
access network. The same appliesto NBM, since the network can collect information about NBM support from other
SOUrces.

On handover to 3GPP access, the only decision that needs to be made is whether | P address preservation needs to be
provided or not.

4.1.4 Trusted/untrusted non-3GPP access network detection

During initial attach or handover attach a UE needs to discover the trust relationship (whether it isa Trusted or
Untrusted Non-3GPP Access Network) of the non-3GPP access network in order to know which non-3GPP IP access
procedure to initiate. The trust relationship of a non-3GPP access network is made known to the UE with one of the
following options:

1) If the non-3GPP access supports 3GPP-based access authentication, the UE discovers the trust relationship
during the 3GPP-based access authentication.

2) The UE operates on the basis of pre-configured policy in the UE.

415 Non-seamless WLAN offload

Non-seamless WLAN offload is an optional capability of a UE supporting WLAN radio access in addition to 3GPP
radio access.

A UE supporting non-seamless WLAN offload may, while connected to WLAN access, route specific IP flows viathe
WLAN access without traversing the EPC. These IP flows are identified via user preferences, the Local Operating
Environment Information defined in TS 23.261 [55], and via policies that may be statically pre-configured by the
operator on the UE, or dynamically set by the operator viathe ANDSF. For such IP flows the UE usesthe local IP
address allocated by the WLAN access network and no | P address preservation is provided between WLAN and 3GPP
accesses.

For performing the non-seamless WL AN offload, the UE needs to acquire alocal |P address on WLAN access, and it is
not required to connect to an ePDG.

Also, inthe case the WLAN access is EPC connected, it is possible for a UE which also supports seamless WLAN
offload to perfom seamless WLAN offload for some I P flows and non seamless WL AN offload for some other IP flows
simultaneously.
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4.2 Architecture Reference Model

42.1 Architecture for 3GPP Accesses with PMIP-based S5/S8

HSS

e m————
~
- -

’,/ 3GPP Access \\ Sea//

©( 2G36 | R Gxc | PCRE

/ SGSN < ‘
, .
! s3 / | s12 Rx

1
) ]
' MME S11 ! ,
! ! . Operator's IP
Gx p
‘\ S1-MM |—|—| \ ' SGI Services
]
| (e.g. IMS, PSS

N S10 Serving | PDN
Gateway I Gateway
S1-U S5
PMIP

-----

Figure 4.2.1-1: Non-Roaming Architecture for 3GPP Accesses within EPS using PMIP-based S5

The "3GPP Access' bubble represents a collection of functional entities and interfaces for the purpose of

NOTE:
pictorial simplification of the architectural models presented below.
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Figure 4.2.1-2: Roaming Architecture for 3GPP Accesses within EPS using PMIP-based S8

4.2.2 Non-roaming Architectures for EPS

The following considerations apply to interfaces where they occur in figuresin this and the next clause:

S5, S2a and S2b can be GTP-based or PM I P-based.

Gxc is used only in the case of PMIP variant of S5 or S8.

Gxais used when the Trusted non-3GPP Access network is owned by the same operator.

Gxb isused only in the case of PMIP variant of S2b.
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- S9isused instead of Gxato the Trusted non-3GPP Access network not owned by the same operator.
- Gxaor S9 are terminated in the Trusted non-3GPP Accesses if supported.

- S2cisused only for DSMIPv6 bootstrapping and DSMIPv6 De-Registration (Binding Update with Lifetime
eguals zero) when the UE is connected via 3GPP access. Dashed lines are used in Figure 4.2.2-2, Figure 4.2.3-3
and Figure 4.2.3-5 to indicate this case.

NOTE 1: SWu shown in Figure 4.2.2-1 also applies to architectural reference Figures 4.2.2-2 and 4.2.3-1 t0 4.2.3-5,
but is not shown for simplicity.

HSS I
SWx
S6a PCRF
Gxc RX
Gx
Operator's IP
- Services
3GPP | Sewing | PDN [—/— (e.g. IMS, PSS
Access |_Gateway 1 Gateway it
S5 }
S6b
SWm
S2a 3GPP AAA
Server
HPLMN
Non-3GPP
Networks

Figure 4.2.2-1: Non-Roaming Architecture within EPS using S5, S2a, S2b

NOTE 2: For S2ausing a Trusted WLAN access, refer to clause 16.
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Figure 4.2.2-2: Non-Roaming Architecture within EPS using S5, S2c
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4.2.3 Roaming Architectures for EPS
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Figure 4.2.3-1: Roaming Architecture for EPS using S8, S2a— S2b - Home Routed
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Figure 4.2.3-2: Roaming Architecture for EPS using PMIP-based S8, S2a, S2b (Chained PMIP-based
S8-S2a/b) - Home Routed

** Chained S2a/S2b and S8 used when VPLMN has business relationship with Non-3GPP Networks and S-GW in
VPLMN includes local non-3GPP Anchor.

NOTE 1: AAA, mobility, and QoS policy and event reporting related optimizations (e.g. signalling reduction and
information hiding towards the HPLMN) for PMIP-based S8-S2a/b chaining are not specified within this

Release of the specification.
NOTE 2: GTP-based S8-S2b chaining is not specified within this Release of the specification.
The following are some additional considerationsin this case:

- Gxcisused only in the case of PMIP-based S8 and for 3GPP access.

NOTE 3: If QoS enforcement on PMIP-based S8 isrequired by the Serving Gateway for Un-trusted Non-3GPP |P
Accesses, static policies will be used in this Release of the specification.

Gxc isnot required for Trusted Non-3GPP [P Access; Gxais used instead to signal the QoS policy and event
reporting.

NOTE 4: For S2ausing a Trusted WLAN access, refer to clause 16.
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Figure 4.2.3-3: Roaming Architecture for EPS using S8 — S2c - Home Routed
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Figure 4.2.3-4: Roaming Architecture for EPS using S5, S2a, S2b — Local Breakout

NOTE 5: The two Rx instancesin Figure 4.2.3-4 gpply to different application functionsin the HPLMN and
VPLMN.

NOTE 6: For S2ausing a Trusted WLAN access, refer to clause 16.
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Figure 4.2.3-5: Roaming Architecture for EPS using S5, S2c — Local Breakout

NOTE 7: Thetwo Rx instancesin Figure 4.2.3-5 apply to different application functionsin the HPLMN and
VPLMN.

4.3 Network Elements

4.3.1 Access Networks

43.1.1 E-UTRAN
E-UTRAN isdescribed in detail in TS 36.300 [6] with additional functionslisted in TS 23.401 [4].

4.3.1.2 Trusted and Untrusted Non-3GPP Access Network

Trusted and Untrusted Non-3GPP Access Networks are | P access networks that use access technology whose
specification is out of the scope of 3GPP.

Whether a Non-3GPP | P access network is Trusted or Untrusted is not a characteristic of the access network.

In non-roaming scenario it isthe HPLMN's operator decision if a Non-3GPP | P access network is used as Trusted or
Untrusted Non-3GPP Access Network.

In roaming scenario, the HSS/3GPP AAA Server in HPLMN makes the final decision of whether a Non-3GPP IP
access network is used as Trusted or Untrusted non-3GPP Access Network. The HSS/3GPP AAA Server may take the
VPLMN's policy and capability returned from the 3GPP AAA Proxy or roaming agreement into account.
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For supporting multiple PDNs, the same trust relationship shall apply to al the PDNs the UE connects to from a certain
Non-3GPP Access Network, i.e. it shall not be possible to access one PDN using the non-3GPP access network as
Trusted, while access to another PDN using the same non-3GPP access network as Untrusted.

4.3.2 MME
The details of functionality of MME are described TS 23.401 [4].
The following are additional MME functions:
- HRPD access node (terminating S101 reference point) selection and maintenance for handovers to HRPD.

- Transparent transfer of HRPD signalling messages and transfer of status information between E-UTRAN and
HRPD access, as specified in the pre-registration and handover flows.

- Forwarding the GRE key for uplink traffic to the target S-GW in case of CN node relocation.

- Transparent transfer of SON Information between E-UTRAN and HRPD access.

4.3.3 Gateway

4.3.3.1 General
Two logical Gateways exist:
- Serving GW (S-GW)
- PDN GW (P-GW)
The functional split of PDN GW and Serving GW isdescribed in TS 23.401 [4].

4.3.3.2 Serving GW

The functionality of the Serving GW is described in TS 23.401 [4]. In addition to the functions described in
TS 23.401 [4] the Serving GW includes the following functionality:

- Aloca non-3GPP anchor for the case of roaming when the non-3GPP | P accesses connected to the VPLMN.
- Event reporting (change of RAT, etc.) to the PCRF.

- Uplink and downlink bearer binding towards 3GPP accesses as defined in TS 23.203 [19].

- Uplink bearer binding verification with packet dropping of "misbehaving UL traffic”.

NOTE 1: The term 'Uplink bearer binding verification' is defined in TS 23.401 [4].

- Mobile Access Gateway (MAG) according to PMIPv6 specification, RFC 5213 [8], if PMIP-based S5 or S8is
used. The MAG function shall be able to send UL packets before sending the PBU or before receiving the PBA.

- Decideif packets are to be forwarded (uplink towards PDN or downlink towards UE) or if they are locally
destined to the S-GW (e.g. Router Solicitation).

- DHCPv4 (relay agent) and DHCPV6 (relay agent) functions if PMIP-based S5 or S8 is used.

- Handling of Router Solicitation and Router Advertisement messages as defined in RFC 4861 [38], if PMIP based
S5 and S8 is used.

- Handling of Neighbour Solicitation and Neighbor Advertisement messages as defined in RFC 4861 [38], if
PMIP based S5 and S8 is used.

- Allocation of downlink GRE key for each PDN connection within the Serving GW, which is used by the PDN
GW to encapsulate downlink traffic to the Serving GW on the PMIP-based S5/S8 interface.

- If PMIP-based S8-S2a/b chaining is used:
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- the Serving GW actsasa LMA towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG;

- the Serving GW allocates uplink GRE key for each PDN connection within the Serving GW, which is used to
encapsulate uplink traffic on PMIPv6-based S2a/S2b interface.

NOTE 2: The Serving GW does not require full MAG and full LMA functionally.

- the Serving GW includes functionality to interwork the PMIPv6 signalling towards the PDN GW and
PMIPv6 signalling towards the MAG function of the Trusted Non-3GPP IP Access or the ePDG. In this case
the Serving GW aso acts asa MAG towards the PDN GW;

- the Serving GW includes functionality to link the user-plane of the PMIPv6 tunnel towards the PDN GW and
the user-plane of the PMIPv6 tunnel towards the MAG function of the Trusted Non-3GPP IP Access or the
ePDG.

4.3.3.3 PDN GW

PDN GW functionality is described in TS 23.401 [4] for 3GPP accesses connected to the EPC via GTP-based and
PMIP-based S5/S8 interface. The PDN GW supports functionality specified in TS 23.401 [4] that is common to both
PMIP-based and GTP-based S5/S8 interfaces also for access to EPC via non-3GPP accesses.

Additionally, the PDN GW is the user plane anchor for mobility between 3GPP access and non-3GPP access. For this,
the PDN GW includes the following functionality:

A LMA according to the PMIPv6 specification, RFC 5213 [8], if PMIP-based S5 or S8, or if PMIP-based S2a or
PMIP-based S2b is used. The LMA function shall be able to accept UL packets from any trusted MAG without
enforcing that the source I P address must match the CoA inthe MN BCE.

A DSMIPv6 Home Agent, as described in RFC 5555 [10], if S2c is used.

Allocation of uplink GRE key for each PDN connection within the PDN GW, which is used to encapsulate
uplink traffic to the PDN GW on the PMIP-based S5/S8, or PMIP-based S2a or PMIP based S2b interface.

A MIPV4 Home Agent, if S2a with MIPv4 FA CoA mode is used.

GPRS Tunnelling Protocol for the control plane and the user plane to provide PDN connectivity to UEs using
non-3GPP accesses, if GTP-based S2a or GTP-based S2b is used.

4.3.4 ePDG

The functionality of ePDG includes the following:

Allocation of aremote |P address as an | P address |ocal to the ePDG which is used as CoA when S2c is used;
Functionality for transportation of aremote |P address as an | P address specific to a PDN when S2b is used;

Routing of packets from/to PDN GW (and from/to Serving GW if it is used aslocal anchor in VPLMN) to/from
UE; if GTP based S2b is used, thisincludes routing of uplink packets based on the uplink packet filtersin the
TFTsassigned to the S2b bearers of the PDN connection;

Routing of downlink packets towards the SWu instance associated to the PDN connection;

De-capsulation/Encapsulation of packets for |PSec and, if network based mobility (S2b) is used, for GTP or
PMIPV6 tunnels;

Mobile Access Gateway (MAG) according to the PMIPv6 specification, RFC 5213 [8], if PMIP based S2b is
used,

Tunnel authentication and authorization (termination of IKEv2 signalling and relay via AAA messages);
Local mobility anchor within untrusted non-3GPP access networks using MOBIKE (if needed);
Transport level packet marking in the uplink;

Enforcement of QoS policies based on information received via AAA infrastructure;
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- Lawful Interception.

- Allocation of downlink GRE key for each PDN connection within the ePDG, which is used to encapsulate
downlink traffic to the ePDG on the PMIPv6-based S2b interface.

- Accounting for inter-operator charging according to charging principles specified in TS 32.240 [61].
- Interfacing OFCS through reference points TS 32.251 [62] for EPC nodes.

4.3.5 PCRF

The functionality of PCRF is described in TS 23.203 [19] with additional functionality listed in TS 23.401 [4]. In the
non-roaming scenario, additionally, the PCRF terminates the Gxa, Gxb and Gxc reference points with the appropriate
IP-CANS.

In roaming scenarios, the difference from TS 23.401 [4], isthat the vVPCRF exists for the UE for the scenario of roaming
with home-routed traffic in addition to the scenario in TS 23.401 [4] of roaming with local breakout.

4.35.1 Home PCRF
In addition to the h-PCRF functionality listed in TS 23.401 [4], in this document the Home PCRF
- Terminates the Gx reference point for roaming with home routed traffic;

- Terminates the Gxa, Gxb or Gxc/S9 reference points as appropriate for the IP-CAN type.

4.35.2 Visited PCRF
In addition to the v-PCRF functionality listed in TS 23.401 [4], in this document the Visited PCRF
- Terminates the Gxa, Gxb or Gxc reference points as appropriate for the IP-CAN type;

- Terminates the S9 reference point.

4.4 Reference Points

4.4.1 List of Reference Points
The description of the reference points:

S1-MME, S1-U, S3, $4, S10, S11: these are defined in TS 23.401 [4].

S2a It provides the user plane with related control and mobility support between trusted non 3GPP | P access
and the Gateway.

S2b It provides the user plane with related control and mobility support between ePDG and the Gateway.

S2¢ It provides the user plane with related control and mobility support between UE and the Gateway. This

reference point isimplemented over trusted and/or untrusted non-3GPP Access and/or 3GPP access.

S5 It provides user plane tunnelling and tunnel management between Serving GW and PDN GW. It is used
for Serving GW relocation due to UE mobility and in case the Serving GW needs to connect to anon
collocated PDN GW for the required PDN connectivity.

S6a Thisinterface is defined between MME and HSS for authentication and authorization. It is defined in
TS23.401[4].

S6b It is the reference point between PDN Gateway and 3GPP AAA server/proxy for mobility related
authentication if needed. This reference point may also be used to retrieve and request storage of mobility
parameters. This reference point may also be used to retrieve static QoS profile for a UE for non-3GPP
access in case dynamic PCC is not supported.
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Gx It provides transfer of (QoS) policy and charging rules from PCRF to Policy and Charging Enforcement
Function (PCEF) inthe PDN GW.
Gxa It provides transfer of (QoS) policy information from PCRF to the Trusted Non-3GPP accesses.

Gxb Thisinterface is not specified within this Release of the specification.

Gxc It provides transfer of (QoS) policy information from PCRF to the Serving Gateway

PMIP-based S8 It isthe roaming interface in case of roaming with home routed traffic. It provides the user plane

SO

SGi

with related control between Gateways in the VPLMN and HPLMN.

It provides transfer of (QoS) policy and charging control information between the Home PCRF and the
Visited PCRF in order to support local breakout function. In all other roaming scenarios, SO has
functionality to provide dynamic QoS control policies from the HPLMN.

It is the reference point between the PDN Gateway and the packet data network. Packet data network may
be an operator external public or private packet data network or an intra operator packet data network,
e.g. for provision of IMS services. This reference point corresponds to Gi for 3GPP accesses.

SWa It connects the Untrusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access

authentication, authorization and charging-related information in a secure manner.

STa It connects the Trusted non-3GPP IP Access with the 3GPP AAA Server/Proxy and transports access

authentication, authorization, mobility parameters and charging-related information in a secure manner.

SWd It connects the 3GPP AAA Proxy, possibly viaintermediate networks, to the 3GPP AAA Server.

SWm This reference point is located between 3GPP AAA Server/Proxy and ePDG and is used for AAA

signalling (transport of mobility parameters, tunnel authentication and authorization data). This reference
point also includes the MAG-AAA interface functionality, RFC 5779 [43] and Mobile IPv6 NAS-AAA
interface functionality, RFC 5447 [44].

SWn Thisisthe reference point between the Untrusted Non-3GPP I P Access and the ePDG. Traffic on this

interface for a UE-initiated tunnel has to be forced towards ePDG.

SWu Thisisthe reference point between the UE and the ePDG and supports handling of 1PSec tunnels. The

functionality of SWu includes UE-initiated tunnel establishment, user data packet transmission within the
IPSec tunnel and tear down of the tunnel and support for fast update of I1PSec tunnels during handover
between two untrusted non-3GPP | P accesses.

SWx This reference point is located between 3GPP AAA Server and HSS and is used for transport of

authentication, subscription and PDN connection related data.

S1 interface for EFUTRAN is the same for both the architectures.

Protocol assumption:

S2ainterface is based on current or future IETF RFCs. S2ais based on Proxy Mobile IP version 6. For Trusted
WLAN, S2amay also be based on GTP. To enable access via Trusted Non 3GPP | P accesses that do not support
GTP and PMIPv6, S2a aso supports Client Mobile IPv4 FA mode.

S2b interface is based on GTP or Proxy Mobile IP version 6.
S2c is based on DSMIPv6, RFC 5555 [10].

The PMIP-based S5, PMIP-based S8, PMIP-based S2a and PM I P-based S2b interfaces are based on the same
protocols and differences shall be minimized. The S5 interface is based on the PMIPv6 specification,
RFC 5213 [8].

The GTP-based S5/S8, GTP-based S2a and GTP based S2b interfaces are based on the GTP protocol
(TS 29.274 [57]). The GTP variant of Sb interface is described in TS 23.401 [4].

PMIPv6-based S8 interface is based on the PMIPv6 specification, RFC 5213 [8]. The GTP variant interfaceis
described in TS 23.401 [4].
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- The PMIPv6-based interfaces (S5, S8, S2a, and S2b) shall support Generic Routing Encapsulation (GRE)
RFC 2784 [23] including the Key field extension RFC 2890 [24]. The Key field value of each GRE packet
header should enable the unique identification of the UE PDN connection that the GRE packet payload is
associated with. These keys are exchanged using GRE Options extension to PMIPv6 Proxy Binding Update and
Proxy Binding Ack messages on PMIPv6-based interfaces.

- Incase of CN node relocation, the GRE key for uplink traffic is forwarded to the target S-GW over S10/S11
reference point.

- SWuinterfaceisbased on IKEv2, RFC 5996 [9] and MOBIKE, RFC 4555 [18].

The EPS shall alow the operator to configure atype of access (3GPP or non-3GPP) as the "home link" for Client
Mobile IP purposes.

NOTE: Redundancy support on reference points PMIP-based S5 and PMIP-based S8 should be taken into
account.

4.4.2 Reference Point Requirements

4421 S5 Reference Point Requirements
Both the GTP and PMIP variants of the S5 reference point shall satisfy the following architectural principles:

- There shall be only one radio interface protocol stack defined, common for both S5 variants, including both radio
layer and Non-Access Stratum protocols.

- There shall be only one S6ainterface defined common to both S5 variants. There may be a need for different
information elements specific to PMIP-based or GTP-based variants of S5 but differences due to the S5 variants
should be minimized.

- Inthe non-roaming case, there shall be only one Gx interface defined for transfer of policy and charging rules,
common to both S5 variants. There may be aneed for different information elements specific to PMIP-based or
GTP-based variants of S5 but differences due to the S5 variants should be minimized.

- Differences between S5 variantsin terms of functional split between the endpoints should be minimized.
The S5 reference point shall fulfil the following requirements:

- S5shall alow access to multiple PDNs. It shall be possible to allow an UE to connect to different packet data
networks. It shall also be possible to support a UE with concurrent connections to several packet data networks.

- S5shall alow multiple PDN connections for agiven APN and UE.

- S5 shal be able to transport both IPv4 and 1Pv6 user plane traffic independent of |P version of the underlying IP
transport network.

- S5shall support fault handling. There should be mechanismsto identify and signal faults for groups of mobiles —
e.g., if alarge node handling millions of terminals goes down.

NOTE: Asfurther development of the architecture takes place as well as when additional functionality such as
MBMS, LCS etc. are addressed, further requirements will be needed.

4.42.2 Void
4423 Void
4.42.4 Void
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4.5 High Level Functions

451 PDN GW Selection Function for Non-3GPP Accesses for S2a and
S2b

PDN Gateway selection for non-3GPP accesses uses similar mechanisms as defined in TS 23.401 [4], with the
following modification:

- The PDN Gateway selection function interacts with the 3GPP AAA Server or 3GPP AAA Proxy and uses
subscriber information provided by the HSS to the 3GPP AAA Server. The HSS shall include the UE Usage
Typein the UE's subscription information if any and, if included, the ePDG/TWAN shall select the PDN GW as
described in TS 23.401 [4], clause 4.3.25.1. To support separate PDN GW addresses at a PDN GW for different
mobility protocols (PMIP, MIPv4 or GTP), the PDN GW Selection function takes mobility protocol type into
account when deriving PDN GW address by using the Domain Name Service function.

During the initial authorization, PDN Gateway selection information for each of the subscribed PDNs s returned to the
ePDG or the Trusted Non-3GPP Access Network. The PDN Gateway selection information includes:

- The PDN GW identity, which isalogical name (FQDN) or IP address and an APN; or

- an APN and an indication whether the allocation of a PDN GW from the visited PLMN is allowed or a PDN GW
from the home PLMN shall be allocated.

This enables the entity requiring the | P address of the PDN Gateway to proceed with selection as per the procedures
defined in TS 23.401 [4], clauses 4.3.8.1 and 4.3.25.1. Once the selection has occurred, the PDN Gateway registersits
association with a UE and the APN with the AAA/HSS by sending PDN GW identity, that is either its P address (e.g. if
it hasasingle IP address for all the mobility protocolsit supports or if it only supports one mobility protocol) or its
FQDN (e.g. if it has multiple | P addresses for the mobility protocols it supports), as well as information that identifies
the PLMN in which the PDN GW islocated, to the 3GPP AAA Server or AAA Proxy only when the Access
Technology Type isnon-3GPP. For 3GPP access types, the MME/S4-SGSN updates the HSS with the selected PDN
GW identity, as well asinformation that identifies the PLMN in which the PDN GW islocated, according to

TS 23.401 [4])/TS 23.060 [21]. This permits the HSS and 3GPP AAA Server or Proxy to provide the association of the
PDN Gateway identity and the related APN for the UE subsequently.

NOTE 1. The format of the information that identifies the PLMN in which the PDN GW islocated is defined in
stage 3 specifications.

In the case that a UE already has assigned PDN Gateway(s), the PDN GW identity for each of the already allocated
PDN Gateway(s), as well asinformation that identifies the PLMN in which the PDN GW islocated, are returned by the
3GPP AAA Server or Proxy during the authorization step. This eliminates the need to repeat PDN Gateway selection
for the PDNs the UE is already connected with. The information about the PLMN in which the PGW islocated allows
the receiving entity to determine an appropriate APN-OI. The ePDG may use thisinformation to determine the S2b
protocol type (PMIP or GTP). The TWAN may also use this information to determine the S2a protocol type (PMIP or
GTP).

Upon mobility between 3GPP and non-3GPP accesses, PDN Gateway selection information for the subscribed PDNs
the UE is not yet connected with is returned to the target access system as done during initial attachment. For the PDNs
the UE is aready connected with transfer of PDN GW information takes place as defined below:

- If aUE attaches to a non-3GPP access and it already has assigned PDN Gateway(s) due to a previous attach in a
3GPP access, the HSS provides the PDN GW identity, as well asinformation that identifies the PLMN in which
the PDN GW islocated, for each of the already allocated PDN Gateway(s) with the corresponding PDN
information to the 3GPP AAA server over the SWx reference point.

- If aUE attaches to a 3GPP access and it already has an assigned PDN Gateway(s) due to a previous attach in a
non-3GPP access, the HSS provides the PDN GW identity, as well asinformation that identifiesthe PLMN in
which the PDN GW islocated, for each of the already allocated PDN Gateway(s) with the corresponding PDN
information to the MME over the S6a reference point and/or S4-SGSN over the S6d reference point.

The HSS receives the PDN GW identity for each of the selected PDN GWSs and the corresponding PDN information for
agiven UE, from both the 3GPP AAA Server and also from the MM E/S4-SGSN, depending on the currently in-use
access. The HSS isresponsible for the storage of the selected PDN GW identity as described in clause 12.
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The ePDG may be configured with the S2b protocol variant(s) on aper HPLMN granularity, or may retrieve
information regarding the S2b protocol variants supported by the PDN GW (PMIP or/and GTP) from the Domain Name
Service function.

The TWAN may be configured with the S2a protocol variant(s) on a per HPLMN granularity, or may retrieve
information regarding the S2a protocol variants supported by the PDN GW (PMIP or/and GTP) from the Domain Name
Service function.

NOTE 2: Thelocation of the PDN GW selection function depends upon the type of S2 interface used for
attachment and the | P mobility mechanism being used.

- For PMIPv6 on S2a/b, the entity requesting the PDN Gateway is the entity acting as Mobile Access Gateway
(MAG).

- For GTP on S2b, the entity requesting the PDN Gateway is the ePDG.
- For GTP on S2a, the TWAG, described in clause 16.1.2, is requesting the PDN Gateway.

- For the PMIP-based S8-S2a/b chained cases, the PDN GW information is sent together with the selected Serving
GW address from the 3GPP AAA proxy to the entity acting as MAG in the non-3GPP access network during
access authentication and authorization. The PDN GW selection mechanism is the same as in the unchained
case. The MAG function of the non-3GPP access network conveys the PDN GW address to the Serving GW as
part of the PMIPv6 PBU message.

- For MIPv4 FA mode on S2a, the entity requesting the PDN Gateway is the entity that plays the role of the FA.

4.5.1a PDN GW Selection Function for eHRPD with SIPTO support

In order to select the appropriate PDN GW for SIPTO in eHRPD access viaHSGW, the PDN GW selection function
needs to support DNS mechanism that allows selection of a PDN GW which is close to the HSGW for the UE. Details
related to SIPTO support for eHRPD access is defined in 3GPP2 X.S0057 [51].

4572 PDN GW Selection Function for S2c

For the S2c reference point, the UE needs to know the | P address of the PDN Gateway for the PDN the UE wants to
connect to. This address is made known to the UE using one of the following methods:

1) ViaPCO at the attach procedure or UE requested PDN Connectivity procedure, for 3GPP access (as defined in
TS 23.401 [4]) or trusted non-3GPP access (if supported).

2) VialKEv2 during tunnel setup to ePDG. For a UE'sinitial Attach, during the IKEv2 tunnel establishment
procedure on the SWu interface (between UE and ePDG):

- For non-roaming case, the 3GPP AAA Server selectsthe HA (PDN GW) which is close to the ePDG and
sends the HA (PDN GW) FQDN or |IP address to the ePDG;

- For roaming with local breakout case, the 3GPP AAA Proxy selectsthe HA (PDN GW) which iscloseto the
ePDG and sends the HA (PDN GW) FQDN or IP address to the ePDG;

The HA (PDN GW) FQDN or |P address are then forwarded to the UE by the ePDG.

NOTE 1: Whether the selected PDN GW is closer to the UE than other PDN GW depends on the network
configurations and operations, it may be geographically/topologically closer or less 1P hops.

3) If the IP address of the PDN GW is nhot received using options 1-2 above and if the UE knows that the HA isin
the PDN where the UE is attached to then the UE shall request a PDN Gateway address via DHCP
IETF RFC 6611 [41].

4) If the IP address of the PDN GW is not delivered using options 1-3 above the UE can interact directly with the
Domain Name Service function by composing a FQDN corresponding to the PDN.

For the S2c reference point, the network can force areallocation of the PDN Gateway selected upon initial DSMIPv6
bootstrapping for the PDN the UE wants to connect to. This may happen if one of the following situations occurs:
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- The UE hasdone initial network attachment on an access system supporting network-based mobility, but the
PDN Gateway discovered by the UE for the S2c reference point is different from the PDN Gateway allocated at
initial network attachment. In this case, to enable | P address preservation based on DSMIPv6 upon inter-system
mobility, the network must trigger a PDN Gateway reallocation for the S2c reference point, to re-direct the UE
to the PDN Gateway that was selected upon initial network attachment.

- The UE hasdoneinitial network attachment over S2c and, relying on DNS, has discovered a sub-optimal PDN
Gateway. In this case, based on operator's policies, the network can optionally trigger aPDN Gateway
reallocation to re-redirect the UE to a PDN Gateway that can provide better performance.

PDN Gateway reallocation for the S2c reference point is triggered by the AAA/HSS during DSMIPv6 bootstrapping.
For aUE'sinitial Attach, if the UE has selected ainitiadl PDN GW and initiated DSMIPv6 bootstrapping:

- Innon-roaming scenario, the PDN GW reports the UE Care of Address (allocated by the WLAN AN or ePDG)
to the 3GPP AAA Server. According to the UE CoA and the pre-configuration, the 3GPP AAA Server finds
there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation procedure
(Clause 6.10 "PDN GW reallocation upon attach on S2¢") to redirect the UE to the other PDN GW.

- Inroaming with local breakout scenario, the PDN GW reports the UE Care of Address (allocated by the WLAN
AN or ePDG) to the 3GPP AAA Proxy. According to the UE CoA and the pre-configuration, the 3GPP AAA
Proxy finds there are other PDN GW(s) which are close to the UE, then it can initiate a PDN GW reallocation
procedure (clause 6.10 "PDN GW reallocation upon attach on S2¢") to redirect the UE to the other PDN GW.

NOTE 2: Whether the selected PDN GW is closer to the UE than other PDN GW depends on the network
configurations and operations, it may be geographically/topologically closer or less IP hops.

NOTE 3: Thisreallocationisinitiated only if the UE has not yet successfully established a binding with the selected
PDN GW.

The HSS receives the values of identity(ies) of all allocated PDN GWSs and the corresponding PDN information for a
given UE from the 3GPP AAA. The HSS is responsible for the storage of PDN GW identity information.
45.3 Serving GW Selection Function for Non-3GPP Accesses

The S-GW sdlection function allocates an S-GW that acts as alocal anchor for non-3GPP access in the case of S8-S2a/b
chained roaming. Whether S8-S2a/b chaining should be used is decided by 3GPP AAA Proxy based on per-HPLMN
configuration.

The Serving GW selection function islocated in 3GPP AAA Proxy. If an S-GW is needed for non-3GPP access in the
visited network, the 3GPP AAA proxy will select an S-GW for the UE during initial attach or handover attach. The
3GPP AAA proxy shall send the selected S-GW address to the MAG function of the Trusted non-3GPP I P access or
ePDG in the chained S8-S2a/b scenarios.

Thereis no mechanism standardized for S-GW address preservation for handover between 3GPP and non-3GPP in
S2/S8 chained case within this Release of the specification.

45.4 ePDG Selection

4541 General

The UE performs ePDG selection based on a set of information configured by the HPLMN in the UE, and based on the
UE's knowledge of the PLMN it is attached to.

A UE connected to one or multiple PDN GWs uses asingle ePDG.

45.4.2 ePDG FQDNSs Construction

When the UE attempts to construct an FQDN for selecting an ePDG in a certain PLMN-x (either aVPLMN or the
HPLMN), then the UE shall construct one of the following FQDN formats:

- Operator Identifier FQDN: The UE constructs the FQDN by using the PLMN-x ID as the Operator Identifier.
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- Tracking/Location Area ldentity FQDN: The UE constructs the FQDN by using the identity of the Tracking
Area/Location Areaitislocated in (i.e. based on PLMN-x ID and TAC/LAC). The Tracking/Location Area
Identity FQDN is used to support location-specific ePDG selection withina PLMN.

The ePDG FQDN formats are specified in TS 23.003 [16].
The UE selects one of the above FQDN formats as follows:

a) If the UE attemptsto select an ePDG in the registered PLMN and the UE is configured to use for this PLMN the
Tracking/Location Area ldentity FQDN as defined in point 2) of clause 4.5.4.3; and

b) the UE knowsthe TAI/LAI of the areathe UE it islocated in (e.g. the TAI/LAI from the most recent Attach or
TAU/LAU),

then the UE constructs a Tracking/Location Area ldentity FQDN. Otherwise the UE constructs the Operator Identifier
FQDN.

Also, the UE constructs the Operator Identifier FQDN as afallback in the case of failure of DNS resolution of a
Tracking/Location Area Identity based FQDN.

454.3 UE Configuration By HPLMN

The UE may be configured (e.g. viaH-ANDSF, USIM, etc.) by the HPLMN with the following configuration, whose
usage is defined in clause 4.5.4.4:

1) ePDG identifier configuration: It contains the FQDN or IP address of an ePDG in the HPLMN.

NOTE: The FQDN inthe ePDG identifier configuration may have a different format than the one described in
clause 4.5.4.2.

2) ePDG selection information: It contains a prioritized list of PLMNs which are preferred for ePDG selection. It
alsoindicates if selection of an ePDG in a PLMN should be based on Tracking/Location Area ldentity FQDN or
on Operator Identifier FQDN, as specified in clause 4.5.4.4. The list of PLMNs may include the HPLMN.

The PLMNs included in the ePDG selection information are PLMNs that have roaming agreements with HPLMN for
interworking with untrusted WLANS.

The ePDG selection information may include an "any PLMN" entry, which matches any PLMN the UE is attached to
except the HPLMN. If the ePDG selection information contains both the "any PLMN" and the PLMN the UE is
attached to, the UE shall give precedence to the latter.

454.4 UE ePDG Selection Procedure

The UE shall perform ePDG selection by executing the steps below. Unless otherwise specified, when the UE attempts
to select an ePDG, the UE shall construct an FQDN for this ePDG as specified in clause 4.5.4.2 and shall use the DNS
server function to obtain the | P address(es) of this ePDG.:

1) The UE shall attempt to determine the country it islocated in. This is determined by implementation-specific
methods not defined in this specification. If the UE cannot determine the country it islocated in, the UE shall
stop the ePDG selection.

2) If the UE determines to be located in its home country, then:

a) The UE shall select an ePDG inthe HPLMN. If the ePDG selection information contains the HPLMN, the
UE shall construct an FQDN as specified in clause 4.5.4.2. If the ePDG selection information does not
contain the HPLMN and the UE is configured with the ePDG identifier defined in bullet 1) of clause 4.5.4.3,
then the UE shall either use the configured FQDN and use the DNS server function to obtain the IP
address(es) of the ePDG(s) in the HPLMN, or the UE shall use the configured IP address. Otherwise, the UE
shall construct an Operator Identifier FQDN and shall use the DNS server function to obtain the IP
address(es) of the ePDG(s) in the HPLMN.

b) If the UE cannot select an eéPDG in the HPLMN, then the UE shall stop the ePDG selection.

3) If the UE determinesto be located in a country other than its home country (called the visited country), then:
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a)

b)

4545

The UE shall perform ePDG selection according to the following procedure when the UE determines to be located in a
country other than its home country (called the visited country) and when the conditions defined in clause 4.5.4.4 apply.

If the UE isregistered via 3GPP accessto a PLMN and this PLMN matches an entry in the ePDG selection
information, then the UE shall select an ePDG in thisPLMN. If the UE failsto connect to an ePDG in this
PLMN, the UE shall select an ePDG by performing the DNS procedure specified in clause 4.5.4.5.

In all other cases, (e.g. when the UE is not configured with the ePDG selection information, or the UE is
registered via 3GPP accessto a PLMN but this PLMN does not match an entry in the ePDG selection
information, or the UE is not registered via 3GPP access to any PLMN), the UE shall select an ePDG by
performing the DNS procedure specified in clause 4.5.4.5.

ePDG Selection with DNS-based Discovery of Regulatory Requirements

The UE shall perform a DNS query using Visited Country FQDN, as specified in TS 23.003 [16] to determineif the
visited country mandates the selection of ePDG in this country as specified below.

1) If the DNS response contains no records, then the UE determines that the visited country does not mandate the
selection of ePDG in this country. In this case:

2)

a)

b)

If the ePDG selection information contains one or more PLMNSs in the visited country, the UE shall select an
ePDG in one of these PLMNSs. The UE shall consider these PLMNSs based on their prioritiesin the ePDG
selection information. If the UE fails to connect to an eéPDG in one or more of these PLMNSs, the UE shall
select an ePDG in the HPLMN according to bullet 1b below.

Otherwise, including the case when the UE fails to connect to an ePDG according to bullet 1a above, the UE
shall select an ePDG in the HPLMN. If the UE is configured with the ePDG identifier defined in bullet 1) of
clause 4.5.4.3, then the UE shall either use the configured FQDN and use the DNS server function to obtain
the | P address(es) of the ePDG(s) inthe HPLMN, or the UE shall use the configured | P address. Otherwise,
the UE shall construct an Operator Identifier FQDN as specified in clause 4.5.4.2 and shall use the DNS
server function to obtain the I P address(es) of the ePDG(s) in the HPLMN.

If the DNS response contains one or more records, then the UE determines that the visited country mandates the
selection of ePDG in this country. Each record in the DNS response shall contain the identity of a PLMN in the
visited country which may be used for ePDG selection. In this case:

a)

b)

<)

If the UE isregistered via 3GPP accessto a PLMN which isincluded in the DNS response, then the UE shall
select an ePDG in this PLMN. If the UE fails to connect to an ePDG in this PLMN, then the UE shall select
an ePDG in one of the other PLMNSs included in the DNS response as specified in bullet 2b below.

If the UE isregistered via 3GPP accessto aPLMN which is not included in the DNS response or the UE is
not registered via 3GPP accessto any PLMN or the UE fails to connect to an ePDG according to bullet 2a
above, then the UE shall select an eéPDG in one of the PLMNs included in the DNS response as follows:

The UE shall select one of the PLMNs included in the DNS response based on the prioritized list of PLMNs
in the ePDG selection information (i.e. the UE shall select first the highest priority PLMN in the ePDG
selection information that is contained in the DNS response). If the ePDG selection information does not
contain any of the PLMNsin the DNS response or the UE is not configured with the ePDG selection
information, or the UE was not able to connect to an ePDG in the PLMNs included in the ePDG selection
information and in the DNS response, then the UE shall select aPLMN included in the DNS response based
on its own implementation means.

If the UE cannot select an ePDG in any of the PLMNsincluded in the DNS response, then the UE shall stop
the ePDG selection.

3) If the UE does not receive a DNS response, then the UE shall stop the ePDG selection.

After the UE selectsa PLMN for ePDG selection as specified above, UE shall construct an Operator Identifier FQDN
for the selected PLMN and shall use the DNS server function to obtain the | P address(es) of the ePDG(s) in this PLMN.
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4.5.4a ePDG Selection for Emergency Services

454a.1 General

UE initiates the ePDG selection for emergency services when it detects a user request for emergency session and
determines that WLAN shall be used for the emergency access.

Unless the UE is attached to an ePDG that has indicated support for the emergency services and is located in the same
country where the UE is currently located, the UE terminates the exisitng ePDG connection, if any, and performsthe
emergency ePDG selection procedure described in clause 4.5.4a.2. Otherwise, the UE should reuse the existing ePDG
connection.

4.5.4a.2 Emergency ePDG Selection Procedure

The ePDG selection for emergency services shall use the ePDG selection procedure for non-emergency services
specified in clause 4.5.4, with the following modifications:

1) Separately configured ePDG Emergency Identifier shall be used instead of the ePDG Identifier specified in
clause 4.5.4.3;

2) The Operator Identifier Emergency FQDN and the Tracking/Location Area ldentity Emergency FQDN
(specified in TS 23.003 [16]) shall be constructed based on the rules specified in clause 4.5.4.2 and shall be used
instead of the Operator Identifier FQDN and the Tracking/L ocation Area Identity FQDN respectively;

3) The DNS-based discovery of the regulatory requirements described in clause 4.5.4.5 in the context of emergency
ePDG selection shall be based on a Visited Country Emergency FQDN (specified in TS 23.003 [16]), instead of
the Visited Country FQDN;

4) If the UE is not equipped with a UICC, the UE shall perform the emergency ePDG selection procedure without
using the ePDG selection configuration data (the ePDG Emergency Identifier and the ePDG selection
information), i.e., the UE shall consider those data as not configured.

NOTE 1: In case of authentication failure during an emergency ePDG selection attempt, or when the UE is not
equipped with a UICC, the ePDG selection attempt may result in unauthenticated emergency attachment,
if allowed by local policies.

NOTE 2: The ePDG access (for both the emergency and non-emergency services) may be rejected by the network
based on local policies related to availability of emergency servicesin specific geographic areas.

455 PCRF Selection

In addition to the PDN-GW and AF being served by one or more PCRF nodesin aHPLMN and, where applicable, in
VPLMN asin TS 23.401 [4], the following nodes in this specification also are served by PCRF:

- Serving GW;
- Elementsin trusted non-3gpp access;
- ePDG.

Selection of a PCRF by nodes served by PCRF in this specification, is the same as that in specified in TS 23.203 [19].

45.6 DSMIPv6 Home Link Detection Function

The DSMIPv6 Home Link Detection Function is used by the UE to detect if, for a specific PDN, an access interfaceis
the Home Link from a DSMIPv6 perspective.

It isup to the UE configuration to decide when to trigger the home link detection function for a specific PDN
connection, except that homelink detection for an access interface shall be performed before sending any DSMIPv6
Binding Update viathat access interface.

The UE detects the home link comparing the IPv6 prefix associated with a specific access system of the UE , and the
Home Network Prefix (HNP) associated with the PDN connection. If there is a match, the UE detectsit isin the home
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link for this specific PDN over the access interface. Otherwise, the UE detectsit is not in the home link for this specific
PDN over the access interface.

Home Network Prefix (HNP) may be assigned in a 3GPP access via PCO during 3GPP attach, if supported by the UE,
or vialKEV2.

NOTE: The UE knowsthe IPv6 prefix associated with a specific access system interface via | P address allocation
mechanisms applied in that access system.

The UE knows the HNP associated with a specific PDN from the | Psec security association bootstrap (see clause 6.3,
step 4) or from PCO received in 3GPP attach.

4.5.7 IMS Emergency Session Support

457.1 Overview

Support for IMS Emergency Session for E-UTRAN access connected to the EPC with GTP-based S5/S8 is covered in
TS 23.401 [4]. Corresponding changes that apply for PMIP-based S5/S8 interface are covered in clause 5 of this
specification.

For this Release of the specification, IMS Emergency Session Support for non-3GPP accesses connected to EPC is
limited to:

- Support of handover of emergency sessions from E-UTRAN access to HRPD access and is covered in clause 9
of this specification with an overview provided in clause 9.2.2.

NOTE: Support for IMS emergency sessions over HRPD access connected to EPC is not covered in this
specification.

- Support of IMS Emergency Session Support over WLAN access to EPC as described in clause 4. 5.7.2
45.7.2 IMS Emergency Session Support over WLAN access to EPC

457.2.1 Introduction

This clause provides an overview about the EPC functionality for emergency PDN connections used to support IMS
Emergency Session over WLAN untrusted or trusted access to EPC defined in TS 23.167 [83]. The specific
functionality is described in the affected procedures and functions of this specification. For discrepancies between this
overview clause and the detailed procedure and function descriptions the latter take precedence.

UEs request a PDN Connection for emergency services (also called an emergency PDN connection) when they are
aware they need to establish an IMS emergency session.

The UE shall not issue an emergency session over WLAN accessto EPC if the emergency session can be established
via 3GPP access.

In this Release of the specification, the same four behaviours of IMS emergency session support as identified in
TS 23.401 [4] clause 4.3.12 are applicable.

To get EPC access for emergency servicesin case of untrusted WLAN, the UE shall select an ePDG that supports
emergency services as specified in clause 4.5.4a. Then, if anew ePDG is selected, the UE shall execute the procedure of
Initial attach for S2b emergency services described in clause 7.2.5. Otherwise, if an existing ePDG connection is reused,
the UE shall perform the UE-initiated Connectivity to Additional PDN to Emergency Service PDN connectin described
inclause 7.6.3.

An ePDG/TWAG that supports emergency servicesis configured with Emergency Configuration Data that are applied
to all PDN Connections for emergency services. The Emergency Configuration Data contain the Emergency APN
which is used to derive a PDN GW, the statically configured PDN GW for the Emergency APN and optionally a
fallback statically configured PDN GW, and may also contain information on the default QoS to apply to a PDN
Connection for emergency services (as defined in clause 4.5.7.2.4).

The following procedures apply for emergency PDN connections for untrusted WLAN case:
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- procedures defined in clause 7.4.3 ("UE/ePDG-initiated Detach Procedure and UE-Requested PDN
Disconnection");
- procedures defined in clause 7.6 ("UE-initiated Connectivity to Additional PDN");
- procedures defined in clause 7.9.2 ("PDN GW initiated Resource Allocation Deactivation™);
- procedures defined in clause 7.10 ("Dedicated S2b bearer activation");
- procedures defined in clause 7.11.1 ("PDN GW initiated bearer modification");

- procedures defined in clause 8 ("Handovers without Optimizations Between 3GPP Accesses and Non-3GPP |P
Accesses').

As part of these procedures, the UE local 1P address and optionally UDP or TCP source port number (if NAT is
detected) are reported from ePDG to the PDN GW. When Access Network Information reporting has been set by the
PCRF, the UE local 1P address and optionally UDP or TCP source port number (if NAT is detected) is reported to the
PCRF.

NOTE: TheUE loca IP addressis used by the UE for sending al IKEv2, RFC 5996 [9], messages and as the
source address on the outer header of the IPsec tunnel to the ePDG.

To get EPC access for emergency servicesin case of trusted WLAN, the UE shall select a Trusted WLAN that supports
emergency services. Thisisdefined in clause 4.8.2b. Then the UE executes the procedure of Initial attach for S2a
emergency services described in clause 16.2.1a

The following procedures apply for emergency PDN connections for trusted WLAN case:
- procedures defined in clause 16.3 (" Detach and PDN disconnection in WLAN on S2a');
- procedures defined in clause 16.4 ("PDN GW initiated Resource Allocation Deactivation in WLAN on S2a');
- procedures defined in clause 16.5 (" Dedicated bearer activation in WLAN on GTP S2a');
- procedures defined in clause 16.6.1 ("PDN GW Initiated Bearer Modification");
- procedures defined in clause 16.7.1.1 ("UE/TWAN Initiated Detach Procedurein WLAN on GTP S2a'");
- procedures defined in clause 16.7.2.1 ("UE/TWAN Initiated Detach Procedurein WLAN on PMIP S2a");

- procedures defined in 16.8 ("UE Initiated PDN connectivity request procedure in WLAN on S2afor Multi-
connection Mode");

- procedures defined in clause 16.9 ("UE/TWAN Initiated PDN disconnection for Multi-connection Mode");
- procedures defined in clause 16.10 ("Handover procedure from 3GPP accessto WLAN on S2a'");

The emergency PDN connection is not a subscribed service. Thus procedures related with HSS Initiated Subscribed
QoS Madification in clause 7.11.2, procedures related with HSS Initiated Bearer Modification in clauses 16.6.2 and
16.7.2.2 or procedures related with "HSS/AAA-initiated Detach Procedure” in clauses 7.4.4, 16.3.1.2 and 16.3.2.2 do
not apply to emergency PDN connections.

Procedures related with S2¢ do not apply to emergency PDN connections.

45.7.2.2 Architecture Reference Model for Emergency Services

In this Release of the specification, both the non-roaming architecture defined in Figure 4.2.2-1 and the roaming
architecture defined in Figure 4.2.3-1 apply for emergency services.

45.7.2.3 PDN GW selection function for Emergency Services

The PDN GW selection does not depend on subscriber information in the HSS since emergency service support is not a
subscribed service but alocal service. Upon reception from the UE indication that a PDN connection for emergency
services needs to be established, the ePDG/TWAG looks up its configured Emergency Configuration Data. The
Emergency Configuration Data contains the Emergency APN to be used to derive a PDN GW, or may also contain the
statically configured PDN GW for the Emergency APN.
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When a PDN GW is selected based on the Emergency APN, the PDN GW selection function described in clause 4.3.8.1
of TS 23.401 [4] for normal bearer servicesis applied to the Emergency APN. The PDN GW selection function shall
aways derive aPDN GW in the local PLMN.

This functionality is used by the Initial Attach procedure for emergency services as described in clause 7.2.5 for
untrusted WLAN and clause 16.2.1a for trusted WLAN.

45724 QoS for Emergency Services

The Default QoS values used over S2b/S2a for establishing emergency PDN connections are configured in the
Emergency Configuration Data.

NOTE: The WLAN network may support traffic priority management based on DSCP marking or may support
WFA WMM profile specification, however the mapping between the 3GPP PCC QoS and the DSCP
marking in ePDG/TWAG and the control of QoS marking by UE for uplink traffic are not defined in this
release of the specification.

45725 PCC for Emergency Services

The same mechanisms than defined for 3GPP accessin clause 4.3.12.6 of TS 23.401 [4] apply.

45.7.2.6 IP Address Allocation

The same mechanisms than defined for 3GPP accessin clause 4.3.12.8 of TS 23.401 [4] apply.

45.7.2.7 Handling of PDN Connections for Emergency Bearer Services

The same mechanisms as those defined for 3GPP accessin clause 4.3.12.9 of TS 23.401 [4] apply with the only
difference being that it is the ePDG/TWAG (and not the MME) that shall reject any additional emergency PDN
Connection requests.

45.7.2.8 Network provided WLAN Location Information
In the case of trusted WLAN Access, WLAN Location Information is provided as specified in clause 16.1.7.
In the case of untrusted WLAN access, WLAN Location Information is provided as follows:

When as part of procedures for Authentication and Authorization on an Access Point based on USIM credentials,
the WLAN Access Network provides WLAN Access Network location information to the 3GPP AAA server
that it considers as network provided location, the 3GPP AAA server stores this information and providesit to
the ePDG at the SWm Authentication and or Autorization procedure or upon request of the ePDG.

NOTE 1: Itisuptolocal 3GPP AAA server policiesto decide whether location information received from the
WLAN access network may be considered as network provided location. The definition of the policies
used by 3GPP AAA server is outside the scope of 3GPP.

Thislocation information is called WLAN Location Information and contains the same information asis
contained in the TWAN ldentifier defined in clause 16.1.7. The Age of the WLAN Location information is
provided in conjunction with the WLAN Location information.

NOTE 2: In cases where an UE may within an area move between AP(s) without the 3GPP AAA server being
notified of this mobility, the WLAN Location Information can only refer to the first AP used by the UE
within the area.

The 3GPP AAA server shall update its storage of WLAN Location Information associated with an UE when it
receives WLAN Access Network location information from aWLAN AN that it considers as trustworthy for
network provided location. The 3GPP AAA server shall remove its storage of WLAN Location Information
associated with an UE when it becomes aware that the WLAN session of the UE isterminated or when it
receives WLAN Access Network location information from a WLAN AN that it considers as not trustworthy for
network provided location.

The ePDG shall store WLAN Location Information associated with an UE when it receives WLAN Access
Network location information from the 3GPP AAA server. The ePDG shall remove its storage of WLAN
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Location Information associated with an UE when it receives from the 3GPP AAA server an indication that no
WLAN Access Network |ocation information is available for this UE.

The WLAN Location Information information and its Age, when available, are propagated by the ePDG to the
PDN GW and then via PCC as defined in TS 23.203 [19]. This takes place at the UE-initiated connectivity to an
initial PDN connection (Attach Procedure), at the UE-initiated connectivity to an additional PDN connection or,
as described below, when the ePDG needs to send User Location Information about an already established PDN
connection.

When the AAA server has sent WLAN Location Information at the UE-initiated connectivity to an initial
(Attach Procedure) or additional PDN connection, and when later the ePDG needs to send User location
Information towards the PDN GW over S2b, the ePDG may initiate a WLAN Location Information Request to
fetch the most up to date WLAN Location Information in conjunction with the age of this Information.

Roaming Scenarios

PDN 3GPP
UE ePDG oW AAA VPCRF hPCRF AAD

Proxv

0. The UE may move between WLAN AN

1. A procedure is triggered that
requires the ePDG to provide User
Location Information over S2b for an
already established PDN connection

2. WLAN Location Information
Request

3. WLAN Location Informatipn
Answer (WLAN location
information, WLAN location

4. S2b signalling with possibly
WLAN location information, WLAN

location information Age) 5. PCEF Injitiated IP-CAN Sgssion
Modificatign (Access Netwoik Information)

Figure 4.5.7.2.8-1: EPDG retrieval of WLAN Location Information

0) When the 3GPP AAA server detects that the UE has moved between WLAN AN, it locally updates or
removes the WLAN Location Information information and its Age it stores for the UE.

1) A procedureistriggered that requires the ePDG to provide User Location Information over S2b for an
aready established PDN connection. The corresponding procedures are:

- 7.4.3 UE/ePDG-initiated Detach Procedure and UE-Requested PDN Disconnection with GTP on S2b.
- 7.9.2 PDN GW initiated Resource Allocation Deactivation with GTP on S2b.

- 7.10 Dedicated S2b bearer activation with GTP on S2b.

- 7.11 S2bbearer modification with GTP on S2b.

2) Whenthe AAA server has sent WLAN Location Information at the set-up of a SWm session and the ePDG
has detected a change of the outer |P address of the UE, the ePDG initiatesa WLAN Location Information
Request (IMSl) towards the 3GPP AAA server.
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3) The 3GPP AAA server providesa WLAN Location Information Answer that may contain WLAN location
information and WLAN location information Age or an indication that no WLAN location information is
available. The ePDG replaces any WLAN location information andWLAN location information Age it may
have stored beforehand by the information received from the 3GPP AAA server. When the WLAN Location
Information Answer contains an indication that no WLAN location information is available, the ePDG
removes any WLAN location information and WLAN location information Age it may have stored
beforehand about the UE.

4) The ePDG issues S2b signalling with User Location Information. The User Location Information shall
include UE local 1P address and optionally UDP or TCP source port number (if NAT is detected). The User
Location Information includes WLAN Location Information (and its Age) only when the ePDG has such
information currently available about the UE. When the PDN GW receives no WLAN Location Information
from the ePDG it shall delete any such information it may have stored for the PDN connection.

5) If requested by the PCRF the PDN GW forwards to the PCRF following information extracted from User
Location Information it may have received from the ePDG:

- TheUE loca IP address and optionally UDP or TCP source port number (if NAT is detected).
- WLAN location information in conjunction with the Age of this information,

When the PCRF receives no WLAN location information from the PDN GW within User Location
Information the WLAN location information is considered as not any longer valid.

45.7.29 Determination of location

If the UE needs to provide location information when requesting an emergency session, the UE may determine its
location by using its own implementation-specific means (e.g. by using its GPS receiver). If, however, the UE cannot
determine its location by its own means, the UE may retrieve its location from aWLAN AP, prior or after association
with the AP, by requesting the Civic Location ANQP element, the Geospatial Location ANQP element or both as
specified in |EEE Std 802.11-2012 [64]), using ANQP procedures described in HS2.0 Rel-2 specification [75].

NOTE: Location determination based on WLAN ANQP procedures should be considered as less reliable than e.g.
location determination based on GPS receiver.

4.5.7.2.10 Support of PS handover with 3GPP EPC
Seamless PS handover between WLAN and 3GPP EPC is supported if the following conditions are satisfied:

- For unauthenticated UEs and for authenticated roaming UEs, the ePDG/TWAG is configured with a static PDN
GW identity and optionally a fallback PDN GW identity as part of the Emergency Configuration Data.

- When the UE initiates an Emergency Attach with handover indication to the MME, the MME uses the static
PDN GW identity locally configured instead of querying the HSS as described in TS 23.401 [4].

- For authenticated non-roaming UES, based on operator policy, the ePDG/TWAG may select a PDN GW based
on DNSlook up for the emergency APN, which is configured in the Emergency Configuration Data. In such
case:

- During the initial establishment of the PDN connection for emergency services, the "PDN GW currently in
use for emergency services', which comprises the PDN GW address and an indication that the PDN
connection is for emergency servicesis provided to the HSS by the PDN GW viathe 3GPP AAA server over
S6b and SWx as described in clause 7.2.5 for untrusted WLAN and clauses 16.2.1aand 16.8.1 for trusted
WLAN and by the MME over S6a as described in TS 23.401 [4]. The HSS stores it as a specific data"PDN
GW currently in use for emergency services', not associated with any APN. If the HSS detects that the UE is
attached to the other access (3GPP or WLAN), the HSS updates the corresponding serving node (MME,
ePDG or TWAN) with the "PDN GW currently in use for emergency services'.

- During the handover procedure from WLAN to 3GPP EPC, the "PDN GW currently in use for emergency
services' information is provided by the HSS as part of the subscription information sent to the MME over
S6a as described in clause 8.6.1.1 for untrusted WLAN and clause 16.11 for trusted WLAN.

- During the handover procedure from 3GPP EPC to WLAN, the "PDN GW currently in use for emergency
services' information is provided by the HSS as part of the subscription information sent to the ePDG /
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TWAG viathe 3GPP AAA server over SWx and SWm/ STaas described in clause 8.6.2.1 for untrusted
WLAN and clauses 16.10.1.1 and 16.10.2.1 for trusted WLAN.

- Alternatively for non-roaming authenticated UEs, based on operator policy (e.g. the network supports handovers
to/from HRPD), the ePDG/TWAG may be configured with a static PDN GW identity as part of the Emergency
Configuration Data. In such case, when the UE initiates an Emergency Attach with handover indication to the
MME, the MME uses the static PDN GW identity locally configured instead of querying the HSS as described in
TS 23.401[4].

4.5.8  APN congestion Control Function for eHRPD

The PDN GW may provide mechanisms for avoiding and handling overload situations for eHRPD over S2a. These
include the rejection of PDN connection requests from UESs.

When performing overload control the PDN GW shall operate as specified in clause 4.3.7.5 of TS 23.401 [4].

NOTE: Thewordsof "Bearer" in clause 4.3.7.5 of TS 23.401 [4] are replaced by "PDN connection™ for eHRPD.
When receiving the rejection from the PDN GW, the HSGW shall operate as specified in clause 4.13 of the 3GPP2
X.S0057 [51].

45.9 GTP-C signalling based Load and Overload Control for trusted and
untrusted WLAN

4591 GTP-C load control

GTP-C Load Control feature is an optional feature which allows a GTP control plane node to send its Load Control
Information to a peer GTP control plane node which the receiving GTP control plane peer node uses to augment
existing PDN GW selection procedure.

GTP-C Load Control feature allows the PDN GW to send its Load Control Information to the TWAN/ePDG (for
enhanced load balancing across PDN GWs during Attach or new PDN connectivity request scenarios).

Thisfeature is supported over S2a and S2b interfaces via GTPv2 control plane protocol.

The same concepts as described in TS 23.401 [4], clause 4.3.7.1a.1 for PGW Load Control apply with the
TWAN/ePDG playing asimilar role asthe MME/SGSN.

NOTE: Referto clause 12 of TS 29.274 [57] for the details, such as exact format of the Load Control
Information, mechanisms to discover the support of the feature by the peer node, interfaces for which this
feature is applicable, APN level load control, etc.

4592 GTP-C overload control

GTP-C Overload Control feature is an optional feature. Nodes using GTP control plane signalling may support
communication of Overload Control Information in order to mitigate overload situation for the overloaded node through
actions taken by the peer node(s).

Thisfeature is supported over S2a and S2b interfaces via GTPv2 control plane protocol.

The Overload Control Information may convey information regarding the node itself and/or regarding specific APN(s)
status.

GTP-C Overload Control feature allows the PDN GW to send its Overload Control Information to the TWAN/ePDG.
GTP-C Overload Control feature allows the TWAN/ePDG to send its Overload Control Information to the PDN GW.
An ePDG may apply certain restrictions towards PDN GW that have indicated overload, e.g.:

- reject PDN connection requests from the UE (e.g. Initial Attach, UE-initiated Connectivity to Additional PDN,
Attach and PDN Connectivity Request at handover to Untrusted WLAN) and locally set a back-off timer. As
long as the back-off timer is running, the ePDG shall reject the subsequent PDN connection requests from the
UE;
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- reduce/throttle messages towards the PDN GWSs indicating overload status;
- apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.

A TWAN may during access authentication in Transparent Single-Connection Mode, Single-Connection Mode and
during WL CP procedures in Multi-Connection Mode apply certain restrictions towards PDN GW that have indicated
overload, e.g.:

- reject PDN connection requests from the UE (e.g. Initial Attach with PDN Connectivity, UE Initiated PDN
connectivity request, Attach and PDN Connectivity Request at handover to Trusted WLAN) asfollows:

- for Transparent Single-Connection Mode, locally set a back-off timer and prevent the UE from accessing the
SSID. For any further request for the same UE and the same SSID, as long as the back-off timer is running,
the TWAN prevents the UE from accessing the SSID.

NOTE 1. Some UE(s) may black-list an AP when they fail to authenticate on this AP. The following
mechanisms can help lowering the risk of having to reject an attempt to access TWAN in
Transparent Single-Connection Mode:

- The TWAN reselects another PDN GW to retry PDN connection establishment, if more than
one PDN GW supports the target APN,

- If possible, the TWAN rejects UEs in Single-Connection Mode and Multi-Connection Mode
before rejecting UEsin Transparent Single-Connection Mode when the PDN GW(s) have
indicated overload.

- for Single-Connection Mode, reject EPC access requests from the UE with a Session Management back-off
timer that instructs the UE to not request new PDN connectivity to the same APN for the indicated time.

- for Multi-Connection Mode, reject WLCP PDN connection requests for the same APN from the UE with a
Session Management back-off timer that instructs the UE to not request new PDN connectivity to the same
APN for the indicated time.

- reduce/throttle messages towards the PDN GWSs indicating overload status;
- apply other implementation specific mechanisms, which are outside the scope of 3GPP specifications.

The same concepts as described in TS 23.401 [4] clause 4.3.7.1a.2 for PGW Overload Control apply with the
TWAN/ePDG playing asimilar role asthe MME/SGSN.

NOTE 2: Refer to clause 12 of TS 29.274 [57] for the details, such as exact format of the Overload Control
Information, mechanisms to discover the support of the feature by the peer node, interfaces for which this
feature is applicable, APN level overload control, etc.

If the UE has received a Session Management back-off timer over non-3GPP access from the TWAG, the UE shall not
send any Session Management requests related to that APN to the network viaWLAN as long as the Session
Management back-off timer is running.

A Session Management back-off timer received over non-3GPP access has no impact on the UE behaviour in 3GPP
access. A Session Management back-off time received over 3GPP access has no impact on the UE behaviour in non-
3GPP access.

NOTE 3: For ePDG, since a Session Management back-off timer is not provided to the UE, the UE may retry its
reguest. Thisresultsin repeated signaling towards the ePDG before the network rejects the request from
UE. Hence, it may cause the overload of the ePDG.

A PDN GW may apply certain restrictions towards TWAN/ePDG that have indicated overload, e.g. apply similar
policies as those described in TS 23.401 [4] clause 4.3.7.1a.2 in the case of an MME or an SGW has indicated overload.

ETSI



3GPP TS 23.402 version 14.4.0 Release 14 48 ETSI TS 123 402 V14.4.0 (2017-07)

4.6 Identities

46.1 User Identification

In order to access the 3GPP Evolved Packet Core from non-3GPP accesses, and get Authentication, Authorization and
Accounting services from the Evolved Packet Core, the NAI RFC 4282 [15] based user identification defined in
TS 23.003 [16] shall be used.

In order to support network-based and client-based mobility related services from the evolved packet core, the NAI
RFC 4282 [15] based user identification as defined in TS 23.003 [16] shall be used by the network and mobility clients.
The username part of NAI shall be based on IMSI. For emergency attached UES to the HRPD access which do not have
authenticated IM S, the username part of the MN NAI shall be based on IMEI as defined in TS 23.003 [16] for S2aand
S101 reference points (see clause 9). IMSI shall be used for user identification on the GTP based S2b interface.

For emergency services over WLAN, an UE that has an IMSI shall contruct the NAI with the username part based on
IMSI. If the UE does not have an IMSI, it shall construct the NAI with the username part based on IMEI.

For emergency attached UEsto the WLAN access which do not have authenticated IMSI (including the case
authentication was not performed), IMEI shall be used for user identification for Authorization and Accounting services
from the Evolved Packet Core, as well as on the GTP based S2b interface.

User identification in non-3GPP accesses may require additional identities that are out of the scope of 3GPP. These user
identities, if not compliant to TS 23.003 [16], are however not sufficient to identify a user in the 3GPP Evolved Packet
Core.

4.6.2 EPS bearer identity with GTP based S2b/S2a

With GTP based S2b an EPS Bearer ID uniquely identifies an S2b bearer between an ePDG and a PDN GW for one UE
accessing via non 3GPP access (see clause 4.10.3). This EPS Bearer ID is alocated by the ePDG and is not known to
the UE.

With GTP based S2a an EPS Bearer 1D uniquely identifies an S2a bearer between a TWAN and a PDN GW for one UE
accessing viatrusted WLAN access. This EPS Bearer ID isdlocated by the TWAN and is not known to the UE.

The EPS Bearer IDs assigned for a specific UE on S2b are independent of the EPS Bearer |1Ds assigned for the same UE
on S5/S8 and may overlap in value.

The EPS Bearer IDs assigned for a specific UE on S2a are independent of the EPS Bearer |Ds assigned for the same UE
on S5/S8 and may overlap in value.

NOTE 1. In MAPCON scenario with one PDN connection over 3GPP access and another PDN connection over
untrusted non-3GPP access, the possibly identical EPS Bearer ID used simultaneously on S2b and S5/S8
designates two distinct traffic flow aggregates.

NOTE 2: When aPDN connection is handed over between 3GPP access and untrusted non-3GPP access, the
possibly identical EPS Bearer ID on the source and target side may designate distinct traffic flow

aggregates.
4.7 IP Address Allocation

4.7.1 IP Address Allocation with PMIP-based S5/S8

The | P address allocation mechanisms described in clause 5.3.1.1 of TS 23.401 [4] are also valid for the PMIP based
S5/S8. This clause is complementary to clause 5.3.1 of TS 23.401 [4] and describes the differences in the IP Address
allocation when PMIP-based S5/S8 is used.

For IP address allocation with PM1P-based S5/S8, the following clarifications apply:
- If the PDN Type associated with the PDN connection is |Pv4:
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If initial and handover attach and deferred |Pv4 address allocation is not used, the IPv4 address is allocated
via default bearer activation. This case does not present any architecture differences from the GTP based
S5/S8 described in clause 5.3.1.2.1 of TS 23.401 [4]. In this case, the Serving GW shall request 1Pv4 address
in the Proxy Binding Update. Then the |Pv4 addressis assigned by the PDN GW and returned to the Serving
Gateway in the Proxy Binding Acknowledgement.

If initial and handover attach and deferred | Pv4 address allocation is used, the | Pv4 address allocation and
IPv4 parameter configuration via DHCPv4 according to RFC 2131 [28] and RFC 4039 [29] procedure does
not present any architecture differences from the GTP based S5/S8 described in TS 23.401 [4],

clause 5.3.1.2.4, except that the Serving GW shall have DHCPv4 relay agent functionality. The Serving GW
shall request IPv4 address in the Proxy Binding Update. Then the IPv4 address is assigned by the PDN GW
and returned to the Serving Gateway in the Proxy Binding Acknowledgement. The PDN GW shall also send
the DHCPv4 Address Allocation Procedure Indication in the same Proxy Binding Acknowledgement
message. |n this case, the UE 1Pv4 address assighed by the PDN GW is not provided as part of the default
bearer activation procedures to the UE. The Serving GW replaces the |Pv4 address assigned by the PDN GW
to 0.0.0.0 in the response message to the MME. The MME then forwards the 0.0.0.0 address to the UE. After
the default bearer establishment procedure is completed, the UE uses the connectivity with the EPS and
initiates the 1Pv4 address all ocation on its own using DHCPv4 as specified in figure 4.7.1-1. The IPv4
address provided to the UE by DHCPv4 procedure shall correspond to the value provided in the Proxy
Binding Acknowledgement message.

If the IPv4 address is allocated by using DHCPv4 procedure, then at any time after the UE releases the |Pv4
address using DHCPv4 or the | Pv4 address lease time expires, the PDN GW initiates the "PDN-GW initiated
PDN-disconnection” procedure for the given PDN connection. The same |Pv4 address shall not be allocated
to another UE immediately.

- If the PDN Type associated with the PDN connection is IPv6:

IPv6 network prefix allocation via |Pv6 Stateless Address auto-configuration: The IPv6 network prefix is
assigned by the PDN GW and returned to the Serving Gateway in the Proxy Binding Acknowledgement. The
Serving GW shall advertise the same information as the PDN GW would advertise with GTP based S5/S8.
To ensure that link-local address generated by the UE does not collide with the link-local address of the
Serving GW, the PDN GW shall provide an interface identifier to the UE and the UE shall use thisinterface
identifier to configureits link-local address. For statel ess address auto-configuration however, the UE can
choose any interface identifier to generate | Pv6 address, other than link-local, without involving the network.
The PDN GW shall also provide alink-local address to the Serving GW and the Serving GW shall use the
link-local address on the access link shared with the UE. In the case of PMIP-S5/S8 because any prefix that
the Serving GW will advertise to the UE is unique, there is no need for the UE to perform Duplicate Address
Detection for global uniqueness for any 1Pv6 address configured from the allocated 1Pv6 network prefix.
However, the Serving GW shall respond with Neighbor Advertisement upon receiving Neighbor Solicitation
messages from a given UE. For example, the UE may perform Neighbor Unreachability Detection towards
the Serving GW, the Serving GW supports the DAD related functionality similar to that supported by PDN
GW in the case of GTP based S5/S8 described in TS 23.401 [4], clause 5.3.1.2.2. Otherwise the PDN GW
has the same functions as it is defined in TS 23.401 [4], clause 5.3.1.2.2.

IPv6 parameter configuration via Stateless DHCPv6 procedure does not present any architecture differences
from the GTP based S5/S8 described in TS 23.401 [4], clause 5.3.1.2.3, except that the Serving GW shall
have DHCPV6 relay agent functionality. The P-GW notifies the UE with the same DNSv6 information as was
provided via PCO during the PDN connection establishment procedure, e.g. Attach, if DHCPv6 procedureis
performed by the UE.

If sent, the router solicitation from the UE comes subsequent to the Attach procedure, as shown in
Figure 4.7.1-2. The IPv6 network prefix assigned in the PMIP Binding Acknowledgement is sent in the
Router Advertisement.

- If the PDN type associated with the PDN connection is | Pv4ve6:

The IPv6 network prefix allocation via |Pv6 Stateless Address auto-configuration procedure and |Pv6
parameter configuration via Stateless DHCPv6 procedure are the same as for PDN type IPv6 defined in
pervious bullets.

If initial attach and deferred | Pv4 address alocation is used, the Serving GW shall request both I1Pv6 network
prefix and 1Pv4 address in the Proxy Binding Update. In this case no IPv4 address is assigned by the PDN
GW during the attach procedure. Only IPv6 network prefix is returned to the Serving Gateway in the Proxy
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Binding Acknowledgement. The PDN GW shall also send the DHCPv4 Address Allocation Procedure
Indication in the same PBA message. Then the Serving GW shall respond to the UE by setting the |Pv4 PDN
Addressto 0.0.0.0. The UE may obtain an IPv4 address subsequently, by initiating DHCPv4 procedure as
specified in figure 4.7.1-1.

- If initial attach and deferred IPv4 address allocation is not use