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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

This document specifies a functional architecture for service enabler architecture layer (SEAL) over 3GPP networks to
support vertical applications (e.g. V2X applications). This functional architecture will include common application
plane and signalling plane entities. A set of common services (e.g. group management, configuration management,
location management) specified in this document can be shared across vertical applications.

The SEAL functional architecture takes into consideration the common capabilities to support mission critical and other
vertical applications.
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1 Scope

The present document specifies the functional architecture for service enabler architecture layer (SEAL) and the
procedures, information flows and APIs for each service within SEAL in order to support vertical applications over the
3GPP system. The present document is applicable to vertical applications using E-UTRAN or NR access based on the
EPS or 5GS architecture defined in 3GPP TS 23.401 [9], 3GPP TS 23.246 [17], 3GPP TS 23.468 [16],

3GPP TS 23.501 [10], and 3GPP TS 23.247 [39]. To ensure efficient use and deployment of vertical applications over
3GPP systems this specification for SEAL services includes the group management, configuration management,
location management, identity management, key management, network resource management, notification
management, network slice capability enablement, data delivery and application data analyti cs enablement.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
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3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP
TR 21.905[1].

VAL user: An authorized user, who can useaVAL UE to participate in one or more VAL services.

VAL user ID: A generic name for the user ID of aVAL user within a specific VAL service.

VAL UE: A UE that can be used to participate in one or more VAL services.

VAL client: An entity that provides the client side functionalities corresponding to the vertical applications.
SEAL client: An entity that provides the client side functionalities corresponding to the specific SEAL service.
VAL service: A generic name for any service offered by the VAL service provider to their VAL users.

SEAL service: A generic name for acommon service (e.g. group management, configuration management, location
management) that can be utilized by multiple vertical applications.

SEAL provider: Provider of SEAL service(s).

VAL server: A generic name for the server application function of a specific VAL service.

SEAL server: An entity that provides the server side functionalities corresponding to the specific SEAL service.
VAL system: The collection of applications, services, and enabling capabilities required to support a VAL service.
Primary VAL system: VAL system where the VAL user profiles of aVVAL user are defined.

Partner VAL system: A VAL system that has a business relationship with the primary VAL system such that service
can be offered to primary VAL system users.
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VAL group: A defined set of VAL UEsor VAL users configured for specific purposein a VAL service.
NOTE: The set could be of either VAL UEsor VAL users depending on the specific VAL service.

VAL group home system: The VAL system where the VAL group is defined.

VAL group member: A VAL service user, whose VAL user ID islisted in aparticular VAL group.

VAL stream: A time sensitive communication stream is used to transport atime sensitive data flow, and is defined by a
stream specification (which identifies a source and destination of the data flow) and a traffic specification (which
defines the characteristics of the data flow). VAL stream isidentified by a VAL stream ID.

Vertical: Seevertica domain.
Vertical application: An application catering to a specific vertical.

M BS session announcement: Mechanism to provide the necessary information to the NRM client to enable the
reception of the VAL service dataviathe MBS session.

For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.104 [2] apply:

Vertical domain

For the purpose of the present document, the following terms given in 3GPP TS 23.247 [39] apply:

MBS session
MBS servicearea
MB-SMF servicearea

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905[1].

5GS 5G System

5GVN 5G Virtua Network

CAPIF Common API Framework for northbound APIs
CNC Centralized Network Configuration

CRUDN Create, Retrieve, Update, Delete and Notify
EPC Evolved Packet Core

GPsI Generic Public Subscription Identifier

LWP Light-weight Protocol

NEF Network Exposure Function

NR New Radio

PCC Policy and Charging Control

SCEF Service Capability Exposure Function

SEAL Service Enabler Architecture Layer for Verticals
SEAL-UU Service Enabler Architecture Layer for Verticals, Universal UE-network interface
TSC Time Sensitive Communication

TSN Time Sensitive Networking

VAL Vertical Application Layer

NOP Network Operator

NSaaS Network Slice as a Service
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4 Architectural requirements

4.1 General

4.1.1 Description

This subclause specifies the general requirements for SEAL.

4.1.2 Requirements

[AR-4.1.2-a] The SEAL shall support applications from one or more verticals.
[AR-4.1.2-b] The SEAL shall support multiple applications from the same vertical.
[AR-4.1.2-c] The SEAL shall offer SEAL services as APIs to the vertical applications.
[AR-4.1.2-d] The SEAL shall support notification mechanism for SEAL service events.

[AR-4.1.2-€] The API interactions between the vertical application server(s) and SEAL server(s) shall conform to
CAPIF as specified in 3GPP TS 23.222 [§].

[AR-4.1.2-f] The SEAL server(s) shal provide a service API compliant with CAPIF as specified in
3GPPTS23.222[8].

4.2 Deployment models

4.2.1 Description

This subclause specifies the requirements for various deployment models.

4.2.2 Requirements
[AR-4.2.2-a] The SEAL shall support deploymentsin which SEAL services are deployed only within PLMN network.

[AR-4.2.2-b] The SEAL shall support deploymentsin which SEAL services are deployed only outside of PLMN
network.

[AR-4.2.2-c] The SEAL shall support deploymentsin which SEAL services are deployed both within and outside the
PLMN domain at the same time.

[AR-4.2.2-d] The SEAL shall support SEAL capabilities for centralized deployment of vertical applications.
[AR-4.2.2-€] The SEAL shall support SEAL capabilities for distributed deployment of vertical applications.

4.3 Location management

4.3.1 Description

This subclause specifies the requirements for location management service.

4.3.2 On-network functional model requirements
[AR-4.3.2-a] The SEAL shall enable sharing location data between client and server for vertical applications usage.

[AR-4.3.2-b] The SEAL shall support different granularity of location data, as required by the vertical application.
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[AR-4.3.2-c] The SEAL shall support requests for on-demand location reporting.
[AR-4.3.2-d] The SEAL shall support client location reporting based on triggers.
[AR-4.3.2-€] The SEAL shall enable vertical applications to receive updates to the location information.

[AR-4.3.2-f] The SEAL shall enable sharing the network location information obtained from the 3GPP network systems
to the vertical applications.

[AR-4.3.2-g] The SEAL shall provide a mechanism to enable vertical applicationsto obtain alist of UE(s), and the
location information of each UE, in the proximity to a designated/requested location.

4.3.3 Off-network functional model requirements

[AR-4.3.3-a] The SEAL shall support on-demand location reporting and event-triggered location reporting within PC5
communication.

4.4 Group management

4.4.1 Description

This subclause specifies the requirements for group management service.

4.4.2 Requirements

[AR-4.4.2-a] The SEAL shall enable group management operations (e.g. CRUDN) by the authorized users or VAL
server.

[AR-4.4.2-b] The SEAL shall enable creation of group to be used by one or more vertical applications within the same
VAL system.

[AR-4.4.2-c] The SEAL shall enable two or more groups to be merged (temporarily or permanently) into a single group
by the authorized users or VAL server wherein all the group members of the constituent groups are designated as
members of the merged group.

4.5 Configuration management

45.1 Description

This subclause specifies the requirements for configuration management service.

4.5.2 Requirements
[AR-4.5.2-a] The SEAL shall enable configuring service specific configuration data applicable to vertical applications.
[AR-4.5.2-b] The SEAL shall support configuring data applicable to different vertical applications.

4.6 Key management

4.6.1 Description

This subclause specifies the requirements for key management service.

4.6.2 Requirements

[AR-4.6.2-a] The SEAL shall support secure distribution of security related information (e.g. encryption keys).
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[AR-4.6.2-b] The SEAL shall support all communicationsin SEAL ecosystem to be secured.

4.7 ldentity management

4.7.1 Description

This subclause specifies the requirements for identity management service.

4.7.2 Requirements

[AR-4.7.2-a] The SEAL shall enable the accessto SEAL services from the vertical application layer entities to be
authorized.

4.8 Network resource management

4.8.1 Description

This subclause specifies the requirements for network resource management service.

4.8.2 Requirements

[AR-4.8.2-a] The SEAL shall enable support for unicast bearer establishment and modification to support service KPIs
for VAL communications.

[AR-4.8.2-b] The SEAL shall enable support for multicast bearer establishment and modification to support service
KPIsfor VAL communications.

[AR-4.8.2-c] The SEAL shall support announcement of multicast bearersto the UEs.
[AR-4.8.2-d] The SEAL shall support switching of bearers between unicast and multicast.
[AR-4.8.2-€] The SEAL shall support multicast bearer quality detection.

[AR-4.8.2-f] The SEAL shall enable support for unicast PDU session establishment and modification to support service
KPIsfor VAL communications.

[AR-4.8.2-g] The SEAL shall enable support for MBS session (multicast or broadcast type) establishment and
modification to support service KPIsfor VAL communications.

[AR-4.8.2-h] The SEAL shall support announcement of MBS session (multicast or broadcast type) to the UEs.

[AR-4.8.2-i] The SEAL shall support switching of between unicast PDU session and MBS session (multicast or
broadcast type).

[AR-4.8.2-j]] The SEAL shall support MBS session (multicast or broadcast type) quality detection.

5 Involved business relationships

Figure 5-1 shows the business rel ationships that exist and that are needed to support asingle VAL user.
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VAL service agreement

SEAL provider
arrangement

K

VAL service provider SEAL provider

PLMN operator service
arrangement (includes
PLMN subscription

arrangement)

PLMN Operator
service arrangement

Home
PLMN operator

Visited
PLMN operator

PLMN roaming
agreement

Figure 5-1: Business relationships for VAL services

The VAL user belongsto a VAL service provider based on a VAL service agreement between the VAL user and the
VAL service provider. The VAL service provider can have VAL service agreements with several VAL users. The VAL
user can have VAL service agreements with several VAL service providers.

The VAL service provider and the home PLMN operator can be part of the same organization, in which case the
business relationship between the two isinternal to a single organization.

The VAL service provider can have SEAL provider arrangements with multiple SEAL providers and the SEAL
provider can have PLMN operator service arrangements with multiple home PLMN operators. The SEAL provider and
the VAL service provider or the home PLMN operator can be part of the same organization, in which case the business
relationship between the two isinternal to a single organization.

The home PLMN operator can have PLMN operator service arrangements with multiple VAL service providers and the
VAL service provider can have PLMN operator service arrangements with multiple home PLMN operators. As part of
the PLMN operator service arrangement between the VAL service provider and the home PLMN operator, PLMN
subscription arrangements can be provided which allows the VAL UEsto register with home PLMN operator network.

The home PLMN operator can have PLMN roaming agreements with multiple visited PLMN operators and the visited
PLMN operator can have PLMN roaming agreements with multiple home PLMN operators.
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6 Generic functional model for SEAL services

6.1 General

The functional model for SEAL is organized into generic SEAL service functional model and specific SEAL service
functional models. The generic SEAL service functional model will be used as the reference model for the specific
SEAL service functional models.

The following SEAL services are supported towards the vertical application layer:
- Location management;
- Group management;
- Configuration management;
- ldentity management;
- Key management;
- Network resource management;
- Datadédlivery;
- Notification management;
- Network slice capability enablement; and
- Application data analytics enablement.

The generic functional mode! for the SEAL is organized into generic functional entities to describe a functional
architecture which addresses the application layer support aspects for vertical applications. The on-network and off-
network functional model is specified in this clause.

6.2 On-network functional model description

Figure 6.2-1 illustrates the generic on-network functional model for SEAL.

UE 3GPP
network
VAL-UU
VAL client(s) system VAL server(s)
VAL

SEAL SEAL-C SEAL-S

SEAL client(s) SEAL-UU SEAL server(s)

Network interfaces

Figure 6.2-1: Generic on-network functional model

In the vertical application layer, the VAL client communicates with the VAL server over VAL-UU reference point.
VAL-UU supports both unicast and multicast delivery modes.

NOTE 1: The VAL-UU reference point is out of scope of the present document.
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The SEAL functional entities on the UE and the server are grouped into SEAL client(s) and SEAL server(s)
respectively. The SEAL consists of acommon set of services (e.g. group management, location management) and
reference points. The SEAL offersits servicesto the vertical application layer (VAL).

NOTE 2: The functionalities and reference points of the vertical application layer are out of scope of the present
document.

NOTE 3: The vertical application layer may further consist of vertical application enabler layer functionalities
(specified by 3GPP) and application specific functionalities, which is out of scope of the present
document.

The SEAL client(s) communicates with the SEAL server(s) over the SEAL-UU reference points. SEAL-UU supports
both unicast and multicast delivery modes. The SEAL client(s) provides the service enabler layer support functions to
the VAL client(s) over SEAL-C reference points. The VAL server(s) communicate with the SEAL server(s) over the
SEAL-S reference points. The SEAL server(s) may communicate with the underlying 3GPP network systems using the
respective 3GPP interfaces specified by the 3GPP network system.

NOTE 4: Non-3GPP access used by the UE is out of scope of the present document.

The specific SEAL client(s) and the SEAL server(s) along with their specific SEAL-UU reference points and the
specific network interfaces of 3GPP network system used are described in the respective on-network functional model
for each SEAL service.

Figure 6.2-2 illustrates the functional model for interconnection between SEAL servers.

VAL server(s) VAL server(s)
VAL
SEAL SEAL-S SEAL-S
SEAL server 1 SEAL-E

SEAL server 2
(SEAL service a)

(SEAL service a)

Figure 6.2-2: Interconnection between SEAL servers

To support distributed SEAL server deployments, the SEAL server interacts with another SEAL server for the same
SEAL service over SEAL-E reference point.

Figure 6.2-3 illustrates the functional model for inter-service communication between SEAL servers.

VAL server(s)

SEAL server 1 SEAL-X SEAL server 2
(SEAL service a) (SEAL service b)

Figure 6.2-3: Inter-service communication between SEAL servers
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Figure 6.2-4 illustrates the functional model for communication between SEAL server and VAL user database.

VAL user database

VAL-UDB

SEAL server

Figure 6.2-4: Communication between SEAL server and VAL user database

The SEAL server interacts with the VAL user database for storing and retrieving user profile over VAL-UDB reference

point.

Figure 6.2-5 shows the functional model for the signalling control plane.
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Figure 6.2-5: Functional model for signalling control plane
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NOTE 5: The Light-weight Protocol (LWP) functional entities and reference points are a generic representation of
protocol entities and reference points for use in constrained environments. Realizations of LWP by means
of aparticular transport protocol are defined in the annex of this specification. Realizations of LWP by
means of transport protocolsis not limited to those defined in the annex of this specification.

6.3 Off-network functional model description

Figure 6.3-1 illustrates the generic off-network functional model for SEAL.

UE1l UE2
VAL-PC5 )
VAL client(s) VAL client(s)
VAL
SEAL SEAL-C SEAL-C
SEAL-PCS .
SEAL client(s) SEAL client(s)

Figure 6.3-1: Generic off-network functional model

In the vertical application layer, the VAL client of UEL communicates with VAL client of UE2 over VAL-PC5
reference point. A SEAL client of UEL interacts with the corresponding SEAL client of UE2 over SEAL-PCS5 reference
points. The UEL, if connected to the network via Uu reference point, can also act as a UE-to-network relay, to enable
UE2 to accessthe VAL server(s) over the VAL-UU reference point.

NOTE: TheVAL-PCS5 reference point is out of scope of the present document.

The specific SEAL client(s) along with their specific SEAL-PC5 reference points are described in the respective
off-network functional model for each SEAL service.

6.4 Functional entities description

6.4.1 General

Each subclause is a description of afunctional entity corresponding to SEAL and does not imply a physical entity.
6.4.2  Application plane

6.4.2.1 General

Entities within the application plane of a VAL system provide application control and media specific functionsto
support one or more VAL services.

6.4.2.2 VAL client

The VAL client provides the client side functionalities corresponding to the vertical applications (e.g. V2X client). The
VAL client supports interactions with the SEAL client(s).

NOTE: Thedetailsof the VAL client is specific to the vertical and out of scope of the present document.
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6.4.2.3 VAL server

The VAL server provides the server side functionalities corresponding to the vertical applications (e.g. V2X application
servers). The VAL server acts as CAPIF's APl invoker as specified in 3GPP TS 23.222 [8].

NOTE: Thedetailsof the VAL server is specific to the vertical and out of scope of the present document.

6.4.2.4 SEAL client

The SEAL client provides the client side functionalities corresponding to the specific SEAL service. The SEAL
client(s) supports interactions with the VAL client(s). The SEAL client also supports interactions with the
corresponding SEAL client between the two UEs.

NOTE: Itisup toeach SEAL client to support the appropriate signalling plane entities.

6.4.2.5 SEAL server

The SEAL server provides the server side functionalities corresponding to the specific SEAL service. The SEAL server
supports interactions with the VAL server(s). The SEAL server acts as CAPIF's APl exposing function as specified in
3GPP TS 23.222 [8]. The SEAL server also supports interactions with the corresponding SEAL server in distributed
SEAL deployments.

NOTE: Itisup toeach SEAL server to support the appropriate signalling plane entities.

6.4.2.6 VAL user database

This functiona entity contains information of the user profile associated with aVVAL servicethat is served by the VAL
service provider at the application plane.

Each VAL service may have a corresponding user database e.g. MCPTT user database as defined in
3GPP TS 23.379 [3], MCVideo user database as defined in 3GPP TS 23.281 [5] and MCData user database as defined
in3GPP TS 23.282 [6].

NOTE: Itisup toeach SEAL server to support the appropriate signalling plane entities.
6.4.3 Signalling control plane

6.4.3.1 SIP entities

6.4.3.1.1 Signalling user agent

This functiona entity acts as the SIP user agent (both client and server) for al SIP transactions.

6.4.3.1.2 SIP AS

The SIP AS functional entity supports the following functions on behalf of the VAL service:
- influencing and impacting the SIP session; and
- supporting event subscription and event notification.

NOTE: InthelM CN subsystem, thisis provided by the Application Server as defined in 3GPP TS 23.002 [14].
6.4.3.1.3 SIP core

6.4.3.1.3.1 General

The SIP core contains a number of sub-entities responsible for registration, service selection and routing in the
signalling control plane.

The SIP core shall be either:
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1. compliant with 3GPP TS 23.228 [15], i.e. the SIP coreis a 3GPP IP multimedia core network subsystem; or

2. aSIP core, which internally need not comply with the architecture of 3GPP TS 23.228 [15], but with the
reference points that are defined in subclause 6.5.3 (if exposed), compliant to the reference points defined in
3GPP TS 23.002[14].

The data related to the functions of the SIP core, e.g. for data for application service selection, the identity of the serving
registrar or authentication related information may be provided by the PLMN operator responsible for the bearer plane.
In this case, the SIP database that is the source of the data may be part of the HSS. Alternatively, this data may be
provided by the VAL service provider. In this case, the source of the data may be the VAL service provider's SIP
database.

6.4.3.1.3.2 Local inbound / outbound proxy

Thelocal inbound / outbound proxy functional entity acts as both an inbound proxy and an outbound proxy for all SIP
transactions. This functional entity can provide the following functions:

- NAT traversal;
- Resource control;
- Route/forward requests and responses to the user agents;
- SIPsignaling security; and
- Depending on the PLMN operator policy, discovery and address resolution, including E.164 numbers.
NOTE: InthelM CN subsystem, thisfunctional entity is provided by the P-CSCF as defined in
3GPP TS 23.228 [15].
6.4.3.1.3.3 Registrar finder
The registrar finder functional entity is responsible for:

a) ldentifying the serving registrar / application service selection functional entity. The serving registrar /
application service selection functional entity isidentified using information provided either by the PLMN
operator's own S|P database or the VAL service provider's SIP database, and optionally using the PLMN
operator'sinternal information e.g. network topology, registrar availability.

1) Registrar finder and registrar in the VAL service provider domain: registrar finder in the VAL service
provider's domain uses the information from the VAL service provider's S|P database to identify the serving
registrar in the VAL service provider domain.

2) Registrar finder and registrar in the PLMN operator domain: registrar finder uses information from PLMN
operator's S|P database to identify the serving registrar in the PLMN operator domain.

3) Registrar finder in PLMN operator domain and registrar in VAL service provider domain: registrar finder
uses information from the VAL service provider's SIP database to identify the serving registrar in the VAL
service provider domain.

NOTE 1: The need for the registrar finder is deployment specific e.g. a deployment that has only one registrar does
not need the registrar finder and the related SIP database information.

b) Providing discovery and address resolution, including E.164 numbers.

NOTE 2: Inthe M CN subsystem, thisis provided by the I-CSCF as defined in 3GPP TS 23.228 [15].

6.4.3.1.34 Registrar / application service selection
The registrar / application service selection functional entity provides the following functions:

- Registrar function (with integral provision of alocation server) and also acts as an inbound proxy (with access to
the integral location server), and outbound proxy for all SIP transactions where application service selection is
required. It registers the user and maintains the association of the location and identity of the user in alocation
service. It provides notifications of the registration states.
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- Supports authentication for identities provided within SIP signalling. Both the registrar (with integral location
server) and authentication functions are supported by access either to the public network's own S|P database or
the VAL service provider's SIP database.

- Can provide the application service selection for all SIP transactions, possibly based on application service
selection information stored by either the public network's own SIP database or the VAL service provider's SIP
database.

- Performs SIP signalling security.

NOTE: InthelM CN subsystem, thisis provided by the S-CSCF as defined in 3GPP TS 23.228 [15].

6.4.3.1.4 Diameter proxy

Thisfunctional entity acts as a proxy agent for Diameter messaging as specified in IETF RFC 6733 [24].

The Diameter proxy, when used on the AAA-2 interface, is collocated with the migration management server.
Other instances of the Diameter proxy may a so be present in the SIP core/ IMS.

NOTE: The number of instances of the Diameter proxy is deployment specific.
6.4.3.2 SIP database

6.4.3.2.1 General

The SIP database contains information concerning the SIP subscriptions and corresponding identity and authentication
information required by the SIP core, and such information as application service selection.

In deployment scenarios where the PLMN operator provides the SIP core, this database is provided by the HSS.

In deployment scenarios where the VAL service provider provides the SIP core, the SIP database may be provided by
the VAL service provider.

Access to the data residing in the SIP database is restricted to the SIP core entities that are specifically serving the
subscriber/user whose data are stored, i.e. registrars and registrar finders can access SIP databases only when they are
part of the same trust domain for the data being provided.

NOTE: The SIP database can be in adifferent network than the registrar finder since the trust domain for the
criteriafor registrar selection can be different than the trust domain for the signalling plane user identities.

The SIP database is responsible for storing the following user related information:
- signalling plane user identities: Numbering and addressing information;
- dignalling plane security information: SIP core access control information for authentication and authorization;

- VAL UE Location information at inter-system level: the SIP database supports the user registration, and stores
inter-system location information, etc.; and

- signalling plane subscription profile (including initial filter criteria).

The SIP database al so generates signalling plane security information for mutual authentication, communication
integrity check and ciphering.

Based on thisinformation, the SIP database is also responsible to support the call control and session management
entities of the SIP core.

The SIP database consists of the following functionalities:

- support for control functions of the SIP core such as the Registrar and Registrar finder. Thisis needed to enable
subscriber usage of the SIP core services. This functionality isindependent of the access network used to access
the SIP core; and

- authentication functionality required by the SIP core to authenticate the VAL UE.
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6.4.3.2.2 SIP database logical functions
The SIP database provides the following logical functions:
a) mobility management;
- provides the UE mohility through the SIP core.
b) registrar assignment support;

- providesto the registrar finder the required capabilities for VAL services based on VAL service provider
reguirements on a per-user basis, (e.g. whether a particular registrar within the PLMN operator's network
(e.g. aregistrar reserved for VAL service use or aregistrar in a secure location) or aregistrar within the VAL
service provider network is assigned.

c¢) call and/or session establishment support;

- providesthe call and/or session establishment proceduresin the SIP core. For terminating traffic, it provides
information on which registrar currently hosts the user.

d) user security information generation;
- provides generation of user authentication, integrity and ciphering data for the SIP core.
€) signalling plane security support;

- provides authentication proceduresto access VAL services by storing the generated data for authentication,
integrity and ciphering at the signalling plane and by providing these data to the appropriate registrar.

f) user identification handling;

- provides the appropriate relations among all the identifiers uniquely determining the signalling plane
identitiesin the SIP core e.g. IMS public identities.

g) access authorisation; and

- provides authorisation of the user for mobile access when requested by the registrar e.g. by checking that the
user is allowed to roam to that visited network.

h) service authorisation support.

- provides basic authorisation for terminating call/session establishment and service invocation. The SIP
database may update the registrar with filter criteriato trigger the VAL server(s).

6.4.3.3 HTTP entities

6.4.3.3.1 HTTP client

This functiona entity acts as the client for al hypertext transactions.

6.4.3.3.2 HTTP proxy

Thisfunctiona entity acts as a proxy for hypertext transactions between the HTTP client and one or more HTTP
servers. The HTTP proxy terminatesa TLS session on HTTP-1 with the HTTP client of the VAL UE alowing the
HTTP client to establish asingle TLS session for hypertext transactions with multiple HT TP servers that are reachable
by the HTTP proxy.

The HTTP proxy terminates the HTTP-3 reference point that lies between different HT TP proxies. It may provide a
topology hiding function from HTTP entities outside the trust domain of the VAL system.

The HTTP proxy shall bein the same trust domain asthe HTTP clients and HT TP servers that are located within a VAL
service provider's network. There can be multiple instances of an HTTP proxy e.g. one per trust domain.

NOTE: The number of instances of the HTTP proxy is deployment specific.
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6.4.3.3.3 HTTP server

Thisfunctiona entity acts asthe HTTP server for all hypertext transactions.
6.4.3.4 LWP entities

6.4.3.4.1 LWP client

Thisfunctiona entity acts as the light-weight protocol client for all transactions of the SEAL client executingin a
constrained UE. A SEAL client executing in an unconstrained UE may choose to use the LWP client if it isavailable.

6.4.3.4.2 LWP proxy

Thisfunctiona entity acts as a proxy for transactions between the LWP client and one or more LWP servers. The LWP
proxy typically terminates a secure transport protocol (e.g. DTLS, TLS or secure WebSocket) session on LWP-1
reference point with the LWP client of the VAL UE allowing the LWP client to establish a single secure session for
transactions with multiple LWP servers that are reachable by the LWP proxy.

The LWP proxy can act as a cross-protocol LWP-HTTP proxy to enable LWP clients to access resourceson HTTP
servers viathe LWP-HTTP-2 reference point.

The LWP proxy terminates L WP-3 reference point that lies between different LWP proxies. It may provide a topology
hiding function from LWP entities outside the trust domain of the VAL system.

The LWP proxy can also terminate LWP-HTTP-3 reference point for interworking with another HTTP proxy. In this
role it provides cross-protocol mapping and may provide a topology hiding function from HTTP entities outside the
trust domain of the VAL system.

The LWP proxy shall be in the same trust domain as the LWP clients and LWP serversthat are located within a VAL
service provider's network. There can be multiple instances of a LWP proxy e.g. one per trust domain.

6.4.3.4.3 LWP server
This functional entity acts asthe LWP server for all LWP transactions of the SEAL server.

NOTE: A SEAL client can act as LWP server for certain transactions as required by the SEAL service.

6.4.3.5 LWP usage

LWP isageneric representation of alight-weight protocol for use in constrained environments. Realizations of the
light-weight protocol (LWP) functional entities and reference points to a particular protocol are defined in the annexes
of this specification.

LWP is arepresentation of a protocol to be used by the SEAL service enablers on their respective SEAL-UU reference
points when the SEAL client is executing in a constrained UE. In this case the SEAL client should use the LWP-1
reference point with the LWP proxy and should use either the LWP-2 or the LWP-HTTP-2 reference point for transport
and routing of the related signalling with the SEAL server.

A SEAL client executing in a non-constrained UE may choose to use the LWP-1 reference point with the LWP proxy
and may use either the LWP-2 or the LWP-HTTP-2 reference point for transport and routing of the related signalling
with the SEAL server.

LWP may be used for interactions between SEAL servers on their respective SEAL-E reference points. For this usage
the SEAL-E reference point shall use the LWP-1 and either the LWP-2 or the LWP-3 reference point depending on the
trust relationship between the interacting SEAL servers.
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6.5 Reference points description

6.5.1 General reference point principle

The protocols on any reference point that is exposed for VAL service interoperability with other SIP core or other IMS
entitiesin other systems shall be compatible with the protocols defined for the corresponding reference point defined in
3GPP TS 23.002 [14].

6.5.2  Application plane

6.5.2.1 General

The reference points for the generic functional model for SEAL are described in the following subclauses.

6.5.2.2 VAL-UU

Theinteractions related to vertical application layer support functions between VAL client and VAL server are
supported by VAL-UU reference point. This reference point is an instance of Uu reference point as described in
3GPP TS 23.401[9] and 3GPP TS 23.501 [10].

NOTE: Thedetailsof VAL-UU reference point isout of scope of the present document.

6.5.2.3 VAL-PC5

The interactions related to vertical application layer support functions between the VAL clients of two UEs are
supported by VAL-PCS reference point. This reference point is an instance of PC5 reference point as described in
3GPPTS23.303[12].

NOTE: The details of VAL-PC5 reference point is out of scope of the present document.

6.5.2.4 SEAL-UU

The interactions between a SEAL client and the corresponding SEAL server are generically referred to as SEAL-UU
reference point. The specific SEAL service reference point corresponding to SEAL-UU is specified in the specific
SEAL service functional model.

6.5.2.5 SEAL-PC5

The interactions between the SEAL clients of two VAL UEs are generically referred to as SEAL-PCS5 reference point.
The specific SEAL service reference point corresponding to SEAL-PCS5 is specified in the specific SEAL service
functional model.

6.5.2.6 SEAL-C

The interactions between the VAL client(s) and the SEAL client(s) withinaVVAL UE are generically referred to as
SEAL-C reference point. The specific SEAL service reference point corresponding to SEAL-C is specified in the
specific SEAL service functional model.

6.5.2.7 SEAL-S

The interactions between the VAL server and the SEAL server are generically referred to as SEAL-S reference point.
The specific SEAL service reference point corresponding to SEAL-Sis specified in the specific SEAL service
functional model.
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6.5.2.8 SEAL-E

The interactions between the SEAL servers of the same type are generically referred to as SEAL -E reference point. The
specific SEAL service reference point corresponding to SEAL-E is specified in the specific SEAL service functional
model.

NOTE: The functions enabled over SEAL-E reference point are specified in each SEAL service.
6.5.2.9 SEAL-X

6.5.2.9.1 General

The interactions between the SEAL servers of different type are generically referred to as SEAL-X reference point. The
specific SEAL server interactions corresponding to SEAL-X are described in the following subclauses.

6.5.2.9.2 Reference point SEAL-X1 (between the key management server and the group
management server)

The SEAL-X1 reference point, which exists between the key management server and the group management server,
provides a means for the key management server to provide security related information (e.g. encryption keys) to the
group management server.

The SEAL-X1 reference point shall use the HTTP-1 and HTTP-2 reference points and may use the HTTP-3 reference
point for transport and routing of security related information to the group management server.

NOTE: SEAL-X1is specifiedin subclause 5.1.1.1 of 3GPP TS 33.434 [29].
6.5.2.9.3 Reference point SEAL-X2 (between the group management server and the
location management server)
The SEAL-X2 reference point enables the group management server to interact with the location management server.
The SEAL-X2 reference point supports:

- the group management server to create alocation-based group with the help from the |ocation management
server.

6.5.2.9.4 Reference point SEAL-X3 (between the group management server and the
configuration management server)

The SEAL-X3 reference point enables the group management server to interact with the configuration management
server.

The SEAL-X3 reference point supports:

- the group management server to retrieve VAL service data from the configuration management server.
6.5.2.10 Reference point VAL-UDB (between the VAL user database and the SEAL

server)

The VAL-UDB reference point, which exists between the VAL user database and the SEAL server, isused for:

- storing the user profile datain the specific VAL user database;

- obtaining the user profile from the specific VAL user database for further configuration in the UE;

- updating the user profile datain the specific VAL user database; and

- deleting the user profile data from the specific VAL user database.

NOTE: The details of the VAL-UDB reference point is out of scope of the present document.
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6.5.3 Signalling control plane

6.5.3.1 General

The reference points for the SIP and HTTP signalling are described in the following subclauses.

6.5.3.2 Reference point SIP-1(between the signalling user agent and the SIP core)

The SIP-1 reference point, which exists between the signalling user agent and the SIP core for establishing a session in
support of VAL service, shall use the Gm reference point as defined in 3GPP TS 23.002 [14] (with necessary
enhancements to support VAL service requirements and profiled to meet the minimum requirements for support of
VAL service). The SIP-1 reference point fulfils the requirements of the GC1 reference point specified in

3GPP TS 23.468 [16]. The SIP-1 reference point is used for:

- SIPregistration;

- authentication and security to the service layer;

- event subscription and event notification;

- communication of the TMGI for multicast operation;
- overload control;

- session management; and

- media negotiation.

6.5.3.3 Reference point SIP-2 (between the SIP core and the SIP AS)

The SIP-2 reference point, which exists between the SIP core and the SIP AS for establishing a session in support of
VAL service, shall use the ISC and Mareference points as defined in 3GPP TS 23.002 [14]. The SIP-2 reference point
isused for:

- notification to the VAL service server(s) of SIP registration by the VAL UE;
- authentication and security to the service layer;

- event subscription and event notification;

- communication of the TMGI for multicast operation;

- session management; and

- media negotiation.

6.5.3.4 Reference point SIP-3 (between the SIP core and SIP core)

The SIP-3 reference point, which exists between one SIP core and another SIP core for establishing a session in support
of VAL service, shall usethe Mm and ICi reference points as defined in 3GPP TS 23.002 [14]. The SIP-3 reference
point is used for:

- event subscription and event notification;
- session management; and

- medianegotiation.

6.5.3.5 Reference point HTTP-1 (between the HTTP client and the HTTP proxy)

The HTTP-1 reference point exists between the HTTP client and the HTTP proxy. Between the VAL UE and the HTTP
proxy, the HTTP-1 reference point shall use the Ut reference point as defined in 3GPP TS 23.002 [14] (with necessary
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enhancements to support specific VAL service requirements). The HTTP-1 reference point is based on HTTP (which
may be secured using e.g. SSL, TLS).

6.5.3.6 Reference point HTTP-2 (between the HTTP proxy and the HTTP server)

The HTTP-2 reference point, which exists between the HTTP proxy and the HTTP server, is based on HTTP (which
may be secured using e.g. SSL, TLS).

6.5.3.7 Reference point HTTP-3 (between the HTTP proxy and HTTP proxy)

The HTTP-3 reference point, which exists between the HTTP proxy and another HTTP proxy in a different network, is
based on HTTP (which may be secured using e.g. SSL, TLS).

6.5.3.8 Reference point AAA-1 (between the SIP database and the SIP core)

The AAA-1 reference point, which exists between the SIP database and the SIP core, is used by the SIP core to retrieve
signalling plane data from the SIP database. The AAA-1 reference point utilises the Cx reference point as defined in
3GPP TS 23.002 [14].

In some deployment scenarios the registrar and SIP database are located in the VAL service provider's network while
the registrar finder isin the PLMN operator's network and the AAA-1 reference point is an inter-network interface.

6.5.3.9 Reference point AAA-2 (between the SIP core and Diameter proxy)

The AAA-2 reference point, which exists between the SIP core/ IMS and Diameter proxy for SIP registration during
migration, shall use the Cx reference point as defined in 3GPP TS 23.002 [14]. The AAA-2 reference point is used for:

- authentication and security to the service layer for migration;

6.5.3.10 Reference point LWP-1 (between the LWP client and the LWP proxy)

The LWP-1 reference point exists between the LWP client and the LWP proxy.

6.5.3.11 Reference point LWP-2 (between the LWP proxy and the LWP server)

The LWP-2 reference point exists between the LWP proxy and the LWP server.

6.5.3.12 Reference point LWP-3 (between the LWP proxy and LWP proxy)

The LWP-3 reference point exists between the LWP proxy and another LWP proxy in a different network.

6.5.3.13 Reference point LWP-HTTP-2 (between the LWP proxy and the HTTP
server)

The LWP-HTTP-2 reference point exists between the LWP proxy and the HTTP server. HTTP-2 and LWP-HTTP-2
reference points are equivalent.

6.5.3.14 Reference point LWP-HTTP-3 (between the LWP proxy and the HTTP proxy)

The LWP-HTTP-3 reference point exists between the LWP proxy and another HTTP proxy in a different network.
HTTP-3 and LWP-HTTP-3 reference points are equivalent.
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7 ldentities

7.1 User identity (User ID)

The VAL user presents the user identity to the identity management server during a user authentication transaction, to
provide the identity management client a means for VAL service authentication. In general, since identity management
isacommon SEAL service, it uses a set of credentials (e.g. biometrics, securel D, username/password) that may not
necessarily betied to asingle VAL service. The user credentials uniquely identifiesthe VAL user to the identity
management server.

NOTE: The specific security and authentication mechanisms required in order to use the user ID is specified in
3GPP TS 33.434[29].

7.2 VAL user identity (VAL user ID)

The VAL user ID isaunique identifier within the VAL service that represents the VAL user. For example, the VAL
user ID may beaURI. The VAL user ID isused for authentication and authorization purposes for providing the VAL
service towards the VAL user viathe VAL UE. The VAL user ID aso indicates the VAL service provider with whom
the VAL user hasa VAL service agreement. The VAL user may have VAL service agreement with several VAL
service providers and thus will have obtained unique VAL user ID per VAL service provider. The VAL user ID can be
used to access any SEAL service.

Based on the service agreement, VAL user ID may be mapped to aVAL UEID.

7.3 VAL UE identity (VAL UE ID)

The VAL UE ID isaunique identifier within the VAL service that represents the VAL UE. For example, the VAL UE
ID for V2X service is mapped to the Stationl D as specified in ETSI TS 102 894-2 [25]. The VAL UE ID isused to
addressthe VAL UE in order to send VAL messages or to access SEAL services.

Based on the service agreement, GPSI (as specified in 3GPP TS 23.003 [38]) may be used as VAL UE identity.

7.4 VAL service identity (VAL service ID)

The VAL service ID isaunique identifier that representsthe VAL service. A VAL server providesalist of VAL
servicestowards the VAL users or VAL UE. Each VAL serviceisuniquely identified by aVAL service ID, whichisan
identifier of the VAL application providing that VAL service. The VAL service ID can be used for policy mapping,
QoS handling for VAL communication and VAL message distribution. For example, an identifier of aV2X service, e.g.
ITS-AID or PSID specified in ETS| TS 102 965 [26] and SO TS 17419 [27], can be used asaV2X service ID.

7.5 VAL group identity (VAL group ID)

The VAL group ID isaunique identifier within the VAL service that represents a set of VAL usersor VAL UE
according to the VAL service. The set of VAL users may belong to the same or different VAL service providers. It
indicates the VAL application server where the group is defined.

7.6 VAL system identity (VAL system ID)

The VAL system ID isaglobally unique identifier representing aVAL system.

7.7 VAL Stream ID

A VAL Stream ID is anidentity used by the VAL server to identify aVAL stream.
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8 Application of functional model to deployments

8.1 General

This clause describes deployments of the functional model specified in clause 6.

8.2 Deployment of SEAL server(s)
The SEAL server(s) may be deployed either in the PLMN operator domain or deployed in the VAL service provider

domain. The SEAL server(s) connects with the 3GPP network system in one or more PLMN operator domain. The
SEAL server(s) may be supporting multiple VAL servers.

8.2.1 SEAL server(s) deployment in PLMN operator domain

Figure 8.2.1-1 illustrates deployment of the SEAL server(s) in asingle PLMN operator domain and the VAL server(s)
inthe VAL service provider domain.

VAL server(s)

VAL service provider domain

PLMN operator domain
SEAL server(s)

Network
interface

3GPP network system

Figure 8.2.1-1: SEAL server(s) deployed in a single PLMN operator domain
Figure 8.2.1-2 illustrates the deployment of SEAL server(s) in multiple PLMN operator domain and provides SEAL

services to the VAL server(s) deployed in the VAL service provider domain. SEAL servers deployed in multiple PLMN
operator domain are not interconnected.
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Figure 8.2.1-2: SEAL server(s) deployed in multiple PLMN operator domain without interconnection
between SEAL servers

Figure 8.2.1-3 illustrates the deployment of SEAL serversin multiple PLMN operator domain and provides SEAL
services to the VAL server(s) deployed in the VAL service provider domain. SEAL servers deployed in multiple PLMN
operator domain are interconnected.

VAL server(s)

SEAL-S VAL service provider domain

PLMN operator domain 1 PLMN operator domain 2

|
[
S ! L-E
SEAL server EIA SEAL server

Network
interface

Network
interface

3GPP network system 3GPP network system

Figure 8.2.1-3: SEAL server(s) deployed in multiple PLMN operator domain with interconnection
between SEAL servers

Figure 8.2.1-4 illustrates the deployment of SEAL serversin asingle PLMN operator domain and provides SEAL

servicesto the VAL server(s) deployed in the VAL service provider domain. SEAL servers deployed in asingle PLMN
operator domain are interconnected.
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VAL server(s)

SEAL-S VAL service provider domain

PLMN operator domain

SEAL-E

SEAL server SEAL server
Network Network
interface interface

3GPP network system

Figure 8.2.1-4: SEAL server(s) deployed in a single PLMN operator domain with interconnection
between SEAL servers

8.2.2 SEAL server(s) deployment in VAL service provider domain

Figure 8.2.2-1 illustrates deployment of the SEAL server(s) and the VAL server(s) in VAL service provider domain.

VAL server(s)

SEAL-S

SEAL server(s)

VAL service provider domain

Network PLMN operator domain
interface

3GPP network system

Figure 8.2.2-1: Deployment of SEAL server(s) with connections to 3GPP network system in a single
PLMN operator domain

Figure 8.2.2-2 illustrates deployment of the SEAL server(s) which connects to the 3GPP network system in multiple
PLMN operator domain.
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Figure 8.2.2-2: Deployment of SEAL server(s) with connections to 3GPP network system in multiple
PLMN operator domains

Figure 8.2.2-3 illustrates the deployment of multiple SEAL serversin the VAL service provider domain where SEAL
server 1 and SEAL server 2 connect with 3GPP network system of PLMN operator domain 1 and PLMN operator
domain 2 respectively. The SEAL serversinterconnect via SEAL-E and support the VAL service provider domain
applications for the VAL UESs connected via both the PLMN operator domains.

VAL server(s)

SEAL-S

SEAL server

SEAL-E

PLMN operator domain 1

Network
interface

3GPP network system

SEAL server

VAL service provider domain

PLMN operator domain 2

Network
interface

3GPP network system

Figure 8.2.2-3: Distributed deployment of SEAL servers in VAL service provider domain

8.2.3  SEAL server(s) deployment outside of VAL service provider domain
and PLMN operator domain

Figure 8.2.3-1 illustrates deployment of the SEAL server(s) outside of both the VAL service provider domain and

PLMN operator domaini.e. in SEAL provider domain.
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VAL server(s)

VAL service provider domain

Network PLMN operator domain
interface

3GPP network system

Figure 8.2.3-1: Deployment of SEAL server(s) outside of VAL service domain and PLMN operator
domain

9 Location management

9.1 General

The location management isa SEAL service that offers the location management related capabilities to one or more
vertical applications.

9.2 Functional model for location management

9.2.1 General
The functional model for the location management is based on the generic functional model specified in clause 6. It is
organized into functional entities to describe a functional architecture which addresses the support for location

management aspects for vertical applications. The on-network and off-network functional model is specified in this
clause.

9.2.2 On-network functional model description

Figure 9.2.2-1 illustrates the generic on-network functional model for location management.
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UE 3GPP
VAL-UU Network

VAL VAL Client(s) System VAL Server(s)

LM-C LM-S

Location
SEAL Location LM-UU ?Af‘;?%%n{grltsftvff LM-3P Third Party
Management Client | rused Location | LMS(s)
i T8/N33 | ___Function___|
Le

Figure 9.2.2-1: On-network functional model for location management

The location management client communicates with the location management server over the LM-UU reference point.
The location management client provides the support for location management functions to the VAL client(s) over
LM-C reference point. The VAL server(s) communicate with the location management server over the LM-S reference
point. The VAL client communicates with the VAL server over the VAL-UU reference point which is outside the scope
of this document.

The location management server communicates with the SCEF via T8 reference point to obtain location information
from the underlying 3GPP network system. The location management server obtains location information from the NEF
via N33 reference point by mechanism defined in clause 5.2.6.2 of 3GPP TS 23.502 [11]. The location management
server may obtain location information from the GMLC via Le reference point defined in clause 4.4.1 of

3GPP TS 23.273[50]. The location management server may optionally obtains location information from the 3rd party
location server via LM-3P reference point.

When the fused location function is present, the location management server, may use the location information from
multiple sources to determine a more accurate UE location. The fused location function may select one or more location
sources and location methods based on the requested location QoS which obtained from the location management
server.

NOTE 1: Location information from LCS of 4G system is not exposed by SCEF.
NOTE 2: Non-3GPP access used by the UE is out of scope of the present document.

Figure 9.2.2-2 exhibits the service-based interfaces for providing and consuming location management services. The
location management server could provide service to VAL server and location management client through interface
Sim.

|
UE |
: Application function(AF)
VAL client I [VAL Server]
|
| Naf[Sval]
LM-C :
|
: Naf[SIm]
Location |
management |
client | Application function(AF)
| [Location management server]
|
|

Figure 9.2.2-2: Architecture for location management — Service based representation

Figure 9.2.2-3 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS
SBA specified in 3GPP TS 23.501 [10].
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Application function(AF) Application function(AF)
[Location management server] [VAL Server]

‘ Nnef

SCEF+NEF/NEF

Figure 9.2.2-3: Architecture for location management utilizing the 5GS network services based on the
5GS SBA - Service based representation

Figure 9.2.2-4 illustrates the service-based representation for utilization of the Core Network (5GC, EPC) northbound
APIsvia CAPIF.

APl invoker
[Location management server]

Caef/T8 Caef/Nnef

SCEF SCEF+NEF/NEF

Figure 9.2.2-4: Utilization of Core Network Northbound APIs via CAPIF — service based
representation

The Location management server acts as authorized API invoker to consume services from the Core Network (5GC,

EPC) northbound API entities like SCEF, NEF, SCEF+NEF which act as APl Exposing Function as specified in
3GPPTS23.222[6].

9.2.3  Off-network functional model description

Figure 9.2.3-1 illustrates the off-network functional model for location management.

UE1 UE2
VAL-PCS .
VAL client(s) VAL client(s)
VAL
SEAL LM-C LM-C
Location management LM-PC5 Location management
client client

Figure 9.2.3-1: Off-network functional model for location management

The location management client of the UEL1 communicates with the location management client of the UE2 over the
LM-PC5 reference point.
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9.2.4 Functional entities description

9.24.1 General

The functional entities for location management SEAL service are described in the following subclauses.

9.24.2 Location management client

The location management client functional entity acts as the application client for location management functions. It
interacts with the location management server and may provide UE-based positioning and location-related information.
The location management client also supports interactions with the corresponding location management client between
the two UEs.

9.2.4.3 Location management server

The location management server isafunctional entity that receives and stores user location information and provides
user location information to the vertical application server. The location management server may also acquire location
information provided by PLMN operator via T8, N33, or Le reference points. The location management service may
optionally obtain location information from 3™ party location servers via LM-3P reference point. The LM-3P reference
point is out of scope of this specification.

The location management server acts as CAPIF's APl exposing function as specified in 3GPP TS 23.222 [8]. The
location management server also supports interactions with the corresponding location management server in
distributed SEAL deployments. The location management server, with the fused location function, may
combine/aggregate |ocation information from multiple sources to provide a more accurate UE |ocation.

NOTE: The accuracy of location information acquired from 4G system via T8 reference point is not higher than
cell level (ECGI) for E-UTRAN.
9.2.5 Reference points description

9251 General

The reference points for the functional model for location management are described in the following subclauses.

9.25.2 LM-UU

The interactions related to location management functions between the location management client and the location
management server are supported by LM-UU reference point. This reference point utilizes Uu reference point as
described in 3GPP TS 23.401 [9] and 3GPP TS 23.501 [10].

LM-UU reference point provides a means for the location management server to receive location information report
from the location management client. The LM-UU reference point shall use SIP-1 and SIP-2 reference points for
subscription/notification related signalling. And for transport and routing of location management related signalling
LM-UU reference point usesthe HTTP-1 and HTTP-2 signalling control plane reference points.

9.25.3 LM-PC5

The interactions related to location management functions between the location management clients located in different
VAL UEs are supported by LM-PC5 reference point. This reference point utilizes PC5 reference point as described in
3GPP TS 23.303[12].

9.254 LM-C

The interactions related to location management functions between the VAL client(s) and the location management
client within aVAL UE are supported by LM-C reference point.
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9.255 LM-S

The interactions related to location management functions between the VAL server(s) and the location management
server are supported by LM-S reference point. This reference point is an instance of CAPIF-2 reference point as
specified in 3GPP TS 23.222 [8].

LM-S reference point is used by the VAL server to request and receive location information from location management
server. The LM-S reference point shall use SIP-1 and SIP-2 reference points for subscription/notification related
signalling. And for transport and routing of location management related signalling LM-S reference point uses the
HTTP-1 and HTTP-2 signalling control plane reference points.

9.25.6 LM-E

The interactions related to location management functions between the location management servers in a distributed
deployment are supported by LM-E reference point.

9.25.7 T8

The reference point T8 supports the interactions between the location management server and the SCEF and is specified
in 3GPP TS 23.682 [13]. The functions related to location management of T8 are supported by the location
management server.

9.25.8 Le

The reference point Le supports the interactions between the location management server and the GMLC and is
specified in 3GPP TS 23.273 [50].

9.25.9 LM-3P

The reference point LM-3P is used for location retrieval of the target UE from a third-party location server.

NOTE: Further definition of LM-3P is out of scope of this specification.

9.2.5.10 N33

The reference point N33 supports the interactions between the |ocation management server and the NEF and is specified
in 3GPP TS 23.501 [10] and 3GPP TS 23.502 [11]. The functions related to location management of N33 are supported
by the location management server.

9.3 Procedures and information flows for Location management
(on-network)

9.3.1 General

Location information of VAL service user shall be provided by the location management client to the location
management server. The location information reporting triggers are based on the location reporting configuration.
Different type of location information can be provided.

Editor's note: The security and privacy aspects related to VAL server obtaining UE's location information are to be

addressed by SA3.
9.3.2 Information flows for location information
9.3.2.0 Location reporting configuration request

Table 9.3.2.0-1 describes the information flow from the location management client to the location management server
for requesting the location reporting configuration.
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Table 9.3.2.0-1: Location reporting configuration request

Information element Status Description
Identity M Identity of the VAL user or identity of the VAL UE.
VAL service ID (0] Identity of the VAL service for which the location
reporting configuration is requested.

9.3.2.1 Location reporting configuration response

Table 9.3.2.1-1 describes the information flow from the location management server to the location management client
for the location reporting configuration. This information flow may be sent individually addressed or group addressed
on unicast or multicast.

Table 9.3.2.1-1: Location reporting configuration response

Information element Status Description
Identity M Identity of the VAL user or VAL group to which the
location reporting configuration is targeted or
identity of the VAL UE.

Requested location information (0] Identifies what location information is requested
(see NOTE 1)
Requested location access type (0] Identifies the location access type for which the
(see NOTE 2) (see NOTE 1) | location information is requested, e.g. as described
in TS 23.273 [50] and TS 29.572 [51].
Requested positioning method (0] Identifies the positioning method for which the

(see NOTE 1) | location information is requested, e.g. as described
in TS 23.273 [50] and TS 29.572 [51].

Triggering criteria (0] Identifies when the location management client will
(see NOTE 1) | send the location report as specified in table
9.3.2.4-2. The triggering may be e.g., SAl changes,
ECGI changes, RAT changes.

Minimum time between o Defaults to O if absent otherwise indicates the time

consecutive reports (see NOTE 1) | interval between consecutive reports

NOTE 1: If none of the information element is present, this represents a cancellation for location
reporting.

NOTE 2: The non-3GPP access as defined in 23.273[50] and TS 29.572 [51] is out of scope of the
present specification.

9.3.2.2 Location information report

Table 9.3.2.2-1 describes the information flow from the location management client to the location management server
for the location information reporting or from the location management server to the requesting location management
client or VAL server to report location information.

Table 9.3.2.2-1: Location information report

Information element Status Description
Set of identities M Set of identities of the reporting VAL users or VAL
UEs
Triggering event M Identity of the event that triggered the sending of

the report. The triggering event may be e.g., SAI
changes, ECGI changes, RAT changes.

Location Information M Location information. For LM-UU reference point, it
may include UE location information via non-3GPP
positioning technologies (e.g. GNSS, Sensor, TBS,
WLAN, Bluetooth) as described in

3GPP TS 37.355 [53].

Timestamp 0] Timestamp of the location report
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9.3.2.3 Location information request

Table 9.3.2.3-1 describes the information flow from the VAL server to the location management server and/or from the
location management server to the location management client for requesting an immediate location information report.

Table 9.3.2.3-1: Location information request

Information element Status Description
Identity list M List of VAL users or VAL UEs whose location
information is requested
VAL service ID (0] Identity of the VAL service for which the location
information is requested.
Requested location information (0] Identifies what location information is requested
Requested location access type (0] Identifies the location access type for which the
(NOTE 4) (NOTE 1) location information is requested, e.g. as described
in TS 23.273[50] and TS 29.572[51].
Requested positioning method (0] Identifies the positioning method for which the
(NOTE 1) location information is requested, e.g. as described
in TS 23.273[50] and TS 29.572[51].
Location QoS (0] Definition of the location Quality of Service for
(NOTE 3) which the location information is requested
(see NOTE 2).
NOTE 1: This e element is only applicable for request sent from the LM server to the LM client.
NOTE 2: The definition of location QoS has been defined in clause 4.1b of TS 23.273 [50] and the
clause 6.1.6.2.13 of TS 29.572 [51].
NOTE 3: The element is only applicable for the information flow from the VAL server to the location
management server.
NOTE 4: The non-3GPP access as defined in TS 23.273[50] and TS 29.572[51] is out of scope of the
present specification.

Editor's Note: It's FFS the security aspects for LM-Uu and LM-Sinrelation to the VAL service ID that need to be
coordinated with SA3.

9.3.24 Location reporting trigger

Table 9.3.2.4-1 describes the information flow from the location management client or VAL server to the location
management server for triggering alocation reporting procedure.
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Table 9.3.2.4-1: Location reporting trigger

Information element Status Description

Requestor Identity M Identity of the requesting authorized VAL user or
(see NOTE 1) | VAL UE or VAL server

Identity M Identity of the requested VAL user or VAL UE
(see NOTE 1)

VAL service ID (0] Identity of the VAL service for which the location

reporting trigger is set.

Immediate Report Indicator (0] Indicates whether an immediate location report is
(see NOTE 2) | required

Requested location information (0] Identifies what location information is requested.

(see NOTE 2) | This information element may be represented as
VAL service area ID(s) when this information flow
from VAL server to the location management
server.

Triggering criteria (0] Identifies when the requesting client/VAL server is
(see NOTE 2) | expecting to receive the location report from the
requested VAL user/ VAL UE as specified in table

9.3.2.4-2.
Minimum time between O Defaults to O if absent otherwise indicates the
consecutive reports see (NOTE 2) | interval time between consecutive reports
Endpoint information (0] Information of the endpoint of the requesting VAL

server to which the location report notification has

to be sent. It is provided if Imnmediate Report

Indicator is set to required.

NOTE 1: The identity of the requesting VAL user/UE/VAL server and the requested VAL user/UE should
belong to the same VAL service.

NOTE 2: At least one of these rows shall be present.

Table 9.3.2.4-2: Location reporting Triggering criteria

Information element Status Description
Frequency of reporting (0] It indicates the requested frequency of reporting.
The reporting frequency may be periodic or event-
triggered.
Reporting periodicity (0] If the Frequency of reporting is periodic, the
reporting periodicity shall be provided.
Location change condition (0] It indicates the location change condition when the

(see NOTE) reporting shall occur, e.g., VAL user or VAL UE

changes a cell, NodeB, TA, RA, WLAN access

network, civic address, GPS coordinates, SAI,

ECGI, RAT, VAL service area.

If the Frequency of reporting is event-triggered, this

IE shall be provided.

Inside or outside indication (0] It indicates the condition when the reporting shall

(see NOTE) occur, i.e., the VAL user or VAL UE is inside or

outside the locations represented by the VAL

service area ID(s).

Reporting schedule (0] It indicates the requested reporting schedule, e.g.,

days of the week and/or time period for the location

reporting.

NOTE:  Triggering criteria based on the VAL service area represented by the VAL service area ID(s)
may be provided when this information flow is from the VAL server to the location management
server.

9.3.25 Location information subscription request

Table 9.3.2.5-1 describes the information flow from the VAL server or location management client to the location
management server for location information subscription request or for updating an existing location information
subscription.
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Table 9.3.2.5-1: Location information subscription request

Information element Status Description
Identity M Identity of the requesting VAL server/VAL user or
VAL UE (see NOTE 3)
Identities list M List of VAL users or VAL UEs whose location
information is requested.
VAL service ID (0] Identity of the VAL service for which the location
information is subscribed.
Time between consecutive M It indicates the interval time between consecutive
reports reports
Supplementary location (0] Indicates that supplementary location information is
information indication required.
Location QoS (0] Definition of the location Quality of Service for
(NOTE 2). which the location information is requested
(see NOTE 1).
NOTE 1: The definition of location QoS has been defined in clause 4.1b of TS 23.273 [50] and the
clause 6.1.6.2.13 of TS 29.572 [51].
NOTE 2: The element is only applicable for the information flow from the VAL server to the location
management server.
NOTE 3: This information element shall not be updated via location information subscription update
procedure in clause 9.3.2.7a.
9.3.2.6 Location information subscription response

Table 9.3.2.6-1 describes the information flow from the location management server to the VAL server or location
management client for location information subscription response or location information subscription update response.

Table 9.3.2.6-1: Location information subscription response

Information element Status Description
Identity M Identity of the requesting VAL server/VAL user or
VAL UE
Subscription status M It indicates the subscription result

9.3.2.7 Location information notification

Table 9.3.2.7-1 describes the information flow from the location management server to the VAL server or the location
management client.

Table 9.3.2.7-1: Location information notification

Information element Status Description

Identities list M List of the VAL users or VAL UEs whose location
information needs to be notified

Identity (see NOTE 2) (0] Identity of the VAL user or VAL UE subscribed to
location of another VAL user or VAL UE
(see NOTE 1)

Subscription ID (see NOTE 2) (0] Subscription identity related to VAL server
subscription with Location management server for
location information notification.

Triggering event M Identity of the event that triggered the sending of
the notification

Location Information M Location information

Timestamp 0] Timestamp of the location report

NOTE 1: This is only used for location management server sends location information notification to the

VAL user or VAL UE who has subscribed the location.

NOTE 2: Either Identity or Subscription ID shall be included.
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9.3.2.7a Location information subscription update procedure

Figure 9.3.2.7a- 1 illustrates the high level procedure for allowing aVAL server update an existing subscription about
location information at the location management server.

Pre-conditions:

- the VAL server has an active location information subscription at the location management server.

Location
VAL server management
server

1. Location information subscription update request

2. Authorization check

3. Update the location
information subscription

4. Location information subscription update
response

Figure 9.3.2.7a-1: Location information subscription update procedure

1. Whenthe VAL server decides to update an active location information subscription, it sends alocation
information subscription update request to the location management server including the information specified in
table 9.3.2.5-1.

2. Thelocation management server shall check if the VAL server is authorized to update the subscription.

3. If the VAL server is authorized to update the subscription, the location management server updates the location
information subscription.

4. Thelocation management server sends alocation information subscription update response to the VAL server
including the information as specified in table 9.3.2.6-1.

9.3.2.8 Location reporting configuration cancel request
Table 9.3.2.8-1 describes the location reporting configuration cancel request information flow from the location

management client or VAL server to the location management server or from the location management server to the
location management client.

Table 9.3.2.8-1: Location reporting configuration cancel request

Information element Status Description

Identity M Identity of the requesting authorized VAL user or
VAL UE or VAL server

Identity M Identity of the requested VAL user or VAL UE

VAL service ID (0] Identity of the VAL service for which the location
reporting configuration is requested to be
cancelled.

9.3.2.9 Get UE(s) information request

Table 9.3.2.9-1 describes the information flow for aVAL server to get UE(s) information at the LM server.
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Table 9.3.2.9-1: Get UE(s) information request

Information element Status Description
Location information M Location information around which the UE(S)
information is requested (e.g. geographic area or
VAL service area ID).
Application defined proximity M Description of the range information over which the
range information UE(s) information is required.

9.3.2.10

Table 9.3.2.10-1 describes the information flow for aLM server to respond with UE(s) information to the VAL server.

Get UE(s) information response

Table 9.3.2.10-1: Get UE(s) information response

Information element Status Description

Result M Result from the VAE server in response to
subscription request indicating success or failure

List of UEs information (0] The information of the UEs which were detected in

(see NOTE) the application defined proximity range. The list can
be empty.

>UE ID M The identifier of VAL UE or VAL user.

>Location information M Location information of UE within the application
defined proximity range

NOTE:  This IE shall be included when the Result indicates success.

9.3.2.11

Table 9.3.2.11-1 describes the information flow from the VAL server to the LM server for monitoring the location
deviation of the VAL UE(s) or for updating an existing monitor location subscription.

Monitor Location Subscription Request

Table 9.3.2.11-1: Monitor Location Subscription Request

Information element

Status

Description

Identity

M

Identifier of the VAL users or VAL UE whose
location monitoring is requested to be monitored in
a given location (see NOTE).

Area of Interest

Geographic area location information where the
VAL server wishes to monitor the VAL UE's
location adherence. This could be geographical co-
ordinates or VAL service area identified by the VAL
service area ID.

Notify Interval

Periodic time interval in which the LM server needs
to notify the VAL UE's location information to the
VAL server.

Notification Target URI

M

Target URI where the VAL server wishes to receive
the notifications about VAL UE's location.

Timeout

o

A timeout period when subscription response is not
received.

NOTE: This information element shall not be updated via monitor location subscription update
procedure in clause 9.3.2.12a.

9.3.2.12

Table 9.3.2.12-1 describes the information flow from LM server to the VAL server for Monitor Location Subscription
Response or monitor location subscription update response.

Monitor Location Subscription Response
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Table 9.3.2.12-1: Monitor Location Subscription Response

Information element Status Description
Subscription status M It indicates the subscription result

9.3.2.12a  Monitor location subscription update procedure

Figure 9.3.2.12a-1 illustrates the high level procedure for allowing aVAL server update an existing monitor location
subscription at the location management server.

Pre-conditions:

- the VAL server has an active monitor location subscription at the location management server.

Location
VAL server management
server

1. Monitor location subscription update request

2. Authorization check

3. Update the monitor location
subscription

4. Monitor location subscription update response

Figure 9.3.2.12a -1: Monitor location subscription update procedure

1. When the VAL server decides to update an active monitor location subscription, it sends a monitor location
subscription update request to the location management server including the information specified in
table 9.3.2.11.

2. Thelocation management server shall check if the VAL server is authorized to update the subscription.

3. If the VAL server is authorized to update the subscription, the location management server updates the monitor
location subscription.

4. The location management server sends a monitor location subscription update response to the VAL server
including the information as specified in table 9.3.2.12.

9.3.2.13 Notify Location Monitoring Event

Table 9.3.2.13-1 describes the information flow from LM server to the VAL server for notification of location
monitoring events.
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Table 9.3.2.13-1: Notify Location Monitoring Event message

Information element

Status

Description

Event

M

Information of the event to be reported. The event
shall be one of the following:

"Notify_Mismatch_Location" — When the location
information of the VAL UE, from the location
management client and the core network do not
match, or when the LM server determined area of
interest result based on LM client location and the
core network reported area of interest result do not
match.

"Notify_Absence" — When the VAL UE's current
location is deviating from the VAL server's area of
interest information.

"Notify_Presence" — When the VAL UE's current
location is within the VAL server's area of interest
information.

Identity

Identifier of the VAL UE whose location information
is reported.

Location

Current location of the VAL UE.

9.3.2.14

Table 9.3.2.14-1 describes the information flow from the VAL server to the location management server for location

area monitoring subscription request.

Location area monitoring subscription request

Table 9.3.2.14-1: Location information monitoring subscription request

Information element Status Description

Identity M Identity of the requesting VAL server, VAL UE or
SEAL Server

Location Information criteria M Location information to be monitored.
It includes the geographic location information or a
VAL service area identified by the VAL service area
ID or a reference UE along with the application
defined proximity range from the reference UE.

Time between consecutive (0] It indicates the interval time between consecutive

reports reports

Immediate Report Indicator (0] Indicates whether an immediate location report is
required

Triggering events (0] Identifies when the server will send the natification
(e.g. distance travelled)

Notification Target URI M Target URI where the VAL server wishes to receive

the notifications about location area monitoring.

9.3.2.15

Table 9.3.2.15-1 describes the information flow from the location management server to the VAL server for location

area monitoring subscription response.

Location area monitoring subscription response

Table 9.3.2.15-1: Location area monitoring subscription response

Information element Status Description
Subscription status M It indicates the subscription result
Subscription identity (0] If subscription is successful, identifies the

(see NOTE) subscription

NOTE:

This IE shall be present if subscription status is set to success.
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9.3.2.16 Location area monitoring notification

Table 9.3.2.16-1 describes the information flow from the location management server to the VAL server.

Table 9.3.2.16-1: Location area monitoring notification

Information element Status Description
Subscription identity M Identity of the subscription
UEs currently present (0] List of the identities of all VAL UEs who are
(see NOTE) currently present in the given location area
UEs moved in/out (0] List of UEs either moved in to the location area or
(see NOTE) moved out of the location area
>> UEs moved in (0] List of the identities of the VAL UEs who moved in

to the given location area since previous
notification.

>> UEs moved out 0] List of the identities of the VAL UEs who moved out
of the given location area since previous
notification.

Triggering event (0] Identity of the event that triggered the sending of

the notification

NOTE:  Any one of these shall be present.

9.3.2.17

Table 9.3.2.17-1 describes the information flow from the VAL server to the location management server for location
area monitoring subscription modify request.

Location area monitoring subscription modify request

Table 9.3.2.17-1: Location information monitoring subscription modify request

Information element Status Description
Identity M Identity of the requesting VAL server, VAL UE or
SEAL Server
Subscription identity M Identifies the subscription
Location Information criteria M Location information to be monitored.

It includes the geographic location information or a
VAL service area ID or a reference UE along with
the application defined proximity range from the
reference UE.

Time between consecutive It indicates the interval time between consecutive

reports reports

Immediate Report Indicator Indicates whether an immediate location report is
required

Triggering events

Identifies when the server will send the notification

(e.g. distance travelled)
Target URI where the VAL server wishes to receive
the notifications about location area monitoring.

O] O] O] ©

Notification Target URI

9.3.2.18 Location area monitoring subscription modify response

Table 9.3.2.18-1 describes the information flow from the location management server to the VAL server for location
area monitoring subscription modify response.

Table 9.3.2.18-1: Location area monitoring subscription modify response

Description
It indicates the request result

Information element Status
Subscription modification status M

9.3.2.19

Table 9.3.2.19-1 describes the information flow from the VAL server to the location management server for location
area monitoring unsubscribe request.

Location area monitoring unsubscribe request
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Table 9.3.2.19-1: Location information monitoring unsubscribe request

Information element Status Description
Identity M Identity of the requesting VAL server, VAL UE or
SEAL Server
Subscription identity M Identifies the subscription
9.3.2.20 Location area monitoring unsubscribe response

Table 9.3.2.20-1 describes the information flow from the location management server to the VAL server for location
area monitoring unsubscribe response.

Table 9.3.2.20-1: Location area monitoring unsubscribe response

Information element Status Description
Request status M It indicates the request result
9.3.2.21 VAL service area configuration request

Table 9.3.2.21-1 describes the information flow from the VAL server to the location management server for VAL
service area configuration request.

Table 9.3.2.21-1: VAL service area configuration request

Information element Status Description

Identity M Identity of the requesting VAL server

List of VAL service area M List of one or more VAL service area identifiers.

information

> VAL service area ID M The VAL service area identifier.

> Geographical location list M List of one more geographical locations (e.g., co-
ordinates) corresponding to the VAL service area
ID

9.3.2.22 VAL service area configuration response

Table 9.3.2.22-1 describes the information flow from the location management server to the VAL server for VAL
service area configuration response.

Table 9.3.2.22-1: VAL service area configuration response

Information element Status Description
VAL Service area configuration M It indicates the result of VAL service area
status configuration request.
List of VAL service area IDs 0] List of VAL service area IDs
NOTE:  This IE shall be present only if the configuration status is set to success.

9.3.2.23 Location service registration request

Table 9.3.2.23-1 describes the information flow from the location management client to the location management server
for registration of the location service.
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Table 9.3.2.23-1: Location service registration request

Information element Status Description

Identity M Identity of the VAL user or identity of the VAL UE.

VAL service ID (0] Identity of the VAL service for which the location
service is registered.

Location capability 0] The information of location capability of VAL UE for
which the location service is registered.

> Location access type (0] Identifies the available location access type of the

(NOTE 2) (NOTE 1) VAL UE. E.g. as described in TS 23.273[50] and
TS 29.572[51].

>Positioning method (0] Identifies the available positioning methods of the

(NOTE 1) VAL UE. E.g. as described in TS 23.273[50] and

TS 29.572[51].

NOTE 1: At least one of these rows shall be present.

NOTE 2: The non-3GPP access as defined in TS 23.273[50] and TS 29.572 [51] is out of scope of the

present specification.

9.3.2.24 Location service registration response

Table 9.3.2.24-1 describes the information flow from the location management server to the location management client
for the location service registration response.

Table 9.3.2.24-1: Location service registration response

Information element Status Description
Registration status M It indicated the registration result.
9.3.2.25 Location reporting configuration cancel response

Table 9.3.2.25-1 describes the location reporting configuration cancel response information flow from the location
management server to the location management client or from the location management client to the location
management server.

Table 9.3.2.25-1: Location reporting configuration cancel response

Information element Status Description
Cancel status M It indicates the cancelled result.
9.3.2.26 VAL service area obtain request

Table 9.3.2.26-1 describes the information flow from a VAL server to alocation management server for obtain VAL
service areaidentifiers at the LM server.

Table 9.3.2.26-1: Obtain VAL service area request

Information element Status Description
Identity M Indicates the VAL server identity.
VAL service area IDs M Indicates the list of the requested VAL service area
identifiers.
9.3.2.27 VAL service area obtain response

Table 9.3.2.27-1 describes the information flow from alocation management server to the VAL server for obtain VAL
service areaidentifiers at the LM server.
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Table 9.3.2.27-1: Obtain VAL service area response

Information element Status Description

Result M Indicates the success or failure for the operation.

List of VAL service area (0] List of one or more VAL service area identifiers.

information (see NOTE)

> VAL service area ID M The VAL service area identifier.

> Geographical locations list M List of one more geographical locations (e.g., co-
ordinates) corresponding to the VAL service area
ID.

NOTE: This information element shall be present only if the obtain VAL service area identifier(s) is

successful.
9.3.2.28 VAL service area update request

Table 9.3.2.28-1 describes the information flow from aVVAL server to alocation management for update VAL service
areaidentifiers at the LM server.

Table 9.3.2.28-1: Update VAL service area request

Information element Status Description
Identity M Indicates the VAL server identity.
List of VAL service area M List of one or more VAL service area identifiers that
information shall be updated.
> VAL service area ID M Indicates the VAL service area identifier.
> Geographical locations M Indicates the list of the updated geographical
locations (e.g., the geographical coordinates)
corresponding to the VAL service area ID.

9.3.2.29 VAL service area update response

Table 9.3.2.29-1 describes the information flow from alocation management server to the VAL server for update VAL
service areaidentifiers at the LM server.

Table 9.3.2.29-1: Update VAL service arearesponse

Information element Status Description
Result M Indicates the success or failure for the operation.
VAL service area IDs (0] Indicates the list of the updated VAL service area
(see NOTE) identifiers.

NOTE: This information element shall be present only if the update VAL service area identifier(s) is
successful.

9.3.2.30 VAL service area delete request

Table 9.3.2.30-1 describes the information flow from a VAL server to alocation management for delete VAL service
areaidentifiers at the LM server.

Table 9.3.2.30-1: Update VAL service area request

Information element Status Description
Identity M Indicates the VAL server identity.
List of VAL service IDs M List of one or more VAL service area identifiers that
shall be deleted.

9.3.2.31 VAL service area delete response

Table 9.3.2.31-1 describes the information flow from alocation management server to the VAL server for delete VAL
service areaidentifiers at the LM server.
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Table 9.3.2.31-1: Update VAL service arearesponse

Information element Status Description
Result M Indicates the success or failure for the operation.
VAL service area IDs (0] Indicates the list of the deleted VAL service area
(see NOTE) identifiers.

NOTE: This information element shall be present only if the delete VAL service area identifier(s) is
successful.

9.3.2.32 Location information unsubscribe request

Table 9.3.2.32-1 describes the information flow from the VAL server or location management client to the location
management server for location information unsubscribe request.

Table 9.3.2.32-1: Location information unsubscribe request

Information element Status Description
Requestor ID M Identity of the VAL server or VAL UE’s requesting
ID.
9.3.2.33 Location information unsubscribe response

Table 9.3.2.33-1 describes the information flow from the location management server to the VAL server or location
management client for location information unsubscribe response.

Table 9.3.2.33-1: Location information unsubscribe response

Information element Status Description
Request status M It indicates the unsubscribe request result
9.3.2.34 Monitor location unsubscribe request

Table 9.3.2.34-1 describes the information flow from the VAL server to the LM server for monitor location unsubscribe
request.

Table 9.3.2.34-1: Monitor location unsubscribe request

Information element Status Description
Requestor 1D M Identity of the VAL server’s requesting ID.
9.3.2.35 Monitor location unsubscribe response

Table 9.3.2.35-1 describes the information flow from LM server to the VAL server for monitor location unsubscribe
response.

Table 9.3.2.35-1: Monitor location unsubscribe response

Information element Status Description
Request status M It indicates the unsubscribe request result
9.3.2.36 Location service registration update request

Table 9.3.2.36-1 describes the information flow from the location management client to the location management server
for update the registered location service.

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 63 ETSI TS 123 434 V18.10.1 (2025-01)

Table 9.3.2.36-1: Location service registration update request

Information element Status Description

Identity M Identity of the VAL user or identity of the VAL UE.

VAL service ID (0] Identity of the VAL service for which the location
service is updated.

Location capability 0] The information of location capability of VAL UE for
which the location service is updated.

>Location access type (0] Identifies the updated location access type of the

(NOTE 2) (NOTE 1) VAL UE. E.g. as described in TS 23.273[50] and
TS 29.572[51].

>Positioning method (0] Identifies the updated positioning methods of the

(NOTE 1) VAL UE. E.g. as described in TS 23.273[50] and

TS 29.572[51].

NOTE 1: At least one of these rows shall be present.

NOTE 2: The non-3GPP access as defined in TS 23.273[50] and TS 29.572[51] is out of scope of the

present specification.

9.3.2.37 Location service registration update response

Table 9.3.2.37-1 describes the information flow from the location management server to the location management client
for the location service registration update response.

Table 9.3.2.37-1: Location service registration update response

Information element Status Description
Update status M It indicated the update result.
9.3.2.38 Location service deregistration request

Table 9.3.2.38-1 describes the information flow from the location management client to the location management server
for deregistration of the location service.

Table 9.3.2.38-1: Location service deregistration request

Information element Status Description
Identity M Identity of the VAL user or the VAL UE.
9.3.2.39 Location service deregistration response

Table 9.3.2.39-1 describes the information flow from the location management server to the location management client
for the location service deregistration response.

Table 9.3.2.39-1: Location service deregistration response

Information element Status Description
Deregistration status M It indicated the deregistration result.
9.3.2.40 Location reporting configuration update request

Table 9.3.2.40-1 describes the information flow from the location management server to the location management client
for the location reporting configuration update when LM server needs to deliver the new or update location reporting
configuration to LM client if the LM server received the new requests/parameters from other entities (e.g. the VAL
server or other LM client). Thisinformation flow may be sent individually addressed or group addressed on unicast or
multicast.
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Table 9.3.2.40-1: Location reporting configuration update request

Information element Status Description
Identity M Identity of the VAL user or VAL group to which the
location reporting configuration is targeted or
identity of the VAL UE.
Requested location information (0] Identifies what location information is requested
(see NOTE 1)
Requested location access type (0] Identifies the location access type for which the

(see NOTE 2)

(see NOTE 1)

location information is requested, e.g. as described
in TS 23.273 [50] and TS 29.572 [51].

Requested positioning method

O
(see NOTE 1)

Identifies the positioning method for which the
location information is requested, e.g. as described
in TS 23.273 [50] and TS 29.572 [51].

Triggering criteria

O
(see NOTE 1)

Identifies when the location management client will
send the location report as specified in table
9.3.2.4-2. The triggering may be e.g., SAl changes,
ECGI changes, RAT changes.

Minimum time between
consecutive reports

O
(see NOTE 1)

Defaults to O if absent otherwise indicates the time
interval between consecutive reports

NOTE 1:
reporting.

If none of the information element is present, this represents a cancellation for location

NOTE 2: The non-3GPP access as defined in TS 23.273[50] and TS 29.572[51] is out of scope of the

present specification.

9.3.241

Table 9.3.2.41-1 describes the information flow from the location management client to the location management server
for the location reporting configuration update response. This information flow may be sent individually addressed or
group addressed on unicast or multicast.

Location reporting configuration update response

Table 9.3.2.41-1: Location reporting configuration update response

Description
It indicates the update result.

Information element Status
Update status M

9.3.2.42

Table 9.3.2.42-1 describes the information flow from a SEAL server to alocation management server to subscribe VAL
service area identifier update events or update an existing subscription at the LM server.

VAL service area subscription request

Table 9.3.2.42-1: VAL service area subscription request

Information element Status Description

Identity M Indicates the SEAL server identity (see NOTE).

List of the subscribed events M Indicates the list of the requested events.

> Event type M Indicates the subscribed event (e.g.,
update/deletion of the VAL service area ID)

> VAL service area IDs (0] Indicates the list of the VAL service area identifiers.
This information element shall be provided when
the requested event type is update or delete VAL
service area ID.

Notification Target URI M Target URI where the VAL server wishes to receive
the notifications about VAL service area update
events.

Subscription duration o It indicates the subscription duration.

NOTE:  This information element shall not be updated via the update VAL service area subscription

request.
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9.3.2.43 VAL service area subscription response

Table 9.3.2.43-1 describes the information flow from alocation management server to a SEAL server for VAL service
area subscription response or update VAL service area subscription response.

Table 9.3.2.43-1: VAL service area subscription response

Information element Status Description
Subscription status M It indicates the subscription result.
9.3.2.44 VAL service area notification

Table 9.3.2.44-1 describes the information flow for VAL service area notification from a location management server to
aSEAL server.

Table 9.3.2.44-1: VAL service area notification

Information element Status Description

List of events M Indicates the list of the occurred events.

> Event type M Indicates the subscribed event (e.g.,
update/deletion of the VAL service area ID).

> List of VAL service area M List of one or more VAL service area identifiers.

information

>> VAL service area ID M The VAL service area identifier.

>> Geographical locations list M List of one more geographical locations (e.g., co-
ordinates) corresponding to the VAL service area
ID.

9.3.2.45 VAL service area unsubscribe request

Table 9.3.2.45-1 describes the information flow from a SEAL server to alocation management server for VAL service
area unsubscribe request.

Table 9.3.2.45-1: VAL service area unsubscribe request

Information element Status Description
Identity M Indicates the SEAL server identity.
9.3.2.46 VAL service area unsubscribe response

Table 9.3.2.46-1 describes the information flow from the location management server to the SEAL server for VAL
service area unsubscribe response.

Table 9.3.2.46-1: Location information unsubscribe response

Information element Status Description
Request status M It indicates the unsubscribe request result.

9.3.3 Event-triggered location reporting procedure

9331 General

The location management server provides location reporting configuration to the location management clients,
indicating what information the location management server expects and what events will trigger the sending of this
information to the location management server. The decision to report |ocation information can be triggered at the
location management client by different conditions, e.g., the reception of the location reporting configuration, initial
registration, distance travelled, elapsed time, cell change, MBMS SAI change, MBMS session change, leaving a
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specific MBM S bearer service area, tracking area change, PLMN change, call initiation, or other types of events such as
emergency. The location report can include information described as ECGI, MBM S SAls, geographic coordinates and
other location information.

9.3.3.2 Fetching location reporting configuration
Figure 9.3.3.2-1 illustrates the procedure for fetching location reporting configuration.
Pre-condition:
- If multicast delivery mode is used, the MBM S bearer being used is activated by the location management server.

- Thelocation management client is aware that the location reporting configuration is available at the location
management server.

Location management Location management
client server

1. Location Reporting Configuration
request

Y

2. Location Reporting Configuration
response

<
-

3. Configured location
reporting event triggers

Figure 9.3.3.2-1: Fetching location reporting configuration procedure

1. Thelocation management client sends location reporting configuration request message to the location
management server.

2. Thelocation management server sends location reporting configuration message to the location management
client(s) containing the initial location reporting event triggers configuration (or a subsequent update) , e.g.
minimum time between consecutive reports, SAl changes, access RAT changes, or ECGI changes for reporting
the location of the VAL UE. This message can be sent over a unicast bearer to a specific location management
client or as agroup message over an MBM S bearer to update the location reporting configuration for multiple
location management clients at the same time.

NOTE 1: The location reporting configuration information can be made part of the user profile, in which case the
sending of the message is ot necessary.

NOTE 2: Different location management clients may be given different location reporting criteria.

3. Thelocation management client stores or updates the location reporting event triggers configuration. A location
reporting event occurs, triggering step 3.

9.3.3.3 Location reporting

Figure 9.3.3.3-1 illustrates the procedure for location reporting.
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Location management Location management
client server

1. Location information report

[y

2. Update the location
information

Figure 9.3.3.3-1: Location reporting procedure

1. Thelocation management client sends alocation information report to the location management server,
containing location information identified by the location management server and available to the location
management client.

2. Upon receiving the report, the location management server updates |ocation of the reporting location
management client. If the location management server does not have location information of the reporting
location management client before, then just stores the reporting location information for that location
management client.

9.3.34 Update Location reporting configuration

The location management server may update the location reporting configuration information and inform the location
management client of the update ones at any time by triggering the location reporting configuration update procedure.

Figure 9.3.3.4-1 illustrates the procedure for location reporting configuration update.

Location management Location management
client server

1. Based on Ioca‘l configurations or
location requests from other entities,
determine to update the location
reporting configuration

2. Location reporting configuration update request

-

3. Location reporting configuration update response

P

4. Store/Update the
location reporting
configuration

T

Figure 9.3.3.4-1: Location reporting configuration update procedure

1. Based on thelocal configurations or the location information request from other entities (e.g., another location
management client, VAL server) or if the VAL server updates the geographical location information of the
existing VAL service area|D and there istriggering criteria corresponding to the updated VAL service area D,
the location management server decides to update the location reporting configuration and informs the updated
information to the location management client.

2. Thelocation management server sends location reporting configuration update request message to the location
management client(s) which may contain the updated location reporting configuration, e.g. the event triggers, the
minimum time between consecutive reports, the requested location access type and positioning methods when
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VAL UE fetches the UE location report. This message can be sent over a unicast bearer to a specific location
management client or as a group message over an MBM S bearer to update the |ocation reporting configuration
for multiple location management clients at the same time. If the location reporting trigger from VAL server
contains the triggering criteria based on the VAL service area | D, then the location management server converts
those triggers into geographical area based triggers while sending it to the location management client.

NOTE: Different location management clients may be given different location reporting criteria.

3. Thelocation management client(s) reply with location reporting configuration update response to the location
management server with the update result.

4. The location management client stores or updates the new location reporting configuration received in step 2.

9.3.4  On-demand location reporting procedure

The location management server can request UE location information at any time by sending a location information
request to the location management client, which may trigger location management client to immediately send the
location report.

Location management Location management
Server client

1. Based on configurations or
location request from other
entities, decide to immediately
initiate request location from user

2. Location Information Request

[y
|

3. notify user and ask for
permission to share location

4. Location Information Report

A

5. Update location information

Figure 9.3.4-1: On-demand location information reporting procedure

1. Based on configurations such as periodical location information timer, or location information request from other
entities (e.g., another location management client, VAL server), location management server initiates the
immediately request location information from the location management client.

2. Thelocation management server sends a location information request to the location management client.

3. VAL user or VAL UE isnotified and asked about the permission to share itslocation. VAL user can accept or
deny the request

4. The location management client immediately responds to the location management server with a report
containing location information identified by the location management server and available to the location
management client.

5. Upon receiving the report, the location management server updates location of the reporting location
management client. If the location management server does not have location information of the reporting
location management client before, then just stores the reporting location information for that location
management client.

9.3.5 Client-triggered or VAL server-triggered location reporting procedure

Figure 9.3.5-1 illustrates the high level procedure of client-triggered or VAL server-triggered location reporting.
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Location management Location management Location management
client 2 or VAL server server client 1

1. Location reporting trigger

2. Event-triggered location reporting procedure or

On-demand location reporting procedure

3. Location information report

Figure 9.3.5-1: Client-triggered location reporting procedure

1. Location management client 2 (authorized VAL user or VAL UE) or VAL server sends alocation reporting
trigger to the location management server to activate alocation reporting procedure for obtaining the location
information of location management client 1. The location reporting event triggers e.g. minimum time between
consecutive reports, SAl changes, access RAT changes, or ECGI changes for reporting the location of the VAL
UE, are included.

NOTE: Step 1 can be performed when Location management client 2 or VAL server require to update the
location reporting trigger corresponding to location management client 1.

2. Location management server checks whether location management client 2 or VAL server is authorized to send
alocation reporting trigger. Depending on the information specified by the location reporting trigger, location
management server initiates an on-demand location reporting procedure or an event-triggered location reporting
procedure for the location of location management client 1.

3. Once the location information of the location management client 1 is available in the location management
server by the on-demand location reporting procedure, alocation information report is sent to the location
management client 2 or VAL server.

9.3.6 Location reporting triggers configuration cancel

Figure 9.3.6-1 illustrates the procedure used for cancelling the location reporting triggers configuration at the target
L ocation management client.

Pre-conditions:

1. Thelocation management server has subscribed the location management client 2 location with the location
reporting event triggers.

2. If multicast delivery modeis used, the MBMS bearer being used is activated by the location management server.
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Location management Location management Location management
client 1 or VAL server Server client 2

1a. Location reporting configuration

‘wue“—P 1b. Location reporting configuration cancel requei

2. Invalidate location
reporting event triggers

3b. Location reporting configuration 3a. Location reporting configuration cancel responsg
gl
< cancel response -«

Figure 9.3.6-1: Location reporting triggers configuration cancel

1. Thelocation management client 1 (authorized VAL user or VAL UE) or VAL server sends alocation reporting
configuration cancel request to the location management server (1a). The location management server sends the
location reporting configuration cancel regquest to the location management client 2 to stop receiving the UE
location information (1b). This message can be sent via unicast or multicast.

NOTE: Step 1b can beinitiated without step l1a

2. Thelocation management client invalidates the location reporting triggers configuration and no longer reportsiits
location to the location management server.

3. Thelocation management client 2 sends the location reporting configuration cancel response to the location
management server (3a) as an acknowledgement. The location management server sends the location reporting
configuration cancel response to the location management client 1 (3b) as an acknowledgement.

9.3.7 Location information subscription procedure

Figure 9.3.7-1 illustrates the high level procedure of location information subscription request. The same procedure can
be applied for location management client and other entities that would like to subscribe to VAL user or VAL UE
location information. This procedure is also used for initiating tracking a UE's location.

Location Location 3rd party Location
VAL server Management Management 3GPP CN Management
Server(FLF) Client Server

1. Location Information subscription request

»
L

2. Authorization check and initiate
location reporting configuration with
immediate reporting

4. Determine UE location

5. Location Informatioh subscription response

»i
<«

Figure 9.3.7-1: Location information subscription request procedure
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1. The VAL server sends alocation information subscription request to the location management server to
subscribe location information of one or more VAL usersor VAL UEs. The request may include an indication
for supplementary location information and the location QoS which contains the location accuracy, response
Time and QoS class as defined in clause 4.1b of TS 23.273[50].

2. Thelocation management server shall check if the VAL server is authorized to initiate the location information
subscription request and may retrieve the available and proper |ocation access type and positioning methods (e.g.
asdescribed in TS 23.273 [50] and TS 29.572 [51]) for the target VAL UE based on the received location QoS.
Further, the location management server may initiate location reporting configuration optionally including the
retrieved location access type and positioning methods with the location management client of the UE for
immediate reporting.

3. Thelocation management server may optionally subscribe for UE location information from 3GPP core network
for the UE. If the indication for supplementary location information isincluded in step 1, then UE location
information is obtained from the 3GPP core network and/or the 3rd party location management server.

NOTE: How the location management server obtains the UE location from the 3 party location management
server is out of scope of this specification.

4. Thelocation management server determines the UE location information of the UE as received in steps 2 and 3
and checksif it meets the location QoS requirements (if any) or not.

5. Thelocation management server replies with alocation information subscription response indicating the
subscription status and if immediate reporting was requested, the location information of the VAL UE(s).
9.3.8 Event-trigger location information notification procedure

Figure 9.3.8-1 illustrates the high level procedure of event-trigger usage of location information. The same procedure
can be applied for location management client and other entities that would like to subscribe to location information of
VAL user or VAL UE. This procedure is aso used for obtaining latest UE's location for tracking purpose.

Location Location VAL server or 3" party Location
Management Management Location 3GPPCN Management
Client 1 Server(FLF) Management Client 2 Server

1. Location Reporting

2. UE location reporting

3. Based on configurations
and subscription,
determine and report
location information

4. Location Information notification

»|
»

|
5. VAL server may share to other VAL |
user ‘

Figure 9.3.8-1: Event-trigger usage of location information procedure

1. Thelocation management server receives the latest location information of the UE as per the location report
procedure described in clause 9.3.3.3.

2. The location management server may optionally receive the location information of the UE from 3GPP core
and/or the 3rd party location management server network. If the indication for supplementary location
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information isincluded in the subscription, then UE location information is obtained from the 3GPP core
network and/or the 3rd party location management server.

3. Based on the configurations, e.g., subscription, periodical location information timer, location management
server istriggered to report the latest user location information to VAL server. The location management server
determines the location information of UE as received in steps 1 and 2, including the supplementary location
information (if indicated). The Location management server may report the location to the VAL server
considering the location information received via non-3GPP positioning technologies (e.g. GNSS, Bluetooth),
for instance, to improve the location accuracy.

4. Thelocation management server sends the location information report including the latest location information
of one or more VAL usersor VAL UEsto the VAL server or to the location management client that has
previously configured.

5. VAL server may further share thislocation information to a group or to another VAL user or VAL UE.

NOTE: For other entities, the step 5 can be skipped if not needed.

9.3.9 On-demand usage of location information procedure

The VAL server can request UE location information at any time by sending alocation information request to the
location management server, which may trigger location management server to immediately send the location report.

Figure 9.3.9-1 illustrates the high level procedure of on demand usage of location information. The same procedure can
be applied for location management client and other entities that would like to subscribe to location information of VAL
user or VAL UE.

Location management
server

VAL server

1. Location information request

-
-

2. Get the latest
location information

3. Location information report

Figure 9.3.9-1: On-demand usage of location information procedure

1. VAL server sends alocation information request to the location management server which may include the
location QoS that contains the location accuracy, response Time and QoS class as defined in clause 4.1b of
TS23.273[50].

2. Thelocation management server acquires the latest location of the UEs being requested, by triggering an on-
demand location report procedure as described in subclause 9.3.4, or from PLMN operator, and checksif the
obtained location of the VAL UE could meet the [ocation QoS requirements (if any).

3. Then, location management server immediately sends the location information report including the latest
location information acquired of one or more VAL users or VAL UESs. The Location management server may
report the location to the VAL server considering the location information received via non-3GPP positioning
technologies (e.g. GNSS, Bluetooth), for instance, to improve the location accuracy.

4. VAL server may further share this location information to a group or to another VAL user or VAL UE.

NOTE: For other entities, the step 4 can be skipped if not needed.
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9.3.10 Obtaining UE(S) information at a location
Figure 9.3.10-1 describes the procedure for obtaining UE(s) information at a location.
Pre-condition:

- TheVAL server hasajurisdiction over a geographical areafor which the location management server is
configured to operate.

- TheUE(s) in the geographical area have provided its|ocation information to the location management server.

Location
VAL server management
server

1. Get UE information request

[y

2. Determine UE(s) information
at the location

3. Get UE information response

-

Figure 9.3.10-1: Obtaining UE(s) information at a location

1. TheVAL server sends get UE information request to the location management server. The request contains a
location information or VAL service areaidentified by the VAL service area|D and application defined
proximity range.

2. Thelocation management server determines the UE(s) whose location are within the application defined
proximity range of the location information or VAL service areaidentified by the VAL service area ID provided
instep 1.

3. Thelocation management server sends get UE information response to the VAL server with alist of VAL UE(S)
or VAL user(s) and its corresponding location information as determined in step 1.

9.3.11 Monitoring Location Deviation

9.3.111 General

The VAL server requests the Location Management Server to monitor the location of the VAL UE in relation to an area
of interest. The LM S fetches the VAL UE's location information periodically from 3GPP core network as specified in
3GPP TS 23.502 [11] and also, using the Location Information procedures specified in clause 9.3.7 and clause 9.3.10.
With the periodic location information of the UE from 3GPP core network and SEAL procedures, the LM S server
evaluates the current location of the VAL UE in relation to the area of interest configured by the VAL server. If
subscribed, the VAL server is notified by the LM S server when the VAL UE relationship (e.g. inside or outside) to the
area of interest changes along with current location information of the VAL UE.

9.3.11.2 Monitoring Location Deviation procedure
Figure 9.3.11.2-1 describes the procedure for monitoring the VAL UE's location in a given area of interest.
Pre-condition:

- The LM server authorized to consume the 3GPP core network service (Monitoring events provided by NEF as
specified in 3GPP TS 23.502 [11]).
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3rd party

LmC UE 3GPP CN SEAL LMS LMS

VAL Server

1. Monitor Location Subscription Request

2. Fetch UE(VAL UE)location periodically using
Monitoring Procedure as per TS 23.502
I I I
3. Fetch VAL UE location periodically using SEAL Location
Information Procedure as per TS 23.434

4. Fetch UE(VAL UE)location periodically

5. Monitor Location Subscription Response

\/

6a. Validate VAL UE location information
obtained from step 2~4 referring to the
same location
6b. Verify if the location of VAL UE
received is in the geographic area request
by VAL server
6c. Verify if VAL UE location status
matches with Aol reported by NEF

7. Notify Mismatch Location

8. Notify Absence

\

9. Notify Presence

\

Figure 9.3.11.2-1: Monitoring VAL UE's location at a given location

1. The VAL server sends Monitor Location Subscription Reguest to LM server including VAL UE Identifier,
predetermined area of interest information, notification interval and notification URI where the VAL server
intends to receive the notifications from LM server regarding VAL UE's presencein agiven area.

"Area of interest" isthe location information, which the VAL server wishes to monitor the VAL UE's
location adherence. This parameter can include an area of interest information and other relevant parameters.

- "Notify_Interval” represents the periodic interval in which the LM server needs to notify VAL UE's |ocation
information to the VAL server. When the VAL UE moves away from the " Area of interest”, then the LM
server ignores the "Notify_Interval” and sends the location notification to the VAL server immediately.

2. LM server processes the Area of interest information in the request, and then subscribes to UE location
monitoring as specified in 3GPP TS 23.502 [ 11] with appropriate parameters mapping. Based on the
subscription, the LM server receivesthe VAL UE location information periodically from the 3GPP core
network. The LM server also invokes NEF service for Area of Interest monitoring as specified in clause 5.3.3 of
3GPP TS 23.256 [52] to know whether the VAL UE isin the VAL server’s predetermined area of interest.

3. LM server shall use the Location information procedures as specified in clause 9.3.7 and clause 9.3.10, to
periodically obtain the VAL UE location information. Based on the geographic information from the VAL
server, the LM server may determine to additionally include the positioning methodsin SEAL LMS procedures
to obtain location information.

4. LMS may periodically obtain the VAL UE location information from the 3 party location management server
based on the geographic information from the VAL server.

NOTE 1: How the LMS obtains the UE location from the 3" party location management server is out of scope of
this specification.

5. LM server, after successful subscription according to steps 2~4, sends Monitor Location Subscription response,
indicating that the LM server accepts VAL server's request and will monitor the location of the VAL UE to
verify if the VAL UE isin the area of interest.
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6a and 6b. LM server processes the location information received from SEAL Location Information procedures, the
3GPP core network and/or the 3rd party location management server, and validates the information. If the
location information is matching, then the LM server shall check if the VAL UE's current location is within the
predetermined area of interest received in step 1.

NOTE 2: The location information received from the 3GPP core network and from LM client does not necessarily
be exactly the same, the LM server can aggregate the location information if there is no big deviation.

6¢. LM server verifiesits determined VAL UE location status (i.e. presence or absence with regard to the
predetermined area of interest) with the retrieved 3GPP core network result from the NEF monitoring service for
Areaof Interest. The LM server will continue with step 7, step 8 and step 9 as applicable.

7. If thelocation information received from Location management client, the 3GPP core network and/or the 3rd
party location management server do not match or the NEF reported Area of Interest monitoring result does not
match with the determined VAL UE location status (present/absence) in LM server, then the LM server shall
consider the VAL UE as outside from its specified area of interest and shall notify ("Notify Mismatch Location”
message) the VAL server of the same, including VAL UE 1D and the location information from LM server,the
3GPP core network and/or the 3rd party |ocation management server in the notification message.

8. If the VAL UE's current location is from Location management client, the 3GPP core network and/or the 3rd
party location management server matches, and not in the area of interest received from VAL server in Monitor
Location Subscription Request message, and such out of area of interest result is also aligned with the NEF
reported area of interest monitoring result, then the LM server considers the VAL UE as outside from its
specified area of interest and shall notify the VAL server that the VAL UE's current location is outside of area of
interest and VAL UE ID in "Notify Absence" message.

9. Whenthe VAL UE's current location isin area of interest, and such in area of interest result is also aligned with
the NEF reported area of interest monitoring result, then the LM server shall notify ("Notify Presence” message)
the VAL server periodically, according to the "Notify_Interval" valuein "Monitor Location Subscription
Request" message, indicating the VAL server that the VAL UE iswithin the area of interest, along with VAL
UE's current location information.

9.3.12 Location area monitoring information procedure

9.3.12.1 Location area monitoring subscribe procedure

Figure 9.3.12.1-1 illustrates the high level procedure of location area monitoring subscription request. The same
procedure can be applied for location management client and other SEAL servers that would like to subscribe to the list
of UEs moving in or moving out of the specific location area. The subscribe request can be for areference UE for which
the subscriber is authorized to monitor location information.

Location
VAL server management
server

1. Location areamonitoring subsaription
request ~

2. Authorization check

3. Location areamonitoring subscription
-l
hn response

Figure 9.3.12.1-1: Location area monitoring subscription procedure

1. The VAL server sends alocation area monitoring subscription request to the location management server to
subscribe to the list of UEs moving in or moving out of the specific location area. In the request message, the
VAL server includes the information as specified in Table 9.3.2.14-1. The location information criteria may
include the geographic location information or the VAL service areaidentified by the VAL service arealD
where the UEs moving in or moving out to be monitored, or it may include reference UE information where in
the UEs moving in or moving out of given application defined proximity range from the reference UE (target
UE) to be monitored. The reference UE information may include VAL UE ID.
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2. Thelocation management server shall check if the VAL server is authorized to initiate the location area

monitoring subscription request.

3. Thelocation management server replies with alocation area monitoring subscription response indicating the
subscription status. In the response message, the location management server includes the information as

specified in Table 9.3.2.15-1.

9.3.12.2 Location area monitoring subscribe modify procedure

Figure 9.3.12.2-1 illustrates the high level procedure of |ocation area monitoring subscribe modify request. The same
procedure can be applied for location management client and other SEAL servers that would like to modify the
subscription to the list of UES moving in or moving out of the specific location area. The subscribe modify request can
be for areference UE for which the subscriber is authorized to monitor location information.

VAL server

1. Location areamonitoring subscription

Location
management
server

modify request

3. Location area monitoring subscription

2. Authorization check

-

modify response

Figure 9.3.12.2-1: Location area monitoring subscription modify procedure

1. The VAL server sends alocation area monitoring subscription modify request to the location management server
to modify the subscription to the list of UEs moving in or moving out of the specific location area. In the request
message, the VAL server includes the information as specified in Table 9.3.2.17-1.

2. Thelocation management server shall check if the VAL server is authorized to initiate the location area

monitoring subscription modification request.

3. Thelocation management server replies with alocation area monitoring subscription modify response indicating
the subscription status. In the response message, the location management server includes the information as

specified in Table 9.3.2.18-1.

9.3.12.3 Location area monitoring unsubscribe procedure

Figure 9.3.12.3-1 illustrates the high level procedure of location area monitoring unsubscribe request. The same
procedure can be applied for location management client and other SEAL servers that would like to unsubscribe to the
list of UEs moving in or moving out of the specific location area. The unsubscribe request can be for a reference UE for
which the subscriber is authorized to monitor location information.

VAL server

1. Location area monitoring unsubscribe _

Location

server

management

request

__ 2. Location area monitoring unsubscribe

-

-

response

Figure 9.3.12.3-1: Location area monitoring unsubscribe procedure

1. TheVAL server sends alocation area monitoring unsubscrbe request to the location management server to
unsubscribe to the subscription to the list of UEs moving in or moving out of the specific location area. In the
request message, the VAL server includes the information as specified in Table 9.3.2.19-1.
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2. Thelocation management server replies with alocation area monitoring unsubscrbe response indicating the
subscription status. In the response message, the location management server includes the information as
specified in Table 9.3.2.20-1.

9.3.124 Location area monitoring notification procedure

Figure 9.3.12.4-1 illustrates the high level procedure of location area monitoring notification. The same procedure can
be applied for location management client and other SEAL servers who have subscribe to the list of the UEs moving in
or moving out of the specific location area.

Location
VAL server management
server

| 1. Event occured |

2. Location area monitoring netification

-l
-

Figure 9.3.12.4-1: Location are monitoring notification procedure

1. One of the events occurs at the location management server as specified in the subscribe request. The location
management server identifies the UEs which are moved into the area or moved out of the area based on their
location data and time stamp of the location. The LMS may report the list of all UEsin the given location or UEs
moved in and moved out.

2. Thelocation management server sends alocation area monitoring notification to the VAL server. In the
notification message, the location management server includes the information as specified in Table 9.3.2.16-1.

9.3.13 VAL Service Area configuration

9.3.131 General

The VAL service arearefers to the geographical area(s) (e.g., coordinates, civic addresses, network areas) served by a
VAL server. The VAL service areaisidentified by the VAL service areaidentifier (ID). The VAL server may have
more than one VAL service area defined. These VAL service areas are configured by the VAL server to the location
management server and are assigned with aunique VAL service areaidentifier. When the VAL service area
configurations are in place the VAL server may use the VAL service area D as part of the location information in the
SEAL APIsrequiring location information. These configurations can be updated by the VAL server in-order to modify
the geographical area(s) associated with the VAL service area and when is updated, the SEAL internally manage the
updates without requiring the VAL server to re-invoke the APIs where the updated VAL service area are being used.

9.3.13.2 Configure VAL service area identifier procedure

Figure 9.3.13.2-1 illustrates the high level procedure of the VAL service areaidentifier configuration.

Location
VAL server management
server

1. VAL service area configuration request

2. Authorization check
I
3. Configuration of the VAL
service area identifier

4. VAL service area configuration response

Figure 9.3.13.2-1: Configure VAL service area identifier procedure

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 78 ETSI TS 123 434 vV18.10.1 (2025-01)

1. The VAL server sendsthe VAL service area configuration reguest to the location management server to
configure anew VAL service areaidentifier. In the request message, the VAL server includes the information as
specified in table 9.3.2.21-1.

2. Thelocation management server shall check if the VAL server is authorized to initiate VAL service area
identifier configuration request.

3. If the VAL server isauthorized to configure the VAL service areaidentifiers, the VAL server checksthe
consistency of the provided identifiers (e.g., all VAL service areaidentifiers shall be unique) and configures the
provided VAL service areaidentifiers.

4. The location management server sends the VAL service area configuration response with the information as
specified in table 9.3.2.22-1.

9.3.13.3 Obtain VAL service area identifier procedure

Figure 9.3.13.3-1 illustrates the high level procedure of the VAL service arearetrieval.

Location
VAL server management
server

1. VAL service area obtain request

2. Authorization check

3. VAL service area obtain response

Figure 9.3.13.3-1: Obtain VAL service area procedure

1. The VAL server sendsthe VAL service area obtain request to the location management server to retrieve the
VAL service areaidentifiers. In the request message, the VAL server includes the information as specified in
table 9.3.2.26-1.

2. Thelocation management server shall check if the VAL server is authorized to initiate VAL service area obtain
request.

3. If the VAL server isauthorized to obtain the VAL service areaidentifiers, the location management server sends
the VAL service area obtain response with the information as specified in table 9.3.2.27-1.

9.3.134 Update VAL service area identifier procedure

Figure 9.3.13.4-1 illustrates the high level procedure of the VAL service area update.

Location
VAL server management
server

1. VAL service area update request

2. Authorization check

I
3. Update of the VAL service
area identifier

4. VAL service area update response

Figure 9.3.13.4-1: Update VAL service area procedure

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 79 ETSI TS 123 434 vV18.10.1 (2025-01)

1. The VAL server sendsthe VAL service area update request to the location management server to update the
VAL service areaidentifier(s) configured by the VAL server. In the request message, the VAL server includes
the information as specified in table 9.3.2.28-1.

2. Thelocation management server shall check if the VAL server is authorized to initiate VAL service area update
request.

3. Thelocation management server checks whether the VAL service area I Ds exist and then updates the VAL
service areaidentifier(s).

4. The location management server sendsthe VAL service area update response with the information as specified
intable 9.3.2.29-1.

9.3.135 Delete VAL service area identifier procedure

Figure 9.3.13.5-1 illustrates the high level procedure of the VAL service area delete.

Location
VAL server management
server

1. VAL service area delete request

2. Authorization check

I
3. Delete of the VAL service
area identifier

4. VAL service area delete response

Figure 9.3.13.5-1: Delete VAL service area procedure

1. The VAL server sendsthe VAL service area delete request to the location management server to delete the VAL
service areaidentifier(s) configured by the VAL server. In the request message, the VAL server includes the
information as specified in table 9.3.2.30-1.

2. Thelocation management server shall check if the VAL server isauthorized to initiate VAL service area delete
request.

3. Thelocation management server checks whether the VAL service area IDs exist and then deletesthe VAL
service areaidentifier(s).

NOTE: Andeletion of the VAL service area | D(s) does not affect the existing subscriptionsin the SEAL layer.

4. The location management server sends the VAL service area del ete response with the information as specified in
table 9.3.2.31-1.

9.3.13.6 VAL service area identifier subscribe procedure

Figure 9.3.13.6-1 illustrates the high level procedure of the subscribe VAL service area update events.
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Location
SEAL server management
server

1. VAL service area subscription request

2. Authorization check

I
3. Subscribe to the VAL service
area identifier update events

4. VAL service area subscription response

Figure 9.3.13.6-1: Subscribe VAL service area procedure

1. The SEAL server sendsthe VAL service area subscription request to the location management server to
subscribe for the VAL service areaidentifier(s) update events. In the request message, the SEAL server includes
the information as specified in table 9.3.2.42-1.

2. Thelocation management server shall check if the SEAL server is authorized to susbcribe for the VAL service
areaidentifier(s) update event(s).

3. if the SEAL server isauthorized to subscribe for the VAL service areaidentifier(s) update events, the location
management server creates the subscription based on the provided parametersin the request.

4. The location management server sends the VAL service area subscription response with the information as
specified in table 9.3.2.43-1.
9.3.13.7 VAL service area identifier notify procedure

Figure 9.3.13.7-1 illustrates the high level procedure for notification of a SEAL server about the VAL service area
identifier update events at the location management server.

Pre-conditions:
- the SEAL server has an active VAL service area subscription at the location management server; and

- the subscribed event has occurred.

Location
management SEAL server
server

1. Event occurred

2. VAL service area notification

Figure 9.3.13.7-1: Notify VAL service area procedure

1. Thelocation management server identifiesthe list of the occurred events for which the SEAL server subscribed.

2. Thelocation management server sends a VAL service area notification to the SEAL server. In the notification
message, the location management server includes the information as specified in table 9.3.2.44-1.

9.3.13.8 VAL service area identifier unsubscribe procedure

Figure 9.3.13.8-1 illustrates the high level procedure for a SEAL server to unsubscribe the notifications about the VAL
service areaidentifier update events at the location management server.

Pre-conditions:
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- the SEAL server has an active VAL service area subscription at the location management server.

Location
SEAL server management
server

1. VAL service area unsubscribe request

2. Termination the VAL service
area subscription

3. VAL service area unsubscribe response

Figure 9.3.13.8-1: Unsubscribe VAL service area procedure

1. When the SEAL server decidesto terminate a VAL service area subscription, it sendsa VAL service area
unsubscribe request to the location management server. In the request message, the SEAL server includes the
information as specified in table 9.3.2.45-1.

2. |If the SEAL server is authorized to terminate the subscription, the location management server terminates the
VAL service area subscription.

3. Thelocation management server sendsa VAL service area unsubscribe response to the SEAL server, the
location management server includes the information as specified in table 9.3.2.46-1.

9.3.13.9 VAL service area identifier subscription update procedure

Figure 9.3.13.9-1 illustrates the high level procedure of the update subscription for the VAL service area update events.

Location
SEAL server management
server

1. VAL service area subscription update request

2. Authorization check

T
3. Update subscription to the
VAL service area identifier
update events
< 4. VAL service area subscription update response

Figure 9.3.13.9-1: VAL service area identifier subscription update procedure

1. The SEAL server sendsthe VAL service area subscription update request to the location management server to
update the existing subscription for the VAL service areaidentifier(s) update events. In the request message, the
SEAL server includes the information as specified in table 9.3.2.42-1.

2. Thelocation management server shall check if the SEAL server is authorized to update the subscription for the
VAL service areaidentifier(s) update event(s).

3. if the SEAL server isauthorized, the location management server checks whether the target susbcription exists
and then updates the subscription for the VAL service areaidentifier(s) update events.

4. Thelocation management server sends the VAL service area subscription update response with the information
as specified in table 9.3.2.43-1.
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9.3.14 Location profiling for supporting location service enablement

9.3.14.1 Location profiling

The location management server enhanced with the Fuse Location Function(FLF) supports the creation of location
profiles for location service at the application enablement layer and the mapping of location profiles to one or more
vertical applications. Location profiling is based on the vertical driven hybrid positioning requirements and policies.

The example of attributes that can be used for the location profilesis specified in Annex D.

9.3.14.2 Procedure of Location profiling for location service

The procedure includes the trandation of the vertical request to a location profile and the derivation of the requested
location information report.

Pre-condition: The Location Management Server has configured a set of location service profiles.

Location 3rd Part Location Management
VAL Client Management . y 5GC g VAL Server
Client location server Server(FLF)

Location reporting trigger

1.

2. Vertical application to LCS
profile mapping

3a. Location Information Request

A

3b. Location Information Report

»
>

4. Retrieve location information reports per location profile
& Vertical application

5. Check fulfillment of location profile
regests

6. Retry to retrieve location reports per location profile &
VAL application

[

7. Re-check fulfillment of location profile }
regests [

e g

8. Location Information Report
A -

>»

Figure 9.3.14.2-1: Location profiling for location derivation and exposure

1. TheLM Server receives alocation reporting trigger from VAL server and activates a location reporting
procedure as defined in clause 9.3.5.

2. The Fused Location Function determines a mapping of the vertical location servicesto alocation service profile
based on the location request information, the location profiles and the location capability of VAL UE which
registered to the LM Server before.
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3a. The LM Server requests from the LM C the location information of the target VAL UE optionally with the
reguested location information (the access type, positioning method) based on the determined location profilesin
LM server obtained in step 2.

3b. The LM Client responds to the LM Server the location report based on the request.

4. The LM Server performs alocation information request to one or more of the following (based on the location
profile):

- to GMLC directly or viaNEF (as defined in TS 23.273 [50]), acting as AF.
- to 3" party location servers.

5. The Fused Location Function calculates the location information based on combined location reports from step
3~4 and checks whether the location reports fulfil the location profile requirements.

6-7. If therequirements are not fulfilled, the LM Server will repeat the step 3~5 iteratively to request location
information and re-check whether the requirements are met or not.

8. If therequirements are fulfilled, the LM Server sends the location information report to the VAL server.

9.3.15 Location service registration procedure

Before the Location Management Server requesting the location information for the target UE, the Location
Management Client may register the available location servicesto the LM Server to report the UE’ s location
capabilities.

Figure 9.3.15-1 illustrates the procedure of client-triggered location service registration.

Location Management Server

Location Management Client . .
g (Fused Location Function)

1. Location service registration request

A
>

2. Authorization

3. Location service registration response

A

Figure 9.3.15-1: Location service registration procedure

1. TheLM Client of aVAL UE sends location service registration request to the LM Server, with the identifier of
the UE (e.g. GPSI) and UE-based location capabilities.

2. The LM Server checks authorization for the VAL UE's registration request.
3. After successful authorization, LM Server sends location service registration response to the LM Client and
stores the UE identifier information and location capabilities.
9.3.16 Location information unsubscribe procedure

Figure 9.3.16-1 illustrates the high level procedure of location information unsubscribe request. The same procedure
can be applied for the location management client and other entities that would like to unsubscribe to the VAL UE's
location information.
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VAL server Location Management Server

1. Location information unsubscribe request
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»

2. Location information unsubscribe response
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Figure 9.3.16-1: Location information unsubscribe procedure

1. The VAL server sendslocation information unsubscribe request to the location management server to
unsubscribe the subscription to the VAL UE's location information.

2. Thelocation management server replies with location information unsubscribe response indicating the
unsubscribe status.

9.3.17 Monitor location unsubscribe procedure

Figure 9.3.17-1 illustrates the high level procedure of location monitoring unsubscribe request. The same procedure can
be applied for other entities that would like to unsubscribe the subscription to monitor the VAL UE's location in agiven
area of interest.

VAL server Location Management Server

1. Monitor location unsubscribe request

\ 4

2. Monitor location unsubscribe response

L
<

Figure 9.3.17-1: Monitor location unsubscribe procedure

1. The VAL server sends Monitor location unsubscribe regquest to the location management server to unsubscribe
the subscription to monitor the VAL UE'slocation in a given area of interest.

2. Thelocation management server replies with Monitor location unsubscribe response indicating the unsubscribe
status.
9.3.18 Location service registration update procedure
Figure 9.3.18-1 illustrates the procedure of client-triggered location service registration update. The Location
Management Client may update its supported location capabilities (e.g. location access type, position methods) which

has registered to the L ocation Management Server before.

Pre-condition:
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The Location Management Client has registered to the Location Management Server.

Location Management Server

Location Management Client - .
8 (Fused Location Function)

\
1. Determine to trigger
location service registration
update

2. Location service registration update request

A -
»

3. Authorization

4. Location service registration update response

d
<

Figure 9.3.18-1: Location service registration update procedure

1. TheLM Client decidesto trigger the registration update request to LM Server to update the location capabilities
which have registered to the LM Server before.

2. The LM Client sends location service registration update request to the LM Server with the identifier of the VAL
UE, the VAL service ID and updated |ocation capabilities.

3. TheLM server checksthe authorization for the VAL UE'sregistration update request. If the authorization is
successful, the LM server will update the UE’ s location capabilities received in step 2.

4. TheLM Server sends location service registration update response to the LM Client.

9.3.19 Location service deregistration procedure

Figure 9.3.19-1 illustrates the procedure of client-triggered location service deregistration. By deresgistration, the
Location Management Client may deregister the available location services which have registered to the Location
Management Server before.

Pre-condition:

The Location Management Client has registered to the Location Management Server.

Location Management Server

Location Management Client - .
8 (Fused Location Function)

1. Determine to
trigger
deresgistration

2. Location service deregistration request

\ 4

3. Location service deregistration response

d
<

Figure 9.3.19-1: Location service deregistration procedure
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1. TheLM Client decidesto trigger the deresgistration request to LM Server to deregister the location services
which have registered to the LM Server before.

2. The LM Client sends location service deregistration request to the LM Server with the identifier of the UE.

3. TheLM Server sends location service deregistration response to the LM Client and removes all registration
information of the UE.

9.4 SEAL APIs for location management

9.4.1 General

Table 9.4.1-1 illustrates the SEAL APIsfor |ocation management.

Table 9.4.1-1: List of SEAL APIs for location management

APl Name API Operations Known Communication
Consumer Type
(s)
SS_LocationReporting Create_Trigger_Location_Reporting VAL server | Subscribe/Notify

Update_Trigger_Location_Reporting
Cancel_Trigger_Location_Reporting
Notify_Trigger_Location_Reporting

SS_LocationInfoEvent Subscribe_Location_Info VAL server | Subscribe/Notify
Unsubscribe_Location_Info VAL server
Update Location_Info_Subscription VAL server
Notifiy Location_Info VAL server
SS_LocationInfoRetrieval Obtain_Location_Info VAL server | Request
/Response
SS_LocationArealnfoRetrieval Obtain_UEs_Info VAL server | Request/Response
SS_LocationMonitoring Subscribe_Location_Monitoring VAL server | Subscribe/Notify
Unsubscribe_Location_Monitoring VAL server
Update_Location_Monitoring_Subscription VAL server
Notify Location_Monitoring_Events VAL server
Subscribe_Location_Area_Monitoring VAL server | Subscribe/Notify

Notify Location_Area_Monitoring_Events
Update_Location_Area_Monitoring_Subscribe
Unsubscribe Location_Area Monitoring

SS_VALServiceAreaConfiguration | Configure VAL _Service_Area VAL server | Request/Response
Obtain_VAL_Service Area VAL server
Update VAL _Service_Area VAL server
Delete VAL Service Area VAL server
Subscribe_VAL_Service_Area_Change_Event | SEAL Subscribe/Notify
server
Notify_VAL_Service_Area_Change_Event SEAL
server
Unsubscribe_VAL_Service_Area_Change_Ev | SEAL
ent server
Update_Subscription_VAL_Service_Area_Cha | SEAL
nge Event server

9.4.2 SS_LocationReporting API

94.2.1 General

API description: This API enablesthe VAL server to trigger reporting of location information to the location
management server over LM-S.

9.4.2.2 Create_Trigger_Location_Reporting operation

API operation name: Create_Trigger_Location Reporting
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Description: Creates the trigger to report location information.
Known Consumers: VAL server.

Inputs: Refer subclause 9.3.2.4

Outputs: Refer subclause 9.3.2.4

See subclause 9.3.5 for the details of usage of this APl operation.

9.4.2.3 Update_Trigger_Location_Reporting operation
API operation name: Update Trigger_Location Reporting

Description: Updates the trigger to report location information.

Known Consumers: VAL server.

Inputs. Refer subclause 9.3.2.4

Outputs: Refer subclause 9.3.2.4

See subclause 9.3.5 for the details of usage of this API operation.

9424 Cancel_Trigger_Location_Reporting operation
API operation name: Cancel_Trigger_Location_Reporting

Description: Cancelsthe trigger to report location information.

Known Consumers: VAL server.

Inputs: Refer subclause 9.3.2.8

Outputs: Refer subclause 9.3.2.25

See subclause 9.3.6 for the details of usage of this API operation.

9.4.25 Notify_Trigger_Location_Reporting operation
API operation name: Notify_Trigger_Location Reporting

Description: Notification for location report based on the location trigger.
Known Consumers. VAL server.

Inputs. Refer subclause 9.3.2.7

Outputs: None

See subclause 9.3.5 for the details of usage of this API operation.

9.4.3 SS_LocationinfoEvent API

9431 General
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API description: This API enablesthe VAL server to subscribe, receive and unsubscribe the UEs location information
from the location management server over LM-S, as well as modify an active subscription.

9.4.3.2 Subscribe_Location_Info operation
API operation name: Subscribe Location_Info

Description: Subscription to the location information.
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Known Consumers. VAL server.
Inputs. Refer subclause 9.3.2.5
Outputs: Refer subclause 9.3.2.6

See subclause 9.3.7 for the details of usage of this API operation.

9.4.3.3 Notify Location_Info operation

API operation name: Notify L ocation_Info

Description: Location information notification to the existing subscription.
Known Consumers: VAL server.

Inputs: Refer subclause 9.3.2.7

Outputs: Refer subclause 9.3.2.7

See subclause 9.3.8 for the details of usage of this APl operation.

9.4.3.4 Unsubscribe_Location_Info operation
API operation name: Unsubscribe_Location_Info

Description: Unsubscribe to the location information.

Known Consumers: VAL server.

Inputs. Refer subclause 9.3.2.32

Outputs: Refer subclause 9.3.2.33

See subclause 9.3.16 for the details of usage of this API operation.

9.4.35 Update_Location_Info_Subscription

API operation name: Update_L ocation_Info_Subscription

Description: Updating an active subscription about the UEs location information.
Known Consumers: VAL server.

Inputs: See subclause 9.3.2.5

Outputs: See subclause 9.3.2.6

See subclause 9.3.2.7afor the detail s of usage of this API operation.

9.4.4 SS LocationinfoRetrieval API

94.4.1 General

API description: This API enablesthe VAL server to obtain UEs location information from the location management
server over LM-S.

9.44.2 Obtain_Location_Info operation
API operation name: Obtain_L ocation_Info
Description: Request UEs location information.

Known Consumers. VAL server.
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Inputs: Refer subclause 9.3.2.3
Outputs: Refer subclause 9.3.2.2

See subclause 9.3.9 for the details of usage of this APl operation.

9.4.5 SS_LocationArealnfoRetrieval API

9.45.1 General

API description: This API enablesthe VAL server to obtain UE(s) information in an application defined proximity
range of alocation from the location management server over LM-S.

9.45.2 Obtain_UEs_Info operation

API operation name: Obtain_UEs Info

Description: Request UEs information in an application defined proximity range of alocation.
Known Consumers: VAL server.

Inputs. Refer subclause 9.3.2.9

Outputs: Refer subclause 9.3.2.10

See subclause 9.3.10 for the details of usage of this API operation.

9.4.6 SS_LocationMonitoring API

946.1 General

API description: This API enablesthe VAL server to monitor the VAL UE's|ocation in a given area of interest, from
the location management server over LM-S.

9.4.6.2 Subscribe_Location_Monitoring operation
API operation name: Subscribe_Location_Monitoring

Description: Subscription to location monitoring.

Known Consumers: VAL server.

Inputs: See subclause 9.3.2.11

Outputs: 9.3.2.12.

See subclause 9.3.11.2 for the detail s of usage of this APl operation.

9.4.6.3 Notify Location_Monitoring_Events operation

API operation name: Notify_Location_Monitoring_Events

Description: Notifying the VAL server with the location monitoring eventsrelated to VAL UE.
Known Consumers. VAL server.

Inputs. See subclause 9.3.2.13

Outputs: None.

See subclause 9.3.11.2 for the details of usage of this API operation.
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9.46.4 Unsubscribe_Location_ Monitoring operation
API operation name: Unsubscribe L ocation_Monitoring

Description: Unsubscribe to the location Monitoring request.

Known Consumers. VAL server.

Inputs. Refer subclause 9.3.2.34

Outputs: Refer subclause 9.3.2.35

See subclause 9.3.17 for the details of usage of this API operation.

9.4.6.5 Update_Location_Monitoring_Subscription
API operation name: Update_L ocation_Monitoring_Subscription
Description: Updating an active monitor location subscription.

Known Consumers: VAL server.

Inputs: See subclause 9.3.2.11

Outputs: See subclause 9.3.2.12

See subclause 9.3.2.12afor the details of usage of this API operation.

9.4.7 SS_LocationAreaMonitoring API

9471 General

API description: This API enablesthe VAL server to monitor the list of UES moving in or moving out of the specific
location area.

9.4.7.2 Subscribe_Location_Area_Monitoring
API operation name: Subscribe | ocation Area_Monitoring
Description: Subscription to location area monitoring.

Known Consumers. VAL server.

Inputs. See subclause 9.3.2.14

Outputs: 9.3.2.15.

See subclause 9.3.12.1 for the details of usage of this API operation.

9.4.7.3 Notify_Location_Area_Monitoring_Events

API operation name: Notify_Location_Area_Monitoring_Events

Description: Notifying the VAL server with the list of UEs moved in or moved out of the specific location area.
Known Consumers: VAL server.

Inputs: See subclause 9.3.2.16

Outputs: None.

See subclause 9.3.12.4 for the details of usage of this API operation.
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9.4.7.4 Update_Location_Area_Monitoring_Subscribe
API operation name: Update_L ocation_Area Monitoring_Subscribe
Description: Updates subscription to location area monitoring.

Known Consumers. VAL server.

Inputs. See subclause 9.3.2.17

Outputs: See subclause 9.3.2.18

See subclause 9.3.12.2 for the details of usage of this API operation.

9.4.75 Unsubscribe_Location_Area_Monitoring
API operation name: Unsubscribe_Location_Area_Monitoring
Description: Unsubscribing from location area monitoring.

Known Consumers: VAL server.

Inputs: See subclause 9.3.2.19

Outputs: See subclause 9.3.2.20

See subclause 9.3.12.3 for the details of usage of this API operation.

9.4.8 SS_VALServiceAreaConfiguration API

9481 General
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API description: This API enablesthe VAL server to configure the list of VAL service areaidentifiers and the

corresponding geographical co-ordinates with SEAL LM server.

9.4.8.2 Configure_VAL_Service_Area
API operation name: Configure VAL_Service Area
Description: Configuration of VAL service areaidentifiers.
Known Consumers. VAL server.

Inputs. See subclause 9.3.2.21

Outputs: See subclause 9.3.2.22.

See subclause 9.3.13.2 for the detail s of usage of this API operation.

9.4.8.3 Obtain_VAL_Service_Area
API operation name: Obtain_VAL_Service Area
Description: Retrieval of VAL service areaidentifiers.
Known Consumers: VAL server.

Inputs: See subclause 9.3.2.26

Outputs: See subclause 9.3.2.27

See subclause 9.3.13.3 for the details of usage of this API operation.
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9.48.4 Update_VAL_Service_Area

API operation name: Update VAL _Service Area

Description: Update of the VAL service areaidentifier.

Known Consumers. VAL server.

Inputs. See subclause 9.3.2.28

Outputs: See subclause 9.3.2.29

See subclause 9.3.13.4 for the details of usage of this API operation.

9.4.8.5 Delete_VAL_Service Area

API operation name: Delete VAL_Service Area

Description: Unsubscribing from VAL service areaidentifier update events.
Known Consumers: VAL server.

Inputs: See subclause 9.3.2.30

Outputs: See subclause 9.3.2.31

See subclause 9.3.13.5 for the details of usage of this API operation.

9.4.8.6 Subscribe_VAL_Service_Area_Change_ Event
API operation name: Subscribe VAL_Service Area Change Event
Description: Subscription to the VAL service areaidentifiers change events.
Known Consumers; SEAL server.

Inputs. See subclause 9.3.2.42

Outputs: See subclause 9.3.2.43.

See subclause 9.3.13.6 for the details of usage of this API operation.

9.4.8.7 Notify_VAL_Service_Area_Change_Event

API operation name: Notify VAL _Service Area Change Event

ETSI TS 123 434 vV18.10.1 (2025-01)

Description: Notifying the SEAL server about the VAL service areaidentifier change events.

Known Consumers; SEAL server.
Inputs: See subclause 9.3.2.44
Outputs: None.

See subclause 9.3.13.7 for the details of usage of this API operation.

9.4.8.8 Unsubscribe VAL _Service_Area_Change Event

API operation name: Unsubscribe VAL _Service Area Change Event
Description: Unsubscribing from VAL service areaidentifier change events.
Known Consumers. SEAL server.

Inputs. See subclause 9.3.2.21
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Outputs: See subclause 9.3.2.22.
See subclause 9.3.13.8 for the details of usage of this API operation.

9.4.8.9 Update_Subscription_VAL_Service_Area_Change_Event
API operation name: Update_Subscription_VAL_Service Area_Change Event
Description: Subscription update for the VAL service area identifiers change events.

Known Consumers. SEAL server.

Inputs. See subclause 9.3.2.42.

Outputs: See subclause 9.3.2.43.

See subclause 9.3.13.9 for the details of usage of this API operation.

9.5 Procedures and information flows for Location management
(Off-network)

951 General

Location information of VAL service user shall be provided by the location management client of one UE to the
location management client of another UE. The location information reporting triggers are based on the location
reporting configuration. Different type of location information can be provided e.g. retrieved from non-3GPP source.

NOTE: VAL clients sharing location information directly at vertical enabler layer is outside the scope of this

specification.
9.5.2 Information flows for off network location management
9.5.2.1 Off-network location reporting trigger configuration

Table 9.5.2.1-1 describes the information flow from the location management client-1 to the location management
client-2 for the off-network location reporting configuration.

Table 9.5.2.1-1: Off-network location reporting trigger configuration

Information element Status Description
Identity M Identity of the VAL user to which the location
reporting configuration is targeted or identity of the
VAL UE.
Requested location information M Identifies what location information is requested
List of triggering criteria(s) M One or more triggering criteria that identifies when

the location management client will send the
location report. Each triggering criteria is identified

by trigger-id.
Minimum time between (0] Defaults to O if absent otherwise indicates the time
consecutive reports interval between consecutive reports
Life Time of the configuration (0] Time till when location report configurations are
valid.
9.5.2.2 Off-network location reporting trigger configuration response

Table 9.5.2.2-1 describes the information flow from the location management client-2 to the location management
client-1 for the off-network location reporting configuration response. The Off-network location reporting trigger
configuration response acts as an acknowledgement to the location management client-1.

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 94 ETSI TS 123 434 vV18.10.1 (2025-01)

Table 9.5.2.2-1: Off-network location reporting trigger configuration response

Information element Status Description
Result M Indicates the success or failure for the operation
Cause 0] Provides reason for the failure.
9.5.2.3 Off-network location management ack

The Off-network location management ack message is sent from the message receiver location management client-2 to
message originator location management client-1.

9524 Off-network location report

Table 9.5.2.4-1 describes the information flow from the location management client-2 to the location management
client-1 for the off-network location report.

Table 9.5.2.4-1: Off-network location report

Information element Status Description
Triggering event M Identity of the event that triggered the sending of
the report
Location Information M Location information shared by VAL client e.g.
retrieved from non-3GPP source
Acknowledgement Required (@) If present, indicate the recipient of the message to
acknowledge the message.

9.5.25 Off-network location reporting trigger cancel

Table 9.5.2.5-1 describes the information flow from the location management client-1 to the location management
client-2 for the off-network location reporting trigger cancel.

Table 9.5.2.5-1: Off-network location reporting trigger cancels

Information element Status Description
Identity M Identity of the VAL user to which the location
reporting trigger cancel is targeted or identity of the
VAL UE.
9.5.2.6 Off-network location reporting trigger cancel response

Table 9.5.2.6-1 describes the information flow from the location management client-2 to the location management
client-1 for the off-network location reporting cancel response. The Off-network location reporting trigger cancel
response acts as an acknowledgement to the location management client-1.

Table 9.5.2.6-1: Off-network location reporting trigger cancel response

Information element Status Description
Result M Indicates the success or failure for the operation
9.5.2.7 Off-network location request

Table 9.5.2.7-1 describes the information flow from the location management client-1 to the location management
client-2 for the off-network location request.
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Table 9.5.2.7-1: Off-network location request

Information element Status Description
Identity M Identity of the VAL user to which the location
request is targeted or identity of the VAL UE.
Requested location information M Identifies what location information is requested
9.5.2.8 Off-network location response

Table 9.5.2.8-1 describes the information flow from the location management client-2 to the location management
client-1 for the off-network location response. The Off-network |ocation response acts as an acknowledgement to the
location management client-1.

Table 9.5.2.8-1: Off-network location response

Information element Status Description
Result M Indicates the success or failure for the operation
Location Information M Location information shared by VAL client e.g.
retrieved from non-3GPP source

9.5.3 Event-triggered location reporting procedure

9531 Location reporting trigger configuration

Figure 9.5.3.1-1 illustrates the procedure for configuring location reporting triggers from the location management
client-1 residing in UE-1 to the location management client-2 residing in UE-2.

Pre-condition:

The UE-1 and UE-2 are within PC5 communication range of each other, and aware of Layer-2 ID of each other.

The VAL service user in UE-1 is authorized to configure location reporting trigger to the UE-2.

The VAL service user in UE-1 requests to configure location reporting triggers to the UE-2.

UE-1 UE-2
Location management Location management
client-1 client-2

1. Off-network location reporting trigger
configuration

Y

2. Off-network location reporting trigger
configuration response

A

3. Off-network location management ack

Y

Figure 9.5.3.1-1: Location reporting trigger configuration

1. Thelocation management client-1 in UE-1 sends off network location reporting trigger configuration message to
the location management client-2 in UE-2 containing the initial location reporting event triggers configuration
(or asubsequent update) for reporting the location of the VAL UE. The message includes information elements
as specified in Table 9.5.2.1-1.

2. Thelocation management client-2 stores the location reporting configuration, and sends off network location

reporting trigger configuration response to the location management client-1. The message includes information
elements as specified in Table 9.5.2.2-1.
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3. Upon receiving the off network location reporting trigger configuration response message, the location
management client-1 sends off-network location management ack messages. The message includes information
elements as specified in clause 9.5.2.3.

9.5.3.2 Location reporting

Figure 9.5.3.2-1 illustrates the procedure for sending off-network location report from the location management client-2
residing in UE-2 to the location management client-1 residing in UE-1.

Pre-condition:
- The UE-1 and UE-2 are within PC5 communication range of each other, and aware of Layer-2 ID of each other.

- Thelocation management client-1 has previously configured off-network location reporting triggers to the
location management client-2 as specified in clause 9.5.3.1.

UE-1 UE-2
Location Management Location Management
Client-1 Client-2

1. Event triggered

2. Off-network Location Report

3. Off-network location management ack

Y

Figure 9.5.3.2-1: Location reporting

1. Thelocation management client-2 is monitoring the location reporting triggers and one of the event istriggered.

2. Thelocation management client-2 sends the off-network location report message. The message includes
information elements as specified in Table 9.5.2.4-1.

3. Upon receiving the off network location report message, the location management client-1 sends the off-network

location management ack message if requested in the received message. The message includes information
elements as specified in clause 9.5.2.3.

9.5.3.3 Location reporting trigger cancel

Figure 9.5.3.3-1 illustrates the procedure for sending off-network location reporting trigger cancel from the location
management client-1 residing in UE-1 to the location management client-2 residing in UE-2.

Pre-condition:
- The UE-1 and UE-2 are within PC5 communication range of each other, and aware of Layer-2 ID of each other.

- Thelocation management client-1 has previously configured location reporting triggers to the location
management client-2 as specified in clause 9.5.3.1.
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UE-1 UE-2
Location Management Location Management
Client-1 Client-2

1. Off-network Location Reporting Trigger
Cancel

Y

2. Off-network Location Reporting Trigger Cancel
Response

3. Off-network location management ack

Figure 9.5.3.3-1: Location reporting trigger cancel

1. The location management client-1 in UE-1 sends off network location reporting trigger cancel message to the
location management client-2 in UE-2 to cancel the location reporting trigger configuration. The message
includes information elements as specified in Table 9.5.2.5-1.

2. The location management client-2 clears the location reporting configuration, and sends off network location
reporting trigger cancel response to the location management client-1. The message includes information
elements as specified in Table 9.5.2.6-1.

3. Upon receiving the off network location reporting trigger configuration response message, the location
management client-1 sends off-network location management ack message. The message includes information
elements as specified in clause 9.5.2.3.

9.5.4 On-demand location reporting procedure

Figure 9.5.4-1 illustrates the procedure for on-demand location report from the location management client-1 residing in
UE-1 to the location management client-2 residing in UE-2.

Pre-condition:
- The UE-1 and UE-2 are within PC5 communication range of each other, and aware of Layer-2 ID of each other.
- TheVAL service user in UE-1 is authorized to request location report from the UE-2.

- TheVAL service user in UE-1 requests immediate location reporting to the UE-2.

UE-1 UE-2
Location Management Location Management
Client-1 Client-2

1. Off-network Location Request

»
>

2. Notify user and ask
permission to send
location

3. Off-network Location Response

4. Off-network | ocation management ack

A 4

Figure 9.5.4-1: Location reporting trigger cancel
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1. Based on configurations such as periodical location information timer the location management client-1 initiates
theimmediately request location information from the location management client-2. The location management
client sends an off-network location request to the location management client-2. The message includes
information elements as specified in Table 9.5.2.7-1.

2. VAL user or VAL UE isnotified and asked about the permission to share itslocation. VAL user can accept or
deny the request

3. Thelocation management client-2 immediately responds to the location management client-1. If permissionis
received from the VAL user, the location management client-2 includes a report containing location information
identified by the location management client-1 and available to the location management client-2. The message
includes information elements as specified in Table 9.5.2.8-1.

4. Upon receiving the off network location reporting trigger configuration response message, the location
management client-1 sends off-network location management ack message. The message includes information
elements as specified in clause 9.5.2.3

10 Group management

10.1 General

The group management is a SEAL service that offers the group management related capabilities to one or more vertical
applications.

10.2  Functional model for group management

10.2.1 General

The functional model for the group management is based on the generic functional model specified in clause 6. Itis
organized into functional entities to describe a functional architecture which addresses the support for group
management aspects for vertical applications. The on-network and off-network functional model is specified in this
clause.

10.2.2 On-network functional model description

Figure 10.2.2-1 illustrates the generic on-network functional model for group management.

VAL UE 3GPP
network
VAL client(s) VALUU system VAL server(s)
VAL
SEAL GM-C GM-S

Group management dient GM-UU

Group management server
N33

Figure 10.2.2-1: On-network functional model for group management
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The group management client communicates with the group management server over the GM-UU reference point. The
group management client provides the support for group management functions to the VAL client(s) over GM-C
reference point. The VAL server(s) communicate with the group management server over the GM-S reference point.

The group management server interacts with the NEF of the underlying 3GPP network system via N33 reference point
to perform group management procedures for 5G Virtual Network (5GVN) groups.

Figure 10.2.2-2 exhibits the service-based interfaces for providing and consuming group management services. The
group management server could provide service to VAL server and group management client through interface Sgm.

UE

VAL client

GM-C

Application function(AF)
[VAL Server]

Naf[Sval]

Group
management
client

Naf[Sgm]

Application function(AF)
[Group management server]

Figure 10.2.2-2: Architecture for group management — Service based representation

Figure 10.2.2-3 illustrates the service-based representation for utilization of the 5GS network services based on the 5GS

SBA specified in 3GPP TS 23.501 [10].

Application function(AF)
[Group management server]

Application function(AF)
[VAL Server]

Nnef

NEF

Figure 10.2.2-3: Architecture for group management utilizing the 5GS network services based on the
5GS SBA - Service based representation

Figure 10.2.2-4 illustrates the service-based representation for utilization of the Core Network northbound APIsvia

CAPIF.
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APl invoker
[Group management server]

Caef/Nnef

—

NEF

Figure 10.2.2-4: Utilization of Core Network Northbound APIs via CAPIF — service based
representation

The Group management server acts as authorized API invoker to consume services from the Core Network northbound
API entities like NEF which act as API Exposing Function as specified in 3GPP TS 23.222 [6].

10.2.3 Off-network functional model description

Figure 10.2.3-1 illustrates the off-network functional model for group management.

UE1 UE2
VAL-PC5 .
VAL client(s) VAL client(s)
VAL
SEAL GM-C GM-C
GM-PC5 .
Group management client Group management client

Figure 10.2.3-1: Off-network functional model for group management

The group management client of the UE1 communicates with the group management client of the UE2 over the
GM-PC5 reference point.

10.2.4 Functional entities description

10.2.4.1 General

The functional entities for group management SEAL service are described in the following subclauses.

10.2.4.2 Group management client

The group management client functional entity acts as the application client for management of groups. A VAL system
mai ntai ns groups corresponding to one or more vertical applications. The group management client interacts with the
group management server. The group management client also supports interactions with the corresponding group
management client between the two UEs.

The group management client functional entity is supported by the signalling user agent and HTTP client functional
entities of the signalling control plane.
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10.2.4.3 Group management server

The group management server functional entity provides for management of groups supported within the vertical
application layer. The group management server acts as CAPIF's APl exposing function as specified in

3GPP TS 23.222 [8]. The group management server also supports interactions with the corresponding group
management server in distributed SEAL deployments.

The group management server functional entity is supported by the SIP AS and HTTP server functional entities of the
signalling control plane.

All the group management clients supporting users belonging to a single group are required to use the same group
management server for that group. A group management client supporting a user involved in multiple groups can have
relationships with multiple group management servers.

10.2.5 Reference points description

10.25.1 General

The reference points for the functional model for group management are described in the following subclauses.

10.2.5.2 GM-UU

Theinteractions related to group management functions between the group management client and the group
management server are supported by GM-UU reference point. This reference point utilizes Uu reference point as
described in 3GPP TS 23.401 [9] and 3GPP TS 23.501 [10].

GM-UU reference point is used for VAL service signalling for VAL service data management of the VAL service. The
GM-UU reference point supports:

- Configuration of group related data at the group management client by the group management server; and
- Configuration of group related data at the group management server by the group management client.

The GM-UU reference point uses the HTTP-1L/HTTP-2 reference points for transport and routing of group management
related signalling. The GM-UU reference point uses the SIP-1/SIP-2 reference points for subscription/notification
related signalling.

10.2.5.3 GM-PC5

The interactions related to group management functions between the group management clients located in different
VAL UEs are supported by GM-PC5 reference point. This reference point utilizes PC5 reference point as described in
3GPPTS23.303[12].

10.2.5.4 GM-C

The interactions related to group management functions between the VAL client(s) and the group management client
within aVAL UE are supported by GM-C reference point.

10.2.5.5 GM-S

Theinteractions related to group management functions between the VAL server(s) and the group management server
are supported by GM-S reference point. This reference point is an instance of CAPIF-2 reference point as specified in
3GPPTS23.222[1].

GM-S reference point supports the VAL server to obtain group information corresponding to the VAL service. The
GM-S reference point uses HTTP-1/HTTP-2 reference points for transport and routing of group management related
signalling. The GM-S reference point uses SIP-2 reference point for subscription/notification related signalling.
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10.2.5.6 GM-E

Theinteractions related to group management functions between the group management serversin a distributed
deployment are supported by GM-E reference point.

10.2.5.7 N33

For group management procedures pertaining to a 5GVN group the group management server interacts with the NEF of
the underlying 3GPP network using the dynamic 5G Virtual Network group management procedures exposed by the
NEF viathe N33 reference point, as specified in TS 23.501 [10] and in TS 23.502 [11].

10.3  Procedures and information flows for group management

10.3.1 General

Group management procedures apply to on-network VAL service only.

Group creation provides a dedicated VAL group to individual VAL users to enable the required communication for one
or multiple VAL services. Thisincludes the normal group creation by administrators or by authorized user/UE. The
group management server supports the external group identifier within the VAL group document to enable the SEAL
servers to consume the NEF services for the member UEs of the VAL group.

NOTE: If an authorized VAL user/UE wants to participate in a new group created by the authorized VAL
user/UE, then the authorized VAL user/UE needs to have been included in the new group as a member.

10.3.2 Information flows for group management

10.3.2.1 Group creation request

Table 10.3.2.1-1 describes the information flow group creation request from the group management client or VAL
server to the group management server.

Table 10.3.2.1-1: Group creation request

Information element Status Description
Requester Identity M The identity of the group management client or
VAL server performing the request.
Identity list M List of VAL user IDs or VAL UE IDs that are part of

the group to be created corresponding to the list of
the configured services

VAL service ID list (0] List of VAL services whose service
(see NOTE 1) communications are to be enabled on the group.
VAL service specific information (0] Placeholder for VAL service specific information

(see NOTE 2)

NOTE 1: This information element shall be included in the message for creating a group configured for
multiple VAL services.

NOTE 2: The details of this information element are specified in VAL service specific specification and
are out of scope of the present document.

10.3.2.2 Group creation response

Table 10.3.2.2-1 describes the information flow group creation response from the group management server to the
group management client or VAL server.
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Table 10.3.2.2-1: Group creation response

Information element Status Description
VAL group ID M VAL group ID of the group
(see NOTE)
Result M Indicates the success or failure for the operation
NOTE: If the Result information element indicates failure then the value of VAL group ID information
element has no meaning.

10.3.2.3 Group creation notification

Table 10.3.2.3-1 describes the information flow group creation notification from the group management server to the
VAL server(s) and the group management clients.

NOTE: When group is configured for multiple VAL services, the group creation notification message is sent from
the group management server to the VAL servers configured for the group.

Table 10.3.2.3-1: Group creation notification

Information element Status Description

VAL group ID M VAL group ID that was created based on the VAL
user ID list and the VAL services enabled on them

Identity list M List of VAL user IDs or VAL UE IDs that are part of
the created group

VAL service specific information (0] Placeholder for VAL service specific information

(see NOTE)

NOTE: The details of this information element are specified in VAL service specific specification and

are out of scope of the present document.

10.3.24 Group information query request

Table 10.3.2.4-1 describes the information group information query request from group management client or VAL
server to group management server.

Table 10.3.2.4-1: Group information query request

Information element Status Description
Identity M The identity of the VAL server, VAL user or VAL
UE performing the query.
VAL group ID M The identity of the VAL group to be queried.
Query type M It indicates the query type, i.e., membership
information.
10.3.2.5 Group information query response

Table 10.3.2.5-1 describes the information flow group information query response from group management server to
group management client or VAL server.
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Table 10.3.2.5-1: Group information query response

Information element Status Description

VAL group ID M The identity of the VAL group to be queried.
(see NOTE)

Query type M It indicates the query type, e.g. membership
(see NOTE) information.

Query result M The group information retrieved from the group
(see NOTE) management server based on the query type, i.e.,

a list of group members.
Result M Indicates the success or failure for the operation

NOTE: If the Result information element indicates failure then the values of other information elements
have no meaning.

10.3.2.6 Group membership update request

Table 10.3.2.6-1 describes the information flow group membership update request from the group management client or
VAL server to the group management server.

Table 10.3.2.6-1: Group membership update request

Information element Status Description

Requester Identity M The identity of the group management client or
VAL server performing the request.

VAL group ID M Identity of the VAL group

Identity M List of identities of the VAL users and VAL UEs
affected by this operation

Operations M Add to or delete from the group

VAL service specific information (0] Placeholder for VAL service specific information

(see NOTE)

NOTE: The details of this information element are specified in VAL service specific specification and
are out of scope of the present document.

10.3.2.7 Group membership update response

Table 10.3.2.7-1 describes the information flow group membership update response from the group management server
to the group management client or VAL server.

Table 10.3.2.7-1: Group membership update response

Information element Status Description
VAL group ID M Identity of the VAL group
Result M Indicates the success or failure for the operation

10.3.2.8 Group membership notification

Table 10.3.2.8-1 describes the information flow group membership notification from the group management server to
the VAL server.
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Table 10.3.2.8-1: Group membership notification

Information element Status Description
VAL group ID M Identity of the VAL group
Identity M List of identities of the VAL users and VAL UEs
affected by this operation
Operations M Add to or delete from the group
VAL service specific information (0] Placeholder for VAL service specific information
(see NOTE)
NOTE: The details of this information element are specified in VAL service specific specification and
are out of scope of the present document.

Table 10.3.2.8-2 describes the information flow group membership notification from the group management server to

the group management client.

Table 10.3.2.8-2: Group membership notification

Information element Status Description
VAL group ID M Identity of the VAL group
Operations M Add to or delete from the group
10.3.2.9 Group deletion request

Table 10.3.2.9-1 describes the information flow group deletion request from the group management client to the group

management server.

Table 10.3.2.9-1: Group deletion request

ETSI TS 123 434 vV18.10.1 (2025-01)

Information element Status Description
Requester Identity M The identity of the group management client
performing the request.
VAL group ID M VAL group ID of the group to delete
Reason 6] The reason of group deletion.
10.3.2.10  Group deletion response

Table 10.3.2.10-1 describes the information flow group del etion response from the group management server to the
group management client.

Table 10.3.2.10-1: Group deletion response

Information element Status Description
VAL group ID M Identity of the VAL group requested to be deleted
Result M Indicates success (group no longer exists), or

failure (group deletion did not occur, e.g.
authorization failure).

10.3.2.11

Table 10.3.2.11-1 describes the information flow group deletion notification from the group management server to the
VAL server, and from the group management server to the group management clients for VAL users which are
members of the group.

Group deletion notification

Table 10.3.2.11-1: Group deletion notification

Information element Status Description
VAL group ID M VAL group ID has been deleted.
Reason 0] The reason of group deletion.
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10.3.2.12  Group information request

Table 10.3.2.12-1 describes the information flow group information request from the group management server in the
partner VAL system of the VAL group to the group management server in the primary VAL system of the VAL group.

Table 10.3.2.12-1: Group information request

Information element Status Description
Requester Identity M The identity of the group management server
performing the request.
VAL group ID M VAL group ID of the group

10.3.2.13  Group information response

Table 10.3.2.13-1 describes the information flow group information response from the group management server in the
primary VAL system of the VAL group to the group management server in the partner VAL system of the VAL group.

Table 10.3.2.13-1: Group information response

Information element Status Description
VAL group ID M VAL group ID of the group
VAL group configuration (0] Configuration information for the VAL group
information (see NOTE 1)
Failure reason (0] Indicates reason for failure to provide VAL group
(see NOTE 2) | configuration information

NOTE 1: Shall be present if the request can be fulfilled by the group management server in the primary
VAL system of the VAL group.

NOTE 2: Shall be present if the request cannot be fulfilled by the group management server in the
primary VAL system of the VAL group.

10.3.2.14  Group information subscribe request

Table 10.3.2.14-1 describes the information flow group information subscribe request from the group management
client or VAL server to the group management server.

Table 10.3.2.14-1: Group information subscribe request

Information element Status Description
Requester Identity M The identity of the group management client or
VAL server performing the request.
VAL group ID M VAL group ID of the group
Minimum time between (0] Defaults to 0 if not provided, otherwise indicates
consecutive notifications the minimum time interval between consecutive
notifications

10.3.2.15  Group information subscribe response

Table 10.3.2.15-1 describes the information flow group information subscribe response from the group management
server to the group management client or the VAL server.

Table 10.3.2.15-1: Group information subscribe response

Information element Status Description
VAL group ID M VAL group ID of the group
Result M Indicates success or failure of the subscribe
request
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10.3.2.16  Group information notify request

Table 10.3.2.16-1 describes the information flow group information notify request from the group management server
to the group management client or VAL server.

Table 10.3.2.16-1: Group information notify request

Information element Status Description
Requester Identity M The identity of the group management server
performing the request.
VAL group ID M VAL group ID of the group
VAL group information M Group information for the VAL group

10.3.2.17  Group information notify response

Table 10.3.2.17-1 describes the information flow group information notify response from the group management client
or VAL server to the group management server.

Table 10.3.2.17-1: Group information notify response

Information element Status Description
VAL group ID M VAL group ID of the group
Result M Indicates success or failure of the notification
request

10.3.2.18  Store group configuration request

Table 10.3.2.18-1 describes the information flow store group configuration request from the group management client
or VAL server to the group management server.

Table 10.3.2.18-1: Store group configuration request

Information element Status Description
Requester Identity M The identity of the group management client or
VAL server performing the request.
VAL group ID M VAL group ID of the group
VAL group configuration data M VAL group configuration data

10.3.2.19  Store group configuration response

Table 10.3.2.19-1 describes the information flow store group configuration response from the group management server
to the group management client or VAL server.

Table 10.3.2.19-1: Store group configuration response

Information element Status Description
VAL group ID M VAL group ID of the group
Result M Indicates the success or failure for the result

10.3.2.20  Get group configuration request

Table 10.3.2.20-1 describes the information flow get group configuration request from the group management client or
VAL server to the group management server.
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Table 10.3.2.20-1: Get group configuration request

Information element Status Description
Requester Identity M The identity of the group management client or
VAL server performing the request.
VAL group ID of the group
VAL group information reference Reference to configuration data for the VAL group
VAL services requested Service(s) for which group configuration is
(see NOTE) requested
NOTE:  If 'VAL services requested' is not present, group configuration is requested for all services
defined for the VAL group

VAL group ID

oL

10.3.2.21  Get group configuration response

Table 10.3.2.21-1 describes the information flow get configuration response from the group management server to the
group management client or VAL server.

Table 10.3.2.21: Get group configuration response

Information element Status Description
VAL group ID M VAL group ID of the group
VAL group configuration data M VAL group configuration data
(see NOTE)
Result M Indicates the success or failure for the operation
NOTE: If the Result information element indicates failure then the value of the VAL group configuration
data information element has no meaning.

10.3.2.22  Subscribe group configuration request

Table 10.3.2.22-1 describes the information flow subscribe group configuration request from the group management
client to the group management server.

Table 10.3.2.22-1: Subscribe group configuration request

Information element Status Description

Requester Identity M The identity of the group management client
performing the request.

VAL group ID M VAL group ID of the group

VAL services requested (0] Service(s) for which group configuration is

(see NOTE) requested

Notification target URI M Target URI where the group management client
performing the request will receive the notifications.

Minimum time between (@] Defaults to O if not provided, otherwise indicates

consecutive notifications the minimum time interval between consecutive
notifications

NOTE:  If 'VAL services requested' is not present, group configuration is requested for all services
defined for the VAL group

10.3.2.23  Subscribe group configuration response

Table 10.3.2.23-1 describes the information flow subscribe group configuration response from the group management
server to the group management client.

Table 10.3.2.23-1: Subscribe group configuration response

Information element Status Description
VAL group ID M VAL group ID of the group
Result M Indicates the success or failure for the result
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10.3.2.24  Notify group configuration request

Table 10.3.2.24-1 describes the information flow notify group configuration request from the group management server
to the group management client.

Table 10.3.2.24-1: Notify group configuration request

Information element Status Description
Requester Identity M The identity of the group management server
performing the request.

VAL group ID M VAL group ID of the group

VAL group information reference (0] Reference to information stored relating to the VAL
(see NOTE) group

Group related key material (0] Key material for use with the VAL group

(see NOTE)

NOTE: At least one of these information elements shall be present.

10.3.2.25  Notify group configuration response

Table 10.3.2.25-1 describes the information flow notify group configuration response from the group management
client to the group management server.

Table 10.3.2.25-1: Notify group configuration response

Information element Status Description
VAL group ID M VAL group ID of the group
Result M Indicates the success or failure for the result

10.3.2.26  Configure VAL group request

Table 10.3.2.26-1 describes the information flow for configure VAL group request from a VAL server to a group
management server.

Table 10.3.2.26-1: Configure VAL group request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
VAL group ID M The group ID used for the VAL group.
VAL group description M Information related to the VAL group e.g. group
(see NOTE 2) definition including communication type, policy,

group size, group leader.

List of VAL services whose service
communications are to be enabled on the group.
List of geographical areas to be addressed by the
group.

List of VAL UE IDs who are invited to be member
of the group.

Indicates interest to receive notifications of newly
registered or de-registered VAL UE IDs.

VAL service ID list (see NOTE 1)

Geo ID list (see NOTE 1)

Identity list (see NOTE 1)

Ol O] o] ©

Identity list subscription

NOTE 1: At least one of these IEs shall be present.
NOTE 2: Group communication type may indicate 5G LAN-Type communication using either Ethernet or
IP (IPv4 and/or IPv6) transport.

10.3.2.27  Configure VAL group response

Table 10.3.2.27-1 describes the information flow for configure VAL group response from group management server to
aVAL server.
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Table 10.3.2.27-1: Configure VAL group response

Information element Status Description
Result M The result of the configure VAL group operation
Subscription result (0] Indicates whether subscription to receive
(see NOTE) notifications of newly registered or de-registered
VAL UE IDs is successful or not

successful.

NOTE:  Shall be present only if there is a subscription in the configure VAL group request and

10.3.2.28

Table 10.3.2.28-1 describes the information flow for a group management server to announce a VAL group to the group

management clients.

Group announcement

Table 10.3.2.28-1: Group announcement
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Information element Status Description

VAL group ID M The group ID used for the VAL group.

VAL group description M Information related to the VAL group e.g. group

(see NOTE 3) definition including communication type and
connection parameters, policy, group size, group
leader.

VAL service ID list (0] List of VAL services whose service

(see NOTE 1) communications are to be enabled on the group.

Geo ID list (0] List of geographical areas to be addressed by the

(see NOTE 1) group.

Identity list (0] List of VAL UE IDs who are invited to be member

(see NOTE 1, NOTE 2) of the group.

NOTE 1: At least one of these IEs shall be present.

NOTE 2: This element is not present if it results in privacy concerns.

NOTE 3: Group communication type may indicate 5G LAN-Type communication using either Ethernet or

IP (IPv4 and/or IPv6) transport. Group connection parameters may include DNN and S-NSSAI.

10.3.2.29  Group registration request

Table 10.3.2.29-1 describes the information flow for a group management client to register to a VAL group in response
to agroup announcement from the group management server. Message filters for throttling messages and notifications
isincluded in this request e.g. for limiting message exchange on a constrained UE, for receiving only improtant group
communication.

Table 10.3.2.29-1: Group registration request

Information element Status Description

VAL UE ID M Identity of the VAL UE registering to the VAL
group.

VAL Group ID M The group ID to be registered by the VAL UE for
the VAL group.

Identity list subscription M Indicates interest to receive notifications of newly
registered or de-registered VAL UE IDs

Message filters (0] Group message communication will be sent to the
VAL UE after applying message filters as described
in Table 10.3.2.29-2.
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Table 10.3.2.29-2: Message filters

Information element Status Description

Identities @) List of VAL UE identities whose messages will be
send to the VAL UE being registered

Max number of messages o Total number of messages allowed to be sent to

(see NOTE 1) the VAL UE in a given time frame as defined by the
VAL service.

Time frame O Time frame associated to Max number of
messages IE

Message Types (see NOTE 2) (0] List of message types which will be sent to the VAL
UE being registered (e.g. high priority messages,
or group configuration messages, etc.).

NOTE 1: Specifying value for max number of messages is outside the scope of SEAL and up to the

implementation of a particular Vertical requirement.
NOTE 2: Message types are as decided by the specific Vertical.

10.3.2.30  Group registration response

Table 10.3.2.30-1 describes the information flow for a group management server to respond for a group registration
request from the group management client.

Table 10.3.2.30-1: Group registration response

Information element Status Description
Result M Result from the VAL server in response to VAL
group registration request indicating success or
failure
Subscription result M Indicates whether subscription to receive
notifications of newly registered or de-registered
VAL UE IDs is successful or not

10.3.2.31 Identity list notification

Table 10.3.2.31-1 describes the information flow identity list notification from the group management server to the
group management client.

Table 10.3.2.31-1: Identity list notification

Information element Status Description
VAL group ID M Identity of the VAL group
Identity list M List of VAL UE IDs who are newly registered or de-
registered members of the group

Table 10.3.2.31-2 describes the information flow identity list notification from the group management server to the
VAL server.

Table 10.3.2.31-2: Identity list notification

Information element Status Description
VAL group ID M Identity of the VAL group
Identity list M List of VAL UE IDs who are newly registered or de-
registered members of the group
Message filters list (0] List of Message filters per VAL UE ID who are
newly registered.

10.3.2.32  Group de-registration request

Table 10.3.2.32-1 describes the information flow for a group management client to de-register to a VAL group.
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Table 10.3.2.32-1: Group de-registration request

Information element Status Description
VAL UE ID M Identity of the VAL UE de-registering to the VAL
group.
VAL Group ID M The group ID to be de-registered by the VAL UE for
the VAL group.

10.3.2.33  Group de-registration response

Table 10.3.2.33-1 describes the information flow for a group management server to respond for a group de-registration
request from the group management client.

Table 10.3.2.33-1: Group de-registration response

Information element Status Description
Result M Result from the group management server in
response to VAL group de-registration request
indicating success or failure

10.3.2.34  Location-based group creation request

Table 10.3.2.34-1 describes the information flow location-based group creation request from the group management
client or VAL server to the group management server.

Table 10.3.2.34-1: location-based group creation request

Information element Status Description
Requester Identity M The identity of the group management client or
VAL server performing the request.
M Criteria to combine Users or UEs in a location (e.g.
geographical area or VAL service area ID).
VAL service ID list o List of VAL services whose service
o

Location criteria

(see NOTE 1) communications are to be enabled on the group.

VAL service specific information Placeholder for VAL service specific information

(see NOTE 2)

NOTE 1: This information element shall be included in the message for creating a group configured for
multiple VAL services.

NOTE 2: The details of this information element are specified in VAL service specific specification and
are out of scope of the present document.

10.3.2.35  Location-based group creation response

Table 10.3.2.35-1 describes the information flow location-based group creation response from the group management
server to the group management client or VAL server.

Table 10.3.2.35-1: Location-based group creation response

Information element Status Description
VAL group ID M VAL group ID of the group
(see NOTE)
Result M Indicates the success or failure for the operation
NOTE: If the Result information element indicates failure then the value of VAL group ID information
element has no meaning.

10.3.2.36  Group list fetch request

Table 10.3.2.36-1 describes the information flow for Group list fetch request from the group management client to the
group management server.
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Table 10.3.2.36-1: Group list fetch request

Information element Status Description
Identity M The identity of the VAL UE or VAL User performing
the operation.
Period (0] Indicates to the group management server to
provide list of the groups created between specified
period.

10.3.2.37  Group list fetch response

Table 10.3.2.37-1 describes the information flow for Group list fetch response from the group management server to the
group management client.

Table 10.3.2.37-1: Get group list fetch response

Information element Status Description
Result M Result from the group management server in
response to group list fetch request indicating
success or failure
VAL group IDs M The list of VAL groups for which the VAL User is a
member

10.3.2.38  Temporary group formation request

Table 10.3.2.38-1 describes the information flow for the temporary group formation request from the group
management client to the group management server.

Table 10.3.2.38-1: Temporary group formation request

Information element Status Description
VAL group ID list M List of VAL group IDs to be combined
VAL service list (0] A subset of the common VAL service(s) to be
(see NOTE) applied for the temporary group
NOTE: If this information element is not present, all the VAL service(s) that are common to the groups
being combined will be applicable for the temporary group.

10.3.2.39  Temporary group formation response

Table 10.3.2.39-1 describes the information flow for the temporary group formation response from the group
management server to the group management client.

Table 10.3.2.39-1: Temporary group formation response

Information element Status Description
VAL group ID (0] VAL group ID of the temporary group
(see NOTE)
VAL service list (0] List of VAL services whose service

communications are to be enabled on this

temporary group

Result M Indicates the success or failure of temporary group

formation.

NOTE:  Shall be present if the Result information element indicates that the temporary group formation
operation is successful. Otherwise VAL group ID shall not be present.

10.3.2.40  Temporary group formation notify

Table 10.3.2.40-1 describes the information flow temporary group formation notify from the group management server
tothe VAL server.
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Table 10.3.2.40-1: Temporary group formation notify

Information element Status Description
VAL group ID list M List of constituent VAL group IDs
VAL group ID M VAL group ID of the temporary group
VAL service list o List of VAL services whose service
communications are to be enabled on this
temporary group.

10.3.2.41

Table 10.3.2.41-1 describes the information flow temporary group formation notification from the group management

server to the group management client.

Temporary group formation notification

Table 10.3.2.41-1: Temporary group formation notification

Information element Status Description
VAL group ID list M List of constituent VAL group IDs
VAL group ID M VAL group ID of the temporary group
10.3.2.42  Temporary group formation notification response

Table 10.3.2.42-1 describes the information flow temporary group formation notification response from the group
management client to the group management server.

Table 10.3.2.42-1: Temporary group formation notification response

Information element Status Description
VAL group ID M VAL group ID of the temporary group
10.3.2.43  Unsubscribe group configuration request

Table 10.3.2.43-1 describes the information flow from a group management client to a group management server for

unsubscribe group configuration request.

Table 10.3.2.43-1: Unsubscribe group configuration request

Information element Status Description
Requester Identity M The identity of the group management client
performing the request.
VAL group ID M VAL group ID of the group
10.3.2.44  Unsubscribe group configuration response

Table 10.3.2.44-1 describes the information flow from a group management server to a group management client for

unsubscribe group configuration response.

Table 10.3.2.44-1: Unsubscribe group configuration response

Information element Status Description
Result M Indicates the success or failure of the unsubscribe
operation
10.3.2.45  Group configuration subscription update request

Table 10.3.2.45-1 describes the information flow from the group management client to the group management server
for group configuration subscription update request.
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Table 10.3.2.45-1: Group configuration subscription update request

Information element Status Description

Requester Identity M The identity of the group management client
performing the request.

VAL group ID M VAL group ID of the group

VAL services requested (0] Service(s) for which group configuration is

(see NOTE) requested

Notification target URI (0] Target URI where the group management client
performing the request will receive the notifications.

Minimum time between (0] Defaults to 0 if not provided, otherwise indicates

consecutive notifications the minimum time interval between consecutive
notifications

NOTE: If 'VAL services requested' is not present, group configuration is requested for all services

defined for the VAL group.
10.3.2.46  Group configuration subscription update response

Table 10.3.2.46-1 describes the information flow from the group management server to the group management client
for group configuration subscription update response.

Table 10.3.2.46-1: Group configuration subscription update response

Information element Status
Result M

Description
Indicates the success or failure of the operation

10.3.3 Group creation

Figure 10.3.3-1 below illustrates the group creation operations by authorized VAL user/UE/administrator to create a
group. It appliesto the scenario of normal group creation by a VAL administrator or by authorized user/UE.

Pre-conditions:

1. The group management client, group management server, VAL server and the VAL group members belong to
the same VAL system.

2. Theauthorized VAL user/UE/administrator is aware of the users' identities which will be combined to form the
VAL group.

Group management client

Group management Group management client

(Administrator/authorized VAL server
user/UE) server (VAL group members)
1. Group creation request
2. Create and store the group related
information
3. Group creation notification
______________________ >

5. Group creation response

gl
-

Figure 10.3.3-1: Group creation
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1

The group management client of the authorized VAL user/UE/administrator requests group create operation to
the group management server. The identities of the users or UEs being combined and the information of the
VAL servicesthat are enabled on the group shall be included in this message.

During the group creation, the group management server creates and stores the information of the group. The
group management server performs the check on the policies e.g. maximum limit of the total number of VAL
group members for the VAL group(s). The external group identifier, identifying the member UEs of the VAL
group at the 3GPP core network, is stored in the newly created VAL group's configuration information.

NOTE: The exact policiesare out of scope of the present document.

3.

The group management server may conditionally notify the VAL server regarding the group creation with the
information of the group members.

The VAL group members of the VAL group are notified about the newly created VAL group configuration data.

The group management server provides a group creation response to the group management client of the
administrator/authorized VAL user/UE.

10.3.4  Group information query

10.34.1 General

A VAL user/UE can request the membership list on an VAL group regardless the user or UE's group membership.

10.3.4.2 Procedure

Figure 10.3.4.2-1 below illustrates the group information query on aVVAL group.

Group management Group management
client server

1. Group information query request

2. Authorization check and retrieve
according to the conditions

3.Group information query response

Figure 10.3.4.2-1: Group information query

The group management client of the VAL user/UE requests the group information on the VAL group from the
group management server by sending a group information query request. The query typeisincluded.

The group management server checks whether the VAL user/UE is authorized to perform the query. If
authorized, then the group management server retrieves the requested group information based on the query type.

. The group management server sends a group information query response including the retrieved group

information to the group management client.
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10.3.5 Group membership

10.3.5.0 Group membership subscription

The procedure for subscription for group membership data as described in figure 10.3.5.0-1 is used by the group
management client and VAL server to indicate to the group management server that it wishesto receive updates of
group membership datafor groups for which it is authorized.

Pre-conditions:
1. The group management server and VAL server serve the same VAL system;

2. Theinitiator of this operation is aware of the current group membership of the VAL group;

Group management client Group management
or VAL server server

1. Group information subscribe request

_2.Group information subscribe response

Figure 10.3.5.0-1: Subscription for group membership

1. The group management client or VAL server subscribes to the group membership information stored at the
group management server using the group information subscribe request.

2. The group management server provides a group information subscribe response to the group management client
or VAL server indicating success or failure of the request.
10.3.5.1 Group membership notification

Figure 10.3.5.1-1 illustrates the group membership notification operations to the VAL server(s) and group management
clients upon the group membership change at group management server.

Pre-conditions:
1. VAL group is created on the group management server.

2. The group management client or VAL server has subscribed to the group configuration information.

Group management Group management

X VAL server
client server

1. Group membership
changed

2. Group membership notification

o

3. Group membership notification

Figure 10.3.5.1-1: group membership notification

1. The membership of aspecific VAL group is changed at group management server.
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2. The group management server notifiesthe VAL server(s) regarding the group membership change with the
information of the updated group members.

3. The group management server updates the group management clients of the VAL usersUEs who have been
added to or removed from the group.

4. The group management client requeststo retrieve the relevant group configurations from group management
server, if the user or UE is added to the group. If the user or UE is deleted from the group, the locally stored
group configurationsin the VAL UE may be removed.

10.3.5.2 Group membership update by authorized user/UE/VAL server

Figure 10.3.5.2-1 below illustrates the group membership update operations by an authorized
user/UE/administrator/V AL server to change the membership of aVVAL group (e.g. to add or delete group members).

Pre-conditions:

1. The group management server and VAL server serve the same VAL system;
2. Theinitiator of this operation is aware of the current group membership of the VAL group;

3. The authorized user/UE/administrator/V AL server is aware of the users' identities which will be added to or
deleted from the VAL group.

Group management client
(Administrator/authorized
user/UE) or VAL server

Group management Group management client

server (VAL group members) VAL server

1. Group membership
update request

2. Group membership
update

3. Group membefship notification

4. Notify the users

5. Group membership
<update response

Figure 10.3.5.2-1: Group membership update by authorized user/UE/VAL server

1. The group management client of the authorized user/UE/administrator or VAL server requests group
membership update operation to the group management server.

2. The group management server updates the group membership information. The group management server may
perform the check on policies e.g. the maximum limit of the total number of VAL group members.

NOTE 1. The exact policies are out of scope of the present document.

3. Thegroup management server notifies the VAL server(s) regarding the group membership change with the
information of the updated group members.

NOTE 2: Step 3 does not happen when the VAL server is requesting group membership update operation.

4. The group members that are added to or deleted from the group by this operation are notified about the group
membership change. This step may be followed by retrieving group configurations.

5. The group management server provides a group membership response to the group management client of the
authorized user/UE/administrator or the VAL server.
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10.3.6  Group configuration management

10.3.6.1 Store group configurations at the group management server
The procedure for store group configurations at the group management server is described in figure 10.3.6.1-1.
Pre-conditions:

- The group management server may have some pre-configuration data which can be used for online group
configuration validation;

Group management client
(Authorized user/UE) or
VAL server

Group management
server

1.Receive group
configurations

2.Store group configuration request

3.Validate group |
configurations :

4.Store group
configurations

5.Store group configuration response

A

Figure 10.3.6.1-1: Store group configurations at group management server

1. The group configurations are received by the group management client of an authorized user/UE or VAL server.

2. Thereceived group configurations are sent to the group management server for storage using a store group
configuration request.

3. The group management server may validate the group configurations before storage.
4. The group management server stores the group configurations.

5. The group management server provides a store group configuration response indicating success or falure. If any
validation or storage fails, the group management server provides a failure indication in the store group
configuration response.

10.3.6.2 Retrieve group configurations

The procedure for retrieve group configurations at the group management client or the VAL server isdescribed in
figure 10.3.6.2-1. This procedure can be used following service authorisation when the configuration management
client has received the list of groups and the group management client needs to obtain the group configurations, or
following a notification from the group management server that new group configuration information is available.

Pre-conditions:
- The group management server has received configuration data for groups, and has stored this configuration data;

- TheVAL UE hasregistered for service and the group management client or the VAL server needs to download
group configuration data applicable to the user/UE.
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Group management client Group management
or VAL server server

1. Get group configuration request

2. Get group configuration response

3. Store group
configuration
data

Figure 10.3.6.2-1: Retrieve group configurations

1. The group management client or the VAL server requests the group configuration data.
2. The group management server provides the group configuration data to the client or the VAL server.

3. The group management client or the VAL server stores the group configuration information.

10.3.6.3 Subscription and notification for group configuration data

The procedure for subscription for group configuration data as described in figure 10.3.6.3-1 is used by the group
management client to indicate to the group management server that it wishes to receive updates of group configuration
datafor groups for which it is authorized.

Pre-conditions:

- Thegroup management server has some group configurations stored.

Group management

Group management client
server

1. Subscribe group configuration request

2. Subscribe group configuration response

Figure 10.3.6.3-1: Subscription for group configurations

1. The group management client subscribes to the group configuration information stored at the group management
server using the subscribe group configuration request.

2. The group management server provides a subscribe group configuration response to the group management
client indicating success or failure of the request.

The procedure for notification of group configuration data as described in figure 10.3.6.3-2 is used by the group
management server to inform the group management client that new group configuration datais available. It can also be
used by the group management server to provide new group related key material to the group management client.

Pre-conditions:
- Thegroup management client has subscribed to the group configuration information

- The group management server has received and stored new group configuration information, or the group
management server has generated and stored new key material, or both of these have occurred.
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Group management Group management
client server

1. Notify group configuration request

2. Notify group configuration response

3. Store group key
material

Figure 10.3.6.3-2: Notification of group configurations

1. The group management server provides the notification to the group management client, who previously
subscribed for the group configuration information. Optionally, the notify group configuration request may
contain group related key material for the group management client.

2. The group management client provides a notify group configuration response to the group management server.

3. If the group management server had provided group related key material to the group management client, the
group management client stores the key material.

If the group management server has notified the group management client about new group configuration information
through this procedure, the group management client may then follow the procedure described in subclause 10.3.6.2 in
order to retrieve that group configuration information.

Figure 10.3.6.3-3 illustrates the high-level unsubscription for group configuration procedure used by a group
management client to indicate to a group management server to stop sending notifications of group configuration data
changes for groups for which it is authorized.

Pre-conditions:

- The group management client has an active subscription to group configuration data changes.

Group management

Group management dient
server

1. Unsubscribe group configuration request |

_ 2. Unsubscribe group configuration response

Figure 10.3.6.3-3: Unsubscription for group configurations

1. The group management client decides to unsubscribe notifications about group configuration data changes and
sends an unsubscribe group configuration request to the group management server including the information
specified in table 10.3.2.43-1.

2. The group management server shall check if the group management client is authorized to perform the
unsubscribe operation. If so, the group management server cancel s the subscription and provides an unsubscribe
group configuration response to the group management including the information specified in table 10.3.2.44-1.

Figure 10.3.6.3-4 describes a procedure used by the group management client to update some parameters related to an
existing subscription, for instance the notification target URI or the minimum time between consecutive notifications.

Pre-conditions:

- The group management client has an active subscription to group configuration data changes.
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Group management

Group management dient
server

1. Group configuration subscription update
request

-

2. Group configuration subscription update
response

-
-

Figure 10.3.6.3-4: Update an existing subscription for group configurations

1. The group management client decides to update an active subscription and sends a group configuration
subscription update request to the group management server including the information specified in
table 10.3.2.45-1.

2. The group management server shall check if the group management client is authorized to update the
subscription. If so, the group management server updates the subscription and provides a group configuration
subscription update response to the group management including the information specified in table 10.3.2.46-1.

10.3.6.4 Structure of group configuration data

The group configuration data contains group configuration data common to al VAL services and group configuration
data specific to each VAL service.

NOTE: ForaVAL service, the VAL group configuration dataislisted in the corresponding VAL service
specification and is outside the scope of the present document.

10.3.7 Location-based group creation

Figure 10.3.7-1 below illustrates the location-based group creation.
Pre-conditions:

1. The group management client, group management server, VAL server, location management server and the VAL
group members belong to the same VAL system.

2. Theauthorized VAL user/UE/administrator or VAL server is not aware of the users' or UE identities which will
be combined to form the VAL group.
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Group management client Group management

Location management server
or VAL server server

1. Location-based group creation request

2. Obtain UEs list per location request

|

3. Compose list of UEs
for a location

4. Obtain UEs list per location response

-
-

5. Create and store the
Location-based group

6. Location-based group creation response

-
-

Figure 10.3.7-1: Location-based group creation

1. The group management client or the VAL server requests location-based group create operation to the group
management server. The location criteria for determining the identities of the users or UEs to be combined shall
be included in this message and the location criteria may be the VAL service areaidentified by the VAL service
arealD.

2. The group management server reguests the location management server for obtaining the users or UES
corresponding to the location information or the VAL service areaidentified by the VAL service areaID.

3. Thelocation management server composes the list of users or UEs within the requested location.

4. The group management server receives the composed list of users or UEs from the location management server.
The location management server may include VAL service |Ds associated with the list of users or UEs.

5. During the group creation, the group management server creates and stores the information of the location-based
group. The group management server performs the check on the policies e.g. maximum limit of the total number
of VAL group membersfor the VAL group(s). If an external group identifier, identifying the member UEs of the
VAL group at the 3GPP core network is available, then the external group ID is stored in the newly created VAL
group's configuration information. If VAL service ID list was received in step 1 as part of group formation
criteriaand not in step 4 for the composed list of users or UES, the group management server shall retrieve the
VAL service data from the configuration management server as described in clause 11.3.2.13 and form the group
with relevant users or UEs.

NOTE: The exact policiesare out of scope of the present document.

6. The group management server provides a location-based group creation response to the group management
client or the VAL server.

10.3.8 Group announcement and join

10.3.8.1 General

This subclause describes the procedures for establishing group communication from the group management server to
the group management clients.
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1. The group management client, group management server, VAL server and the VAL clients belong to the same
VAL system.

2. TheVAL server isaware of the users' identities and is authorized to forma VAL group.

VAL server

Group management

Group management client

VAL dlient

server

1. Determine group
information

2. Configure VAL group request

3. Create group

! 4. Create 5GVN group !

5. Group announcement

6. Group registration request
-l

-

7. Record registered user
as member of the group

8. Group registration response

9. Configure VAL group response
e

-

10. Identity list notification 10. Identity list notification

-
-

11. Updated identity list

Figure 10.3.8.2-1: Procedure for establishing VAL group communication between the group
management server and group management client1.

. The VAL server determines group information and the identity list to which the group announcement shall be
sent. The decision can be based on the list of authorized UEs and other criteria (e.g. user consent, service, or
vehicle driving profile).

. The VAL server configures VAL group for Uu communication defined by VAL Group ID for one or more VAL
services with list of VAL Service ID with the group management server.

. The group management server creates an empty group based on the information provided in the Configure VAL
group request. The group management server stores the mapping between the VAL group ID and the external
Group Id inthe VAL group document, along with alist of GPSIs corresponding to the identity list provided by
the VAL server. The group management server also determines whether the group isfor 5G LAN-Type
communication and whether Ethernet or 1P (IPv4 and/or 1Pv6) transport shall be used for the 5G LAN-Type
communication.

. If 5G LAN-Type communication isto be used, the group management server creates a 5GVN group in the 5GS
viaN33 using the create group procedure specified in 3GPP TS 23.501 [10] clause 5.29.2 and 3GPP TS 23.502
[11] clause 4.15.6. The group management server creates the 5GVN group data and the 5GVN group
membership data defined in 3GPP TS 23.502 [11] clause 4.15.6.3b to be configured in the 5GS. To create the
5GVN group data the group management server uses the 5G LAN-Type communication type information
provided by the VAL server to set the PDU session type (Ethernet or I1P) and mapsthe VAL service IDsto
Application descriptors. To create the 5GVN group membership data the group management server maps the
VAL group ID to the External Group ID and makes a list of GPSls corresponding to the identity list provided by
the VAL server.
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NOTE 1: This step is skipped for the case that a 5G LAN-Type communication is not being used.

NOTE 2: The PDU session type, DNN, S-NSSAI provided within 5GVN group data cannot be modified in the 5GS
after the create procedure.

NOTE 3: The 5GS supports only a 1:1 mapping between DNN/S-NSSAI combination and 5GVN group.

NOTE 4: The group management server maintains a mapping between DNN and S-NSSAI of the 5GVN group and
the VAL server requester identity based on operator policy. How such mapping is configured is
implementation specific and out of the scope of this specification.

5. The group management server announces the VAL group to the group management clients. For a5GVN group
the announcement includes the communication type (1P or Ethernet), DNN, and S-NSSAI corresponding to the

5GVN group.

© © N o

The group management client registersto VAL group communication using the VAL Group ID.
The group management server records the users who have registered to be the members of the group.
The group management server sends a VAL group registration response to the group management client.

The group management server sends a configure VAL group response to the VAL server.

NOTE 5: Step 9 may occur any time after step 5.

10. The group management server sends identity list notification about the newly registered users to the other

members of the group and VAL server, whose subscription to receive notifications of newly registered VAL UE
IDsis successful in step 8 and step 9 respectively.

11. The group management client may inform VAL client about the updated identity list.

10.3.9 Group member leave

10.3.9.1 General

This subclause describes the procedures for group member to leave the group by de-registering.

10.3.9.2 Procedure

Pre-conditions:

1. Group is previously defined on the group management server including the list of registered users and each

member of the group and VAL server is aware of it.

VAL server

Group management

Group management client
server

VAL client

‘ 1. Determined to leave the group

2. Group de-registration request
-l

-

3. Record de-registered
user from the group

4. Group de-registration response

5. Identity list notification 5. Identity list notification

Figure 10.3.9.2-1: Procedure for group member leaving the group.
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1. The VAL client determines to de-register member from the group and group management client is aware of it.
2. The group management client initiates the group de-registration request towards the group management server.

3. The group management server checks the authorization of group de-registration request and updates the group
member list.

4. The group management server sends a group de-registration response to the group management client.

5. The group management server sends identity list notification about the leaving registered user to the other
members of the group and the VAL server, whose subscription to receive notifications of de-registered
VAL UE IDsissuccessful in step 7 and step 8 of the procedure in clause 10.3.8.2 respectively.

10.3.10 Temporary groups

10.3.10.1  Temporary group formation within a VAL system
Figure 10.3.10.1-1 below illustrates the temporary group formation within a VAL system.

Temporary groups are formed by combining two or more groups. The temporary group formation is applicable only for
groups configured with at least one common VAL service. The temporary group formation shall be rejected if any of
the requested VAL services are not common to all the constituent VAL service groups.

Pre-conditions:

1. The group management client, group management server, VAL server and the VAL group members belong to
the same VAL system.

2. The group management client has retrieved the group configurations of the groups.

3. The VAL server has subscribed to receive group management event notifications.

Group management Group management client
server (VAL group members)

Group management client VAL server

1.Temporary group formation

request -
Lo

2.Authorization check based on
group policy and check whether
groupl or group? is a temporary
group

3.Create and store the
temporary group related
information

4. Temporary group formation notify

5.Temporary group
formation notification -

6.Temporary group formation

notification response
7.Temporary group formation [«

H_SD onse

8.Retrieve group configuration

Figure 10.3.10.1-1: Temporary group formation within a VAL system
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1. The group management client of the VAL user requests temporary group formation operation to the group
management server, which is the group management server of one of the groups to be regrouped. The identities
of the groups being combined shall be included in this message. The group management client may indicate the
security level required for the temporary group. The group management client may indicate the priority level
required for the temporary group.

2. The group management server checks whether temporary group formation operation is performed by an
authorized VAL user, based on group policy. The group management server checks whether groupl or group2 is
atemporary group. If group 1 or group2 is atemporary group, then the group regrouping will be rejected,
otherwise the group regrouping can proceed.

3. The group management server creates and stores the information of the temporary group, including the
temporary VAL group ID, the VAL group ID of the groups being combined, the priority level of the temporary
group and the security level of the temporary group. If the authorized VAL user does not specify the security
level and the priority level, the group management server shall set the lowest security level and the highest
priority of the constituent groups. If VAL service types of the groups being combined are not identical, group
management server determines the overlapping part and stores the VAL service list for the temporary group.

4. The group management server notifiesthe VAL server regarding the temporary group creation with the
information of the constituent groups, i.e. temporary VAL group 1D, groupl's VAL group ID and group2's VAL
group ID. If VAL servicelistisincluded, VAL server storesit and provides VAL service types accordingly.

5. The group management server notifies the VAL group members of the constituent VAL groups by sending
temporary group formation notification messages.

6. The VAL group members of the constituent VAL groups send individual temporary group formation notification
response messages.

7. The group management server provides atemporary group formation response to the group management client
of the authorized VAL user. If VAL servicelist isincluded, group management client storesit and initiates VAL
service types accordingly.

8. The VAL group members of the constituent VAL groups individually request group configuration data from the
group management server for the temporary group. The group configuration data includes security, priority, and
other parameters.

10.3.11 Group List Fetch
Figure 10.3.11-1 illustrates the group list fetch operations to fetch list of groups by the group management client.
Pre-conditions:

1) List of groupstowhichaVAL UE/ VAL User belongs to is known to the Group management server for each of
the VAL UE/ VAL User.

2) VAL user has hot received group announcement message as it was offline previously.

Group Management Group Management
Client Server

| 1. Request for list of groups |

VAL Client

2. Group list fetch Request

3. Group list fetch response

-

4. Notify list of groups

I I
Figure 10.3.11-1: Group list fetch
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1) The VAL client requests group management client to provide the list of groupsin which the VAL UE or VAL
User isa member.

2) The group management client initiates the group list fetch request towards the Group management server. The
information elements described in clause 10.3.2.36 are included in the group list fetch request.

3) The group management server checks the authorization of group list fetch request and if authorized, sends the
group list fetch response containing list of groupsin which the VAL user is member. The information elements
described in clause 10.3.2.37 are included in the group list fetch response.

4) The group management client notifies the list of groupsto the VAL client.

10.3.12 Location-based group update

Figure 10.3.12-1 below illustrates the location-based group update.
Pre-conditions:

1. The group management client, group management server, VAL server, location management server and the VAL
group members belong to the same VAL system.

2. Thelocation based group has been created as specified in clause 10.3.7.

3. The group management server has subscribed to monitor UEs moving in or out of the fixed location area as
specified in clause 9.3.12.

Group management client Group management

Location management server
or VAL server server

| 1. Received notification as specified in clause 9.3.12.4

2. Update group membership and notify group members
as specified in clause 10.3.5.1

Figure 10.3.12-1: Location-based group update

1. The group management server receives location area monitoring notification from location management server
as specified in clause 9.3.12.4.

2. The group management server updates the group members and sends notification as specified in clause 10.3.5.1.

10.3.13 Group deletion

Figure 10.3.13-1 below illustrates the group deletion operation by authorized VAL user/UE/administrator to delete a
group. It appliesto group deletion by a VAL administrator or by authorized user/UE.

Pre-conditions:

1. The group management client, group management server, VAL server and the VAL group members belong to
the same VAL system.

2. The authorized VAL user/UE/administrator is aware of the group identity which needs to be deleted.
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Group management client
(Administrator/authorized
user/UE)

Group management
server

Group management client
(VAL group members)

1. Group deletion request

2. Authorize and delete the group

5. Group deletion response

3. Group deletion notification

VAL server

\

notification

4. Group deletion

-
-

Figure 10.3.13-1: Group deletion

The group management client of the authorized VAL user/UE/administrator requests group deletion operation to
the group management server. The identity of the group to be deleted shall be included in this message.

The group management server authorizes the request and if authorized, deletes the group.

The group management server notifies the VAL server regarding the group deletion.

The group members of the VAL group are notified about the deleted VAL group.

The group management server provides a group del etion response to the group management client of the
administrator/authorized VAL user/UE.

10.4.1 General

Table 10.4.1-1 illustrates the SEAL APIsfor group management.

SEAL APIs for group management

Table 10.4.1-1: List of SEAL APIs for group management

API Name API Operations Known Consumer(s) | Communication
Type
SS_GroupManagement Query_Group_Info VAL server Request
/Response
Create_LocationBasedGroup_In | VAL server Request/Respons
fo e
Update_Group_Info VAL server Request
/Response
Create_Group VAL server Request
/Response
SS_GroupManagementEvent Subscribe_ VAL server Subscribe/Notify
Group_Info_Modification
Notify _Group_Info_Modification | VAL server
Notify_Group_Creation VAL server
Notify_TempGroupFormation VAL server
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10.4.2 SS_GroupManagement API

10.4.2.1 General

API description: This APl enablesthe VAL server to communicate with the group management server for the group
creation, querying group information, obtaining stored group configuration, modify the group membership and
configuration information on the group management server over GM-S and GM-Uu.

10.4.2.2 Query_Group_Info operation

API operation name: Query_Group_Info

Description: Query group information and obtaining group configuration information.

Known Consumers: VAL server.

Inputs. See subclause 10.3.2.4, 10.3.2.20

Outputs: See subclause 10.3.2.5, 10.3.2.21

See subclause 10.3.4 and 10.3.6.2 for the details of usage of this APl operation.

10.4.2.3 Update_Group_Info operation

API operation name: Update_Group_Info

Description: Storing group membership and configuration information.

Known Consumers: VAL server.

Inputs. See subclause 10.3.2.6, 10.3.2.18

Outputs: See subclause 10.3.2.7, 10.3.2.19

See subclause 10.3.6.5 and 10.3.6.1 for the details of usage of this API operation.

10.4.2.4 Create_LocationBasedGroup_Info operation
API operation name: Create_L ocationBasedGroup_Info

Description: Create location-based group

Known Consumers. VAL server.

Inputs: See subclause 10.3.2.34

Outputs: See subclause 10.3.2.35

See subclause 10.3.7 for the details of usage of this API operation.

10.4.2.5 Create_Group operation

API operation name: Create_Group

Description: Create the group.

Known Consumers: VAL server.

Inputs. See subclause 10.3.2.1, 10.3.2.26

Outputs: See subclause 10.3.2.2, 10.3.2.27

See subclause 10.3.3 and 10.3.8.2 for the details of usage of this API operation.
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10.4.3 Void
10.4.3.1 Void

10.4.3.2 Void

10.4.4 Void
10.44.1  Void

10.4.4.2 Void
10.4.5 SS_Group_Management_Event API

10.45.1 General

API description: This API enablesthe VAL server to communicate with the group management server to subscribe
and receive subsequent notification events over GM-S.

10.4.5.2 Subscribe_ Group_Info_Modification operation

API operation name: Subscribe Group_Info_Maodification

Description: Subscribing to changes to group membership and configuration information.

Known Consumers. VAL server.

Inputs. See subclause 10.3.2.14, 10.3.2.22

Outputs: See subclause 10.3.2.15, 10.3.2.23

See subclause 10.3.5.0 and 10.3.6.3 for the details of usage of this API operation.

10.4.5.3 Notify_Group_Info_Modification operation

API operation name: Notify_Group_Info_Modification

Description: Notification for changes to group membership and configuration information.
Known Consumers: VAL server.

Inputs: See subclause 10.3.2.8

Outputs: See subclause 10.3.2.8

See subclause 10.3.5.1 and 10.3.6.3 for the details of usage of this API operation.

10.4.5.4 Notify_Group_Creation operation
API operation name: Notify_Group_Creation

Description: Notification for new group creation.

Known Consumers. VAL server.

Inputs. See subclause 10.3.2.3

Outputs: See subclause 10.3.2.3

See subclause 10.3.3 for the details of usage of this API operation.
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10.4.5.5 Notify TempGroupFormation operation

API operation name: Notify TempGroupFormation

Description: Notification of the new temporary group formed at the group management server.
Known Consumers. VAL server.

Inputs. See clause 10.3.2.40

Outputs: None

See subclause 10.3.10.1 for the details of usage of this API operation.

11 Configuration management

11.1 General

The configuration management is a SEAL service that offers the configuration management related capabilities to one
or more vertical applications.

11.2  Functional model for configuration management

11.2.1 General
The functional model for the configuration management is based on the generic functional model specified in clause 6.
It is organized into functional entities to describe a functional architecture which addresses the support for configuration

management aspects for vertical applications. The on-network and off-network functional model is specified in this
clause.

11.2.2 On-network functional model description

Figure 11.2.2-1 illustrates the generic on-network functional model for configuration management.

UE 3GPP
network
. VAL-UU system VAL user
VAL client(s) VAL server(s) database
VAL
SEAL CM-C CM-S CM-VAL-UDB
Configuration management CM-UU
client Configuration management server

Figure 11.2.2-1: On-network functional model for configuration management

The configuration management client communicates with the configuration management server over the CM-UU
reference point. The configuration management client provides the support for configuration management functions to
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the VAL client(s) over CM-C reference point. The VAL server(s) communicate with the configuration management
server over the CM-S reference point. The configuration management server communicates with the VAL user database
over the CM-VAL-UDB reference point.

11.2.3 Off-network functional model description

Figure 11.2.3-1 illustrates the off-network functional model for configuration management.

UE1 UE2
VAL-PC5 )
VAL client(s) VAL client(s)
VAL
SEAL cm-C cM-C
Configuration management CM-PC5 Configuration management
client client

Figure 11.2.3-1: Off-network functional model for configuration management

The configuration management client of the UE1 communicates with the configuration management client of the UE2
over the CM-PC5 reference point.

11.2.4 Functional entities description

11.2.4.1 General

The functional entities for configuration management SEAL service are described in the following subclauses.

11.2.4.2 Configuration management client

The configuration management client functional entity acts as the application client for configuration related
transactions. The configuration management client interacts with the configuration management server and provides
and receives configuration data. The configuration management client also supports interactions with the corresponding
configuration management client between the two UESs.

The configuration management client functional entity is supported by the signalling user agent and HTTP client
functional entities of the signalling control plane.

11.2.4.3 Configuration management server

The configuration management server isafunctional entity used to configure one or more vertical applications with
3GPP system related vertical applications provisioning information and configure data on the configuration
management client. The configuration management server manages vertical application configuration supported within
the vertical's service provider. The configuration management server acts as CAPIF's APl exposing function as
specified in 3GPP TS 23.222 [8]. The configuration management server also supports interactions with the
corresponding configuration management server in distributed SEAL deployments.

The configuration management server functional entity is supported by the SIP AS and HTTP server functional entities
of the signalling control plane.
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11.2.5 Reference points description

11.25.1 General

The reference points for the functional model for configuration management are described in the following subclauses.

11.2.5.2 CM-UU

Theinteractions related to configuration management functions between the configuration management client and the
configuration management server are supported by CM-UU reference point. This reference point utilizes Uu reference
point as described in 3GPP TS 23.401 [9] and 3GPP TS 23.501 [10].

The CM-UU reference point provides the configuration information required for VAL services and supports:
- configuration of the VAL UE by the VAL service; and

- configuration of the VAL application with the VAL service related information e.g. policy information by the
VAL UE.

The CM-UU reference point shall use the HTTP-L/HTTP-2 reference points for transport and routing of configuration
management related signalling. The CM-UU reference point shall use SIP-1/SIP-2 reference points for
subscription/notification related signalling.

11.2.5.3 CM-PC5

The interactions related to configuration management functions between the configuration management clients located
in different VAL UEs are supported by CM-PC5 reference point. This reference point utilizes PC5 reference point as
described in 3GPP TS 23.303 [12].

11.2.54 CM-C

The interactions related to configuration management functions between the VAL client(s) and the configuration
management client within aVVAL UE are supported by CM-C reference point.

11.2.5.5 CM-S

The interactions related to configuration management functions between the VAL server(s) and the configuration
management server are supported by CM-S reference point. The CM-S reference point supports VAL server to obtain
the VAL service related vertical applications provisioning information. This reference point is an instance of CAPIF-2
reference point as specified in 3GPP TS 23.222 [8].

The CM-S reference point shall use HTTP-1/ HTTP-2 reference points for transport and routing of configuration

management related signalling. The CM-S reference point shall use SIP-2 reference point for subscription/notification

related signalling.

11.2.5.6 CM-E

The interactions related to configuration management functions between the configuration management serversin a

distributed deployment are supported by CM-E reference point.

11.2.5.7 Reference point CM-VAL-UDB (between the configuration management
server and the VAL user database)

The CM-VAL-UDB reference point is an instance of VAL-UDB reference point, which exists between the VAL user
database and the configuration management server, is used for:

- the configuration management server to store the user profile datain the specific VAL user database;

- the configuration management server to obtain the user profile from the specific VAL user database for further
configuration in the VAL UE.
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- the configuration management server to update the user profile datain the specific VAL user database; and

- the configuration management server to delete the user profile data from the specific VAL user database

11.3  Procedures and information flows for configuration
management

11.3.1 General

The procedures related to the configuration management are described in the following subclauses.
11.3.2 Information flows

11.3.2.1 Get VAL UE configuration request

Table 11.3.2.1-1 describes the information flow get VAL UE configuration request from the configuration management
client to the configuration management server.

Table 11.3.2.1-1: Get VAL UE configuration request

Information element Status Description

VAL UE ID M Identify of the VAL UE requesting the configuration
information.

VAL service ID 0] Identify of the VAL service for which the

(see NOTE 1) | configuration information is requested.

VAL UE Information (0] Additional UE related information required to

(see NOTE 2) identify the configuration data (e.g. device type,
device vendor, etc)

NOTE 1: If the VAL service ID information element is not present, then the default service is service.

NOTE 2: The VAL service provider can configure the VAL UE with different configuration data based on

this IE.

11.3.2.2 Get VAL UE configuration response

Table 11.3.2.2-1 describes the information flow get VAL UE configuration response from the configuration
management server to the configuration management client.

Table 11.3.2.2-1: Get VAL UE configuration response

Information element Status Description
Result M Indicates the success or failure of getting the
configuration information
VAL UE configuration data (0] The VAL UE configuration data as specified in the
(see NOTE) corresponding VAL service specification and
outside the scope of the present document

NOTE: If the Result information element indicates failure then VAL UE configuration data information
element is not included.

11.3.2.3 Get VAL user profile request

Table 11.3.2.3-1 describes the information flow get VAL user profile request from the configuration management client
or VAL server to the configuration management server.
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Table 11.3.2.3-1: Get VAL user profile request

Information element Status Description
Requester Identity M The identity of the configuration management client
or VAL server performing the request.
Identity M The VAL user ID of the VAL user or VAL UE ID.

11.3.2.4 Get VAL user profile response

Table 11.3.2.4-1 describes the information flow get VAL user profile response from the configuration management
server to the configuration management client or VAL server.

Table 11.3.2.4-1: Get VAL user profile response

Information element Status Description
VAL user profile data M One or more VAL user profiles associated with the
(see NOTE) VAL user ID or VAL UE ID provided in the
associated get VAL user profile request.
Result M Indicates the success or failure for the operation
NOTE: If the Result information element indicates failure then the value of VAL user profile data
information element has no meaning.

11.3.2.5 Notification for VAL user profile data update

Table 11.3.2.5-1 describes the information flow notification for VAL user profile data update from the configuration
management server to the configuration management client.

Table 11.3.2.5-1: Notification for VAL user profile data update

Information element Status Description
Pointer to modified VAL user M Pointer to the modified VAL user profile data.
profile data.

11.3.2.6 Get updated VAL user profile data request

Table 11.3.2.6-1 describes the information flow get updated VAL user profile data request from the configuration
management client to the configuration management server.

Table 11.3.2.6-1: Get updated VAL user profile data request

Information element Status Description
Identity M The VAL user ID of the originating VAL user or VAL
UE ID.
Pointer to modified VAL user M Pointer to the modified VAL user profile data.
profile data.

11.3.2.7 Get updated VAL user profile data response

Table 11.3.2.7-1 describes the information flow get updated VAL user profile data response from the configuration
management server to the configuration management client.
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Table 11.3.2.7-1: Get updated VAL user profile data response

Information element Status Description
Updated VAL user profile data M VAL user profile data that has been modified.
(see NOTE)
Result M Indicates the success or failure for the operation
NOTE: If the Result information element indicates failure then the value of Updated VAL user profile
data information element has no meaning.

11.3.2.8 Update VAL user profile data request

Table 11.3.2.8-1 describes the information flow update VAL user profile data request from the configuration
management client to the configuration management server.

Table 11.3.2.8-1: Update VAL user profile data request

Information element Status Description
Identity M The VAL user ID of the originating VAL user or VAL
UE ID.
Updated VAL user profile data M The contents of the user profile data to be updated.

11.3.2.9 Update VAL user profile data response

Table 11.3.2.9-1 describes the information flow update VAL user profile data response from the configuration
management server to the configuration management client.

Table 11.3.2.9-1: Update VAL user profile data response

Information element Status Description
Result M Indicates the success or failure

11.3.2.10  Updated user profile subscription request

Table 11.3.2.10-1 describes the information flow from the VAL server to the configuration management server for
updated user profile subscription request.

Table 11.3.2.10-1: Updated user profile subscription request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
Identities list M List of VAL users or VAL UEs whose updates on
user profile is requested.
Time between consecutive user M It indicates the interval time between consecutive
profile updates user profile updates

11.3.2.11  Updated user profile subscription response

Table 11.3.2.11-1 describes the information flow from the configuration management server to the VAL server for
updated user profile subscription response.
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Table 11.3.2.11-1: Updated user profile subscription response

Information element Status Description
Subscription status M It indicates the subscription result
(see NOTE)
Result M Indicates the success or failure for the operation
NOTE: If the Result information element indicates failure then the value of the Subscription status
information element has no meaning.

11.3.2.12  Updated user profile notification

Table 11.3.2.12-1 describes the information flow updated user profile notification from the configuration management
server to the VAL server.

Table 11.3.2.12-1: Notify updated user profile event

Information element Status Description
Identities list M List of VAL users or VAL UEs whose user profile is
modified.
Updated user profile data M User profile data that has been modified.

11.3.2.13  Get VAL service request

Table 11.3.2.13-1 describes the information flow get VAL service request from the consumer (e.g. group management)
server to the configuration management server.

Table 11.3.2.13-1: Get VAL service request

Information element Status Description
Requester Identity M The identity of the entity performing the request.
Identity list (0] The VAL user IDs or VAL UE IDs.
(see NOTE)
VAL service ID list (0] The requested VAL service IDs for the identity list.
(see NOTE)
NOTE: At least one of Identity list or VAL service ID list shall be included. With both Identity list and
VAL service ID in the request, the response only contains common VAL services (as
requested) for the requested VAL users or VAL UEs.

11.3.2.14 Get VAL service response

Table 11.3.2.14-1 describes the information flow get VAL service response from the configuration management server
to the consumer (e.g. group management server).

Table 11.3.2.14-1: Get VAL service response

Information element Status Description
A list of VAL service data (0] One or more VAL service data associated with the
(see NOTE 1) | VAL user ID or VAL UE ID.
> |dentity M The VAL user ID or VAL UE ID.
> VAL service IDs M The supported VAL service IDs.
> VAL service specific (0] Placeholder for VAL service specific information.
information (see NOTE 2)
Result M Indicates the success or failure for the operation.
NOTE 1: ltis valid when the Result information element indicates success.
NOTE 2: The details of this information element are specified in VAL service specific specification and
are out of scope of the present document.
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11.3.3 VAL UE configuration data

11.3.3.1 General

The VAL UE configuration data has to be known by the VAL UE before it can use the VAL service.

11.3.3.2 Procedures
The procedure for VAL UE obtaining the VAL UE related configuration dataisillustrated in figure 11.3.3.2-1.
Pre-conditions:

- The VAL UE hasthe secure access to the configuration management server.

Configuration Configuration
management management
client server

1. Get VAL UE configuration request

2. Get VAL UE configuration response

-l
Rl

Figure 11.3.3.2-1: VAL UE obtains the configuration data

1. The configuration management client sends aget VAL UE configuration request to the configuration
management server for obtaining VAL UE configuration data.

2. The configuration management server sends get VAL UE configuration response to the configuration
management client. This message carries the VAL UE configuration data.

11.3.3.3 Structure of VAL UE configuration data

NOTE: ForaVAL service, the VAL UE configuration dataislisted in the corresponding VAL service
specification and outside the scope of the present document.

11.3.4 VAL user profile data

11.34.1 General

The VAL user profile procedures are described in the following subclauses.
11.3.4.2 Obtaining the VAL user profile(s) from the network

11.3.4.2.1 Obtaining the VAL user profile(s) in primary VAL system

The procedure for the VAL user or VAL server obtaining VAL user profilesin the primary VAL system of that VAL
user isillustrated in figure 11.3.4.2.1-1.

Pre-conditions:
- The VAL user has performed user authentication in the identity management server.

- TheVAL UE or VAL server has secure access to the configuration management server.
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Configuration Configuration
management client management
or VAL server server

1. Get VAL user profile request

2. Obtain VAL
user profile

3. Get VAL user profile response

A

Figure 11.3.4.2.1-1: VAL user obtains the VAL user profile(s) from the network

1. The configuration management client or VAL server sendsaget VAL user profile request message to the
configuration management server, which includesthe VAL user ID or VAL UE ID.

2. The configuration management server obtainsthe VAL user profile information.

3. The configuration management server sends get VAL user profile response message to the configuration
management client or VAL server. When adownload is necessary, this message includes all VAL user profiles
that are associated with the VAL user ID or VAL UE ID.

11.3.4.2.2 VAL user receiving VAL service from a partner VAL system

Figure 11.3.4.2.2-1 below illustrates mechanism for the configuration management client to retrieve the VAL user
profile for the migrating VAL user from the partner VAL system.

NOTE: Any proxy servers at the edges of the primary and partner VAL systems which are used to hide the
topology of the VAL systems from external entities are not shown in this procedure.

Preconditions

- TheVAL user is permitted to migrate to the partner VAL system, and the relevant authorizations are configured
in both the primary and partner VAL systems of that VAL user

- The VAL user has performed VAL user authentication in the partner VAL system, and has received the
necessary credential s to retrieve configuration information and to request service authorization.

- The VAL UE has been provided with addressing information to allow the configuration management client in
the VAL UE to access the configuration management server in the partner VAL system.
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VAL UE Partner VAL system of user Primary VAL system of user
| | \
Configuration Configuration VAL user Configuration VAL user
management management database management database
client server server

1. Get VAL user profile for
migration request

Lt

2. Get migrated VAL user
profile request

w

. Retrieve user profile for migration

4. Get migrated VALuser
profile response

A

5. Modify user profile according to
partner VAL system policy and store

6. Validate modified VAL user
profjle request

-

7. Validate modified user
profile for migration

8. Validate modified VAL user
" profile response

9. Get VAL user profile for -
migration response

-

Figure 11.3.4.2.2-1: Retrieval of user profile in partner VAL system

1. The configuration management client in the VAL UE of the migrating VAL user requests the VAL user profile
for migration from the configuration management server in the partner VAL system.

2. The configuration management server in the partner VAL system requests the VAL user profile from the
configuration management server in the primary VAL system of the VAL user.

3. The configuration management server in the primary VAL system of the VAL user retrievesthe VAL user
profile from the VAL user database in that primary VAL system. The identification of the partner VAL system
to which the VAL user is attempting to migrate is used to determine which VAL user profileisretrieved for that
VAL user for migration to that partner VAL system.

4. The configuration management server in the primary VAL system provides the VAL user profileto the
configuration management server in the partner VAL system of the VAL user, optionally requesting validation
of the modified VAL user profile.

5. The partner VAL system of the VAL user modifiesthe VAL user profile according to local configuration
information and stores the modified VAL user profilein the VAL user database in the partner VAL system.

6. If the primary VAL system requested validation of the VAL user profilein step 4, the configuration management
server in the partner VAL system of the migrating VAL user may send the modified VAL user profile to the
configuration management server of the primary VAL system of the VAL user to allow the primary VAL system
of the VAL user to validate the modified VAL user profile.

7. Theprimary VAL system of the migrated VAL user validates the modified VAL service profile of the migrated
VAL user.

8. Theprimary VAL system of the migrated VAL user responds to the partner VAL system with the results of the
validation process.

9. The configuration management server in the partner VAL system provides the VAL user profile to the
configuration management client of the migrating VAL user,

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 142 ETSI TS 123 434 V18.10.1 (2025-01)
NOTE: Step 9isnot followed if the validation process fails.

11.3.4.3 VAL user receives updated VAL user profile data from the network

The procedure for VAL user obtaining updated VAL user profile datathat isinitiated by the network isillustrated in
figure 11.3.4.3-1.

Pre-conditions:
- The VAL user has performed user authentication in identity management server.
- The VAL UE has secure access to the configuration management server.
- TheVAL UE has aready obtained one or more VAL user profiles.

- The configuration management server has access to the VAL user profile(s) associated with the VAL user ID of
the VAL user or VAL UEID.

Configuration Configuration
management management
client server

1. Obtain updated VAL
user profile data

2. Notification for VAL user profile data
update

3. Get updated VAL user profile
data request

4. Get updated VAL user profile
data response

A

Figure 11.3.4.3-1: VAL user receives updated VAL user profile data from the network

1. The configuration management server obtains updated VAL user profile data.

2. The configuration management server sends a notification for VAL user profile data update to the configuration
management client.

3. The configuration management client sends get updated VAL user profile data request to the configuration
management server, which includesthe VAL user ID or VAL UEID.

4. The configuration management server sends get updated VAL user profile data response to the configuration
management client which includes the updated VAL user profile data requested in step 3.

NOTE: Theupdated VAL user profile data could be for a specific VAL user profile, a specific parameter in an
VAL user profile, aset of VAL user profiles, or al the VAL user profiles for the VAL user ID or VAL
UE ID. VAL user profile datais defined per VAL service.

11.3.4.4 VAL user updates VAL user profile data to the network
The procedure for VAL user updating the VAL user profile dataisillustrated in figure 11.3.4.4-1.
Pre-conditions:

- The VAL user has performed user authentication in identity management server.

- The VAL UE has secure access to the configuration management server.

- TheVAL UE has aready obtained one or more VAL user profiles.
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Configuration Configuration
management management
client server

1. Triggered to update VAL
user profile data

2. Update VAL user profile data
request

-

3. Store VAL user
profile data

4. Update VAL user profile data
response

Figure 11.3.4.4-1: VAL user updates VAL user profile data to the network

1. The configuration management client istriggered (e.g. by user interaction operation) to update the VAL user
profile data on the configuration management server.

2. The configuration management client sends update VAL user profile data request to the configuration
management server, which includes the VAL user profile data to be updated.

3. The configuration management server stores the received VAL user profile data.

4. The configuration management server sends update VAL user profile data response to the configuration
management client to confirm the VAL user profile data update is complete.

NOTE: Theupdated VAL user profile data could be for a specific VAL user profile, a specific parameter in an

VAL user profile, aset of VAL user profiles, or all the VAL user profiles for the VAL user ID and VAL
UE ID. VAL user profile datais defined per VAL service.

11.3.4.5 Updated user profile subscription procedure

Figure 11.3.4.5-1 illustrates the high level procedure for obtaining updated user profile data based on subscription
request.

Configuration
management client or
VAL server

Configuration
management server

1. Updated user profile subscription request

|

2. Authorization check

3. Updated user profile subscription response

A

Figure 11.3.4.5-1: Updated user profile subscription procedure

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 144 ETSI TS 123 434 vV18.10.1 (2025-01)

1. Configuration management client or VAL server sends an updated user profile subscription request to the
configuration management server to subscribe any updatesto user profile of one or more VAL usersor VAL
UEs.

2. The configuration management server shall check if the configuration management client or VAL server is
authorized to initiate the updated user profile subscription request.

3. The configuration management server replies with a updated user profile subscription response indicating the
subscription status.

Figure 11.3.4.5-2 illustrates the high level procedure of updated user profile notification event.

Configuration Configuration
management management client or
Server VAL server

1. Updated user profile notification

4

Figure 11.3.4.5-2: Updated user profile notification

1. The configuration management server sends the updated user profile notification including the changes to user
profile of one or more VAL users or VAL UEsto the configuration management client or VAL server.

NOTE: Updated user profile notification is based on the subscription.
11.3.5 VAL service data

11.35.1 General

The VAL service data related procedures are described in the following subclauses.

11.35.2 Procedures

The procedure for consumer (e.g. group management server) obtaining the VAL service dataisillustrated in
figure 11.3.5.2-1.

Pre-conditions:
- The consumer has the secure access to the configuration management server.

- The configuration management server has VAL service data maintained for VAL UE or user.

Consumer (e.g. Configuration
Group management management
server) server

1. Get VAL service request

2. Get VAL service response

A

Figure 11.3.5.2-1: Obtains the VAL service data for VAL UE(s) or VAL user(s)
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1. The consumer (e.g. group management server) sends a get VAL service request to the configuration management
server for obtaining VAL service data. The request includes alist of VAL UE IDs or VAL user IDs and/or a
VAL service D list as service dataretrieval filters.

2. The configuration server retrieves the VAL service datafor the requested VAL UEs or users or VAL services
and sends get VAL service response to the consumer (e.g. group management server) with the discovered list of

VAL service data

11.4  SEAL APIs for configuration management

11.4.1 General

Table11.4.1-1 illustrates the SEAL APIsfor configuration management.

Table 11.4.1-1: List of SEAL APIs for configuration management

APl Name API Operations Known Consumer(s) | Communication
Type
SS_UserProfileRetrieval Obtain_User_Profile VAL server Request
/Response
SS_UserProfileEvent Subscribe_User_Profile_Update | VAL server Subscribe/Notify
Notify _User_Profile_Update VAL server
SS_VALServiceData Obtain_VAL_Service_Data group management Request
server /Response

11.4.2 SS_UserProfileRetrieval API

11.4.2.1 General

API description: This API enablesthe VAL server to communicate with the configuration management server for

obtaining user profile over CM-S.

11.4.2.2 Obtain_User_Profile operation

API operation name: Obtain_User_Profile

Description: Obtaining user profile.
Known Consumers. VAL server.
Inputs. See subclause 11.3.2.3
Outputs: See subclause 11.3.2.4

See subclause 11.3.4.2 for the details of usage of this APl operation.

11.4.3 SS UserProfileEvent API

11.4.3.1 General

API description: This API enablesthe VAL server to communicate with the configuration management server for

obtaining updated user profile over CM-S.

11.4.3.2 Subscribe_User_Profile_Update operation

API operation name: Subscribe User_Profile_Update

Description: Subscribing to changes to user profile.
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Known Consumers. VAL server.
Inputs. See subclause 11.3.2.10
Outputs: See subclause 11.3.2.11

See subclause 11.3.4.5 for the detail s of usage of this API operation.

11.4.3.3 Notify_User_Profile_Update operation
API operation name: Notify User_Profile Update

Description: Notification for changes to user profile.

Known Consumers: VAL server.

Inputs: See subclause 11.3.2.12

Outputs: See subclause 11.3.2.12

See subclause 11.3.4.5 for the detail s of usage of this APl operation.

11.4.4 SS VALServiceData API

11.4.4.1 General

ETSI TS 123 434 vV18.10.1 (2025-01)

API description: This API enables the group management server to communicate with the configuration management

server for obtaining VAL service data over SEAL-X.

11.4.4.2 Obtain_VAL_Service_Data operation
API operation name: Obtain_VAL_Service Data

Description: Obtaining VAL service data.

Known Consumers. group management server.

Inputs. See subclause 11.3.2.13

Outputs: See subclause 11.3.2.14

See subclause 11.3.5.2 for the details of usage of this API operation.

12 |ldentity management

12.1 General

Theidentity management is a SEAL service that offers the identity management related capabilities to one or more

vertical applications.

12.2  Functional model for identity management

12.2.1 General

The functional model for the identity management is based on the generic functional model specified in clause6. It is
organized into functional entities to describe a functional architecture which addresses the support for identity
management aspects for vertical applications. The on-network and off-network functional model is specified in this

clause.
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12.2.2 On-network functional model description

Figure 12.2.2-1 illustrates the generic on-network functional model for identity management.

UE 3GPP
network
VAL-UU
VAL client(s) system VAL server(s)
VAL
SEAL IM-C IM-S
Identity management client IM-UU Identity management
server

Figure 12.2.2-1: On-network functional model for identity management
The identity management client communicates with the identity management server over the IM-UU reference point.

The identity management client provides the support for identity management functionsto the VAL client(s) over IM-C
reference point. The VAL server(s) communicate with the identity management server over the IM-S reference point.

12.2.3 Off-network functional model description

Figure 12.2.3-1 illustrates the off-network functional model for identity management.

UE1 UE2
VAL-PC5 )
VAL client(s) VAL client(s)
VAL
SEAL IM-C IM-C
IM-PC5 . .
Identity management client Identity management client

Figure 12.2.3-1: Off-network functional model for identity management

The identity management client of the UE1 communicates with the identity management client of the UE2 over the
IM-PC5 reference point.

12.2.4 Functional entities description

12.24.1 General

The functional entities for identity management SEAL service are described in the following subclauses.
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12.2.4.2 Identity management client
The identity management client functional entity acts as the application client for vertical applications layer user

identity related transactions. The identity management client interacts with the identity management server. The identity
management client also supports interactions with the corresponding identity management client between the two UEs.

12.2.4.3 Identity management server

The identity management server is afunctional entity that authenticates the vertical application layer user identity. The
authentication is performed by verifying the credentials provided by the vertical applications user. The identity
management server acts as CAPIF's APl exposing function as specified in 3GPP TS 23.222 [8]. The identity

management server also supports interactions with the corresponding identity management server in distributed SEAL
deployments.

12.2.5 Reference points description

12.25.1 General

The reference points for the functional model for identity management are described in the following subclauses.

12.2.5.2 IM-UU

The interactions related to identity management functions between the identity management client and the identity
management server are supported by IM-UU reference point. This reference point utilizes Uu reference point as
described in 3GPP TS 23.401 [9] and 3GPP TS 23.501 [10].

12.2.5.3 IM-PC5

The interactions related to identity management functions between the identity management clients located in different
VAL UEs are supported by IM-PC5 reference point. This reference point utilizes PC5 reference point as described in
3GPPTS23.303[12].

12.2.5.4 IM-C

Theinteractions related to identity management functions between the VAL client(s) and the identity management
client within aVAL UE are supported by IM-C reference point.

12.2.5.5 IM-S

Theinteractions related to identity management functions between the VAL server(s) and the identity management
server are supported by IM-S reference point. This reference point is an instance of CAPIF-2 reference point as
specified in 3GPP TS 23.222 [g].

12.2.5.6 IM-E

The interactions related to identity management functions between the identity management serversin a distributed
deployment are supported by IM-E reference point.

12.3  Procedures and information flows for identity management

12.3.1 General

The procedures related to the identity management are described in the following subclauses.

12.3.2 Information flows

NOTE: The procedure for identity management is specified in subclause 5.2.3 and 5.2.4 of 3GPP TS 33.434 [29].
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12.3.2.1 VAL server provisioning request

Table 12.3.2.1-1 describes the information flow from the VAL server to the identity management server for providing
provisioning configuration.

Table 12.3.2.1-1: VAL server provisioning request

Information element Status Description

Requester Identity M The identity of the VAL server performing the
request.

List of VAL service specific M Provides the list of VAL service specific information

information

> VAL service ID M Identify of the VAL service for which the
configuration information is provided.

> identity list M Identify list of VAL users for the specific VAL
service (i.e. VAL User IDs or VAL UE IDs)

12.3.2.2 VAL server provisioning response

Table 12.3.2.2-1 describes the information flow from the identity management server to the VAL server as aresponse
for providing provisioning configuration.

Table 12.3.2.2-1: VAL server provisioning response

Information element Status Description
Result M Indicates success or failure of the request

12.3.2.3 Update VAL server provisioning request

Table 12.3.2.3-1 describes the information flow from the VAL server to the identity management server for updating
provisioning configuration.

Table 12.3.2.3-1: Update VAL server provisioning request

Information element Status Description

Requester Identity (see NOTE) M The identity of the VAL server performing the
request.

List of VAL service specific M Provides the list of VAL service specific information

information

> VAL service ID M Identify of the VAL service for which the
configuration information is to be updated.

> identity list (0] Identify list of VAL users for the specific VAL
service (i.e. VAL User IDs or VAL UE IDs)

NOTE:  The IE shall not be updated by the VAL server.

12.3.2.4 Update VAL server provisioning response

Table 12.3.2.4-1 describes the information flow from the identity management server to the VAL server as aresponse
for updating provisioning configuration.

Table 12.3.2.4-1: Update VAL server provisioning response

Information element Status Description
Result M Indicates success or failure of the request

12.3.2.5 Get VAL server provisioning request

Table 12.3.2.5-1 describes the information flow from the VAL server to the identity management server to get
provisioning configuration.
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Table 12.3.2.5-1: Get VAL server provisioning request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
12.3.2.6 Get VAL server provisioning response

Table 12.3.2.6-1 describes the information flow from the identity management server to the VAL server as aresponse to
get provisioning configuration.

Table 12.3.2.6-1: Get VAL server provisioning response

Information element Status Description
Result M Indicates success or failure of the request
List of VAL service specific M Provides the list of VAL service specific information
information (NOTE 1)
> VAL service ID M Identify of the VAL service for which the
M

configuration information is provided.
Identify list of VAL users for the specific VAL
service (i.e. VAL User IDs or VAL UE IDs)
NOTE 1: This IE is included only for success response

> identity list

12.3.2.7 Delete VAL server provisioning request

Table 12.3.2.7-1 describes the information flow from the VAL server to the identity management server for deleting
provisioning configuration.

Table 12.3.2.7-1: Delete VAL server provisioning request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
12.3.2.8 Delete VAL server provisioning response

Table 12.3.2.8-1 describes the information flow from the identity management server to the VAL server as aresponse
for deleting provisioning configuration.

Table 12.3.2.8-1: Delete VAL server provisioning response

Information element Status Description
Result M Indicates success or failure of the request

12.3.3 General user authentication and authorization for VAL services

12.3.3.1 General

The high level user authentication and authorization procedure is described in the following subclause.

12.3.3.2 Primary VAL system
Figure 12.3.3.2-1 isahigh level user authentication and authorization flow.

NOTE: The specific user authentication and authorization architecture required by the VAL servicesin order to
realize the VAL user authentication and authorization is specified in subclauses 5.2.3, 5.2.4 and 5.2.5 of
3GPP TS 33.434[29].
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The user authentication process shown in figure 12.3.3.2-1 may take place in some scenarios as a separate step
independently from a SIP registration phase, for example if the SIP core is outside the domain of the VAL server.

A procedure for user authentication isillustrated in figure 12.3.3.2-1. Other alternatives may be possible, such as
authenticating the user within the SIP registration phase.

Identity
management server

Identity

. Signalling user agent SIP core
management client J J &

1. VAL user performs user authentication and acquires an access token.

- L.

2. Signalling user agent establishes a secure
connectian to the SIP core.

- >

3. Signalling user agent performs SIP registration to SIP dore.
-t -

Figure 12.3.3.2-1: VAL user authentication and registration with Primary VAL system, single domain

1. Inthis step the identity management client begins the user authorization procedure. The VAL user supplies the
user credentials (e.g. biometrics, securel D, username/password) for verification with the identity management
server. This step may occur before or after step 3. In aVAL system with multiple VAL services, asingle user
authentication asin step 1 can be used for multiple VAL service authorizations for the user.

2. Thesignalling user agent establishes a secure connection to the SIP core for the purpose of SIP level
authentication and registration.

3. Thesignalling user agent completes the SIP level registration with the SIP core (and an optional third-party
registration with the VAL service server(s)).

NOTE 1. The VAL client(s) perform the corresponding VAL service authorization for the user by utilizing the
result of this procedure.

NOTE 2: Steps 2 and 3 are not required to be performed if the VAL service does not use SIP.

12.3.3.3 Interconnection partner VAL system

Where communications with a partner VAL system using interconnection are required, user authorization takes placein
the serving VAL system of the VAL service user, using the VAL user service authorization procedure specified in
subclauses 5.2.5 and 5.2.6 of 3GPP TS 33.434 [29].

12.3.4 VAL server provisioning for identity management service

12.34.1 General

The high level procedure for VAL server to provision required information to SEAL identity management server in
order to support VAL user authentication is described in the following subclause.

12.3.4.2 Procedure

The procedure for VAL server to provision required information to SEAL identity management server in order to
support VAL user authentication isillustrated in figure 12.3.4.2-1.
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Identity Management
Server

VAL Server

1) VAL server provisioning request [VAL server
identity, VAL user IDs / VAL service]

2) VAL server provisioning response

Figure 12.3.4.2-1: VAL Server provisioning to SEAL Identity Management Server

1. The VAL server sends arequest message to identity management server to provision required information. The
request message includes identity of the VAL server, security credentials of the VAL server, and service
provider specific information like identity list per VAL service.

2. Upon receiving the request, the identity management server authorizes the request based on the security
credentials provided in the request and considering the service level agreement between VAL service provider
and SEAL service provider. If VAL server is authorized to use the SEAL service, then the identity management
server stores the details about the VAL server including the list of VAL user IDs per VAL service. The identity
management server sends the response message to the VAL server.

Editor's note: Whether the VAL server registers with Identity Management Server is FFS.

12.3.4.3 Update VAL server provisioning procedure

The procedure for VAL server to update the required provisioning information to SEAL identity management server is
illustrated in figure 12.3.4.3-1.

Identity Management
Server

VAL Server

1) Update VAL server provisioning request [VAL
server identity, VAL user IDs / VAL service]

2) Update VAL server provisioning response

Figure 12.3.4.3-1: VAL Server updating provisioning to SEAL Identity Management Server

1. The VAL server sends arequest message to identity management server to update the required provisioning
information. The request message includes identity of the VAL server, security credentials of the VAL server,
and service provider specific information like identity list per VAL service.

2. Upon receiving the request, the identity management server authorizes the request based on the security
credentials provided in the request and considering the service level agreement between VAL service provider
and SEAL service provider. If VAL server is authorized to use the SEAL service and if there exists provisioning
information, then the identity management server updates the details about the VAL server for the provided VAL
service IDs, including the list of VAL user IDs per VAL service. The provisioning information corresponding to
aVAL server ID can be updated to add, remove or update VAL service IDs and its related information. The
identity management server sends the response message to the VAL server.
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12.3.4.4 Get VAL server provisioning procedure

The procedure for VAL server to get the required provisioning information to SEAL identity management server is
illustrated in figure 12.3.4.4-1.

Identity Management

VAL Server
Server

1) Get VAL server provisioning request [VAL
server identity]

2) Get VAL server provisioning response

Figure 12.3.4.4-1: VAL Server requesting provisioning information to SEAL Identity Management
Server

1. The VAL server sends areguest message to identity management server to get the required provisioning
information. The request message includes identity of the VAL server whose provisioning information is
reguested.

2. Upon receiving the request, the identity management server authorizes the request based on the security
credentials provided in the request and considering the service level agreement between VAL service provider
and SEAL service provider. If VAL server is authorized to use the SEAL service and if there exists provisioning
information, then the identity management server sends success response including thelist of VAL user IDs per
VAL service. Otherwise, the identity management server sends failure response message to the VAL server.

12.3.4.5 Delete VAL server provisioning procedure

The procedure for VAL server to delete the provisioning information to SEAL identity management server isillustrated
infigure 12.3.4.5-1.

Identity Management

VAL Server
Server

1) Delete VAL server provisioning request [VAL
server identity]

2) Delete VAL server provisioning response

Figure 12.3.4.5-1: VAL Server deleting provisioning information to SEAL Identity Management Server

1. The VAL server sends arequest message to identity management server to delete the provisioning information.
The request message includes identity of the VAL server.

2. Upon receiving the request, the identity management server authorizes the request based on the security
credentials provided in the request and considering the service level agreement between VAL service provider
and SEAL service provider. If VAL server is authorized to use the SEAL service and if there exists provisioning
information, then the identity management server deletes the provisioning information for given VAL server ID
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and sends success response. Otherwise, the identity management server sends failure response message to the
VAL server.

12.4  SEAL APIs for identity management

12.4.1 General

Table 12.4.1-1 illustrates the SEAL APIsfor identity management.

Table 12.4.1-1: List of SEAL APIs for identity management

APl Name API Operations Known Consumer(s) | Communication
Type
SS_IdmParameterProvisioning Provide _Configuration VAL server Request
Update_Configuration /Response
Get_Configuration
Delete_Configuration

12.4.2 Void
12.42.1  Void

12.4.2.2 Void

12.4.3 SS_IdmParameterProvisioning API

12.4.3.1 General

API description: This API enablesthe VAL server to provision configuration for the VAL service to the SEAL IM-S.

12.4.3.2 Provide_Configuration operation

API operation name: Provide_Configuration

Description: Provisioning of VAL service configuration to IM-S.
Known Consumers. VAL server.

Inputs. See subclause 12.3.2.1

Outputs: See subclause 12.3.2.2

See subclause 12.3.4.2 for the details of usage of this API operation.

12.4.3.3 Update_Configuration operation

API operation name: Update_Configuration

Description: Updating the provisioning of VAL service configuration to IM-S.
Known Consumers: VAL server.

Inputs: See subclause 12.3.2.3

Outputs: See subclause 12.3.2.4

See subclause 12.3.4.3 for the details of usage of this API operation.
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12.4.3.4 Get_Configuration operation

API operation name: Get_Configuration

Description: Get provisioning of VAL service configuration from IM-S,
Known Consumers. VAL server.

Inputs. See subclause 12.3.2.5

Outputs: See subclause 12.3.2.6

See subclause 12.3.4.4 for the details of usage of this API operation.

12.4.3.5 Delete_Configuration operation

API operation name: Delete_Configuration

Description: Deleting the provisioning of VAL service configuration on IM-S.
Known Consumers: VAL server.

Inputs: See subclause 12.3.2.7

Outputs: See subclause 12.3.2.8

See subclause 12.3.4.5 for the details of usage of this API operation.

13 Key management

13.1 General

The key management isa SEAL service that offers the key management related capabilities to one or more vertical
applications.

13.2  Functional model for key management

13.2.1 General

The functional model for the key management is based on the generic functional model specified in clause 6. It is
organized into functional entities to describe a functional architecture which addresses the support for key management
aspects for vertical applications. The on-network and off-network functional model is specified in this clause.

13.2.2 On-network functional model description

Figure 13.2.2-1 illustrates the generic on-network functional model for key management.
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UE 3GPP
network
VAL client(s) VAL-UY system VAL server(s)
VAL
SEAL KM-C KM-S

Key management client KM-uU

Key management server

Figure 13.2.2-1: On-network functional model for key management
The key management client communicates with the key management server over the KM-UU reference point. The key

management client provides the support for key management functions to the VAL client(s) over KM-C reference point.
The VAL server(s) communicate with the key management server over the KM-S reference point.

13.2.3 Off-network functional model description

Figure 13.2.3-1 illustrates the off-network functional model for key management.

UE1 UE2
VAL-PC5 .
VAL client(s) VAL client(s)
VAL
SEAL KM-C KM-C
KM-PC5 )
Key management client Key management client

Figure 13.2.3-1: Off-network functional model for key management

The key management client of the UEL communicates with the key management client of the UE2 over the KM-PC5
reference point.

13.2.4 Functional entities description

13.2.4.1 General

The functional entities for key management SEAL service are described in the following subclauses.

13.2.4.2 Key management client

The key management functional entity acts as the application client for key management functions. It interacts with the
key management server. The key management client also supports interactions with the corresponding key management
client between the two UESs.

NOTE: The functionality of the key management client is specified in subclause 5.3 of 3GPP TS 33. 434 [29].
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13.2.4.3 Key management server

The key management server is afunctional entity that stores and provides security related information (e.g. encryption
keys) to the key management client, group management server and vertical application server to achieve the security
goals of confidentiality and integrity of media and signalling. The key management server acts as CAPIF's API
exposing function as specified in 3GPP TS 23.222 [8]. The key management server also supports interactions with the
corresponding key management server in distributed SEAL deployments.

NOTE: The functionality of the key management server is specified in subclause 5.3 of 3GPP TS 33.434 [29].
13.2.5 Reference points description

13.25.1 General

The reference points for the functional model for key management are described in the following subclauses.

13.2.5.2 KM-UU

The interactions related to key management functions between the key management client and the key management
server are supported by KM-UU reference point. This reference point utilizes Uu reference point as described in
3GPP TS 23.401 [9] and 3GPP TS 23.501 [10].

KM-UU reference point provides a means for the key management server to provide security related information (e.g.
encryption keys) to the key management client. The KM-UU reference point shall usethe HTTP-1 and HTTP-2
signalling control plane reference points for transport and routing of security related information to the key management
client.

NOTE: KM-UU reference point is specified in subclause 5.1.1.4 of 3GPP TS 33.434 [29].

13.2.5.3 KM-PC5

The interactions related to key management functions between the key management clients located in different VAL
UEs are supported by KM-PC5 reference point. This reference point utilizes PC5 reference point as described in
3GPPTS23.303[12].

13.254 KM-C

The interactions related to key management functions between the VAL client(s) and the key management client within
aVAL UE are supported by KM-C reference point.

13.2.5.5 KM-S

Theinteractions related to key management functions between the VAL server(s) and the key management server are
supported by KM-S reference point. This reference point is an instance of CAPIF-2 reference point as specified in
3GPPTS23.222[1].

KM-S reference point provides a means for the key management server to provide security related information (e.g.
encryption keys) to the VAL server. The KM-S reference point shall use the HTTP-1 and HTTP-2 signalling control
plane reference points for transport and routing of security related information to the VAL server.

NOTE: KM-Sisspecified in subclause 5.1.1.4 of 3GPP TS 33.434 [29].

13.2.5.6 KM-E

Theinteractions related to key management functions between the key management serversin a distributed deployment
are supported by KM-E reference point.
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13.2.5.7 SEAL-X1

NOTE: SEAL-X1 reference point between the key management server and the group management server is
described in subclause 6.5.9.2.

13.3  Procedures and information flows for key management
NOTE: The procedure for key management is specified in subclause 5.3 of 3GPP TS 33.434 [29].

13.3.1 Information flows

13.3.1.1 void

13.3.1.2 void
13.3.2 VAL server provisioning for key management service

13.3.2.1 General

The high level procedure for VAL server to provision required information to SEAL key management server in order to
provide the format and content of a key management record is described in clause 5.8 of 3GPP TS 33.434 [29].

13.3.2.2 void

13.4  SEAL APIs for key management

13.4.1 General

Table 13.4.1-1 illustrates the SEAL APIsfor key management.

Table 13.4.1-1: List of SEAL APIs for key management

APl Name API Operations Known Consumer(s) | Communication
Type
SS_KmParameterProvisioning Provide_Configuration VAL server Request
/Response

The other SEAL APIsfor Key Management are specified in subclauses 5.7.1 and 7.6.1 of 3GPP TS 29.549 [30].
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13.4.2 Void
13.4.2.1 Void

13.4.2.2 Void

13.4.3 void

14 Network resource management

14.1 General

The network resource management is a SEAL service that offers the network resource management (e.g. unicast and
multicast network resources) and monitoring related capabilities to one or more vertical applications.

14.2  Functional model for network resource management

14.2.1 General

The functional model for the network resource management is based on the generic functional model specified in
clause 6. It is organized into functional entitiesto describe afunctional architecture which addresses the support for
network resource management aspects for vertical applications. The on-network and off-network functional model is
specified in this clause.

14.2.2 On-network functional model description

14.2.2.1 Generic on-network functional model for network resource management

Figure 14.2.2-1 illustrates the generic on-network functional model for network resource management.

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 160 ETSI TS 123 434 vV18.10.1 (2025-01)

WAL UE JGPP
network
WAL-LUIL cyetem WAL server(s)

VAL client(s)

WAL

SEAL NRM-C NRM-5

MNRM-UU

N K 5Gi
etwork resource TMEZ-U

management client
= xMB-L

Rx

MB2-C
xMB-C
T3

EFS

Network resource
mManagement server

MNE
NEmb
Nmb8

5GS M35
Mmb13
Nmb10
N33

Figure 14.2.2.1-1: On-network functional model for network resource management

The network resource management client communicates with the network resource management server over the NRM-
UU reference point. The network resource management client provides the support for network resource management
functionsto the VAL client(s) over NRM-C reference point. The VAL server(s) communicate with the network
resource management server over the NRM-S reference point.

The network resource management server obtains and controls the multicast/broadcast resource from the underlaying
3GPP network system by communicating with the BM-SC viaMB2-C and xMB-C reference points towards LTE
eMBMS and with the 5G MBS control plane functions viaNmb13, Nmb10 or N33 towards the 5GS. The network
resource management server communicates with the PCRF via Rx reference point or communicates with the PCF via
N5 reference point to control the unicast resources from the underlying 3GPP network system. The network resource
management server communicates with the SCEF via T8 reference point or communicates with the NEF via N33
reference point to perform event monitoring procedures from the underlying 3GPP network system. The network
resource management server interacts with NEF via N33 to obtain QoS monitoring information from the 5GS.

Figure 14.2.2.1-2 exhibits the service-based interfaces for providing and consuming group management services. The
network resource management server could provide service to VAL server and network resource management client
through interface Snrm.

[Network resource management
server]

|
UE |
: Application function(AF)
VAL client | [VAL Server]
|
| Naf[Sval]
NRM-C :
|
: Naf[Snrm]
Network resource |
management ' Application function(AF)
client |
|
|
|

Figure 14.2.2.1-2: Architecture for network resource management — Service based representation
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Figure 14.2.2.1-3 illustrates the service-based representation for utilization of the 5GS network services based on the
5GS SBA specified in 3GPP TS 23.501 [10].

Application function(AF)
[Network resource management
server]

Application function{AF)
[VAL Server]

Nnef Npcf Rx Nmbsmf Nmbsf

SCEF+NEF/NEF PCF PCRF MB-SMF MBSF

Figure 14.2.2.1-3: Architecture for network resource management utilizing the 5GS network services
based on the 5GS SBA — Service based representation

T8
F

SCE

Figure 14.2.2.1-4 illustrates the service-based representation for utilization of the Core Network northbound APIsvia
CAPIF.

API invoker
[Network resource management
server]

APl invoker
[VAL Server]

Caef/ Caef/
Caef/T8 Caef/Nnef Caef/Npcf Caef/Rx Nmbsmf Nmbsf

SCEF SCEF+NEF/NEF PCF PCRF MB-SMF MBSF

Figure 14.2.2.1-4: Utilization of Core Network Northbound APIs via CAPIF — service based
representation

The Network resource management server and VAL server act as authorized APl invoker to consume services from the
Core Network northbound API entities like NEF which act as APl Exposing Function as specified in
3GPPTS23.222 [6].

14.2.2.2 On-network functional model for network resource management for TSN

The architecture for integration of the 5G with TSN [36] is depicted in Figure 14.2.2.2-1. The SEAL Network Resource
Management (NRM) server actsasa TSN AF (defined in [10] in clause 5.28.1). TSN CNC (defined in [35]) viathe
NRM-S reference point configures the TSN flows in the 5GS. In this case the NRM-S supports the |EEE 802.1Qcc
management protocol. Asa TSN AF the SEAL NRM server interacts with the 5GS PCF over the N5 reference point to
configure the 5G QoS and TSCAI parametersin the 5GS.
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Figure 14.2.2.2-1: On-network functional model for network resource management for TSN
NOTE: Whether DS-TT and UE are combined or are separate is up to implementation.

Acting asthe TSN AF the NRM server collects 5GS TSN Bridge information by interaction with the 5GS via the N5
reference point, as described inin TS 23.502 [11] Annex F.1.

NRM server triggers via N5 the AF request procedure as described in 3GPP TS 23.502 [11] Annex F.2.

14.2.2.3 On-network functional model for network resource management for 5G TSC

5G TSC refers to time sensitive communication service offered within the 5G system (i.e. without integration with a
TSN system) by the 5GS for the UEs connected to the 5GS. The architecture for the 5G TSC is depicted in Figure
14.2.2.3-1. The SEAL NRM server acts as an AF towards the 5G Core Network and performs coordination of QoS
flows to fulfill the end-to-end QoS requirements for the UEs involved in the TSC communication. It combines the roles
of TSCTSF and TSC CNC (similar to the TSN CNC in the TSN integration case), which means that it controls the
allocation of resources of TSC communication within the boundaries of the 5G domain.

Upon request from a VAL server viathe NRM-S reference point it configures the TSC end-to-end QoS flows in the
5GS. In line with other SEAL service enablersthe SEAL NRM server provides a RESTful interface on the NRM-S
reference point. Asa TSCTSF the SEAL NRM server interacts with the 5GS PCF over the N84 reference point to
configure the 5G QoS and TSCAI parametersin the 5GS.
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Figure 14.2.2.3-1: On-network functional model for network resource management for 5G TSC

14.2.3 Off-network functional model description

Figure 14.2.3-1 illustrates the off-network functional model for network resource management.

VAL

UE1

VAL client(s)

UE2

VAL-PC5

VAL client(s)

SEAL

Network resource
management client

NRM-PC5

Network resource
management client

Figure 14.2.3-1: Off-network functional model for network resource management

The network resource management client of the UE1 communicates with the network resource management client of
the UE2 over the NRM-PC5 reference point.

14.2.4 Functional entities description

14.2.4.1

General

The functional entities for network resource management SEAL service are described in the following subclauses.

14.2.4.2

Network resource management client

The network resource management client functional entity acts as the application client for the management of network
resources. The network resource management client interacts with the network resource management server.
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14.2.4.3 Network resource management server

The network resource management server functional entity provides for management of 3GPP system network
resources (e.g. unicast, multicast) and monitoring events to support the VAL applications. The network resource
management server acts as CAPIF's APl exposing function as specified in 3GPP TS 23.222 [8]. The network resource
management server also supports interactions with the corresponding network resource management server in
distributed SEAL deployments. The NRM server's role may be assumed by the VAL server in some deployments, in
which case, the VAL server performs the procedures for network resource management of the NRM server.

14.2.5 Reference points description

14.25.1 General

The reference points for the functional model for network resource management are described in the following
subclauses.

14.2.5.2 NRM-UU

The interactions related to network resource management functions between the network resource management client
and the network resource management server are supported by NRM-UU reference point. This reference point utilizes
Uu reference point as described in 3GPP TS 23.401 [9] and 3GPP TS 23.501 [10].

14.2.5.3 NRM-PC5

The interactions related to network resource management functions between the network resource management clients
located in different VAL UEs are supported by the NRM-PC5 reference point. This reference point utilizes PC5
reference point as described in 3GPP TS 23.303 [12].

14.2.5.4 NRM-C

The interactions related to network resource management functions between the VAL client(s) and the network resource
management client within aVAL UE are supported by the NRM-C reference point.

14.2.5.5 NRM-S

Theinteractions related to network resource management functions between the VAL server(s) and the network
resource management server are supported by the NRM-S reference point. This reference point is an instance of
CAPIF-2 reference point as specified in 3GPP TS 23.222 [§].

14.2.5.6 NRM-E

Theinteractions related to network resource management functions between the network resource management servers
in adistributed deployment are supported by NRM-E reference point.

14.2.5.7 MB2-C

The reference point MB2-C supports the control plane interactions between the network resource management server
and the BM-SC and is specified in 3GPP TS 29.468 [22].

14.2.5.8 XMB-C

The reference point xMB-C supports the control plane interactions between the network resource management server
and the BM-SC and is specified in 3GPP TS 26.348 [20].

14.2.5.9 Rx

The reference point Rx supports the interactions between the network resource management server and the PCRF and is
specified in 3GPP TS 29.214 [21].
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14.2.5.10 N5

The reference point N5 supports the interactions between the network resource management server and the PCF and is
specified in 3GPP TS 23.501 [10].

14.2.5.11 N33

The reference point N33 supports the interactions between the network resource management server and the NEF and is
specified in 3GPP TS 23.501 [10].

14.2.5.12 Nmbl3

The reference point Nmb13 supports the interactions between the network resource management server and the M B-
SMF is specified in 3GPP TS 23.247 [39].

14.2.5.13 Nmbl0

The reference point Nmb210 supports the interactions between the network resource management server and the MBSF
is specified in 3GPP TS 23.247 [39].

14.2.5.14 N6mb

The reference point N6mb supports the interactions between the VAL server and the MB-UPF is specified in
3GPPTS23.247 [39].

14.2.5.15 Nmb8

The reference point Nmb8 supports the interactions between the VAL server and the MBSTF is specified in
3GPPTS23.247 [39].

14.2.5.16 N6

The reference point N6 supports the interactions between the VAL server and the UPF is specified in
3GPPTS23.501 [10].

14.3 Procedures and information flows for network resource
management

14.3.1 General

The procedures related to the network resource management are described in the following subclauses.
14.3.2 Information flows

14.3.2.1 Network resource adaptation request

Table 14.3.2.1-1 describes the information flow network resource adaptation request from the VAL server to the NRM
server.
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Table 14.3.2.1-1: Network resource adaptation request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
List of VAL UE IDs 0] List consisting of one or more VAL UE IDs for
(see NOTE) whom the network resource adaptation occurs.
VAL group ID (0] The VAL group ID for whom the network resource
(see NOTE) adaptation occurs.
Resource adaptation M The resource adaptation requirement corresponds
requirement to the VAL service QoS requirements as applied for
a UE or group of UEs (E.g. bandwidth, resource).
NOTE:  Either of the information elements should be present.

14.3.2.2 Network resource adaptation response

Table 14.3.2.2-1 describes the information flow network resource adaptation response from the NRM server to the VAL
server.

Table 14.3.2.2-1: Network resource adaptation response

Information element Status Description

Result includes success or failure of the network
resource adaptation with the underlying network.
The response can also include an updated value

Result M for some of the parameters included in the network
resource adaptation request (e.g. negotiation of
resource offering)

14.3.2.3 MBMS bearer announcement

Table 14.3.2.3-1 describes the information flow MBMS bearer announcement from the NRM server to the NRM client.
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Table 14.3.2.3-1: MBMS bearer announcement

Information element Status Description
TMGI M TMGI information
Alternative TMGI (0] A list of additional alternative TMGI may be
included and used in roaming scenarios.
QClI (0] QCl information used by the ProSe UE-Network

Relay to determine the ProSe Per-Packet Priority
value to be applied for the multicast packets
relayed to Remote UE over PC5

List of service area identifier M A list of service area identifier for the applicable
MBMS broadcast area.

Frequency (0] Identification of frequency if multi carrier support is
provided

SDP information M SDP with media and application control information

applicable to groups that can use this bearer (e.g.

codec, protocol id, FEC information)

Monitoring state (0] The monitoring state is used to control if the client

is actively monitoring the MBMS bearer quality or

not.

Announcement acknowledgment 0] Indicate if the NRM server requires an

acknowledgement of the MBMS bearer

announcement.

Unicast status (0] An indication that the listening status of the unicast

bearer is requested.

ROHC information (0] Indicate the usage of ROHC and provide the

parameters of the ROHC channel to signal to the

ROHC decoder.

NOTE:  When MBMS bearer announcement is done on a MBMS bearer all attributes above are
optional except the TMGI.

14.3.2.4 MBMS listening status report

Table 14.3.2.4-1 describes the information flow for the MBMS listening status report from NRM client to NRM server.

Table 14.3.2.4-1: MBMS listening status report

Information element Status Description
VAL user ID or VAL UE ID M The identity of the VAL user or VAL UE who wants
to report the MBMS listening status.

TMGI(s) M TMGI(s) information.

MBMS listening status(s) M The MBMS listening status per TMGI.

MBMS reception quality level o The reception quality level per TMGI (see NOTE)

Unicast listening status o The unicast listening status.

NOTE: The set of quality levels helps service continuity in MBMS scenarios. A reception quality level
may help to make an efficient switching decision to another bearer. How these levels are used
is implementation specific.

14.3.2.5 MBMS suspension reporting instruction

Table 14.3.2.5-1 describes the information flow for the MBM S suspension reporting instruction from NRM server to
NRM client in a unicast bearer for MBM S suspension reporting.

Table 14.3.2.5-1: MBMS suspension reporting instruction (unicast)

Information element Status Description
VAL user ID or VAL UE ID M The identity of the VAL user or VAL UE.
Suspension reporting M Enables or disable the suspension reporting for a
specific NRM client

Table 14.3.2.5-2 describes the information flow for the MBM S suspension reporting instruction from NRM server to
NRM client in a multicast bearer for MBM S suspension reporting.
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Table 14.3.2.5-2: MBMS suspension reporting instruction (multicast)

Information element Status Description
Suspension reporting client M Contains a uniquely defined subset of NRM clients
subset that shall report MBMS suspension
14.3.2.6 Resource request

Table 14.3.2.6-1 describes the information flow for the resource request from VAL server to NRM server for unicast

resources.

Table 14.3.2.6-1: Resource request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
VAL user ID or VAL UE ID M The identity of the VAL user or VAL UE.
VAL service requirement (0] VAL service requirements for unicast resource (e.g.
information (see NOTE) VAL service ID, Bitrate)

NOTE:  When this information element is not included, the NRM server considers default VAL service
requirement for the unicast resources.
14.3.2.7 Resource response

Table 14.3.2.7-1 describes the information flow for the resource response from NRM server to VAL server for unicast

resources.
Table 14.3.2.6-1: Resource response
Information element Status Description
Result M The result indicates success or failure of the
resource request operation.
14.3.2.8 Resource modification request

Table 14.3.2.8-1 describes the information flow for the resource modification request from VAL server to NRM server

for unicast resources.

Table 14.3.2.8-1: Resource modification request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
VAL user ID or VAL UE ID M The identity of the VAL user or VAL UE.
VAL service requirement M VAL service requirements for unicast resource (e.g.
information VAL sevice ID, Bitrate)
14.3.2.9 Resource modification response

Table 14.3.2.9-1 describes the information flow for the resource modification response from NRM server to VAL server

for unicast resources.

Table 14.3.2.9-1: Resource modification response

Information element

Status

Description

Result

M

The result indicates success or failure of the
resource modification operation.
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14.3.2.10 MBMS bearers request

Table 14.3.2.10-1 describes the information flow for the MBM S bearers request from VAL server to NRM server.

Table 14.3.2.10-1: MBMS bearers request

Information element Status Description

Requester Identity M The identity of the VAL server performing the
request.

VAL group ID M The identity of the group that the MBMS bearer is
requested for.

Service announcement mode M Indicates whether the request is sent by NRM
server or by the VAL server

QoS M Indicates the requested QoS for the bearer

Broadcast area (0] Indicate the area where the MBMS bearer is
requested for

Endpoint information M Information of the endpoint of the VAL server to
which the user plane notifications have to be sent.

Local MBMS information o

(see NOTE)

> MB2-U information (0] IP address, UDP port number of the MB2-U
interface

> xMB-U information (e} IP address, UDP port number of the xMB-U
interface

> M1 interface information o] M1 interface information for local MBMS

Local MBMS activation indication (0] Indicates whether to request the NRM server to

(see NOTE) use Local MBMS information.

NOTE:  The VAL server may provide either the Local MBMS information or the Local MBMS activation

indication. This IE is present when the local MBMS is required for VAL services like V2X
service.

14.3.2.11 MBMS bearers response

Table 14.3.2.11-1 describes the information flow for the MBM S bearers response from NRM server to VAL server.

Table 14.3.2.11-1: MBMS bearers response

Information element Status Description
Result M The result indicates success or failure of the MBMS
bearers request operation.
TMGI (0] TMGI information.
(see NOTE 1)
User plane address M BM-SC user plane IP address and port
(see NOTE 2)
Service description (0] Indicates MBMS bearer related configuration
(see NOTE 2) information as defined in 3GPP TS 26.346 [28]
(e.g. radio frequency and MBMS Service Area
Identities)

NOTE 1: TMGI may not be required if the service announcement mode indicates that the request is sent
by the NRM server.

NOTE 2: If the Result Information element indicates failure then the values of the other information
elements have no meaning.

14.3.2.12  User plane delivery mode

Table 14.3.2.12-1 describes the information flow for the user plane delivery mode from NRM server to VAL server.
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Table 14.3.2.12-1: User plane delivery mode

Information element Status Description
Delivery mode M Indicates whether to deliver the user data to the
UE(s) via unicast mode or multicast mode
MBMS media stream identifier M Indicates the MBMS media stream to be used to

deliver the media currently over unicast, or the
MBMS media stream currently being used.

Unicast media stream M Indicates the unicast media stream to be used to
identifier(s) deliver the media currently over multicast, or the
unicast to be stopped and switched to multicast.
MBS service area (0] Indicates the MBS service area where the delivery
mode is applied
List of VAL UE IDs (0] The list of UEs where the unicast mode is applied
(see NOTE)

NOTE:  This information element is only applicable when the delivery mode is unicast mode.

14.3.2.13  end-to-end QoS management request

Table 14.3.2.13-1 describes the information flow end-to-end QoS management request from the NRM client to the
NRM server.

Table 14.3.2.13-1: end-to-end QoS management request

Information element Status Description
List of VAL UEs or VAL Group ID M List of VAL UEs or the group of VAL UEs for whom
the end-to-end QoS management occurs
>VAL UE/user ID M Identity of the VAL UE
> |P address (0] IP address of the VAL UE
VAL service ID (0] The VAL service identity for whom the end-to-end

QoS management occurs.

End-to-end QoS requirements (0] The application QoS requirements / KPIs (latency,
error rate, ..) for the end-to-end session.

This may optionally include information which will
support the NRM server to identify the per session
QoS requirements (e.g. a flag indicating the use of
HD video for assisting the end-to-end session, a
video resolution/encoding required for the HD
video).

Service area (0] The area where the QoS management request
applies. This can be geographical area, or
topological area.

Time validity 0] The time of validity of the requirement.

14.3.2.14  end-to-end QoS management response

Table 14.3.2.14-1 describes the information flow end-to-end QoS management response from the NRM server to the
NRM client.

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 171 ETSI TS 123 434 vV18.10.1 (2025-01)

Table 14.3.2.14-1: end-to-end QoS management response

Information element Status Description
Result M The positive or negative result of the end-to-end QoS
management request.
QoS report configuration (0] The configuration of the NRM client's report triggering

by NRM server (e.g. setting thresholds for reporting a
QoS downgrade / notifications based on channel loss
great than threshold value)

14.3.2.15 QoS downgrade indication

Table 14.3.2.15-1 describes the information flow QoS downgrade indication from the NRM client to the NRM server.

Table 14.3.2.15-1: QoS downgrade indication

Information element Status Description
VAL UE ID M The identifier of the VAL UE which indicates the QoS
downgrade.
QoS downgrade report M The report including the expected or actual QoS /

QoE parameters which were downgraded (i.e.
latency, throughput, reliability, jitter). This report may
be configured by the end-to-end QoS management
response message.

14.3.2.16  Application QoS change notification

Table 14.3.2.16-1 describes the information flow Application QoS change notification from the NRM server to the
NRM clients (which are involved at the end-to-end session).

Table 14.3.2.16 -1: Application QoS change notification

Information element Status Description
NRM server ID M The identifier of the NRM server which provides the
natification.
Requested QoS parameters M The updated requested QoS parameters for the end-

to-end session (NRM server to source VAL UE or
NRM server to target VAL UE), based on the QoS
change on one or both links involved in the network-
assisted end-to-end communication.

14.3.2.17  Monitoring Events Subscription Request

Table 14.3.2.17-1 describes the information flow from the VAL server to the NRM server for monitoring events
subscription request.
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Table 14.3.2.17-1: Monitoring Events Subscription request

Information element Status Description

Identities list (0] List of VAL users or VAL UEs whose events
(see NOTE 1) | monitoring is requested.

VAL group ID (0] VAL group ID of the VAL UE group of target UEs.
(see NOTE 1)

VAL service ID 0] VAL service ID.

Monitoring profile ID (0] The monitoring profile ID, which identifies a list of
(see NOTE 2) | monitoring and/or analytics events.

Validity conditions (0] The temporal and/or spatial conditions applied for

the events to be considered as valid.

Event Details (0] List of monitoring and/or analytics events that the
(see NOTE 2) | VAL server is interested in.

NOTE 1: For identifying the target UE(s), either a list of VAL users/UEs or a group of VAL UEs shall be

provided.
NOTE 2: Either Event Details or Monitoring profile ID is present.

14.3.2.18  Monitoring Events Subscription Response

Table 14.3.2.18-1 describes the information flow from the NRM server to the VAL server for Monitoring Events
Subscription response.

Table 14.3.2.18-1: Monitoring Events Subscription response

Information element Status Description
Subscription status M It indicates the subscription result
Monitoring profile ID (0] It indicates the monitoring profile identifier. It is

present when Subscription status is success and
Event Details are provided in the Monitoring Events
Subscription request.

14.3.2.19  Monitoring Events Notification message

Table 14.3.2.19-1 describes the information flow from the NRM server to the VAL server on notification of monitoring
events.

Table 14.3.2.19-1: Monitoring Events Notification

Information element Status Description
EventDetails List of events related to VAL UE(S).
> identity M VAL UE for which the events are related to.
> events M List of Monitoring and Analytics events related to
the VAL UE.
Timestamp (0] The timestamp for the monitoring and analytics
events

14.3.2.20  Unicast QoS monitoring subscription request

Table 14.3.2.20-1 describes the information flow from the VAL server to the network resource management server for
unicast QoS monitoring subscription request.
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Table 14.3.2.20-1: Unicast QoS monitoring subscription request
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Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
List of VAL UE IDs o List of VAL UEs whose QoS monitoring data is
(see NOTE 1 | requested.
NOTE 4)
VAL group ID 0] The group ID used for the VAL group for which
(see NOTE 1, | QoS monitoring data is requested.
NOTE 4)
List of VAL stream IDs (0] List of VAL streams for which QoS monitoring data
(see NOTE 1, | isrequested.
NOTE 4)
Measurement requirements (0] It describes the requirements on the QoS
measurements.
> type of data M At least one of the following measurement index
shall be provided.
>> packet delay (0] UL/DL/RT packet delay.
For VAL stream, the packet delay means
measurement from a source UE to a target UE.
>> packet loss rate (@) Average packet loss rate.
>> data rate o] Average data rate and/or maximum data rate.
>> traffic volume ®) Average traffic volume for UL and/or DL
> measurement time period (0] The measurement time period indicates a current
time period. If absent, current time and 5 minutes
duration are used as default setting.
> aggregation granularity window (0] Indicates how long the QoS monitoring is
performed to compute the average value and
gather the maximum value. If absent, 1 minute is
used as default setting.
Reporting requirements @) It describes the requirements for QoS monitoring
reporting.
> Frequency of reporting 0] It indicates the requested frequency of reporting.
The reporting frequency may be periodic or event
triggered (i.e. threshold reached). If absent in the
request, default event triggered reporting is used.
> Reporting threshold @) If the Frequency of reporting is event triggered
(threshold reached), the reporting threshold
corresponding to the measurement index shall be
provided.
> Threshold reaching direction (0] It indicates the reaching direction (i.e. ascending,
descending or crossed) for the reporting threshold.
It shall be provided if reporting threshold is present.
> Reporting periodicity (0] If the Frequency of reporting is periodic, the
reporting periodicity shall be provided.
> Termination of reporting (0] It indicates when the reporting of QoS monitoring
shall stop. It can be event triggered (i.e. either
number of reports reached or threshold reached) or
when reporting duration expires or when explicit
termination is requested. If absent in the request, it
defaults to explicit termination. Once the
termination condition is met, the monitoring
subscription ceases to exist.
> Max number of reports (0] It indicates the maximum number of reports, it shall
(NOTE 3) be provided when Termination of reporting is set to
event triggered (number of reports reached).
> Termination threshold o It indicates the reporting termination threshold
(see NOTE 2, | corresponding to the measurement index. Each
NOTE 3) measurement index has only one termination
threshold.
> Termination condition for 0] It indicates threshold-based termination condition
termination threshold (see NOTE 2) | (e.g. all reached or any of them reached) if multiple
measurement indexes are provided.
> Reporting duration o It indicates the reporting duration, it shall be
(NOTE 3) provided when Termination of reporting is set to

duration expiration.

ETSI




3GPP TS 23.434 version 18.10.1 Release 18

175

NOTE 1: Only one of these information elements shall be present.

NOTE 2: It shall be provided when Termination of reporting is set to event triggered (threshold reached).

NOTE 3: If provided, only one of these information elements shall be present.

NOTE 4: When used by the Update_Unicast_QoS_Monitoring_Subscription operation, the same
information element with identical content shall be present as in the associated
Subscribe_Unicast_QoS_Monitoring operation.

14.3.2.21

Table 14.3.2.21-1 describes the information flow from the network resource management server to the VAL server for

unicast QoS montoring subscription response.

Unicast QoS monitoring subscription response

Table 14.3.2.21-1: Unicast QoS monitoring subscription response

Information element

Status

Description

Subscription status

M

It indicates the subscription result

14.3.2.22

Table 14.3.2.22-1 describes the information flow for unicast QoS monitoring notification from the network resource
management server to the VAL server.

Unicast QoS monitoring notification

Table 14.3.2.22-1: Notify unicast QoS monitoring event

Information element Status Description
List of VAL UE IDs o List of VAL UEs whose QoS monitoring data is
(see NOTE) provided. This list is either the list provided in the
subscription request or a subset of that list. It can
contain a single UE.
VAL group ID 0] The group ID used for the VAL group for which
(see NOTE) QoS monitoring data is provided. This group 1D
shall be the same VAL group ID as the VAL group
ID provided in the subscription request.
List of VAL stream IDs (0] List of VAL stream IDs whose QoS monitoring data
(see NOTE) is provided. This list is either the list provided in the
subscription request or a subset of that list. It can
contain a single stream ID.
QoS monitoring data M QoS monitoring data is an aggregate of QoS

measurements data obtained from the 5GS.

NOTE:  Only one of these information elements shall be present.

14.3.2.23

Table 14.3.2.23-1 describes the information flow TSC stream availability discovery request from the VAL server to the

NRM server.

TSC stream availability discovery request

Table 14.3.2.23-1: TSC stream availability discovery request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
reguest.
Stream specification M Stream specification includes MAC addresses of

the source and destination DS-TT ports (e.g. as
defined in IEEE 802.1CB [37]).

14.3.2.24

Table 14.3.2.24-1 describes the information flow TSC stream availability discovery response from the NRM server to

the VAL server.

TSC stream availability discovery response
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Table 14.3.2.24-1: TSC stream availability discovery response

Information element Status Description
Result M Result includes success or failure of the TSC
stream availability discovery with the underlying
network.
Stream specification M Stream specification includes MAC addresses of

the source and destination DS-TT ports (e.g. as
defined in IEEE 802.1CB [37]).

List of traffic specifications M The traffic classes supported by the DS-TTs and
available end-to-end MaxLatency value per traffic
class. The VAL server should not request lower
latency than the available end-to-end latency.

14.3.2.25  TSC stream creation request

Table 14.3.2.25-1 describes the information flow TSC stream creation request from the VAL server to the NRM server.

Table 14.3.2.25-1: TSC stream creation request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
VAL Stream ID M It identifies the VAL stream.
Stream specification M Stream specification includes MAC addresses of

the source and destination DS-TT ports (e.g. as
defined in IEEE 802.1CB [37]).

Traffic specification M It includes MaxLatency, MaxFramelnterval,
MaxFrameSize, MaxIntervalFrames as described
in IEEE 802.1Qcc [35] in clause 46.2.

14.3.2.26  TSC stream creation response

Table 14.3.2.26-1 describes the information flow TSC stream creation response from the NRM server to the VAL
server.

Table 14.3.2.26-1: TSC stream creation response

Information element Status Description
Result M Result includes success or failure of the TSC
stream creation.
VAL Stream ID M It identifies the VAL stream.

14.3.2.27  TSC stream deletion request

Table 14.3.2.27-1 describes the information flow TSC stream deletion request from the VAL server to the NRM server.

Table 14.3.2.27-1: TSC stream deletion request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
VAL Stream ID M It identifies the VAL stream.

14.3.2.28  TSC stream deletion response

Table 14.3.2.28-1 describes the information flow TSC stream deletion response from the NRM server to the VAL
server.
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Table 14.3.2.28-1: TSC stream deletion response

Information element Status Description
Result M Result includes success or failure of the network
TSC stream deletion. Even in case of failure, the
stream is deemed unusable.
VAL Stream ID M It identifies the VAL stream.

14.3.2.29 TSN bridge information report
The 5GS bridge management information is defined in TS 23.501 [10], clause 5.28.1 (5GS bridge management).

14.3.2.30 TSN bridge information confirmation
The 5GS bridge management information is defined in TS 23.501 [10], clause 5.28.1 (5GS bridge management).

14.3.2.31 TSN bridge configuration request

The configuration information of 5GS Bridge is defined in TS 23.501 [10], clause 5.28.2 (The configuration
information of 5GS Bridge).

14.3.2.32 TSN bridge configuration response

The configuration information of 5GS Bridge is defined in TS 23.501 [10], clause 5.28.2 (The configuration
information of 5GS Bridge).

14.3.2.33  Unicast QoS monitoring data request

Table 14.3.2.33-1 describes the information flow from the VAL server to the network resource management server for
unicast QoS monitoring data request.

Table 14.3.2.33-1: Unicast QoS monitoring data request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
List of VAL UE IDs (0] List of VAL UEs whose QoS monitoring data is
(see NOTE) requested.
VAL group ID (0] The group ID used for the VAL group for which
(see NOTE) QoS monitoring data is requested.
List of VAL stream IDs (0] List of VAL streams for which QoS monitoring data
(see NOTE) is requested.
Measurement requirements M It describes the requirements on the QoS
measurement data to be provided.
> type of data M At least one of the following measurement index
shall be provided.
>> packet delay (0] UL/DL/RT packet delay.

For VAL stream, the packet delay means
measurement from a source UE to a target UE.

>> packet loss rate 0] Average packet loss rate.

>> data rate (0] Average data rate and/or maximum data rate.

>> traffic volume o Average traffic volume for UL and/or DL

> measurement time period (0] The measurement time period indicates either a
current or past time period. If absent, current time
and 5 minutes duration are used as default setting.

> aggregation granularity window (0] Indicates how long the QoS monitoring is

performed to compute the average value and
gather the maximum value. If absent, 1 minute is
used as default setting.

NOTE:  Only one of these information elements shall be present.
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Table 14.3.2.34-1 describes the information flow from the VAL server to the network resource management server for

unicast QoS monitoring data response.

Table 14.3.2.34-1: Unicast QoS monitoring data response

Information element Status

Description

List of VAL UE IDs (0]
(see NOTE 1)

List of VAL UEs whose QoS monitoring data is
provided. This list is either the list provided in the
request or a subset of that list. It can contain a
single UE.

VAL group ID (0]
(see NOTE 1)

The group ID used for the VAL group for which
QoS monitoring data is provided. This group 1D
shall be the same VAL group ID as the VAL group
ID provided in the request.

List of VAL stream IDs (6]
(see NOTE 1)

List of VAL stream IDs whose QoS monitoring data
is provided. This list is either the list provided in the
request or a subset of that list. It can contain a
single stream ID.

Result M Indicates the success or failure for the operation

QoS monitoring data M QoS monitoring data is an aggregate of QoS
(see NOTE 2) | measurements data obtained from the 5GS.

Cause (0] Provides reason for the failure (e.g. when data for

the requested time period is not available).

NOTE 1: Only one of these information elements shall be present.

NOTE 2: If the Result information element indicates failure then the value of the QoS monitoring data
information element has no meaning.
14.3.2.35  Application connectivity request

Table 14.3.2.35-1 describes the information flow for application connectivity request from a NRM client to the NRM

server.

Table 14.3.2.35-1: Applicati

on connectivity request

Information element Status Description

Source VAL UE ID M Identifier of the requestor VAL UE

Source IP address M IP address of the requestor VAL UE

VAL service ID M Identifier of the VAL service

List of destination VAL UE IDs M Identifiers of the destination VAL UEs

Application service requirements M Details of service requirements

>Packet size (see NOTE) 0 Size of the packet to be transmitted.

>Packet transmission interval (0] Intervals at which the packet is to be transmitted

(see NOTE)

>Packet E2E latency (0] E2E Latency for packet transmission

(see NOTE)

>Packet error KPI (see NOTE) (0] The KPIs related to packet error (e.g. allowed
packet loss rate, packet loss amount, packet error
rate)

>Bitrate (see NOTE) o The bitrate required

Application connectivity context (0] Application connectivity context of the requester,
used for determining the destination and/or
resource parameters. If this IE is included, at least
one of the information elements in Table 14.3.2.35-
2 shall be provided.

NOTE:

At least one of information elements of the application service requirements shall be included.
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Table 14.3.2.35-2: Application connectivity context

Information element Status Description
Location (0] Location information of the client. The element may
also indicate whether network-determined location
is to be used instead.
Speed (0] Speed information for the client.
Direction O Direction information for the client.

14.3.2.36  Application connectivity response

Table 14.3.2.36-1 describes the information flow for application connectivity response from the NRM server to the
NRM client.

Table 14.3.2.36-1: Application connectivity response

Information element Status Description
Result M Result from the NRM server in response to request
indicating success or failure for accepting the
request.
Cause 0] The cause of failure, if the result indicates failure.

14.3.2.37  Application connectivity notification

Table 14.3.2.37-1 describes the information flow for application connectivity notification from the NRM server to the
NRM client.

Table 14.3.2.37-1: Application connectivity notification

Information element Status Description

Session information M Session information for the established connectivity
for application communication

VAL service ID M Identifier of the VAL service

Requestor VAL UE ID M The identity of the source VAL UE requesting the
connectivity

List of accepted destination VAL | O The list of destination VAL UEs which are accepted

UE IDs (see NOTE) for the connectivity established for the application

service communication
NOTE: The List of accepted destination VAL UE IDs IE shall be included when the application
connectivity notification is sent to the initiator of the application connectivity request.

14.3.2.38  Unicast QoS monitoring subscription update request

The information flow from the VAL server to the network resource management server for unicast QoS monitoring
subscription update request has the same content as unicast QoS monitoring subscription request specified in clause
14.3.2.20.

14.3.2.39  Unicast QoS monitoring subscription update response

Table 14.3.2.39-1 describes the information flow from the network resource management server to the VAL server for
unicast QoS montoring subscription update response.

Table 14.3.2.39-1: Unicast QoS monitoring subscription update response

Information element Status Description
Update status M It indicates the subscription update result
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Table 14.3.2.40-1 describes the information flow for the multicast/broadcast resource request from VAL server to NRM

server.
Table 14.3.2.40-1: Multicast/broadcast resource request
Information element Status Description

Requester Identity M The identity of the VAL server performing the

request.

VAL group ID O (NOTE 3) The identity of the group that the

multicast/broadcast resource is requested for.

VAL UE ID List O (NOTE 3) The list of VAL UE ID that the multicast/broadcast

resource is requested for.

Session announcement mode M Indicates whether the session announcement is

sent by NRM server or by the VAL server

Service requirement description M Indicates the service characteristics, e.g., Media

type, Media format, bandwidth requirements, flow
description, Application Identifier, Priority indicator,
emergency indicator Application service provider.

Multicast/Broadcast area (0] Indicate the area where the multicast/broadcast

information resource is requested for

Endpoint information M Information of the endpoint of the VAL server to

which the user plane notifications have to be sent.

Network system indicator (0] Indicate if the multicast/broadcast resrouce is

required from 5GS, EPS, or both

Local MBMS information (NOTE (0]

1, NOTE 2)

> MB2-U information (0] IP address, UDP port number of the MB2-U

interface

> xMB-U information (0] IP address, UDP port number of the xMB-U

interface

> M1 interface information (0] M1 interface information for local MBMS

Local MBMS activation indication (0] Indicates whether to request the NRM server to

(NOTE 1, NOTE 2) use Local MBMS information.

NOTE 1: The VAL server may provide either the Local MBMS information or the Local MBMS activation
indication. This IE is present when the local MBMS is required for VAL services like V2X
service.

NOTE 2: This information element is only applicable when EPS is specified in the network system
indicator IE.

NOTE 3: Either of the IEs shall be present.

14.3.2.41  Multicast/broadcast resource response

Table 14.3.2.41-1 describes the information flow for the multicast/broadcast resource response from NRM server to

VAL server.
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Table 14.3.2.41-1: Multicast/broadcast resource response

Information element Status Description
Result M The result indicates success or failure of the
multicast/broadcast resource request operation.
Identity of the (0] The identity of the multicast/broadcast MBS
multicast/broadcast resource (NOTE 1) session, or/and the identity of the MBMS bearer.
User plane address M User plane IP address(es) and port for VAL to
(NOTE 2) deliver the DL packet
Session description information (0] Indicates Multicast/broadcast related configuration
(NOTE 2) information as defined in 3GPP TS 26.346 [28]
(e.g. radio frequency and MBMS Service Area
Identities) or/and 3GPP TS 23.247 [39] (e.g. MBS
FSA ID(s), Area Session ID)

NOTE 1: This IE may not be required if the session announcement mode indicates that the request is
sent by the NRM server.

NOTE 2: If the Result Information element indicates failure then the values of the other information
elements shall not present.

14.3.2.42  Multicast/broadcast resource update request

Table 14.3.2.42-1 describes the information flow for the multicast/broadcast resource update request from VAL server
to NRM server.

Table 14.3.2.42-1: Multicast/broadcast resource update request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
Identity of the M Identity of the multicast/broadcast resource to be
multicast/broadcast resource updated.
Service requirement description O (NOTE 3) Indicates the service characteristics, e.g., Media

type, Media format, bandwidth requirements, flow
description, Application Identifier, Priority indicator,
emergency indicator Application service provider.

Multicast/Broadcast area O(NOTE 3) Indicate the area where the multicast/broadcast

information resource is requested for

Local MBMS information (NOTE O(NOTE 3)

1, NOTE 2)

> MB2-U information (0] IP address, UDP port number of the MB2-U
interface

> xMB-U information (e} IP address, UDP port number of the xMB-U
interface

> M1 interface information (@) M1 interface information for local MBMS

Local MBMS activation indication (0] Indicates whether to request the NRM server to

(NOTE 1, NOTE 2) use Local MBMS information.

NOTE 1: The VAL server may provide either the Local MBMS information or the Local MBMS activation
indication. This IE is present when the local MBMS is required for VAL services like V2X
service.

NOTE 2: This information element is only applicable when EPS is specified in the network system
indicator IE.

NOTE 3: At least one of those IEs shall be present.

14.3.2.43  Multicast/broadcast resource update response

Table 14.3.2.43-1 describes the information flow for the Multicast/broadcast resource update response from NRM
server to VAL server.
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Information element Status Description

Result M The result indicates success or failure of the
multicast/broadcast resource update request
operation.

Identity of the M The identity of the multicast/broadcast MBS

multicast/broadcast resource (NOTE 1) session, or/and the identity of the MBMS bearer to
be updated.

New Ildentity of the (0] The identity of the new multicast/broadcast MBS

multicast/broadcast resource session created during update.

User plane address (0] Additional user plane IP address(es) and port for
VAL to deliver the DL packet

Session description information (0] Indicates Multicast/broadcast related configuration

(NOTE 2) information as defined in 3GPP TS 26.346 [28]

(e.g. radio frequency and MBMS Service Area
Identities) or/and 3GPP TS 23.247 [39] (e.g. MBS
FSA ID(s), Area Session ID, service requirements)

NOTE 1: This IE may not be required if the session announcement mode indicates that the request is

sent by the NRM server.
NOTE 2: If the Result Information element indicates failure then the values of the other information
elements shall not present.

14.3.2.44  Multicast/broadcast resource delete request

Table 14.3.2.44-1 describes the information flow for the multicast/broadcast resource del ete request from VAL server to
NRM server.

Table 14.3.2.44-1: Multicast/broadcast resource delete request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
Identity of the M Identity of the multicast/broadcast resource, i.e.,
multicast/broadcast resource the MBS session ID for 5G MBS, TMGI for 4G
MBMS, or both

14.3.2.45  Multicast/broadcast resource delete response

Table 14.3.2.45-1 describes the information flow for the Multicast/broadcast resource delete response from NRM server
to VAL server.

Table 14.3.2.45-1: Multicast/broadcast resource delete response

Information element Status Description
Result M The result indicates success or failure of the
multicast/broadcast resource delete request
operation.
Identity of the M The identity of the multicast/broadcast MBS
multicast/broadcast resource session, or/and the identity of the MBMS bearer.

14.3.2.46  Multicast resource activate request

Table 14.3.2.46-1 describes the information flow for the multicast resource activate request from VAL server to NRM
server.
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Table 14.3.2.46-1: Multicast resource activate request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
MBS session ID M Identity of multicast MBS session

14.3.2.47  Multicast resource activate response

Table 14.3.2.47-1 describes the information flow for the multicast resource activate response from NRM server to VAL
server.

Table 14.3.2.47-1: Multicast resource activate response

Information element Status Description
Result M The result indicates success or failure of the
multicast resource activate operation.
MBS session ID M Identity of multicast MBS session

14.3.2.48  Multicast resource deactivate request

Table 14.3.2.48-1 describes the information flow for the multicast resource deactivate request from VAL server to
NRM server.

Table 14.3.2.48-1: Multicast resource deactivate request

Information element Status Description
Requester Identity M The identity of the VAL server performing the
request.
MBS session ID M Identity of multicast MBS session

14.3.2.49  Multicast resource deactivate response

Table 14.3.2.49-1 describes the information flow for the multicast resource deactivate response from NRM server to
VAL server.

Table 14.3.2.49-1: Multicast resource deactivate response

Information element Status Description
Result M The result indicates success or failure of the
multicast resource deactivate operation.
MBS session ID M Identity of multicast MBS session

14.3.2.50 MapVALGroupToSessionStream

Table 14.3.2.50-1 defines the MapV AL GroupT 0SessionStream to be sent from the NRM server to NRM clientsto
provide specific required information to receive the media related to a group related VAL data communication within

an MBS session.
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Table 14.3.2.50-1: MapVALGroupToSessionStream

Information element Status Description

VAL group ID M This element identifies the VAL group related to a
group related VAL data communication to be
delivered over the MBS session.

VAL data stream identifier M This element identifies the VAL data stream of the
SDP used for the group related VAL data
communication within the MBS session.

MBS session ID (0] The MBS session identifier if the

MapVALGroupToSessionStream message is not
sent on the same session as the VAL data

14.3.2.51

UE session join notification

Table 14.3.2.51-1 defines the UE session join notification to be sent from the NRM client to NRM server after
successfully joining a certain multicast MBS session procedure as defined in 3GPP TS 23.247 [39].

Table 14.3.2.51-1: UE session join notification

Information element Status Description
MBS session ID(s) M The identity of the multicast MBS session(s) being
joined. It is either TMGI or source specific IP
multicast address.
VAL user ID or VAL UE ID M The identity of the VAL user or VAL UE who sends
this notification.
MBS multicast joining status M UE’s multicast MBS session status per MBS

session ID, e.g., successfully joined.

14.3.2.52

MBS listening status report

Table 14.3.2.52-1 describes the information flow of MBS listening status report from the NRM client to the NRM
server. The MBS listening status report is applicable to both broadcast and multicast MBS sessions.

Table 14.3.2.52-1: MBS listening status report

Information element Status Description

VAL user ID or VAL UE ID M The identity of the VAL user or VAL UE who wants
to report the MBS listening status.

MBS session ID(s) M The identity of the MBS session(s) being
monitored.

MBS listening status M The listening status per MBS session ID.

MBS reception quality level (0] The reception quality level

(NOTE)

Unicast listening status (0] The unicast listening status associated with the

unicast delivery.

NOTE: The set of quality levels helps service continuity in broadcast and multicast scenarios. A
reception quality level may help to make an efficient switching decision to unicast delivery. How
these levels are used is implementation specific.
14.3.2.53  UE unified traffic pattern and monitoring management subscription request

Table 14.3.2.53-1 describes the information flow for the UE unified traffic pattern and monitoring management
subscription request from the VAL server to the NRM Server.
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Table 14.3.2.53-1: UE unified traffic pattern and monitoring management subscription request

Information element Monitoring Description
VAL UE ID M UEs hosting clients for which the subscription is
requested

VAL service ID Identity of the VAL service for which the

subscription is requested.

At least one of the following indications is to be

provided

Indicates that management of the UE unified traffic

pattern is requested

Indicates that notifications for updates of the UE

unified traffic pattern monitoring is requested

Indicates whether network parameter coordination

by the NRM with 5GC is requested (see NOTE 1)

Traffic pattern configuration of the VAL service for

this UE, as described in table 14.3.2.53-2.

NOTE 1: The network parameter coordination functionality is also subject to policies available at the
NRM Server.

Management subscription
indications

> UE unified traffic pattern
monitoring management indication
> UE unified traffic pattern update
notification indication

> Network parameter coordination
indication

traffic pattern configuration

Ol O] ol o £ £

Table 14.3.2.53-2: VAL traffic pattern configuration

Information element Monitoring Description

Schedule elements o List of schedule elements applicable to the traffic
patterns of the VAL service for this UE. Each
schedule element is composed from seven fields:
second, minute, hour, day of month, month, day of
week and year. Each element indicates times or
durations when the service traffic occurs. Multiple
schedule elements can be used to create complex
scheduling. (see NOTE 2)

Expiration time @) Identifies when the VAL traffic pattern parameter
configuration expires. If absent, it indicates that
there is no expiration time.

Stationary indication 0] Identifies whether the UE is expected to be
stationary or mobile while communicating using this
traffic pattern configuration

NOTE 2: The following is an example of a schedule element with the fields. second, minute, hour, day of month,
month, day of week and year:

*:0-30; 2; *; Jan-Sept; Tues; *.

The following mapping is provided for information, if this schedule element is derived from
communication patterns as described in 3GPP TS 29.122 [54] clause 5.10

- periodicCommunicationindicator: TRUE
- communicationDurationTime: 30 min
- periodicTime: 1 week
- scheduledCommunicationTime: Tues, 2:00-2:30
- validityTime: calculated using the Jan-Sept range and the provided expiration time.
NOTE 3: Theformat of this|E isto be provided in stage 3. The purpose of this description isto clarify how the

same element can contain multiple periodicities, specify start/stop times, etc.

14.3.2.54  UE unified traffic pattern and monitoring management subscription response

Table 14.3.2.54-1 describes the information flow for the UE unified traffic pattern and monitoring management
subscription response from the NRM server to the VAL server.
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Table 14.3.2.54-1: UE unified traffic pattern and monitoring management subscription response

Information element Monitoring Description
Result M Indicates success or failure of the subscription
request

14.3.2.55  UE unified traffic pattern update notification

Table 14.3.2.55-1 describes the information flow for the UE unified traffic pattern update notification from the NRM
server to the VAL server.

Table 14.3.2.55-1: UE unified traffic pattern update notification

Information element Monitoring Description

UE ID M UE for which the UE unified traffic pattern update
notification is provided for.

Schedule elements 0] Schedule element applicable to the unified traffic

patterns of the UE. A schedule element is
composed from seven fields: second, minute,
hour, day of month, month, day of week and year.
Each element indicates times or durations of UE
availability.

Stationary indication 0] Identifies whether the UE is expected to be
stationary or mobile while communicating using this
UE unified traffic pattern, as determined by the
NRM Server

Cause (0] This element is mandatory when the notification is
provided to inform of a parameter configuration
applied by the network which is incompatible with
the existing Traffic Patterns. (see NOTE)

The element is optional when the notification
informs of UE unified traffic pattern updates,
providing additional information on the reason for
the UE unified traffic pattern update (e.g.
monitoring events received)

Editor's Note: For notifications of incompatible configurations, it is FFS whether adding an optional element with a
proposed NRM Server UE unified traffic pattern update is beneficial.

14.3.2.56  Get application connectivity context request.

Table 14.3.2.56-1 describes the information flow for application connectivity context request from the NRM server to
the NRM client, the context applying to UE-to-UE application-level direct communications.

Table 14.3.2.56-1: Get Application connectivity context request.

Information element Status Description
Requester VALUE ID M The identity of the source VAL client for which the
NRM client performs the request.
VAL service ID M Identify of the VAL service for which the information
is requested.
VAL-specific connection (0] Additional information required to identify the
coordination context information context data (e.g. device type, device vendor, etc)

14.3.2.57  Get application connectivity context response.

Table 14.3.2.57-1 describes the information flow for application connectivity context response from the NRM client to
the NRM server, the context applying to UE-to-UE application-level direct communications.
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Table 14.3.2.57-1: UE-to-UE connection coordination context response

Information element Status Description
Result M The result indicates success or failure of the UE-to-
UE resource coordination response operation.
Application connectivity context (0] Application connectivity context used for
(see NOTE) determining connectivity parameters. If this IE is
included, at least one of the information elements
in Table 14.3.2.35-2 shall be provided.
NOTE:  When this information element is not included, the NRM server considers default or pre-

provisioned values.

14.3.2.58  BDT configuration request

Table 14.3.58-1 describes the information flow for the BDT configuration request from the VAL server to the NRM
Server.

Table 14.3.2.58-1: BDT configuration request

Information element Status Description

VAL service ID M Identity of the VAL service for which the
configuration is requested.

List of VAL UE IDs for which the transfer policy
applies or a VAL group ID.

Expected data volume for the background data
transfer.

Desired time window for the background data
transfer.

Desired geographical area for the background data
transfer

Expiration time for the background data transfer
request to enable NRM server to delay BDT
negotiation with 3GPP core network considering
BDT configuration requests from other VAL
servers.

Policy Selection Guidance (0] List that includes guidance to the NRM in selecting
from multiple transfer policies provided by
underlying network. Possible values include:
"lowest cost”, “highest throughput given maximum
cost of X", etc.

If not included, the NRM may choose from among
multiple transfer policies, depending on local and
ASP-provided policies.

List of VAL UE IDs

Volume per UE

Desired time window

Desired area information

o £ £ £ £

Request expiration time

14.3.2.59  BDT configuration response

Table 14.3.2.59-1 describes the information flow for BDT configuration response from the NRM server to the VAL
server.

Table 14.3.2.59-1: BDT configuration response

Information element Status Description
Result M The result indicates success or failure of the BDT
configuration operation.
BDT configuration identifier (0] Identifier of the BDT configuration information
(NOTE) stored at the NRM server
BDT Reference ID (see NOTE) (0] Indicates the Background data transfer Reference
(0]

ID provided by the 3GPP network

Granted time window Granted time window for the background data
(see NOTE) transfer.

NOTE: These IEs shall be included when Result is success.
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14.3.2.60  BDT negotiation notification

Table 14.3.2.60-1 describes the information flow for BDT negotiation notification from the NRM server to the VAL
server.

Table 14.3.2.60-1: BDT negotiation notification

Information element Status Description

BDT configuration identifier M Identifier of the BDT configuration information
stored at the NRM server

Granted time window (0] Granted time window for the background data

(see NOTE) transfer.

BDT Reference ID M Indicates the Background data transfer Reference
ID provided by the 3GPP network

BDT policy removal indicator (0] The indicator about the BDT policy removal.

(see NOTE)
NOTE: Either of these IEs are included.

14.3.2.61  BDT configuration get request

Table 14.3.2.61-1 describes the information flow for the BDT configuration get request from the VAL server to the
NRM Server.

Table 14.3.2.61-1: BDT configuration get request

Information element Status Description

VAL service ID M Identity of the VAL service for which the BDT
configuration is requested to be updated.

BDT configuration identifier M Identifier of the BDT configuration stored in the
NRM server.

14.3.2.62  BDT configuration get response

Table 14.3.2.62-1 describes the information flow for BDT configuration get response from the NRM server to the VAL
server.

Table 14.3.2.62-1: BDT configuration get response

Information element Status Description
Result M The result indicates success or failure of BDT
configuration get operation.
BDT configuration identifier M Identifier of the BDT configuration stored in the
NRM server.
BDT configuration data (0] The BDT configuration data stored at the NRM
(see NOTE) server which includes information like VAL service
ID, List of VAL UE IDs/VAL group ID, Volume per
UE, Desired Time Window, Granted Time Window,
Desired Area Information, Policy Selection
Guidance, BDT Reference ID
NOTE:  The BDT configuration data IE is included if the Result indicates success.

14.3.2.63  BDT configuration update request

Table 14.3.2.63-1 describes the information flow for the BDT configuration update request from the VAL server to the
NRM Server.
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Table 14.3.2.63-1: BDT configuration update request

Information element Status Description

VAL service ID M Identity of the VAL service for which the BDT
configuration is requested to be updated.

Identifier of the BDT configuration stored in the
NRM server.

Updated expected data volume for the background
data transfer.

Updated desired time window for the background
data transfer.

Updated desired geographical area for the

(see NOTE) background data transfer

Policy Selection Guidance Updated list that includes guidance to the NRM in
(see NOTE) selecting from multiple transfer policies provided by
underlying network. Possible values include:
"lowest cost”, “highest throughput given maximum
cost of X", etc.

If value is empty, the NRM may choose from
among multiple transfer policies, depending on
local and ASP-provided policies.

BDT Configuration identifier

Volume per UE (see NOTE)

Desired time window (see NOTE)

Desired area information

O] O] O o £

NOTE: At least one of the IEs shall be present

14.3.2.64  BDT configuration update response

Table 14.3.2.64-1 describes the information flow for BDT configuration update response from the NRM server to the
VAL server.

Table 14.3.2.64-1: BDT configuration update response

Information element Status Description
Result M The result indicates success or failure of BDT
configuration update operation.
BDT Configuration identifier M Identifier of the BDT configuration stored in the
NRM server.

14.3.2.65  BDT configuration delete request

Table 14.3.2.65-1 describes the information flow for the BDT configuration delete request from the VAL server to the
NRM Server.

Table 14.3.2.65-1: BDT configuration delete request

Information element Status Description

VAL service ID M Identity of the VAL service for which the BDT
configuration is requested to be deleted.

BDT configuration identifier M Identifier of the BDT configuration stored in the
NRM server.

14.3.2.66  BDT configuration response

Table 14.3.2.66-1 describes the information flow for BDT configuration delete response from the NRM server to the
VAL server.

Table 14.3.2.66-1: BDT configuration delete response

Information element Status Description
Result M The result indicates success or failure of BDT
configuration delete operation.
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14.3.2.67  Reliable transmission request

Table 14.3.2.67-1 describes the information flow for reliable transmission request from SEALDD server (or VAL
server) to the NRM server.

Table 14.3.2.67-1: Reliable transmission request

Information element Status Description
Requester Identity M The identity of the SEALDD server (or VAL server)
performing the request.
Application descriptors (0] A pair of applic traffic descriptors (e.g. address,

port, transport layer protocol) of the SEALDD
server (or VAL server), used to establish redundant
transmission paths.

UE ID (0] The identity of VAL UE.

UE address o The address of VAL UE

14.3.2.68  Reliable transmission response

Table 14.3.2.68-1 describes the information flow for the reliable transmission response from NRM server to SEALDD
server (or VAL server).

Table 14.3.2.68-1: Reliable transmission response

Information element Status Description
Result M The result indicates success or failure of the
reliable transmission request operation.

14.3.3 Unicast resource management

14.3.3.1 General

The following subclauses specify the procedures for unicast resource management for vertical application layer. The
NRM server sets up bearers and may need to modify the bearers for an already established VAL service
communication.

Characteristics that may need to be modified include:
- activation and deactivation of the bearer;
- modification of the QoS characteristics of the bearer (e.g. bearer priority adjustment); and
- modification of GBR due to application requirement

NOTE: A VAL service communication can consist of both unicast and multicast bearers which can all need
modification due to the same event.

Vertical application layer specific pre-requisites and resultant behaviour by functional entitiesin performing these
procedures are specified in the respective vertical application layer TS (e.g. for V2X application layer, see
3GPPTS23.286 [7]).

Unicast resource management is supported with PCC interactions with SIP core and PCC interactions with NRM server.
The PCC procedures for EPS are specified in 3GPP TS 23.203 [18] and the PCC procedures for 5GS are specified in
3GPPTS23.503[19].
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14.3.3.2 Unicast resource management with SIP core
14.3.3.2.1 Request for unicast resources at VAL service communication establishment
14.3.3.2.1.1 General

The procedure defined in this subclause specifies how network resources are requested at VAL service communication
establishment. If concurrent sessions are used the NRM server may utilize the capability of resource sharing specified

for underlying network policy and charging functions. The request for resources includes application type, bandwidth,

priority, application identifier and resource sharing information.

14.3.3.2.1.2 Procedure

The procedure is generic to any type of session establishment that requires requests for network resources.
Proceduresin figure 14.3.3.2.1.2-1 are the signalling procedures for the requesting resource at session establishment.
Pre-condition:

- TheVAL client hasrequested VAL service communication with the VAL server.

VAL server NRM server SIP core 3GPP system

1. Resource request
[ -

|

2. VAL server evaluates need
for network resources and
resource sharing

3. Session progress —

request for resources
Ll

4. PCC procedures

5. ok

A

6. Resource response
gl

-

7. VAL service
communication using
unicast bearer
established

Figure 14.3.3.2.1.2-1: Resource request at VAL service communication establishment

1. The VAL server sends reguest for resources to the NRM server.

The NRM server evaluates the need for network resources and use of resource sharing.
The NRM server sends a session progress regquest containing reguest for resources.
PCC procedures areinitiated from SIP core local inbound/outbound proxy.

The SIP core local inbound / outbound proxy sends a OK message to the NRM server.

The NRM server sends a resource response to the VAL server.

N o 0 &~ w Db

The VAL service communication is established, and resources have been allocated.
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14.3.3.2.2 Request for modification of unicast resources

14.3.3.2.2.1 General

To modify unicast bearers, the NRM server shall send a resource modification request containing the parameters to be
modified for the UE.

Possible scenarios when this procedure may be used are:
- Moaodify the alocation and retention priority for unicast resources;
- Release and resume resources in-between VAL service communications; or

- Release and resume resources when a UE is able to receive the VAL service communications over multicast
transmission

14.3.3.2.2.2 Procedure
Proceduresin figure 14.3.3.2.2.2-1 are the signalling procedures for the modification of a unicast:
Pre-condition:

- A VAL service communication is aready in progress;

VAL server NRM server SIP core 3GPP system

1. Resource modificatioh request
B

2a. Media bearer
modification decision

2b. Resource modificatipn response
-t 3. Session update — Rgsource

modification request
|

|

4. PCC procedures

5. ok
-

6. Resource modificatipn response
10

-

7. VAL service
communication
continues with
modified unicast
resources

Figure 14.3.3.2.2.2-1: Bearer modification request

1. The VAL server sends aresource modification request to the NRM server.
2a. The NRM server decides to modify the parameters of a unicast bearer.

2b. If the media bearer modification is not required, the NRM server sends a resource modification response to the
VAL server.

3. The NRM server sends a session update which includes a resource modification request containing the modified
parameters of the unicast bearer.

4. PCC procedures are initiated from SIP core local inbound/outbound proxy.

5. The SIP corelocal inbound / outbound proxy sends a OK message to the NRM server.
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6. The NRM server sends a resource modification response to the VAL server.
7. The VAL service communication continues with the modified unicast resources.

NOTE 1: If the VAL service communication is transferred to multicast transmission, the unicast resources could be
temporarily be released.

NOTE 2: If multiple VAL service communication streams are sent to the UE, additional bearer resources could be
required during an established VAL service communication. Pre-allocation of additional bearer resources
already at VAL service communication establishment could be useful.

14.3.3.3 Unicast resource management without SIP core
14.3.3.3.1 Network resource adaptation
14.3.3.3.1.1 General

This subclause describes the procedure for network resource adaptation using PCC procedures. This procedure satisfies
the requirements for requesting unicast resources and modification to already allocated unicast resourcesto VAL
communications.

14.3.3.3.1.2 Procedure

Figure 14.3.3.3.1.2-1 illustrates the procedure for the network resource adaptation.

VAL server NRM server 3GPP system

1. Network resource
adaptation request

2. Network resource adaptation
per VAL UE

3. Retrieve UE IP address;
PCC procedures

4. Network resource
adaptation response

Figure 14.3.3.3.1.2-1: Network resource adaptation

1. The VAL server sends a network resource adaptation request to the NRM server for one or more users belonging to
one or more VAL services, and may comprise one or more VAL UEs that will have updated resource requirement. This
requirement may be in the form of exact resources /resource pools to be used or indication of bandwidth
increase/decrease for the corresponding VAL UEsor set of VAL UEs.

2. The NRM server processes the request and applies/ enforces the resource adaptation per VAL UE.

3. The NRM server retrieves UE | P address by using event monitoring capability for PDU session status (or PDN
connectivity status) and initiates the PCC procedures for each VAL UE.

4. The NRM server provides a network resource adaptation response to the VAL server, providing information on the
fulfilment of the network resource adaptation request. This will include information either per VAL UE or per set of
VAL UEs, asindicated by the request of the VAL server in step 1.
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14.3.3.3.2 Request for unicast resources at VAL service communication establishment

14.3.3.3.2.1 General

The procedure defined in this subclause specifies how network resources are requested at VAL service communication
establishment. If concurrent sessions are used the NRM server may utilize the capability of resource sharing specified
for underlying network policy and charging functions. The request for resources includes application type, bandwidth,
priority, application identifier and resource sharing information.

14.3.3.3.2.2 Procedure

The procedure is generic to any type of session establishment that requires requests for network resources.
Proceduresin figure 14.3.3.3.2.2-1 are the signalling procedures for the requesting resource at session establishment.
Pre-condition:

- TheVAL client hasrequested VAL service communication with the VAL server.

VAL server NRM server 3GPP system

1. Resource request

|

2. VAL server evaluates need
for network resources and
resource sharing

3. Retrieve UE IP address;
PCC procedures

4. Resource response

5. VAL service
communication using
unicast bearer
established

Figure 14.3.3.3.2.2-1: Resource request at VAL service communication establishment

1. The VAL server sendsrequest for resourcesto the NRM server.
2. The NRM server evaluates the need for network resources and use of resource sharing.

3. The NRM server retrieves UE | P address by using event monitoring capability for PDU session status (or PDN
connectivity status), and then PCC procedures are initiated from NRM server.

4. The NRM server sends aresource response to the VAL server.

5. The VAL service communication is established, and resources have been allocated.
14.3.3.3.3 Request for modification of unicast resources

14.3.3.3.3.1 General

To modify unicast resources, the NRM server shall send a resource modification request containing the parametersto be
modified for the UE.

Possible scenarios when this procedure may be used are:
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- Release and resume resources when a UE is able to receive the VAL service communications over multicast

transmission

14.3.3.3.3.2 Procedure

Proceduresin figure 14.3.3.3.3.2-1 are the signalling procedures for the modification of a unicast:

Pre-condition:

- A VAL service communication is already in progress,

VAL server

NRM server

3GPP system

1. Resource modification request
| -

-l

|

2a. Media bearer
modification decision

2b. Resource modificatipn response

-

4. Resource modificati
.l

3. PCC procedures

-

5. VAL service
communication
continues with
modified unicast
resources

O n response

Figure 14.3.3.3.3.2-1: Bearer modification request

1. The VAL server sends aresource modification request to the NRM server.

2a. The NRM server decides to modify the parameters of a unicast bearer.

2b. If the media bearer modification is not required, the NRM server sends a resource modification response to the

VAL server.

3. PCC procedures are initiated from NRM server.

4. The NRM server sends aresource modification response to the VAL server.

5. The VAL service communication continues with the modified unicast resources.

NOTE 1: If the VAL service communication is transferred to multicast transmission, the unicast resources could be

temporarily be released.

NOTE 2: If multiple VAL service communication streams are sent to the UE, additional bearer resources could be
required during an established VAL service communication. Pre-allocation of additional bearer resources
already at VAL service communication establishment could be useful.
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14.3.3.4 Unicast QoS monitoring

14.3.3.4.1 Unicast QoS monitoring subscription procedure

14.3.3.4.1.1 General

This subclause describes the high level procedure for unicast QoS monitoring subscription. This procedure satisfies the
requirements for monitoring of unicast QoS for already allocated unicast resources to VAL communications.

14.3.3.4.1.2 Procedure

Figure 14.3.3.4.1.2-1 illustrates the high level procedure for unicast QoS monitoring subscription.

Pre-conditions:

- The VAL UE has an established connection in the 5GS

VAL server NRM server NEF

1. Unicast QoS monitoring subscription request

P

2. Subscribe QoS procedures

3. Unicast QoS monitoring subscription response

Figure 14.3.3.4.1.2-1: Unicast QoS monitoring subscription

1. The VAL server sends a unicast QoS monitoring subscription request to the NRM server either in conjunction
with arequest for unicast network resources requiring QoS or when the unicast QoS connection is already
established. The NRM server checksif the VAL server is authorized to initiate the unicast QoS monitoring
request for the requested target VAL UEs, VAL group ID, or VAL stream IDs.

NOTE: Itisleft for stage 3 to decide whether to combine the QoS monitoring subscription request with the
request for unicast resources.

2. The NRM server interacts with the NEF to establish relevant QoS monitoring subscriptions. The NRM server
uses the NEF procedures for the AFsessionWithQoS described in clause 5.2.6.9 of 3GPP TS 23.502 [11] and the
NEF procedures for the AnalyticsExposure described in clause 5.2.6.16 of 3GPP TS 23.502 [11] and in
particular the UE Communication Analytics described in clause 6.7.3 of 3GPP TS 23.288 [34] and DN
Performance Analytics described in clause 6.14 of 3GPP TS 23.288 [34]. Based on the input received from the
VAL server in step 1, the NRM server determines the relevant NEF subscription procedures and the parameters
for these subscriptions, such as the QoS parameters to be measured (e.g. packet delay, data rate, traffic volume),

the frequency of reporting etc. For the frequency of reporting which can be event triggered, periodic, or when the
PDU Session isreleased, the NRM server determines the following:

a) if thereporting frequency is event triggered:
i) the corresponding reporting threshold to each QoS parameter;
ii) minimum waiting time between subsequent reports;

b) if the reporting frequency is periodic, the reporting period.

ETSI



3GPP TS 23.434 version 18.10.1 Release 18 197 ETSI TS 123 434 vV18.10.1 (2025-01)

3. The NRM server responds with a unicast QoS monitoring subscription response indicating the subscription

status.
14.3.3.4.2 Unicast QoS monitoring notification procedure
14.3.34.2.1 General

This subclause describes the high level procedure for unicast QoS monitoring notification.

14.3.3.4.2.2 Procedure
Figure 14.3.3.4.2.2-1 illustrates the high level procedure of unicast QoS monitoring notification event.
Pre-conditions:

- The VAL server has an active unicast QoS monitoring subscription with the NRM server

NEF NRM server VAL server

1. QoS notification procedures

2. Unicast QoS monitoring notification

Figure 14.3.3.4.2.2-1: Unicast QoS monitoring notification procedure

1. The NRM server receives QoS monitoring data by means of notifications provided by the NEF. The NRM server
coordinates and combines the information from the NEF notifications and determines whether to send a
notification to the VAL server based on the VAL server subscription's frequency of reporting. For aVVAL group
or alist of VAL UEs, the NRM server aggregates QoS monitoring data for each UE belonging to the group or
thelist; for aVVAL stream, the NRM server aggregates the QoS monitoring data for the stream. The NRM server
stores the QoS monitoring data as needed for later retrieval.

2. The NRM server sends a unicast QoS monitoring notification including the measured QoS data to the VAL

server. If the reporting termination criteriais met (e.g. number of reports reached, threshold reached), NRM
server shall aso terminate the subscription.

14.3.3.4.3 Unicast QoS monitoring subscription termination procedure

14.3.3.4.3.1 General

This subclause describes the high level procedure for unicast QoS monitoring subscription termination.

14.3.3.4.3.2 Procedure
Figure 14.3.3.4.3.2-1 illustrates the high level procedure of unicast QoS monitoring subscription termination.
Pre-conditions:

- The VAL server has an active unicast QoS monitoring subscription with the NRM server
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VAL server NRM server NEF

1. Unicast QoS monitoring subscription
termination request

2. Unsubscribe QoS procedures

3. Unicast QoS monitoring subscription
termination response

A

Figure 14.3.3.4.3.2-1: Unicast QoS monitoring subscription termination procedure

1. When the VAL server decides to terminate a unicast QoS monitoring subscription, it sends a QoS monitoring
unsubscribe request to the NRM server.

2. The NRM server interacts with the NEF to terminate the related QoS monitoring subscriptions.

3. The NRM server sends a QoS monitoring unsubscribe response to the VAL server.

14.3.3.4.4 Unicast QoS monitoring data retrieval procedure

14.3.3.4.4.1 General

This subclause describes the high level procedure for unicast QoS monitoring data retrieval .

14.3.3.4.4.2 Procedure

Figure 14.3.3.4.4.2-1 illustrates the high level procedure of unicast QoS monitoring data retrieval.

VAL server NRM server NEF

1. Unicast QoS monitoring data request

r
I
I
: 2. Fetch QoS monitoring data :
I
L )

3. Unicast QoS monitoring data response

Figure 14.3.3.4.4.2-1: Retrieval of unicast QoS monitoring data
1. The VAL server sends a unicast QoS monitoring data request to the NRM server specifying the details of the

reguested data and the time period of interest. The NRM server checksif the VAL server is authorized to initiate
the unicast QoS monitoring data request for the requested target VAL UEs, VAL group ID, or VAL stream IDs.
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2. TheNRM server determines if it has the requested data stored internally or whether it needsto interact with the
NEF to fetch the data using the AnalyticsExposure described in clause 5.2.6.16 of 3GPP TS 23.502 [11] and in
particular the UE Communication Analytics described in clause 6.7.3 of 3GPP TS 23.288 [34] and DN
Performance Analytics described in clause 6.14 of 3GPP TS 23.288 [34]. The NRM server collects and
processes the collected data to match the measurement data requirement provided in the VAL server request.

3. The NRM server responds with a unicast QoS monitoring data response with the requested data or with afailure
indication, and optionally the cause of the failure, in case the requested datais not available.

14.3.3.4.5 Unicast QoS monitoring subscription update procedure

14.3.3.4.5.1 General

This subclause describes the high-level procedure to update unicast QoS monitoring subscription. This procedure
updates the parameters to be monitored of an already existing unicast QoS monitoring subscription.

14.3.3.4.5.2 Procedure
Figure 14.3.3.4.5.2-1 illustrates the high level procedure for unicast QoS monitoring subscription update.
Pre-conditions:

- TheVAL UE has an established connection in the 5GS

- Unicast QoS monitoring subscription has successfully been inveked established for the VAL UE

VAL server NRM server NEF

1. Unicast QoS monitoring subscription update
request g

2. Update QoS procedures

3. Unicast QoS monitoring subscription update
h response

Figure 14.3.3.4.5.2-1: Unicast QoS monitoring subscription update

1. The VAL server sends a unicast QoS monitoring subscription update request to the NRM server. It shal refer to
an existing subscription, identified by the list of VAL UEs, VAL UE group or VAL stream IDsincluded into the

message.

2. The NRM server interacts with the NEF to update the relevant QoS monitoring subscription parameters and
reporting frequency as specified in step 2 of clause 14.3.3.4.1.2 of this document.

3. The NRM server responds with a unicast QoS monitoring subscription update response indicating the
subscription status.
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14.3.4 Multicast resource management for EPS

14.3.4.1 General

The VAL server utilizes the NRM server for multicast resource management.

To activate the multicast bearersin the EPS, the NRM server shall use the Activate MBM S Bearer procedure specified
in 3GPP TS 23.468 [16] with the NRM server performing the GCS AS function.

To deactivate the multicast bearersin the EPS, the NRM server shall use the Deactivate MBM S Bearer procedure
specified in 3GPP TS 23.468 [16] with the NRM server performing the GCS AS function.

To modify multicast bearersin the EPS, the NRM server shall use the Modify MBMS Bearer procedure specified in
3GPP TS 23.468 [16] with the NRM server performing the GCS AS function.
14.3.4.2 Use of pre-established MBMS bearers

14.3.4.2.1 General

In this scenario, upon triggered by VAL server, the NRM server pre-establishes MBM S bearer(s) in certain pre-
configured areas before the initiation of the VAL service group communication session. When a user originates a
request for aVVAL service group communication session for one of these areas, the pre-established MBMS bearer(s) is
used for the DL VAL service communication.

The following steps need to be performed prior to the start of the VAL service group communication session over pre-
established MBMS bearer:

- Pre-establish MBMS bearer(s)
- Announce the pre-established MBMS bearer to the NRM clients

When these preparation steps have been done the VAL service group communication session using MBMS bearer can
start.

The vertical application level communications are sent on the MBMS bearer. Optionally a separate MBM S bearer could
be used for the application level control messages, due to different bearer characteristic requirements.

14.3.4.2.2 Procedure
The procedure figure 14.3.4.2.2-1 shows only one of the receiving VAL clients using an MBM S bearer. There might

also be VAL clientsin the same VAL service group communication session that receive the communication on unicast
bearers.
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Figure 14.3.4.2.2-1: Use of pre-established MBMS bearers

1. TheVAL server sendsa MBMS bearers request to the NRM server including service description(s) for which
the MBMS bearers are requested.

2a. The NRM server determines to activate MBM S bearer. The activation of the MBM S bearer in EPS is done on
the MB2-C reference point and according to 3GPP TS 23.468 [16]. This bearer will be used for the VAL service
communication. If local MBMS isrequested in step 1, the NRM server uses the local MBM S information
provided by VAL server in step 1 or the local MBMS information configured locally in the NRM server to
activate the MBM S bearers. The NRM server performslocal MBMS procedures in line with the procedure of
L.MBMS based MBMS data delivery defined in 3GPP TS 23.285 [31].

2b. Optionally, the NRM server may also activate an MBM S bearer dedicated for application level control
signalling. The activation of the MBM S bearer is done on MB2-C reference point and according to
3GPP TS 23.468 [16]. If local MBMS isrequested in step 1, the NRM server uses the local MBMS information
provi