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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document defines the Stage 2 procedures and Network Function Services for the 5G system architecture
which is described in the TS 23.501 [2] and for the policy and charging control framework which is described in
TS 23.503 [20].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: " System Architecture for the 5G System; Stage 2".

[3] IETF RFC 7296: "Internet Key Exchange Protocol Version 2 (IKEv2)".

[4] IETF RFC 5998: "An Extension for EAP-Only Authentication in IKEv2".

[5] IETF RFC 4282: "The Network Access Identifier”.

[6] IETF RFC 4861: "Neighbor Discovery for |P version 6 (1Pv6)".

[7] 3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

(8] IETF RFC 4862: "I1Pv6 Stateless Address Autoconfiguration”.

[9] 3GPP TS 38.300: "NR and NG-RAN Overall Description; Stage 2".

[10] 3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".

[171] 3GPP TS 23.335:" User Data Convergence (UDC); Technical realization and information flows,
Stage 2".

[12] 3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol Specification”.

[13] 3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.

[14] 3GPP TS 23.221: "Architectural requirements™.

[15] 3GPP TS 33.501: "Security Architecture and Procedures for 5G System”.

[16] 3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource
Control (RRC); Protocol specification"”.

[17] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[18] 3GPP TS 29.518:; "5G System; Access and Mobility Management Services; Stage 3".

[19] 3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control

Data and Structured Data; Stage 3".
[20] 3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System .
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[21] IETF RFC 4191: "Default Router Preferences and More-Specific Routes'.

[22] 3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station in idle mode™.

[23] 3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data
networks and applications’.

[24] 3GPP TS 23.203: "Policy and charging control architecture”.

[25] 3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".

[26] 3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses'.

[27] OMA-TSULP-V2_0_3: "UserPlane Location Protocol".

[28] 3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions'.

[29] 3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".

[30] 3GPP TS 36.355: "LTE Positioning Protocol (LPP)".

[31] 3GPP TS 38.455: "NR Positioning Protocol A (NRPPa)".

[32] 3GPP TS 29.507: "Access and Mobility Policy Control Service; Stage 3".

[33] 3GPP TS 23.003: "Numbering, Addressing and | dentification"”.

[34] 3GPP TS 32.240: "Charging management; Charging architecture and principles’.

[35] 3GPP TS 23.251: "Network sharing; Architecture and functional description".

[36] 3GPP TS 29.502: "5G System; Session Management Services; Stage 3".

[37] 3GPP TS 29.510: "5G System; Network function repository services; Stage 3".

[38] 3GPP TS 23.380: "IMS Restoration Procedures”.

[39] 3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace
concepts and requirements”.

[40] IETF RFC 4555: "IKEv2 Mobility and Multihoming Protocol (MOBIKE)".

[41] 3GPP TS 24.502: "Access to the 3GPP 5G Core Network (5GCN) via Non-3GPP Access
Networks (N3AN); Stage 3".

[42] 3GPP TS 32.290:" Services, operations and procedures of charging using Service Based Interface
(SBI)".

[43] 3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
proceduresin idle mode".

[44] 3GPP TS 38.304: "NR; User Equipment (UE) proceduresin idle mode".

[45] 3GPP TS 32.255: "5G system; 5G data connectivity domain charging; Stage 2".

[46] 3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal
Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

[47] 3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter
mapping; Stage 3".

[48] 3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[49] 3GPP TS 29.525: "5G System; UE Policy Control Service; Stage 3".

[50] 3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2".
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[51] 3GPP TS 29.561: "5G System; Interworking between 5G Network and external Data Networks;
Stage 3".

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions givenin TR 21.905 [1], TS 23.501 [2] and
TS 23.503[20] apply. A term defined in TS 23.501 [2] or TS 23.503 [20] takes precedence over the definition of the
same term, if any, in any other specifications.

3.2 Abbreviations

For the purposes of the present document, the abbreviations givenin TR 21.905 [1], TS 23.501 [2] and TS 23.503 [20]
apply. An abbreviation defined in TS 23.501 [2] or TS 23.503 [20] takes precedence over the definition of the same
abbreviation, if any, in any other specifications.

4 System procedures

4.1 General

The clause 4 describes the procedures and Network Function services for the 5GS by end-to-end information flows, and
these information flows make use of NF service operations, defined in clause 5, for the communication within the 5GC
Control Plane.

4.2 Connection, Registration and Mobility Management
procedures

421 General

The Connection Management is used to establish and rel ease the Control Plane signalling connection between the UE
and the AMF. The Registration Management is used to register or deregister a UE/user with the 5GS, and establish the
user context in the 5GS. The Mobility Management functions are used to keep track of the current location of a UE. The
procedures in clause 4.2 provides Connection, Registration and Mobility Management functionality.

4.2.2 Registration Management procedures

4221 General

The Registration and Deregistration proceduresin clause 4.2.2 provides the required functionality to register or
deregister a UE/user with the 5GS. Additional functionality to support Registration Management for non-3GPP access
isdefined in clause 4.12. Additional functionality to support Registration Management for specific services such as
SMSover NASisdefined in clause 4.13.

4.2.2.2 Registration procedures

42221 General

A UE needs to register with the network to get authorized to receive services, to enable mobility tracking and to enable
reachability. The UE initiates the Registration procedure using one of the following Registration types:
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- Initial Registration to the 5GS;

- Mobility Registration Update upon changing to anew Tracking Area (TA) outside the UE's Registration Areain
both CM-CONNECTED and CM-IDLE state, or when the UE needs to update its capabilities or protocol
parameters that are negotiated in Registration procedure with or without changing to a new TA; or when the UE
intends to retrieve LADN Information; or

- Periodic Registration Update (due to a predefined time period of inactivity); or
- Emergency Registration.

The General Registration call flow in clause 4.2.2.2.2 applies on all these Registration procedures, but the periodic
registration need not include all parameters that are used in other registration cases.

The following are the cleartext |Es, as defined in TS 24.501 [25] that can be sent by the UE in the Registration Request
message if the UE has no NAS security context:

- Registration type

- SUCI or 5G-GUTI or PEI

- Security parameters

- additional GUTI

- 4G Tracking Area Update

- theindication that the UE is moving from EPS.

Aspectsrelated to dual registration in 3GPP and non-3GPP access are described in clause 4.12. The general Registration
call flow in clause 4.2.2.2.2 isalso used for the case of registration in 3GPP access when the UE is aready registered in
anon-3GPP access, and vice versa. Registration in 3GPP access when the UE is already registered in a non-3GPP
access scenario may regquire an AMF change, as further detailed in clause 4.12.8.

The general Registration call flow in clause 4.2.2.2.2 is also used by UEs in limited service state (see TS 23.122 [22])
registering for emergency services only (referred to as Emergency Registration), see TS 23.501 [2] clause 5.16.4.

During the initial registration the PEI is obtained from the UE. If the PEI is heeded (e.g. for EIR check), the AMF shall
retrieve the PEI when it establishes the NAS security context with a Security Mode Command during initial
registration. The AMF operator may check the PEI with an EIR. If the PEIl was retrieved by the AMF (either from the
UE or another AMF), AMF shall provide it to the UDM using Nudm_UECM _Registration in order to ensure that the
UDM aways has the latest PEI available e.g. for reporting event Change of SUPI-PEI association. The AMF passes the
PEI (IMEISV) to the UDM, to the SMF and the PCF. The UDM may store thisdatain UDR by Nudr_SDM_Update.

NOTE 1: Theuseof NSI ID inthe 5GC is optional and depends on the deployment choices of the operator.

During the registration the Home Network can provide Steering of Roaming information to the UE viathe AMF (i.e. a
list of preferred PLMN/access technology combinations or HPLMN indication that ‘'no change of the " Operator
Controlled PLMN Selector with Access Technology" list stored in the UE is needed). The Home Network can include
anindication for the UE to send an acknowledgement of the reception of thisinformation. Details regarding the
handling of Steering of Roaming information including how this information is managed between the AMF and the UE
are defined in TS 23.122 [22].

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 18 ETSI TS 123 502 V15.12.0 (2021-01)

42222 General Registration
| UE | [(RAN | New old | pcF | [ swr || ause| | upm |
AMF AMF
1. Registration Request
2. AMF sglection
3. Registration Request
4 Namf_Comrpunication_UEQontextTransfer
-------- >
5 Namf_Communication_UEQontextTransfer response
& \dentity Request _______
7. Identity Response _ __ _ _ _ »
'8 AUSF >elect|on'
-------------- EIR
_____________ 9. Authenticati ”’Secu”ty
N mmmmm e, . f“ \\\ ____________________________________ ,:‘ [, '/
10. Namf_|Communication|_
RegistratignCompleteNotify
———————— >
41.1_- I_d_er_1ti_ty_R_que_syI3e_sponsg>
12. N5g-eir_EquipmentldentityCheck_Ge
_________ - - .»
S b Sttt
'}?_l_J_D_M_ D?[e_CE'PP' 143. Nudm_UECM_Registration
_______________________________________________________________________ }_
14b. Nudm_SDM_Ge
- e >
14c. Nydm_SDM_Suljscribe
____________________________________ >
—————————————— 14d. Nudm_UECM_DeregistrationNofify
'15 PCF <e|ect|on ' [P R N [P N [
""""""" 14e. Nudm [SDM_Unslibscribe
___________________________ .>
16. AM Policy Assouatlon Estgblishment/Modification
17. Nsmf_PDUSession_UpdateSMContext /
Nsmf_PDUS$ession_ReleaseSMConteixt
_______________________ ’
N3IWF
18. N2 AMF Mobility Reque
19, N2 AMF MobilityResponse
“““““““ 19a. Nudm| UECM_Repistration
19b Nudm UECM| DeregistrationNotify
19c Nudm_SDM_Unsubscribe >
_ 21. Registratign Accept
21t_) UE Policy Association Establishment
22. Registratioh Complete |~ |77 T
""""""""" 23. Nudm_SDM_Info
Pignbyhyinbebyiel nlniilybybolol fielolnlnlaiel pinbylyletyls byl »
24.Nudm_UECM| Update
WoIooIIIpIIIIIInfrIrorrforrrosfrosood >

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 19 ETSI TS 123 502 V15.12.0 (2021-01)

Figure 4.2.2.2.2-1: Registration procedure

1. UEto (R)AN: AN message (AN parameters, Registration Request (Registration type, SUCI or 5G-GUTI or PEI,
last visited TAI (if available), Security parameters, Requested NSSAI, [Mapping Of Requested NSSAI], Default
Configured NSSAI Indication, UE Radio Capability Update, UE MM Core Network Capability, PDU Session
status, List Of PDU Sessions To Be Activated, Follow-on request, MICO mode preference, Requested DRX
parameters, [LADN DNN(s) or Indicator Of Requesting LADN Information], [NAS message container]) and UE
Policy Container (the list of PSIs, indication of UE support for ANDSP and the operating system identifier)).

NOTE 1: The UE Policy Container and its usage isdefined in TS 23.503 [20].

In the case of NG-RAN, the AN parametersinclude e.g. 5G-S-TMSI or GUAMI, the Selected PLMN ID and
Requested NSSALI, the AN parameters al so include Establishment cause. The Establishment cause provides the
reason for requesting the establishment of an RRC connection. Whether and how the UE includes the Requested
NSSAI as part of the AN parameters is dependent on the value of the Access Stratum Connection Establishment
NSSAI Inclusion Mode parameter, as specified in clause 5.15.9 of TS 23.501 [2].

The Registration type indicates if the UE wants to perform an Initial Registration (i.e. the UE isin RM-
DEREGISTERED state), a Mobility Registration Update (i.e. the UE isin RM-REGISTERED state and initiates
a Registration procedure due to mobility or due to the UE needs to update its capabilities or protocol parameters,
or to reguest a change of the set of network dlicesit is allowed to use), a Periodic Registration Update (i.e. the
UE isin RM-REGISTERED state and initiates a Registration procedure due to the Periodic Registration Update
timer expiry, see clause 4.2.2.2.1) or an Emergency Registration (i.e. the UE isin limited service state).

When the UE is performing an Initial Registration the UE shall indicate its UE identity in the Registration
Request message as follows, listed in decreasing order of preference:

- anative 5G-GUTI assigned by the which the UE is attempting to register, if available;

- anative 5G-GUTI assigned by an equivalent PLMN to the PLMN to which the UE is attempting to register,
if available;

- anative 5G-GUTI assigned by any other PLMN, if available.
NOTE 2: Thiscan also be a5G-GUTIs assigned via another access type.
- Otherwise, the UE shall include its SUCI in the Registration Request as defined in TS 33.501 [15].

The NAS message container shall be included if the UE is sending a Registration Request message as an Initial
NAS message and the UE has avalid 5G NAS security context and the UE needs to send non-cleartext |ES, see
clause 4.4.6in TS 24.501 [25]. If the UE does not need to send non-cleartext |Es, the UE shall send a
Registration Request message without including the NAS message container.

If the UE does not have avalid 5G NAS security context, the UE shall send the Registration Request message
without including the NAS message container. The UE shall include the entire Registration Request message
(i.e. containing cleartext |Es and non-cleartext | Es) in the NAS message container that is sent as part of the
Security Mode Complete message in step 9b.

When the UE is performing an Initial Registration (i.e., the UE isin RM-DEREGISTERED dtate) with a native
5G-GUTI then the UE shall indicate the related GUAMI information in the AN parameters. When the UE is
performing an Initial Registration with its SUCI, the UE shall not indicate any GUAMI information in the AN
parameters.

For an Emergency Registration, the SUCI shall be included if the UE does not have avalid 5G-GUTI available;
the PEI shall be included when the UE has no SUPI and no valid 5G-GUTI. In other cases, the 5G-GUTI is
included and it indicates the last serving AMF.

The UE may provide the UE's usage setting based on its configuration as defined in TS 23.501 [2]

clause 5.16.3.7. The UE provides Requested NSSAI as described in TS 23.501 [2] clause 5.15.5.2.1, and in the
case of Initial Registration or Mobility Registration Update, the UE includes the Mapping Of Requested NSSAI
(if available), which is the mapping of each S-NSSAI of the Requested NSSAI to the HPLMN S-NSSAIs, to
ensure that the network is able to verify whether the S-NSSAI(s) in the Requested NSSAI are permitted based on
the Subscribed S-NSSAIs.
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The UE includes the Default Configured NSSAI Indication if the UE is using a Default Configured NSSAI, as
defined in TS 23.501 [2].

In the case of Mobility Registration Update, the UE includes in the List Of PDU Sessions To Be Activated the
PDU Sessions for which there are pending uplink data. When the UE includes the List Of PDU Sessions To Be
Activated, the UE shall indicate PDU Sessions only associated with the access the Registration Request is related
to. Asdefined in TS 24.501 [25] the UE shall include always-on PDU Sessions which are accepted by the
network in the List Of PDU Sessions To Be Activated even if there are no pending uplink data for those PDU
Sessions.

NOTE 3: A PDU Session corresponding to aLADN is not included in the List Of PDU Sessions To Be Activated
when the UE is outside the area of availability of the LADN.

The UE MM Core Network Capability is provided by the UE and handled by AMF as defined in TS 23.501 [2]
clause 5.4.4aThe UE includes in the UE MM Core Network Capability an indication if it supports Request Type
flag "handover" for PDN connectivity request during the attach procedure as defined in clause 5.17.2.3.1 of
TS23.501[2].

The UE may provide either the LADN DNN(s) or an Indication Of Requesting LADN Information as described
in TS 23.501 [2] clause 5.6.5.

If available, the last visited TAI shall beincluded in order to help the AMF produce Registration Areafor the
UE.

The Security parameters are used for Authentication and integrity protection, see TS 33.501 [15]. Requested
NSSAI indicates the Network Slice Selection Assistance Information (as defined in clause 5.15 of

TS 23.501 [2]). The PDU Session status indicates the previously established PDU Sessions in the UE. When the
UE is connected to the two AMFs belonging to different PLMN via 3GPP access and non-3GPP access then the
PDU Session status indicates the established PDU Session of the current PLMN in the UE.

The Follow-on request is included when the UE has pending uplink signalling and the UE doesn't include List Of
PDU Sessions To Be Activated, or the Registration type indicates the UE wants to perform an Emergency
Registration. In Initial Registration and Mobility Registration Update, UE provides the UE Requested DRX
parameters, as defined in clause 5.4.5 of TS 23.501 [2].

The UE provides UE Radio Capability Update indication as described in TS 23.501 [2].

2. If a5G-S-TMSI or GUAMI is not included or the 5G-S-TMSI or GUAMI does not indicate avalid AMF the
(R)AN, based on (R)AT and Requested NSSAI, if available, selectsan AMF

The (R)AN selectsan AMF asdescribed in TS 23.501 [2], clause 6.3.5. If UE isin CM-CONNECTED state, the
(R)AN can forward the Registration Request message to the AMF based on the N2 connection of the UE.

If the (R)AN cannot select an appropriate AMF, it forwards the Registration Reguest to an AMF which has been
configured, in (R)AN, to perform AMF selection.

3. (R)AN to new AMF: N2 message (N2 parameters, Registration Request (as described in step 1) and UE Policy
Container.

When NG-RAN is used, the N2 parametersinclude the Selected PLMN 1D, Location Information and Cell
I dentity related to the cell in which the UE is camping, UE Context Request which indicates that a UE context
including security information needs to be setup at the NG-RAN.

When NG-RAN is used, the N2 parameters also include the Establishment cause.
Mapping Of Requested NSSAI is provided only if available.
If the Registration type indicated by the UE is Periodic Registration Update, then steps 4 to 19 may be omitted.

When the Establishment cause is associated with priority services (e.g. MPS, MCS), the AMF includes a
Message Priority header to indicate priority information. Other NFs relay the priority information by including
the Message Priority header in service-based interfaces, as specified in TS 29.500 [17].

4. [Conditional] new AMF to old AMF: Namf_Communication UEContextTransfer (complete Registration
Request) or new AMF to UDSF: Nudsf_Unstructured Data Management_Query().
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(With UDSF Deployment): If the UE's 5G-GUTI was included in the Registration Request and the serving AMF
has changed since last Registration procedure, new AMF and old AMF are in the same AMF Set and UDSF is
deployed, the new AMF retrieves the stored UE's SUPI and UE context directly from the UDSF using
Nudsf_UnstructuredDataM anagement_Query service operation or they can share stored UE context via
implementation specific meansif UDSF is not deployed. Thisincludes also event subscription information by
each NF consumer for the given UE. In this case, the new AMF uses integrity protected complete Registration
request NAS message to perform and verify integrity protection.

(Without UDSF Deployment): If the UE's 5G-GUTI was included in the Registration Request and the serving
AMF has changed since last Registration procedure, the new AMF may invoke the

Namf_Communication UEContextTransfer service operation on the old AMF including the complete
Registration Request NAS message, which may be integrity protected, as well as the Access Type, to request the
UE's SUPI and UE Context. See clause 5.2.2.2.2 for details of this service operation. In this case, the old AMF
uses either 5G-GUTI and the integrity protected complete Registration request NAS message, or the SUPI and
an indication that the UE is validated from the new AMF, to verify integrity protection if the context transfer
service operation invocation corresponds to the UE requested. The old AMF also transfers the event
subscriptions information by each NF consumer, for the UE, to the new AMF.

If the old AMF has PDU Sessions for another access type (different from the Access Type indicated in this step)
and if the old AMF determines that there is no possibility for relocating the N2 interface to the new AMF, the
old AMF returns UE's SUPI and indicates that the Registration Reguest has been validated for integrity
protection, but does not include the rest of the UE context.

NOTE 4: The new AMF sets the indication that the UE is validated according to step 9a, if the new AMF has
performed successful UE authentication after previous integrity check failure in the old AMF.

NOTE 5: The NF consumers does not need to subscribe for the events once again with the new AMF after the UE
is successfully registered with the new AMF.

If the new AMF has already received UE contexts from the old AMF during handover procedure, then step 4,5
and 10 shall be skipped.

For an Emergency Registration, if the UE identifiesitself with a5G-GUTI that is not known to the AMF, steps 4
and 5 are skipped and the AMF immediately requests the SUPI from the UE. If the UE identifiesitself with PEI,
the SUPI request shall be skipped. Allowing Emergency Registration without a user identity is dependent on
local regulations.

5. [Conditional] old AMF to new AMF: Response to Namf_Communication_UEContextTransfer (SUPI, UE
Context in AMF (as per Table 5.2.2.2.2-1)) or UDSF to new AMF: Nudsf_Unstructured Data
Management_Query(). The old AMF may start an implementation specific (guard) timer for the UE context.

If the UDSF was queried in step 4, the UDSF responds to the new AMF for the Nudsf_Unstructured Data
Management_Query invocation with the related contexts including established PDU Sessions, the old AMF
includes SMF information DNN, S-NSSAI(s) and PDU Session ID, active NGAP UE-TNLA bindingsto
N3IWF, the old AMF includes information about the NGAP UE-TNLA bindings. If the Old AMF was queried
in step 4, Old AMF responds to the new AMF for the Namf_Communication_ UEContextTransfer invocation by
including the UE's SUPI and UE Context.

If old AMF holds information about established PDU Session(s) and it is not an Initial Registration, the old
AMF includes SMF information, DNN(s), S'NSSAI(s) and PDU Session ID(s).

If old AMF holds UE context established via N3IWF, the old AMF includes the CM state for UE connected via
N3IWF. If the UE isin CM-CONNECTED state via N3IWF, the old AMF includes information about the
NGAP UE-TNLA bindings.

If old AMF failsthe integrity check of the Registration Request NAS message, the old AMF shall indicate the
integrity check failure.

If old AMF holds information about AM Policy Association and the information about UE Policy Association
(i.e. the Policy Control Request Trigger for updating UE Policy as defined in TS 23.503 [20]), the old AMF
includes the information about the AM Policy Association, the UE Policy Association and PCF ID. In the
roaming case, V-PCF ID and H-PCF ID are included.
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NOTE 6: When new AMF uses UDSF for context retrieval, interactions between old AMF, new AMF and UDSF

due to UE signalling on old AMF at the same time is implementation issue.
[Conditional] new AMF to UE: Identity Request ().

If the SUCI is not provided by the UE nor retrieved from the old AMF the Identity Request procedure is initiated
by AMF sending an |dentity Request message to the UE requesting the SUCI.

[Conditional] UE to new AMF: Identity Response ().

The UE responds with an Identity Response message including the SUCI. The UE derives the SUCI by using the
provisioned public key of the HPLMN, as specified in TS 33.501 [15].

The AMF may decide to initiate UE authentication by invoking an AUSF. In that case, the AMF selects an
AUSF based on SUPI or SUCI, asdescribed in TS 23.501 [2], clause 6.3.4.

If the AMF is configured to support Emergency Registration for unauthenticated SUPIs and the UE indicated
Registration type Emergency Registration, the AMF skips the authentication or the AMF accepts that the
authentication may fail and continues the Registration procedure.

9a. If authentication is required, the AMF requests it from the AUSF; if Tracing Requirements about the UE are

9%

9c.

available at the AMF, the AMF provides Tracing Requirementsin its request to AUSF. Upon request from the
AMF, the AUSF shall execute authentication of the UE. The authentication is performed as described in

TS 33.501 [15]. The AUSF selectsa UDM as described in TS 23.501 [2], clause 6.3.8 and gets the authentication
datafrom UDM.

Once the UE has been authenticated the AUSF provides relevant security related information to the AMF. If the
AMF provided a SUCI to AUSF, the AUSF shall return the SUPI to AMF only after the authentication is
successful.

After successful authentication in new AMF, which istriggered by the integrity check failurein old AMF at
step 5, the new AMF invokes step 4 above again and indicates that the UE is validated (i.e. through the reason
parameter as specified in clause 5.2.2.2.2).

If NAS security context does not exist, the NAS security initiation is performed as described in TS 33.501 [15].
If the UE had no NAS security context in step 1, the UE includes the full Registration Request message as
defined in TS 24.501 [25].

The AMF decidesif the Registration Request heeds to be rerouted as described in clause 4.2.2.2.3, where the
initial AMF refersto the AMF.

The AMF initiates NGAP procedure to provide the 5G-AN with security context as specified in TS 38.413 [10]
if the 5G-AN had requested for UE Context. Also, if the AMF does not support N26 for EPS interworking and it
received UE MM Core Network Capability including an indication that it supports Request Type flag
"handover" for PDN connectivity request during the attach procedure as defined in clause 5.17.2.3.1 of

TS 23.501 [2], AMF provides an indication "Redirection for EPS fallback for voice is possible" towards 5G-AN
as specified in TS 38.413 [10]. In addition, if Tracing Requirements about the UE are available at the AMF, the
AMF provides the 5G-AN with Tracing Requirementsin the NGAP procedure.

9d. The 5G-AN stores the security context and acknowledges to the AMF. The 5G-AN uses the security context to

protect the messages exchanged with the UE as described in TS 33.501 [15].

10. [Conditional] new AMF to old AMF: Namf_Communication_RegistrationCompleteNotify ().

If the AMF has changed the new AMF notifies the old AMF that the registration of the UE in the new AMF is
completed by invoking the Namf_Communication_RegistrationCompleteNotify service operation.

If the authentication/security procedure fails, then the Registration shall be rejected, and the new AMF invokes
the Namf_Communication_RegistrationCompleteNotify service operation with areject indication reason code
towards the old AMF. The old AMF continues as if the UE context transfer service operation was never
received.

If one or more of the S-NSSAIs used in the old Registration Area cannot be served in the target Registration
Area, the new AMF determines which PDU Session cannot be supported in the new Registration Area. The new
AMF invokes the Namf_Communication_RegistrationCompleteNotify service operation including the rejected
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11.

12.

13.

PDU Session ID and areject cause (e.g. the SSNSSAI becomes no longer available) towards the old AMF. Then
the new AMF modifies the PDU Session Status correspondingly. The old AMF informs the corresponding
SMF(s) to locally release the UE's SM context by invoking the Nsmf_PDUSession_ReleaseSM Context service
operation.

See clause 5.2.2.2.3 for details of Namf_Communication _RegistrationCompleteNotify service operation.

If new AMF received in the UE context transfer in step 2 the information about the AM Policy Association and
the UE Policy Association and decides, based on local policies, not to use the PCF(s) identified by the PCF ID(s)
for the AM Policy Association and the UE Policy Association, then it will inform the old AMF that the AM
Policy Association and the UE Policy Association in the UE context is not used any longer and then the PCF
selection is performed in step 15.

[Conditional] new AMF to UE: Identity Request/Response (PEI).

If the PEI was not provided by the UE nor retrieved from the old AMF the I dentity Request procedure is initiated
by AMF sending an |dentity Request message to the UE to retrieve the PEI. The PEI shall be transferred
encrypted unless the UE performs Emergency Registration and cannot be authenticated.

For an Emergency Registration, the UE may have included the PEI in the Registration Request. If so, the PEI
retrieval is skipped.

Optionaly the new AMF initiates ME identity check by invoking the N5g-eir_EquipmentldentityCheck Get
service operation (see clause 5.2.4.2.2).

The PEI check is performed as described in clause 4.7.

For an Emergency Registration, if the PEI is blocked, operator policies determine whether the Emergency
Registration procedure continues or is stopped.

If step 14 isto be performed, the new AMF, based on the SUPI, selectsa UDM, then UDM may select aUDR
instance. See TS 23.501 [2], clause 6.3.9.

The AMF selectsa UDM as described in TS 23.501 [2], clause 6.3.8.

14a-c. If the AMF has changed since the last Registration procedure, or if the UE provides a SUPI which doesn't

refer to avalid context in the AMF, or if the UE registersto the same AMF it has already registered to a non-
3GPP access (i.e. the UE is registered over a non-3GPP access and initiates this Registration procedure to add a
3GPP access), the new AMF registers with the UDM using Nudm _UECM _Registration for the access to be
registered (and subscribes to be notified when the UDM deregisters this AMF).

The AMF provides the "Homogenous Support of IMS Voice over PS Sessions' indication (see clause 5.16.3.3 of
TS 23.501 [2]) to the UDM. The "Homogenous Support of IMS Voice over PS Sessions" indication shall not be
included unless the AMF has completed its eval uation of the support of "IMS Voice over PS Session” as
specified in clause 5.16.3.2 of TS 23.501 [2].

NOTE 7: At this step, the AMF may not have all the information needed to determine the setting of the IMS Voice

over PS Session Supported indication for this UE (see clause 5.16.3.2 of TS 23.501 [2]). Hence the AMF
can send the "Homogenous Support of IMS Voice over PS Sessions' later on in this procedure.

If the AMF does not have subscription data for the UE, the AMF retrieves the Access and Mobility Subscription
data, SMF Selection Subscription data and UE context in SMF data using Nudm_SDM_ Get. This requires that
UDM may retrieve thisinformation from UDR by Nudr_DM_Query. After a successful response is received, the
AMF subscribes to be notified using Nudm_SDM _Subscribe when the data requested is modified, UDM may
subscribe to UDR by Nudr_DM_Subscribe. The GPS| is provided to the AMF in the Access and Mobility
Subscription data from the UDM if the GPSI is available in the UE subscription data. The UDM may provide
indication that the subscription data for network dlicing is updated for the UE. If the UE is subscribed to MPS in
the serving PLMN, "MPS priority" isincluded in the Access and Mobility Subscription data provided to the
AMF. If the UE is subscribed to MCX in the serving PLMN, "MCX priority" isincluded in the Access and
Mobility Subscription data provided to the AMF.

The new AMF provides the Access Type it serves for the UE to the UDM and the Access Typeis set to "3GPP
access'. The UDM stores the associated Access Type together with the serving AMF and does not remove the
AMF identity associated to the other Access Typeif any. The UDM may store in UDR information provided at
the AMF registration by Nudr_DM_Update.
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If the UE was registered in the old AMF for an access, and the old and the new AMFs are in the same PLMN,
the new AMF sends a separate/independent Nudm_UECM _Registration to update UDM with Access Type set to
access used in the old AMF, after the old AMF relocation is successfully completed.

The new AMF creates an UE context for the UE after getting the Access and Mobility Subscription data from the
UDM. The Access and Mobility Subscription dataincludes whether the UE is allowed to include NSSAI in the
3GPP access RRC Connection Establishment in clear text.

For an Emergency Registration in which the UE was not successfully authenticated, the AMF shall not register
with the UDM.

For an Emergency Registration, the AMF shall not check for access restrictions, regiona restrictions or
subscription restrictions. For an Emergency Registration, the AMF shall ignore any unsuccessful registration
response from UDM and continue with the Registration procedure.

14d. When the UDM stores the associated Access Type (e.g. 3GPP) together with the serving AMF asindicated in
step 14a, it will cause the UDM to initiate a Nudm_UECM _DeregistrationNotification (see clause 5.2.3.2.2) to
the old AMF corresponding to the same (e.g. 3GPP) access, if one exists. If the timer started in step 5 is not
running, the old AMF may remove the UE context. Otherwise, the AMF may remove UE context when the timer
expires. If the serving NF removal reason indicated by the UDM is Initial Registration, then, as described in
clause 4.2.2.3.2, the old AMF invokes the Nsmf_PDUSession ReleaseSM Context (SUPI, PDU Session ID)
service operation towards all the associated SMF(s) of the UE to notify that the UE is deregistered from old
AMEF. The SMF(s) shall release the PDU Session on getting this notification.

If the old AMF has established an AM Policy Association and a UE Policy Association with the PCF(s), and the
old AMF did not transfer the PCF 1D(s) to the new AMF (e.g. new AMF isin different PLMN), the old AMF
performs an AMF-initiated Policy Association Termination procedure, as defined in clause 4.16.3.2, and
performs an AMF-initiated UE Policy Association Termination procedure, as defined in clause 4.16.13.1. In
addition, if the old AMF transferred the PCF 1D(s) in the UE context but the new AMF informed in step 10 that
the AM Policy Association information and UE Policy Association information in the UE context will not be
used then the old AMF performs an AMF-initiated Policy Association Termination procedure, as defined in
clause 4.16.3.2, and performs an AMF-initiated UE Policy Association Termination procedure, as defined in
clause 4.16.13.1.

If the old AMF has an N2 connection for that UE (e.g. because the UE wasin RRC Inactive state but has now
moved to E-UTRAN or moved to an area not served by the old AMF), the old AMF shall perform AN Release
(see clause 4.2.6) with a cause value that indicates that the UE has already locally released the NG-RAN's RRC
Connection.

14e. [Conditional] If old AMF does not have UE context for another access type (i.e. non-3GPP access), the Old
AMF unsubscribes with the UDM for subscription data using Nudm_SDM _unsubscribe.

15. If the AMF decides to initiate PCF communication, the AMF acts as follows.

If the new AMF decides to use the (V-)PCF identified by the (V-)PCF ID included in UE context from the old
AMF in step 5, the AMF contacts the (V-)PCF identified by the (V-)PCF ID to obtain policy. If the AMF
decidesto perform PCF discovery and selection and the AMF selects a (V)-PCF and may select an H-PCF (for
roaming scenario) as described in TS 23.501 [2], clause 6.3.7.1 and according to the V-NRF to H-NRF
interaction described in clause 4.3.2.2.3.3.

16. [Optional] new AMF performs an AM Policy Association Establishment/M odification. For an Emergency
Registration, this step is skipped.

If the new AMF selects anew (V-)PCF in step 15, the new AMF performs AM Policy Association
Establishment with the selected (V-)PCF as defined in clause 4.16.1.2.

If the (V-)PCF identified by the (V-)PCF ID included in UE context from the old AMF is used, the new AMF
performs AM Policy Association Modification with the (V-)PCF as defined in clause 4.16.2.1.2.

If the AMF notifies the Mobility Restrictions (e.g. UE location) to the PCF for adjustment, or if the PCF updates
the Mobility Restrictionsitself due to some conditions (e.g. application in use, time and date), the PCF shall
provide the updated Mobility Restrictions to the AMF. If the subscription information includes Tracing
Requirements, the AMF provides the PCF with Tracing Requirements.

17.[Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSM Context ().
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For an Emergency Registered UE (see TS 23.501 [2]), this step is applied when the Registration Type is
Mobility Registration Update.

The AMF invokes the Nsmf_PDUSession_UpdateSM Context (see clause 5.2.8.2.6) in the following scenario(s):

- If theList Of PDU Sessions To Be Activated isincluded in the Registration Request in step 1, the AMF
sends Nsmf_PDUSession_UpdateSM Context Request to SMF(s) associated with the PDU Session(s) in order
to activate User Plane connections of these PDU Session(s). Steps from step 5 onwards described in
clause 4.2.3.2 are executed to complete the User Plane connection activation without sending the RRC
Inactive Assistance Information and without sending MM NAS Service Accept from the AMF to (R)AN
described in step 12 of clause 4.2.3.2.

When the serving AMF has changed, the new serving AMF notifies the SMF for each PDU Session that it has
taken over the responsibility of the signalling path towards the UE: the new serving AMF invokes the
Nsmf_PDUSession_UpdateSM Context service operation using SMF information received from the old AMF at
step 5. It adso indicates whether the PDU Session is to be re-activated.

NOTE 8: If the UE movesinto adifferent PLMN, the AMF in the serving PLMN can not insert, change or remove
the V-SMF(s) even for Home Routed PDU session(s). During inter-PLMN change, if the same SMF is
used, session continuity can be supported depending on operator policies.

Steps from step 5 onwards described in clause 4.2.3.2 are executed. In the case that the intermediate UPF
insertion, removal, or change is performed for the PDU Session(s) not included in "PDU Session(s) to bere-
activated", the procedure is performed without N11 and N2 interactions to update the N3 user plane between
(R)AN and 5GC.

The AMF invokes the Nsmf_PDUSession ReleaseSM Context service operation towards the SMF in the
following scenario:

- If any PDU Session statusindicates that it is released at the UE, or a change of the set of network dlices for a
UE where a network dlice instance is no longer available (as described in TS 23.501 [2] clause 5.15.5.2.2),
the AMF invokes the Nsmf_PDUSession_ReleaseSM Context service operation towards the SMF in order to
release any network resources related to the PDU Session.

If the serving AMF is changed, the new AMF shall wait until step 18 isfinished with al the SMFs associated
with the UE. Otherwise, steps 19 to 22 can continue in parallel to this step.

18. [Conditional] If the new AMF and the old AMF/N3IWF are in the same PLMN, New AMF to N3IWF: N2 AMF
Mobility Request ().

If the AMF has changed and the old AMF has indicated that the UE isin CM-CONNECTED state via N3IWF
and if the new AMF and the old AMF/N3IWF are in the same PLMN, the new AMF creates an NGAP UE
association towards the N3IWF to which the UE is connected. This automatically releases the existing NGAP
UE association between the old AMF and the N3IWF

19. N3IWF to new AMF: N2 AMF Mobility Response ().

19a. [Conditional] After the new AMF receives the response message from the N3IWF in step 19, the new AMF
registers with the UDM using Nudm_UECM _Registration as step 14c, but with the Access Type set to "non-
3GPP access'. The UDM stores the associated Access Type together with the serving AMF and does not remove
the AMF identity associated to the other Access Type if any. The UDM may storein UDR information provided
at the AMF registration by Nudr_ DM_Update.

19b. [Conditional] When the UDM stores the associated Access Type (i.e. non-3GPP) together with the serving
AMF asindicated in step 193, it will cause the UDM to initiate a Nudm_UECM _DeregistrationNotification (see
clause 5.2.3.2.2) to the old AMF corresponding to the same (i.e. non-3GPP) access. The old AMF removes the
UE context for non-3GPP access.

19c. The Old AMF unsubscribes with the UDM for subscription data using Nudm_SDM _unsubscribe.

20a.  Void.

21. New AMF to UE: Registration Accept (5G-GUTI, Registration Area, Mobility restrictions, PDU Session status,
Allowed NSSAI, [Mapping Of Allowed NSSAI], [Configured NSSAI for the Serving PLMN], [Mapping Of
Configured NSSAI], [rejected S-NSSAI ], Periodic Registration Update timer, LADN Information and accepted
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MICO mode, IMS Voice over PS session supported Indication, Emergency Service Support indicator, Accepted
DRX parameters, Network support of Interworking without N26, Access Stratum Connection Establishment
NSSAI Inclusion Mode, Network Slicing Subscription Change Indication, Operator-defined access category
definitions, [List of equivalent PLMNS]). The Allowed NSSAI for the Access Type for the UE isincluded in the
N2 message carrying the Registration Accept message.

The AMF sends a Registration Accept message to the UE indicating that the Registration Request has been
accepted. 5G-GUTI isincluded if the AMF alocates a new 5G-GUTI. If the UE isalready in RM-
REGISTERED state via another access in the same PLMN, the UE shall use the 5G-GUTI received in the
Registration Accept for both registrations. If no 5G-GUTI isincluded in the Registration Accept, then the UE
uses the 5G-GUT] assigned for the existing registration also for the new registration. If the AMF allocates a new
Registration area, it shall send the Registration area to the UE via Registration Accept message. If thereis no
Registration areaincluded in the Registration Accept message, the UE shall consider the old Registration Area as
valid. Mobility Restrictionsis included if mobility restrictions applies for the UE and Registration Type is not
Emergency Registration. The AMF indicates the established PDU Sessions to the UE in the PDU Session status.
The UE removes locally any internal resources related to PDU Sessions that are not marked as established in the
received PDU Session status. If the AMF invokes the Nsmf_PDUSession_UpdateSM Context procedure for UP
activation of PDU Session(s) in step 18 and receives rejection from the SMF, then the AMF indicates to the UE
the PDU Session ID and the cause why the User Plane resources were not activated. When the UE is connected
to the two AMFs belonging to different PLMN via 3GPP access and non-3GPP access then the UE removes
locally any internal resources related to the PDU Session of the current PLMN that are not marked as established
in received PDU Session status. If the PDU Session status information was in the Registration Request, the AMF
shall indicate the PDU Session status to the UE.

The Allowed NSSAI provided in the Registration Accept is valid in the Registration Area and it applies for al
the PLMNs which have their Tracking Areas included in the Registration Area. The Mapping Of Allowed
NSSAI isthe mapping of each S NSSAI of the Allowed NSSAI to the HPLMN S-NSSAIs. The Mapping Of
Configured NSSAI isthe mapping of each S-NSSAI of the Configured NSSAI for the Serving PLMN to the
HPLMN S-NSSAls.

The AMF shall include in the Registration Accept message the LADN Information for the list of LADNS,
described in TS 23.501 [2] clause 5.6.5, that are available within the Registration area determined by the AMF
for the UE. If the UE included MICO mode in the request, then AMF responds whether M1CO mode should be
used. The AMF may include Operator-defined access category definitionsto let the UE determinine the
applicable Operator-specific access category definitions as described in TS 24.501 [25].

In the case of registration over 3GPP access, the AMF setsthe IMS Voice over PS session supported Indication
as described in clause 5.16.3.2 of TS 23.501 [2]. In order to set the IMS Voice over PS session supported
Indication the AMF may need to perform the UE Capability Match Request procedure in clause 4.2.8a to check
the compatibility of the UE and NG-RAN radio capabilities related to IMS Voice over PS. If the AMF hasn't
received Voice Support Match Indicator from the NG-RAN on time then, based on implementation, AM F may
set IMS Voice over PS session supported Indication and update it at alater stage.

In the case of registration over non-3GPP access, the AMF setsthe IMS Voice over PS session supported
Indication as described in clause 5.16.3.2a of TS 23.501 [2].

The Emergency Service Support indicator informs the UE that emergency services are supported, i.e. the UE is
allowed to request PDU Session for emergency services. If the AMF received "MPS priority" from the UDM as
part of Access and Mobility Subscription data, based on operator policy, "MPS priority" isincluded in the
Registration Accept message to the UE to inform the UE whether configuration of Access Identity 1 isvalid
within the selected PLMN, as specified in TS 24.501 [25]. If the AMF received "MCX priority" from the UDM
as part of Access and Mobility Subscription data, based on operator policy and UE subscription to MCX
Services, "MCX priority" isincluded in the Registration Accept message to the UE to inform the UE whether
configuration of Access Identity 2 isvalid within the selected PLMN, as specified in TS 24.501 [25]. The
Accepted DRX parameters are defined in clause 5.4.5 of TS 23.501 [2]. The AMF sets the Interworking without
N26 parameter as described in clause 5.17.2.3.1 of TS 23.501 [2].

If the UDM intends to indicate the UE that subscription has changed, the Network Slicing Subscription Change
Indication isincluded. If the AMF includes Network Slicing Subscription Change Indication, then the UE shall
locally erase al the network dlicing configuration for all PLMNs and, if applicable, update the configuration for
the current PLMN based on any received information.
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The Access Stratum Connection Establishment NSSAI Inclusion Mode, as specified in TS 23.501 [2]

clause 5.15.9, isincluded to instruct the UE on what NSSAI, if any, to include in the Access Stratum connection
establishment. The AMF can set the val ue to modes of operation a,b,c defined in TS 23.501 [2] clause 5.15.9 in
the 3GPP Access only if the Inclusion of NSSAI in RRC Connection Establishment Allowed indicates that it is
allowed to do so.

The AMF may provide aList of equivalent PLMNs which is handled as specified in TS 24.501 [25].

21b. [Optiona] The new AMF performs a UE Policy Association Establishment as defined in clause 4.16.11. For
an Emergency Registration, this step is skipped.

The new AMF sends a Npcf_UEPalicyControl Create Request to PCF. PCF sends a Npcf_UEPalicyControl
Create Response to the new AMF.

PCF triggers UE Configuration Update Procedure as defined in clause 4.2.4.3.
22.[Conditional] UE to new AMF: Registration Complete ().

The UE sends a Registration Complete message to the AMF when it has successfully updated itself after
receiving any of the [Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI] and a
Network Slicing Subscription Change Indication in step 21.

The UE sends a Registration Complete message to the AMF to acknowledge if a new 5G-GUTI was assigned.

If new 5G-GUTI was assigned, then the UE passes the new 5G-GUTI to its 3GPP access |ower layer when a
lower layer (either 3GPP access or non-3GPP access) indicates to the UE's RM layer that the Registration
Complete message has been successfully transferred across the radio interface.

NOTE 9: The above is needed because the NG-RAN may use the RRC Inactive state and a part of the 5G-GUTI is
used to calculate the Paging Frame (see TS 38.304 [44] and TS 36.304 [43)]). It is assumed that the
Registration Complete isreliably delivered to the AMF after the 5G-AN has acknowledged its receipt to
the UE.

When the List Of PDU Sessions To Be Activated is not included in the Registration Request and the Registration
procedure was not initiated in CM-CONNECTED state, the AMF rel eases the signalling connection with UE,
according to clause 4.2.6.

When the Follow-on request isincluded in the Registration Request, the AMF should not release the signalling
connection after the completion of the Registration procedure.

If the AMF isaware that some signalling is pending in the AMF or between the UE and the 5GC, the AMF
should not release the signalling connection immediately after the completion of the Registration procedure.

23a.  For Registration over 3GPP Access, if the AMF does not release the signalling connection, the AMF sends
the RRC Inactive Assistance Information to the NG-RAN.

For Registration over non-3GPP Access, if the UE isalso in CM-CONNECTED state on 3GPP access, the AMF
sends the RRC I nactive Assistance Information to the NG-RAN.

23.[Conditional] AMF to UDM: If the Access and Mobility Subscription data provided by UDM to AMF in 14b
includes Steering of Roaming information with an indication that the UDM requests an acknowledgement of the
reception of thisinformation from the UE, the AMF provides the UE acknowledgement to UDM using
Nudm_SDM_Info. For more details regarding the handling of Steering of Roaming information refer to
TS23.122[22].

The AMF aso usesthe Nudm_SDM _Info service operation to provide an acknowledgment to UDM that the UE
received the Network Slicing Subscription Change Indication (see step 21 and step 22) and acted upon it.

24.[Conditional] AMF to UDM: After step 14a, and in parallel to any of the preceding steps, the AMF shall send a
"Homogeneous Support of IMS Voice over PS Sessions' indication to the UDM using Nudm UECM_Update:

- If the AMF has evaluated the support of IMS Voice over PS Sessions, see clause 5.16.3.2 of TS 23.501 [2],
and

- If the AMF determines that it needs to update the Homogeneous Support of IMS Voice over PS Sessions, see
clause 5.16.3.3 of TS 23.501 [2].
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The mobility related event notifications towards the NF consumers are triggered at the end of this procedure for cases as
described in clause 4.15.4.

42223 Registration with AMF re-allocation

When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF,
e.g. when theinitial AMF is not the appropriate AMF to serve the UE. The Registration with AMF re-allocation
procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a
Registration procedure.

(R)AN Initial Target NSSF NRF
AMEF AMF
1. Initial UE message
e 'i
|
I 2. Optionally steps 4-9a of figlre 4.2.2.2.2-1. :
S S I |
r-—-———>""—™—77—7—7— 1
: 3a.UDM selection ! upm

3b. Nudm_SDM_Get(Slice Selection Subscript{on data)
___________________ _—— —— e —— _>

Old AMF
5 Namf_Communication_Re gistratlonC;TmpleteNoti fy

6a. Nnrf_NFDiscovery_Request

7a. Namf_Communicgtion_N1MessageNotify,

(A)

7a. Reroute NAS message

(B)

7b. Initial UE message

v

8. Steps 4-22 of figure 4.2.2.2.2-1 or
Steps 8-22 of figure 4.2.2.2.2-1

Figure 4.2.2.2.3-1: Registration with AMF re-allocation procedure
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Theinitiadl AMF and the target AMF register their capability at the NRF.

1. Steps1and 2 of figure 4.2.2.2.2-1 have occurred, and the (R)AN sends the Registration request message within
an Initial UE message to theinitial AMF.

2. If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration
Request or if the Registration Request was not sent integrity protected or integrity protection isindicated as
failed, then AMF performs steps 4 to 9b of figure 4.2.2.2.2-1.

3a. [Conditional] If theinitial AMF needs UE's subscription information to decide whether to reroute the
Registration Request and UE's slice selection subscription information was not provided by old AMF, the AMF
selectsa UDM as described in TS 23.501 [2], clause 6.3.8.

3b. Initial AMF to UDM: Nudm_SDM_Get (SUPI, Slice Selection Subscription data).

Theinitial AMF request UE's Slice Selection Subscription data from UDM by invoking the Nudm_SDM_Get
(see clause 5.2.3.3.1) service operation. UDM may get this information from UDR by Nudr_DM_Query(SUPI,
Subscribed S-NSSAIs).

3c. UDM toinitial AMF: Response to Nudm_SDM_ Get. The AMF gets the Slice Selection Subscription data
including Subscribed S-NSSAIs. The UDM may provide indication that the subscription data for network slicing
is updated for the UE.

UDM responds with dlice selection datato initial AMF.

4a. [Conditional] Initial AMF to NSSF: Nnssf_NSSelection_Get (Requested NSSAI, [Mapping Of Requested
NSSAI], Subscribed S-NSSAI(s) with the default S-NSSAI indication, TAI, Allowed NSSAI for the other access
type (if any), [Mapping of Allowed NSSAI], PLMN ID of the SUPI).

If there is a need for dice selection, (see clause 5.15.5.2.1 of TS 23.501 [2]), e.g. theinitidl AMF cannot serve all
the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initiadl AMF invokes
the Nnssf_NSSelection _Get service operation from the NSSF by including Requested NSSAI, optionally
Mapping Of Requested NSSAI, Subscribed S-NSSAIs with the default SSNSSAI indication, Allowed NSSAI for
the other access type (if any), Mapping of Allowed NSSAI, PLMN ID of the SUPI and the TAI of the UE.

4b. [Conditional] NSSF to Initial AMF: Response to Nnssf_NSSelection_Get (AMF Set or list of AMF addresses,
Allowed NSSAI for the first access type, [Mapping Of Allowed NSSAI], [Allowed NSSAI for the second access
type], [Mapping of Allowed NSSAI], [NSI ID(s)], [NRF(s)], [List of rejected (S-NSSAI(s), cause valueg(s))],
[Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAIT).

The NSSF performs the steps specified in point (B) in clause 5.15.5.2.1 of TS 23.501 [2]. The NSSF returns to
initial AMF the Allowed NSSAI for the first access type, optionally the Mapping Of Allowed NSSAI, the
Allowed NSSAI for the second access type (if any), optionally the Mapping of Allowed NSSAI and the target
AMF Set or, based on configuration, the list of candidate AMF(s). The NSSF may return NSI ID(s) associated to
the Network Slice instance(s) corresponding to certain S-NSSAI(S). The NSSF may return the NRF(s) to be used
to select NFs/services within the selected Network Slice instance(s). It may return also information regarding
rejection causes for S-NSSAI(s) not included in the Allowed NSSAI. The NSSF may return Configured NSSAI
for the Serving PLMN, and possibly the associated mapping of the Configured NSSAL.

NOTE 1: The NRF(s) returned by the NSSF, if any, belong to any level of NRF (see clause 6.2.6 of TS 23.501 [2])
according to the deployment decision of the operator.

5. [Conditional] Initial AMF to old AMF: Namf_Communication_RegistrationCompleteNotify (failure cause).

Theinitial AMF decides to reroute the NAS message to another AMF. Theinitial AMF sends areject indication
to the old AMF telling that the UE Registration procedure did not fully complete at the initial AMF. The old
AMF continues as if the Namf_Communication UEContextTransfer had never been received.

6a. [Conditional] Initial AMF to NRF: Nnrf_NFDiscovery Request (NF type, AMF Set).

If theinitial AMF does not locally store the target AMF address, and if the initial AMF intends to use direct
reroute to target AMF or the reroute via (NG-R)AN message needs to include AMF address, then theinitial

AMF invokesthe Nnrf_NFDiscovery Reguest service operation from the NRF to find a proper target AMF
which has required NF capabilities to serve the UE. The NF typeis set to AMF. The AMF Set isincluded in the
Nnrf_NFDiscovery Request.

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 30 ETSI TS 123 502 V15.12.0 (2021-01)

6b. [Conditional] NRF to AMF: Response to Nnrf_NFDiscovery Request (list of (AMF pointer, AMF address, plus
additional selection rules and NF capabilities)).

The NRF replies with the list of potentia target AMF(s). The NRF may also provide the details of the services
offered by the candidate AMF(s) along with the notification end-point for each type of notification service that
the selected AMF had registered with the NRF, if available. As an alternative, it provides alist of potential target
AMFs and their capabilities, and optionally, additional selection rules. Based on the information about registered
NFs and required capabilities, atarget AMF is selected by theinitial AMF.

If the security association has been established between the UE and initial AMF, to avoid aregistration failure,
theinitial AMF shall forward the NAS message to the target AMF by executing step 7(A).

NOTE 2: The security context in theinitial AMF is not transferred to the target AMF if initial AMF forward the
NAS message to the target AMF via (R)AN. In this case the UE rejects the NAS message sent from target
AMF as the security context in the UE and target AMF are not synchronized.

NOTE 3: Network dlice isolation cannot be completely maintained if the AMF reallocation is executed by
step 7(A).

If theinitial AMF isnot part of the target AMF set, and is not able to get alist of candidate AMF(s) by querying
the NRF with the target AMF set (e.g. the NRF locally pre-configured on AMF does not provide the requested
information, the query to the appropriate NRF provided by the NSSF is not successful, or theinitial AMF has
knowledge that theinitial AMF is not authorized as serving AMF etc.) then the initial AMF shall forward the
NAS message to the target AMF via (R)AN executing step 7(B) unless the security association has been
established between the UE and initial AMF; the Allowed NSSAI and the AMF Set are included to enable the
(R)AN to select the target AMF as described in TS 23.501 [2] clause 6.3.5.

7(A). If theinitial AMF, based on local policy and subscription information, decides to forward the NAS message
to the target AMF directly, the initial AMF invokes the Namf_Communication_N1MessageNotify to the target
AMF, carrying the rerouted NAS message. The Namf_Communication N1MessageNotify service operation
includes the information enabling (R)AN to identify the N2 terminating point, and the full Registration Request
message, and the UE's SUPI and MM Context if available. If theinitial AMF has obtained the information from
the NSSF as described at step 4b, that information except the AMF Set or list of AMF addressesisincluded. The
target AMF then updates the (R)AN with a new updated N2 termination point for the UE in the first message
from target AMF to RAN in step 8.

7(B). If theinitid AMF, based on local policy and subscription information, decides to forward the NAS message
to the target AMF via (R)AN unless the target AMF(s) are returned from the NSSF and identified by alist of
candidate AMF(s), theinitiadl AMF sends a Reroute NAS message to the (R)AN (step 7a). The Reroute NAS
message includes the information about the target AMF, and the full Registration Request message. If the initial
AMF has obtained the information as described at step 4b, that information is included. The (R)AN sendsthe
Initial UE message to the target AMF (step 7b) indicating reroute due to slicing including the information from
step 4b that the NSSF provided.

8. After receiving the Registration Request message transmitted at step 7(A)aor step 7(B)b, if no UE context is
received from theinitial AMF, the target AMF, based on rerouting due to slicing, continues with the Registration
procedure from step 4 until 22 of figure 4.2.2.2.2-1 (with the target AMF corresponding to the new AMF). If the
UE context is received from the initial AMF, the target AMF continues with the Registration procedure from
step 8 or step 9b (depending on whether it decides to re-authenticate the UE) or step 9c (if new NAS security
context shall be applied) until step 22 of figure 4.2.2.2.2-1, skipping step 10. If theinitial AMF decidesto
forward the NAS message to the target AMF (step 7(A), the first message from the target AMF to RAN (either
Initial Context Setup Request, or Downlink NAS Transport) contain the AMF name of the initial AMF.

4.2.2.3 Deregistration procedures

42231 General
The Deregistration procedure allows:
- the UE to inform the network that it does not want to access the 5GS any longer, and

- the network to inform the UE that it does not have access to the 5GS any longer.
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The Deregistration request by the UE and Deregistration request by the network include whether the Deregistration
applies to the 3GPP access, to the non-3GPP access, or to both. When the UE is registered to both accessesin the same
PLMN, the Deregistration message can be sent over any access regardless of the access the Deregistration is applied to.

42232 UE-initiated Deregistration
The UE uses this procedure to deregister from the registered PLMN as shown in Figure 4.2.2.3.2-1.

UE AMF PCF SMF UPF UDM

1. Deregistration Request

2. Nsmf_PDUSession_ReleaseSMContext Request

»
»

3a. N4 Session Release Rgquest

‘13b. N4 Session Release Re sponse
<4

4. Nsmf_PDUSession_R SMContext Respons¢:

<

5a.SM Policy Association Term|nation

/\‘4'__"_“""""""_"1/’) 5b.Nudm_SDM_Unsubscribe

A

5c. Nudm_UECM_Deregistration

6. AMF-initiated AM Policy Association Termination{«t

6a. AMFinitiated UE Policy|Association Termination

7. De-registration Accept I e 2

8. Signalling Connection Release
+“—p4——— P

Figure 4.2.2.3.2-1: UE-initiated Deregistration

1. The UE sends NAS message Deregistration Request (5G-GUTI, Deregistration type (e.g. Switch off), Access
Type) to the AMF.

Access type indicates whether the Deregistration procedure applies to the 3GPP access, to the non-3GPP access,
or to both if the 3GPP access and non-3GPP access of the UE are served by the same AMF (refer to
TS23.501[2]). The AMF shall invoke the Deregistration procedure for the target access indicated by the UE.

2. [Conditiona] AMF to SMF: Nsmf_PDUSession_ReleaseSM Context (SUPI, PDU Session ID).

If the UE has no established PDU Session over the target access indicated in step 1, then steps 2 to 5 are not
executed. All PDU Sessions over the target access(es), which belong to the UE are released by the AMF sending
Nsmf_PDUSession_ReleaseSM Context Request (SUPI, PDU Session ID) message to the SMF for each PDU
Session.

3. [Conditional] The SMF releases al resources e.g. the | P address / Prefix(es) that were allocated to the PDU
Session and rel eases the corresponding User Plane resources:

3a. [Conditional] The SMF sends N4 Session Release Request (N4 Session I D) message to the UPF(s) of the PDU
Session. The UPF(s) shall drop any remaining packets of the PDU Session and release all tunnel resource and
contexts associated with the N4 Session.

3b. [Conditional] The UPF(s) acknowledges the N4 Session Rel ease Request by the transmission of an N4 Session
Release Response (N4 Session |D) message to the SMF.

4. [Conditional] The SMF responds with Nsmf_PDUSession ReleaseSM Context Response message.

5a. [Conditional] If dynamic PCC applied to this session the SMF performs an SM Policy Association Termination
procedure as defined in clause 4.16.6.
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5b-c. [Conditional] If it isthe last PDU Session the SMF is handling for the UE for the associated (DNN, S
NSSALI), the SMF unsubscribes from Session Management Subscription data changes notification with the UDM
by means of the Nudm_SDM _Unsubscribe service operation. The SMF invokes the
Nudm_UECM_Deregistration service operation so that the UDM removes the association it had stored between
the SMF identity and the associated DNN and PDU Session |d.

6. [Conditional] If thereis any association with the PCF for this UE and the UE is no more registered over any
access, the AMF performs a AMF-initiated AM Policy Association Termination procedure as defined in
clause 4.16.3.2 del ete the association with the PCF.

6a. [Conditional] If there is any association with the PCF for this UE and the UE is no more registered over any
access, the AMF performs a AMF-initiated UE Policy Association Termination procedure as defined in
clause 4.16.13.1 del ete the association with the PCF.

7. [Conditional] The AMF sends NAS message Deregistration Accept to UE depending on the Deregistration type
i.e. if Deregistration typeis switch-off, AMF does not send Deregistration Accept message.

8. [Conditional] AMF to AN: N2 UE Context Release Request (Cause)

If the target access for Deregistration procedure is 3GPP access or both 3GPP access and non-3GPP access, and
thereis N2 signalling connection to NG-RAN, the AMF sends N2 UE Release command to NG-RAN with
Cause set to Deregistration to release N2 signalling connection. The details of this step are covered by steps 2 to
4 inthe AN Release procedure, as described in clause 4.2.6.

If the target access for Deregistration procedure is non-3GPP access or both 3GPP access and non-3GPP access,
and there is N2 signalling connection to the N3IWF, the AMF sends N2 UE Release command to N3IWF with
Cause set to Deregistration to release N2 signalling connection. The details of this step are covered by steps 2 to
5 in the "Deregistration procedure for untrusted non-3gpp access’, as described in clause 4.12.3.

4.2.2.3.3 Network-initiated Deregistration

The procedure depicted in Figure 4.2.2.3.3-1 shows Network-initiated Deregistration procedure. The AMF can initiate
this procedure for either explicit (e.g. by O&M intervention) or implicit (e.g. expiring of Implicit Deregistration timer).
The UDM can trigger this procedure for operator-determined purposes to request the removal of a subscriber's RM
context and PDU Session(s) of the UE.

UE (R)AN AMF PCF SMF UPF UDM

1. Nudm_UECM_DeregistrationNotificatio

2. De-registratipn Request

5.AMH-initiated AM Policy Asspciation Termination
1 »

N v
5a.AMF-initiated UE Policy Asspciation Termination
6. De-registration Accept A2 N

7. Signalling ¢
o - coETg N s >

Figure 4.2.2.3.3-1: Network-initiated Deregistration

1. [Conditional] If the UDM wants to request the immediate deletion of a subscriber's RM contexts and PDU
Sessions, the UDM shall send a Nudm_UECM_DeregistrationNotification (SUPI, Access Type, Removal
Reason) message with Removal Reason set to Subscription Withdrawn to the registered AMF. The Access Type
may indicate 3GPP Access, non-3GPP Access or both.

2. If the AMF receives Nudm _UECM_DeregistrationNotification in Step 1 with Removal Reason as Subscription
Withdrawn, the AMF executes Deregistration procedure over the access(es) the Access Type indicates.
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The AMF-initiated Deregistration procedure is either explicit (e.g. by O&M intervention) or implicit. The AMF
does not send the Deregistration Request message to the UE for Implicit Deregistration. If the UE isin CM-
CONNECTED state, the AMF may explicitly deregister the UE by sending a Deregistration Request message
(Deregistration type, Access Type) to the UE. The Deregistration type may be set to Re-registration in which
case the UE should re-register at the end of the Deregistration procedure. Access Type indicates whether
Deregistration procedure applies to the 3GPP access or non-3GPP access, or both. If the Deregistration Request
message is sent over 3GPP access and the UE isin CM-IDLE state in 3GPP access, the AMF pages the UE.

If the UE has established PDU Session associated with emergency service, the AMF shall not initiate
Deregistration procedure. In this case, the AMF performs network requested PDU Session Release for any PDU
session associated with non-emergency service as described in clause 4.3.4.

3. [Conditional] If the Deregistration procedure is triggered by UDM (Step 1), the AMF acknowledges the
Nudm_UECM_DeRegistrationNotification to the UDM. The AMF a so unsubscribes with the UDM using
Nudm_SDM_Unsubscribe service operation.

4. [Conditional] If the UE has any established PDU Session over the target access for deregistration indicated in
step 2, then step 2 ~ step 5 of UE-initiated Deregistration procedurein clause 4.2.2.3.2 is performed.

5. [Conditional] Asin step 6 of Figure 4.2.2.3.2-1.
5a. [Conditional] Asin step 6aof Figure 4.2.2.3.2-1.

6. [Conditional] If the UE receives the Deregistration Request message from the AMF in step 2, the UE sends a
Deregistration Accept message to the AMF any time after step 2. The NG-RAN forwards this NAS message to
the AMF along with the TAI+ Cell identity of the cell which the UE is using.

7. [Conditional] AMF to AN: N2 UE Context Release Request (Cause): asin step 8 of Figure 4.2.2.3.2.
4.2.3 Service Request procedures

4231 General

The Service Request procedureis used by a UE in CM-IDLE state or the 5GC to request the establishment of a secure
connection to an AMF. The Service Request procedure is also used both when the UE isin CM-IDLE and in CM-
CONNECTED to activate a User Plane connection for an established PDU Session.

The UE shall not initiate a Service Request procedure if there is an ongoing Service Request procedure.

4.2.3.2 UE Triggered Service Request

The UE in CM-IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user
data, or as aresponse to a network paging request. After receiving the Service Request message, the AMF may perform
authentication. After the establishment of the signalling connection to an AMF, the UE or network may send signalling
messages, e.9. PDU Session establishment from UE to the SMF, viathe AMF.

The Service Request procedure is used by a UE in CM-CONNECTED to request activation of a User Plane connection
for PDU Sessions and to respond to a NAS Notification message from the AMF. When a User Plane connection for a
PDU Session is activated, the AS layer in the UE indicates it to the NAS layer.

For any Service Request, the AMF responds with a Service Accept message to synchronize PDU Session status
between UE and network, if necessary. The AMF responds with a Service Reject message to UE, if the Service Request
cannot be accepted by network. The Service Reject message may include an indication or cause code requesting the UE
to perform Registration procedure.

For this procedure, the impacted SMF and UPF, if any, are al under control of the PLMN serving the UE, e.g. in Home
Routed roaming case the SMF and UPF in HPLMN are not involved.

For Service Request due to user data, network may take further actionsif User Plane connection activation is not
successful.

The procedure in this clause 4.2.3.2 is applicabl e to the scenarios with or without intermediate UPF, and with or without
intermediate UPF reselection.
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If the UE initiates Service Request procedures via non-3GPP Access, functions defined in the clause 4.12.4.1 are
applied.

UPF UPF UPF
‘ uE ‘ (RIAN ‘ ‘ AMF ‘ ‘ {new |-UPF) ‘ SMF ‘ ‘ (old I-UPF) ‘ ‘ {PsA) ‘ ‘ PCF ‘ ‘ AUSF ‘
1. Service Request
2. N2 message (Service Request)
3. Authentication Security |
4. Nsmf_PDUSession_UpdateSMContext Request |
S5a. SMF initiated SM Policy Association
A ] Modification___ |_______ N
N T 17
5b. UPF sglection
6a. N4 Session Madification Request N
6b. N4 Session Madification Response
- T
6c. N4 Session Estgblishment Request|
6d. N4 Session Establishment Response
7a. N4 Session Modification Request
7b. N4 Session Modification Response
Downlink data
8a. N4 Session Madification Request
8b. N4 Session Madification Response
I-UPF is relocated
9. Buffered DL data forwarding
I-UPF is rempved
10. Buffered DL data forwarding
11. Nsmf| PDUSession_UpdateSMContext Response
12. N2 Request
‘13. RRC connectjon reconfiguration
Uplink data (cage: new I-UPF is inserted or I-UPF is relocated)
Uplink data {case: 1-UPF is removéd)
14. N2 Request Ack
15. Nsmf_PDUSession_UpdateSMContext Request
7 16. SMF initigted SM Policy Modifi¢ation N
(\‘,_____________________________________'______________1 )
I{UPF
17a. N4 Session Modification Request
17b. N4 Session Modification Response
Downlink data
No I-UPF 18a. N4 Session Modification Request
18b. N4 Session Mpdification Response
Downlink data
19. Nsmf_PDUSession_Update§MContext Responsg
20a. N4 Session Modification Request
20b. N4 Session Modification Response
21a. N4 Session Modification Request
21b. N4 Session Mpdification Response
22a. N4 Session Modification Request or N4 Session Release Request
22b. N4 Session Modification Resgonse or N4 Session Release Response

Figure 4.2.3.2-1: UE Triggered Service Request procedure
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1. UEto (R)AN: AN message (AN parameters, Service Request (List Of PDU Sessions To Be Activated, List Of
Allowed PDU Sessions, security parameters, PDU Session status, 5G-S-TMSI, [NAS message container],
Exempt Indication)).

The NAS message container shall be included if the UE is sending a Service Request message as an Initial NAS
message and the UE needs to send non-cleartext |Es, see clause 4.4.6in TS 24.501 [25].

The List Of PDU Sessions To Be Activated is provided by UE when the UE wants to re-activate the PDU
Session(s). The List Of Allowed PDU Sessionsis provided by the UE when the Service Request is a response of
aPaging or aNAS Notification for a PDU Session associated with non-3GPP access, and identifies the PDU
Sessions that can be transferred to 3GPP access.

In the case of NG-RAN:

- The AN parametersinclude 5G-S-TMSI, Selected PLMN ID and Establishment cause. The Establishment
cause provides the reason for requesting the establishment of an RRC connection.

- The UE sends Service Request message towards the AMF encapsulated in an RRC message to the NG-RAN.
The RRC message(s) that can be used to carry the 5G-S-TM S| and this NAS message are described in
TS38.331[12] and TS 36.331 [16].

If the Service Request is triggered by the UE for user data, the UE identifies, using the List Of PDU Sessions To
Be Activated, the PDU Session(s) for which the UP connections are to be activated in Service Request message.
When the UE includes the List Of PDU Sessions To Be Activated, the UE shall indicate PDU Sessions only
associated with the access the Service Request is related to. If the Service Request is triggered by the UE for
signaling only, the UE doesn't identify any List Of PDU Sessions To Be Activated. If this procedure is triggered
for paging response, and the UE has at the same time some user data to be transferred, the UE identifies the PDU
Session(s) whose UP connections are to be activated in Service Request message, by the List Of PDU Sessions
To Be Activated. Otherwise the UE does not identify any PDU Session(s) in the Service Request message for
paging response. As defined in TS 24.501 [25] the UE shall include always-on PDU Sessions which are accepted
by the network in the List Of PDU Sessions To Be Activated even if there are no pending uplink data for those
PDU Sessions or when the Service Request is triggered for signalling only or when the Service Request is
triggered for paging response.

If the Service Request over 3GPP accessis triggered in response to the paging or NAS Notification indicating
non-3GPP access, the Service Request message shall identify the list of PDU Sessions associated with the non-
3GPP access that can be re-activated over 3GPP in the List Of Allowed PDU Sessions, as described in

clause 4.2.3.3 (step 6) of this specification and in clause 5.6.8 of TS 23.501 [2].

If the Service Request is triggered to report PS Data Off status change and the UE isin Non-Allowed Area, the
UE shall send Service Request message with an indication that the message is exempted from restriction (e.g.
Non-Allowed Ared). In this case, if the UE isin Non-Allowed Area, the UE shall not include the List Of PDU
Sessions To Be Activated and as aresult the always-on PDU Session is not re-activated during the Service
Request procedure.

The PDU Session status indicates the PDU Sessions available in the UE.

The UE shall not trigger a Service Request procedure for a PDU Session corresponding to a LADN when the UE
is outside the area of availability of the LADN.

NOTE 1: A PDU Session corresponding to a LADN is not included in the List Of PDU Sessions To Be Activated
when the UE is outside the area of availability of the LADN.

For UE in CM-CONNECTED state, only the List Of PDU Sessions To Be Activated and List Of Allowed PDU
Sessions heed to be included in the Service Request.

2. (R)AN to AMF: N2 Message (N2 parameters, Service Request).
Details of this step are described in TS 38.413 [10]. If the AMF can't handle the Service Request it will reject it.

When NG-RAN is used, the N2 parametersinclude the 5G-S-TMSI, Selected PLMN 1D, Location information
and Establishment cause, UE Context Request.

If the UE isin CM-IDLE state, the NG-RAN obtains the 5G-S-TMSI in RRC procedure. NG-RAN selects the
AMF according to 5G-S-TMSI. The Location Information relates to the cell in which the UE is camping.
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Based on the PDU Session status, the AMF may initiate PDU Session Release procedure in the network for the
PDU Sessions whose PDU Session I1D(s) were indicated by the UE as not available.

When the Establishment cause is associated with priority services (e.g. MPS, MCS), the AMF includes a
Message Priority header to indicate priority information. Other NFs relay the priority information by including
the Message Priority header in service-based interfaces, as specified in TS 29.500 [17].

3a) AMF to (R)AN: N2 Request (security context, Mobility Restriction List, list of recommended cells/ TAs/ NG-
RAN node identifiers).

If the 5G-AN had requested for UE Context or there is arequirement for AMF to provide this e.g. the AMF
needs to initiate fallback procedure as in clause 4.13.4.2 for Emergency services, AMF initiates NGAP
procedure as specified in TS 38.413 [10]. For UE in CM-IDLE state, 5G-AN stores the Security Context in the
UE AN context. Mobility Restriction List is described in TS 23.501 [2] clause 5.3.4.1 "Mobility Restrictions”.

The 5G-AN uses the Security Context to protect the messages exchanged with the UE as described in
TS33.501[15].

If the NG-RAN node had provided the list of recommended cells/ TAs/ NG-RAN node identifiers during the
AN Release procedure (see clause 4.2.6), the AMF shall include it in the N2 Request. The RAN may use this
information to allocate the RAN Notification Area when the RAN decides to enable RRC Inactive state for the
UE.

3. If the Service Request was not sent integrity protected or integrity protection verification failed, the AMF shall
reject the Service Request as stated in TS 24.501 [25].

If the UE in CM-IDLE state triggered the Service Request to establish a signalling connection only, after
successful establishment of the signalling connection the UE and the network can exchange NAS signalling and
steps 4 to 11 and 15 to 22 are skipped.

If the UE triggered the Service Request with an indication that the message is exempted from restriction (e.g.
Non-Allowed Area), the AMF should accept the Service Request. In this case, if the UE isin Non-Allowed
Area, the AMF rejects user plane setup request from the SMF except for emergency services.

If the procedure was triggered in response to paging or NAS notification indicating non-3GPP access, and the
AMF received N1 SM Container only from the SMF in step 3a of clause 4.2.3.3, the AMF sends the NAS
signalling including the N1 SM Container to the UE in step 7 of clause 4.2.3.3 without updating the access
associated to the PDU Session.

4. [Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSM Context Request (PDU Session ID(s), Operation
Type, UE location information, Access Type, RAT Type, UE presencein LADN service area, Indication of
Access Type can be changed).

The Nsmf_PDUSession_UpdateSM Context Request is invoked:
- If the UE identifies List Of PDU Sessions To Be Activated in the Service Request message;

- Thisprocedure istriggered by the SMF but the PDU Session(s) identified by the UE correlates to other PDU
Session ID(s) than the one triggering the procedure; or

- If this procedure istriggered by the SMF in response to paging or NAS natification indicating 3GPP access
or if this step onwards isinvoked following step 4a of clause 4.2.3.3, but the current UE location is outside
the "Area of validity for the N2 SM information™ provided by the SMF in step 3a of clause 4.2.3.3 or the
"Area of validity for the N2 SM information" was not provided by the SMF in step 3a of clause 4.2.3.3, the
AMF shall not send the N2 information provided by the SMF in step 3a of clause 4.2.3.3. Otherwise, if the
current UE location isin the "Area of validity for the N2 SM information", steps 4 to 11 are skipped; or

- If thisprocedure istriggered by SMF in response to paging or NAS notification indicating non-3GPP access
and the AMF received N2 SM Information only, or both N1 SM Container and N2 SM Information in step 3a
of clause 4.2.3.3.

If the DNN correspondsto an LADN then the "UE presence in LADN service area” indicatesif the UE isIN or
OUT of the LADN service area. If the AMF does not provide the "UE presencein LADN service area’
indication and the SMF determines that the DNN corresponds to a LADN, then the SMF considers that the UE is
OUT of the LADN service area.
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The AMF determines the PDU Session(s) for which the UP connection(s) shall be activated and sends an
Nsmf_PDUSession_UpdateSM Context Request to SMF(s) associated with the PDU Session(s) with Operation
Type set to "UP activate" to indicate establishment of User Plane resources for the PDU Session(s). The AMF
determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2 interface.

If the procedure was triggered in response to paging or NAS Natification indicating non-3GPP access, the AMF
received N2 SM Information in step 3a of clause 4.2.3.3 and the PDU Session for which the UE was paged or
notified isnot in the List Of Allowed PDU Sessions provided by the UE, the AMF notifies the SMF that the UE
is not reachable. For other PDU Sessionsin the List Of Allowed PDU Sessions the Service Request Procedure
succeeds without re-activating the User Plane of any PDU Sessions, unless they have also been included by the
UE inthe List Of PDU Sessions To Be Activated.

If the procedure was triggered in response to paging or NAS notification indicating non-3GPP access, and the
PDU Session for which the UE was paged or notified isin the List Of Allowed PDU Sessions provided by the
UE, and the AMF received N2 SM Information only or N1 SM Container and N2 SM Information from the SMF
in step 3a of clause 4.2.3.3, the AMF notifies the SMF that the access type of the PDU session can be changed.
The AMF discards any aready received N1 SM Container and N2 SM Information. In Home Routed roaming
case, the V-SMF triggers Nsmf_PDUSession_Update service operation towards the H-SMF to notify the access
type of the PDU Session can be changed and the procedure continues as specified in clause 4.3.3.3 from step 1a
to step 10.

The AMF may receive a Service Reguest to establish another NAS signalling connection viaa NG-RAN while it
has maintained an old NAS signalling connection for UE still viaNG-RAN. In this case, AMF shall trigger the
AN release procedure toward the old NG-RAN to release the old NAS signalling connection as defined in
clause 4.2.6 with following logic:

- For the PDU Sessionsindicated in the List Of PDU Sessions To Be Activated, the AMF reguests the SMF to
activate the PDU Session(s) immediately by performing this step 4.

- For the PDU Sessionsindicated in the "List of PDU Session ID(s) with active N3 user plane" but not in the
List Of PDU Sessions To Be Activated, the AMF requests the SMF to deactivate the PDU Session(s).

5a. [Conditional] SMF to PCF: If the AMF notified the SMF that the access type of the PDU session can be changed
in step 4, and if PCC is deployed, the SMF perform an SMF initiated SM Policy Association Modification
procedure as defined in clause 4.16.5.1 if Policy Control Request Trigger condition(s) have been met (i.e. change
of Access Type). The PCF may provide updated PCC Rule(s).

5b. If the PDU Session ID correspondsto a LADN and the SMF determines that the UE is outside the area of
availability of the LADN based on the "UE presence in LADN service ared’ from the AMF, the SMF decides to
(based on local palicies) either:

- keep the PDU Session, but reject the activation of User Plane connection for the PDU Session and inform the
AMF about it. If the procedure has been triggered by a Network Triggered Service Request as described in
clause 4.3.2.3, the SMF may notify the UPF that originated the Data Notification to discard downlink data for
the PDU Sessions and/or to not provide further Data Notification messages; or

- torelease the PDU Session: the SMF releases the PDU Session and informs the AMF that the PDU Session is
released.

In any case of the two cases above the SMF answers to the AMF (step10) with an appropriate reject cause
and the User Plane Activation of PDU Session is stopped.

Otherwise, based on the location info received from the AMF, the SMF checks the UPF Selection Criteria
according to clause 6.3.3 of TS 23.501 [2], and determines to perform one of the following:

- accepts the activation of UP connection and continue using the current UPF(S);

- accepts the activation of UP connection and selects a new intermediate UPF (or add/remove an intermediate
UPF), if the UE has moved out of the service area of the UPF that was previously connecting to the AN,
while maintaining the UPF(s) acting as PDU Session Anchor. The stepsto perform |-UPF
addition/change/removal are described as conditional stepsin the following of the current procedure; or
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NOTE 2: If the old and/or new I-UPF implementsan UL CL or BP functionality and a PDU Session Anchor for

connectivity to the local access to the Data Network as described in TS 23.501 [2] clause 5.6.4.2, the
signalling described in the current clause isintended as the signalling to add, remove or change the PDU
Session Anchor, and must be complemented by the signalling to add, release or change the UL CL or BP
as described respectively in clauses 4.3.5.4, 4.3.5.5 and 4.3.5.7.

- rgjectsthe activation of UP connection of a PDU Session of SSC mode 2, and trigger re-establishment of the
PDU Session after Service Request procedure to perform the allocation of a new UPF to act as PDU Session
Anchor, e.g. the UE has moved out of the service area of the anchor UPF which is connecting to NG-RAN.

In the case that the SMF failsto find suitable I-UPF, the SMF decides to (based on local policies) either:

- trigger re-establishment of PDU Session. After Service Request procedure, SMF sends N1 SM message to
the UE viathe AMF by invoking Namf_Communication_ N1N2MessageT ransfer containing the cause
indicating PDU Session re-establishment is required for the UE; or

- keep the PDU Session, but reject the activation request of User Plane connection for the PDU Session and
inform the AMF about it; or

- release the PDU Session after Service Request procedure.

6a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.

Depending on the network deployment, the CN Tunnel Info of UPF (PSA) alocated for N3 or N9 interface may
be changed during the Service Request procedure, e.g. UPF connected to different P domains. If the different
CN Tunnel Info need be used, and the CN tunnel info is alocated by the UPF, the SMF sends N4 Session
Modification Reguest message to UPF (PSA). If the CN Tunndl Info is allocated by the SMF, the SMF may
provide updated CN tunnel info and UL Packet detection rulesin step 7 instead.

6b. [Conditional] UPF (PSA) to SMF: N4 Session Modification Response.

6c.

6d.

The UPF (PSA) sends an N4 Session Establishment Response message to the SMF. If the UPF (PSA) allocates
CN Tunnel Info of UPF (PSA), it provides CN Tunnel Info to the SMF. The UPF (PSA) associate the CN
Tunnel Info with UL Packet detection rules provided by the SMF.

[Conditional] SMF to new UPF (intermediate): N4 Session Establishment Request.

If the SMF selects anew UPF to act as intermediate UPF for the PDU Session, or if the SMF selects to insert an
intermediate UPF for aPDU Session which did not have an intermediate UPF, an N4 Session Establishment
Request message is sent to the new UPF, providing Packet detection, Data forwarding, enforcement and
reporting rules to be installed on the intermediate UPF. The CN Tunnel Info (on N9) of PSA, i.e. whichis used
to establish the N9 tunnel, for this PDU Session is also provided to the intermediate UPF.

If the Service Request is triggered by the network and a new UPF is selected by the SMF to replace the old
(intermediate) UPF, and if UPF allocates UP tunnel endpoint information, the SMF may also include a request
for the UPF to allocate a second tunnel endpoint for buffered DL data from the old I-UPF.

New UPF (intermediate) to SMF: N4 Session Establishment Response.

The new intermediate UPF sends an N4 Session Establishment Response message to the SMF. If the UPF
allocates CN Tunnel Info, it provides DL CN Tunnel asrequested by SMF in step 6a. The SMF starts atimer, to
be used in step 22ato release the resource in old intermediate UPF if there is one.

7a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.

If the SMF selects a new UPF to act as intermediate UPF for the PDU Session, the SMF sends N4 Session
Modification Request message to PDU Session Anchor UPF, providing DL Tunnel Info from new intermediate
UPF. The SMF may aso provide updated UL CN Tunnel Information. If the new intermediate UPF was added
for the PDU Session, the UPF (PSA) begins to send the DL datato the new |-UPF as indicated in the DL Tunnel
Info.

If the Service Request is triggered by the network, and the SMF removes the old |-UPF but does not replace it
with anew I-UPF, and if UPF allocates UP tunnel endpoint information, the SMF may also include a request for
the UPF to allocate a second tunnel endpoint for buffered DL data from the old I-UPF. In this case, the UPF
(PSA) beginsto buffer the DL data it may receive at the same time from the N6 interface.
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7b. The UPF (PSA) sends N4 Session Modification Response message to SMF.

If requested by SMF, the UPF (PSA) sends CN DL tunnel info for the old (intermediate) UPF to the SMF. The
SMF starts atimer, to be used in step 22ato release the resource in old intermediate UPF if there is one.

If the UPF that connectsto RAN isthe UPF (PSA), and if the SMF finds that the PDU Session is activated when
receiving the Nsmf_PDUSession_UpdateSM Context Request in step 4 with Operation Type set to "UP activate”
to indicate establishment of User Plane resources for the PDU Session(s), it deletesthe AN Tunnel Info and
initiates an N4 Session Modification procedure to remove Tunnel Info of AN inthe UPF.

8a. [Conditional] SMF to old UPF (intermediate): N4 Session Modification Request (New UPF address, New UPF
DL Tunnel ID)

If the service request is triggered by the network, and the SMF removes the old (intermediate) UPF, the SMF
sends the N4 Session Modification Request message to the old (intermediate) UPF, providing the DL Tunnel
Info for the buffered DL data. If the SMF alocated new |-UPF, the DL Tunnel Info is from the new
(intermediate) UPF acting as N3 terminating point. If the SMF did not allocate a new |-UPF, the DL Tunnel Info
is from the new UPF (PSA) acting as N3 terminating point. The SMF starts atimer to monitor the forwarding
tunnel as step 6b or 7b.

If the SMF find the PDU Session is activated when receiving the Nsmf_PDUSession_UpdateSM Context
Request in step 4 with Operation Type set to "UP activate” to indicate establishment of User Plane resources for
the PDU Session(s), it deletes the AN Tunnel Info and initiates an N4 Session Modification procedure to remove
Tunnel Info of AN in the UPF.

8b. old UPF (intermediate) to SMF: N4 Session Modification Response
The old (intermediate) UPF sends N4 Session Modification Response message to SMF.
9. [Conditional] old UPF (intermediate) to new UPF (intermediate): buffered downlink data forwarding

If the I-UPF is changed and forwarding tunnel was established to the new |-UPF, the old (intermediate) UPF
forwards its buffered data to the new (intermediate) UPF acting as N3 terminating point.

10. [Conditional] old UPF (intermediate) to UPF (PSA): buffered downlink data forwarding

If the old I-UPF is removed and no new |-UPF is assigned for the PDU Session and forwarding tunnel was
established to the UPF (PSA), the old (intermediate) UPF forwards its buffered data to the UPF (PSA) acting as
N3 Terminating Point.

11.[Conditional] SMF to AMF: Nsmf_PDUSession_UpdateSM Context Response (N2 SM information (PDU
Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, SNSSAI, User Plane Security Enforcement, UE
Integrity Protection Maximum Data Rate), N1 SM Container, Cause) to the AMF. If the UPF that connectsto
RAN isthe UPF (PSA), the CN N3 Tunnel Info isthe UL Tunnel Info of the UPF (PSA). If the UPF that
connectsto RAN isthe new intermediate UPF, the CN N3 Tunnel Info isthe UL Tunnel Info of the intermediate
UPF.

The SMF shall send N1 SM Container and/or N2 SM Information to the AMF when applicable. (e.g. when the
SMF was notified from the AMF that the access type of the PDU Session can be changed in step 4).

For a PDU Session that the SMF has determined to accept the activation of UP connection in step 5a or 5b, the
SMF generates only N2 SM information and sends Nsmf_PDU Session_UpdateSM Context Response to the

AMF to establish the User Plane(s). The N2 SM information contains information that the AMF shall provide to
the NG-RAN. If the SMF decided to change the PSA UPF for the SSC mode 3 PDU Session, the SMF triggers
the change of SSC mode 3 PDU Session anchor as an independent procedure described in clause 4.3.5.2 or
clause 4.3.5.3 after accepting the activation of UP of the PDU Session.

The SMF can reject the activation of UP of the PDU Session by including a cause in the
Nsmf_PDUSession_UpdateSM Context Response. Following are some of the cases:

- If the PDU Session correspondsto a LADN and the UE is outside the area of availability of the LADN as
described in step 5b;

- If the AMF notified the SMF that the UE is reachable only for regulatory prioritized service, and the PDU
Session to be activated is not for aregulatory prioritized service; or
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- If the SMF decided to change the PSA UPF for the requested PDU Session as described in step 5b. In this
case, after sending Nsmf_PDUSession_UpdateSM Context Response, the SMF triggers another procedure to
instruct UE to re-establish the PDU Session as described in clause 4.3.5.1 for SSC mode 2.

- If the SMF received negative response in Step 6b due to UPF resource unavailability.

If the PDU Session has been assigned any EPS bearer ID, the SMF also includes the mapping between EPS
bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.

The User Plane Security Enforcement information is determined by the SMF upon PDU session establishment as
described in clause 5.10.3 of TS 23.501 [2]. If the User Plane Security Enforcement information indicates that
Integrity Protection is "Preferred” or "Required", the SMF also includes the UE Integrity Protection Maximum
Data Rate.

12. AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, Mobility Restriction
List, Subscribed UE-AMBR, MM NAS Service Accept, list of recommended cells/ TAs/ NG-RAN node
identifiers, UE Radio Capability, Core Network Assistance Information, Tracing Requirements). The Allowed
NSSAI for the Access Type for the UE isincluded in the N2 message. If the subscription information includes
Tracing Requirements, the AMF includes Tracing Requirementsin the N2 Request.

If the UE triggered the Service Request whilein CM-CONNECTED state, only N2 SM information received
from SMF and MM NAS Service Accept are included in the N2 Request.

If the Service Request procedure istriggered by the Network (as described in clause 4.2.3.3) whilethe UE isin
CM-CONNECTED state, only N2 SM information received from SMF isincluded in the N2 Request.

If the Service Request procedure istriggered by the Network (as described in clause 4.2.3.3) whilethe UE isin
CM-IDLE state, only N2 SM information received from SMF and MM NAS Service Accept isincluded in the
N2 Reguest.

For a UE that wasin CM-IDLE state when the Service Request was triggered, the NG-RAN stores the Security
Context. If the Service Request is not triggered by UE for a signalling connection only, RAN also stores QoS
Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDsin the UE RAN
context and Mobility Restriction List (asdescribed in TS 23.501 [2] clause 5.3.4.1).

MM NAS Service Accept includes PDU Session statusin AMF. Any local PDU Session Release during the
Session Request procedure is indicated to the UE via the Session Status. PDU Session Reactivation Result is
provided in Service Accept for the PDU sessionsin the List Of PDU Sessions To Be Activated, and the PDU
Sessionin the List of Allowed PDU Sessions which has caused paging or NAS notification. If the PDU Session
Reactivation Result of a PDU Session is failure, the cause of the failure is also provided.

If there are multiple PDU Sessions that involves multiple SMFs, AMF does not need to wait for responses from
all SMFsin step 11 beforeit send N2 SM information to the RAN. However, the AMF shall wait for all
responses from the SMFs before it sends MM NAS Service Accept message to the UE.

AMF shall include at least one N2 SM information from SMF if this step is triggered for PDU Session User
Plane activation. AMF may send additional N2 SM information from SMFs in separate N2 message(s) (e.g. N2
tunnel setup request), if thereis any. Alternatively, if multiple SMFs are involved, the AMF may send one N2
Request message to (R)AN after all the Nsmf_PDUSession_UpdateSM Context Response service operations
from all the SMFs associated with the UE are received.

If the NG-RAN node had provided the list of recommended cells/ TAs/ NG-RAN node identifiers during the
AN Release procedure (see clause 4.2.6), the AMF shall includeit in the N2 Request. The NG-RAN may use
thisinformation to allocate the RAN Notification Areawhen the NG-RAN decides to enable RRC Inactive state
for the UE.

The AMF includes the UE's "RRC Inactive Assistance Information” as defined in TS 23.501 [2] clause 5.3.3.2.5.

The AMF shall include the UE Radio Capability information, if available, to the NG-RAN node as described in
TS23.501[2].

The AMF may include the Core Network Assistance | nformation which includes Core Network assisted RAN
parameters tuning and Core Network assisted RAN paging information as defined in TS 23.501 [2].
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13. (R)AN to UE: The NG-RAN performs RRC Connection Reconfiguration with the UE depending on the QoS
Information for all the QoS Flows of the PDU Sessions whose UP connections are activated and Data Radio
Bearers. For a UE that wasin CM-IDLE state, if the Service Request is not triggered by UE for asignalling
connection only, the User Plane security is established at this step, which is described in detail in TS 38.331 [12]
and TS 36.331 [16]. For a UE that wasin CM-IDLE state, if the Service Request is triggered by UE for a
signaling connection only, AS security context may be established in this step, which is described in detail in
TS38.331[12] and TS 36.331[16].

If the N2 Reguest includes a NAS message, the NG-RAN forwards the NAS message to the UE. The UE locally
deletes context of PDU Sessions that are not available in 5GC.

NOTE 3: The reception of the Service Accept message does not imply the successful activation of the User Plane
radio resources.

NOTE 4: If not al the requested User Plane AN resources are successfully activated, TS 38.413 [10] will define
how to handle this.

After the User Plane radio resources are setup, the uplink data from the UE can now be forwarded to NG-RAN.
The NG-RAN sends the uplink data to the UPF address and Tunnel 1D provided in the step 11.

14.[Conditional] (R)AN to AMF: N2 Request Ack (List of PDU Sessions To Be Established with N2 SM
information (AN Tunnel Info, List of accepted QoS Flows for the PDU Sessions whose UP connections are
activated, List of rejected QoS Flows for the PDU Sessions whose UP connections are activated), List of PDU
Sessions that failed to be established with the failure cause given in the N2 SM information element).

The message may include N2 SM information(s), e.g. AN Tunnel Info. NG-RAN may respond N2 SM
information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in
step 11.

If multiple N2 SM information are included in the N2 Request message in step 12, the N2 Request Ack includes
multiple N2 SM information and information to enable the AMF to associate the responses to relevant SMF.

15. [Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSM Context Request (N2 SM information, RAT Type,
Access Type) per PDU Session to the SMF. The AMF determines Access Type and RAT Type based on the
Global RAN Node ID associated with the N2 interface.

If the AMF received N2 SM information (one or multiple) in step 14, then the AMF shall forward the N2 SM
information to the relevant SMF per PDU Session ID. If the UE Time Zone has changed compared to the last
reported UE Time Zone then the AMF shall include the UE Time Zone |E in this message.

If the PDU Session is moved from the non-3GPP access to 3GPP access (i.e. N3 tunnel for the PDU Session is
established successfully), the SMF and AMF update associated access of the PDU Session. The UE updates
associated access of the PDU Session when the user plane resource for the PDU Session is successfully
established.

Procedure for unpausing a charging pause initiated earlier is specified in clause 4.4.4.

If aPDU Session isrejected by the serving NG-RAN with an indication that the PDU Session was rejected
because User Plane Security Enforcement is not supported in the serving NG-RAN and the User Plane
Enforcement Policy indicates "Required" as described in clause 5.10.3 of TS 23.501 [2], the SMF shall trigger
the release of this PDU Session. In all other cases of PDU Session rejection, the SMF can decide whether to
release the PDU Session or to deactivate the UP connection of this PDU Session.

If some of the QoS Flows of a PDU Session are not accepted by the serving NG-RAN, the SMF shall initiate the
PDU Session Modification procedure to remove the non-accepted QoS Flows from the PDU Session after this
procedure is compl eted.

16. [Optional] SMF to PCF: If dynamic PCC is deployed, SMF may initiate notification about new location
information to the PCF (if subscribed) by performing an SMF initiated SM Policy Modification procedure as
defined in clause 4.16.5.1. The PCF may provide updated policies.

17a. [Conditional] SMF to new intermediate UPF: N4 Session Modification Request (AN Tunnel Info and List of
accepted QFI(9)).
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If the SMF selected a new UPF to act asintermediate UPF for the PDU Session in step 5b, the SMF initiates a
N4 Session Modification procedure to the new [-UPF and provides AN Tunnel Info. The Downlink Data from
the new |-UPF can now be forwarded to NG-RAN and UE.

17b. [Conditiona] UPF to SMF: N4 Session Modification Response.

18a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request (AN Tunnel Info, List of rejected QoS
Flows).

If aUser Planeisto be setup or modified and after the modification there is no I-UPF, the SMF initiates a N4
Session Modification procedure to UPF (PSA) and provides AN Tunnel Info. The Downlink Data from the UPF
(PSA) can now be forwarded to NG-RAN and UE.

For QoS Flowsin the List of rejected QoS Flows, the SMF shall instruct the UPF to remove the rules (e.g.,
Packet Detection Rules etc.) which are associated with the QoS Flows.

18b. [Conditional] UPF to SMF: N4 Session Modification Response.
19. [Conditional] SMF to AMF: Nsmf_PDUSession_UpdateSM Context Response.
20a. [Conditional] SMF to new UPF (intermediate): N4 Session Modification Request.

If forwarding tunnel has been established to the new |-UPF and if the timer SMF set for forwarding tunnel at
step 8a has expired, SMF sends N4 Session modification request to new (intermediate) UPF acting as N3
terminating point to release the forwarding tunnel.

20b. [Conditional] new UPF (intermediate) to SMF: N4 Session modification response.
New (intermediate) UPF acting as N3 terminating point sends N4 Session Modification response to SMF.
2la. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.

If forwarding tunnel has been established to the UPF (PSA) and if the timer SMF set for forwarding tunnel at
step 7b has expired, SMF sends N4 Session maodification request to UPF (PSA) acting as N3 Terminating Point
to release the forwarding tunnel.

21b. [Conditional] UPF (PSA) to SMF: N4 Session Modification Response.
UPF (PSA) acting as N3 Terminating Point sends N4 Session Modification Response to SMF.
22a. [Conditional] SMF to old UPF: N4 Session Modification Request or N4 Session Release Request.

If the SMF decided to continue using the old UPF in step 5b, the SMF sends an N4 Session Modification
Request, providing AN Tunnel Info.

If the SMF decided to select a new UPF to act as intermediate UPF in step 5b, and the old UPF is not PSA UPF,
the SMF initiates resource rel ease, after timer in step 6b or 7b expires, by sending an N4 Session Release
Request (Release Cause) to the old intermediate UPF.

22h. Old intermediate UPF to SMF: N4 Session Modification Response or N4 Session Release Response.

The old UPF acknowledges with an N4 Session Modification Response or N4 Session Release Response
message to confirm the modification or release of resources.

For the mobility related events described in clause 4.15.4, the AMF invokes the Namf_EventExposure_Notify service
operation after step 4.

Upon reception of the Namf_EventExposure_Notify with an indication that the UE is reachable, if the SMF has pending
DL datathe SMF invokes the Namf_Communication_ N1N2MessageTransfer service operation to the AMF to establish
the User Plane(s) for the PDU Sessions, otherwise the SMF resumes sending DL data notifications to the AMF in the
case of DL data.

Upon reception of the Namf_EventExposure_Notify with an indication that UE is reachable only for regulatory
prioritized service, the SMF deactivates the PDU Session if the service of the PDU Session is not regulatory prioritized.
For home routed roaming case, the V-SMF triggers the deactivation of the PDU Session, in addition, the H-SMF
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refrains from sending downlink signalling if the signalling is not related to regulatory prioritized service upon receiving
the notification.

4.2.3.3 Network Triggered Service Request

This procedure is used when the network needsto signal (e.g. N1 signalling to UE, Mobile-terminated SM S, User Plane
connection activation for PDU Session(s) to deliver mobile terminating user data) with a UE. When the procedureis
triggered by SMSF, PCF, LMF, GMLC, NEF or UDM, the SMF in the following figure should be replaced by the
respective NF. If the UE isin CM-IDLE state or CM-CONNECTED state in 3GPP access, the network initiates a
Network Triggered Service Request procedure. If the UE isin CM-IDLE state, and asynchronous type communication
is not activated, the network sends a Paging Request to (R)AN/UE. The Paging Request triggers the UE Triggered
Service Request procedure in the UE. If asynchronous type communication is activated, the network stores the received
message and forward the message to the (R)AN and/or the UE (i.e. synchronizes the context with the (R)AN and/or the
UE) when the UE enters CM-CONNECTED state.

If the UE isin CM-IDLE state in non-3GPP access and if the UE is simultaneously registered over 3GPP and non-3GPP
accesses in a PLMN, the network shall initiate a Network Triggered Service Request procedure over 3GPP access.

If the UE isin CM-IDLE state in 3GPP access and in CM-CONNECTED state in non-3GPP access, and if the UE is
simultaneoudly registered over 3GPP and non-3GPP accesses in the same PLMN, the network may initiate a Network
Triggered Service Request procedure for 3GPP access via non-3GPP access.

For this procedure, the impacted SMF and UPF are al under control of the PLMN serving the UE, e.g. in Home Routed
roaming case the SMF and UPF in HPLMN are not involved.

The procedure below covers the following non-exhaustive list of use-cases for 3GPP access (detailed conditions of
when the steps apply are stated in the procedure below):

- The SMF needs to setup N3 tunnel to deliver downlink packet to the UE for aPDU Session and the UE isin
CM-IDLE state: Step 3a contains an N2 message and Step 4b (paging) is performed.

- The SMF needs to setup N3 tunnel to deliver downlink packet to the UE for aPDU Session and the UE isin
CM-CONNECTED gtate: Step 3a contains an N2 message and Step 4a (UP reactivation) is performed.

- NF(e.g. SMF, SMSF, PCF or LMF) needs to send an N1 message to the UE, using the
Namf_Communication_N1N2MessageTransfer service operation, and the UE isin CM-IDLE state: Step 3a
contains an N1 message, Step 3b contains cause " Attempting to reach UE", and Step 4b (paging) occurs.

- TheLMF triggers AMF, using the Namf_Communication_N1N2MessageT ransfer service operation, to setup a
NAS connection with the UE and the UE isin CM-IDLE state: Step 3b contains cause "Attempting to reach
UE", and step 4b (paging) occurs.

- The GMLC triggers AMF, using the Namf_| ocation_Providel ocation service operation, to setup aNAS
connection with the UE and the UE isin CM-IDLE state: Step 4b (paging) occurs.

- The PCF needsto send a message to the UE, using the Npcf_AMPolicyControl _Create Response service
operation, or the Npcf_AMPolicyControl_UpdateNotify service operation and the UE isin CM-IDLE state:
Step 3a contains a message, and step 4b (paging) occurs.

- NF(e.g. SMSF) triggers AMF, using the Namf_MT _EnableUEReachability service operation, to setup aNAS
connection with the UE and the UE isin CM-IDLE state: The trigger is specific to the procedure and Step 4b
(paging) occurs.
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Figure 4.2.3.3-1: Network Triggered Service Request

1. When a UPF receives downlink data for a PDU Session and thereisno AN Tunnel Info stored in UPF for the
PDU Session, based on the instruction from the SMF (as described in TS 23.501 [2], clause 5.8.3), the UPF may
buffer the downlink data (steps 2a and 2b), or forward the downlink data to the SMF (step 2c).

2a. UPF to SMF: Data Notification (N4 Session ID, Information to identify the QoS Flow for the DL data packet,
DSCP).

- Onarriva of the first downlink data packet for any QoS Flow, the UPF shall send Data Notification message
to the SMF, if the SMF has not previoudly notified the UPF to not send the Data Notification to the SMF (in
which case the next steps are skipped).

- If the UPF receives downlink data packets for another QoS Flow in the same PDU Session, the UPF shall
send another Data Notification message to the SMF.

- If the Paging Policy Differentiation feature (as specified in TS 23.501 [2] clause 5.4.3) is supported by the
UPF and if the PDU Session typeis I P, the UPF shall also include the DSCP in TOS (IPv4) / TC (IPv6) value
from the I P header of the downlink data packet and the information to identify the QoS Flow for the DL data
packet.

2b. SMF to UPF: Data Notification Ack.

2c¢. The UPF forwards the downlink data packets towards the SMF if the SMF instructed the UPF to do so (i.e. the
SMF will buffer the data packets).

- If the Paging Policy Differentiation feature is supported by the SMF and if the PDU Session typeis|P, the
SMF determines the Paging Policy Indicator based on the DSCPin TOS (1Pv4) / TC (IPv6) value from the IP
header of the received downlink data packet and identifies the corresponding QoS Flow from the QFI of the
received DL data packet.

3a [Conditional] SMF to AMF: Namf_Communication_N1N2MessageTransfer (SUPI, PDU Session ID, N1 SM
container (SM message), N2 SM information (QFI(s), QoS profile(s), CN N3 Tunnel Info, SNSSAI), Area of
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validity for N2 SM information, ARP, Paging Policy Indicator, 5QI, N1IN2TransferFailure Notification Target
Address), or NF to AMF: Namf_Communication_N1N2M essageTransfer (SUPI, N1 message).

The SMF shall not include both N1 SM Container and N2 SM Information in
Namf_Communication_N1N2MessageT ransfer unless the N1 SM Container is related to the N2 SM
Information.

If this step is triggered by a notification from UPF, upon reception of a Data Notification message, for a PDU
Session corresponding to a LADN, the SMF takes actions as specified in TS 23.501 [2], clause 5.6.5. The SMF
may notify the UPF that originated the Data Notification to discard downlink data for the PDU Sessions and/or
to not provide further Data Notification messages.

Otherwise, the SMF determines whether to contact the AMF. The SMF does not contact the AMF:
- if the SMF had previously been notified that the UE is unreachable; or

- if the UE isreachable only for regulatory prioritized service and the PDU Session is not for regulatory
prioritized service.

The SMF determines the AMF and invokes the Namf_Communication_N1N2M essageTransfer to the AMF
including the PDU Session ID of the PDU Session. If this step is triggered by a notification from the UPF in
step 2a, the SMF determines the PDU Session ID based on the N4 Session ID received in step 2a.

If the SMF, while waiting for the User Plane Connection to be activated, receives any additional Data
Notification message or, in the case that the SMF buffers the data packets, additional data packets for a QoS
Flow associated with a higher priority (i.e. ARP priority level) than the priority indicated to the AMF in the
previous Namf_Communication N1IN2MessageTransfer, or the SMF derive a different Paging Policy Indicator
according to the additional Data Notification or the DSCP of the data packet, the SMF invokes a new
Namf_Communication_N1N2MessageTransfer indicating the higher priority or different Paging Policy Indicator
to the AMF.

If the SMF, while waiting for the User Plane to be activated, receives a message from a new AMF other than the
one to which the SMF invoked theNamf_Communication_N1N2MessageTransfer, the SMF re-invokes the
Namf_Communication_N1N2M essageTransfer towards the new AMF.

When supporting Paging Policy Differentiation, the SMF determines the Paging Policy Indicator related to the
downlink data that has been received from the UPF or triggered the Data Notification message, based on the
DSCP as described in TS 23.501 [2] clause 5.4.3, and indicates the Paging Policy Indicator in the
Namf_Communication_N1N2MessageTransfer.

NOTE 1: AMF may receive request message(s) from other network functions which leads to signalling towards
UE/RAN, e.g. Network-initiated Deregistration, SMF initiated PDU Session Modification. If the UE isin
CM-CONNECTED gtate and the AMF only delivers N1 message towards UE, the flow continuesin step
6 below.

The N2 SM information is optional and is not provided e.g. if the SMF only wants to send an N1 message such
as PDU Session Madification Command with only updating the UE with a PCO.

3b. [conditional] The AMF responds to the SMF.

If the UE isin CM-IDLE state at the AMF, and the AMF is able to page the UE the AMF sends a
Namf_Communication_N1N2MessageTransfer response to the SMF immediately with a cause " Attempting to
reach UE" which indicates to the SMF that the N2 SM information provided in step 3a, may be ignored by the
AMF once the UE is reachable and the SMF may be asked to provide the N2 SM information again.

While waiting for the UE to respond to a previous paging request, if the AMF receives an
Namf_Communication_N1N2MessageTransfer Request message with the same or alower priority than the
previous message triggering the paging, or if the AMF has determined not to trigger additional paging requests
for this UE based on local policy, the AMF rejects the Namf_Communication N1N2M essageT ransfer Request

message.

If the UE isin CM-CONNECTED state at the AMF then the AMF sends a
Namf_Communication_N1N2MessageT ransfer response to the SMF immediately with a cause "N1/N2 transfer
success'.
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3c.

If the UE isin CM-IDLE state, and the AMF determines that the UE is not reachable for paging, the AMF shall
send an Namf_Communication_ N1N2MessageT ransfer response to the NF from which AMF received the
request message in step 3a, or the AMF performs asynchronous type communication and stores the UE context
based on the received message. If asynchronous type communication isinvoked, the AMF initiates
communication with the UE and (R)AN when the UE is reachable e.g. when the UE enters CM-CONNECTED
state.

If the AMF has determined the UE is unreachable for the SMF (e.g., due to the UE in MICO mode or the UE is
only registered over non-3GPP access and its state is CM-IDLE), then the AMF rejects the request from the
SMF. The AMF may include in the reject message an indication that the SMF need not trigger the
Namf_Communication_ N1N2MessageTransfer Request to the AMF, if the SMF has not subscribed to the event
of the UE reachability. The AMF stores an indication that the SMF has been informed that the UE is
unreachable.

If the UE is not in MICO mode and the AMF detects the UE isin a Non-Allowed Area unless the request from
the SMF isfor regulatory prioritized service, the AMF rejects the request from the SMF and notifies the SMF
that the UE is reachable only for regulatory prioritized service. The AMF stores an indication that the SMF has
been informed that the UE is reachable only for regulatory prioritized service.

If the Registration procedure with AMF change isin progress when the old AMF receives the
Namf_Communication N1N2M essageTransfer, the old AMF may reject the request with an indication that the
Namf_Communication_N1N2MessageTransfer has been temporarily rejected.

Upon reception of an Namf_Communication_N1N2MessageTransfer response with an indication that its request
has been temporarily rejected, the SMF shall start alocally configured guard timer and wait for any message to
come from an AMF. Upon reception of a message from an AMF, the SMF shall re-invoke the
Namf_Communication_N1N2MessageTransfer (with N2 SM info and/or N1 SM info) to the AMF from which it
received the message. Otherwise the SMF takes the step 3c at expiry of the guard timer. If the SMF decides that
the control plane buffering applies, the SMF shall request UPF to start forwarding the downlink data PDU
towards the SMF.

[Conditional] SMF responds to the UPF
SMF may notify the UPF about the User Plane setup failure.

If the SMF receives an indication from the AMF that the UE is unreachable or reachable only for regulatory
prioritized service, the SMF may, based on network policies, either:

- indicate to the UPF to stop sending Data Notifications;
- indicate to the UPF to stop buffering DL data and discard the buffered data;

- indicate to the UPF to stop sending Data Notifications and stop buffering DL data and discard the buffered
data; or

- refrains from sending further Namf_Communication_ N1N2MessageTransfer message for DL data to the
AMF while the UE is unreachable.

Then the SMF subscribes to the AMF for UE reachability event notifications.
Based on operator policies, the SMF applies the pause of charging procedure as specified in clause 4.4.4.

If the SMF receives an indication from the AMF that the Namf_Communication N1N2M essageT ransfer
message requested from an SMF has been temporarily rejected, the SMF may, based on network policies,
indicate to the UPF to apply temporary buffering.

4a. [Conditional] If the UE isin CM-CONNECTED state in the access associated with the PDU Session ID received

4b.

from the SMF in step 3a, the steps 4 to 22 in UE Triggered Service Request procedure (see clause 4.2.3.2) are
performed for this PDU Session (i.e. establish the radio resources and, in the case that the User Planeisto be
activated, to establish the N3 tunnel) without sending a Paging message to the (R)AN node and the UE. In step
12 of clause 4.2.3.2, the AMF does not send the NAS Service Accept message to the UE. The rest of this
procedure is omitted.

[Conditional] If the UE isin CM-IDLE state in 3GPP access and the PDU Session ID received from the SMF in
step 3a has been associated with 3GPP access and based on local policy the AMF decides to notify the UE
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through 3GPP access even when UE isin CM-CONNECTED state for non-3GPP access, the AMF may send a
Paging message to NG-RAN node(s) via 3GPP access.

If the UE is simultaneoudly registered over 3GPP and non-3GPP accesses in the same PLMN, the UE isin CM-
IDLE state in both 3GPP access and non-3GPP access, and the PDU Session ID in step 3ais associated with
non-3GPP access, the AMF sends a Paging message with associated access "non-3GPP" to NG-RAN node(s) via
3GPP access.

If the UE isin RM-REGISTERED state and CM-IDLE and reachable in 3GPP access, the AMF sends a Paging
message (NAS ID for paging, Registration Arealist, Paging DRX length, Paging Priority, access associated to
the PDU Session) to (R)AN node(s) belonging to the Registration Area(s) in which the UE isregistered, then the
NG-RAN node pages the UE, including the access associated to the PDU Session in the paging message if
received from the AMF, see TS 38.331 [12].

NOTE 2: The usage of the Access associated with a PDU Session when paging an UE isdefined in TS 23.501 [2]
clause 5.6.8.

Different paging strategies may be configured in the AMF for different combinations of DNN, Paging Policy
Indicator (if supported), ARP and 5QI.

For RRC-inactive state, the paging strategies may be configured in the (R)AN for different combinations of
Paging Policy Indicator, ARP and 5QI.

Paging Priority isincluded only:

- if the AMF receives an Namf_Communication_N1N2M essageT ransfer message with an ARP value
associated with priority services (e.g., MPS, MCYS), as configured by the operator.

- One Paging Priority level can be used for multiple ARP val ues. The mapping of ARP values to Paging
Priority level (or levels) is configured by operator policy inthe AMF and in NG-RAN.

The (R)AN may prioritise the paging of UESs according to the Paging Priority.

If the AMF, while waiting for a UE response to the Paging Request message sent without Paging Priority,
receives an Namf_Communication_N1N2MessageTransfer message, which indicates an ARP value associated
with priority services (e.g., MPS, MCS), as configured by the operator, the AMF shall send another paging
message with the suitable Paging Priority. For subsequent received

Namf_Communication_N1N2M essageT ransfer messages with the same or higher priority, the AMF may
determine whether to send the Paging message with suitable Paging Priority based on local policy.

Paging strategies may include:
- paging retransmission scheme (e.g. how fregquently the paging is repeated or with what time interval);

- determining whether to send the Paging message to the (R)AN nodes during certain AMF high load
conditions;

- whether to apply sub-area based paging (e.g. first page in the last known cell-id or TA and retransmission in
all registered TAS).

NOTE 3: Setting of Paging Priority in the Paging message is independent from any paging strategy.

The AMF and the (R)AN may support further paging optimisationsin order to reduce the signalling load and the
network resources used to successfully page a UE by one or several of the following means:

- by the AMF implementing specific paging strategies (e.g. the N2 Paging message is sent to the (R)AN nodes
that served the UE last);

- by the AMF considering Information On Recommended Cells And NG-RAN nodes provided by the (R)AN
at transition to CM-IDLE state. The AMF takes the (R)AN nodes related part of this information into account
to determine the (R)AN nodes to be paged, and provides the information on recommended cells within the
N2 Paging message to each of these (R)AN nodes;

- by the (R)AN considering the Paging Attempt Count Information provided by the AMF at paging.
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4c.

If the UE Radio Capability for Paging Information is available in the AMF, the AMF adds the UE Radio
Capability for Paging Information in the N2 Paging message to the (R)AN nodes.

If the Information On Recommended Cells And (R)AN nodes For Paging is available in the AMF, the AMF
shall take that information into account to determine the (R)AN nodes for paging and, when paging a (R)AN
node, the AMF may transparently convey the information on recommended cells to the (R)AN node.

The AMF may include in the N2 Paging message(s) the paging attempt count information. The paging attempt
count information shall be the same for all (R)AN nodes selected by the AMF for paging.

[Conditional] If the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN, and
the UE isin CM-CONNECTED state in 3GPP access and the PDU Session ID in step 3ais associated with non-
3GPP access, the AMF sends a NAS Noatification message containing the non-3GPP Access Type to the UE over
3GPP access and sets a Notification timer. Step 5 is omitted.

If the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN, and the UE isin
CM-CONNECTED state for non-3GPP access and in CM-IDLE for 3GPP access, and if the PDU Session ID in
step 3ais associated with 3GPP access, and based on local policy the AMF decides to notify the UE through
non-3GPP access, the AMF may send a NAS Notification message containing the 3GPP Access Type to the UE
over non-3GPP access and sets a Notification timer.

[Conditional] AMF to SMF: Namf_Communication_N1N2Transfer Failure Notification.

The AMF supervises the paging procedure with atimer. If the AMF receives no response from the UE to the
Paging Request message, the AMF may apply further paging according to any applicable paging strategy
described in step 4b.

The AMF notifies the SMF by sending Namf_Communications N1IN2MessageTransfer Failure Notification to
the Notification Target Address provided by the SMF in step 3aif the UE does not respond to paging, unlessthe
AMF isaware of an ongoing MM procedure that prevents the UE from responding, i.e. the AMF receives an
N14 Context Request message indicating that the UE performs Registration procedure with another AMF.

When aNamf_Communication N1IN2Transfer Failure Notification is received, SMF informs the UPF (if
applicable).

Procedure for pause of charging at SMF is specified in clause 4.4.4.

If the UE isin CM-IDLE state in 3GPP access, upon reception of paging request for a PDU Session associated to
3GPP access, the UE shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2). To support the
buffered data forwarding, the SMF instruct the UPF to establish a Data forwarding tunnel between the old UPF
and the new UPF or to the PSA as described at steps 6a, 7a, 8a of clause 4.2.3.2.

If the UE isin CM-IDLE state in both non-3GPP and 3GPP accesses, upon reception of paging request for a
PDU Session associated to non-3GPP access, the UE shall initiate the UE Triggered Service Request procedure
(clause 4.2.3.2) which shall contain the List Of Allowed PDU Sessions that, according to UE policies and
whether the S-NSSAIs of these PDU Sessions are within the Allowed NSSAI for 3GPP access, can be re-
activated over the 3GPP access. If thereis no PDU Session that can be re-activated over the 3GPP access, the
UE includes an empty List Of Allowed PDU Sessions. If the AMF receives a Service Request message from the
UE via non-3GPP access as described in clause 4.12.4.1 (e.g. because the UE successfully connects to a non-
3GPP access), the AMF stops the paging procedure and processes the received Service Regquest procedure. If the
AMF receives the Service Request message and the List Of Allowed PDU Sessions provided by the UE does not
include the PDU Session for which the UE was paged, the AMF notifies the SMF that the UE was reachable but
did not accept to re-activate the PDU Session by invoking Namf_EventExposure Notify service as described in
step 4 of clause 4.2.3.2.

If the UE isin CM-IDLE state in non-3GPP access and in CM-CONNECTED state in 3GPP access, upon
reception of NAS Notification message over 3GPP access containing the non-3GPP Access Type, the UE shall
initiate the UE Triggered Service Request procedure (clause 4.2.3.2) with the List Of Allowed PDU Sessions
that, according to UE policies and whether the S-NSSAIs of these PDU Sessions are within the Allowed NSSAI
for 3GPP access, can be re-activated over the 3GPP access. If there isno PDU Session that can be re-activated
over the 3GPP access, the UE include an empty List Of Allowed PDU Sessions. When the AMF receives the
Service Request message and the List of Allowed PDU Sessions provided by the UE does not include the PDU
Session for which the UE was notified, the AMF notifies the SMF that the UE was reachable but did not accept
to re-activate the PDU Session by invoking Namf_EventExposure_Notify service. If the AMF receives a Service
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Request message from the UE via hon-3GPP access as described in clause 4.12.4.1 (e.g. because the UE
successfully connects to a non-3GPP access), the AMF stops the Notification timer and processes the received
Service Request procedure.

If the UE isin CM-IDLE state in 3GPP access and in CM-CONNECTED state in non-3GPP access, upon
reception of NAS Notification message over non-3GPP access identifying the 3GPP access type, the UE shall
initiate the UE triggered Service Request procedure (clause 4.2.3.2) over the 3GPP access when 3GPP accessis
available. If the AMF does not receive the Service Request message before Notification timer expires, the AMF
may either page the UE through 3GPP access or notify the SMF that the UE was not able to re-activate the PDU
Session.

7. The UPF transmits the buffered downlink data toward UE via (R)AN node which performed the Service Request
procedure.

The network also sends downlink signalling to the UE if the procedure is triggered due to request from other
NFs, as described in step 3a.

4.2.4 UE Configuration Update

4241 General

UE configuration may be updated by the network at any time using UE Configuration Update procedure. UE
configuration includes:

- Access and Mobility Management related parameters decided and provided by the AMF. Thisincludes the
Configured NSSAI and its mapping to the Subscribed S-NSSAIs, the Allowed NSSAI and its mapping to
Subscribed S-NSSAIs.

- UE Policy provided by the PCF.

When AMF wants to change the UE configuration for access and mobility management related parameters the AMF
initiates the procedure defined in clause 4.2.4.2. When the PCF wants to change or provide new UE Policiesin the UE,
the PCF initiates the procedure defined in clause 4.2.4.3.

If the UE Configuration Update procedure requires the UE to initiate a Registration procedure, the AMF indicates this
to the UE explicitly.

4.2.4.2 UE Configuration Update procedure for access and mobility management
related parameters

This procedureisinitiated by the AMF when the AMF wants to update access and mobility management related
parameters in the UE configuration.

This procedureis also used to trigger UE to perform, based on network indication, either Mobility Registration Update
procedure while the UE isin CM-CONNECTED state to modify NAS parameters that require negotiation (e.g. MICO
mode) or Mobility Registration Update procedure after the UE enters CM-IDLE state (e.g. for changes to Allowed
NSSAI that require re-registration). If a Registration procedure is needed, the AMF provides an indication to the UE to
initiate a Registration procedure.

UE Configuration Update shall be sent over the Access Type (i.e. 3GPP access or non-3GPP access) the UE
Configuration Update is applied to, when applicable. If the AMF wants to update NAS parameters in the UE which
require UE acknowledgement, then the AMF provides an indication to the UE of whether the UE shall acknowledge the
command or not. The AMF should not request acknowledgement of the NITZ command. The AMF shall request
acknowledgement for NSSAI information (e.g. Allowed NSSAI), 5G-GUTI, TAI List, and Mobility Restrictions,
LADN Information, MICO, Operator-defined access category definitions and SM S subscription.
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Figure 4.2.4.2-1: UE Configuration Update procedure for access and mobility management related

parameters

0. AMF determines the necessity of UE configuration change due to various reasons (e.g. UE mobility change, NW

policy, reception of Subscriber Data Update Notification from UDM, change of Network Slice configuration) or
that the UE needs to perform a Registration Procedure. If aUE isin CM-IDLE, the AMF can wait until the UE is
in CM-CONNECTED state or triggers Network Triggered Service Request (in clause 4.2.3.3).

NOTE 1: Itisup to the network implementation whether the AMF can wait until the UE isin CM-CONNECTED

state or trigger the Network Triggered Service Request.

NOTE 2: The AMF can check whether Network Slice configuration needs to be updated by using the

Nnssf_NSSelection_Get service operation and in such case the AMF compares the stored information
with the output from the NSSF to decide whether an update of the UE is required.

The AMF may include Mobility Restriction List in N2 message that delivers UE Configuration Update
Command to the UE if the service arearestriction for the UE is updated.

. The AMF sends UE Configuration Update Command containing one or more UE parameters (Configuration

Update Indication, 5G-GUTI, TAI List, Allowed NSSAI, Mapping Of Allowed NSSAI, Configured NSSAI for
the Serving PLMN, Mapping Of Configured NSSA, rejected S-NSSAIs, NITZ, Mobility Restrictions, LADN
Information, MICO, Operator-defined access category definitions, SMS Subscribed Indication) to UE.
Optionally, the AMF may update the rejected S-NSSAIlsin the UE Configuration Update command.

The AMF includes one or more of 5G-GUTI, TAI List, Allowed NSSAI, Mapping Of Allowed NSSAI,
Configured NSSAI for the Serving PLMN, Mapping Of Configured NSSAI, rejected S-NSSAIs, NITZ (Network
Identity and Time Zone), Mobility Restrictions parameters, LADN Information, Operator-defined access
category definitions or SMS Subscribed Indication if the AMF wants to update these NAS parameters without
triggering a UE Registration procedure.
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The AMF may include in the UE Configuration Update Command also Configuration Update Indication
parameters indicating whether:

- Network Slicing Subscription Change has occurred,;
- the UE shall acknowledge the command; and
- whether a Registration procedure is requested.

If the AMF indicates Network Slicing Subscription Change, then the UE shall locally erase all the network
dlicing configuration for all PLMNs and, if applicable, update the configuration for the current PLMN based on
any received information. If the AMF indicates Network Slicing Subscription Change, the UE shall also be
requested to acknowledge in step 2.

2a. If the UE Configuration Update I ndication requires acknowledgement of the UE Configuration Update
Command, then the UE shall send a UE Configuration Update complete message to the AMF. The AMF should
request acknowledgement for all UE Configuration Updates, except when only NITZ is provided. If Registration
procedure is not required, steps 3a, 3b, 3c and step 4 are skipped. If the Configuration Update Indication is
included in the UE Configuration Update Command message, and it requires a Registration procedure,
depending on the other NAS parametersincluded in the UE Configuration Update command, the UE shall
execute steps 3a or 3b or 3c+4 as applicable.

2b.[Conditional] The AMF also uses the Nudm_SDM _Info service operation to provide an acknowledgment to
UDM that the UE received the Network Slicing Subscription Change Indication (if this wasindicated in step 1)
and acted uponit.

2c. [Conditional] If the AMF has reconfigured the 5G-GUTI over 3GPP access, the AMF informs the NG-RAN of
the new UE Identity Index Value (derived from the new 5G-GUTI) when the AMF receives the
acknowledgement from the UE in step 2a.

[Conditional] If the UE isregistered to the same PLMN via both 3GPP and non-3GPP access and if the AMF has
reconfigured the 5G-GUTI over non-3GPP access, and the UE isin CM-CONNECTED state over 3GPP access,
then the AMF informs the NG-RAN of the new UE Identity Index Value (derived from the new 5G-GUTI) when
the AMF receives the acknowledgement from the UE in step 2a.

2d [Conditional] If the UE is configured with anew 5G-GUT] in step 2a via non-3GPP access and the UE is
registered to the same PLMN via both 3GPP and non-3GPP access, then the UE passes the new 5G-GUTI to its
3GPP access' lower layers.

If the UE is configured with a new 5G-GUTI in step 2a over the 3GPP access, the UE passes the new 5G-
GUTI to its 3GPP access lower layers.

NOTE 3: Steps 2c and 2d are needed because the NG-RAN may use the RRC Inactive state and a part of the 5G-
GUTI isused to calculate the Paging Frame (see TS 38.304 [44] and TS 36.304 [43]). It is assumed that
the UE Configuration Update Completeisreliably delivered to the AMF after the 5G-AN has
acknowledged its receipt to the UE.

3a. If only NAS parameters that can be updated without transition from CM-IDLE are included, e.g. MICO mode,
the UE shall initiate a Registration procedure immediately after the acknowledgement to re-negotiate the updated
NAS parameter(s) with the network. Steps 3b, 3c and step 4 are skipped.

3b. If anew Allowed NSSAI and/or a new Mapping Of Allowed NSSAI and/or a new Configured NSSAI provided
by the AMF to the UE does not affect the existing connectivity to dices (i.e. any S-NSSAI(s) the UE is
connected to), the AMF needs not release the NAS signalling connection for the UE after receiving the
acknowledgement in step 2, and immediate registration is not required. The UE can start immediately using the
new Allowed NSSAI and/or the new Mapping Of Allowed NSSAI. The UE cannot connect to an S-NSSAI
included in the new Configured NSSAI for the Serving PLMN but not included in the new Allowed NSSAI until
the UE performs a Registration procedure and includes a Requested NSSAI based on the new Configured
NSSAI, following the requirements described in TS 23.501 [2] clause 5.15.5.2. Steps 3¢ and 4 are skipped.

3c. If anew Allowed NSSAI and/or a new Mapping Of Allowed NSSAI and/or a new Configured NSSAI provided
by the AMF to the UE affects ongoing existing connectivity to Network Slices, then the AMF also includesin
the UE Configuration Update Command message a new Allowed NSSAI with, if available, the associated
Mapping Of Allowed NSSAII.
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If the AMF cannot determine the new Allowed NSSAI after the Subscribed S-NSSAI(s) are updated, then the
AMF does not include in the UE Configuration Update Command message any Allowed NSSAI. The AMF
provides an indication that the UE shall initiate a Registration procedure. After receiving the acknowledgement
in step 2, the AMF shall release the NAS signalling connection for the UE, unless there is one established PDU
Sessions associated with regulatory prioritized services. If there is one established PDU Session associated with
regulatory prioritized services, the AMF informs SMFs to rel ease the PDU Session(s) associated with non-
regulatory prioritized services for this UE (see clause 4.3.4).

The AMF shall reject any NAS Message from the UE carrying PDU Session Establishment Request for a non-
emergency PDU Session before the required Registration procedure has been successfully completed by the UE.

4. The UE initiates the appropriate Registration procedure (see clauses 4.2.2.2.2 and 4.13.3.1) after the UE enters
CM-IDLE state and does not include the 5G-S-TM S| or GUAMI in Access Stratum signalling. If thereisan
established PDU Session associated with emergency service and the UE has received an indication to perform
the Registration procedure, the UE shall initiate the Registration procedure only after the PDU Session
associated with emergency service is released.

NOTE 4: Receiving UE Configuration Update command without an indication requesting to perform re-
registration, can till trigger Registration procedure by the UE for other reasons.

4.2.4.3 UE Configuration Update procedure for transparent UE Policy delivery

This procedure is initiated when the PCF wants to update UE access selection and PDU Session selection related policy
information (i.e. UE policy) in the UE configuration. In the non-roaming case the V-PCF is not involved and the role of
the H-PCF is performed by the PCF. For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF
interacts with the V-PCF.

UE (R)AN AMF PCE

«¢— 3. Delivery of UE policies

4. Result of the delivery of UE policies—————— |
5. Namf_N1MessageNotify

Figure 4.2.4.3-1: UE Configuration Update procedure for transparent UE Policy delivery

0. PCF decidesto update UE policy procedures based on triggering conditions such as an initial registration,
registration with 5GS when the UE moves from EPS to 5GS, or need for updating UE policy as follows:

- For the case of initial registration and registration with 5GS when the UE moves from EPS to 5GS, the PCF
compares the list of PSIsincluded in the UE access selection and PDU session selection related policy
information in Npcf_UEPolicyControl_Create request and determines whether UE access selection and PDU
Session selection related policy information have to be updated and be provided to the UE viathe AMF using
DL NAS TRANSPORT message; and

- For the network triggered UE policy update case (e.g. the change of UE location, the change of Subscribed S-
NSSAlsasdescribed in clause 6.1.2.2.2 of TS 23.503 [20]), the PCF checks the latest list of PSlsto decide
which UE access selection and/or PDU Session selection related policies have to be sent to the UE.
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The PCF checksif the size of the resulting UE access selection and PDU Session selection related policy
information exceeds a predefined limit:
- If thesizeisunder the limit, then UE access selection and PDU Session selection related policy information are
included in asingle Namf_Communication_N1N2M essageT ransfer service operation as described below.

- If the size exceeds the predefined limit, the PCF splits the UE access selection and PDU Session selection related
policy information in smaller, logically independent UE access selection and PDU Session selection related policy
information ensuring the size of each is under the predefined limit. Each UE access selection and PDU Session selection
related policy information will be then sent in separated Namf_Communication_N1N2MessageTransfer service
operations as described below.

NOTE 1: NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP
layer), so the predefined size limit in PCF is related to that limitation.

NOTE 2: The mechanism used to split the UE access selection and PDU Session selection related policy
information is described in TS 29.507 [32].

1. PCFinvokes Namf_Communication_N1N2MessageTransfer service operation provided by the AMF. The
message includes SUPI, UE Policy Container.

2. If the UE isregistered and reachable by AMF in either 3GPP access or non-3GPP access, AMF shall transfers
transparently the UE Policy container to the UE viathe registered and reachable access.

If the UE isregistered in both 3GPP and non-3GPP accesses and reachable on both access and served by the
same AMF, the AMF transfers transparently the UE Policy container to the UE via one of the accesses based on
the AMF local policy.

If the UE is not reachable by AMF over both 3GPP access and non-3GPP access, the AMF reports to the PCF
that the UE Policy container could not be delivered to the UE using
Namf_Communication_N1N2TransferFailureNotification asin the step 5 in clause 4.2.3.3.

If AMF decides to transfer transparently the UE Policy container to the UE via 3GPP access, e.g. the UE is
registered and reachable by AMF in 3GPP access only, or if the UE is registered and reachable by AMF in both
3GPP and non-3GPP accesses served by the same AMF and the AMF decidesto transfer transparently the UE
Policy container to the UE via 3GPP access based on local policy, and the UE isin CM-IDLE and reachable by
AMF in 3GPP access, the AMF starts the paging procedure by sending a Paging message described in the

step 4b of Network Triggered Service Request (in clause 4.2.3.3). Upon reception of paging request, the UE
shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2).

3. Ifthe UEisin CM-CONNECTED over 3GPP access or non-3GPP access, the AMF transfers transparently the
UE Policy container (UE access selection and PDU Session selection related policy information) received from
the PCF to the UE. The UE Policy container includes the list of Policy Sections as described in TS 23.503 [20].

4. The UE updates the UE policy provided by the PCF and sends the result to the AMF.

5. If the AMF received the UE Policy container and the PCF subscribed to be notified of the reception of the UE
Policy container then the AMF forwards the response of the UE to the PCF using Namf_N1MessageNotify.

The PCF maintains the latest list of PSIs delivered to the UE and updates the latest list of PSlsin the UDR by
invoking Nudr_DM_Update (SUPI, Policy Data, Policy Set Entry, updated PS| data) service operation.
4.2.5 Reachability procedures

4251 General

Elements of this procedure are used for UDM/NF initiated UE Reachability Notification requests, e.g. for "SMS over
NAS".

The procedure applies to UEs that are in RRC-Idle, RRC-Inactive and RRC-Connected states.

There are two procedures necessary for any service related entity that would need to be notified by the reachability of
the UE:

- UE Reachability Notification Reguest procedure; and
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UE Activity Notification procedure.

4.25.2 UE Reachability Notification Request procedure

The UE Reachability Notification Request procedure isillustrated in figure 4.2.5.2-1.

|NG-RAN | AMF UDM | NF |

la. UE Reachability Notification Request
-

1c. UE Reachability Status Change Notification Request

2. Nng_EventExposure__Subscribe

3. Authorisation
Set URRP-AMF

_——_———— e e I —
1 4. N2 Notification procedure '

= =

Figure 4.2.5.2-1: UE Reachability Notification Request Procedure

la. [Conditional] When a service-related entity requests the UDM to provide an indication regarding UE

reachability, the UDM checks whether that service-related entity is authorized to perform this request on this
subscriber. The service-related entity may subscribe in UDM to receive notifications about UE Reachability or
UE Reachability for SMS delivery events as defined in clause 4.15.3.

NOTE 1. Thisrequest for UE Reachability Notification is received in UDM using different interfaces/services

depending on the service-related entity. For example, an SBI capable service-related entity can use the
Nudm_EventExposure Subscribe service while an SMS-GM SC uses the procedure as described in
TS23.040[7].

The UDM may retrieve from the UDR thelist of NF IDs for Network Functions authorized by the HPLMN to
request notifications on this UE's reachability.

If the entity is not authorized, the UDM may reject the request (e.g. if the requesting entity is recognized as being
avalid entity, but not authorized for that subscriber) or discard it silently (e.g. if the requesting entity is not
recoghized). Appropriate O& M reports are generated.

1b. [Conditional] The UDM stores the identity of the service-related entity.

1c.

In the case that the service-related entity isan SMS-GMSC, the UDM stores the SC address within the MWD
list. Otherwise, if the service-related entity is an SBI capable service-related entity, the UDM stores the address
of the SBI capable service-related entity in the form of a subscription to the Nudm_EventExposure service.

If the UE Reachability Notification Request is for SMS over NAS and no SM SF is registered for the target UE,
steps 2 to 4 are skipped.

Otherwise the UDM sets the URRP-AMF flag parameter and continues with step 2.

[Conditional] An NF (e.g. SMF) may subscribe event of UE reachability status change by using the
Namf_EventExposure _Subscribe service operation. Steps 2 to 4 are skipped.

The AMF invokes the Namf_EventExposure Notify service operation to report the current reachability state of a
UE to the NF if requested by the consumer NF.

[Conditional] If the value of URRP-AMF flag parameter changes from "not set" to "set" and an AMF is
registered in the UDM for the target UE, the UDM initiates Namf_EventExposure_Subscribe service operation
for UE reachability for UE reachable for DL traffic towards the AMF. The UDM may indicate if direct
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notification to NF shall be used by the AMF. When direct notification to NF isindicated to the AMF, the URRP-
AMFisnot set inthe UDM in step 1afor NF initiated requests.

NOTE 2: The UDM can trigger UE Reachability Notification Request procedure with two different AMFs for aUE
which is connected to 5G Core Network over 3GPP access and hon-3GPP access simultaneously. Also,
for interworking with EPC, the UDM/HSS can trigger UE Reachability Notification Request procedure
with MME as described in TS 23.401 [13].

3. The AMF checksthat the requesting entity is authorized to perform this request on this subscriber.

If the AMF hasan MM Context for that user, the AMF storesthe NF ID in the URRP-AMF information,
associated with URRP-AMF information flag to indicate the need to report to the UDM or directly to the NF
with a UE Activity Notification (see clause 4.2.5.3).

4. [Conditional] For UE reachability for UE reachable for DL traffic, if the UE statein AMF isin CM-

CONNECTED state and the Access Type is 3GPP access, the AMF initiates N2 Notification procedure (see
clause 4.8.3) with reporting type set to Single RRC-Connected state notification.

4253 UE Activity Notification procedure

The UE Activity Notification procedure isillustrated in figure 4.2.5.3-1.

[[UE | (RIAN | AMF

0. Event subscription of UE reachability in AMF

1a. NAS signalling

1h. RRC signalling

1
|1c. Change of UE's reachability EtEtg

2a. Namf_EventExposure_Notify
Nudm_UECM_Registration 2al. UE Reachability Notification
>

2b. Namf_EventExposure_Notify

Figure 4.2.5.3-1: UE Activity Procedure

0. Event has been subscribed in the AMF for UE reachability for DL traffic or for UE reachability status change.

la. For aUE in CM-IDLE, the AMF receives (N1) NAS signalling implying UE isreachable for DL traffic, e.g. a
Registration Reguest or Service Request message from the UE;

1b. For aUE in CM-CONNECTED, if the AMF has initiated the N2 Notification procedurein Step 4 of
clause 4.2.5.2 and the AMF receives a (N2) UE Notification (see clause 4.8.3) or a(N2) Path Switch Request
(see clause 4.9.1.2) implying UE is reachable for DL traffic from the NG-RAN. Otherwise (i.e. UE isin CM-
CONNECTED and AMF has not initiated N2 Notification procedure), AMF performs step 2; or

1c. The UE'sreachability state changes from reachable to unreachable, then AMF performs step 2.

2a. For event subscription of "UE reachable for DL traffic" if the AMF has an MM context for the UE and the
URRP-AMF information flag associated with the subscribing NF is set to report once that the UE is reachable
for DL traffic, the AMF initiates the Namf_EventExposure Notify service operation (SUPI, UE-Reachable)
message (or Nudm_UECM _Registration service operation when applicable) to the UDM following step 1aor
1b. The AMF clears the corresponding URRP-AMF information if applicable for the UE.

2al. Whenthe UDM receives the Namf_EventExposure Notify service operation (SUPI, UE-Reachable) message
or Nudm _UECM_Registration service for a UE that has URRP-AMF information flag set in the UDM, it
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triggers appropriate notifications to the service-related entities associated with the URRP-AMF information flag
that have subscribed to the UDM for this notification.

If SMSF isregistered, it also triggers appropriate notifications to the service-related entities associated with the
URRP-AMF information flag that have subscribed to the UDM for UE reachability for SMS delivery
notification (e.g. SMS-GMSC). UDM clears the URRP-AMF information for the UE.

If no SMSF isregistered and there are service-related entities subscribed to the UDM for the UE reachability for
SMS delivery notification, the UDM clears the URRP-AMF information for the UE but does not notify any
service-related entity.

When the UDM receives the Nudm_UECM_Registration reguest from SMSF for a UE that has service-related
entities subscribed to the UDM for the UE reachability for SM S delivery notification and no URRP-AMF flag
set in the UDM, the UDM triggers appropriate notifications to the service-related entities that have subscribed to
the UDM for UE reachability for SMS delivery notification).

NOTE: The UE Reachability Notification is sent by the UDM using different interfaces/services depending on the
service-related entity. For example, an SBI capable service-related entity can receive the notification
using the Nudm_EventExposure Notify service operation (if previously subscribed) while an SMS-SC
gets the notification as described in TS 23.040 [ 7] based on the SC address stored in the MWD list.

2b. If in step 0 the AMF received Namf_EventExposure Subscribe_service operation directly from an NF
authorised to receive direct notificationsin the case of UE reachability status change, or the UDM indicated that
the notification needs to be sent directly to the NF in the case of UE reachability for DL traffic, the AMF
initiates the Namf_EventExposure Notify service operation (SUPI, UE reachability state) message directly to
the NF.

4.2.6 AN Release

This procedure is used to release the logical NG-AP signalling connection and the associated N3 User Plane
connections, and (R)AN RRC signalling and resources.

When the NG-AP signalling connection islost due to (R)AN or AMF failure, the AN release is performed locally by the
AMF or the (R)AN as described in the procedure flow below without using or relying on any of the signalling shown
between (R)AN and AMF. The AN release causes al UP connections of the UE to be deactivated.

The initiation of AN release may be due to:

- (R)AN-initiated with cause e.g. O&M Intervention, Unspecified Failure, (R)AN (e.g. Radio) Link Failure, User
Inactivity, Inter-System Redirection, request for establishment of QoS Flow for IMS voice, Release due to UE
generated signalling connection release, mobility restriction etc.; or

- AMF-initiated with cause e.g. Unspecified Failure, etc.
Both (R)AN-initiated and AMF-initiated AN Release procedures are shown in Figure 4.2.6-1.

For this procedure, the impacted SMF and UPF are al under control of the PLMN serving the UE, e.g. in Home Routed
roaming case the SMF and UPF in HPLMN are not involved.
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1.

UE (R)AN AMF UPF SMF

la. (R)AN Connection Release

1b. N2 UE Context Release Request

2. N2 UE Context Release Command

<

3. (R)AN Connectign Release
--------- >

4. N2 UE Context Release Complete

5. Nsmf_PDUSesgsion_UpdateSMContext

6a. N4 Segsion Modification Reqjuest

6b. N4 Sessjon modification Ris ponse

7. Nsmf_ PDUSegsion_UpdateSMContext Ack

Figure 4.2.6-1: AN Release procedure

If there is some confirmed (R)AN conditions (e.g. Radio Link Failure) or for other (R)AN internal reason, the
(R)AN may decide to initiate the UE context release in the (R)AN. In this case, the (R)AN sends an N2 UE
Context Release Reguest (Cause, List of PDU Session ID(s) with active N3 user plane) message to the AMF.
Cause indicates the reason for the release (e.g. AN Link Failure, O& M intervention, unspecified failure, etc.).
The List of PDU Session ID(s) indicates the PDU Sessions served by (R)AN of the UE. This step isdescribed in
TS 38.413[10], clause 8.3.2 "UE Context Release Request (gNB initiated)".

AMF to (R)AN: If the AMF receives the N2 UE Context Release Request message or due to an internal AMF
event, including the reception of Service Request or Registration Request to establish another NAS signalling
connection still viaNG-RAN, the AMF sends an N2 UE Context Release Command (Cause) to the (R)AN. The
Cause indicates either the Cause from (R)AN in step 1 or the Cause due to an AMF event. If the (R)AN isaNG-
RAN this step is described in detail in TS 38.413 [10], clause 8.3.3 "UE Context Release (AMF initiated)". If the
(R)AN isan N3IWF this step is described in clause 4.12.

If the AMF receives Service Request or Registration Request to establish another NAS signalling connection still
viaNG-RAN, after successfully authenticating the UE, the AMF releases the old NAS signalling connection,
and then continues the Service Request or Registration Request procedure.

[Conditional] If the (R)AN connection (e.g. RRC connection or NWu connection) with the UE is not already
released (step 1), either:

a) the (R)AN requests the UE to release the (R)AN connection. Upon receiving (R)AN connection release
confirmation from the UE, the (R)AN deletes the UE's context, or

b) if the Causeinthe N2 UE Context Release Command indicates that the UE has already locally released the
RRC connection, the (R)AN locally releases the RRC connection.

The (R)AN confirms the N2 Release by returning an N2 UE Context Release Complete (List of PDU Session
ID(s) with active N3 user plane, UE Radio Capability, User Location Information, Age of Location Information)
message to the AMF. The List of PDU Session ID(s) indicates the PDU Sessions served by (R)AN of the UE.
The AMF stores always the latest UE Radio Capability information received from the NG-RAN node. The N2
signalling connection between the AMF and the (R)AN for that UE isreleased. The (R)AN provides the list of
recommended cells/ TAs/ NG-RAN node identifiers for paging to the AMF.
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If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN usage data
Report.

This step shall be performed promptly after step 2, i.e. it shall not be delayed, for example, in situations where
the UE does not acknowledge the RRC Connection Release.

5. [Conditional] AMF to SMF: For each of the PDU Sessions in the N2 UE Context Release Complete, the AMF
invokes Nsmf_PDUSession_UpdateSM Context Request (PDU Session ID, PDU Session Deactivation, Cause,
Operation Type, User Location Information, Age of Location Information, N2 SM Information (Secondary RAT
usage data)). The Causein step 5 is the same Cause in step 2. If List of PDU Session 1D(s) with active N3 user
planeisincluded in step 1b, the step 5 to 7 are performed before step 2. The Operation Typeis set to "UP
deactivate" to indicate deactivation of user plane resources for the PDU Session.

6a [Conditional] SMF to UPF: N4 Session Modification Request (AN or N3 UPF Tunnel Info to be removed,
Buffering on/off).

The SMF initiates an N4 Session Modification procedure indicating the need to remove Tunnel Info of AN or
UPF terminating N3. Buffering on/off indicates whether the UPF shall buffer incoming DL PDU or not.

If multiple UPFs are used in the PDU Session and the SMF determines to rel ease the UPF terminating N3, step
6ais performed towards the UPF (e.g. PSA) terminating N9 towards the current N3 UPF. The SMF then releases
the N4 session towards the N3 UPF (the N4 release is not shown on the call flow).

See clause 4.4 for more details.

If the cause of AN Release is because of User Inactivity, or UE Redirection, the SMF shall preserve the GBR
QoS Flows. Otherwise, the SMF shall trigger the PDU Session Modification procedure (see clause 4.3.3) for the
GBR QoS Flows of the UE after the AN Release procedure is completed.

6b. [Conditional] UPF to SMF: N4 Session Modification Response acknowledging the SMF request.
See clause 4.4 for more details.
7. [Conditional] SMF to AMF: Nsmf_PDUSession_UpdateSM Context Response for step 5.
Upon completion of the procedure, the AMF considers the N2 and N3 as released and enters CM-IDLE state.

After completion of the procedure, the AMF reports towards the NF consumers are triggered for casesin clause 4.15.4.

4.2.7 N2 procedures

4.2.7.1 N2 Configuration

At power up, restart and when modifications are applied, the 5G-AN node and AMF use non-UE related N2 signalling
to exchange configuration data. Full details of this configuration data are specified in TS 38.300 [9], but the following
highlights some aspects.

The AMF supplies the 5G-AN node with information about:
a) the AMF Name and the GUAMI(s) configured on that AMF Name;
b) the set of TNL associations to be established between the NG-RAN node and the AMF;
c) weight factor associated with each of the TNL association within the AMF; and
d) weight factor for each AMF Name within the AMF set; and
€) (optional) for each GUAMI(s) configured on that AMF the corresponding backup AMF Name.

The weight factors are used for load distribution of the initial N2 messages. The AMF chooses whether or not to use the
same TNL association for the initial N2 message and subsequent messages for that UE. TNL associations configured
with aweight factor set to zero are not permitted for the initial N2 message, but can be used for subsequent N2

Mmessages.
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Deployments that rely solely on 5GC-based load balancing can set the weight factors associated with TNL associations
that are permitted for the initial N2 message to the same value.

4.2.7.2 NGAP UE-TNLA-binding related procedures

42721 Creating NGAP UE-TNLA-bindings during Registration and Service Request

When a UE connects to the 5GC viaa5G-AN node without a GUAMI or with a GUAMI not associated with the 5G-
AN node, the following steps are performed:

1. The 5G-AN node selectsan AMF asdefined in TS 23.501 [2] clause 6.3.5.

2. The 5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association from the
available TNL associations permitted for the initial message e.g. N2 INITIAL UE MESSAGE for the selected
AMF, as defined in TS 23.501 [2] clause 5.21.1.3, and forwards the UE message to the AMF via the selected
TNL association.

3. The AMF may decide to use the TNL association selected by the 5G-AN or the AMF may modify the NGAP
UE-TNLA-binding by triangular redirection.

NOTE 1: This process could take place during the Registration procedure (for Initial Registration, Mobility
Registration Update).

4. The AMF may decide to modify the NGAP UE-TNLA-binding toward other 5G-AN nodes such as N3IWF. This
isdone if AMF ischanged and old AMF have existing NGAP UE-TNLA-bindings toward other 5G-AN nodes.

When a UE connects to the 5GC viaa 5G-AN node with a 5G-S-TMSI or GUAMI associated with the AMF usable by
the 5G-AN node, the following steps are performed:

1. The 5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association from the
available TNL associations permitted for the initial N2 message for the AMF identified by the UE's 5G-S-TM S|
or GUAMI.

2. The AMF may decide to use the TNL association selected by the 5G-AN or the AMF may modify the NGAP
UE-TNLA-binding by triangular redirection.

NOTE 2: This process could take place during the Registration procedure or Service Request procedure.

42.7.2.2 Creating NGAP UE-TNLA-bindings during handovers
During an Xn-based inter NG-RAN node handover, the following applies

- If an NGAP UE-TNLA-binding exists for a UE, the source 5G-AN node supplies the target 5G-AN node with
the corresponding TNL address of the AMF for the currently used TNL association.

- If thetarget 5G-AN receives the TNL address of the AMF from the source 5G-AN node, the target 5G-AN node
establishes a TNL association towards the TNL address received from the source 5G-AN node, creates an NGAP
UE-TNLA-binding to this TNL association and sends the N2 Path Switch Request viathis TNL association.

- If thetarget 5G-AN does not receive the TNL address of the AMF from the source 5G-AN node, the 5G-AN
node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association from the available TNL
associations permitted for the initial N2 message for the AMF identified by the UE's GUAMI.

- The AMF may decide to use the TNL association selected by the 5G-AN or the AMF may modify the NGAP
UE-TNLA-binding by triangular redirection.

During an inter NG-RAN node handover without Xn interface (i.e. during an N2 handover) the following applies:

- If an NGAP UE-TNLA-binding exists for a UE, the source 5G-AN node sends the N2 Handover Required
message using the corresponding TNL address of the AMF.

- Otherwise the 5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association
from the available TNL associations permitted for the initial N2 message for the AMF identified by the UE's
GUAMI.
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- Thetarget AMF selects a TNL association from the available TNL associations for the target 5G-AN node and
sends the N2 Handover Request message via this TNL association. The target 5G-AN node creates an NGAP
UE-TNLA-binding for the UE based on the TNL association selected by the target AMF.

42.7.2.3 Re-Creating NGAP UE-TNLA-bindings subsequent to NGAP UE-TNLA-binding
release

If the AMF has released the NGAP UE-TNLA-binding in the 5G-AN node for a UE, and the 5G-AN node needs to
send an N2 message for this UE, the following applies:

- The 5G-AN node checks the GUAMI stored in the UE context and the associated AMF:
- If the GUAMI isavailable, 5G-AN selects the AMF which owns that GUAMI.

- If GUAMI has been marked as unavailable (i.e. based on AMF unavailable status indication received from
AMF) but one corresponding target AMF has been indicated, 5G-AN selects that target AMF evenif the
GUAMI has not been updated as available by the target AMF.

- If GUAMI has been marked as unavailable (i.e. based on AMF unavailable status indication received from
AMF) and no corresponding target AMF has been indicated, the 5G-AN selects an AMF from the AMF Set
based on AMF Set ID of the GUAMI, asdefined in TS 23.501 [2] clause 6.3.5.

- The5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association from the
available TNL associations permitted for theinitial N2 message with the selected AMF, as defined in
TS 23.501 [2] clause 5.21.1.3,and sends the N2 message to the AMF viathe selected TNL association.

- The AMF may decide to use the TNL association selected by the 5G-AN or the AMF may modify the NGAP
UE-TNLA-binding by triangular redirection.

If the NGAP UE-TNLA-binding has been released for a UE and the AMF needs to send an N2 message for this UE, the
following applies:

- The AMF selectsa TNL association from the available TNL associations for the target 5G-AN node and sends
the N2 message viathis TNL association. The target 5G-AN node creates an NGAP UE-TNLA-binding for the
UE based on the TNL association selected by the AMF.

The TNL association chosen by the AMF always takes precedence.

NOTE: Thisaddresses situations where 5G-AN node and AMF select a TNL association for a UE concurrently.

42.7.2.4 NGAP UE-TNLA-binding update procedure
At any time the AMF may decide to re-bind the NGAP UE association to a new TNL association either:
- by sending a UE-specific NGAP message on anew TNL association (triangular redirection), or

- by sending a UE-specific NGAP UE-TNLA binding release message to 5G-AN and the 5G-AN node updates the
NGAP UE-TNLA binding with the new TNL association.

42.7.2.5 NGAP UE-TNLA-binding per UE Release procedure

At any time the AMF may decide to release the NGAP UE-TNLA binding while keeping the UE in CM-CONNECTED
state while keeping the corresponding N3 interface. The AMF releases the NGAP UE-TNLA binding by sending a UE-
specific NGAP UE-TNLA binding release message on the current TNL association.

If the AMF releases the NGAP UE-TNLA-binding without sending AMF unavailable status indication, then the AN
may immediately trigger creation of anew NGAP-UE-TNLA-binding with the same AMF for subsequent N2 messages
or may leave the NGAP UE association without NGAP UE-TNLA-binding. In the latter case the new NGAP UE-
TNLA-binding is re-created upon the subsequent AN-initiated or AMF-initiated UE-specific N2 signalling as specified
inclause 4.2.7.2.3.

If the AMF releases the NGAP UE-TNLA-binding after AMF unavailable status indication, then the AN hasto re-
create the NGAP-UE-TNLA-binding with adifferent AMF. The 5G-AN re-creates N2AP UE-TNLA-binding for
subsequent N2 messages for the given UE as specified in clause 4.2.7.2.3.
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4.2.7.3 AMF Failure or Planned Maintenance handling procedure
For UE(s) in CM-CONNECTED state:
- If AMF failureis detected by 5G-AN, all NGAP UE TNLA binding for UEs served by that AMF are released.

- If AMF becomes unavailable due to planned maintenance, the AMF notifies the 5G-AN about the unavailable
GUAMI(s) and provides optionally atarget AMF Name corresponding to each unavailable GUAMI. The 5G-AN
releases all NGAP UE TNLA binding of the UEs related to the indicated unavailable GUAMI(S) unless the
notification from the AMF includes an indicator that the AMF will rebind or release the NGAP UE TNLA
binding on a per UE-basis. In that case, if 5G-AN supports, the 5G-AN waits the release until the timer expires
so that the AMF may release or rebind the N2AP UE-TNLA binding on per UE-basis.

- For the release NGAP TNLA binding, the affected UE iskept in CM-CONNECTED state and the corresponding
N3 interface is also kept.

For UE(s) in CM-IDLE state, when it subsequently returns from CM-IDLE state and the 5G-AN receives aninitial NAS
message with a5G S-TM S| or GUAMI, the 5G-AN uses 5G S-TMSI or GUAMI to select the target AMF, the 5G-AN
forwards N2 message.

428 Void

4.2.8a UE Capability Match Request procedure
If the AMF requires more information on the UE radio capabilities support to be able to set the IMS voice over PS
Session Supported Indication (see TS 23.501 [2] clause 5.16.3), then the AMF may send a UE Radio Capability Match

Request message to the NG-RAN. This procedureis typically used during the registration procedure or when AMF has
not received the V oice Support Match Indicator (as part of the 5GMM Context).

UE NG-RAN AMF

. N2: UE Capability Match Request

%— RRC: UE Capability Enquiry

3. RRC: UE Capalbility Information

ilit
----------- >
4. N2: UE Capability Match Response

\ 4

5 N2 UE Capability Info Indication

Figure 4.2.8a-1. UE Capability Match Request

1. The AMF indicates whether the AMF wants to receive Voice support match indicator. The AMF may include
the UE radio capability information it has previously received from NG-RAN.

2. Upon receiving the UE Capability Match Request message, if the NG-RAN has not already received the UE
radio capabilities from the UE or from AMF in step 1, the NG-RAN requests the UE to upload the UE radio
capability information.

3. The UE providesthe NG-RAN with its UE radio capabilities sending the RRC UE Capability Information.

4. The NG-RAN checks whether the UE radio capabilities are compatible with the network configuration for
ensuring voice service continuity of voice calsinitiated in IMS.
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For determining the appropriate UE Radio Capability Match Response, the NG-RAN is configured by the
operator to check whether the UE supports certain capabilities required for V oice continuity of voice callsusing
IMSPS. In ashared network, the NG-RAN keeps a configuration separately per PLMN.

NOTE 1: What checks to perform depends on network configuration, i.e. following are some examples of UE
capabilities to be taken into account:

- E-UTRAN/NG-RAN Voice over PS capabilities;
- the Radio capabilities for E-UTRAN/NG-RAN FDD and/or TDD; and/or
- the support of E-UTRAN/NG-RAN frequency bands.

NOTE 2: The network configuration considered in the decision for the Voice Support Match Indicator is
homogenous within a certain area (e.g. AMF set) in order to guarantee that the V oice Support Match
Indicator from the NG-RAN isvalid within such area.

The NG-RAN provides a Voice Support Match Indicator to the AMF to indicate whether the UE capabilities and
networks configuration are compatible for ensuring voice service continuity of voice calls initiated in IMS.

The AMF stores the received Voice support match indicator in the 5GMM Context and usesit as an input for
setting the IM S voice over PS Session Supported Indication.

5. If NG-RAN requested radio capabilities from UE in step 2 and 3, the NG-RAN also sends the UE radio
capabilities to the AMF. The AMF stores the UE radio capabilities without interpreting them for further
provision to the NG-RAN according to TS 23.501 [2], clause 5.4.4.1.

NOTE 3: Steps4 and 5 could be received by the AMF in any order.

4.3 Session Management procedures

4.3.1 General

Clause 4.3 defines the Session Management related procedures. It refersto clause 4.4 for the N4 interactions.

Asdefined in 23.501 [2] clause 5.6.3, considering the case of Home Routed PDU Session, the NAS SM information
processing by SMF considers following kind of NAS SM information:

- Information that both the V-SMF and H-SMF process: indication of the nature of the NAS SM signalling (e.g.
PDU Session Establishment Request), PDU Session Type, Session-AMBR, UE addressing information
(alocated IPv4 address, interface identifier).

- Information that is not visible to the V-SMF, only processed by the H-SMF. SSC mode, Protocol Configuration
Options, SM PDU DN Request Container, QoS Rule(s) and QoS Flow level QoS parametersif any for the QoS
Flow(s) associated with the QoS rule(s).

NOTE 1: "Information that is not visible to the V-SMF" refersto information that the V-SMF isto relay between
the UE and the H-SMF (and that it can store in CDR) but that the V-SMF is not assumed to process
otherwise.

The NAS SM information processing split between V-SMF and H-SMF is transparent to the UE.

Both V-SMF and H-SMF process information interpreted by the AMF as the PDU Session ID, the DNN, the S-NSSAI
(with values for the Serving PLMN and HPLMN processed by the V-SMF, and with avalue for the HPLMN processed
by the H-SMF).

In the case of Home Routed PDU Session the H-SMF provides a so the V-SMF with the | Pv6 Prefix allocated to the
PDU Session.

NOTE 2: 1Pv6 Prefix allocated to the PDU Session is provided to alow the V-SMF fulfilling regulatory
requirements for data storage in the visited country.

In non-roaming and LBO cases the SMF processes all NAS SM information.
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In HR roaming scenarios, in order to support SM features only requiring support from the H-SMF without impacting
the V-SMF, as specified in detail in TS 29.502 [36]:

-  TheV-SMF transfers NAS SM information, which is not visible to the V-SMF, in a container towards the H-
SMF;

- TheV-SMF transfers NAS SM information which it does not comprehend (unknown IEs or |Es with an
unknown value not set to "reserved” according to the release to which the V-SMF complies), in a different
container towards the H-SMF;

- TheH-SMF transfers NAS SM information which the V-SMF does not need to interpret, in one contai ner
towards the V-SMF;

- TheV-SMF appends unknown NAS SM information received in the N16 container at the end of the NAS SM
message it sends to the UE.

4.3.2 PDU Session Establishment

4.3.2.1 General

A PDU Session establishment may correspond to:
- aUEnitiated PDU Session Establishment procedure.
- aUEinitiated PDU Session handover between 3GPP and non-3GPP.
- aUE nitiated PDU Session handover from EPS to 5GS.

- aNetwork triggered PDU Session Establishment procedure. In this case the network sends the device trigger
message to application(s) on the UE side. The payload included in Device Trigger Reguest message contains
information on which application on the UE side is expected to trigger the PDU Session establishment request.
Based on that information, the application(s) on the UE side trigger the PDU Session Establishment procedure.
For more detail refer to clause 4.13.2.

If the UE is simultaneously registered to a non-3GPP access viaa N3IWF located in a PLMN different from the PLMN
of the 3GPP access, the functional entities in the following procedures are located in the PLMN of the access used to
exchange NAS with the UE for the PDU Session.

4.3.2.2 UE Requested PDU Session Establishment

43221 Non-roaming and Roaming with Local Breakout

Clause 4.3.2.2.1 specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The
procedure is used to:

- Establish anew PDU Session;
- Handover a PDN Connection in EPS to PDU Session in 5GS without N26 interface;

- Switching an existing PDU Session between non-3GPP access and 3GPP access. The specific system behaviour
in this caseisfurther defined in clause 4.9.2; or

- Request aPDU Session for Emergency services.

In the case of roaming, the AMF determinesif a PDU Session is to be established in LBO or Home Routing. In the case
of LBO, the procedure is asin the case of non-roaming with the difference that the AMF, the SMF, the UPF and the
PCF are located in the visited network. PDU Sessions for Emergency services are never established in Home Routed
mode.

NOTE 1. UE provides both the S-NSSAIs of the Home PLMN and Visited PLMN to the network as described in
clause 5.15.5.3 of TS 23.501 [2].
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local
breakout

The procedure assumes that the UE has already registered on the AMF thus unless the UE is Emergency Registered the
AMF has aready retrieved the user subscription data from the UDM.
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1. From UE to AMF: NAS Message (S-NSSAI(s), DNN, PDU Session ID, Reguest type, Old PDU Session ID, N1
SM container (PDU Session Establishment Request)).

In order to establish a new PDU Session, the UE generates anew PDU Session ID.

The UE initiates the UE Requested PDU Session Establishment procedure by the transmission of aNAS
message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session
Establishment Request includes a PDU session ID, Requested PDU Session Type, a Requested SSC mode,
5GSM Capability PCO, SM PDU DN Request Container, Number Of Packet Filters, UE Integrity Protection
Maximum Data Rate, and optionally Always-on PDU Session Reguested.

The Request Type indicates "Initial request” if the PDU Session Establishment is a request to establish a new
PDU Session and indicates "Existing PDU Session” if the request refersto an existing PDU Session switching
between 3GPP access and non-3GPP access or to a PDU Session handover from an existing PDN connection in
EPC. If the request refersto an existing PDN connection in EPC, the SINSSA is set as described in
TS23.501[2] clause 5.15.7.2

When Emergency service isrequired and an Emergency PDU Session is not already established, a UE shall
initiate the UE Requested PDU Session Establishment procedure with a Request Type indicating " Emergency
Request".

The Request Type indicates "Emergency Request” if the PDU Session Establishment is a request to establish a
PDU Session for Emergency services. The Request Type indicates "Existing Emergency PDU Session” if the
request refersto an existing PDU Session for Emergency services switching between 3GPP access and non-
3GPP access or to aPDU Session handover from an existing PDN connection for Emergency servicesin EPC.

The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in TS 23.501 [2]
clause 5.4.4b.

The Number Of Packet Filters indicates the number of supported packet filters for signalled QoS rules for the
PDU Session that is being established. The number of packet filtersindicated by the UE is valid for the lifetime
of the PDU Session.

The UE Integrity Protection Maximum Data Rate indicates the maximum data rate up to which the UE can
support UP integrity protection. The UE shall provide the UE Integrity Protection Data Rate capability
independently of the Access Type over which the UE sends the PDU Session Establishment Request.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should
include User location information and Access Type Information.

The PDU Session Establishment Request message may contain SM PDU DN Request Container containing
information for the PDU Session authorization by the external DN.

The UE includes the S-NSSAI from the Allowed NSSAI of the current access type. If the Mapping of Allowed
NSSAI was provided to the UE, the UE shall provide both the S-NSSAI of the VPLMN from the Allowed
NSSAI and the corresponding S-NSSAI of the HPLMN from the Mapping Of Allowed NSSAI.

If the procedure is triggered for SSC mode 3 operation, the UE shall also include the Old PDU Session ID which
indicates the PDU Session ID of the on-going PDU Session to be released, in NAS message. The Old PDU
Session ID isan optional parameter which isincluded only in this case.

The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information
(e.g. Cdll Id in the case of the NG-RAN).

The UE shall not trigger a PDU Session establishment for a PDU Session corresponding to a LADN when the
UE is outside the area of availability of the LADN.

If the UE is establishing a PDU session for IMS, and the UE is configured to discover the P-CSCF address
during connectivity establishment, the UE shall include an indicator that it requests a P-CSCF | P address(es)
within the SM container.

The PS Data Off statusisincluded in the PCO in the PDU Session Establishment Request message.

If the UE requests to establish always-on PDU session, the UE includes an Always-on PDU Session Requested
indication in the PDU Session Establishment Reguest message.
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2. The AMF determines that the message corresponds to a request for a new PDU Session based on that Request
Typeindicates "initial request" and that the PDU Session ID is not used for any existing PDU Session(s) of the
UE. If the NAS message does not contain an S-NSSAI, the AMF determines a default S-NSSAI of the HPLMN
for the requested PDU Session either according to the UE subscription, if it contains only one default S-NSSAI,
or based on operator policy and, in the case of LBO, an S-NSSAI of the Serving PLMN which matchesthe S-
NSSAI of the HPLMN. When the NAS Message contains an S-NSSAI of the Serving PLMN but it does not
contain aDNN, the AMF determines the DNN for the requested PDU Session by selecting the default DNN for
this SSNSSAI if the default DNN is present in the UE's Subscription Information (or for the corresponding S-
NSSAI of the HPLMN, in the case of LBO); otherwise the serving AMF selects alocally configured DNN for
this S-NSSAI of the Serving PLMN. If the AMF cannot select an SMF (e.g. the UE provided DNN is not
supported by the network, or the UE provided DNN is not in the Subscribed DNN List for the S-NSSAI (or its
mapped value for the HPLMN in the case of LBO) and wildcard DNN is not included in the Subscribed DNN
list), the AMF shall reject the NAS Message containing PDU Session Establishment Request from the UE with
an appropriate cause

The AMF selects an SMF as described in clause 6.3.2 of TS23.501 [2] and clause 4.3.2.2.3. If the Request Type
indicates "Initial request” or the request is due to handover from EPS or from non-3GPP access serving by a
different AMF, the AMF stores an association of the S-NSSAI(s), the DNN, the PDU Session ID, the SMF ID as
well asthe Access Type of the PDU Session.

If the Request Typeis"initia request" and if the Old PDU Session ID indicating the existing PDU Session is
also contained in the message, the AMF selects an SMF as described in clause 4.3.5.2 and stores an association
of the new PDU Session ID, the SSNSSAI(s), the selected SMF ID as well as Access Type of the PDU Session.

If the Request Type indicates "Existing PDU Session”, the AMF selects the SMF based on SMF-ID received
from UDM. The case where the Request Type indicates "Existing PDU Session"”, and either the AMF does not
recognize the PDU Session ID or the subscription context that the AMF received from UDM during the
Registration or Subscription Profile Update Notification procedure does not contain an SMF ID corresponding to
the PDU Session ID constitutes an error case. The AMF updates the Access Type stored for the PDU Session.

If the Request Type indicates "Existing PDU Session” referring to an existing PDU Session moved between
3GPP access and non-3GPP access, then if the Serving PLMN S-NSSAI of the PDU Session is present in the
Allowed NSSAI of the target access type, the PDU Session Establishment procedure can be performed in the
following cases:

- the SMF ID corresponding to the PDU Session ID and the AMF belong to the same PLMN;

- the SMF ID corresponding to the PDU Session ID belongs to the HPLMN;

Otherwise the AMF shall reject the PDU Session Establishment Request with an appropriate reject cause.
NOTE 2: The SMF ID includesthe PLMN ID that the SMF belongs to.

The AMF shall reject arequest coming from an Emergency Registered UE and the Request Type indicates
neither "Emergency Request" nor "Existing Emergency PDU Session”. When the Request Type indicates
"Emergency Request”, the AMF is not expecting any S-NSSAI and DNN value provided by the UE and uses
locally configured valuesinstead. The AMF stores the Access Type of the PDU Session.

If the Request Type indicates "Emergency Request” or "Existing Emergency PDU Session”, the AMF selects the
SMF asdescribed in TS 23.501 [2], clause 5.16.4.

3. From AMF to SMF: Either Nsmf_PDUSession_CreateSM Context Request (SUPI, DNN, S-NSSAI(s), PDU
Session ID, AMF ID, Request Type, PCF ID, Priority Access, N1 SM container (PDU Session Establishment
Request), User location information, Access Type, PEI, GPSI, UE presencein LADN service area, Subscription
For PDU Session Status Notification, DNN Selection Mode, Trace Requirements) or
Nsmf_PDUSession_UpdateSM Context Request (SUPI, DNN, S-NSSAI(s), SM Context ID, AMF ID, Request
Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT
type, PEI).

If the AMF does not have an association with an SMF for the PDU Session 1D provided by the UE (e.g. when
Request Type indicates "initial request"), the AMF invokes the Nsmf_PDUSession_CreateSM Context Request,
but if the AMF already has an association with an SMF for the PDU Session ID provided by the UE (e.g. when
Request Typeindicates "existing PDU Session™"), the AMF invokes the Nsmf_PDUSession_UpdateSM Context
Request.
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The AMF sends the S-NSSAI of the Serving PLMN from the Allowed NSSAI to the SMF. For roaming scenario
inlocal breakout (LBO), the AMF also sends the corresponding S-NSSAI of the HPLMN from the Mapping Of
Allowed NSSAI to the SMF.

The AMF ID isthe UE's GUAMI which uniquely identifies the AMF serving the UE. The AMF forwards the
PDU Session ID together with the N1 SM container containing the PDU Session Establishment Request received
from the UE. The GPSI shall beincluded if available at AMF.

The AMF determines Access Type and RAT Type based on the Global RAN Node ID associated with the N2
interface.

The AMF provides the PEI instead of the SUPI when the UE in limited service state has registered for
Emergency services (i.e. Emergency Registered) without providing a SUPI. The PEI isdefined in TS 23.501 [2]
clause 5.9.3. If the UE in limited service state has registered for Emergency services (i.e. Emergency Registered)
with a SUPI but has not been authenticated the AMF indicates that the SUPI has not been authenticated. The
SMF determines that the UE has not been authenticated when it does not receive a SUPI for the UE or when the
AMF indicates that the SUPI has not been authenticated.

If the AMF determines that the DNN correspondsto an LADN then the AMF provides the "UE presencein
LADN service ared’ that indicates if the UE isIN or OUT of the LADN service area.

If the Old PDU Session ID isincluded in step 1, and if the SMF is not to be reallocated, the AMF also includes
Old PDU Session ID inthe Nsmf_PDUSession_CreateSM Context Request.

DNN Selection Mode is determined by the AMF. It indicates whether an explicitly subscribed DNN has been
provided by the UE in its PDU Session Establishment Request.

The SMF may use DNN Selection Mode when deciding whether to accept or reject the UE request.

When the Establishment cause received as part of AN parameters during the Registration procedure or Service
Request procedure is associated with priority services (e.g. MPS, MCS), the AMF includes a Message Priority
header to indicate priority information. The SMF uses the Message Priority header to determine if the UE
reguest is subject to exemption from NAS level congestion control. Other NFs relay the priority information by
including the Message Priority header in service-based interfaces, as specified in TS 29.500 [17].

In the local breakout case, if the SMF (in the VPLMN) is not able to process some part of the N1 SM
information that Home Routed Roaming is required, and the SMF responds to the AMF that it is not the right
SMF to handle the N1 SM message by invoking Nsmf_PDUSession_CreateSM Context Response service
operation. The SMF includes a proper N11 cause code triggering the AMF to proceed with home routed case.
The procedure starts again at step 2 of clause 4.3.2.2.2.

The AMF may include a PCF ID in the Nsmf_PDUSession_CreateSM Context Request. This PCF ID identifies
the H-PCF in the non-roaming case and the V-PCF in the local breakout roaming case.

The AMF includes Trace Requirements if Trace Requirements have been received in subscription data.

4. If Session Management Subscription data for corresponding SUPI, DNN and S-NSSAI of the HPLMN is not
available, then SMF retrieves the Session Management Subscription data using Nudm_SDM_Get (SUPI, Session
Management Subscription data, DNN, S-NSSAI of the HPLMN) and subscribes to be notified when this
subscription datais modified using Nudm_SDM_Subscribe (SUPI, Session Management Subscription data,
DNN, S-NSSAI of the HPLMN). UDM may get this information from UDR by Nudr_DM_ Query (SUPI,
Subscription Data, Session Management Subscription data, DNN, S-NSSAI of the HPLMN) and may subscribe
to notifications from UDR for the same data by Nudr_DM _subscribe.

The SMF may use DNN Selection Mode when deciding whether to retrieve the Session Management
Subscription data e.g. If the (DNN, S-NSSAI of the HPLMN) is not explicitly subscribed, the SMF may use
local configuration instead of Session Management Subscription data.

If the Request Typein step 3 indicates "Existing PDU Session” or "Existing Emergency PDU Session” the SMF
determines that the request is due to switching between 3GPP access and non-3GPP access or due to handover
from EPS. The SMF identifies the existing PDU Session based on the PDU Session ID. In such a case, the SMF
does not create anew SM context but instead updates the existing SM context and provides the representation of
the updated SM context to the AMF in the response.
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If the Request Typeis"Initia request” and if the Old PDU Session ID isincluded in
Nsmf_PDUSession_CreateSM Context Request, the SMF identifies the existing PDU Session to be released
based on the Old PDU Session ID.

Subscription data includes the Allowed PDU Session Type(s), Allowed SSC mode(s), default 5QI and ARP,
subscribed Session-AMBR.

Static |P address/prefix may be included in the subscription data if the UE has subscribed to it.
The SMF checks the validity of the UE request: it checks
- Whether the UE request is compliant with the user subscription and with local policies;

- (If the DNN corresponds to an LADN), whether the UE is located within the LADN service area based on the
"UE presencein LADN service ared" indication from the AMF. If the AMF does not provide the "UE
presencein LADN service area’ indication and the SMF determines that the DNN correspondsto a LADN,
then the SMF considers that the UE is OUT of the LADN service area

If the UE request is considered as not valid, the SMF decides to not accept to establish the PDU Session.

5. From SMF to AMF: Either Nsmf_PDUSession_CreateSM Context Response (Cause, SM Context ID or N1 SM
container (PDU Session Reject (Cause))) or an Nsmf_PDUSession_UpdateSM Context Response depending on
the request received in step 3.

If the SMF received Nsmf_PDUSession_CreateSM Context Request in step 3 and the SMF is able to process the
PDU Session establishment request, the SMF creates an SM context and responds to the AMF by providing an
SM Context ID.

If the UP Security Policy for the PDU Session is determined to have Integrity Protection set to "Required”, the
SMF may, based on local configuration, decide whether to accept or reject the PDU Session request based on the
UE Integrity Protection Maximum Data Rate.

NOTE 3: The SMF can e.g. be configured to reject aPDU Session if the UE Integrity Protection Maximum Data
Rate has avery low value, if the services provided by the DN would require higher bitrates.

When the SMF decides to not accept to establish a PDU Session, the SMF rejects the UE request viaNAS SM
signalling including arelevant SM rejection cause by responding to the AMF with

Nsmf_PDUSession CreateSM Context Response. The SMF aso indicates to the AMF that the PDU Session ID
isto be considered as released, the SMF proceeds to step 20 and the PDU Session Establishment procedureis
stopped.

6. Optional Secondary authentication/authorization.

If the Request Typein step 3 indicates "Existing PDU Session”, the SMF does not perform secondary
authenti cation/authorization.

If the Request Type received in step 3 indicates "Emergency Request” or "EXxisting Emergency PDU Session”,
the SMF shall not perform secondary authenti cation\authorization.

If the SMF needs to perform secondary authentication/authorization during the establishment of the PDU
Session by a DN-AAA server asdescribed in TS 23.501 [2] clause 5.6.6, the SMF triggers the PDU Session
establishment authentication/authorization as described in clause 4.3.2.3.

7a. If dynamic PCC isto be used for the PDU Session, the SMF performs PCF selection as described in
TS23.501[2], clause 6.3.7.1. If the Request Type indicates "Existing PDU Session" or "Existing Emergency
PDU Session", the SMF shall use the PCF already selected for the PDU Session.

Otherwise, the SMF may apply local policy.

7b. The SMF may perform an SM Policy Association Establishment procedure as defined in clause 4.16.4 to
establish an SM Policy Association with the PCF and get the default PCC Rules for the PDU Session. The GPSI
shall beincluded if available at SMF. If the Request Typein step 3 indicates "Existing PDU Session", the SMF
may provide information on the Policy Control Request Trigger condition(s) that have been met by an SMF
initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1. The PCF may provide
policy information defined in clause 5.2.5.4 (and in TS 23.503 [20]) to SMF.
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The PCF, based on the Emergency DNN, sets the ARP of the PCC rulesto avalue that is reserved for
Emergency services as described in TS 23.503 [20].

NOTE 4: The purpose of step 7 isto receive PCC rules before selecting UPF. If PCC rules are not needed as input

8.

for UPF selection, step 7 can be performed after step 8.

If the Request Typein step 3 indicates "Initial request”, the SMF selects an SSC mode for the PDU Session as
described in TS 23.501 [2] clause 5.6.9.3. The SMF also selects one or more UPFs as needed as described in

TS 23.501 [2] clause 6.3.3. In the case of PDU Session Type IPv4 or IPv6 or IPv4v6, the SMF alocates an |P
address/prefix for the PDU Session as described in TS 23.501 [2] clause 5.8.1. In the case of PDU Session Type
IPv6 or IPv4v6, the SMF also allocates an interface identifier to the UE for the UE to build its link-local address.
For Unstructured PDU Session Type the SMF may allocate an I1Pv6 prefix for the PDU Session and N6 point-to-
point tunnelling (based on UDP/IPv6) as described in TS 23.501 [2] clause 5.6.10.3. For Ethernet PDU Session
Type, neither aMAC nor an IP addressis allocated by the SMF to the UE for this PDU Session.

If the Request Typein Step 3 is"Existing PDU Session”, the SMF maintains the same | P address/prefix that has
already been alocated to the UE in the source network.

If the Request Typein step 3 indicates "Existing PDU Session” referring to an existing PDU Session moved
between 3GPP access and non-3GPP access the SMF maintains the SSC mode of the PDU Session, the current
PDU Session Anchor and | P address.

NOTE 5: The SMF may decide to trigger e.g. new intermediate UPF insertion or allocation of a new UPF as

described in step 5in clause 4.2.3.2.

If the Request Type indicates "Emergency Request”, the SMF selects the UPF as described in TS 23.501 [2]
clause 5.16.4 and selects SSC mode 1.

SMF may perform an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1
to provide information on the Policy Control Request Trigger condition(s) that have been met. If Request Typeis
"initial request" and dynamic PCC is deployed and PDU Session Typeis IPv4 or IPv6 or IPv4v6, SMF notifies
the PCF (if the Policy Control Request Trigger condition is met) with the allocated UE | P address/prefix(es).

When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off Policy
Control Request Trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is
defined in TS 23.503 [20].

NOTE 6: If an IP address/prefix has been allocated before step 7 (e.g. subscribed static | P address/prefix in

UDM/UDR) or the step 7 is perform after step 8, the IP address/prefix can be provided to PCF in step 7,
and the IP address/prefix notification in this step can be skipped.

PCF may provide updated policies to the SMF. The PCF may provide policy information defined in
clause 5.2.5.4 (and in TS 23.503 [20]) to SMF.

10. If Request Type indicates "initial request”, the SMF initiates an N4 Session Establishment procedure with the

selected UPF, otherwise it initiates an N4 Session Modification procedure with the selected UPF:

10a. The SMF sends an N4 Session Establishment/M odification Request to the UPF and provides Packet
detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If CN Tunnel
Info is alocated by the SMF, the CN Tunnel Info is provided to UPF in this step. If the selective User Plane
deactivation isrequired for this PDU Session, the SMF determines the Inactivity Timer and providesit to the
UPF. The SMF provides Trace Requirements to the UPF if it has received Trace Requirements.

10b. The UPF acknowledges by sending an N4 Session Establishment/M odification Response. If CN Tunnel
Info is alocated by the UPF, the CN Tunnel Info is provided to SMF in this step.

If multiple UPFs are selected for the PDU Session, the SMF initiate N4 Session Establishment/Modification
procedure with each UPF of the PDU Session in this step.

If the Request Type indicates "Existing PDU Session", and the SMF creates CN Tunnel Info, thenthisstepis
skipped. Otherwise, this step is performed to obtain the CN Tunnel Info from the UPF using the N4 Session
Modification Procedure.

11. SMF to AMF. Namf_Communication_N1N2MessageTransfer (PDU Session ID, N2 SM information (PDU

Session ID, QFI(s), QoS Profile(s), CN Tunnel Info, SSNSSAI from the Allowed NSSAI, Sesson-AMBR, PDU
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Session Type, User Plane Security Enforcement information, UE Integrity Protection Maximum Data Rate), N1
SM container (PDU Session Establishment Accept (QoS Rule(s) and QoS Flow level QoS parameters if needed
for the QoS Flow(s) associated with the QoS rule(s), selected SSC mode, S-NSSAI(s), DNN, alocated 1Pv4
address, interface identifier, Session-AMBR, selected PDU Session Type, Reflective QoS Timer (if available),
P-CSCF address(es), [Always-on PDU Session]))). If multiple UPFs are used for the PDU Session, the CN
Tunnel Info contain tunnel information related with the UPF that terminates N3.

The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:

- The CN Tunnel Info corresponds to the Core Network address of the N3 tunnel corresponding to the PDU
Session.

- Oneor multiple QoS profiles and the corresponding QFIs can be provided to the (R)AN. Thisisfurther
described in TS 23.501 [2] clause 5.7.

- ThePDU Session ID may be used by AN signalling with the UE to indicate to the UE the association
between (R)AN resources and a PDU Session for the UE.

- A PDU Sessionisassociated to an S-NSSAI of the HPLMN and, if applicable, to a S'NSSAI of the VPLMN,
and a DNN. The S-NSSAI provided to the (R)AN, isthe S-NSSAI with the value for the Serving PLMN (i.e.
the HPLMN S-NSSAI or, in LBO roaming case, the VPLMN S-NSSAI).

- User Plane Security Enforcement information is determined by the SMF as described in clause 5.10.3 of
TS23.501[2],

- If the User Plane Security Enforcement information indicates that Integrity Protection is " Preferred" or
"Required”, the SMF aso includes the UE Integrity Protection Maximum Data Rate as received in the PDU
Session Establishment Request.

The N1 SM container contains the PDU Session Establishment Accept that the AMF shall provide to the UE. If
the UE requested P-CSCF discovery then the message shall aso include the P-CSCF | P address(es) as
determined by the SMF. The PDU Session Establishment Accept includes S-NSSAI from the Allowed NSSAL.
For LBO roaming scenario, the PDU Session Establishment Accept includes the S-NSSAI from the Allowed
NSSAI for the VPLMN and aso it includes the corresponding S-NSSAI of the HPLMN from the Mapping Of
Allowed NSSAI that SMF received in step 3. If the PDU Session being established was requested to be an
always-on PDU Session, the SMF shall indicate whether the request is accepted by including an Always-on PDU
Session Granted indication in the PDU Session Establishment Accept message. If the PDU Session being
established was not requested to be an always-on PDU Session but the SMF determines that the PDU Session
needs to be established as an always-on PDU Session, the SMF shall include an Always-on PDU Session
Granted indication in the PDU Session Establishment Accept message indicating that the PDU sessionisan
always-on PDU Session.

Multiple QoS Rules, QoS Flow level QoS parametersif needed for the QoS Flow(s) associated with those QoS
rule(s) and QoS Profiles may be included in the PDU Session Establishment Accept within the N1 SM and in the
N2 SM information.

The Namf_Communication_N1N2MessageTransfer contains the PDU Session ID allowing the AMF to know
which access towards the UE to use.

If the PDU session establishment failed anywhere between step 5 and step 11, then the
Namf_Communication_N1N2MessageTransfer request shall include the N1 SM container with a PDU Session
Establishment Reject message (see clause 8.3.3 of TS 24.501 [25]) and shall not include any N2 SM container.
The (R)AN sends the NAS message containing the PDU Session Establishment Reject to the UE. In this case,
steps 12-17 are skipped.

12. AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM
container (PDU Session Establishment Accept))).

The AMF sends the NAS message containing PDU Session |ID and PDU Session Establishment Accept targeted
to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

13. (R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that is related with the
information received from SMF. For example, in the case of a NG-RAN, an RRC Connection Reconfiguration
may take place with the UE establishing the necessary NG-RAN resources related to the QoS Rules for the PDU
Session request received in step 12.
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(R)AN also alocates (R)AN N3 Tunnel Info for the PDU Session. In the case of Dual Connectivity, the Master
RAN node may assign some (zero or more) QFIsto be setup to a Master RAN node and others to the Secondary
RAN node. The AN Tunnel Info includes atunnel endpoint for each involved (R)AN node, and the QFIs
assigned to each tunnel endpoint. A QFI can be assigned to either the Master RAN node or the Secondary RAN
node and not to both.

(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))
provided in step 12 to the UE. (R)AN shall only provide the NAS message to the UE if the AN specific
signalling exchange with the UE includes the (R)AN resource additions associated to the received N2 command.

If MICO mode is active and the NAS message Request Typein step 1 indicated "Emergency Request”, then the
UE and the AMF shall locally deactivate MICO mode.

14. (R)AN to AMF. N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, AN
Tunnel Info, List of accepted/rejected QFI(s), User Plane Enforcement Policy Notification)).

The AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU
Session.

If the (R)AN regjects QFI(s) the SMF isresponsible of updating the QoS rules and QoS Flow level QoS
parameters if needed for the QoS Flow associated with the QoS rule(s) in the UE accordingly.

The NG-RAN rejects the establishment of UP resources for the PDU Session when it cannot fulfil User Plane
Security Enforcement information with a value of Required. The NG-RAN notifies the SMF when it cannot
fulfil aUser Plane Security Enforcement with a value of Preferred.

15. AMF to SMF: Nsmf_PDUSession_UpdateSM Context Request (SM Context ID, N2 SM information, Request
Type).

The AMF forwards the N2 SM information received from (R)AN to the SMF.

If thelist of rejected QFI(s) isincluded in N2 SM information, the SMF shall release the rejected QFI(S)
associated QoS profiles.

If the User Plane Enforcement Policy Notification in the N2 SM information indicates that no user plane
resources could be established, and the User Plane Enforcement Policy indicated "required" as described in
clause 5.10.3 of TS 23.501 [2], the SMF shall reject the PDU session establishment by including aN1 SM
container with a PDU Session Establishment Reject message (see clause 8.3.3 of TS24.501 [25]) in the
Nsmf_PDUSession_UpdateSM Context Response in step 17. Step 16 is skipped in this case.

16a. The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info
to the UPF as well as the corresponding forwarding rules.

NOTE 7: If the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access or
mobility from EPC, the downlink data path is switched towards the target access in this step.

16b. The UPF provides an N4 Session Modification Response to the SMF.
If multiple UPFs are used in the PDU Session, the UPF in step 16 refers to the UPF terminating N3.

After this step, the UPF delivers any down-link packets to the UE that may have been buffered for this PDU
Session.

16c. If Request Typein step 3 indicates neither "Emergency Request” nor "Existing Emergency PDU Session”
and, if the SMF has not yet registered for this PDU Session, then the SMF registers with the UDM using
Nudm UECM_Registration (SUPI, DNN, PDU Session ID, SMF Identity) for agiven PDU Session. As aresullt,
the UDM stores following information: SUPI, SMF identity and the associated DNN and PDU Session ID. The
UDM may further store thisinformation in UDR by Nudr_DM_Update (SUPI, Subscription Data, UE context in
SMF data).

If the Request Type received in step 3 indicates "Emergency Request":

- For an authenticated non-roaming UE, based on operator configuration (e.g. related with whether the operator uses a
fixed SMF for Emergency calls, etc.), the SMF may register in the UDM using Nudm_UECM_Registration (SUPI,
PDU Session ID, SMF identity, Indication of Emergency Services) for agiven PDU Session that is applicable for
emergency services. Asaresult, the UDM shall store the applicable PDU Session for Emergency services.
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- For an unauthenticated UE or aroaming UE, the SMF shall not register in the UDM for a given PDU Session.
17. SMF to AMF: Nsmf_PDUSession_UpdateSM Context Response (Cause).

The SMF may subscribe to the UE mobility event notification from the AMF (e.g. location reporting, UE
moving into or out of Area Of Interest), after this step by invoking Namf_EventExposure_Subscribe service
operation as specified in clause 5.2.2.3.2. For LADN, the SMF subscribes to the UE moving into or out of
LADN service area event notification by providing the LADN DNN as an indicator for the Area Of Interest (see
clause 5.6.5and 5.6.11 of TS 23.501 [2]).

After this step, the AMF forwards relevant events subscribed by the SMF.
18.[Conditional] SMF to AMF: Nsmf_PDUSession_SM ContextStatusNotify (Release)

If during the procedure, any time after step 5, the PDU Session establishment is not successful, the SMF informs
the AMF by invoking Nsmf_PDUSession_SM ContextStatusNotify (Release). The SMF also releases any N4
session(s) created, any PDU Session address if allocated (e.g. | P address) and rel eases the association with PCF,
if any. In this case, step 19 is skipped.

19. SMF to UE, via UPF: In the case of PDU Session Type |Pv6 or IPv4v6, the SMF generates an |Pv6 Router
Advertisement and sendsiit to the UE via N4 and the UPF.

20. If the PDU Session establishment failed after step 4, the SMF shall perform the following:

The SMF unsubscribes to the modifications of Session Management Subscription data for the corresponding
(SUPI, DNN, S-NSSAI of the HPLMN), using Nudm_SDM _Unsubscribe (SUPI, Session Management
Subscription data, DNN, S-NSSAI of the HPLMN), if the SMF is no more handling a PDU Session of the
UE for this (DNN, S-NSSAI of the HPLMN). The UDM may unsubscribe to the modification notification
from UDR by Nudr_DM_Unsubscribe (SUPI, Subscription Data, Session Management Subscription data, S-
NSSAI of the HPLMN, DNN).

43222 Home-routed Roaming

This procedureis used in the case of home-routed roaming scenarios.
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Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios

1. Thisstepisthesameasstep 1linclause4.3.2.2.1.

2. Asinstep 2 of clause 4.3.2.2.1 with the addition that the AMF also selectsan SMF in HPLMN using the S-
NSSAI with the value defined by the HPLMN, as described in clause 4.3.2.2.3. The AMF may also receive
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alternative H-SMFs from the NRF. The AMF stores the association of the S-NSSAI(s), the DNN, the PDU
Session ID, the SMF ID in VPLMN as well as Access Type of the PDU Session.

In step 3 of clause 4.3.2.2.1, in local breakout roaming case, if V-SMF responds to AMF indicating that V-SMF
is not able to process some part of the N1 SM information, the AMF proceeds with home routed case from this
step and may select an SMF in the VPLMN different from the V-SMF selected earlier.

3a Asin step 3 of clause 4.3.2.2.1 with the addition that:

- the AMF aso provides the identity of the H-SMF it has selected in step 2 and both the VPLMN S-NSSAI
from the Allowed NSSAI and the corresponding S-NSSAI of the HPLMN, which isin the mapping the
VPLMN S-NSSAI from the Allowed NSSAI. The H-SMF is provided when the PDU Session is home-
routed. The AMF may also provide the identity of alternative H-SMFs, if it hasreceived in step 2.

- TheV-SMF does not use DNN Selection Mode received from the AMF but relays this information to the H-
SMF.

The AMF may include the H-PCF ID in this step and V-SMF will passit to the H-SMF in step 6. This will
enable the H-SMF to select the same H-PCF in step 9a.

3b: This step isthe same as step 5 of clause 4.3.2.2.1.
4. TheV-SMF selectsaUPFin VPLMN asdescribed in TS 23.501 [2], clause 6.3.3.
5. TheV-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:

5a. The V-SMF sends an N4 Session Establishment Request to the V-UPF. If CN Tunnel Info is alocated by the
SMF, the CN Tunnel Info is provided to V-UPF in this step.

5b. The V-UPF acknowledges by sending an N4 Session Establishment Response. If CN Tunnel Info is allocated
by the V-UPF, the CN Tunnel Infois provided to V-SMF in this step.

6. V-SMF to H-SMF: Nsmf_PDUSession_Create Request (SUPI, GPSI (if available), V-SMF SM Context ID,
DNN, S-NSSAI with the value defined by the HPLMN, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU
Session Type, PCO, Number Of Packet Filters, User location information, Access Type, PCF 1D, SM PDU DN
Request Container, DNN Selection Mode, [Always-on PDU Session Requested], AMF ID). Protocol
Configuration Options may contain information that H-SMF may needs to properly establish the PDU Session
(e.g. SSC mode or SM PDU DN Request Container to be used to authenticate the UE by the DN-AAA as
defined in clause 4.3.2.3). The H-SMF may use DNN Selection Mode when deciding whether to accept or reject
the UE request. If the V-SMF does not receive any response from the H-SMF due to communication failure on
the N16 interface, depending on operator policy the V-SMF may create the PDU Session to one of the alternative
H-SMF(s) if additional H-SMF information is provided in step 3a, as specified in detail in TS 29.502 [36].

V-SMF SM Context ID contains the addressing information it has allocated for service operations related with
this PDU Session. The H-SMF stores an association of the PDU Session and V-SMF Context 1D for this PDU
Session for this UE.

If the H-SMF needs to use V-SMF services for this PDU Session (invoking Nsmf_PDUSession_Update
Request) before step 13, at the first invocation of Nsmf_PDUSession Update Request the H-SMF provides the
V-SMF with the H-SMF SM Context ID it has allocated for service operations related with this PDU Session.

7-12b. These steps are the same as steps 4-10 in clause 4.3.2.2.1 with the following differences:
- These steps are executed in Home PLMN;
- The H-SMF does not provides the Inactivity Timer to the H-UPF as described in step 9ain clause 4.3.2.2.1.
- Step 5 of clause 4.3.2.2.1 is not executed.

When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event
trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in
TS 23.503 [20].

12c. Thisstepisthe same as step 16c¢ in clause 4.3.2.2.1 with the following difference:
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The H-SMF registers for the PDU Session with the UDM using Nudm_UECM_Registration (SUPI, DNN, S-NSSAI

with the value defined by the HPLMN, PDU Session ID).

13.H-SMF to V-SMF: Nsmf_PDUSession_Create Response (QoS Rule(s), QoS Flow level QoS parametersif
needed for the QoS Flow(s) associated with the QoS rule(s), PCO including session level information that the V-
SMF is not expected to understand, selected PDU Session Type and SSC mode, H-CN Tunnel Info, QFI(s), QoS
profile(s), Session-AMBR, Reflective QoS Timer (if available), information needed by V-SMF in the case of
EPS interworking such as the PDN Connection Type, User Plane Policy Enforcement)

If the PDU Session being established was requested to be an always-on PDU Session, the H-SMF shall indicate
to the V-SMF whether the request is accepted or not via the Always-on PDU Session Granted indication in the
response message to V-SMF. If the PDU Session being established was not requested to be an always-on PDU
Session but the H-SMF determines that the PDU Session needs to be established as an always-on PDU Session,
the H-SMF shall indicate it to the V-SMF by including Always-on PDU Session Granted indication that the
PDU Session is an always-on PDU Session.

The information that the H-SMF may provide is the same than defined for step 11 of Figure 4.3.2.2.1-1.
The H-CN Tunnel Info contains the tunnel information for uplink traffic towards H-UPF.

Multiple QoS Rules and QoS Flow level QoS parameters for the QoS Flow(s) associated with the QoS ruleg(s)
may beincluded in the Nsmf_PDUSession_Create Response.

14-18. These steps are the same as steps 11-15 in clause 4.3.2.2.1 with the following differences:
- These steps are executed in Visited PLMN;
- TheV-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE;

- If the H-SMF indicates the PDU Session can be established as an always-on PDU Session, the V-SMF shall
further check whether the PDU Session can be established as an aways-on PDU Session based on local
policies. The V-SMF notifies the UE whether the PDU Session is an always-on PDU Session or not viathe
Always-on PDU Session Granted indication in the PDU Session Establishment Accept message.

19a. TheV-SMFinitiates an N4 Session Modification procedure with the V-UPF. The V-SMF provides Packet
detection, enforcement and reporting rules to be installed on the VV-UPF for this PDU Session, including AN
Tunndl Info, H-CN Tunnel Info and V-CN Tunnel Info.

19b. The V-UPF provides a N4 Session Modification Response to the V-SMF.

After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU
Session.

20. This step is the same as step 17 in clause 4.3.2.2.1 with the following differences:
- TheSMFisaV-SMF. The H-SMF and V-SMF subscribe to UE reachability event from AMF.

21. Thisstep issame as step 18 in clause 4.3.2.2.1. In addition, if during the procedure, after step 14, the PDU
Session establishment is not successful as specified in step 15 of clause 4.3.2.2.1, the V-SMF triggers the V-
SMF initiated PDU Session release procedure from step 1b-3b as defined in clause 4.3.4.3.

22.H-SMF to UE, viaH-UPF and V-UPF in VPLMN: In the case of PDU Session Type IPv6 or I1Pv4v6, the H-SMF
generates an | Pv6 Router Advertisement and sendsit to the UE via N4 and the H-UPF and V-UPF.

23.1f the V-SMF received in stepl8 an indication that the (R)AN has rejected some QFI(s) the V-SMF notifies the
H-SMF viaaNsmf_PDUSession_Update Request. The H-SMF is responsible of updating accordingly the QoS
rules and QoS Flow level QoS parametersif needed for the QoS Flow(s) associated with the QoS rule(s) in the
UE.

24. This step is the same as step 20 in clause 4.3.2.2.1 with the following differences:
this step is executed in the Home PLMN;

the SMF also deregisters for the given PDU Session using Nudm_UECM_Deregistration (SUPI, DNN, PDU

Session ID). The UDM may update corresponding UE context by Nudr DM_Update (SUPI, Subscription Data, UE
context in SMF data).
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NOTE: The SMFin HPLMN can initiate H-SMF initiated PDU Session release procedure as defined in
clause 4.3.4.3, aready after step 13.

43.2.2.3 SMF selection

43.2.2.3.1 General

The SMF selection function, as described in TS 23.501 [2] clause 6.3.2, is supported by the AMF and is used to allocate
an SMF that manages the PDU Session.

The SMF selection function described in this clause does not apply to the selection of an SMF for Emergency services.
For SMF selection for Emergency servicesis described in clause 5.16.4.5 of TS 23.501 [2].

Two main branches of deployment scenarios to consider:
- Non-roaming and roaming with local breakout, see clause 4.3.2.2.3.2
- Home routed roaming, see clause 4.3.2.2.3.3

In the case of non-roaming and local breakout, there are two operational scenarios dependent on the configuration of
AMF and the deployment option of NSSF in the serving PLMN.

In the case of home-routed, there are two main options dependent on the operators' choices in terms of involvement of
NRF, NSSF and configuration of AMF. The decision of which option to useis part of the roaming agreements.

NOTE: Theuseof NSI ID and the use of multiple NRFsin the network are optional and depend on the
deployment choices of the operator.

43.2.2.3.2 Non-roaming and roaming with local breakout
Serving PLMN
AMF NSSF NRF

1. Nnssf_NSSelegtion_Get

4_2. Nnssf _NSSelegtion_Get response

3. Nnrf_NFDiscovery_Request

»

4. Nnrf_NFDiscoyery_Request response

Figure 4.3.2.2.3.2-1: SMF selection for non-roaming and roaming with local breakout scenarios

This procedure may be skipped altogether if SMF information is available in the AMF by other means (e.g. locally
configured); otherwise:

- when the serving AMF is aware of the appropriate NRF to be used to select NFs/services within the
corresponding Network Slice instance based on configuration or based on the Network Slice selection
information received during Registration, only steps 3 and 4 in the following procedure are executed as
described in Figure 4.3.2.2.3.2-1;

- when the serving AMF is not aware of the appropriate NRF to be used to select NFs/services within the
corresponding Network Slice instance, al stepsin the following procedure are executed as described in Figure
4.3.2.2.3.2-1.

1. The AMFinvokesthe Nnssf_NSSelection_Get service operation from the NSSF in serving PLMN with the S-
NSSAI of the VPLMN from the Allowed NSSAI requested by the UE, PLMN ID of the SUPI, TAI of the UE
and the indication that the request is within a procedure of PDU Session establishment in either the non-roaming
or roaming with local breakout scenario.
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2. The NSSFin serving PLMN selects the Network Slice instance, determines and returns the appropriate NRF to
be used to select NFs/services within the selected Network Slice instance, and optionally may returnaNS| 1D
corresponding to the Network Slice instance.

3. AMF queriesthe appropriate NRF in serving PLMN by issuing the Nnrf_NFDiscovery Request including S-
NSSAI of the VPLMN for this PDU Session from the Allowed NSSAI, PLMN ID of the SUPI, DNN and
possibly NSI ID if the AMF has stored an NSI ID for the S-NSSAI of the VPMN for this PDU Session from the
Allowed NSSAI.

4. The NRFin serving PLMN providesto the AMF, e.g. FQDN or IP address, of a set of the discovered SMF
instance(s) or Endpoint Address(es) of SMF service instance(s) in Nnrf_NFDiscovery Reguest response
message, and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for
subsequent NRF queries.

4.3.2.2.3.3 Home routed roaming

The selection of the SMF in VPLMN is performed in the same way as for non-roaming and roaming with local breakout
(seeclause 4.3.2.2.3.2). The selection of the SMFin HPLMN is performed by means of one of two main options.
Which of these two options to use is decided based on Service Level Agreements between the operators.

NOTE 1: The procedures described in this clause are not limited to SMF selection but can be used to discover and
select any NF/NF service in the HPLMN part of a Network Slice instance.

In the first option, requiring the use of NSSF in both the VPLMN and the HPLMN, the selection of the SMF in
HPLMN is performed by means of the procedure depicted in Figure 4.3.2.2.3.3-1.

VPLMN HPLMN

AMF VNSSF vNRF hNRF hNSSF

1. Nnssf_NSSelection_Get
2. Nnssf_NSSelection_Get

3. Nnssf_NSSelection_Get response

41_1. Nnssf_NSSelegtion_Get response

5. Nnrf_NFDiscovery Request

6. Nnrf_NFDiscovery Request

P g2 Nnrf_NFDiscovery Request response
8. Nnrf_NFDiscoyery Request respopse

Figure 4.3.2.2.3.3-1: Option 1 for SMF selection for home-routed roaming scenarios

1. Based on the operator's configuration, if the AMF is not aware of the appropriate NRF to be used to select
NFs/servicesin the HPLMN, the AMF invokes the Nnssf_NSSelection_Get service operation from the NSSF in
VPLMN with the VPLMN S-NSSAI from the Allowed NSSAI requested by the UE for this PDU Session, the
HPLMN S-NSSAI that mapsto the VPLMN S-NSSAI, PLMN ID of the SUPI, the TAI of the UE and the
indication that the request is within a procedure of PDU Session establishment in the home-routed roaming
scenario.

2. If dicing configuration information for the S-NSSAI in the HPLMN is not available (e.g. the NSSF has no
cached information), the NSSF of the VPLMN invokes the Nnssf_NSSelection_Get service operation from
NSSF of the HPLMN according to the PLMN ID of SUPI by including the HPLMN S-NSSAI.

3. The NSSFin HPLMN may include the NSI ID, if needed, for the Network Slice instance in HPLMN selected for
the corresponding S-NSSAI of the HPLMN in the Nnssf_NSSelection Get response. The NSSFin HPLMN also
includes the appropriate hNRF to be used to select NFs/services within HPLMN in the Nnssf_NSSelection Get
response.
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4. Theserving NSSF includesin the Nnssf_NSSelection_Get response all the information that has been received
from the NSSF in HPLMN when responding to the AMF.

5. The AMF queriesthe target VNRF using the Nnrf_NFDiscovery Request by including PLMN ID of the SUPI,
DNN, HPLMN S-NSSAI, and possibly an HPLMN NSI ID if the AMF has stored an NSI 1D for the selected
Network Slice instance corresponding to the HPLMN S-NSSAI.

6. The NRF in serving PLMN identifies NRF in HPLMN (hNRF) based on the information provided by the NSSF
in the serving PLMN, and it invokes the Nnrf_NFDiscovery Request service from hNRF according the
procedure in Figure 4.17.4-1 to get the expected SMF instance(s) deployed inthe HPLMN. Asthe vVNRF in
VPLMN triggers the "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the
information of the NF, i.e. AMF ID, in the Nnrf_NFDiscovery Request message it sends to the hNRF.

7-8. The hNRF provides to the AMF, viavNRF, the information e.g. FQDN or IP address, of a set of the SMF
instance(s) in Nnrf_NFDiscovery Request response message and possibly an NSI ID for the selected Network
Slice instance corresponding to the S-NSSAI of the HPLMN for subsequent NRF queries.

When the NSSF is not deployed in HPLMN then the AMF in VPLMN relies on either the configuration to obtain the
NRFin HPLMN or on the option below.

The second option for the selection of the SMF in HPLMN is performed by means of the procedure depicted in Figure
4.3.2.2.3.3-2.

VPLMN HPLMN

vAMF vNRF local NRF in

Home PLMN

hNRF

1. Nnrf_NFDiscovery_Request

>

2. Nnrf_NFDiscovery_Request

3a. Nnrf_NFDiscovery_Reqliest response

(3A) )
3b. Nnrf_NFDiscovery_Reqpest response

&

3a. Nnrf_NFDiscovery_Request

3b. Nnrf_NFDiscovery_Request resppnse
(38) <

3c. Nnrf_NFDiscovery_Requiest response

<&
<

3d. Nnrf_NFDiscovery_Regliest response

<

Figure 4.3.2.2.3.3-2: Option 2 for SMF selection for home-routed roaming scenarios

1. Based on the operator's configuration, the AMF queries the YNRF with PLMN 1D of the SUPI, PLMN ID of the
serving PLMN, DNN, the HPLMN S-NSSAI that maps to the S-NSSAI from the Allowed NSSAI of the Serving
PLMN the UE has requested, NSI 1D (if the AMF has stored an HPLMN NSI 1D for the selected Network Slice
instance corresponding to the S-NSSAI of the HPLMN) and DNN.

2. The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the
SUPI. The NRF in VPLMN requests "NF Discovery" service from hNRF according the procedure in
Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. Asthe NRF in the serving PLMN
triggersthe "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the information of
the NF, i.e. AMF ID, in the Nnrf_NFDiscovery Request message it sends to the hNRF.
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Depending on the available information and based on configuration, the hNRF may either execute stepsin 3(A)
or in 3(B).

3(A) ThehNRF providesto the AMF, viavNRF, the information e.g. FQDN or IP address, of a set of the
discovered SMF instance(s) and possibly an NSI 1D for the selected HPLMN part of the Network Slice instance
corresponding to the S-NSSAI of the HPLMN for subsequent NRF queriesin Nnrf_NFDiscovery Request
response message(steps 3a and 3b).

3(B) ThehNRF queries, on behalf of the AMF, an appropriate local NRF in HPLMN (e.g. aslice level NRF); this
local NRF provides the IP address or the FQDN of expected SMF instance(s) and possibly an NSI 1D for the
selected HPLMN part of the Network Slice instance corresponding to the S-NSSAI of the HPLMN for
subsequent NRF queries (steps 3a and 3b) that the hNRF returns, via vVNRF, to the AMF (steps 3c and 3d).

4.3.2.3 Secondary authorization/authentication by an DN-AAA server during the PDU
Session establishment

The PDU Session establishment authenti cation/authorization is optionally triggered by the SMF during a PDU Session
establishment and performed transparently viaa UPF or directly with the DN-AAA server without involving the UPF if
the DN-AAA server islocated in the 5GC and reachable directly, as described in TS 23.501 [2], clause 5.6.6.

In the case of Home Routed Roaming, unless specified otherwise, the SMF in the information flow defined in this
clause isthe H-SMF.

UE AN || AW SMF UPF DN

1. N4 Eession Establishment

2. Authentication/Authorization Request

yan)
N\ =4 L

3a. Authentication/Autharization Response
& VN
hal V
3b. Namf_Communication| NIN2MessageTranhsfer

<«

>

|_3c. NAS SM Transport (Authentication Message)

3d. NAS SM Transport (Authgntication Message)

3e. Nsmf_PDUSession_UpflateSMContext (N1 SM message)

& L
<

3f. Authentication/Author|zation Request

a
V

\4

4. Authentication/Authorigation Response

5. Continuation of PDU session establishment asin Figure 4.3.2.2.1-1 or 4.3.2.2.2-1 up to completion of PDU
session establishment

6. Natification of IP Addlless allocation

Figure 4.3.2.3-1: PDU Session Establishment authentication/authorization by a DN-AAA server

NOTE 1: Steps 2, 3a, 3f and 4 are not defined in this specification. Steps 3 can be repeated depending on the
mechanism used.
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NOTE 2: When the SMF directly communicates with the DN-AAA server without involving the UPF, Step 1 is

skipped and Step 2, 3a, 3f, 4 and 6 are executed without involving the UPF.

The SMF determines that it needs to contact the DN-AAA server. The SMF identifies the DN-AAA server based
on local configuration, or using the DN-specific identity (TS 33.501 [15]) provided by the UE inside the SM
PDU DN Request Container in the PDU Session Establishment request or inside the EAP message in the PDU
Session Authentication Complete message (TS 24.501 [25]).

NOTE 3: The content of the SM PDU DN Request Container isdefined in TS 24.501 [25].

1

If there is no existing N4 session that can be used to carry DN-related messages between the SMF and the DN,
the SMF selects a UPF and triggers N4 session establishment.

The SMF initiates the authentication procedure with the DN-AAA via the UPF to authenticate the DN-specific
identity provided by the UE as specified in TS 29.561 [51].

When available, the SMF provides the GPSI in the signalling exchanged with the DN-AAA.

The UPF transparently relays the message received from the SMF to the DN-AAA server.

3a. The DN-AAA server sends an Authentication/Authorization message towards the SMF. The messageis carried

viathe UPF.

3b. Transfer of DN Request Container information received from DN-AAA towards the UE.

In non-roaming and LBO cases, the SMF invokes the Namf_Communication_N1N2MessageTransfer service
operation on the AMF to transfer the DN Reguest Container information within N1 SM information sent towards
the UE.

In the case of Home Routed roaming, the H-SMF initiates a Nsmf_PDUSession_Update service operation to
request the V-SMF to transfer DN Request Container to the UE and the V-SMF invokes the
Namf_Communication N1N2MessageTransfer service operation on the AMF to transfer the DN Request
Container information within N1 SM information sent towards the UE. In Nsmf_PDUSession_Update Request,
the H-SMF additionally includes the H-SMF SM Context ID.

3c: The AMF sends the N1 NAS message to the UE

3d-3e. Transfer of DN Request Container information received from UE towards the DN-AAA.

3f:

When the UE responds with aN1 NAS message containing DN Request Container information, the AMF
informs the SMF by invoking the Nsmf_PDUSession UpdateSM Context service operation. The SMF issues an
Nsmf_PDUSession_UpdateSM Context response.

In the case of Home Routed roaming, the V-SMF relays the N1 SM information to the H-SMF using the
information of PDU Session received in step 3b viaa Nsmf_PDUSession_Update service operation.

The SMF (In HR caseit is the H-SMF) sends the content of the DN Request Container information
(authentication message) to the DN-AAA server via the UPF.

Step 3 may be repeated until the DN-AAA server confirms the successful authentication/authorization of the
PDU Session.

The DN-AAA server confirms the successful authentication/authorization of the PDU Session. The DN-AAA
server may provide:

an SM PDU DN Response Container to the SMF to indicate successful authentication/authorization;

DN Authorization Data as defined in TS 23.501 [2] clause 5.6.6;

arequest to get notified with the I P address(es) allocated to the PDU Session and/or with N6 traffic routing
information or MAC address(es) used by the UE for the PDU Session; and

an |P address (or IPV6 Prefix) for the PDU Session.

The N6 traffic routing information is defined in TS 23.501 [2] clause 5.6.7.
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After the successful DN authentication/authorization, a session is kept between the SMF and the DN-AAA. If
the SMF receives a DN Authorization Data, the SMF uses the DN Authorization Profile Index to apply the
policy and charging control (see TS 23.501 [2] clause 5.6.6).

5. The PDU Session establishment continues and completes. In the step 7b of the Figure 4.3.2.2.1-1, if the SMF
receives the DN Authorization Profile Index in DN Authorization Data from the DN-AAA, it sends the DN
Authorization Profile Index to retrieve the PDU Session related policy information (described in TS 23.503 [20]
clause 6.4) and the PCC rule(s) (described in TS 23.503 [20] clause 6.3) from the PCF. If the SMF receives the
DN authorized Session AMBR in DN Authorization Data from the DN-AAA, it sends the DN authorized
Session AMBR within the Session AMBR to the PCF to retrieve the authorized Session AMBR (described in
TS 23.503[20] clause 6.4).

6. If requested soin step 4 or if configured so by local policies, the SMF notifies the DN-AAA with the IPPMAC
address(es) and/or with N6 traffic routing information allocated to the PDU Session together with the GPS.

Later on the SMF notifies the DN-AAA if the DN-AAA had requested to get notifications about:;

-- Allocation or release of an IPV6 Prefix for the PDU Session of 1P type or addition or removal of source MAC
addresses for the PDU Session of Ethernet type (e.g. using IPV6 multi-homing as defined in TS 23.501 [2]
clause 5.6.4.3),

- Change of N6 traffic routing information.
When later on the PDU Session gets rel eased as described in clause 4.3.4, the SMF notifies the DN-AAA.

The DN-AAA server may revoke the authorization for a PDU Session or update DN authorization data for a PDU
Session. According to the request from DN-AAA server, the SMF may release or update the PDU Session.

At any time after the PDU Session establishment, the DN-AAA server or SMF may initiate Secondary Re-
authentication procedure for the PDU Session as specified in clause 11.1.3 in TS 33.501 [15]. Step 3ato step 3f are
performed to transfer the Secondary Re-authentication message between the UE and the DN-AAA server. The
Secondary Re-authentication procedure may start from step 3a (DN-AAA initiated Secondary Re-authentication
procedure) or step 3b (SMF initiated Secondary Re-authentication procedure). For the DN-AAA server initiated
Secondary Re-authentication, the message in step 3a shall include GPS, if available, and the IPPMAC address(es) of the
PDU session, for SMF to identify the corresponding UE and PDU session.

DN-AAA may initiate DN-AAA Re-authorization without performing re-authentication based on local policy. DN-
AAA Re-authorization procedure may start from step 4.

During Secondary Re-authentication/Re-authorization, if the SMF receives DN Authorization Profile Index and/or DN
authorized Session AMBR, the SMF reports the received value(s) to the PCF (as described in TS 23.501 [2]) by
triggering the Policy Control Request Trigger as described in TS 23.503 [20].

4.3.3 PDU Session Modification

4.3.3.1 General

The procedure is used when one or several of the QoS parameters exchanged between the UE and the network are
modified.

NOTE: The conditions when to use this procedure for QoS change as well as the QoS parameters exchanged
between the UE and the network are defined in TS 23.501 [2] clause 5.7.

4.3.3.2 UE or network requested PDU Session Modification (non-roaming and
roaming with local breakout)

The UE or network requested PDU Session Modification procedure (non-roaming and roaming with local breakout
scenario) isdepicted in figure 4.3.3.2- 1.
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UE RAN AMF SMF UPF UDM PCF

| _1a. PDU Session Mddification Request_ _ |
la. Nsmf_PDUSession UpdateSMContext Request

1b. PCH initiated SM Policy Asdociation Modification

I 1d. QoS Update Trigger |

le. N2 message (PIEE session ID, SM informgtion)

1le. Nsmf_PDUSession UpdateSMContext Refjuest

2. SMF initiated SM Policy Association Modification

3a. Nsmf_RDUSession_UpdateSMContext Response

<

3b. Namf_Communication_N1N2MessageTransfer

<
<

»
L

4. N2 Session Requegt

<
5. AN-specific resource modification (including PDU Session Modificafion Command / Ack)

- ———————— >
6. N2 Session Responge
—————————— >

7a. Nsmf_PDUSessiop | UpdateSMContext Reduest

7b. Nsmf_PDUSession| UpdateSMContext Regponse

4_ _________

8a. N4 Session Modifi¢ation Request

9. PDU Session Modification Command Ack '8b. N4 Session Modifigation Response
_________ EN *---=-====-

10. N2 NAS uplink trarjsfer
fL1a. Nsmf_PDUSession_UpdateSMContext Rgquest

L1b. Nsmf PDUSession UpdateSMContext Rgsponse

12a. N4 Session Modification Request

12b. N4 Session Modification Response

13.|SMF initiated SM Policy Association Modificatign

Figure 4.3.3.2-1: UE or network requested PDU Session Modification (for non-roaming and roaming
with local breakout)

1. The procedure may be triggered by following events:

la. (UE initiated modification) The UE initiates the PDU Session Modification procedure by the transmission of
an NAS message (N1 SM container (PDU Session Modification Request (PDU session 1D, Packet Filters,
Operation, Requested QoS, Segregation, 5GSM Core Network Capability, Number Of Packet Filters,
[Always-on PDU Session Requested])), PDU Session ID, and UE Integrity Protection Maximum Data Rate)
message. Depending on the Access Type, if the UE wasin CM-IDLE state, this SM-NAS messageis
preceded by the Service Request procedure. The NAS message is forwarded by the (R)AN to the AMF with
an indication of User location Information. The AMF invokes Nsmf_PDUSession_UpdateSM Context (SM
Context ID, N1 SM container (PDU Session Modification Request)).

When the UE requests specific QoS handling for selected SDF(s), the PDU Session Modification Request
includes Packet Filters describing the SDF(s), the requested Packet Filter Operation (add, modify, delete) on
the indicated Packet Filters, the Requested QoS and optionally a Segregation indication. The Segregation
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indication is included when the UE recommends to the network to bind the applicable SDF(s) on adistinct
and dedicated QoS Flow e.g. even if an existing QoS Flow can support the requested QoS. The network
should abide by the UE request, but is allowed to proceed instead with binding the selected SDF(s) on an
existing QoS Flow.

NOTE 1: Only one QoS Flow is used for traffic segregation. If UE makes subsequent requests for segregation of

1b.

1c.

1d.

le.

additional SDF(s), the additional SDF(s) are multiplexed on the existing QoS Flow that is used for
segregation.

The UE shall not trigger aPDU Session Modification procedure for a PDU Session corresponding to a
LADN when the UE is outside the area of availability of the LADN.

The PS Data Off status, if changed, shall be included in the PCO in the PDU Session Modification Request
message.

For a PDU Session which was established in the EPS, when the UE moves from EPS to 5GS for the first
time, the UE includes an Always-on PDU Session Requested indication in the PDU Session Modification
Request message if it wants to change the PDU Session to an aways-on PDU Session.

When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event
trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in
TS 23.503[20].

The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in TS 23.501 [2]
clause 5.4.4b.

The UE Integrity Protection Maximum Data Rate indicates the maximum data rate up to which the UE can
support UP integrity protection.

The Number Of Packet Filters indicates the number of supported packet filters for signalled QoS rules as
described in TS 23.501 [2], clause 5.17.2.2.2.

(SMF requested modification) The PCF performs a PCF initiated SM Policy Association Modification
procedure as defined in clause 4.16.5.2 to notify SMF about the modification of policies. This may e.g.; have
been triggered by a policy decision or upon AF requests, e.g. Application Function influence on traffic
routing as described in step 5 in clause 4.3.6.2.

(SMF requested modification) The UDM updates the subscription data of SMF by Nudm_SDM_Notification
(SUPI, Session Management Subscription Data). The SMF updates the Session Management Subscription
Data and acknowledges the UDM by returning an Ack with (SUPI).

(SMF requested modification) The SMF may decide to modify PDU Session. This procedure also may be
triggered based on locally configured policy or triggered from the (R)AN (see clause 4.2.6 and clause 4.9.1).
It may also be triggered if the UP connection is activated (as described in Service Request procedure) and the
SMF has marked that the status of one or more QoS Flows are deleted in the 5GC but not synchronized with
the UE yet.

If the SMF receives one of the triggersin step 1b ~ 1d, the SMF starts SMF requested PDU Session
Modification procedure.

(AN initiated modification) (R)AN shall indicate to the SMF when the AN resources onto which a QoS Flow
is mapped are released irrespective of whether notification control is configured. (R)AN sends the N2
message (PDU Session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User
location Information and an indication that the QoS Flow is released. The AMF invokes
Nsmf_PDUSession_UpdateSM Context (SM Context ID, N2 SM information).

(AN initiated notification control) If notification control is configured for a GBR Flow, (R)AN sends a N2
message (PDU Session ID, N2 SM information) to SMF when the (R)AN decides the QoS targets of the QoS
Flow cannot be fulfilled or can be fulfilled again, respectively. The N2 SM information includes the QFI and
an indication that the QoS targets for that QoS Flow cannot be fulfilled or can be fulfilled again, respectively.
The AMF invokes Nsmf_PDUSession_UpdateSM Context (SM Context ID, N2 SM information). If the PCF
has subscribed to the event, SMF reports this event to the PCF for each PCC Rule for which notification
control is set, see step 2. Alternatively, if dynamic PCC does not apply for this DNN, and dependent on
locally configured policy, the SMF may start SMF requested PDU Session Modification procedure, see step
3b.
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2.

The SMF may need to report some subscribed event to the PCF by performing an SMF initiated SM Policy
Association Modification procedure as defined in clause 4.16.5.1. This step may be skipped if PDU Session
Modification procedure istriggered by step 1b or 1d. If dynamic PCC is not deployed, the SMF may apply local
policy to decide whether to change the QoS profile.

Steps 3to 7 are not invoked when the PDU Session Modification requires only action at a UPF (e.g. gating).

3a. For UE or AN initiated modification, the SMF responds to the AMF through

3b.

Nsmf_PDUSession_UpdateSM Context (N2 SM information (PDU Session 1D, QFI(s), QoS Profile(s), Session-
AMBR), N1 SM container (PDU Session Madification Command (PDU Session 1D, QoS rule(s), QoSrule
operation, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the QoS rule(s),
Session-AMBR, [Always-on PDU Session]))). See TS 23.501 [2] clause 5.7 for the QoS Profile, and QoS rule
and QoS Flow level QoS parameters.

If the PDU Session Modification was requested by the UE to modify a PDU Session to an always-on PDU
Session, the SMF shall include an Always-on PDU Session Granted indication in the PDU Session Madification
Command to indicate whether the PDU Session is to be changed to an always-on PDU Session or not viathe
Always-on PDU Session Granted indication in the PDU Session Modification Command.

The N2 SM information carries information that the AMF shall provide to the (R)AN. It may include the QoS
profiles and the corresponding QFIs to notify the (R)AN that one or more QoS flows were added, or modified. It
may include only QFI(s) to notify the (R)AN that one or more QoS flows were removed. If the PDU Session
Modification was triggered by the (R)AN Release in step 1e the N2 SM information carries an acknowledgement
of the (R)AN Release. If the PDU Session Modification was requested by the UE for a PDU Session that has no
established User Plane resources, the N2 SM information provided to the (R)AN includes information for
establishment of User Plane resources.

The N1 SM container carries the PDU Session Modification Command that the AMF shall provide to the UE. It
may include the QoS rules, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the
QoS rule(s) and corresponding QoS rule operation and QoS Flow level QoS parameters operation to notify the
UE that one or more QoS rules were added, removed or modified.

For SMF requested modification, the SMF invokes Namf_Communication_N1IN2M essageTransfer (N2 SM
information (PDU Session ID, QFI(s), QoS Profile(s), Session-AMBR), N1 SM container (PDU Session
Modification Command (PDU Session ID, QoS rule(s), QoS Flow level QoS parameters if needed for the QoS
Flow(s) associated with the QoS rule(s), QoS rule operation and QoS Flow level QoS parameters operation,
Session-AMBR))).

If the UE isin CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the
Namf_Communication_N1N2MessageTransfer and steps 4, 5, 6 and 7 are skipped. When the UE isreachable
e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE
context with the UE.

The AMF may send N2 PDU Session Request (N2 SM information received from SMF, NAS message (PDU
Session ID, N1 SM container (PDU Session Modification Command))) Message to the (R)AN.

The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received
from SMF. For example, in the case of a NG-RAN, an RRC Connection Reconfiguration may take place with
the UE modifying the necessary (R)AN resources related to the PDU Session.

The (R)AN may acknowledge N2 PDU Session Request by sending aN2 PDU Session Ack (N2 SM information
(List of accepted/rejected QFI(s), AN Tunnel Info, PDU Session ID, Secondary RAT usage data), User location
Information) Message to the AMF. In the case of Dua Connectivity, if one or more QFIs were added to the PDU
Session, the Master RAN node may assign one or more of these QFIsto aNG-RAN node which was not
involved in the PDU Session earlier. In this case the AN Tunnel Info includes a new N3 tunnel endpoint for QFIs
assigned to the new NG-RAN node. Correspondingly, if one or more QFIs were removed from the PDU Session,
a(R)AN node may no longer be involved in the PDU Session anymore, and the corresponding tunnel endpoint is
removed from the AN Tunnel Info. The NG-RAN may reject QFI(s) if it cannot fulfil the User Plane Security
Enforcement information for a corresponding QoS Profile, e.g. due to the UE Integrity Protection Maximum
Data Rate being exceeded.

If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN Usage Data
Report.
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7. The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF
viaNsmf_PDUSession_UpdateSM Context service operation. The SMF replies with a
Nsmf_PDUSession_UpdateSM Context Response. N2 SM information may include Secondary RAT Usage Data.

If the (R)AN rejects QFI(s) the SMF is responsible of updating the QoS rules and QoS Flow level QoS
parameters if needed for the QoS Flow(s) associated with the QoS rule(s) in the UE accordingly.

8. The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending
N4 Session Modification Request message to the UPF (see NOTE 3).

If new QoS Flow(s) are to be created, the SMF updates the UPF with UL Packet Detection Rules of the new QoS
Flow.

NOTE 2: Thisalowsthe UL packets with the QFI of the new QoS Flow to be transferred.

9. The UE acknowledges the PDU Session Modification Command by sending a NAS message (PDU Session ID,
N1 SM container (PDU Session Maodification Command Ack)) message.

10. The (R)AN forwards the NAS message to the AMF.

11. The AMF forwards the N1 SM container (PDU Session Modification Command Ack) and User Location
Information received from the AN to the SMF viaNsmf_PDUSession_UpdateSM Context service operation. The
SMF replies with aNsmf_PDUSession_UpdateSM Context Response.

If the SMF initiated modification is to delete QoS Flows (e.g. triggered by PCF) which do not include QoS Flow
associated with the default QoS rule and the SMF does not receive response from the UE, the SMF marks that
the status of those QoS Flows is to be synchronized with the UE.

12. The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending
N4 Session Modification Request (N4 Session I D) message to the UPF. For a PDU Session of Ethernet PDU
Session Type, the SMF may notify the UPF to add or remove Ethernet Packet Filter Set(s) and forwarding

rule(s).

NOTE 3: The UPFsthat are impacted in the PDU Session Modification procedure depends on the modified QoS
parameters and on the deployment. For example in the case of the session AMBR of a PDU Session with
an UL CL changes, only the UL CL isinvolved. This note also applies to the step 8.

13. If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be
enforced or not by performing an SMF initiated SM Policy Association Modification procedure as defined in
clause 4.16.5.1.

SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.

If step 1bistriggered to perform Application Function influence on traffic routing by step 5 in clause 4.3.6.2, the
SMF may reconfigure the User Plane of the PDU Session as described in step 6 in clause 4.3.6.2.

4.3.3.3 UE or network requested PDU Session Modification (home-routed roaming)

The UE or network requested PDU Session Modification procedure (home-routed roaming scenario) isdepicted in
figure 4.3.3.3-1.
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Figure 4.3.3.3-1: UE or network requested PDU Session Modification (for home-routed roaming
scenario)

1. The procedure istriggered by one of the following events:
la. (UE or serving network requested) Asin step 1aof clause 4.3.3.2 with the addition that:
- TheV-SMF checks whether it can accept the request from the UE;

- TheV-SMF invokes an Nsmf_PDUSession_Update Request (SM Context 1D, UE request for PDU
Session Moadification or the QoS modification request from the VPLMN, UE location information, Time
Zone, the current Access Type, PCO, [Always-on PDU Session Requested]) service operation to inform
the H-SMF to update the PDU Session. The H-SMF responds to the request immediately. If the AMF
notified the V-SMF that the access type of the PDU session can be changed, as described in the UE
Triggered Service Request procedurein clause 4.2.3.2, the V-SMF shall also indicate that the access type
can be changed.
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The PS Data Off status, if changed, shall be included in PCO (Protocol Configuration Option) in the PDU
Session Modification Request message.

When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event
trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in
TS 23.503[20].

1b. (HPLMN requested) This step is the same as step 1b in clause 4.3.3.2. If the H-SMF received the indication
that the access type of the PDU session can be changed, the H-SMF shall indicate the target access type to
the PCF in the Access Type information of the Npcf_SMPolicyControl_Update Request.

1c. (HPLMN requested) This step isthe same as step 1c in clause 4.3.3.2.
1d. (HPLMN requested) This step is the same as step 1d in clause 4.3.3.2.
le. Asin step le of clause 4.3.3.2 with addition that:

- The AMF invokes Nsmf_PDUSession_UpdateSM Context (SM context ID, N2 SM information) and
sendsit to the V-SMF;

- TheV-SMF invokes an Nsmf_PDUSession_Update Request (SM context ID, ULI, AN type, QoS Flow
to be released) service operation to inform the H-SMF to update the PDU Session. The H-SMF responds
to the request immediately.

NOTE 1: SM Context ID between AMF and V-SMF and between V-SMF and H-SMF are different. SM Context
ID haslocal significance per SMF instance.

2. Thisstep isthe same as steps 2 in clause 4.3.3.2 with the SMF is H-SMF.

3. (UE or serving network requested or HPLMN requested) The H-SMF invokes the Nsmf_PDUSession_Update
Request (SM Context ID, QoS profiles, Session-AMBR, information needed to build the SM PDU Session
Modification Command message towards the UE including the QoS rule(s) and QoS Flow level QoS parameters
if needed for the QoS Flow(s) associated with the QoS rule(s) and QoS rule operation and the QoS Flow level
QoS parameters operation) service operation to the V-SMF.

Based on operator policies, the V-SMF may decide to accept or reject the QoS information provided by the H-
SMF. The V-SMF shall be able to accept a subset of the QoS flows requested to be created or modified within a
single H-SMF request i.e. V-SMF can accept some QoS flows and reject other QoS flows in same response to H-
SMF.

3a-3b (HPLMN requested) These steps are executed if new QoS Flow(s) are to be created. The SMF updates the
UPF with UL Packet Detection Rules of the new QoS Flow.

NOTE 2: Thisalowsthe UL packets with the QFI of the new QoS Flow to be transferred.

If an Always-on PDU Session Granted indication was provided by the H-SMF to indicate that the PDU Session
isto be changed to an always-on PDU Session, the V-SMF decides whether to accept or reject the request from
the H-SMF based on local policies.

da-4b. These steps are the same as step 3a-3b in clause 4.3.3.2 but controlled from the V-SMF. The V-SMF uses the
information received in step 3 to generate any N1 and/or N2 signalling to be sent towards the UE and/or the
(R)AN.

5-7. These steps are the same as step 4-6 in clause 4.3.3.2.

8. Thisstep isthe same as step 7ain clause 4.3.3.2 with the difference that the SMF is V-SMF.
9a-9b are the same as step 11a-11b in clause 4.3.3.2 but executed in Visited PLMN

10. This step is the same as step 7b in clause 4.3.3.2 with the difference that the SMF is V-SMF.
11-12. These steps are the same as steps 8-9in 4.3.3.2.

13-14. These steps are the same as step 10a-10b in clause 4.3.3.2 but executed in Visited PLMN.
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15.V-SMF responds to the H-SMF with an Nsmf_PDUSession_Update response carrying the information like PCO
provided by the UE in the SM PDU Session Modification Command Ack message from the UE to the V-SMF,
Secondary RAT usage data. The H-SMF shall modify the PDU Session context.

If the V-SMF has rejected QFI(s) (step3) or the (R)AN has rejected QFI(s) in step 6 of Figure 4.3.3.2-1, the H-
SMF isresponsible of later updating the QoS rules and QoS Flow level QoS parametersif needed for the QoS
Flow(s) associated with the QoS rule(s) in the UE.

16-17. These steps are the same as steps 11-12 in clause 4.3.3.2 with the difference that the SMF is H-SMF.

4.3.4 PDU Session Release

434.1 General
The PDU Session Release procedure is used to release al the resources associated with a PDU Session, including:

- ThelP address/Prefixes allocated for an IP-based PDU Session; this may include the release of multiple Prefixes
in the case of Multi-homing (as defined in TS 23.501 [2]).

- Any UPF resource (including N3/N9 termination) that was used by the PDU Session.

- Any access resource that was used by the PDU Session.
The SMF takes care to notify any entity associated with PDU Session: PCF, DN (e.g. when DN authorization has taken
place at PDU Session establishment), etc. of a PDU Session Release.

4.3.4.2 UE or network requested PDU Session Release for Non-Roaming and
Roaming with Local Breakout

Figure 4.3.4.2-1 captures both the UE Requested PDU Session Release procedure and the network requested PDU
Session Release procedure. The procedure allows the UE to request the release of one PDU Session. The procedure also
alows the AMF, the SMF or the PCF to initiate the release of a PDU Session. In the case of LBO, the procedureisasin
the case of non-roaming with the difference that the AMF, the SMF, the UPF and the PCF are located in the visited
network.
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Figure 4.3.4.2-1: UE or network requested PDU Session Release for non-roaming and roaming with
local breakout

1. The procedureistriggered by one of the following events:

la. (UE requested) The UE initiates the UE Requested PDU Session Release procedure by the transmission of an
NAS message (N1 SM container (PDU Session Release Request (PDU session D)), PDU Session I1D)
message. The NAS message is forwarded by the (R)AN to the AMF with an indication of User Location
Information. This messageis relayed to the SMF corresponding to the PDU Session ID via N2 and the AMF.
The AMF invokes the Nsmf_PDUSession_UpdateSM Context service operation and provides the N1 SM
container to the SMF together with User Location Information (ULI) received from the (R)AN.

NOTE 1: Depending on the Access Type, when the UE isin CM-IDLE state, the UE can trigger a Service Request
procedure before being able to release the PDU Session.

1b. (PDU Session Release initiated by the PCF) The PCF may invoke an SM Policy Association Termination
procedure as defined in clause 4.16.6 to request the release of the PDU Session.

1c. The AMF may invoke the Nsmf_PDUSession_ReleaseSM Context service operation to request the release of
the PDU Session in the case of mismatch of PDU Session status between UE and AMF.

1d. (R)AN may decide to indicate to the SMF that the PDU Session related resource is released, e.g. when all the
QoS Flow(s) of the PDU Session are released.
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NOTE 2: Inthiscaseg, it's up to SMF to decide whether to keep the PDU Session with user plane connection

deactivated or release the PDU Session.

le. (PDU Session Release initiated by the SMF) The SMF may decide to release a PDU Session under the
following scenarios:

- Based on arequest from the DN (cancelling the UE authorization to access to the DN);
- Based on arequest from the UDM (subscription change) or from the CHF;
- If the SMF received an event notification from the AMF that the UE is out of LADN service area

- Based onlocally configured policy (e.g. the release procedure may be related with the UPF re-allocation
for SSC mode 2 / mode 3); or

- If the SMF is notified by the (R)AN that the PDU Session resource establishment has failed during mobility
procedure.

If the SMF receives one of the triggersin step 1a, 1b, 1c, or 1e the SMF starts PDU Session Release procedure.

1f. The AMF may invoke the Nsmf_PDUSession_UpdateSM Context service operation with arelease indication
to request the release of the PDU Session where N1 or N2 SM signalling may be needed before releasing the
SM context.

The SMF releases the I P address / Prefix(es) that were allocated to the PDU Session and rel eases the
corresponding User Plane resources:

2a. The SMF sends an N4 Session Release Request (N4 Session | D) message to the UPF(s) of the PDU Session.
The UPK(s) shall drop any remaining packets of the PDU Session and release all tunnel resource and contexts
associated with the N4 Session.

2b. The UPK(s) acknowledges the N4 Session Release Request by the transmission of an N4 Session Release
Response (N4 Session |D) message to the SMF.

NOTE 3: If there are multiple UPFs associated with the PDU Session (e.g. due to the insertion of UL CL or

3

Branching Point, the Session Release Reguest procedure (steps 2a and 2b) is done for each UPF.

If the PDU Session Release isinitiated by the PCF and SMF, and the SMF has been natified by the AMF that
UE is unreachable, e.g. due to the UE isin MICO mode or periodical registration failure, the procedure
continuesin step 11 by SMF notifying the AMF that the PDU Session is released by invoking the
Nsmf_PDUSession SM ContextStatusNotify. The rest of step 3 and the steps 4-10 are skipped.

If the PDU Session Release procedure was triggered by steps 1a, 1b, 1d or 1e above, the SMF createsan N1 SM
including PDU Session Release Command message (PDU Session 1D, Cause). The Cause may indicate atrigger
to establish a new PDU Session with the same characteristics (e.g. when procedures related with SSC mode 2 are
invoked).

If the User Plane connection of the PDU Session is activated, the message sent by the SMF to the AMF
shall include N2 SM Resource Release request. If the User Plane connection of the PDU Session is not
activated, the message sent by the SMF to the AMF shall not include N2 SM Resource Rel ease request.

NOTE 4: SSC modes are defined in TS 23.501 [2] clause 5.6.9.

3a. (If the PDU Session Release isinitiated by the UE in step 1aor has been triggered by (R)AN in step 1d) The

SMF responds to the AMF with the Nsmf_PDUSession_UpdateSM Context response (N2 SM Resource Release
reguest, N1 SM container (PDU Session Release Command)). N2 SM Resource Release request isincluded if
the PDU Session Release isinitiated by the UE and if the UP connection of the PDU Session is active.

3b. If the PDU Session Releaseisinitiated by the SMF or the PCF, the SMF invokes the

Namf_Communication N1N2M essageTransfer service operation (N1 SM container (PDU Session Release
Command), skip indicator).

If the UP connection of the PDU Session is active, the SMF shall also include the N2 Resource Release request
(PDU Session ID) in the Namf_Communication_N1N2M essageTransfer, to release the (R)AN resources
associated with the PDU Session.
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3c.

3d.

6.

The"skip indicator" tells the AMF whether it may skip sending the N1 SM container to the UE (e.g. when the
UE isin CM-IDLE state). SMF includes the "skip indicator” in the

Namf_Communication N1N2M essageTransfer except when the procedure is triggered to change PDU Session
Anchor of aPDU Session with SSC mode 2.

If the UE isin CM-IDLE state and "skip indicator" isincluded in the

Namf_Communication N1N2MessageTransfer service operation, the AMF acknowledges the step 3b by
sending an Namf_Communication_N1N2M essageT ransfer Response message ("N1 SM Message Not
Transferred") to SMF and steps 4 to 10 are skipped.

If the PDU Session Releaseisinitiated by the AMF in step 1c, i.e. the SMF received the
Nsmf_PDUSession_ReleaseSM Context Request from the AMF, the SMF responds to the AMF with the
Nsmf_PDUSession_ReleaseSM Context response.

The AMF and SMF shall remove all contexts (including the PDU Session D) associated with the PDU Session
which are indicated as released at the UE. AMF and SMF shall remove any event subscriptions on the AMF by
the SMF as well. The steps 4 to 11 are skipped.

If the PDU Session Releaseisinitiated by the AMF in step 1f, i.e. the SMF received the
Nsmf_PDUSession_UpdateSM Context Request from the AMF with a release indication to request the rel ease of
the PDU Session (e.g. due to a change of the set of network slices for a UE where a network slice instanceis no
longer available as described in TS 23.501 [2] clause 5.15.5.2.2), the SMF responds to the AMF with the
Nsmf_PDUSession_UpdateSM Context Response which shall contain the N1 SM container (PDU Session
Release Command) to release the PDU session at the UE.

If the UP connection of the PDU Session is active, the Nsmf_PDUSession_UpdateSM Context Response shall
also include the N2 Resource Release request (PDU Session ID) to release the (R)AN resources associated with
the PDU Session.

If the UE isin CM-IDLE state and "N1 SM delivery can be skipped" is not indicated, the AMF initiates the
network triggered Service Request procedure to transmit the NAS message (PDU Session ID, N1 SM container)
to the UE and the steps 6, 7 are skipped.

If the message received from the SMF in step 3 does not include N2 SM Resource Release request, the AMF
transmits the NAS message (PDU Session ID, N1 SM container) to the UE and the steps 6, 7 are skipped.

If the UE isin CM-CONNECTED state and the received message from the SMF in step 3 includes N2 SM
Resource Release request, the AMF transfers the SM information received from the SMF in step 4 (N2 SM
Resource Release request, N1 SM container) to the (R)AN.

When the (R)AN has received an N2 SM request to release the AN resources associated with the PDU Session it
issues AN specific signalling exchange(s) with the UE to rel ease the corresponding AN resources.

In the case of a NG-RAN, the NAS message is sent to the UE in an RRC message which may take place with the
UE releasing the NG-RAN resources related to the PDU Session. If NG-RAN resources do not need to be
released (i.e. the User Plane of the PDU Session is deactivated), the NAS message is sent to the UE in an RRC
message which does not release the NG-RAN resources related to the PDU Session.

During this procedure, the (R)AN sends any NAS message (N1 SM container (PDU Session Release
Command)) received from the AMF in step 5.

[Conditional] If the (R)AN had received a N2 SM request to release the AN resources, the (R)AN acknowl!edges
the N2 SM Resource Release Request by sending an N2 SM Resource Release Ack (User Location Information,
Secondary RAT usage data) Message to the AMF.

If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN Usage Data
Report.

7a. The AMF invokes the Nsmf_PDUSession_UpdateSM Context (N2 SM Resource Release Ack (Secondary RAT

usage data), User Location Information) to the SMF.

7b. The SMF responds to the AMF with an Nsmf_PDUSession_UpdateSM Context response.

8.

The UE acknowledges the PDU Session Release Command by sending aNAS message (PDU Session ID, N1
SM container (PDU Session Release Ack)) message over the (R)AN.
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9. [Conditional] The (R)AN forwards the NAS message from the UE by sending a N2 NAS uplink transport (NAS
message (PDU Session ID, N1 SM container (PDU Session Release Ack)), User Location Information) to the
AMF.

10a. The AMFinvokesthe Nsmf_PDUSession UpdateSM Context (N1 SM container (PDU Session Release Ack,
User Location Information) to the SMF.

10b. The SMF respondsto the AMF with an Nsmf_PDUSession_UpdateSM Context response.
Steps 8-10 may happen before steps 6-7.

11. If steps 3a, 3b or 3d were performed, the SMF waits until it has received replies to the N1 and N2 information
provided in step 3, as needed.

The SMF invokes Nsmf_PDU Session_SM ContextStatusNotify to notify AMF that the SM context for this PDU
Session is released. The AMF releases the association between the SMF ID and the PDU Session ID, DNN, as
well as S-NSSAI.

NOTE 5: The UE and the 5GC will get synchronized about the status of the (released) PDU Session at the next
Service Request or Registration procedure.

12. 1f Dynamic PCC applied to this session the SMF invokes an SM Policy Association Termination procedure as
defined in clause 4.16.6 to delete the PDU Session.

SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.

If itisthelast PDU Session the SMF is handling for the UE for the associated (DNN, S-NSSALI), the SMF
unsubscribes from Session Management Subscription data changes notification with the UDM by means of the
Nudm_SDM_Unsubscribe (SUPI, DNN, S-NSSALI) service operation. The UDM may unsubscribe the
subscription notification from UDR by Nudr_DM_Unsubscribe (SUPI, Subscription Data, Session Management
Subscription data, DNN, S-NSSAI).

The SMF invokes the Nudm_UECM_Deregistration service operation including the DNN and the PDU Session
Id. The UDM removes the association it had stored between the SMF identity and the associated DNN and PDU
Session |d. The UDM may update this information by Nudr_DM_Update (SUPI, Subscription Data, UE context
in SMF data).

4.3.4.3 UE or network requested PDU Session Release for Home-routed Roaming

This procedureis used in the case of home-routed roaming scenarios.
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Figure 4.3.4.3-1: UE or network requested PDU Session Release for home-routed roaming

1. The procedureistriggered by one of the following events:

la. (UE initiated release) Asin step laof clause 4.3.4.2 with the addition that the V-SMF invokes the
Nsmf_PDUSession_Update Request (SUPI, PDU Session ID, information from the SM message from the
UE e.g. PCO, "Trigger PDU Session Release” indication, Timezone, User Location Information) service
operation to request the H-SMF to release the PDU Session. The H-SMF responds to the reguest
immediately.

1b. (Serving network initiated release) The serving network initiates the PDU Session Release during UE or
serving network initiated Deregistration procedure as specified in clause 4.2.2.3. Thereisno NAS SM
message between the UE and the V-SMF in this case. The V-SMF initiates the release of the PDU Session at
the H-SMF by invoking the Nsmf_PDUSession_Release request.

1c. (HPLMN initiated release) This step isthe same as step 1b in clause 4.3.4.2.

1d. Thisstep isthe same as step 1d in clause 4.3.4.2.

le. (HPLMN initiated release) This step isthe same as step 1lein clause 4.3.4.2.

If the SMF receives one of the triggersin step 1a, 1c or le, the H-SMF starts PDU Session Release procedure.
2a-2b. These steps are the same as steps 2a-2b in clause 4.3.4.2. The SMF isthe SMFin HPLMN.

3a. (UE or HPLMN initiated release) The H-SMF prepares the SM Release PDU Session Command message and
initiates the PDU Session Release towards the UE by invoking the Nsmf_PDUSession_Update Request service

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 94 ETSI TS 123 502 V15.12.0 (2021-01)

operation towards the V-SMF. The Nsmf_PDUSession_Update Reguest contains necessary information to build
the SM Release PDU Session Command by the V-SMF towards the UE (for example a Release Cause or PCO).

3b. (Serving network initiated release) The H-SMF responds to the PDU release request from the V-SMF with a
Nsmf_PDUSession_Release response.

4a-4b. The V-SMF releases the corresponding User Plane resources. This includes the same procedure in step 2 but
controlled from the SMFin VPLMN.

5-13. These steps are the same as steps 3-10 in clause 4.3.4.2.

14. (UE or HPLMN initiated release) The V-SMF responds to the Nsmf_PDUSession_Update Request invoked at
step 3aand confirms the PDU Session Release. The Nsmf_PDUSession_Update response may carry information
such as PCO received from the UE in SM PDU Session Release Accept. as well as User Location Information,
Time Zone and Secondary RAT Usage Data.

15. (UE or HPLMN or Serving network initiated release) The H-SMF releases the SM policy control association
with the PCF by invoking the SM Policy Association Termination procedure defined in clause 4.16.6. For
serving network initiated PDU Session Release case, this step happens between step 1b and step 3b.

16. (UE or HPLMN initiated release) The H-SMF shall remove all contexts associated with the PDU Session.

16a. The H-SMF requests the V-SMF to release all contexts associated with the PDU Session by invoking the
Nsmf_PDUSession_StatusNotify (Release) operation.

16b. The V-SMF requests the AMF to release all contexts associated with the PDU Session by invoking the
Nsmf_PDUSession SM ContexStatusNotify (Release). The AMF releases the association between the SMF ID
and the PDU Session ID.

4.3.5 Session continuity, service continuity and UP path management

4.35.1 Change of SSC mode 2 PDU Session Anchor with different PDU Sessions

The following procedure is triggered by SMF in order to change the PDU Session Anchor serving a PDU Session of
SSC mode 2 for a UE when neither multi-homing nor UL CL applies to the PDU Session. This procedure releases the
existing PDU Session associated with an old PDU Session Anchor (i.e. UPFL in figure 4.3.5.1-1) and immediately
establishes anew PDU Session with anew PDU Session Anchor (i.e. UPF2 in figure 4.3.5.1-1) to the same DN.

| UE | | (R)AN | | AMF | | UPF1 | | UPF2 | | SMF1 | | SMF2 |

UL/DL Dqta

1. SMF determines
UPF relocation needs
to be performed

2. PDU Session Release procedure (with UPF1)

3. PDU Session Establishment procedure (with UPF2)

UL/DL Dgta

Figure 4.3.5.1-1: Change of SSC mode 2 PSA for a PDU Session

1. The SMF determines that the serving UPF needs to be changed due to events that may benefit from such change.

2. The PDU Session Release procedureisinitiated as described in clause 4.3.4. The SMF sends an N1 SM
Information to the UE viathe AMF by invoking Namf_Communication_ N1IN2MessageT ransfer as described in
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Step 3b of clause 4.3.4.2. The PDU Session Release Command messagein N1 SM Information contains the
PDU Session ID and Cause indicating that a PDU Session re-establishment to the same DN is required.

. Upon reception of PDU Session Release Command with Cause indicating that a PDU Session re-establishment
to the same DN isrequired as sent in step 2, the UE generates anew PDU Session ID and initiates PDU Session
Establishment procedure as described in clause 4.3.2.2. Then, the AMF selects an SMF as described in

TS 23.501[2], clause 6.4.2 and the SMF can select anew UPF (i.e. UPF2) for the re-established PDU Session of
SSC mode 2.

4.3.5.2 Change of SSC mode 3 PDU Session Anchor with multiple PDU Sessions

The following procedure is triggered by SMF in order to change the PDU Session Anchor serving a PDU Session of
SSC mode 3 for a UE. This procedure releases the existing PDU Session associated with an old PDU Session Anchor
(i.e. UPFlinfigure 4.3.5.2-1) after having established a new PDU Session to the same DN with a new PDU Session
Anchor (i.e. UPF2 in figure 4.3.5.2-1), which is controlled by the same SMF. The SMF may determine that a new SMF
needs to be reallocated.

‘ UE ‘ ‘ (R)AN ‘ ‘ AMF ‘ ‘ UPF1 ‘ ‘ UPF2 ‘ ‘ SMF1 ‘ ‘ SMF2 ‘

UL/DL Data

1. SMF determines
UPF/SMF relocation
needs to be performed

3a. PDU|Session .Namf_Commbinication_N1N2MessageTransfer

. Modificatioh Command

3b. PDU Sessiop Modification£ mmand ACK
3c. Nsnif PDUSession_UpdateSMConteﬁRequest

- 3d. Nsmf PDUSession UpdateSMContex{ Response

| 6. PDU Session release procedure (with UPF1) |
| | | | |

Figure 4.3.5.2-1: Change of SSC mode 3 PDU Session Anchor with multiple PDU Sessions

. The SMF determines that the serving UPF or the SMF needs to be changed. If the "Indication of application
relocation possibility” attributesin the PCC rule indicates no DNAI change takes place once selected for this
application, the SMF determines that the SMF can not be changed.

. The SMF invokes the Namf_Communication_N1N2MessageTransfer (PDU Session ID, SMF Reallocation
requested indication, N1 SM container (PDU Session Modification Command (Cause, PCO (PDU Session
Address Lifetime value)))) where PDU Session ID indicates the existing PDU Session to be relocated and Cause
indicates that a PDU Session re-establishment to the same DN is required.

The SMF Reallocation requested indication indicates whether the SMF is requested to be reallocated.

The PDU Session Address Lifetime value is delivered to the UE upper layersin PCO and indicates how long the
network is willing to maintain the PDU Session. The SMF starts a PDU Session Release timer corresponding to
the PDU Session Address Lifetime value.

3a. The AMF forwards the NAS message to the UE. The UE can provide the release timer value to the upper layers

if received in the PDU Session Modification Command.

3b. The UE acknowledges the PDU Session Modification Command.

3c. The AMF forwards the N1 SM container (PDU Session M odification Command ACK) received from the (R)AN

to the SMF1 viaNsmf_PDUSession_UpdateSM Context service operation.
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3d. The SMF1 replies with a Nsmf_PDUSession_UpdateSM Context Response.

4,

If the UE receives PDU Session Modification Command, the UE may decide to initiate the PDU Session
Establishment procedure described in clause 4.3.2.2, to the same DN with the following differences:

In Step 1 of clause 4.3.2.2.1, according to the SSC mode, UE generates a new PDU Session ID and initiates the
PDU Session Establishment Request using the new PDU Session ID. The new PDU Session ID isincluded as
PDU Session ID inthe NAS request message, and the Old PDU Session ID which indicates the existing PDU
Session to be released is also provided to AMF in the NAS request message.

In Step 2 of clause 4.3.2.2.1, if SMF reallocation was requested in Step 2 of this clause, the AMF selectsa
different SMF. Otherwise, the AMF sends the Nsmf_PDUSession_CreateSM Context Request to the same SMF
serving the Old PDU Session ID.

In Step 3 of clause 4.3.2.2.1, the AMF include both PDU Session ID and Old PDU Session ID in
Nsmf_PDUSession_CreateSM Context Request. The SMF detects that the PDU Session establishment request is
related to the trigger in step 2 based on the presence of an Old PDU Session ID in the
Nsmf_PDUSession_CreateSM Context Reguest. The SMF stores the new PDU Session ID and selects a new
PDU Session Anchor (i.e. UPF2) for the new PDU Session.

After the new PDU Session is established the UE starts using the 1P address/prefix associated with the new PDU
Session for al new traffic and may also proactively move existing traffic flow (where possible) from the old
PDU Session to the new PDU Session.

NOTE: The mechanisms used by the UE to proactively move existing traffic flows from one IP address/prefix to

6.

another are outside the scope of 3GPP specifications.

The old PDU Session isreleased as described in clause 4.3.4 either by the UE before the timer provided in step 3
expires (e.g., once the UE has consolidated all traffic on new PDU Session or if the session is no more needed)
or by the SMF upon expiry of thistimer.

4.35.3 Change of SSC mode 3 PDU Session Anchor with IPv6 Multi-homed PDU

Session

Clause 4.3.5.3 describes a procedure for service continuity with SSC mode 3 that uses the multi-homed PDU Session
described in TS 23.501 [2] clause 5.6.4.3. In this case the SMF prepares a new PDU Session Anchor first and then
notifies the UE of the existence of anew IP prefix, as depicted in figure 4.3.5.3-1. This procedure is applicable only to
PDU Sessions of 1Pv6 type.
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Figure 4.3.5.3-1: Change of PDU Session Anchor with IPv6 Multi homed PDU Session

The UE has an established PDU Session with the PDU Session Anchor (i.e. UPF1 in Figure 4.3.5.3-1). The PDU
Session's User Plane involves at least the (R)AN and the PDU Session Anchor.

1. At some point the SMF decides to allocate to the PDU Session the PDU Session with a new PDU Session

Anchor.
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2. The SMF selects a new UPF and using N4 configures the UPF as a new PDU Session Anchor (i.e. UPF2in
Figure 4.3.5.3-1) of the multi-homed PDU Session. In the process a new |Pv6 prefix (IP@?2) is alocated for the
PDU Session. If the PCF has subscribed to the IP allocation/rel ease event, the SMF performs a Session
Management Policy Modification procedure as defined in clause 4.16.5 to provide the new alocated 1Pv6 prefix
to the PCF. The PCF invokes Nbsf_Management_Register service operation to register the tuple (1Pv6 prefix,
PCF id) for the PDU session identified by (SUPI, DNN, S-NSSAI) in the BSF.

3. The SMF selects a Branching Point (BP) UPF as described in Clause of 6.3.3 of TS 23.501 [2]. The selection of
BP UPF may consider the location of UPF1 and UPF2 to ensure a suitable location of the BP UPF relative to the
UPF1 and the UPF2.

NOTE 1: If BP UPF isco-located with one of PDU Session Anchors, steps between SMF and BP UPF can be
skipped.

4. The SMF configures via N4 the UPF selected in step 3 (BP UPF in Figure 4.3.5.3-1) as a Branching Point for the
multi-homed PDU Session. It provides the Branching Point with the necessary UL traffic forwarding rules
(related with the prefix of the IPv6 source address of UL traffic). Also, the SMF provides AN Tunnel Info for N3
tunnel setup and CN Tunnel Info for N9 tunnel setup to the BP UPF and obtains CN Tunnel Info from the BP
UPF.

5-6. The SMF performs N4 Session Modification procedure with PSAs. During this procedure, the SMF provides
CN Tunnel Info received from the BP UPF to set up an N9 tunnel between BP and PSAs.

7. The SMF invokes the Namf_Communication_N1N2M essageT ransfer service operation containing N2 SM
Information with CN Tunnel Info for the N3 tunnel setup.

8. The AMF sends an N2 Request including N2 SM Information received from the SMF to the (R)AN. The (R)AN
acknowledges to the AMF with an N2 Response.

9a. The AMF carries the N2 Response sent by the (R)AN to the SMF by invoking the
Nsmf_PDUSession_UpdateSM Context service operation.

9b. The SMF responds to Nsmf_PDUSession UpdateSM Context service operation from the AMF.

10-11. The SMF notifies the UE of the availability of the new IP prefix. Thisis performed using an |Pv6 Router
Advertisement message (RFC 4861 [6]). The SMF sends a Router Advertisement to the UE via the new PSA
with anew prefix (IP@2) and sends another Router Advertisement to the UE viathe old PSA with the old prefix
(IP@1) and zero valuein the preferred lifetime field and avalue in the valid lifetime field according to
RFC 4862 [8]. The UE shall update the valid lifetime of the old prefix (IP@1) to the signalled value regardless
of the remaining lifetime. The valid lifetime value indicates the time how long the SMF iswilling to keep the old
prefix. The valid lifetime value may be decided by SMF based on local configuration.

The UE starts using |P@2 for all new traffic and may also proactively move existing traffic flow (where
possible) from IP@1 to |IP@2.

NOTE 2: The mechanisms used by the UE to proactively move existing traffic flows from one I P prefix to another
are outside the scope of 3GPP specifications.

12. After the timer expires, the SMF releases the UE's old IPv6 prefix (IP@1). At this point the UE implicitly
releases the old | P prefix. The SMF sends an N4 Session Modification Request to the BP to release UP resource
for N9 tunnel between the BP and old PSA.

13. The SMF releases the old PDU Session context with the old PDU Session Anchor (UPFL in Figure 4.3.5.3-1). If
the PCF has subscribed to the | P allocation/rel ease event, the SMF performs a Session Management Policy
Modification procedure as defined in clause 4.16.5 to notify the PCF of the IPv6 prefix release. The PCF shall
invoke Nbsf _Management_Unregister service operation to remove the tupe (1Pv6prefix, PCF id) for the PDU
session identified by (SUPI, DNN,S-NSSAI) in BSF.

14-18. The SMF may optionally release the Branching Point from the User Plane path.

4.35.4 Addition of additional PDU Session Anchor and Branching Point or UL CL

Clause 4.3.5.4 describes a procedure to add a PDU Session Anchor and a Branching Point or UL CL for an established
PDU Session.
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UE (R)AN SMF UPF UPF UPF

(Branching Point/ (PSA1) | | (PSA2)
UL CL)

1. UE has an established PDU sessionwith PSA1

2. SMF establishes PSA2
\ \

3. SMF establishes Branching Pointor UL CL

\ \
4. SMF updatesPSAL1 for downlink traffic

_ Downlink PDU

Uplink PDUfor PSA1

! 5. SMF updatesPSA2

6. SMF updates (R)AN
for uplink traffic

Uplink PDU for PSA1 R >

O o A

__________________________________________________________________________________________________________________ L4
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Figure 4.3.5.4-1: Addition of additional PDU Session Anchor and Branching Point or UL CL

UE has an established PDU Session with a UPF including the PDU Session Anchor 1 (PSAlin Figure 4.3.5.4-
1). The PDU Session User Plane involves at least the (R)AN and the PDU Session Anchor 1.

At some point the SMF decides to establish anew PDU Session Anchor e.g. due to UE mobility, new flow
detection. The SMF selects a UPF and using N4 establish the new PDU Session Anchor 2 (PSA2 in

Figure 4.3.5.4-1) of the PDU Session. In the case of IPv6 multi-homing PDU Session, the SMF also allocates a
new IPv6 prefix corresponding to PSA2, and if the PCF has subscribed to the | P alocation/release event, the
SMF performs the Session Management Policy Modification procedure as defined in clause 4.16.5 to provide the
new allocated IPv6 prefix to the PCF.

The SMF selects a UPF and using N4 establish the Branching Point (in the case of IPv6 multi-homing) or aUL
CL for the PDU Session. It provides the necessary uplink forwarding rules towards PSA1 and PSA2 including
the PSA1 CN Tunnel Info and the PSA2 CN Tunnel Info. In addition, the AN Tunnel Info is provided for
downlink forwarding. In the case of IPv6 multi-homing, the SMF also provides traffic filters for the IPv6
prefixes corresponding to PSA1 and PSA2 indicating what traffic shall be forwarded towards PSA1 and PSA2
respectively. In the case of UL CL, the SMF provides traffic filters indicating what traffic shall be forwarded
towards PSA1 and PSA2 respectively.

NOTE 1: If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then steps 2 and 3 can be

merged. If aBranching Point is already allocated, step 3 is skipped.
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4. The SMF updatesthe PSA1 via N4. It provides the Branching Point or UL CL CN Tunnel Info for the downlink

traffic.

NOTE 2: If the Branching Point or UL CL and the PSA1 are co-located in a single UPF then steps 3 and 4 can be

merged.

5. The SMF updates PSA2 via N4. It provides the Branching Point or UL CL CN Tunnel Info for down-link traffic.

NOTE 3: If the Branching Point or UL CL and the PSA2 are co-located in a single UPF then step 5 is not needed.

6. The SMF updates (R)AN viaN2 SM information over N11. It provides the new CN Tunnel Info corresponding to
the UPF (Branching Point or UL CL). Inthe case of UL CL, if thereis an existing UPF between the (R)AN and
new inserted UL CL, the SMF updates the existing UPF via N4 instead of updating the (R)AN.

7. Inthe case of IPv6 multi-homing, the SMF notifies the UE of the availability of the new IP prefix @ PSA2. This
is performed using an 1Pv6 Router Advertisement message (RFC 4861 [6]). Also, the SMF sends IPv6 multi-
homed routing rule along with the I1Pv6 prefix to the UE using an IPv6 Router Advertisement message
(RFC 4191 [21]) asdescribed in TS 23.501 [2] clause 5.8.2.2.2.

8. In the case of IPv6 multi-homing, the SMF may re-configure the UE for the original IP prefix @ PSAl,i.e. SMF
sends | Pv6 multi-homed routing rule along with the 1Pv6 prefix to the UE using an |Pv6 Router Advertisement
message (RFC 4191 [21]) asdescribed in TS 23.501 [2] clause 5.8.2.2.2.

4.3.5.5

Removal of additional PDU Session Anchor and Branching Point or UL CL

Clause 4.3.5.5 describes a procedure to remove a PDU Session Anchor and (optionally) remove Branching Point or UL
CL for an established PDU Session.

UE (R)AN

SMF

UPF
(Branching Point /
UL CL)

UPF
(PSA2)

UPF
(PSAL)

1. UE has an established PDU session with Branching Point or UL CL, PSA1 and PSA2

| 4. SMF updates (R)AN for
. uplink traffic towards PSA2

________________ \I

Figure 4.3.5.5-1: Removal of additional PDU Session Anchor and Branching Point or UL CL
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1. UE has an established PDU Session with a UPF including the Branching Point or UL CL, the PDU Session
Anchor 1 (PSA1 in Figure 4.3.5.5-1) and the PDU Session Anchor 2 (PSA2 in Figure 4.3.5.5-1).

At some point the SMF decides to remove the PDU Session Anchor 1 e.g. due to UE mobility, flow terminated.

2. Inthe case of IPv6 multi-homing, the SMF notifies the UE to stop using the IPv6 prefix corresponding to PSA1.
Thisis performed by IPv6 Router Advertisement message (RFC 4861 [6] and RFC 4862 [8]). Also, the SMF
sends 1Pv6 multi-homed routing rule along with the IPv6 prefix corresponding to PSA2 to the UE as described in
TS 23.501 [2] clause 5.8.2.2.2. Based on the information provided in the Router Advertisement, the UE starts
using the IPv6 prefix (corresponding to PSA2) for al the traffic.

4. If the Branching Point or UL CL isto be released, the SMF updates the (R)AN with the PSA2 CN Tunnel Info.
In the case of UL CL, if there is an existing UPF between the (R)AN and the UL CL to be removed, the SMF
updates the existing UPF via N4 instead of updating the (R)AN.

5. If the Branching Point or UL CL isto be released, the SMF updates via N4 the PSA2 providing the AN Tunnel
Info. In the case of UL CL, if thereis an existing UPF between the (R)AN and the UL CL to be removed, the
SMF updates the PSA2 providing the UPF CN tunnel Info.

6. The SMF releases via N4 the PSA L. In the case of IPv6 multi-homing, the SMF also releases the corresponding
IPv6 prefix and if the PCF has subscribed to the I P allocation/rel ease event, the SMF performs the Session
Management Policy Modification procedure as defined in clause 4.16.5 to notify the PCF of the IPv6 prefix
release.

7. If steps 4 and 5 were executed, the SMF releases the Branching Point / UL CL.

4.3.5.6 Change of additional PDU Session Anchor for IPv6 multi-homing or UL CL

The following procedure is triggered by an SMF when the SMF needs to modify 1Pv6 multi-homing or UL CL rule (i.e.,
traffic filter in the Branching Point or the UL CL) in order to move the some or whole traffic flows of the existing
additional PDU Session Anchor which was established by the |Pv6 multi-homing or the UL CL operations (i.e. PSA1in
figure 4.3.5.6-1) to anew additional PDU Session Anchor (i.e. PSA2 in figure 4.3.5.6-1) which is established under the
same Branching Point or UL CL for a UE where the UE aready has a PDU Session Anchor which was established
before the event of Branching Point or UL CL insertion (i.e., PSAO in figure 4.3.5.6-1). This procedure establishes a
new additional PDU Session Anchor (i.e., PSA2) and conditionally releases the existing additional PDU Session
Anchor (i.e. PSA1), while modifying IPv6 multi-homing or UL CL rule in the same Branching Point or UL CL under
controlled by the same SMF.
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Figure 4.3.5.6-1: Change of additional PSA for a PDU Session in IPv6 multi-homing or UL CL case

1

3a

The SMF decides to change one additional PSA of a PDU Session with |Pv6 multi-homing or UL CL, dueto
events that may benefit from such change or upon request from an Application Function.

The SMF sends an N4 Session Establishment Request to PSA2 and provides the tunnel 1D of Branching Point or
UL CL, Packet detection, enforcement and reporting rulesto be installed on the PSA2 for this PDU Session. If a
tunnel ID isalocated by the SMF, the tunnel 1D is provided to PSA2 in this step.

The PSA2 acknowledges by sending an N4 Session Establishment Response. The tunnel ID of PSA2 is provided
to the SMF in this step.

In the case of IPv6 multi-homing PDU Session, the SMF also allocates a new |Pv6 prefix corresponding to
PSA2, and if the PCF has subscribed to the IP allocation/rel ease event, the SMF performs the Session
Management Policy Modification Procedure as defined in clause 4.16.5 to provide the new allocated 1Pv6 prefix
to the PCF.

The SMF sends an N4 Session Modification Request to the Branching Point or UL CL to update the UL traffic
filter according to new allocated 1Pv6 prefix allocated to PSA 2 or the UL CL rulesregarding to the traffic flows
that the SMF tries to move from PSA1 to PSA2. The N4 Session Modification Request message contains the
identifications of traffic filter that needs to be updated and the tunnel 1D of PSA2.

NOTE: Theidentification of atraffic filter can be either the index of the traffic filter, or asingle value of the

3b.

4,

information field in traffic filter (e.g., the tunnel ID of next hop), or a combination value of some
information field in the traffic filter (e.g., the tunnel 1D of next hop with source port number).

The Branching Point or the UL CL acknowledges by N4 Session Modification Response the Branching Point or
when the UL CL successfully updates all the traffic filters that the SMF requests to modify.

In the case of IPv6 multi-homing PDU Session, The SMF notifies the UE of the availability of the new IP prefix
@ PSA2. Thisis performed using an |Pv6 Router Advertisement message (RFC 4861 [6]). Also, the SMF sends
IPv6 multi-homed routing rule along with the IPv6 prefix to the UE using an 1Pv6 Router Advertisement
message (RFC 4191 [21]) asdescribed in TS 23.501 [2] clause 5.8.2.2.2.
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5. Inthe case of IPv6 multi-homing PDU Session, The SMF may re-configure the UE for the original 1P prefix @
PSAOQ,i.e. SMF sends | Pv6 multi-homed routing rule along with the IPv6 prefix to the UE using an |Pv6 Router
Advertisement message (RFC 4191 [21]) as described in TS 23.501 [2] clause 5.8.2.2.2.

6. Step 6 occursonly if the Branching Point or UL CL does not have any traffic filter on the PDU Session which
forwards atraffic flow to PSA1.

6a. The SMF sends an N4 Session Release Request with N4 session ID to PSA 1. The PSA1 shall release dll
tunnel resources and contexts associated with the N4 session.

6b. PSA1 sends an N4 Session Release Response with N4 session |D to the SMF at the same moment that PSA1
successfully releases all tunnel resources and contexts associated with the N4 session.

4.3.5.7 Simultaneous change of Branching Point or UL CL and additional PSA for a
PDU Session

Simultaneous change of UL CL or Branching Point and additional PSA can be performed after Xn based handover, N2
based handover and Service Request procedures.

The following procedure istriggered by SMF in order to change the Branching Point or the UL CL and additional PSA
serving a PDU Session for a UE.

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 104 ETSI TS 123 502 V15.12.0 (2021-01)

BSourhc_e Targhe_t Source| |Target| |Remote
U (RIAN SMF rsn_c t|/ng Brsn.c I/ng UPE UPF UPF
oin oint
PSA2 PSA3 PSA1
ULCL ULCL ( | ) ( ‘ ) (\ !

I
| UE has an established PDU session with Source Branching Point/Source ULCL , Source UPF and Remote UPF |

Uplink and downlink data

Uplink and downlink data

1. SMF decides to
change the ULCL/BP

and additional PSA
\
\ 2. SMF establishes Target UPF
\

[
3. SMF establishes Target Branching Point/
Target ULCL
[

\ 4. SMF updates Remote UPF for downlink traffic
7777777777777777 } ] Downlink data

| 5. SMF updates Target UPF for downlink traffic |

e e e
6. SMF updates Target

RAN for uplink traffic

\ 9. SMF releases Source UPF

10. SMF releases Source

Branching Point/Source
ULCL

Figure 4.3.5.7-1: Simultaneous change of Branching Point or UL CL and additional PSA for a PDU
Session

UE has an established PDU Session with a UPF including the PDU Session Anchor (Remote UPF). The PDU Session
user plane involves at least the Source (R)AN, Source Branching Point or Source UL CL, local Source UPF (PSA2) and
the Remote UPF (PDU Session Anchor, PSA1), where Source Branching Point or Source UL CL and PSA2 can be co-
located.

1. At some point SMF decides to change the Branching Point or the UL CL due to UE mobility.

2. The SMF selectsaloca Target UPF (PSA3) and using N4 establishes the local Target UPF for the PDU Session.
In the case of 1Pv6 multi-homing PDU Session, the SMF also allocates a new | Pv6 prefix corresponding to
PSA3, and if the PCF has subscribed to the IP allocation/rel ease event, the SMF performs the Session
Management Policy Modification procedure as defined in clause 4.16.5 to provide the new alocated 1Pv6 prefix
to the PCF.

3. The SMF selects a UPF and using N4 establishes the Target Branching Point or Target UL CL for the PDU
Session. SMF provides the necessary uplink forwarding rules towards the PSA3 and PSA1 including the Tunnel
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Info for each UPF. In addition, the AN Tunnel Info to target (R)AN is provided for downlink forwarding. In the
case of UL CL, the SMF provides traffic filters indicating what traffic shall be forwarded towards PSA3 and
PSA1L, respectively. In the case of 1Pv6 multi-homing, the SMF also provides traffic filters for the |Pv6 prefixes
corresponding to PSA3 and PSA1 indicating what traffic shall be forwarded towards PSA3 and PSA1
respectively. Target Branching Point or Target UL CL providesthe CN Tunnel Info for downlink traffic.

NOTE 1: If the Target Branching Point or Target UL CL and the PSA3 are co-located in a single UPF then steps 2
and 3 can be merged.

4. The SMF updates the PSA1 viaN4. It provides the PDU Session CN Tunnel Info for the downlink traffic.
5. The SMF updates the PSA3. It provides the CN Tunnel Info for downlink traffic.

NOTE 2: If the Target Branching Point or the Target UL CL and the PSA3 are co-located in a single UPF then step
5 isnot needed.

6. The SMF updates (R)AN viaN2 SM information over N11. It provides the new CN Tunnel Info corresponding
to the Target Branching Point or the Target UL CL. If there is an existing UPF between the Target (R)AN and
Target Branching Point or Target UL CL, the SMF updates the existing UPF via N4 instead of updating the
(R)AN.

7. Inthe case of IPv6 multi-homing, the SMF notifies the UE of the availability of the new IP prefix @ PSAS3. This
is performed using an 1Pv6 Router Advertisement message (RFC 4861 [6]). Also, the SMF sends IPv6 multi-
homed routing rule along with the I1Pv6 prefix to the UE using an IPv6 Router Advertisement message
(RFC 4191 [21]) asdescribed in TS 23.501 [2] clause 5.8.2.2.2.

8. Inthe case of IPv6 multi-homing, the SMF may re-configure the UE for the original IP prefix @ PSAL, i.e. SMF
sends | Pv6 multi-homed routing rule along with the 1Pv6 prefix to the UE using an |Pv6 Router Advertisement
message (RFC 4191 [21]) asdescribed in TS 23.501 [2] clause 5.8.2.2.2.

9. The SMF releases via N4 the PSA2.

10. The SMF releases the Source Branching Point or the Source UL CL.

NOTE 3: If the Target Branching Point or Target UL CL and the PSA2 are co-located in a single UPF then steps 9
and 10 can be merged.

4.3.6  Application Function influence on traffic routing

436.1 General

Clause 4.3.6 describes the procedures between an Application Function and the SMF to maintain an efficient user plane
path for Application Functions that requireit.

Asdescribed in TS 23.501 [2] clause 5.6.7, an Application Function may send requests to influence SMF routeing
decisions for User Plane traffic of PDU Sessions. The AF requests may influence UPF (re)selection and allow routeing
of user traffic to alocal access (identified by a DNAI) to a Data Network. The AF may also providein its request
subscriptions to SMF events.

The following cases can be distinguished:

- AFrequeststargeting an individual UE by a UE address; these requests are routed (by the AF or by the NEF) to
an individual PCF using the BSF. Thisis described in clause 4.3.6.4.

NOTE 1: Such regqueststarget an on-going PDU Session. Whether the AF needs to use the NEF or not is according
to local deployment.

- AF requests described in clause 5.6.7 of TS 23.501 [2] targeting a group of UE(S), or any UE accessing a
combination of DNN and S-NSSAI, or targeting individual UE by a GPSI as described in table 5.6.7-1. These
AF requests may also affect UE(s) with an established PDU session. For such requests the AF shall contact the
NEF and the NEF stores the AF request information in the UDR. PCF(s) receive a corresponding notification if
they had subscribed to the creation / modification/ deletion of the AF request information corresponding to UDR
Data Keys/ Data Sub-Keys. Thisisdefined in 23.501 [2] clause 6.3.7.2 and further described in clause 4.3.6.2.
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NOTE 2: Such requests can target on-going or future PDU Sessions.

If the AF interacts with PCF viathe NEF, the NEF performs the following mappings where needed:

Map the AF-Service-ldentifier into DNN and S-NSSAI combination, determined by local configuration.

Map the AF-Service-ldentifier into alist of DNAI(s) and Routing Profile ID(s) determined by local
configuration.

The NEF can only provide this mapping when the DNAI(S) being used by the applications are statically defined.
When the DNAI(s) where applications are instantiated may vary dynamically, the AF should provide the target
DNAI(s) in its request together with either Routing Profile ID(s) or with N6 traffic routing information.

Map the GPSI in Target UE Identifier into SUPI, according to information received from UDM.

Map the External Group Identifier in Target UE Identifier into Internal Group Identifier, according to
information received from UDM.

Map the geographic zone identifier(s) in Spatial Validity Condition into areas of validity, determined by local
configuration.

4.3.6.2 Processing AF requests to influence traffic routing for Sessions not identified

by an UE address

UPF SMF PCF(s) UDR NEF AF

1. Creation of the
AF request

2 NnefiTrafﬁcInflluencei
Create / Update /Ipelete

3a. Storing/Updating/
Removing the information

3b|Nnef TrafficInfluence
Crgate / Update / Deletd
Resgponse

4. Nudr_ DM| Notify

‘T\_Jpcf_SMPoli yControl_UpdateNotify

Figure 4.3.6.2-1: Processing AF requests to influence traffic routing for Sessions not identified by an

an UE address

NOTE 1: The 5GC functions used in this scenario are assumed to all belong to the same PLMN (HPLMN in non-

roaming case or VPLMN in the case of aPDU Session in LBO mode).

NOTE 2: Nnef_Trafficlnfluence Create or Nnef_Trafficlnfluence_Update or Nnef_Trafficlnfluence_Delete service

operations invoked from an AF located in the HPLMN for local breakout and home routed roaming
scenarios are not supported.

1. To create anew request, the AF invokes an Nnef_Trafficlnfluence_Create service operation. The content of this

service operation (AF request) is defined in clause 5.2.6.7. The request contains also an AF Transaction Id. If it
subscribes to events related with PDU Sessions the AF indicates also where it desires to receive the
corresponding notifications (AF notification reporting information).
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To update or remove an existing request, the AF invokes an Nnef_Trafficlnfluence_Update or
Nnef_Trafficlnfluence_Delete service operation providing the corresponding AF Transaction Id.

2. The AF sendsitsrequest to the NEF. If the request is sent directly from the AF to the PCF, the AF reaches the
PCF selected for the existing PDU Session by configuration or by invoking Nbsf_management_Discovery
service.

The NEF ensures the necessary authorization control, including throttling of AF requests and, as described in
clause 4.3.6.1, mapping from the information provided by the AF into information needed by the 5GC.

3. (inthe case of Nnef_Trafficlnfluence_Create or Update): The NEF stores the AF request information in the
UDR (Data Set = Application Data; Data Subset = AF traffic influence request information, Data Key = AF
Transaction Internal 1D, S-NSSAI and DNN and/or Internal Group Identifier or SUPI).

NOTE 3: Boththe AF Transaction Internal 1D and, S-NSSAI and DNN and/or Internal Group Identifier or SUPI
are regarded as Data Key when the AF regquest information are stored into the UDR, see Table 5.2.12.2.1-
1.

(inthe case of Nnef_Trafficlnfluence_delete): The NEF deletes the AF requirementsin the UDR (Data Set =
Application Data; Data Subset = AF traffic influence request information, Data Key = AF Transaction Internal
ID).

The NEF respondsto the AF.

4. The PCF(s) that have subscribed to modifications of AF requests (Data Set = Application Data; Data Subset =
AF traffic influence request information, Data Key = S-NSSAI and DNN and/or Internal Group Identifier or
SUPI) receive(s) aNudr_DM_Notify notification of data change from the UDR.

5. The PCF determinesif existing PDU Sessions are potentially impacted by the AF request. For each of these PDU
Sessions, the PCF updates the SMF with corresponding new PCC rule(s) by invoking
Npcf_SMPolicyControl_UpdateNotify service operation as described in steps 5 and 6 in clause 4.16.5.

If the AF request includes a notification reporting request for UP path change, the PCF includesin the PCC
rule(s) the information required for reporting the event, including the Notification Target Address pointing to the
NEF or AF and the Notification Correlation ID containing the AF Transaction Internal ID.

6. When aPCC ruleisreceived from the PCF, the SMF may take appropriate actions to reconfigure the User plane
of the PDU Session such as:

- Adding, replacing or removing a UPF in the data path to e.g. act asan UL CL or a Branching Point e.g. as
described in clause 4.3.5.

- Allocate a new Prefix to the UE (when 1Pv6 multi-Homing applies)
- Updating the UPF in the target DNAI with new traffic steering rules
Subscribe to notifications from the AMF for an Area Of Interest via Namf_EventExposure_Subscribe service
operation
4.3.6.3 Notification of User Plane Management Events

The SMF may send a notification to the AF if the AF had subscribed to user plane management event notifications as
described in clause 4.3.6.2 and in TS 23.501 [2] clause 5.6.7. The following are the examples of such events:

- A PDU Session Anchor identified in the AF subscription request has been established or released.
- A DNAI has changed.

- The SMF has received arequest for AF notification and the on-going PDU Session meets the conditionsto
notify the AF.

The SMF uses notification reporting information received from PCF to issue the notification either viaan NEF (23, 2b
and 4a, 4b) or directly to the AF (2c and 4c).

The following flow depicts the sequence of events:
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UPF SMF PCF NEF AF
1. AFnatification trigger met 2a. Namf_EventExposure_Noatify . .
(Ealy Notification) 2b. Nnef_Traffchfo'lueme_Notlfy

______________________ ) (Early Notification)

2c. Nsmf_EventBExppsure_Notify (Ealy Notification) - ———————————— _:

3. UPF addition, rdocation or removal 4a. Nsmf_EventExposure_Notify | 4b, Nnef_Trafficinfluence Notify
_____________ (Lae Notification) _ _ | (Late Notification)

Ac. Nsmf_EventExjosure_Natify (Late Notification) |~~~ " T~ :

Figure 4.3.6.3-1: Notification of user plane management event

1. A condition for an AF notification has been met as described above. The SMF sends notification to the NF that is
subscribed for SMF notifications. Further processing of the SMF notification depends on the receiving NF, as
shown in steps 2aand 2c.

2a. If early notification via NEF is requested by the AF, the SMF notifies the NEF of the target DNAI of the PDU
Session by invoking Nsmf_EventExposure_Notify service operation.

2b. When the NEF receives Nsmf_EventExposure_Notify, the NEF performs information mapping (e.g. AF
Transaction Interna 1D provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) as
applicable according to TS 23.501 [2], clause 5.6.7, and triggers the appropriate Nnef_TrafficInfluence_Notify
message. In this case, step 2c is not applicable.

2c. If early direct notification is requested by the AF, the SMF notifies the AF of the target DNAI of the PDU
Session by invoking Nsmf_EventExposure Notify service operation.

3. The SMF enforces the change of DNAI or addition, change, or removal of a UPF. The SMF sends notification to
the NF that is subscribed for SMF notifications. Further processing of the SMF notification depends on the
receiving NF, as shown in steps 4a and 4c.

4a. If late notification via NEF is requested by the AF, the SMF notifies the NEF of the selected target DNAI of the
PDU Session by invoking Nsmf_EventExposure_Notify service operation.

4b. When the NEF receives Nsmf_EventExposure Notify, the NEF performsinformation mapping (e.g. AF
Transaction Internal 1D provided in Notification Correlation ID to AF Transaction ID, SUPI to GPSI, etc.) as
applicable according to TS 23.501 [2], clause 5.6.7, and triggers the appropriate Nnef _EventExposure_Notify
message. In this case, step 4c is not applicable.

4c. If late direct notification is requested by the AF, the SMF notifies the AF of the selected target DNAI of the PDU
Session by invoking Nsmf_EventExposure_Notify service operation.
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4.3.6.4 Transferring an AF request targeting an individual UE address to the relevant

PCF
PCF BSF AF/NEF

r—— - —_—————

I 1. NEF receives |
: Nnef_Trafficinfluence C :
| reate/Update/Delete |
I Request from AF I

| 2 Nosf_ Management_Dispovery reques

B. Nbsf_Management_D iso»overy response

_4.Npcf_PolicyAuthorizatiion_Create/Update/Delete Request

5. PCF initited SM Policy
Association M odification

Figure 4.3.6.4-1: Handling an AF request targeting an individual UE address to the relevant PCF

Depending on the AF deployment (see TS 23.501 [2], clause 6.2.10), the AF may send the AF request to PCF directly,
in which case step 1 is skipped, or viathe NEF.

1. [Conditional] If the AF sends the AF reguest via NEF, the AF sends Nnef_TrafficlnfluenceCreate/Update/Del ete
Request targeting an individual UE address to the NEF. This request corresponds to an AF request to influence
traffic routing that targets an individual UE address.

When NEF receives an AF request from AF, the NEF ensures the necessary authorization control and, as
described in clause 4.3.6.1, mapping from the information provided by the AF into information needed by the
5GC. The NEF responds to the AF.

2. [Conditional] AF/NEF consumes Nbsf_Management_Discovery service operation (providing at least the UE
address) to find out the address of the relevant PCF if the PCF address is not available on the NEF based on local
configuration, otherwise step 1 is skipped.

NOTE: The AF/NEF finds the BSF based on local configuration or using the NRF.
3. BSF provides the PCF address in the Nbsf_Management_Discovery response to AF/NEF.

4. If step 1 was performed, NEF invokes the Npcf_PolicyAuthorization service to the PCF to transfer the AF
request. If an AF sends the AF request directly to the PCF, AF invokes Npcf_PolicyAuthorization service and
the PCF respondsto the AF.

5. The PCF updates the SMF with corresponding new PCC rule(s) with PCF initiated SM Policy Association
M odification procedure as described in clause 4.16.5.2. When a PCC rule is received from the PCF, the SMF
may take appropriate actions, when applicable, to reconfigure the User plane of the PDU Session, such as:

- Adding, replacing or removing UPF(s) in the data path, e.g. to act as UL CL, Branching Point, and/or PDU
Session Anchor e.g. as described in clause 4.3.5.

- Allocate a new Prefix to the UE (when 1Pv6 multi-Homing applies).

- Updating the UPF regarding the target DNAI with new traffic steering rules.
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- Subscribe to notifications from the AMF for an Area Of Interest via Namf_EventExposure_Subscribe service
operation.

4.3.7 CN-initiated selective deactivation of UP connection of an existing
PDU Session

The following procedure is used to deactivate UP connection (i.e. data radio bearer and N3 tunnel) for an established
PDU Session of aUE in CM-CONNECTED state.

For an aways-on PDU Session, the SMF should not configure the UPF to report inactivity.

UPF ! UPF
UE NG-RAN AMF SMF (N3 terminating) ' (to buffer) |

1. SMF determines that
the UP connection of the
PDU session can be
deactivated.

When N3 terminating UPF is released

2a. N4 Session Release Request
2b. N4 Session Release Response

3a. N4 Session Modification Request

3b. N4 Session Modification Response

§ When N3 terminating UPF is not released

4a. N4 Session Modification Request

4b. N4 Session Modification Response

5. Namf_Communigation_N1N2MessageTransfer

-
-

| -

6. N2 PDU Session|Resource Release Gommand

]

7. RAN-specific respurce release
| .y

| -

8. N2 PDU Session|Resource Release Response

Lt

9. Nsmf_PDUSession_UpdateSMContext

| -

-
-

Figure 4.3.7-1: CN-initiated deactivation of UP connection for an established PDU Session

1. The SMF determines that the UP connection of the PDU Session can be deactivated in following cases:

- During handover procedure, if all the QoS Flows of aPDU Session are rejected by the target NG-RAN (as
described in clause 4.9.1), or if aPDU Session isfailed to setup indicated by the AMF (see step 7 of
clause 4.9.1.3.3). SMF proceeds with step 2 and step 3, the steps 5 to 9 are skipped,;

- The UPF detects that the PDU Session has no data transfer for a specified Inactivity period as described in
clause 4.4.2.2;

- For aLADN PDU Session, the AMF natifies to the SMF that the UE moved out of the LADN service area;
or

-  The AMF notifies to the SMF that the UE moved out of the Allowed Area
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The SMF may decide to release the UPF of N3 terminating point. In that case the SMF proceeds with step 2 and
step 3. Otherwise, if the SMF decides to keep the UPF of N3 terminating points, the SMF proceeds with step 4.

2. The SMF may initiate an N4 Session Release procedure to release the intermediate UPF of N3 terminating point.
If there are multiple intermediate UPFs, this step can be performed for each UPFs to be released. The SMF needs
to initiate N4 Session Modification procedure to the UPF (i.e. N9 terminating point or PDU Session Anchor)
connecting to the released UPF in step 3.

3. If theintermediate UPF(s) of N3 terminating point is released in step 2, the SMF initiates an N4 Session
M odification procedure towards the UPF (PDU Session Anchor or another intermediate UPF) connecting to the
released UPF, indicating the need to remove CN Tunnel Info for N9 tunnel of the corresponding PDU Session.
In this case, the UPF connecting to the released UPF buffers the DL packets for this PDU Session or drops the
DL packets for this PDU session or forwards the DL packets for this PDU session to the SMF, based on
buffering instruction provided by the SMF as described in clause 5.8.3.2 or clause 5.8.3.3 of TS 23.501 [2]. If the
PDU Session corresponds to aLADN and the UE moved out of the LADN service area, the SMF may notify the
UPF connecting to the released UPF to discard downlink data for the PDU Sessions and/or to not provide further
Data Notification messages.

Otherwise, N4 Session Modification procedure occurs toward N3 terminating point.

4. If the UPF of N3 terminating point is not released in step 2, the SMF initiates an N4 Session Modification
procedure indicating the need to remove AN Tunnel Info for N3 tunnel of the corresponding PDU Session. In
this case, the UPF buffersthe DL packets for this PDU Session or drops the DL packets for this PDU session or
forwards the DL packets for this PDU session to the SMF, based on buffering instruction provided by the SMF
as described in clause 5.8.3.2 or clause 5.8.3.3 of TS 23.501 [2]. If the PDU Session correspondsto a LADN and
the UE moved out of the LADN service area, the SMF may notify the UPF to discard downlink data for the PDU
Sessions and/or to not provide further Data Notification messages.

5. The SMF invokes the Namf_Communication_N1N2MessageTransfer service operation (PDU Session ID, N2
SM Information (N2 Resource Release Request (PDU Session ID))) to release the NG-RAN resources associated
with the PDU Session.

6. The AMF sendsthe N2 PDU Session Resource Release Command including N2 SM information (N2 Resource
Release Request (PDU Session ID)) received from the SMF viaN2 to the NG-RAN.

7. The NG-RAN may issue NG-RAN specific signalling exchange (e.g. RRC Connection Reconfiguration) with the
UE to release the NG-RAN resources related to the PDU Session received from the AMF in step 5. When a User
Plane connection for a PDU Session isreleased, the AS layer in the UE indicates it to the NAS layer.

8. The NG-RAN acknowledges the N2 PDU Session Resource Release Command to the AMF including N2 SM
Resource Release Ack (User Location Information, Secondary RAT Usage Data).

9. The AMF invokesthe Nsmf_PDUSession _UpdateSM Context service operation (N2 SM Information(Secondary
RAT Usage Data)) to acknowledge the Namf service received in step 5.

4.4 SMF and UPF interactions

4.4.1 N4 session management procedures

44.1.1 General

N4 session management procedures are used to control the functionality of the UPF. The SMF can create, update and
remove the N4 session context in the UPF, which is described in clause 5.8.2 of TS 23.501 [2].

The following N4 session management procedures exist: N4 Session Establishment procedure, N4 session Modification
procedure and N4 session release procedure. All of them are initiated by the SMF.

4.4.1.2 N4 Session Establishment procedure

The N4 Session Establishment procedure is used to create the initial N4 session context for a PDU Session at the UPF.
The SMF assigns anew N4 Session ID and providesit to the UPF. The N4 Session ID is stored by both entities and
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used to identify the N4 session context during their interaction. The SMF also stores the relation between the N4
Session ID and PDU Session for a UE.

UPF SMF

I
1.Trigger to establish PDU
session or relocate UPF

2.N4 Session Establishment Request

<&
<

3.N4 Session Establishment Response

»
>

4.Interaction with other
network function

Figure 4.4.1.2-1 N4 Session Establishment procedure

1. SMF receivesthe trigger to establish a new PDU Session or change the UPF for an established PDU Session.

2. The SMF sends an N4 session establishment request message to the UPF that contains the structured control
information which defines how the UPF needs to behave.

3. The UPF responds with an N4 session establishment response message containing any information that the UPF
has to provide to the SMF in response to the control information received.

4. The SMF interacts with the network function which triggered this procedure (e.g. AMF or PCF).

44.1.3 N4 Session Modification procedure

The N4 Session Modification procedure is used to update the N4 session context of an existing PDU Session at the
UPF, which is executed between SMF and UPF whenever PDU Session related parameters have to be modified.

UPF SMF

I
1.Trigger to modify PDU
session

2.N4 Session Maodification Request

<

3.N4 Session Modification Response

»

4.Interaction with other
network function

Figure 4.4.1.3-1 N4 Session Modification procedure

1. SMF receivesthe trigger to modify the existing PDU Session.

2. The SMF sends an N4 session modification request message to the UPF that contains the update for the
structured control information which defines how the UPF needs to behave.

3. The UPF identifies the N4 session context to be modified by the N4 Session ID. Then, the UPF updates the
parameters of this N4 session context according to the list of parameters sent by the SMF. The UPF responds
with an N4 session modification response message containing any information that the UPF has to provide to the
SMF in response to the control information received.

4. The SMF interacts with the network entity which triggered this procedure (e.g. AMF or PCF).

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 113 ETSI TS 123 502 V15.12.0 (2021-01)

4.4.1.4 N4 Session Release procedure

The N4 session release procedure is used to remove the N4 session context of an existing PDU Session at the UPF.

UPF SMF

I
1.Trigger to release N4
session context

2.N4 Session Release Request

&
<

3.N4 Session Release Response

»

4.Interaction with other
network function

Figure 4.4.1.4-1 N4 Session Release procedure

1. SMF receivesthe trigger to remove the N4 session context for the PDU Session.
2. The SMF sends an N4 session release request message to the UPF.

3. The UPF identifies the N4 session context to be removed by the N4 Session ID and removes the whole session
context. The UPF responds with an N4 session rel ease response message containing any information that the
UPF has to provide to the SMF.

4. The SMF interacts with the network entity which triggered this procedure (e.g. AMF or PCF).
4.4.2 N4 Reporting Procedures

4421 General
The N4 reporting procedure is used by the UPF to report events to the SMF.

4.4.2.2 N4 Session Level Reporting Procedure

This procedure is used by the UPF to report events related to an N4 session for an individual PDU Session. The triggers
for event reporting were configured on the UPF during N4 Session Establishment/M odification procedures by the SMF.

UPF SMF

I
1. Trigger to
report event

2. N4 Session Report

v

3. N4 Session Report ACK

P
<

Figure 4.4.2.2-1: N4 Session Level Reporting procedure
1. The UPF detectsthat an event has to be reported. The reporting triggers include the following cases:

(1) Usage report.
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Usage information shall be collected in the UPF and reported to the SMF as defined in clause 5.8 and
clause 5.12 of TS 23.501 [2].
(2) Start of traffic detection.

When traffic detection is requested by SMF and the start of traffic is detected for a Packet Detection Rule
(PDR) as described in clause 5.8 of TS 23.501 [2], the UPF shall report the start of traffic detection to the
SMF and indicate the corresponding PDR rule ID.

(3) Stop of traffic detection.

When traffic detection is requested by SMF and the end of traffic is detected for a PDR as described in
clause 5.8 of TS 23.501 [2], the UPF shall report the stop of traffic detection to the SMF and indicate the
corresponding PDR rule ID.

(4) Detection of 1st downlink datafor PDU Session with UP Connection deactivated.

When UPF receives the downlink packet but no N3/N9 tunnel for downlink data transmission exists and the
buffering is performed by the UPF, it shall report the detection of 1st downlink datato SMF for the purpose
of downlink data notification. The UPF shall also report the DSCP of the packet if the PDU Session typeis
I P (to support the Paging Policy Differentiation feature described in clause 5.4.3 of TS 23.501 [2]).

(5) Detection of PDU Session Inactivity for a specified period.

When an Inactivity Timer for aPDU Session is provided by SMF during N4 Session
Establishment/M odification procedure, and the UPF detects the PDU Session has no data transfer for a period
specified by the Inactivity Timer, it shall report PDU Session Inactivity to the SMF.

NOTE 1: Asdescribed in clause 4.3.7, an Inactivity Timer to the UPF is not provided by the SMF for aways-on
PDU Sessions.

2. The UPF sends an N4 session report message (N4 Session ID, list of [Reporting trigger, M easurement
information]) to the SMF.

The Reporting trigger parameter contains the name of the event which triggered the report and the M easurement
information parameter contains the actual information that the SMF requested to be informed about.

3. The SMF identifies the N4 session context based on the received N4 Session ID and applies the reported
information for the corresponding PDU Session. The SMF responds with an N4 session report ACK message.

4.4.3 N4 Node Level Procedures

4431 N4 Association Setup Procedure

The N4 Association Setup procedure is used to setup an N4 association between the SMF and the UPF, to enable the
SMF to use the resources of the UPF subsequently to establish N4 Sessions. The SMF and UPF may exchange the
supported functionalities on each side during this procedures.

The setup of an N4 association isinitiated by the SMF.

The SMF initiates the N4 Association Setup procedure to request to setup an N4 association towards a UPF prior to
establishing afirst N4 session on this UPF.

When receiving an N4 Association Setup Request, the UPF shall send an N4 Association Setup Response.

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 115 ETSI TS 123 502 V15.12.0 (2021-01)

SMF UPF

N4 Association Setup Request

A 4

N4 Association Setup Response

l

Figure 4.4.3.1-1: N4 association setup procedure

4.4.3.2 N4 Association Update Procedure

The N4 Association Update procedure shall be used to modify an existing N4 association between the SMF and the
UPF. It may be initiated by the UPF or by the SMF to update the supported features or available resources of the UP

function.

SMF UPF

N4 Association Update Request

A 4

N4 Association Update Response

<

Figure 4.4.3.2-1. SMF initiated N4 association update procedure

UPF SMF

N4 Association Update Request

A 4

N4 Association Update Response

hl

Figure 4.4.3.2-2: UPF initiated N4 association update procedure
4.4.3.3 N4 Association Release Procedure

The N4 Association Release procedure shall be used to terminate the N4 association between the SMF and the UPF due
to e.g. OAM reasons. The N4 Association Release Request may be initiated by the SMF or UPF.
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UPF

N4 Association Release Request

N4 Association Release Response

A 4

l

Figure 4.4.3.3-1: SMF initiated N4 association release procedure

UPF

SMF

N4 Association Release Request

N4 Association Release Response

A 4

l

Figure 4.4.3.3-2: UPF initiated N4 association release procedure

4434 N4 Report Procedure

The N4 Report procedure shall be used by the UPF to report information to the SMF which is not related to a specific
N4 session, e.g. to report a user plane path failure affecting all the N4 sessions towards a remote GTP-U peer.

UPF

N4 Report

SMF

N4 Report ACK

A 4

Figure 4.4.3.4-1: N4 report procedure

The UPF detects that an event has to be reported and starts the procedure by sending an N4 Report message (UPF ID,
list of [event, status]) to the SMF. The SMF responds with an N4 report ACK message (SMF ID). The event parameter
contains the name of the event and UPF ID. The status parameter contains the actual information the control plane

function isinterested in.

4.4.3.5

N4 PFD management Procedure

This N4 procedure is used by the SMF to provision or remove al PFD(s) belonging to an Application ID in the UPF.
PFD sets belonging to different Application 1Ds can be managed with the same PFD management request message.

The N4 PFD management procedure is a node level procedure, i.e. independent of any PDU Session.
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SMF UPF
\

1. Trigger to provision or remove the set of
PFDs belonging to an Application ID

2. PFD management request

3. PFD management response

A

Figure 4.4.3.5-1: PFD management in the UPF

1. The SMFistriggered to provision or remove the PFD set belonging to an Application ID in the following cases:

When the caching timer expires and there's no active PCC rule that refers to the corresponding application
identifier, the SMF informs the UPF to remove the PFD(s) identified by the Application ID.

When aPCC ruleis provided for an Application ID corresponding to the PFD(s) that are not aready provided to
the UPF, the SMF shall provide the PFD(s) to the UPF (if there are no PFD(s) cached, the SMF retrieves them
from the NEF (PFDF), as described in TS 23.503 [20]).

When any update of the PFD(s) is received from NEF (PFDF), and there are still active PCC rules in UPF for the
Application ID.

The SMF sends a PFD management request to the UPF to provision/remove the PFD(S) corresponding to the
Application ID(s).

The UPF updates the PFD(s) according to the request and acknowledges by responding with a PFD management
response message.

4.4.4  SMF Pause of Charging procedure

The SMF Pause of Charging procedure aims for the SMF charging and usage monitoring data to more accurately reflect
the downlink traffic actually sent to the AN.

The following are example triggers for the SMF to enable the pause of charging

Operator specified criteria/threshold (e.g. number/fraction of packets/bytes dropped at UPF in downlink since
last time the N3 tunnel towards the AN was released). The SMF requests the UPF to notify the SMF whenever
the criteria/threshold is met.

Indication of "Radio Link Failure" (see clause 4.2.6).

Based on operator policies, if the trigger for the SMF to enable the pause of charging is met, the SMF shall pause the
charging. When the SMF pauses charging the following applies:

Towards the UPF(s) where the Usage Reporting is configured, the SMF shall modify the Usage Reporting Rules
for the PDU Session so that the usage collection for charging is stopped.

The SMF may request the UPF to limit the rate of downlink traffic sent to the downstream UPF or the AN.

NOTE 1: A consequence of using this procedure isthat SMF charging data does not correspond to the volume that

traversed the UPF, and it is therefore not possible to count the downlink packets dropped between the
PDU Session Anchor (PSA) UPF and the downstream UPF.

NOTE 2: Inthisrelease of the specification, pause of charging procedure does not address the issue of packets

dropped by the NG-RAN.

In home routed roaming scenarios, based on operator's policy, the H-SMF may indicate to the V-SMF if the featureisto
be enabled on aper PDU Session basis. Thisisindicated to the V-SMF by a"PDU Session Charging Pause Enabled"
Indication in the Nsmf_PDUSession_Create Response during the PDU Session Establishment procedure. Thisisan

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 118 ETSI TS 123 502 V15.12.0 (2021-01)

indication to the V-SMF that when the criteria for pause of SMF charging are met at the VPLMN (as described further
down in this clause) charging at the H-SMF can be paused.

The H-SMF shall stop any charging and usage monitoring actions for the PDU Session upon receiving a " Start Pause of
Charging” Indication in aNsmf_PDUSession_Update request from the V-SMF. When the H-SMF receives a
Nsmf_PDUSession_Update request for a PDU Session with a ™ Stop Pause of Charging” Indication, then the H-SMF
shall resume charging for the PDU Session.

Regardless of operator policy/configuration, the downlink user plane packets received at the (V-)UPF shall trigger Data
Notifications as described in clause 4.2.3.3.

When the (V-)SMF receives a Nsmf_PDUSession_UpdateSM Context request or aNamf_EventExposure_Notify about
UE reachability, the (V-)SMF shall consider the PDU Session charging as being unpaused if it had been paused
previously.

SMF UPF

«—1. Data Notification

««—1. Data Notification

2. Trigger to
pause charging in
SMF

3 N4 Session Modification Request

4 N4 Session Modification Response

l

Figure 4.4.4-1: SMF Pause of charging procedure

1. The UPF receives downlink data packets for aPDU Session that does not have an N3 tunnel and the UPF sends
data notification to the SMF. The packets are buffered or discarded in the UPF based on operator policy.

2. Based on operator policy/configuration the SMF triggers the procedure to pause PDU Session charging.
Triggering criteria are based on SMF operator policy/configuration.

3. SMF sends a N4 Session Modification Request message to the UPF where the Usage Reporting is configured,
modifying the Usage Reporting Rules for the PDU Session so that the usage collection for charging is stopped.
In home routed roaming scenarios, the V-SMF sends a Nsmf_PDUSession_Update request to the H-SMF with a
"Start Pause of Charging” Indication. The H-SMF then reguests the H-UPF to stop usage collection as mentioned
before.

4. UPF confirms with a N4 Session Modification Response message.

4.5 User Profile management procedures

45.1 Subscriber Data Update Notification to AMF

Whenever the user profile is changed for a user in the UDM/UDR, and the changes affect the user profile in the AMF,
the UDM shall notify these changes to the affected AMF by the means of invoking Nudm_SDM_Notification service
operation. Then the AMF adds or modifies the user profile.

The Nudm_SDM_Notification service operation specified in clause 5.2.3.3 is used by the UDM to update subscriber
data stored in the AMF.
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The AMF takes appropriate action according to the changed subscriber data as follows, e.g.:

- initiating an AMF initiated Deregistration procedure if the updated subscription data indicates the UE is not
allowed to roam in this network; and

- updating UE context stored at AN to modify the subscribed UE-AMBR.
- initiating UE Configuration Update procedure as defined in clause 4.2.4.2.

UDM can aso use the Nudm_SDM_Notification service operation to update the Steering of Roaming information
stored in the UE viathe AMF (i.e. alist of preferred PLMN/access technology combinations or HPLMN indication that
'no change of the " Operator Controlled PLMN Selector with Access Technology” list stored in the UE is needed). UDM
can include an indication for the UE to send an acknowledgement of the reception of thisinformation. The AMF
provides the acknowledgement sent from the UE to UDM using the Nudm_SDM _Info service operation. For more
details regarding the handling of Steering of Roaming information refer to TS 23.122 [22].

When the subscribed S-NSSAIs change, UDM provides a Network Slicing Subscription Change Indication to the UE
viathe AMF. Once the AMF updates the UE and obtains an acknowledgment from the UE, the AMF informs the UDM
that the UE received the Network Slicing Subscription Change Indication using the Nudm_SDM _Info service
operation.

45.2 Session Management Subscriber Data Update Notification to SMF

Whenever the session management subscriber datais changed for a user in the UDM/UDR, and if the SMF subscribed
for the update of the session management subscriber data to be notified, the UDM shall notify these changes to the
affected SMF by the means of invoking Nudm_SDM _ Notification service operation. Then the SMF modifies the
session management subscriber datain the UE SM context.

The Nudm_SDM_Notification service operation specified in clause 5.2.3.3 is used by the UDM to update session
management subscriber data stored in the SMF.

The SMF initiates appropriate action according to the changed subscriber data, e.g. including:
- initiating an SMF initiated PDU Session Modification procedure; or
- initiating an SMF initiated PDU Session Release procedure.

45.3 Purge of subscriber data in AMF

An AMF may, as an implementation option, purge the subscriber data and MM context of a UE after the implicit or
explicit Deregistration of the UE. In this case, the AMF shall unsubscribe and deregister from the UDM, where UDM
may further do corresponding operation from UDR, by the means of following "Purge of subscriber datain AMF"
procedure.

AMF UDM

1. Nudm SDM Unsubscribe request

2. Nudm_SDM_Unsubscribe response

3. Nudm UECM Deregistration request

4. Nudm_UECM_Deregistration response

Figure 4.5.3-1: Purge of Subscriber Data in AMF

1. After purging the subscriber data and MM context of a deregistered UE, the AMF unsubscribes to changes to
subscription data using Nudm_SDM _Unsubscribe regquest operation (see clause 5.2.3.3.4), for the datathe AMF
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has previously subscribed (see clause 4.2.2.2.2, step 14b). The UDM unsubscribes the AMF from the data
indicated.

The UDM may unsubscribe to changes to subscription data from UDR by using Nudr_DM _Unsubscribe for the
datathe UDM has previously subscribed (see clause 4.2.2.2.2, step 14b).

2. The UDM sends a response back using Nudm_SDM _Unsubscribe response operation.

3. The AMF deregisters from UDM using Nudm_UECM _Deregistration request (SUPI, NF ID, Access Type)
operation (see clause 5.2.3.2.3). The UDM may update UE context in UDR by Nudr_DM_Update (SUPI,
Subscription Data, UE context in AMF data).

4. The UDM setsthe UE Purged flag associated with the Access Type and acknowledges with a
Nudm_UECM_Deregistration response operation.

4.6 Security procedures

Security procedures for the 5GS are specified in 33.501 [15].

4.7 ME Identity check procedure

The AMF initiates Mobile Equipment Identity Check procedure by invoking the N5g-eir_ M EldentityCheck Get service
operation as defined in clause 5.2.4.2.2.

4.8 RAN-CN interactions

4.8.1 Connection Inactive procedure

This procedure may be initiated by the serving NG-RAN node when the UE isin CM-CONNECTED with RRC
Connected state and has received the "RRC Inactive Assistance Information” from the AMF asdefined in TS 23.501 [2]
clause 5.3.3.2.5. NG-RAN initiates the transition to RRC I nactive state as defined in TS 38.300 [9].

4.8.2 Connection Resume procedure

The Connection Resume procedure is used by the UE to perform RRC Inactive to RRC Connected state transition.
Triggers for the UE to initiate this procedure are defined in TS 23.501 [2], clause 5.3.3.2.5.

UE NG-RAN Serving AMF

RRC_INACTIVE CM-CONNECTED

1. RRC message

>

| 3. N2 Path Switch |
| (clause 4.9.1.2.2) |

4. RRC message

RRC_CONNECTED
CM-CONNECTED
I

Figure 4.8.2-1: RRC Inactive to RRC Connected state transition

1. UEto NG-RAN: RRC message (Resume ID).

ETSI



3GPP TS 23.502 version 15.12.0 Release 15 121 ETSI TS 123 502 V15.12.0 (2021-01)
The UE initiates the transition from RRC Inactive state to RRC Connected state, see TS 38.300 [9]. The UE
provides its Resume ID needed by the NG-RAN to access the UE's stored Context.

2. [Conditional] NG-RAN performs UE Context Retrieval.

UE Context Retrieva is performed when the UE Context associated with the UE attempting to resume its
connection is not locally available at the accessed NG-RAN. The UE Context Retrieval procedure viaradio
access network is specified in TS 38.300 [9].

3. [Conditional] N2 Path switch procedure.

If the accessed NG-RAN is able to retrieve the UE Context, the accessed NG-RAN node initiates N2 Path
Switch procedure, i.e. steps 1 to 8 of clause 4.9.1.2.2 and including Xn data forwarding.

If the Connection Resume procedure is a response to RAN paging which is triggered by 5GC due to an N2
interface procedure, NG-RAN and 5GC handle the N2 interface procedure as a collision described in
clause 4.9.1.2.

The NG-RAN sends UE Notification message to report that UE isin RRC Connected if an AMF requested N2
Notification (see clause 4.8.3) to NG-RAN.

4. NG-RAN to UE: RRC message.
The NG-RAN confirmsto the UE that the UE has entered RRC Connected state.

NOTE: Steps 3 and 4 can be executed in parallel.

4.8.3 N2 Notification procedure

This procedure is used by an AMF to request the NG-RAN to report RRC state information, when the target UE isin
CM-CONNECTED state. When AMF has requested reporting of subsequent state changes, the need for the NG-RAN to
continue reporting ceases when the UE transitions to CM-IDLE or the AMF sends a cancel indication. This procedure
may be used for services that require RRC state information (e.g. 5GC MT control and paging assistance, O&M and
collection of statistics), or for subscription to the service by other NFs. See TS 38.413 [10] for details of the procedure.

Reporting of RRC state transitions can be requested per UE by AMF. Continuous reporting of all RRC state transitions
can be enabled by operator local configuration.

NG-RAN AMF

1. UE State Transition
Notification Request

A

2. UE Notification
2b. UE Notification

v

3. Cancel UE State Notifigation

Figure 4.8.3-1: RRC state transition notification

1. The AMF sends a UE State Transition Notification Request to the NG-RAN as described in TS 38.413[10]. The
UE State Transition Notification Request message shall identify the UE for which notification(s) are requested,
and may contain areporting type. The reporting type either indicates subsequent state transitions shall be notified
at every RRC state transition (i.e. from RRC Connected state to RRC Inactive state, or from RRC Inactive to
RRC Connected state), or it indicates Single RRC-Connected state notification.
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2. The NG-RAN sendsthe UE Notification message to report the current RRC state for the UE (i.e. RRC Inactive
state or RRC Connected state). The current UE location information (i.e. TAI + Cell Identity) is awaysincluded
when RRC state information is reported.

2b. When the AMF has requested reporting about subsequent state transitions, the NG-RAN sends subsequent UE
Notification messages to the AMF at every RRC state transition until the UE transitionsto CM-IDLE or NG-
RAN receives a Cancel UE State Notification message from the AMF.

When the AMF has requested reporting for Single RRC-Connected state notification and UE isin RRC-
Connected state, the NG-RAN sends one UE Notification message but no subsequent messages. If UE isin
RRC-Inactive state, the NG-RAN sends one UE Notification message plus one subsequent UE Notification
message when RRC state transits to RRC-Connected.

3. The AMF can send a Cancel UE State Natification message to inform the NG-RAN that it should terminate
notifications for a given UE. This message should only be used when notification(s) about subsequent state
transitions was requested at every RRC state transition.

4.9 Handover procedures

4.9.1 Handover procedures in 3GPP access

49.1.1 General

These procedures are used to hand over a UE from a source NG-RAN node to atarget NG-RAN node using the Xn or
N2 reference points. This can be triggered, for example, due to new radio conditions, load balancing or due to specific
service e.g. in the presence of QoS Flow for voice, the source NG-RAN node being NR may trigger handover to E-
UTRA connected to 5GC.

The RRC Inactive Assistance Information isincluded in N2 Path Switch Request Ack message for Xn based handover
or Handover Request message for N2 based handover (see TS 23.501 [2] clause 5.3.3.2.5).

491.2 Xn based inter NG-RAN handover

49.1.2.1 General
Clause 4.9.1.2 includes details regarding the Xn based inter NG-RAN handover with and without UPF re-allocation.
Xn handovers are only supported for intraeAMF mobility.

The handover preparation and execution phases are performed as specified in TS 38.300 [9], in the case of handover to
a shared network, source NG-RAN determines a PLMN to be used in the target network as specified by TS 23.501 [2].
If the serving PLMN changes during Xn-based handover, the source NG-RAN node shall indicate to the target NG-
RAN node (in the Mobility Restriction List) the selected PLMN ID to be used in the target network.

If the AMF generates the N2 downlink signalling during the ongoing handover and receives arejection to a N2 interface
procedure (e.g. Location Reporting Control; DL NAS message transfer; etc.) from the NG-RAN with an indication that
a Xn based handover procedure isin progress, the AMF may reattempt the same N2 interface procedure either when the
handover is complete or the handover is deemed to have failed, when possible. The failure is known by expiry of the
timer guarding the N2 interface procedure.

Upon reception for an SMF initiated N1 and/or N2 request(s) with an indication that the request has been temporarily
rejected due to handover procedure in progress, the SMF starts alocally configured guard timer. Any NF (e.g. the SMF)
should hold any signalling messages targeted towards AMF for a given UE during the handover preparation phase
unlessit detects that the handover execution is completed or handover has failed/cancelled. The NF (e.g. the SMF) may
re-attempt, up to a pre-configured number of times, when either it detects that the handover is completed or has failed
using message reception or at expiry of the guard timer.
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49.1.2.2 Xn based inter NG-RAN handover without User Plane function re-allocation

This procedure is used to hand over a UE from a source NG-RAN to target NG-RAN using Xn when the AMF is
unchanged and the SMF decides to keep the existing UPF. The UPF referred in this clause 4.9.1.2.2 is the UPF which
terminates N3 interface in the 5GC. The presence of | P connectivity between the Source UPF and Target NG-RAN is
assumed.

The call flow isshown infigure 4.9.1.2.2-1.

Source NG- TargetNG-
UE RAN RAN AMF SMF(s) UPF(s)

Handover preparation

Handover Ekecution
Forwarding of data

P

1. N2 Path Switch Request

2. Nsmf_PDUSession_UpdatSMContext Request

3. N4 Session
Modification Reques

4. N4 Session
Modification Responke

5. N3 End marker

5. N3 End marker

Downlink data

&~

6. Nsmf_PDUSession_UpdatSMContext Respgnse

7. N2 Path Switch Reqfuest Ack

8. Release Resources
¢

Figure 4.9.1.2.2-1: Xn based inter NG-RAN handover without UPF re-allocation

la If the PLMN has configured secondary RAT usage reporting, the source NG-RAN node during the handover
execution phase may provide RAN usage data Report (N2 SM Information (Secondary RAT usage data),
Handover Flag) to the AMF. The source NG-RAN node shall provide this only when the Target NG-RAN has
confirmed handover over Xn interface. The Handover Flag indicates to the AMF that it should buffer the N2 SM
Information containing the usage data report before forwarding it.

1b. Target NG-RAN to AMF: N2 Path Switch Request (List of PDU Sessions To Be Switched with N2 SM
Information, List of PDU Sessions that failed to be established with the failure cause given in the N2 SM
information element, UE Location Information)

The Target NG-RAN sends an N2 Path Switch Request message to an AMF to inform that the UE has moved to
anew target cell and providesaList Of PDU Sessions To Be Switched. The selected PLMN ID isincluded in
the message. The target NG-RAN shall include the PDU Session in the PDU Sessions Rejected list:

- If none of the QoS Flows of a PDU Session are accepted by the Target NG-RAN; or
- If the corresponding network slice is not supported in the Target NG-RAN; or

When the NG-RAN cannot set up user plane resources fulfilling the User Plane Security Enforcement with a
value Required, the NG-RAN rejects the establishment of user plane resources for the PDU Session.
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If the NG-RAN cannot set up user plane resources fulfilling the User Plane Security Enforcement with avalue
Preferred, the NG-RAN establishes the user plane resources for the PDU session and shall include the PDU
Session in the PDU Sessions Modified list.

PDU Sessions Rejected contains an indication of whether the PDU session was rejected because User Plane
Security Enforcement is not supported in the Target NG-RAN. Depending on the type of target cell, the Target
NG-RAN includes appropriate information in this message.

For the PDU Sessions to be switched to the Target NG-RAN, the N2 Path Switch Request message shall include
the list of accepted QoS Flows.

2. AMF to SMF: Nsmf_PDUSession_UpdateSM Context Request (N2 SM information received from T-RAN in
step 1b and N2 SM Information from source NG-RAN (Secondary RAT usage data), UE Location Information,
UE presencein LADN service area). The N2 SM Information here from source NG-RAN is the one buffered at
step 1awhen applicable.

The AMF sends N2 SM information by invoking the Nsmf_PDUSession _UpdateSM Context request service
operation for each PDU Session in the lists of PDU Sessions received in the N2 Path Switch Request.

The Nsmf_PDUSession_UpdateSM Context Request contains either an indication that the PDU Session IsTo Be
Switched (together with information on the N3 addressing to use and on the transferred QoS flows) or an
indication that the PDU Session is to be Rejected (together with arejection cause).

For aPDU Sessions to be switched to the Target NG-RAN, upon receipt of the

Nsmf_PDUSession_UpdateSM Context request, the SMF determines whether the existing UPF can continue to
serve the UE. If the existing UPF cannot continue to serve the UE, steps 3-11 of clause 4.9.1.2.3 or 4.9.1.2.4 are
performed depending on whether the existing UPF isa PDU Session Anchor. Otherwise, the following steps 3 to
6 are performed if the existing UPFs can continue to serve the PDU Session.

In the case that the AMF determines that the PDU Session is related to a LADN, then the AMF provides the "UE
presencein LADN service ared’ to the SMF. If the AMF does not provide the "UE presence in LADN service
area" indication and the SMF determines that the DNN corresponds to a LADN, then the SMF considers that the
UE isOUT of the LADN service area. The SMF takes actions for the LADN PDU Session as defined in

TS 23.501 [2] clause 5.6.5 based on the "UE presencein LADN service area” indication.

If aPDU Session isrejected by the Target NG-RAN with an indication that the PDU session was rejected
because User Plane Security Enforcement is not supported in the Target NG-RAN and the User Plane
Enforcement Policy indicates "Required" as described in clause 5.10.3 of TS 23.501 [2], the SMF triggers the
release of this PDU Session. In all other cases of PDU Session rejection, the SMF can decide whether to release
the PDU Session or to deactivate the UP connection of this PDU Session.

If some of the QoS Flows of a PDU Session are not accepted by the Target NG-RAN, the SMF shall initiate the
PDU Session Modification procedure to remove the non-accepted QoS Flows from the PDU Session(s) after the
handover procedure is compl eted.

For the PDU Session(s) that do not have active N3 UP connections before handover procedure, the SMF(s) keep
the inactive status after handover procedure.

If the UE moves into anon-Allowed Area, the AMF also notifies viaNamf_EventExposure_Notify to each NF
Consumer (e.g. SMFs of the established PDU Sessions) which has subscribed for UE reachability event, that the
UE is only reachable for regulatory prioritized services. The SMF then deactivates the PDU session if this PDU
Session is not for emergency service.

3. SMF to UPF: N4 Session Modification Request (AN Tunnel Info, CN Tunnel Info)

For PDU Sessions that are modified by the Target NG-RAN, the SMF sends an N4 Session Maodification
Request message to the UPF. The SMF may notify the UPF that originated the Data Notification to discard
downlink data for the PDU Sessions and/or to not provide further Data Notification messages.

Depending on the network deployment, the CN Tunnel Info of UPF used for connection to Target NG-RAN and
connection to Source NG-RAN may be different, e.g. due to Source and Target NG-RAN arein different IP
domains. If the CN Tunnel Info (on N3) of UPF need be re-allocated and CN Tunnel Info is allocated by the
SMF, the SMF provides the CN Tunndl Info (on N3) to the UPF.

4. UPF to SMF: N4 Session Modification Response (CN Tunnel Info)
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For the PDU Sessions that are switched, the UPF returns an N4 Session M odification Response message to the
SMF after requested PDU Sessions are switched. Tunnel identifiers for UL traffic are included only for PDU
Sessions whose user plane resources are not being released, and only if the UPF alocates CN Tunnel Info and
different CN Tunnel Info need be allocated. For the PDU Sessions that are deactivated, the UPF returns an N4
Session Modification Response message to the SMF after the N3 (R)AN tunnel information is released.

In order to assist the reordering function in the Target NG-RAN, the UPF (as specified in TS 23.501 [2],
clause 5.8.2.9) sends one or more "end marker" packets for each N3 tunnel on the old path immediately after
switching the path. The UPF starts sending downlink packets to the Target NG-RAN.

SMF to AMF: Nsmf_PDUSession_UpdateSM Context Response (CN Tunnel Info)

The SMF sends an Nsmf_PDUSession_UpdateSM Context response (CN Tunnel Info) to the AMF for PDU
Sessions which have been switched successfully. The CN Tunnel Info of UPF send to AMF is used to setup N3
tunnel. The SMF sends an Nsmf_PDUSession_UpdateSM Context response without including the CN Tunnel
Info to the AMF for the PDU Sessions for which user plane resources are deactivated or released, and then the
SMF releases the PDU Session(s) which isto be released using a separate procedure as defined in clause 4.3.4.

NOTE: Step 6 can occur any time after receipt of N4 Session Modification Response at the SMF.

7.

AMF to NG-RAN: N2 Path Switch Request Ack (N2 SM Information, Failed PDU Sessions)

Once the Nsmf_PDUSession_UpdateSM Context response is received from all the SMFs, the AMF aggregates
received CN Tunnel Info and sends this aggregated information as a part of N2 SM Information along with the
Failed PDU Sessionsin N2 Path Switch Request Ack to the Target NG-RAN. If none of the requested PDU
Sessions have been switched successfully, the AMF shall send an N2 Path Switch Request Failure message to
the Target NG-RAN.

By sending a Release Resources message to the Source NG-RAN, the Target NG-RAN confirms success of the
handover. It then triggers the release of resources with the Source NG-RAN.

[Conditional] The UE may initiate Mobility Registration Update procedure if one of the triggers of registration
procedure applies as described in clause 4.2.2.2.2. In this case, only steps 1, 2, 3, 17 and 21 in clause 4.2.2.2.2
are performed.

For the mobility related events as described in clause 4.15.4, the AMF invokes the Namf_EventExposure Notify
Service operation.

Upon reception of the Namf_EventExposure_Notify with an indication that UE is reachable only for regulatory
prioritized service, the SMF deactivates the PDU Session if the service of the PDU Session is not regulatory prioritized.
For home routed roaming case, the V-SMF triggers the deactivation of the PDU Session, in addition, the H-SMF
refrains from sending downlink signalling if the signalling is not related to regulatory prioritized service upon receiving
the notification.

49.1.2.3 Xn based inter NG-RAN handover with insertion of intermediate UPF

This procedure is used to hand over a UE from a Source NG-RAN to a Target NG-RAN using Xn when the AMF is
unchanged and the SMF decides that insertion of a new additional intermediate UPF is needed. In the case of using UL
CL, the I-UPF can be regarded as UL CL and additional PSA providing local accessto a DN. In the case of using
Branching Point, the I-UPF can be regarded as BP.

It isassumed that the PDU Session for the UE comprises of only one UPF that acts as a PDU Session Anchor at the
time of this Handover procedure for non-roaming and local breakout roaming scenario. In the case of home routed
roaming scenario, the PDU Session of the UE comprises of at least one UPF in the VPLMN and one UPF in the

HPLMN at the time of this handover procedure. In this case, additional insertion of an N3 terminating intermediate UPF
will not have impact on the connectivity between the UPF in VPLMN and UPF in HPLMN. The presence of IP
connectivity between the UPF (PDU Session Anchor) and Source NG-RAN, between the UPF (PDU Session Anchor)
and Target NG-RAN, and between the intermediate UPF (1-UPF) and Target NG-RAN, is assumed. (If thereisno IP
connectivity between UPF (PDU Session Anchor) and Target NG-RAN, it is assumed that the N2-based handover
procedure in clause 4.9.1.3 shall be used instead).

The call flow isshown in figure 4.9.1.2.3-1.
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Figure 4.9.1.2.3-1: Xn based inter NG-RAN handover with insertion of intermediate UPF

Steps 1-2 are the same as described in clause 4.9.1.2.2.
3a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.

If the SMF selects a new UPF to act as intermediate UPF for the PDU Session, and the different CN Tunnel Info
need be used, and CN Tunnel Info is allocated by the UPF the SMF sends N4 Session Modification Regquest
message to UPF (PSA). If the CN Tunnel Info is allocated by the SMF, the SMF may provide the CN tunnel
information (for N9) and UL Packet detection rules associate the CN Tunnel Info (on N9) to the UPF (PSA) in
step 5.

3b. [Conditional] UPF (PSA) to SMF: N4 Session Modification Response.

The UPF (PSA) sends an N4 Session Establishment Response message to the SMF. If the UPF (PSA) allocates
CN Tunnel Info (on N9) of UPF (PSA), it provides CN Tunnel Info (on N9) to the SMF. The UPF (PSA)
associate the CN Tunnel Info (on N9) with UL Packet detection rules provided by the SMF.

4a. SMF to I-UPF: N4 Session Establishment Request (Target NG-RAN Tunnel Info, CN Tunnel Info of the PDU
Session Anchor)

For PDU Sessions to be updated, if the UE has moved out of the service area of UPF connecting to the serving
NG-RAN node, the SMF then selects a |-UPF based on UPF Selection Criteria according to clause 6.3.3 of

TS 23.501 [2]. An N4 Session Establishment Request message is sent to the |-UPF. The CN Tunnel Info of the
PDU Session Anchor, which is used to setup N9 tunnel, isincluded in the N4 Session Establishment Reguest
message. |f the CN Tunnel Info of the I-UPF is allocated by the SMF, the SMF also provides the UL and DL CN
Tunnel Info of I-UPF to the I-UPF.

4b. 1-UPF to SMF: N4 Session Establishment Response.
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The I-UPF sends an N4 Session Establishment Response message to the SMF. If the CN Tunnel Info of the |-
UPF is allocated by the UPF, the UL and DL CN Tunnel Info of I-UPF is sent to the SMF.

5. SMF to PDU Session Anchor: N4 Session Modification Request (DL CN Tunnel Info of the I-UPF, UL CN
Tunnel info).

The SMF sends N4 Session M odification message to the PDU Session Anchor. The SMF may also provide
updated UL CN Tunnel Information.

If adifferent CN Tunnel Info isused on N9 in UPF (PSA), the SMF starts atimer to release the CN Tunnel for
N3. Otherwise the SMF does not need to start atimer to release the CN Tunnel Info used on N3 in UPF(PSA)
(i.e. CN Tunnel Info is common for both N3 and N9).

6. PDU Session Anchor to SMF: N4 Session Modification Response.

The PDU Session Anchor responds with the N4 Session Modification Response message after requested PDU
Sessions are switched. At this point, PDU Session Anchor starts sending downlink packets to the Target NG-
RAN vial-UPF.

7. Inorder to assist the reordering function in the Target NG-RAN, the PDU Session Anchor sends one or more
"end marker" packets for each N3 tunnel on the old path immediately after switching the path, the source NG-
RAN shall forward the "end marker" packets to the target NG-RAN.

8. SMFto AMF: Nsmf_PDUSession_UpdateSM Context Response (UL CN Tunnel Info of the I-UPF).
The SMF sends an Nsmf_PDUSession_UpdateSM Context response to the AMF.
Steps 8-11 are same as steps 6-9 defined in clause 4.9.1.2.2.

12. After the timer set in step 5 expires, the SMF informs the PDU Session Anchor to remove the CN Tunnel for N3
via N4 Session Modification procedure.

49.1.2.4 Xn based inter NG-RAN handover with re-allocation of intermediate UPF

This procedure is used to hand over a UE from a Source NG-RAN to a Target NG-RAN using Xn when the AMF is
unchanged and the SMF decides that the intermediate UPF (1-UPF) isto be changed. In the case of using UL CL, the -
UPF can be regarded as UL CL and additional PSA provides local accessto a DN, the simultaneous change of UL-CL
and the additional PSA is described in clause 4.3.5.7. In the case of using Branching Point, the I-UPF can be regarded
asBP.

It isassumed that the PDU Session for the UE comprises of a UPF that acts asaPDU Session Anchor and an
intermediate UPF at the time of this Handover procedure for non-roaming and local breakout roaming scenario. In the
case of home routed roaming scenario, the PDU Session of the UE comprises of at least one UPF in the VPLMN and
UPF in the HPLMN which acts asa PDU Session Anchor at the time of this handover procedure. The Source UPF
referred in this clause 4.9.1.2.4 is the UPF which terminates N3 interface in the 5GC and it serves as the PDU mobility
anchor for the given PDU Session. The presence of 1P connectivity between the Source UPF and Source NG-RAN,
between the source UPF and Target NG-RAN, and between the Target UPF and Target NG-RAN, is assumed. (If there
isno IP connectivity between source UPF and Target NG-RAN, it is assumed that the N2-based handover procedurein
clause 4.9.1.3 shall be used instead).

The call flow isshown in figure 4.9.1.2.4-1.
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Figure 4.9.1.2.4-1: Xn based inter NG-RAN handover with intermediate UPF re-allocation

Steps 1-4 are same as steps 1-4 described in clause 4.9.1.2.3 except that the I-UPF in clause 4.9.1.2.3 is replaced
by Target UPF.

[Conditional] The SMF sends N4 Session Modification Request message to the PDU Session Anchor. The DL
CN Tunnel Info of the Target UPF isincluded in this message. In the case of home routed roaming, if the N9
terminating V-UPF is changed, the V-SMF invokes an Nsmf_PDUSession_Update Request service operation
toward the H-SMF.

[Conditional] The SMF associated with the PDU Session Anchor responds with the N4 Session Modification
Response message. In the case of home routed roaming, the H-SMF responds with the
Nsmf_PDUSession_Update Response service operation toward the V-SMF once H-UPF is updated with the DL
Tunnel Info of the T-UPF. At this point, PDU Session Anchor starts sending downlink packets to the Target NG-
RAN via Target UPF.

Steps 7-11 are same as steps 7-11 described in clause 4.9.1.2.3 except that the I-UPF in clause 4.9.1.2.3 is
replaced by Target UPF.

If the Source UPF actsasa UL CL or BP, the SMF indicates to only one of the PDU Session Anchors to send
the "end marker" packets. To ensure the "end marker" isthe last user plane packet on the old path, the SMF
should modify the path on other PDU Session Anchors before it indicates the PDU Session Anchor to send the
"end marker" packets.

11. Thetimer is started in step 4 if the source UPF is not the PSA UPF. When thistimer is expired, the SMF initiates

Source UPF Release procedure by sending an N4 Session Release Reguest (Release Cause).

12. The Source UPF acknowledges with an N4 Session Release Response message to confirm the rel ease of

resources.
491.3 Inter NG-RAN node N2 based handover
49.1.3.1 General

Clause 4.9.1.3 includes details regarding the inter NG-RAN node N2 based handover without Xn interface.

The source NG-RAN decides to initiate an N2-based handover to the target NG-RAN. This can be triggered, for
example, due to new radio conditions or load balancing, if there is no Xn connectivity to the target NG-RAN, an error
indication from the target NG-RAN after an unsuccessful Xn-based handover (i.e. no IP connectivity between T-RAN
and S-UPF), or based on dynamic information learnt by the S-RAN.

The availability of adirect forwarding path is determined in the source NG-RAN and indicated to the SMFs. If |P
connectivity is available between the source and target NG-RAN and security association(s) isin place between them, a
direct forwarding path is avail able.
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If adirect forwarding path is not available, indirect forwarding may be used. The SMFs use the indication from the
source NG-RAN to determine whether to apply indirect forwarding.

In the case of handover to a shared network, the source NG-RAN determinesa PLMN to be used in the target network
as specified by TS 23.501 [2]. The source NG-RAN shall indicate the selected PLMN D to be used in the target
network to the AMF as part of the Tracking Area sent in the HO Required message.

If the AMF generates the N2 downlink signalling during the ongoing handover and receives arejection to a N2 interface
procedure (e.g. DL NAS message transfer; Location reporting control; etc.) from the NG-RAN with an indication that
an Inter NG-RAN node handover procedure isin progress, the AMF may reattempt the same N2 interface procedure
either when the handover is complete or the handover is deemed to have failed if the AMF is still the serving AMF,
when possible. If the Inter NG-RAN node handover changes the serving AMF, the source AMF shall terminate any
other ongoing N2 interface procedures except the handover procedure.

In order to minimize the number of procedures rejected by NG-RAN, the AMF should pause non-handover related N2
interface procedures (e.g. DL NAS message transfer, Location Report Control, etc.) while a handover is ongoing (i.e.
from the time that a Handover Required has been received until either the Handover procedure has succeeded
(Handover Notify) or failed (Handover Failure)) and continue them once the Handover procedure has completed if the
AMF is still the serving AMF.

If during the handover procedure the AMF detects that the AMF needs be changed, the AMF shall reject any SMF
initiated N2 request received since handover procedure started and shall include an indication that the request has been
temporarily rejected due to handover procedure in progress.

Upon reception for an SMF initiated N1 and/or N2 request(s) with an indication either from the NG-RAN (viaN2 SM
Info) or AMF that the request has been temporarily rejected due to handover procedure in progress, the SMF startsa
locally configured guard timer. The SMF should hold any signalling messages targeted towards AMF for a given UE
during the handover preparation phase unless it detects that the handover execution is completed or handover has
failed/cancelled. The SMF may re-attempt, up to a pre-configured number of times, when either it detects that the
handover is completed or has failed using message reception or at expiry of the guard timer.

In the case of home routed roaming scenario, the SMF in the Inter NG-RAN node N2 based handover procedure (Figure
4.9.1.3.2-1 and Figure 4.9.1.3.3-1) interacting with the SSUPF, T-UPF, SAMF and T-AMF isthe V-SMF, and the SMF
(Figure 4.9.1.3.3-1) interacting with the UPF (PSA) isthe H-SMF.
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49.1.3.2 Preparation phase
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Figure 4.9.1.3.2-1: Inter NG-RAN node N2 based handover, Preparation phase

1. SRAN to SAMF: Handover Required (Target ID, Source to Target transparent container, SM N2 info list, PDU
Session I Ds, intra system handover indication).

Source to Target transparent container includes NG-RAN information created by S-RAN to be used by T-RAN,
and istransparent to 5GC. It aso contains for each PDU session the corresponding User Plane Security
Enforcement information, QoS flows /DRBs information subject to data forwarding.

All PDU Sessions handled by S-RAN (i.e. all existing PDU Sessions with active UP connections) shall be
included in the Handover Required message, indicating which of those PDU Session(s) are requested by S-RAN
to handover. The SM N2 info includes Direct Forwarding Path Availability if direct data forwarding is available.

Direct Forwarding Path Availability indicates whether direct forwarding is available from the SSRAN to the T-
RAN. Thisindication from S-RAN can be based on e.g. the presence of |P connectivity and security
association(s) between the S-RAN and the T-RAN.

2. T-AMF Selection: When the SSAMF can't serve the UE anymore, the SAMF selects the T-AMF as described in
clause 6.3.5 on "AMF Selection Function" in TS 23.501 [2].

3. [Conditiona] SSAMF to T-AMF. Namf_Communication_CreateUEContext Request (N2 Information (Target
ID, Sourceto Target transparent container, SM N2 information list, PDU Session IDs), UE context information
(SUPI, Service arearestriction, Allowed NSSAI for each Access Type if available, Tracing Requirements, the
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list of PDU Session IDs along with the corresponding SMF information and the corresponding S-NSSAI(s), PCF
ID(s) and DNN). If the subscription information includes Tracing Reguirements, the old AMF provides the
target AMF with Tracing Requirements.

The SSAMF initiates Handover resource allocation procedure by invoking the
Namf_Communication_CreateUEContext service operation towards the T-AMF.

When the SSAMF can till serve the UE, this step and step 12 are not needed.

If Service arearestrictions are available in the SSAMF, they may be forwarded to the T-AMF as described in
clause5.3.4.1.2in TS 23.501 [2].

If both Home and Visited PCF ID(s) are provided by the SSAMF, the T-AMF contacts the (V-) PCF identified by
the (V-)PCF ID. If the (V-)PCF identified by the (V-)PCF ID is not used or there are no PCF 1D(s) received from
the SSAMF, the T-AMF may select the PCH(s) as described in TS 23.501 [2], clause 6.3.7.1 and according to the
V-NRF to H-NRF interaction described in clause 4.3.2.2.3.3. The T-AMF informs the SSAMF that the PCF ID is
not used, as defined in step 12 and then the SSAMF terminates the AM Policy Association with the PCF
identified by the PCF ID.

[Conditional] T-AMF to SMF: Nsmf_PDUSession_UpdateSM Context (PDU Session ID, Target ID, T-AMF ID,
N2 SM Information).

For each PDU Session indicated by S-RAN, the AMF invokes the Nsmf_PDUSession_UpdateSM Context
Request to the associated SMF. However, if the SSNSSAI associated with PDU Session is not availablein the T-
AMF, the T-AMF does not invoke Nsmf_PDUSession_UpdateSM Context for this PDU Session.

PDU Session ID indicates a PDU Session candidate for N2 Handover. Target ID correspondsto Target ID
provided by S-RAN in step 1. SM N2 Info includes the Direct Forwarding Path Availability if the direct data
forwarding is available between the S-RAN and the T-RAN and has been inserted by the S-RAN.

If the (T-)AMF detects that the UE movesinto a non-allowed area based on Service arearestrictions, the
(T-)AMF notifies each NF consumer which has subscribed for UE reachability event (e.g. SMFs corresponding
to thelist of PDU Sessions received in UE Context from (S-)AMF via Namf_EventExposure_Notify that the UE
is only reachable for regulatory prioritized services.

[Conditional] Based on the Target ID, SMF checksif N2 Handover for the indicated PDU Session can be
accepted. The SMF checks also the UPF Selection Criteria according to clause 6.3.3 of TS 23.501 [2]. If UE has
moved out of the service area of the UPF connecting to NG-RAN, SMF selects a new intermediate UPF.

In the case that the SMF fails to find a suitable I-UPF, the SMF decides to (based on local policies) either:

trigger re-establishment of PDU Session. After handover procedure, SMF sends N1 message to the UE viathe
AMF by invoking Namf_Communication_N1N2MessageTransfer containing the cause indicating PDU Session
re-establishment is required for the UE; or

keep the PDU Session, but reject the activation request of User Plane connection for the PDU Session and
inform the AMF about it; or

release the PDU Session after handover procedure.

6a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.

If the SMF selects a new UPF to act as intermediate UPF for the PDU Session, and the different CN Tunnel Info
need be used, the SMF sends N4 Session Modification Request message to UPF (PSA). The SMF provides the
CN Tunnel Info (on N9) if the CN Tunnel Info isallocated by the SMF, and UL Packet detection rules associate
the CN Tunnel Info (on N9) to be installed on the UPF (PSA).

6b. [Conditional] UPF (PSA) to SMF: N4 Session Modification Response.

The UPF (PSA) sends an N4 Session Establishment Response message to the SMF. If the UPF (PSA) allocates
CN Tunnel Info (on N9) of UPF (PSA), it provides CN Tunnel Info (on N9) to the SMF. The UPF (PSA)
associate the CN Tunnel Info (on N9) with UL Packet detection rules provided by the SMF.

6¢. [Conditional] SMF to T-UPF (intermediate): N4 Session Establishment Request.
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If the SMF selects a new intermediate UPF, i.e. the target UPF (T-UPF), for the PDU Session and if CN Tunnel
Infoisallocated by the T-UPF, an N4 Session Establishment Reguest message is sent to the T-UPF, providing
Packet detection, enforcement and reporting rules to be installed on the T-UPF. The CN Tunnel Info (on N9) of
UPF (PSA) for this PDU Session, which is used to setup N9 tunnel, is also provided to the T-UPF.

6d. T-UPF (intermediate) to SMF: N4 Session Establishment Response.

The T-UPF sends an N4 Session Establishment Response message to the SMF with DL CN Tunnel Info and UL
CN Tunnel Info (i.e. N3 tunnel info). The SMF starts atimer to release the resource of S-UPF, which isto be
used in step 13a of the Execution Phase.

7. SMFto T-AMF: Nsmf_PDUSession_UpdateSM Context Response (PDU Session ID, N2 SM Information,
Reason for non-acceptance).

If N2 handover for the PDU Session is accepted, the SMF includes in the Nsmf_PDUSession_UpdateSM Context
response the N2 SM Information containing the N3 UP address and the UL CN Tunnel 1D of the UPF and the
QoS parameters indicating that the N2 SM Information is for the Target NG-RAN. If the N2 SM information
received at step 4 does not include the Direct Forwarding Path Availability and the SMF knows that there is no
indirect data forwarding connectivity between source and target, the N2 SM Information includes a Data
forwarding not possible indication.

If N2 handover for the PDU Session is not accepted as described in step 5, the SMF does not include an N2 SM
Information regarding the PDU Session to avoid establishment of radio resources at the target NG-RAN. Instead
of that, the SMF provides a reason for non-acceptance. |f the SMF has received notification from (T-)AMF that
the UE is only reachable for regulatory prioritized services, the SMF does not include any N2 SM info regarding
the PDU Session for non-regulatory prioritized services to avoid establishment of radio resources at the target
NG-RAN. If the SMF receives natification from (T-)AMF that UE is only reachable for regulatory prioritized
service after this step via Namf_EventExposure_Notify, the SMF deactivates the PDU Session after handover
procedure finish if the PDU Session is not for regulatory prioritized services.

8. AMF supervises the Nsmf_PDUSession_UpdateSM Context Response messages from the involved SMFs. The
lowest value of the Max delay indications for the PDU Sessions that are candidates for handover gives the
maximum time AMF may wait for Nsmf_PDUSession_UpdateSM Context Response messages before continuing
with the N2 Handover procedure. At expiry of the maximum wait time or when all
Nsmf_PDUSession_UpdateSM Context Response messages are received, AMF continues with the N2 Handover
procedure (Handover Request message in step 9).

NOTE: Thedelay value for each PDU Session islocally configured in the AMF and implementation specific.

9. T-AMF to T-RAN: Handover Request (Source to Target transparent container, N2 MM Information, N2 SM
Information list, Tracing Requirements). If the subscription information includes Tracing Requirements, the
target AMF provides the target RAN with Tracing Requirements in the Handover Request.

T-AMF determines T-RAN based on Target ID. T-AMF may allocate a 5G-GUT]I valid for the UE in the AMF
and target TAI.

Source to Target transparent container is forwarded as received from S-RAN. N2 MM Information includes e.g.
security information and Mobility Restriction List if available in the T-AMF.

N2 SM Information list includes N2 SM Information received from SMFs for the T-RAN in the
Nsmf_PDUSession UpdateSM Context Response messages received within allowed max delay supervised by
the T-AMF mentioned in step 8.

Mobility Restriction List issent in N2 MM Information if availablein the Target AMF.

10. T-RAN to T-AMF: Handover Request Acknowledge (Target to Source transparent container, List of PDU
Sessions to Hand-over with N2 SM information, List of PDU Sessions that failed to be established with the
failure cause given in the N2 SM information element).

Target to Source transparent container includes a UE container with an access stratum part and aNAS part. The
UE container is sent transparently via T-AMF, SSAMF and S-RAN to the UE.

T-RAN creates List Of PDU Sessions failed to be setup and reason for failure (e.g. T-RAN decision, S-NSSAI is
not available, unable to fulfil User Plane Security Enforcement) based on T-RAN determination. The
information is provided to the S-S RAN.
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The N2 SM information in the List Of PDU Sessions to Hand-over, contains per each PDU Session ID T-RAN
N3 addressing information i.e. N3 UP address and Tunnel ID of T-RAN for the PDU Session. The N2 SM
information may also include:

- anIndication whether UP integrity protection is performed or not on the PDU Session.

- if the PDU Session has at least one QoS Flow subject for data forwarding, N3 UP address and Tunnel ID of
T-RAN for receiving forwarded data. The T-RAN provides data forwarding addresses for each data
forwarding tunnel which it decided to setup.

1la. AMFto SMF: Nsmf_PDUSession_UpdateSM Context Request (PDU Session ID, N2 SM response received
from T-RAN in step 10).

For each N2 SM response received from the T-RAN (N2 SM information included in Handover Request
Acknowledge), AMF sends the received N2 SM response to the SMF indicated by the respective PDU Session
ID.

If no new T-UPF is selected, SMF stores the N3 tunnel info of T-RAN from the N2 SM response if N2 handover
is accepted by T-RAN.

The SMF/UPF alocates the N3 UP address and Tunnel IDs for indirect data forwarding corresponding to the
data forwarding tunnel endpoints established by T-RAN.

If aPDU Session isindicated as arejected PDU Session by the Target NG-RAN with an indication that the PDU
session was rejected because User Plane Security Enforcement is not supported in the Target NG-RAN and the
User Plane Enforcement Policy indicates "Required” as described in clause 5.10.3 of TS 23.501 [2], the SMF
triggers the release of this PDU Session. In all other cases of PDU Session rejection, the SMF can decide
whether to release the PDU Session or to deactivate the UP connection of this PDU Session.

If some of the QoS Flows of a PDU Session are not accepted by the Target NG-RAN, the SMF shall initiate the
PDU Session Modification procedure to remove the non-accepted QoS Flows from the PDU Session(s) after the
handover procedure is completed.

11b. [Conditiona] SMF to T-UPF: N4 Session Modification Request (T-RAN SM N3 forwarding I nformation
list, indication to allocate DL forwarding tunnel(s) for indirect forwarding)

If the SMF selected a T-UPF in step 6a, the SMF updates the T-UPF by providing the T-RAN SM N3
forwarding information list by sending a N4 Session Modification Request to the T-UPF.

If indirect forwarding applies based on indication from the S-RAN and the UPF isre-allocated and if the SMF
decides to setup the indirect forwarding tunnel on the same T-UPF, the SMF a so requests in the N4 Session
Modification Request message to the T-UPF, to allocate DL forwarding tunnel(s) for indirect forwarding.

Indirect forwarding may be performed via a UPF which is different from the T-UPF, in which case the SMF
selectsa T-UPF for indirect forwarding.

11c. [Conditional] T-UPF to SMF: N4 Session Modification Response (T-UPF SM N3 forwarding Information
list).

The T-UPF alocates Tunnel Info and returns an N4 Session Modification Response message to the SMF.

The T-UPF SM N3 forwarding info list includes T-UPF N3 address, T-UPF N3 Tunnel identifiers for forwarding
data

11d. [Conditional] SMF to SSUPF: N4 Session Modification Request (T-RAN SM N3 forwarding Information list
or T-UPF SM N3 forwarding Information list, indication to allocate DL forwarding tunnel(s) for indirect
forwarding).

If the UPF isre-allocated, this message includes the T-UPF SM N3 forwarding info list. If the UPF is not re-
allocated, this message includes the T-RAN SM N3 forwarding info list.

If indirect forwarding applies based on indication from NG-RAN and UPF allocates tunnel identities, the SMF
indicates in the N4 Session M odification Request message to the S-UPF to allocate DL forwarding tunnel(s) for
indirect forwarding.

Indirect forwarding may be performed via a UPF which is different from the SSUPF.
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1le. [Conditional] SSUPF to SMF: N4 Session Modification Response (S-UPF SM N3 forwarding Information
list).

The S-UPF allocates Tunnel Info and returns an N4 Session establishment Response message to the SMF.

The SSUPF SM N3 forwarding Information list includes S-UPF N3 address, SSUPF N3 Tunnel identifiers for DL
data forwarding.

11f. SMFto T-AMF: Nsmf_PDUSession_UpdateSM Context Response (N2 SM Information).
The SMF sends an Nsmf_PDUSession_UpdateSM Context Response message per PDU Session to T-AMF.

The SMF creates an N2 SM information containing the DL forwarding Tunnel Info to be sent to the S-RAN by
the AMF. The SMF includes this information in the Nsmf_PDUSession_UpdateSM Context response. The DL
forwarding Tunnel Info can be one of the following information:

- If direct forwarding applies, then the SMF includes the T-RAN N3 forwarding information the SMF received
instep 11a

- If theindirect forwarding tunnel is setup in step 11b or 11d, then the SMF includes the T-UPF or SSUPF DL
forwarding information containing the N3 UP address and the DL Tunnel 1D of the UPF.

12.[Conditional] T-AMF to SSAMF: Namf_Communication_CreateUEContext Response (N2 information
necessary for SAMF to send Handover Command to S-RAN including Target to Source transparent container,
PDU Sessionsfailed to be setup list, N2 SM information (N3 DL forwarding Information, PCF ID)).

AMF supervises the Nsmf_PDUSession_UpdateSM Context Response message from the involved SMFs. At
expiry of the maximum wait time or when all Nsmf_PDUSession_UpdateSM Context Response messages are
received, T-AMF sends the Namf_Communication_CreateUEContext Response to the SSAMF.

The PDU Sessions failed to be setup list includes the List Of PDU Sessions failed to be setup received from
target RAN in step 10 and the Non-accepted PDU session List generated by the T-AMF.

Non-accepted PDU Session List includes following PDU Session(s) with proper cause value:
- Non-accepted PDU Session(s) by the SMF(s);

- Non-accepted PDU Session(s) by the AMF due to no response from the SMF within maximum wait time;
and

- Non-accepted PDU Session(s) by the AMF due to non-available S-NSSAI in the T-AMF, which is decided at
step 4.

The Target to Source transport container is received from the T-RAN. The N2 SM Information is received from
the SMF in step 11f.
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49.1.3.3 Execution phase

| UE | [snoran| [TNGRAN] [ sAwF | [T-AMF || T-UPF | | SMF |

1. Handover Command

‘ UPF (PSA)

2. Handover Cofnmand
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¢
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3b. Indirect dafa forwarding
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12. Registration Procedure
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14a] UE Context Rglease Command | [~ pe=====ees
13b. N4 Sessmn Release Response

14bj UE Context Release Command Complete

£5a. N4 Se 5sion Modification Requiest

15b. N4 Se>sion Modif{cation Response

Figure 4.9.1.3.3-1: inter NG-RAN node N2 based handover, execution phase

NOTE 1: Registration of serving AMF with the UDM is not shown in the figure for brevity.

1. SAMFto S-RAN: Handover Command (Target to Source transparent container, List Of PDU Sessionsto be
handed-over with N2 SM information containing information received from T-RAN during the handover
preparation phase, List Of PDU Sessions failed to be setup).

Target to Source transparent container is forwarded as received from SSAMF.

The SM forwarding info list includes T-RAN SM N3 forwarding info list for direct forwarding or SSUPF SM N3
forwarding info list for indirect data forwarding

S-RAN uses the PDU Sessions failed to be setup list and the indicated reason for failure to decide whether to
proceed with the N2 Handover procedure.
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2. SRAN to UE: Handover Command (UE container).

UE container is a UE part of the Target to Source transparent container which is sent transparently from T-RAN
viaAMF to S-RAN and is provided to the UE by the SSRAN.

2a0. |If the PLMN has configured secondary RAT usage reporting and the source NG-RAN has Secondary RAT
usage data to report, the source NG-RAN node may provide RAN usage data report message (N2 SM
Information (Secondary RAT usage data), Handover Flag) asin clause 4.21 to the AMF. The Handover Flag
indicates to the AMF that it should buffer the N2 SM Information containing the usage data report before
forwarding it.

NOTE 2: Thisstep is not shown in this figure but the secondary RAT usage data reporting procedure is shown in
figure 4.21-1 in clause 4.21.

2a. - 2c. The S-RAN sendsthe Uplink RAN Status Transfer message to the SAMF, as specified in TS 36.300 [46]
and TS 38.300 [9]. The SSRAN may omit sending this message if none of the radio bearers of the UE shall be
treated with PDCP status preservation.

If thereisan AMF relocation, the SSAMF sends this information to the T-AMF viathe
Namf_Communication_N1N2M essageT ransfer service operation and the T-AMF acknowledges. The SSAMF or,
if the AMF isrelocated, the T-AMF, sends the information to the T-RAN viathe Downlink RAN Status Transfer
message, as specified in TS 36.300 [46] and TS 38.300[9].

3. Uplink packets are sent from T-RAN to T-UPF and UPF (PSA). Downlink packets are sent from UPF (PSA) to
S-RAN via S-UPF. The S-RAN should start forwarding of downlink data from the S-RAN towards the T-RAN
for QoS Flows or DRBs subject to data forwarding. This may be either direct (step 3a) or indirect forwarding

(step 3b).
4, UE to T-RAN: Handover Confirm.

After the UE has successfully synchronized to the target cell, it sends a Handover Confirm message to the T-
RAN. Handover is by this message considered as successful by the UE.

5. T-RAN to T-AMF: Handover Notify.
Handover is by this message considered as successful in T-RAN.
6a. [Conditiona] T-AMF to SAMF: Namf_Communication_N2InfoNotify.

The T-AMF notifies to the SAMF about the N2 handover notify received from the T-RAN by invoking the
Namf_Communication_N2InfoNotify.

A timer in SAMF is started to supervise when resourcesin S-RAN shall be release.

6b. [Conditiona] SSAMF to T-AMF: Namf_Communication_N2InfoNotify ACK (N2 SM Information (Secondary
RAT usage data)).

The S AMF acknowledges by sending the Namf_Communication_N2InfoNotify ACK to the T-AMF. The N2
SM Information hereis the one buffered at step 2a0 when applicable.

6¢. [Conditional] SAMF to SMF: Nsmf_PDUSession_ReleaseSM Context Request (SUPI, PDU Session ID, N2 SM
Information (Secondary RAT Usage Data)).

If the PDU Session(s) is not accepted by the T-AMF (e.g. SSNSSAI associated with the PDU Session is not
availablein the T-AMF), SSAMF triggers PDU Session Release procedure as specified in clause 4.3.4.2 after the
S-AMF is notified for the reception of N2 Handover Notify in step 6a.

7. T-AMF to SMF. Nsmf_PDUSession_UpdateSM Context Request (Handover Complete indication for PDU
Session ID, UE presencein LADN service area, N2 SM Information (Secondary RAT usage data)). The N2 SM
Information here isthe one received at step 6b when applicable.

Handover Complete indication is sent per each PDU Session to the corresponding SMF to indicate the success of
the N2 Handover.

When an Nsmf_PDUSession_UpdateSM Context Response message arrived too late during the handover
preparation phase (see step 8 of clause 4.9.1.3.2), or the PDU Session with SMF involvement is not accepted by
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T-RAN, Nsmf_PDUSession_UpdateSM Context Request (SUPI, PDU Session ID, Operation Type) is sent to the
corresponding SMF allowing the SMF to deallocate a possibly allocated N3 UP address and Tunnel 1D of the
selected UPF. A PDU Session handled by that SMF is considered deactivated and handover attempt is
terminated for that PDU Session.

In the case that the AMF determines that the PDU Session is related to aLADN then the AMF provides the "UE
presencein LADN service ared’. If the AMF does not provide the "UE presencein LADN service area’
indication and the SMF determines that the DNN corresponds to a LADN, then the SMF considers that the UE is
OUT of the LADN service area.

The SMF takes actions for the LADN PDU Session as defined in TS 23.501 [2] clause 5.6.5 based on the "UE
presencein LADN service area’ indication.

8a. [Conditional] SMF to T-UPF (intermediate): N4 Session Modification Request.

If new T-UPF isinserted or an existing intermediate S-UPF isre-allocated, the SMF shall send N4 Session
Modification Request indicating DL AN Tunnel Info of T-RAN to the T-UPF.

8b. [Conditional] T-UPF to SMF: N4 Session Modification Response.
The T-UPF acknowledges by sending N4 Session Modification Response message to SMF.
9a. [Conditional] SMF to S'UPF (intermediate): N4 Session Modification Request.

If UPF is not re-allocated, the SMF shall send N4 Session Modification Request indicating DL AN Tunnel Info
of T-RAN to the S UPF.

9b. [Conditional] S-UPF to SMF: N4 Session Modification Response.
The S-UPF acknowledges by sending N4 Session Modification Response message to SMF.
10a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.

For non-roaming or local breakout roaming scenario, the SMF sends N4 Session Modification Reguest message
to PDU Session Anchor UPF, UPF (PSA), providing N3 AN Tunnel Info of T-RAN or the DL CN Tunnel Info
of T-UPF if anew T-UPF isinserted or an existing intermediate S-UPF is re-allocated. If the existing
intermediate S-UPF terminating to N9 toward the H-UPF (PDU Session Anchor) isre-allocated for the home
routed roaming scenario, the V-SMF invokes an Nsmf_PDUSession_Update Request service operation toward
the H-SMF.

In the case of the SSUPF actsasa UL CL or BP, the SMF indicates only one of the PDU Session Anchorsto
send the "end marker" packets. To ensure the "end marker" isthe last user plane packet on the old path, the SMF
should modify the path on other PDU Session Anchors before it indicates the PDU Session Anchor to send the
"end marker" packets.

If T-UPF is not inserted or an existing intermediate S-UPF is not re-allocated, step 10a and step 10b are skipped.
10b. [Conditional] UPF (PSA) to SMF: N4 Session Modification Response.

The UPF (PSA) sends N4 Session Modification Response message to SMF. In order to assist the reordering
function in the T-RAN, the UPF (PSA) sends one or more "end marker" packets for each N3 tunnel on the old
path immediately after switching the path, the source NG-RAN shall forward the "end marker" packets to the
target NG-RAN. At this point, UPF (PSA) starts sending downlink packetsto the T-RAN, via T-UPF if anew T-
UPF isinserted or an existing intermediate S-UPF is re-allocated. In the case of home routed roaming scenario,
the H-SMF responds with the Nsmf_PDUSession_Update Response service operation to V-SMF once the H-
UPF (PDU Session Anchor) is updated with the UL Tunnel Info of the T-UPF.

When there are multiple UPFS(PSA), step 10a and step 10b are performed for each UPFS(PSA).
11. SMF to T-AMF: Nsmf_PDUSession_UpdateSM Context Response (PDU Session ID).
SMF confirms reception of Handover Complete.

If indirect data forwarding applies, the SMF starts an indirect data forwarding timer, to be used to release the
resource of indirect data forwarding tunnel.
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12. The UE initiates Mobility Registration Update procedure as described in clause 4.2.2.2.2.

The target AMF knowsthat it is a Handover procedure and therefore the target AMF performs only a subset of
the Registration procedure, specifically the steps 4, 5, and 10 in the Registration procedure for the context
transfer between source AMF and target AMF are skipped.

13a. [Conditional] SMF to SSUPF (intermediate): N4 Session Release Request.

If there is a source intermediate UPF, the SMF initiates resource release, after timer in step 6 or indirect data
forwarding timer expires, by sending an N4 Session Release Request (Release Cause) to source UPF. This
message is also used to release the indirect data forwarding resource in S-UPF.

13b. S-UPFto SMF: N4 Session Release Response.
The S-UPF acknowledges with an N4 Session Release Response message to confirm the rel ease of resources.
In the case of indirect data forwarding, the resource of indirect data forwarding is also released.

1l4a. AMF to S'RAN: UE Context Release Command ().
After the timer in step 6a expires, the AMF sends UE Context Release Command.

14b. S-RAN to AMF: UE Context Release Complete ().

The source NG-RAN releases its resources related to the UE and responds with a UE Context Release Complete
() message.

15a. [Conditional] SMF to T-UPF: N4 Session Modification Request.

If indirect forwarding applies and UPF is re-allocated, after timer of indirect data forwarding expires, the SMF
sends N4 Session Modification Request to T-UPF to release the indirect data forwarding resource.

15b. [Conditional] T-UPF to SMF: N4 Session Modification Response.

The T-UPF acknowledges with an N4 Session Modification Response message to confirm the release of indirect
data forwarding resources.

If the AMF is subscribed to Mobility Event by other NFs, the AMF notifies the event to the corresponding NFs by
invoking the Namf_EventExposure_Notify service operation as described in clause 4.15.4.2.

Upon reception of the Namf_EventExposure_Notify with an indication that UE is reachable only for regulatory
prioritized service, the SMF deactivates the PDU Session if the service of the PDU Session is not regulatory prioritized.
For home routed roaming case, the V-SMF triggers the deactivation of the PDU Session, in addition, the H-SMF
refrains from sending downlink signalling if the signalling is not related to regulatory prioritized service upon receiving
the notification.

491.4 Inter NG-RAN node N2 based handover, Cancel

Prior to sending a Handover Command to the UE, the source NG-RAN node may attempt cancellation of handover
during the handover procedure. The reason for cancellation may include timer expiration, internal failure within the
source NG-RAN node or UE returned to source cell etc. The handover cancellation isinitiated by sending a Handover
Cancel request to the source AMF. Thisis donein order to release the resources reserved for the handover in the target
system.

The AMF shall cancel the handover resources as defined in clause 4.11.1.2.3 for case the source RAN is NG-RAN.
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4.9.2 Handover of a PDU Session procedure between 3GPP and
untrusted non-3GPP access

49.2.1 Handover of a PDU Session procedure from untrusted non-3GPP to 3GPP
access (non-roaming and roaming with local breakout)

Clause 4.9.2.1 specifies how to hand over a UE from a source Untrusted non-3GPP access to atarget 3GPP access and
how a UE can handover a PDU Session from untrusted non-3GPP access to 3GPP access. It is based on the PDU
Session Establishment procedure for 3GPP access as specified in clause 4.3.2.

UE N IBP R s N3IWF RAN AMF SMF UPF PCF
L———J————_C___—IT—__——
L 1. Registration via 3GPP access |
ey ) S N

2. PDU session establishment procedure in clause 4.3.2.2.1

3. Release of non-3GPP access resources using clause 4.12.7 steps 4 to 7, and
clause 4.3.4.2 step 7a
T I T I I

Figure 4.9.2.1-1: Handover of a PDU Session procedure from untrusted non-3GPP access to 3GPP
access (non-roaming and roaming with local breakout)

1. If the UE isnot registered via 3GPP access, the UE shall initiate Registration procedure as defined in
clause4.2.2.2.2.

2. The UE performs a PDU Session Establishment procedure with the PDU Session ID of the PDU Session to be
moved as specified clause 4.3.2.2.1 (PDU Session Establishment for Non-roaming and Roaming with Local
Breakout).

3. If the User Plane of the PDU Session is activated in non-3GPP access, the V-SMF executes the rel ease of
resources in non-3GPP access by performing steps 4 to 7 specified in clause 4.12.7, followed by step 7a
specified in clause 4.3.4.2 in order to release the resources over the source non-3GPP access. Because the PDU
Session shall not be released, the SMF shall not send the PDU Session Release Command to the UE. Hence, in
steps 4 and 7 of clause 4.12.7 as well asin step 7a of clause 4.3.4.2, the messages do not include the N1 SM
container but only the N2 Resource Rel ease Request (resp. Ack). Since the PDU Session is not to be released,
the SMF shall not execute step 7b of clause 4.3.4.2 and the SM context between the AMF and the SMF is
maintai ned.

If the User Plane of the PDU Session is deactivated in non-3GPP access, this step is skipped.
The steps 2 and 3 shall be repeated for all PDU Sessions to be moved from to untrusted non-3GPP access to 3GPP

access.

49.2.2 Handover of a PDU Session procedure from 3GPP to untrusted non-3GPP
access (non-roaming and roaming with local breakout)

Clause 4.9.2.2 specifies how to hand over a UE from a source 3GPP access to atarget Untrusted non-3GPP access and
how a UE can handover a PDU Session from 3GPP access to untrusted non-3GPP access. It is based on the PDU
Session Establishment procedure for non-3GPP access as specified in clause 4.12.5.
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UE Nomaameted N3IWF RAN AMF SMF UPF PCF
(T ——C———T————15
1. Registration via untrusted non-3GPP access |
I_\____'!_____!'____\____-!_

‘ 2. PDU session establishment procedure in clause 4.12.5
[ [ [ [ [
3. Release of 3G access resources using clause 4.3.4.2 step 3b, then from step 4
to step 7a

Figure 4.9.2.2-1: Handover of a PDU Session from 3GPP access to untrusted non-3GPP access (non-
roaming and roaming with local breakout)

1. If the UE isnot registered via untrusted non-3GPP access, the UE shall initiate Registration procedure as defined
inclause 4.12.2.

2. The UE performs PDU Session Establishment procedure with the PDU Session ID of the PDU Session to be
moved as specified in clause 4.12.5.

3 If the User Plane of the PDU Session is activated in 3GPP access, the V-SMF executes the release of resource in
3GPP by performing step 3b, then steps 4 to 7a specified in clause 4.3.4.2 (UE or network requested PDU
Session Release for Non-Roaming and Roaming with Local Breakout) in order to rel ease the resources over the
source 3GPP access. Because the PDU Session shall not be released, the SMF shall not send the PDU Session
Release Command to the UE. Hence, in steps 3b, 4, 6 and 7a of clause 4.3.4.2, messages do not include the N1
SM container but only the N2 Resource Release Request (resp. Ack). Since the PDU Session is not to be
released, the SMF shall not execute step 7b of clause 4.3.4.2 and the SM context between the AMF and the SMF
is maintai ned.

If the User Plane of the PDU Session is deactivated in 3GPP access, this step is skipped.
The steps 2 and 3 shall be repeated for all PDU Sessions to be moved from 3GPP access to untrusted non-3GPP access

49.2.3 Handover of a PDU Session procedure from untrusted non-3GPP to 3GPP
access (home routed roaming)
49231 The target AMF is in the PLMN of the N3IWF
UE Nonsansted s | | N3IWF RAN ‘ AVF ‘ ‘ V-SMF ‘ ‘ V-UPF ‘ ‘H-SMF‘ ‘ H-UPF ‘ ‘ H-PCF ‘
LI __————_-—I-—__—1,
| 1. Registration via 3GPP access I
et Wt wi i S ——— —————

‘ 2. PDU session establishment procedure in clause 4.3.2.2.2 ‘
I I I I I I I

‘ 3. Release of non-3GPP access resourcesusing clause 4.12.7 steps 4 to 7, then clause 4.3.4.2 step 7a ‘
I I ‘ \ I I I

Figure 4.9.2.3.1 -1: Handover of a PDU Session procedure from untrusted non-3GPP access to 3GPP
access (home routed roaming)

1. If the UE isnot registered via 3GPP access, the UE shall initiate Registration procedure as defined in
clause 4.2.2.2.2. The NG-RAN selects the same AMF as the one used via non-3GPP access.

2. The UE performs a PDU Session Establishment procedure with the PDU Session ID of the PDU Session to be
moved as specified clause 4.3.2.2.2 (PDU Session Establishment for Home Routed Roaming). The AMF selects
the same V-SMF as the one used via non-3GPP access.

3. If the User Plane of the PDU Session is activated in non-3GPP access, the V-SMF executes the rel ease of
resource in non-3GPP access by performing steps 4 to 7 specified in clause 4.12.7, followed by step 7 specified
in clause 4.3.4.2 in order to release the resources over the source non-3GPP access. Because the PDU Session
shall not be released, the SMF shall not send the PDU Session Release Command to the UE. Hence, in steps 4
and 7 of clause 4.12.7 as well asin step 7a of clause 4.3.4.2, the messages do not include the N1 SM container
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but only the N2 Resource Release Request (resp. Ack). Since the PDU Session is not to be released, the SMF
shall not execute step 7b of clause 4.3.4.2 and the SM context between the AMF and the SMF is maintained.

If the User Plane of the PDU Session is deactivated in non-3GPP access, this step is skipped.
The steps 2 and 3 shall be repeated for all PDU Sessions to be moved from to untrusted non-3GPP access to 3GPP
access.

49.2.3.2 The target AMF is not in the PLMN of the N3IWF (i.e. N3IWF in HPLMN)
UE RAN Taet Nt V| | || N H-SMF H-UPF H-PCF
g g g g
| 1. Registration via 3GPP access |
it Bl welieien e sl

‘ 2. PDU session establishment procedure in clause 4.3.2.2.2

Source
AMF

3. Release of non-3GPP access resources using
clause 4.12.7 from step 3 to step 12

Figure 4.9.2.3.2-1: Handover of a PDU Session procedure from untrusted non-3GPP access with
N3IWF in the HPLMN to 3GPP access (home routed roaming)

1. If the UE isnot registered via 3GPP access, the UE shall initiate Registration procedure as defined in
clause 4.2.2.2.2. Thisincludes the retrieval of the SMF-IDs corresponding to each of the PDU Sessions.

2. The UE performs a PDU Session Establishment procedure with the PDU Session ID of the PDU Session to be
moved as specified clause 4.3.2.2.2 (PDU Session Establishment for Home Routed Roaming).

3. The H-SMF executes the release of resourcesin non-3GPP AN by performing steps 3-12 specified in
clause 4.12.7 with the following exceptions:

- the H-SMF interfaces the source AMF (in the home PLMN). The H-SMF shall not send the N1 SM
Container (PDU Session Release Command) to the UE;

- The Npcf_SMPolicyControl _Delete service operation to PCF shall not be performed.

- Nsmf_PDUSession_SM ContexStatusNotify service operation invoked by the H-SMF to the source AMF
indicates the PDU Session is moved to different access.

The steps 2 and 3 shall be repeated for all PDU Sessions to be moved from to untrusted non-3GPP access to 3GPP
access.

49.2.4 Handover of a PDU Session procedure from 3GPP to untrusted non-3GPP
access (home routed roaming)
49241 The selected N3IWF is in the registered PLMN
’ UE ‘ ot s ’ N3IWF ‘ ’ RAN ‘ ’ AMF ‘ ’ V-SMF ‘ ’ V-UPF ‘ ’ H-SMF ‘ ’ H-UPF ‘ ’ H-PCF ‘
L _ - _—C—-—_—-—IxI—__—-—-;,
[ 1. Registration via untrusted non-3GPP access |
l_\_——_'!-——__!’——__\——__'!‘

‘ 2. PDU session establishment procedure in clause 4.12.5 ‘

] ] ] ] ]
‘ 3. Release of 3GPP access resources using clause 4.3.4.3 from step 5c¢ to ‘
step 10

Figure 4.9.2.4.1-1: Handover of a PDU Session procedure from 3GPP access to untrusted non-3GPP
access (home routed roaming)
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1. If the UE isnot registered via untrusted non-3GPP access, the UE shall initiate Registration procedure as defined
in clause 4.12.2. The N3IWF selects the same AMF as the one used via 3GPP access.

2. The UE performs PDU Session Establishment procedure with the PDU Session ID of the PDU Session to be
moved as specified in clause 4.12.5. The AMF selects the same V-SMF as the one used via 3GPP access.

3 If the User Plane of the PDU Session is activated in 3GPP access, the V-SMF executes the release of resources
in 3GPP access by performing step 5¢ to 10 specified in clause 4.3.4.3 (UE or network requested PDU Session
Release for Home Routed Roaming) in order to release the resources over the source 3GPP access. Because the
PDU Session shall not be released, the SMF shall not send the PDU Session Release Command to the UE.
Hence, in steps 5¢, 6, 8 and 9 of clause 4.3.4.3, the messages do not include the N1 SM container but only the
N2 Resource Release Reguest (resp. Ack). Since the PDU Session is hot to be released, the SMF shall not
execute step 7b of clause 4.3.4.2 and the SM context between the AMF and the SMF is maintained.

If the User Plane of the PDU Session is deactivated in 3GPP access, this step is skipped.
The steps 2 and 3 shall be repeated for all PDU Sessions to be moved from 3GPP access to untrusted non-3GPP access.

4.9.2.4.2 The UE is roaming and the selected N3IWF is in the home PLMN
UE | | o ninsted RAN N3IWF T:sl":et H-SMF H-UPF H-PCF
Frl—— LT - ————___TC i
L 1. Registration via untrusted non-3GPP access |
e e | — =T
‘ 2. PDU session establishment procedure in clause 4.12.5
\ \ \
Source Source Source
AMF V-SMF V-UPF

3. Release of V-SMF,V-UPF and 3GPP access resources using clause 4.3.4.3 from step 3a, 5c to
step 16b
\ \ \ \ \ \

Figure 4.9.2.4.2-1: Handover of a PDU Session procedure from 3GPP access to untrusted non-3GPP
access with N3IWF in the HPLMN (home routed roaming)

1. If the UE isnot registered via untrusted non-3GPP access, the UE shall initiate Registration procedure as defined
in clause 4.12.2. Thisincludes the retrieval of the SMF-1Ds corresponding to each of the PDU Sessions.

2. The UE performs PDU Session Establishment procedure with the PDU Session ID of the PDU Session to be
moved as specified in clause 4.12.5.

3. The H-SMF executes the release of resourcesin source V-SMF, V-UPF, V-AMF and 3GPP AN by performing
steps 3a, 5¢ to 16b specified in clause 4.3.4.3 with the following exceptions:

- theH-SMF indicatesin the Nsmf_PDUSession_Update Request that the UE shall not be notified. This shall
result in the V-SMF not sending the N1 Container (PDU Session Release Command) to the UE;

- Nsmf_PDUSession_StatusNotify service operation invoked by H-SMF to V-SMF indicates PDU Sessionis
moved to different access,

- Nsmf_PDUSession_SM ContexStatusNotify service operation invoked by the V-SMF to the AMF indicates
the PDU Session is moved to different access,

- The Npcf_SMPolicyControl _Delete service operation to PCF shall not be performed.
The steps 2 and 3 shall be repeated for all PDU Sessions to be moved from 3GPP access to untrusted non-3GPP access.
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4.10 NG-RAN Location reporting procedures

This procedure is used by an AMF to request the NG-RAN to report where the UE is currently located when the target
UE isin CM-CONNECTED state. The need for the NG-RAN to continue reporting ceases when the UE transitions to
CM-IDLE or the AMF sends cancel indication to NG-RAN. This procedure may be used for services that require
accurate cell identification (e.g. emergency services, lawful intercept, charging), or for subscription to the service by
other NFs. When Dual Connectivity is activated, the PSCell information is only reported if requested by the AMF.

NG-RAN AMF

1. Location Reporting Control

2. Location Report

3. Cancel Location Reporting

Figure 4.10-1: NG-RAN Location Reporting Procedure

1. AMFto NG-RAN: Location Reporting Control (Reporting Type, Location Reporting Level, (Area Of Interest,
Request Reference ID)).

The AMF sends a Location Reporting Control message to the NG-RAN. The Location Reporting Control
message shall identify the UE for which reports are requested and shall include Reporting Type and Location
Reporting Level. The Location Reporting Control message may also include Area Of Interest and Request
Reference ID. Location Reporting Level could be TAI+ Cell Identity. Reporting Type indicates whether the
message is intended to trigger a single standalone report about the current Cell Identity serving the UE or start
the NG-RAN to report whenever the UE changes cell, or ask the NG-RAN to report whenever the UE moves out
or into the Area Of Interest. If the Reporting Type indicates to report whenever the UE changes cell and if
PSCell reporting is requested and Dual Connectivity isin use, the Master RAN node shall aso report to the
AMF whenever the PSCell changes. If the Reporting Type indicates to start the NG-RAN to report when UE
moves out of or into the Area Of Interest, the AMF also provides the requested Area Of Interest information in
the Location Reporting Control message. The AMF may include a Regquest Reference ID in the Location Report
Control message to identify the request of reporting for an Area Of Interest. If multiple Areas Of Interest are
included in the message, the Request Reference ID identifies each Area of Interest.

NOTE 1: Requesting location whenever the UE changes cell can increase signalling load on multiple interfaces.
Requesting reports for all changesin PSCell ID can further increase signalling load. Henceitis
recommended that any such reporting is only applied for alimited number of subscribers.

2. NG-RAN to AMF: Location Report (UE Location, UE Presence in Area Of Interest, Request Reference ID,
Timestamp).

The NG-RAN sends a L ocation Report message informing the AMF about the location of the UE which shall be
represented as the requested L ocation Reporting Level. If PSCell reporting is requested and Dual Connectivity is
activated, then the Master NG-RAN node shall also include the PSCell ID.

When UE isin CM-CONNECTED with RRC Inactive state, if NG-RAN has received Location Reporting
Control message from AMF with the Reporting Type indicating single stand-alone report, the NG-RAN shall
perform NG-RAN paging before reporting the location to the AMF. The NG-RAN should send the Location
Report promptly and shall not wait to attempt to create a Dual Connectivity configuration. However, if PSCell
reporting is requested and the PSCell 1D is known to the Master RAN node, then it shall be included in the
Location Report.

When UE isin CM-CONNECTED with RRC Inactive state, if NG-RAN has received Location Reporting
Control message from AMF with the Reporting Type indicating continuous reporting whenever the UE changes
cell, the NG-RAN shall send a Location Report message to the AMF including the UE's last known location with
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time stamp. If the UE was using Dual Connectivity immediately before entering CM-CONNECTED with RRC
Inactive state and PSCell reporting is requested, then the Location Report shall also include the PSCell ID.

When UE isin CM-CONNECTED, if NG-RAN has received Location Reporting Control message from AMF
with the Reporting Type of Area Of Interest based reporting, the NG-RAN shall track the UE presencein Area
Of Interest and send a Location Report message to AMF including the UE Presence in the Area Of Interest (i.e.,
IN, OUT, or UNKNOWN) as described in clause D.2 and the UE's current location (including the PSCell ID if
PSCell reporting is requested and Dual Connectivity is activated) when the UE isin RRC Connected state, or,
when the UE isin RRC Inactive state, the UE's last known location (including the PSCell 1D if PSCell reporting
is requested and the UE was using Dual Connectivity immediately before entering CM-CONNECTED with
RRC Inactive state) with time stamp if the NG-RAN perceives that the UE presence in the Area Of Interest is
different from the last one reported. When the NG-RAN detects that the UE has moved out of or into multiple
areas of interest, it sends multiple pairs of UE Presence in the Area Of Interest and the Request Reference ID in
one Location Report message to AMF. If UE transitions from RRC I nactive state to RRC Connected state, NG-
RAN shall check the latest location (including the PSCell 1D if PSCell reporting is requested and Dual
Connectivity is activated) of UE and follow the rules when UE isin RRC Connected.

The AMF stores the latest received PSCell ID with its associated timestamp. The AMF stores the latest received
PSCell ID with its associated timestamp, when available.

3. AMF to NG-RAN: Cancel Location Report (Reporting Type, Request Reference ID).

The AMF can send a Cancel Location Reporting message to inform the NG-RAN that it should terminate the
location reporting for a given UE corresponding to the Reporting Type or the location reporting for Area Of
Interest indicated by Request Reference ID. This message is heeded when the reporting type was requested for
continuously reporting or for the Area Of Interest. The AMF may include the Request Reference ID which
indicates the requested Location Reporting Control for the Area Of Interest, so that the NG-RAN should
terminate the location reporting for the Area Of Interest.

NOTE 2: Location reporting related information of the source NG-RAN node is transferred to the target NG-RAN
node during Xn handover.

In this Release the location reporting procedure is applicable only to 3GPP access.

4.11  System interworking procedures with EPC

4.11.0 General

This clause includes procedures for interworking with EPS based on N26 interface (clause 4.11.1) and also
interworking without N26 interface (clause 4.11.2).

4.11.0a Impacts to EPS Procedures

4.11.0a.1 General

This clause captures changes to proceduresin TS 23.401 [13] that are common to interworking based on N26 and
interworking without N26.

4.11.0a.2 Interaction with PCC

When interworking with 5GS is supported and a"PGW-C+SMF" is selected for a PDN connection, policy interactions
between PDN GW and PCRF specified in TS 23.401 [13] are replaced by equivalent interactions between PGW-
C+SMF and PCF as follows:

- IP-CAN Session Establishment procedure defined in TS 23.203 [24] is replaced by SM Policy Association
Establishment Procedure as described in clause 4.16.4. The PGW-C+SMF includes the information elements
received in Create Session Request message into the Npcf_SMPolicyControl_Create Service as follows: the
SUPI contains the IMSI, the DNN contains the APN, the PEI contains the IMEI-SV, the Session AMBR
contains the APN-AMBR and the default QoS information that contains the default EPS bearer QoS, note that
QCI values are mapped into 5QI values. The PGW-C+SMF may receive PCC Rules and PDU Session Policy
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Information, 5G QoS information in the PCC Rule and in PDU Session Policy Information are mapped into EPS
QoS information as defined in clause 4.11.1.1 and Annex C.

- (PCEF-initiated) IP-CAN Session Modification procedure defined in TS 23.203 [24] is replaced by SM Policy
Association Modification procedure as described in clause 4.16.5.1.

- The PGW-C+SMF includes the information elements received in Modify Bearer Request or Modify Bearer
Command message into the Npcf _SMPolicyControl_Update Service with the following modifications, the
subscribed Session AMBR includes the subscribed APN-AMBR, and subscribed default QoS information
includes the default EPS bearer QoS, note that QCI values are mapped into 5QI values. The PGW-C+SMF
includes the stored SUPI. The PGW-C+SMF may receive PCC Rules and PDU Session Policy Information, 5G
QoS information in the PCC Rule and in PDU Session Policy Information are mapped into EPS QoS information
asdefined in clause 4.11.1.1 and Annex C.

- The PGW-C+SMF includes the information elements received in Delete Bearer Command message into the
Npcf_SMPolicyControl_Update Service with the following modifications, The PGW-C+SMF includes the
stored SUPI.

- (PCRF-initiated) IP-CAN Session Modification procedure defined in TS 23.203 [24] is replaced by SM Policy
Association Modification procedure as described in clause 4.16.5.2. The PGW-C+