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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document defines the Stage 2 procedures and Network Function Services for the 5G system architecture
which is described in the TS 23.501 [2] and for the policy and charging control framework which is described in
TS 23.503 [20].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3] IETF RFC 7296: "Internet Key Exchange Protocol Version 2 (IKEv2)".

[4] Void.

[5] Void.

[6] IETF RFC 4861: "Neighbor Discovery for |P version 6 (1Pv6)".

[7] 3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

(8] IETF RFC 4862: "I1Pv6 Stateless Address Autoconfiguration”.

[9] 3GPP TS 38.300: "NR and NG-RAN Overall Description; Stage 2".

[10] 3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".

[11] Void.

[12] 3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol Specification”.

[13] 3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.

[14] Void.

[15] 3GPP TS 33.501: "Security Architecture and Procedures for 5G System”.

[16] 3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource
Control (RRC); Protocol specification"”.

[17] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[18] 3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".

[19] Void.

[20] 3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System .

[21] IETF RFC 4191 "Default Router Preferences and More-Specific Routes'.

ETSI



3GPP TS 23.502 version 17.7.0 Release 17 25 ETSI TS 123 502 V17.7.0 (2023-01)

[22]
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[34]
[35]
[36]
[37]
[38]
[39]

[40]
[41]

[42]

[43]

[44]
[45]
[46]

[47]

[48]

[49]
[50]

3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station in idle mode”.

3GPP TS 23.682: " Architecture enhancements to facilitate communications with packet data
networks and applications’.

3GPP TS 23.203: "Policy and charging control architecture".

3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".
3GPP TS 23.402: " Architecture enhancements for non-3GPP accesses'.

Void.

3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions”.
Void.

Void.

Void.

3GPP TS 29.507: "Access and Mohility Policy Control Service; Stage 3".
3GPP TS 23.003: "Numbering, Addressing and Identification".

Void.

3GPP TS 23.251: "Network sharing; Architecture and functional description”.
3GPP TS 29.502: "5G System; Session Management Services; Stage 3".

3GPP TS 29.510: "5G System; Network function repository services; Stage 3".
3GPP TS 23.380: "IMS Restoration Procedures’.

3GPP TS 32.421: "Telecommunication management; Subscriber and equipment trace; Trace
concepts and requirements’.

IETF RFC 4555: "IKEv2 Mohility and Multihoming Protocol (MOBIKE)".

3GPP TS 24.502: "Access to the 3GPP 5G Core Network (5GCN) via Non-3GPP Access
Networks (N3AN); Stage 3".

3GPP TS 32.290: " Services, operations and procedures of charging using Service Based Interface
(SBI)".

3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
proceduresin idle mode".

3GPP TS 38.304: "NR; User Equipment (UE) proceduresin idle mode".
3GPP TS 32.255: "5G system; 5G data connectivity domain charging; Stage 2".

3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal
Terrestrial Radio Access Network (E-UTRAN); Overall description; Stage 2".

3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter
mapping; Stage 3".

|EEE Std 802.11-2016 (Revision of |EEE Std 802.11-2012): "IEEE Standard for Information
technology - Telecommunications and information exchange between systems Local and
metropolitan area networks - Specific requirements - Part 11: Wireless LAN Medium Access
Control (MAC) and Physical Layer (PHY) Specifications".

IETF RFC 2410: "The NULL Encryption Algorithm and its use with 1Psec".

3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data
analytics services, Stage 2".
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[51] 3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2.

[52] 3GPP TS 29.503: "5G System; Unified Data Management Services, Stage 3".

[53] 3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".

[54] 3GPP TS 23.222: "Functional architecture and information flows to support Common API
Framework for 3GPP Northbound APIs; Stage 2.

[55] 3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

[56] 3GPP TS 36.321: "Evolved Universal Terrestrial Radio Access (E-UTRA); Medium Access
Control (MAC) protocol specification”.

[57] 3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[58] 3GPP TS 29.525: "5G System; UE Policy Control Service; Stage 3".

[59] IETF RFC 6696: "EAP Extensions for the EAP Re-authentication Protocol (ERP)", July 2012.

[60] IETF RFC 5295: " Specification for the Derivation of Root Keys from an Extended Master Session
Key (EMSK)", Aug. 2008.

[61] 3GPP TS 23.272: "Circuit Switched (CS) fallback in Evolved Packet System (EPS); Stage 2".

[62] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[63] 3GPP TS 29.561: "5G System; Interworking between 5G Network and external Data Networks;
Stage 3".

[64] 3GPP TS 29.413: "Application of the NG Application Protocol (NGAP) to non-3GPP access'.

[65] |EEE Std 802.1Qcc-2018: "Standard for Local and metropolitan area networks - Bridges and

Bridged Networks - Amendment: Stream Reservation Protocol (SRP) Enhancements and
Performance Improvements”.

[66] |EEE Std 802.1Q-2018: "IEEE Standard for Local and Metropolitan Area Networks-Bridges and
Bridged Networks'.

[67] Void.

[68] 3GPP TS 23.632: "User Data | nterworking, Coexistence and Migration".

[69] 3GPP TS 29.244: "Interface between the Control Plane and the User Plane nodes'.

[70] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[71] gﬁSPP TS 32.256: " Charging Management; 5G connection and mobility domain charging; Stage

[72] 3GPP TS 38.423: "NG-RAN; Xn Application Protocol (XnAP)".

[73] 3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to support Vehicle-to-
Everything (V2X) services'.

[74] 3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2".

[75] |EEE Std 802.1AS-2020: "|EEE Standard for Local and metropolitan area networks--Timing and
Synchronization for Time-Sensitive Applications'.

[76] |EEE Std 1588-2019: "IEEE Standard for a Precision Clock Synchronization Protocol for
Networked Measurement and Control".

[77] 3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".

[78] 3GPP TS 23.247: " Architectural enhancements for 5G multicast-broadcast services'.

[79] 3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".
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[80] 3GPP TS 23.256: " Support of Uncrewed Aerial Systems (UAS) connectivity, identification and
tracking; Stage 2".

[81] 3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".

[82] 3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Data,
Application Data and Structure Data for Exposure; Stage 3".

[83] 3GPP TS 23.558: " Architecture for enabling Edge Applications’”.

[84] 3GPP TS 23.540: "Technical realization of Service Based Short Message Service; Stage 2.

[85] 3GPP TS 29.598: "Unstructured data storage services'.

3 Definitions, symbols and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions givenin TR 21.905 [1], TS 23.501 [2] and
TS 23.503[20] apply. A term defined in TS 23.501 [2] or TS 23.503 [20] takes precedence over the definition of the
same term, if any, in any other specifications.

3.2 Abbreviations

For the purposes of the present document, the abbreviations givenin TR 21.905 [1], TS 23.501 [2] and TS 23.503 [20]
apply. An abbreviation defined in TS 23.501 [2] or TS 23.503 [20] takes precedence over the definition of the same
abbreviation, if any, in any other specifications.

4 System procedures

4.1 General

The clause 4 describes the procedures and Network Function services for the 5GS by end-to-end information flows and
these information flows make use of NF service operations, defined in clause 5, for the communication within the 5GC
Control Plane.

4.2 Connection, Registration and Mobility Management
procedures

4.2.1 General
The Connection Management is used to establish and rel ease the Control Plane signalling connection between the UE
and the AMF. The Registration Management is used to register or deregister a UE/user with the 5GS and establish the

user context in the 5GS. The Mobility Management functions are used to keep track of the current location of a UE. The
procedures in clause 4.2 provides Connection, Registration and Mobility Management functionality.

4.2.2 Registration Management procedures

4221 General

The Registration and Deregistration procedures in clause 4.2.2 provides the required functionality to register or
deregister a UE/user with the 5GS. Additional functionality to support Registration Management for non-3GPP access
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is defined in clause 4.12. Additional functionality to support Registration Management for specific services such as
SMS over NAS s defined in clause 4.13.

4222 Registration procedures

42221 General

A UE needsto register with the network to get authorized to receive services, to enable mobility tracking and to enable
reachability. The UE initiates the Registration procedure using one of the following Registration types:

- Initial Registration to the 5GS;

- Mobility Registration Update upon changing to anew Tracking Area (TA) outside the UE's Registration Areain
both CM-CONNECTED and CM-IDLE state, or when the UE needs to update its capabilities or protocol
parameters that are negotiated in Registration procedure with or without changing to anew TA, achangein the
UE's Preferred Network Behaviour that would create an incompatibility with the Supported Network Behaviour
provided by the serving AMF, or when the UE intends to retrieve LADN Information, or with NR satellite
access upon changing to a suitable cell indicating multiple TAs for the RPLMN all of which are outside the UE's
Registration Areain both CM-CONNECTED and CM-IDLE state, or when the Multi-USIM UE needs a new
5G-GUTI assignment; or

- Periodic Registration Update (due to a predefined time period of inactivity); or

- Emergency Registration; or

- Disaster Roaming Initial Registration, as specified in clause 5.40 of TS 23.501 [2]; or

- Disaster Roaming Mobility Registration Update, as specified in clause 5.40 of TS 23.501 [2]; or

- SNPN Onboarding Registration allows the UE to access an ON-SNPN for the purpose of provisioning the UE
with SO-SNPN credentials to enable SO-SNPN access. SNPN Onboarding Registration is only applicable for
registration with ON-SNPN i.e. when the UE uses PLMN credentials for accessing an ONN the UE initiates an
Initial Registration. The SNPN Onboarding Registration is specified in clause 4.2.2.2.4.

NOTE 1: With NR satellite access, more than one TAC can be indicated to a UE for each PLMN in any cell.

The General Registration call flow in clause 4.2.2.2.2 applies on all these Registration procedures, but the periodic
registration need not include all parameters that are used in other registration cases.

The following are the cleartext |Es, asdefined in TS 24.501 [25] that can be sent by the UE in the Registration Request
message if the UE has no NAS security context:

- Regigtration type;

- SUCI or 5G-GUTI or PEI;

- Security parameters,

- additional GUTI,

- 4G Tracking Area Update;

- theindication that the UE is moving from EPS;

- PLMN with Disaster Condition;

- if the UE isregistering with an SNPN, the NID of the SNPN that assigned the 5G-GUT].

NOTE 2: The NID is provided when the 5G-GUTI is assighed by another SNPN than the selected SNPN.

Aspects related to dual registration in 3GPP and non-3GPP access are described in clause 4.12. The general Registration
call flow in clause 4.2.2.2.2 is also used for the case of registration in 3GPP access when the UE is aready registered in
anon-3GPP access and vice versa. Registration in 3GPP access when the UE is aready registered in a non-3GPP access
scenario may require an AMF change, as further detailed in clause 4.12.8.
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The general Registration call flow in clause 4.2.2.2.2 is also used by UEs in limited service state (see TS 23.122 [22])
registering for emergency services only (referred to as Emergency Registration), see clause 5.16.4 of TS 23.501 [2].

During the initial registration the PEI is obtained from the UE. If the PEI is needed (e.g. for EIR check), the AMF shall
retrieve the PEI when it establishes the NAS security context with a Security Mode Command during initial
registration. The AMF operator may check the PEI with an EIR. If the PEI was retrieved by the AMF (either from the
UE or another AMF), AMF shall provide it to the UDM using Nudm_UECM _Registration in order to ensure that the
UDM aways has the latest PEI available e.g. for reporting event Change of SUPI-PEI association. The AMF passes the
PEI to the UDM, to the SMF and the PCF. The UDM may store this datain UDR by Nudr_SDM_Update.

NOTE 3: Theuseof NSI ID in the 5GC is optional and depends on the deployment choices of the operator.

During the registration the Home Network (or Credentials Holder in case of accessto an SNPN) can provide Steering of
Roaming information to the UE viathe AMF (i.e. alist of preferred PLM N/access technology combinations and/or
Credentials Holder controlled prioritized lists of preferred SNPNs and GINs or HPLMN/Credentials Holder indication
that 'no change of the above list(s) stored in the UE is needed’). The Home Network can include an indication for the
UE to send an acknowledgement of the reception of thisinformation. Details regarding the handling of Steering of
Roaming information including how this information is managed between the AMF and the UE are defined in
TS23.122[22].

The AMF determines Access Type and RAT Type asdefined in clause 5.3.2.3 of TS 23.501 [2].
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42222 General Registration
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Figure 4.2.2.2.2-1: Registration procedure

1. UEto (R)AN: AN message (AN parameters, Registration Request (Registration type, SUCI or 5G-GUTI or PEI,
[last visited TAI (if available)], Security parameters, [Requested NSSAI], [Mapping Of Requested NSSAI],
[Default Configured NSSAI Indication], [UE Radio Capability Update], [UE MM Core Network Capability],
[PDU Session statug], [List Of PDU Sessions To Be Activated)], [Follow-on request], [MICO mode preference],
[Requested Active Time], [Requested DRX parameters for E-UTRA and NR], [Requested DRX parameters for
NB-loT], [extended idle mode DRX parameters], [LADN DNN(s) or Indicator Of Requesting LADN
Information], [NAS message container], [ Support for restriction of use of Enhanced Coverage], [Preferred
Network Behaviour], [UE paging probability information], [Paging Subgrouping Support Indication], [UE
Policy Container (the list of PSIs, indication of UE support for ANDSP and the operating system identifier)] and
[UE Radio Capability ID], [Release Request indication], [Paging Restriction Information], PEI, [PLMN with
Disaster Condition], [Requested Periodic Update time])).

NOTE 1: The UE Policy Container and its usage isdefined in TS 23.503 [20].

In the case of NG-RAN, the AN parameters include e.g. 5G-S-TMSI or GUAMI, the Selected PLMN ID (or
PLMN ID and NID, see clause 5.30 of TS 23.501 [2]) and NSSAI information, the AN parameters also include
Establishment cause. The Establishment cause provides the reason for requesting the establishment of an RRC
connection. Whether and how the UE includes the NSSAI information as part of the AN parameters is dependent
on the value of the Access Stratum Connection Establishment NSSAI Inclusion Mode parameter, as specified in
clause 5.15.9 of TS23.501[2].

The AN parameters shall also include an |AB-Indication if the UE is an | AB-node accessing 5GS.

The Registration type indicates if the UE wantsto perform an Initial Registration (i.e. the UE isin RM-
DEREGISTERED state), a Mobility Registration Update (i.e. the UE isin RM-REGISTERED state and initiates
a Registration procedure due to mobility or due to the UE needs to update its capabilities or protocol parameters,
or to reguest a change of the set of network dlicesit is allowed to use), a Periodic Registration Update (i.e. the
UE isin RM-REGISTERED state and initiates a Registration procedure due to the Periodic Registration Update
timer expiry, see clause 4.2.2.2.1), an Emergency Registration (i.e. the UE isin limited service state), a Disaster
Roaming Initial Registration, or a Disaster Roaming Mobility Registration Update.

When the UE isusing E-UTRA, the UE indicates its support of CloT 5GS Optimisations, which is relevant for
the AMF selection, in the RRC connection establishment signalling associated with the Registration Request.

When the UE is performing an Initial Registration or a Disaster Roaming Registration the UE shall indicate its
UE identity in the Registration Request message as follows, listed in decreasing order of preference in the case
of registration with a PLMN:

i) a5G-GUTI mapped from an EPS GUTI, if the UE has avalid EPS GUTI.
ii) anative 5G-GUTI assigned by the PLMN to which the UE is attempting to register, if available;

iii) anative 5G-GUTI assigned by an equivalent PLMN to the PLMN to which the UE is attempting to register,
if available;

iv) anative 5G-GUTI assigned by any other PLMN, if available.
NOTE 2: Thiscan also be a 5G-GUTIs assigned via another access type.
v) Otherwise, the UE shall include its SUCI in the Registration Request as defined in TS 33.501 [15].

If the UE isregistering with an SNPN, when the UE is performing an Initial Registration the UE shall indicateits
UE identity in the Registration Request message as follows, listed in decreasing order of preference:

i) anative 5G-GUTI assigned by the same SNPN to which the UE is attempting to register, if available;

ii) anative 5G-GUTI assigned by any other SNPN along with the NID of the SNPN that assigned the 5G-GUTI,
if available;

iii) Otherwise, the UE shall include its SUCI in the Registration Request as defined in TS 33.501 [15].
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When the UE performing an Initial Registration has both avalid EPS GUTI and a native 5G-GUTI, the UE shall
also indicate the native 5G-GUTI as Additional GUTI. If more than one native 5G-GUT s are available, the UE
shall select the 5G-GUTI in decreasing order of preference among items (ii)-(iv) in the list above.

The NAS message container shall be included if the UE is sending a Registration Request message as an Initial
NAS message and the UE has avalid 5G NAS security context and the UE needs to send non-cleartext |ES, see
clause 4.4.6 in TS 24.501 [25]. If the UE does not need to send non-cleartext | Es, the UE shall send a
Registration Request message without including the NAS message container.

If the UE does not have avalid 5G NAS security context, the UE shall send the Registration Request message
without including the NAS message container. The UE shall include the entire Registration Request message
(i.e. containing cleartext |Es and non-cleartext 1Es) in the NAS message container that is sent as part of the
Security Mode Complete message in step 9b.

When the UE is performing an Initial Registration (i.e. the UE isin RM-DEREGISTERED state) with a native
5G-GUTI then the UE shall indicate the related GUAMI information in the AN parameters. When the UE is
performing an Initial Registration with its SUCI, the UE shall not indicate any GUAMI information in the AN
parameters.

When the UE is performing an Initial Registration or a Mobility Registration and if CloT 5GS Optimisations are
supported the UE shall indicate its Preferred Network Behaviour (see clause 5.31.2 of TS 23.501 [2]). If S1
mode is supported the UE's EPC Preferred Network Behaviour isincluded in the S1 UE network capabilitiesin
the Registration Request message, see clause 8.2.6.1 of TS 24.501 [25].

For an Emergency Registration, the SUCI shall be included if the UE does not have avalid 5G-GUTI available;
the PEI shall be included when the UE has no SUPI and no valid 5G-GUTI. In other cases, the 5G-GUTI is
included and it indicates the last serving AMF.

The UE may provide the UE's usage setting based on its configuration as defined in clause 5.16.3.7 of

TS 23.501 [2]. The UE provides Requested NSSAI (as described in clause 5.15.5.2.1 of TS 23.501 [2] and, if the
UE supports the subscription-based restrictions to simultaneous registration of network slices, also taking into
account the NSSRG Information constraints as described in clause 5.15.12 of TS 23.501 [2] and, in the case of
Initial Registration or Mobility Registration Update, the UE includes the Mapping Of Requested NSSAI (if
available), which is the mapping of each S-NSSAI of the Requested NSSAI to the HPLMN S-NSSAIls, to ensure
that the network is able to verify whether the S NSSAI(s) in the Requested NSSAI are permitted based on the
Subscribed S-NSSAIs. In the case of inter PLMN mobility, if the serving PLMN S-NSSAI(s) corresponding to
the established PDU Session(s) are not present in the UE, the associated HPLMN S-NSSAI (s) associated with
the established PDU Session(s) shall be provided in the Mapping Of Requested NSSAI as described in

clause 5.15.5.2.1 TS 23.501 [2].

The UE includes the Default Configured NSSAI Indication if the UE isusing a Default Configured NSSA, as
defined in TS 23.501 [2].

The UE may include UE paging probability information if it supports the assignment of WUS Assistance
Information or AMF PEIPS Assistance Information from the AMF (see TS 23.501 [2)]).

The UE may include Paging Subgrouping Support Indication as defined in TS 23.501 [2].

In the case of Mobility Registration Update, the UE includesin the List Of PDU Sessions To Be Activated the
PDU Sessions for which there are pending uplink data. When the UE includes the List Of PDU Sessions To Be
Activated, the UE shall indicate PDU Sessions only associated with the access the Registration Reguest is rel ated
to. Asdefined in TS 24.501 [25] the UE shall include always-on PDU Sessions which are accepted by the
network in the List Of PDU Sessions To Be Activated even if there are no pending uplink data for those PDU
Sessions.

NOTE 3: A PDU Session corresponding to a LADN is not included in the List Of PDU Sessions To Be Activated
when the UE is outside the area of availability of the LADN.

The UE MM Core Network Capability is provided by the UE and handled by AMF as defined in clause 5.4.4a of
TS 23.501[2]. The UE includesin the UE MM Core Network Capability an indication if it supports Request
Type flag "handover" for PDN connectivity request during the attach procedure as defined in clause 5.17.2.3.1 of
TS 23.501 [2]. If the UE supports 'Strictly Periodic Registration Timer Indication’, the UE indicates its capability
of 'Strictly Periodic Registration Timer Indication’ in the UE MM Core Network Capability. If the UE supports
CAG, the UE indicates its capability of "CAG supported" in the UE MM Core Network Capability. If the UE

ETSI



3GPP TS 23.502 version 17.7.0 Release 17 34 ETSI TS 123 502 V17.7.0 (2023-01)

operating two or more USIMs, supports and intends to use one or more Multi-USIM feature(s), the UE indicates
one or more Multi-USIM specific features described in clause 5.38 of TS 23.501 [2] in the UE MM Core
Network Capability.

The UE may provide either the LADN DNN(s) or an Indication Of Requesting LADN Information as described
in clause 5.6.5 of TS 23.501 [2].

If available, the last visited TAI shall be included in order to help the AMF produce Registration Areafor the
UE.

NOTE 4: With NR satellite access, the last visited TAI is determined as specified in clause 5.4.11.6 of
TS23.501[2].

The Security parameters are used for Authentication and integrity protection, see TS 33.501 [15]. Requested
NSSAI indicates the Network Slice Selection Assistance Information (as defined in clause 5.15 of

TS 23.501 [2]). The PDU Session status indicates the previously established PDU Sessions in the UE. When the
UE is connected to the two AMFs belonging to different PLMN via 3GPP access and non-3GPP access then the
PDU Session status indicates the established PDU Session of the current PLMN in the UE.

The Follow-on request is included when the UE has pending uplink signalling and the UE doesn't include List Of
PDU Sessions To Be Activated, or the Registration type indicates the UE wants to perform an Emergency
Registration. In Initial Registration and Mobility Registration Update, UE provides the UE Requested DRX
parameters, as defined in clause 5.4.5 of TS 23.501 [2]. The UE may provide the extended idle mode DRX
parameters as defined in clause 5.31.7.2 of TS 23.501 [2] to request extended idle mode DRX.

The UE provides UE Radio Capability Update indication as described in TS 23.501 [2].

The UE includes the MICO mode preference and optionally a Requested Active Time value and Requested
Periodic Update time value if the UE wantsto use MICO Mode with Active Time.

The UE may indicate its Service Gap Control Capability inthe UE MM Core Network Capability, see
clause 5.31.16 of TS 23.501 [2].

For a UE with arunning Service Gap timer in the UE, the UE shall not set Follow-on Request indication or
Uplink data status in the Registration Request message (see clause 5.31.16 of TS 23.501 [2]), except for network
access for regulatory prioritized services like Emergency services or exception reporting.

If UE supports RACS and has been assigned UE Radio Capability 1D(s), the UE shall indicate a UE Radio
Capability ID asdefined in clause 5.4.4.1a of TS 23.501 [2] as non-cleartext | E.

The PEI may beretrieved in initial registration from the UE as described in clause 4.2.2.2.1.

If a UE supports the subscription-based restrictions to simultaneous registration of network slices feature, it
includes the NSSRG handling support indication in the UE 5GMM Core Network Capability according to
clause 5.15.12 of TS 23.501 [2]. The AMF stores whether the UE supports this feature in the UE context.

When aMulti-USIM UE wantsto enter CM-IDLE state immediately e.g. after having performed mobility or
periodic registration, it includes the Release Request indication and optionally provides Paging Restriction
Information.

When the UE is performing a Disaster Roaming Registration, the UE may indicate the PLMN with Disaster
Condition for the cases as defined in TS 24.501 [25].

2. If a5G-S-TMSI or GUAMI is not included or the 5G-S-TMSI or GUAMI does not indicate avalid AMF the
(R)AN, based on (R)AT and Requested NSSAI, if available, selectsan AMF

The (R)AN selects an AMF as described in clause 6.3.5 of TS 23.501 [2]. If UE isin CM-CONNECTED state,
the (R)AN can forward the Registration Request message to the AMF based on the N2 connection of the UE.

If the (R)AN cannot select an appropriate AMF, it forwards the Registration Request to an AMF which has been
configured, in (R)AN, to perform AMF selection.

3. (R)AN to new AMF: N2 message (N2 parameters, Registration Request (as described in step 1) and [LTE-M
Indication].
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When NG-RAN is used, the N2 parameters include the Selected PLMN ID (or PLMN ID and NID, see
clause 5.30 of TS 23.501 [2]), Location Information and Cell Identity related to the cell in which the UE is
camping, UE Context Request which indicates that a UE context including security information needs to be
setup at the NG-RAN.

When NG-RAN is used, the N2 parameters shall also include the Establishment cause and IAB-Indication if the
indication isreceived in AN parametersin step 1.

Mapping Of Requested NSSAI is provided only if available.
If the Registration type indicated by the UE is Periodic Registration Update, then steps 4 to 19 may be omitted.

When the Establishment cause is associated with priority services (e.g. MPS, MCS), the AMF includes a
Message Priority header to indicate priority information. Other NFs relay the priority information by including
the Message Priority header in service-based interfaces, as specified in TS 29.500 [17].

The RAT Typethe UE isusing is determined (see clause 4.2.2.2.1) and based on it the AMF determines whether
the UE is performing Inter-RAT mobility to or from NB-10T. If the AMF receivesthe LTE M indication, then it
considersthat the RAT TypeisLTE-M and stores the LTE-M Indication in UE Context.

If a UE includes a Preferred Network Behaviour, this defines the Network Behaviour the UE supportsand is
expecting to be available in the network as defined in clause 5.31.2 of TS 23.501 [2].

If the UE hasincluded the Preferred Network Behaviour and what the UE indicated it supportsin Preferred
Network Behaviour isincompatible with the network support, the AMF shall reject the Registration Request
with an appropriate cause value (e.g. one that avoids retries on this PLMN).

If there is a Service Gap timer running in the UE Context in AMF for the UE and Follow-on Request indication
or Uplink data status isincluded in the Registration Request message, the AMF shall ignore the Follow-on
Request indication and Uplink data status and not perform any of the actions related to the status.

If the UE hasincluded a UE Radio Capability ID in step 1 and the AMF supports RACS, the AMF stores the
Radio Capability ID in UE context.

For NR satellite access, the AMF may verify the UE location and determine whether the PLMN is allowed to
operate at the UE location, as described in clause 5.4.11.4 of TS 23.501 [2]. If the UE receives a Registration
Reject message with cause value indicating that the PLMN is not allowed to operate at the present UE location,
the UE shall attempt to select aPLMN as specified in TS 23.122 [22].

For a Disaster Roaming Registration, based on the ULI (including Cell ID) received from the NG-RAN, the
PLMN with Disaster Condition derived from the UE's 5G-GUTI, derived from the UE's SUCI or indicated by
the UE and the local configuration, the AMF determines if Disaster Roaming service can be provided. If the
current location is not subject to Disaster Roaming service or the Disaster Roaming service is not provided to the
PLMN with Disaster Condition derived from the UE's 5G-GUTI, derived from the UE's SUCI or indicated by
UE, then the AMF should reject the Registration Request indicating a suitable Cause val ue.

4. [Conditional] new AMF to old AMF: Namf_Communication_UEContextTransfer (complete Registration
Request) or new AMF to UDSF: Nudsf_Unstructured Data Management_Query().

The new AMF determines the old AMF using the UE's 5G-GUTI. If the new AMF received an NID in the
Registration request, it determines that the 5G-GUTI was assigned by an SNPN and determines the old AMF
using the 5G-GUTI and NID of the SNPN.

(With UDSF Deployment): If the UE's 5G-GUTI was included in the Registration Request and the serving AMF
has changed since last Registration procedure, new AMF and old AMF are in the same AMF Set and UDSF is
deployed, the new AMF retrieves the stored UE's SUPI and UE context directly from the UDSF using
Nudsf_UnstructuredDataM anagement_Query service operation or they can share stored UE context via
implementation specific meansif UDSF is not deployed. Thisincludes aso event subscription information by
each NF consumer for the given UE. In this case, the new AMF uses integrity protected complete Registration
reguest NAS message to perform and verify integrity protection.

(Without UDSF Deployment): If the UE's 5G-GUTI was included in the Registration Request and the serving
AMF has changed since last Registration procedure, the new AMF may invoke the
Namf_Communication_UEContextTransfer service operation on the old AMF including the complete
Registration Request NAS message, which may be integrity protected, as well as the Access Type, to request the

ETSI



3GPP TS 23.502 version 17.7.0 Release 17 36 ETSI TS 123 502 V17.7.0 (2023-01)

UE's SUPI and UE Context. See clause 5.2.2.2.2 for details of this service operation. In this case, the old AMF
uses either 5G-GUTI and the integrity protected complete Registration request NAS message, or the SUPI and
an indication that the UE is validated from the new AMF, to verify integrity protection if the context transfer
service operation invocation corresponds to the UE requested. The old AMF also transfers the event
subscriptions information by each NF consumer, for the UE, to the new AMF. If the old AMF has not yet
reported a non-zero MO Exception Data Counter to the (H-)SMF, the Context Response also includes the MO
Exception Data Counter.

If the old AMF has PDU Sessions for another access type (different from the Access Type indicated in this step)
and if the old AMF determines that there is no possibility for relocating the N2 interface to the new AMF, the
old AMF returns UE's SUPI and indicates that the Registration Reguest has been validated for integrity
protection, but does not include the rest of the UE context.

For inter PLMN mobility, UE Context information includes HPLMN S-NSSAIs corresponding to the Allowed
NSSAI for each Access Type, without Allowed NSSAI of old PLMN.

NOTE 5: The new AMF Sets the indication that the UE is validated according to step 9a, if the new AMF has
performed successful UE authentication after previous integrity check failure in the old AMF.

NOTE 6: The NF consumers do not need to subscribe for the events once again with the new AMF &fter the UE is
successfully registered with the new AMF.

If the new AMF has already received UE contexts from the old AMF during handover procedure, then step 4,5
and 10 shall be skipped.

For an Emergency Registration, if the UE identifiesitself with a5G-GUTI that is not known to the AMF, steps 4
and 5 are skipped and the AMF immediately requests the SUPI from the UE. If the UE identifiesitself with PEI,
the SUPI request shall be skipped. Allowing Emergency Registration without a user identity is dependent on
local regulations.

5. [Conditional] old AMF to new AMF: Response to Namf_Communication_UEContextTransfer (SUPI, UE
Context in AMF (as per Table 5.2.2.2.2-1)) or UDSF to new AMF: Nudsf_Unstructured Data
Management_Query(). The old AMF may start an implementation specific (guard) timer for the UE context.

If the UDSF was queried in step 4, the UDSF responds to the new AMF for the Nudsf_Unstructured Data
Management_Query invocation with the related contexts including established PDU Sessions, the old AMF
includes SMF information DNN, S-NSSAI(s) and PDU Session ID, active NGAP UE-TNLA bindingsto
N3IWF/TNGF/W-AGF, the old AMF includes information about the NGAP UE-TNLA bindings. If the Old
AMF was queried in step 4, Old AMF responds to the new AMF for the
Namf_Communication_UEContextTransfer invocation by including the UE's SUPI and UE Context.

If old AMF holds information about established PDU Session(s) and it isnot an Initial Registration, the old
AMF includes SMF information, DNN(s), S-NSSAI(s) and PDU Session ID(s).

If old AMF holds UE context established viaN3IWF, W-AGF or TNGF, the old AMF includes the CM state via
N3IWF, W-AGF or TNGF. If the UE isin CM-CONNECTED state viaN3IWF, W-AGF or TNGF, the old
AMF includes information about the NGAP UE-TNLA bindings.

If old AMF failsthe integrity check of the Registration Request NAS message, the old AMF shall indicate the
integrity check failure. If the new AMF is configured to allow emergency services for unauthenticated UE, the
new AMF behaves as follows:

- If the UE has only an emergency PDU Session, the AMF either skips the authentication and security
procedure or accepts that the authentication may fail and continues the Mobility Registration Update
procedure; or

- If the UE has both emergency and non emergency PDU Sessions and authentication fails, the AMF continues
the Mobility Registration Update procedure and deactivates all the non-emergency PDU Sessions as
specified in clause 4.3.4.2.

NOTE 7: The new AMF can determineif aPDU Session is used for emergency service by checking whether the
DNN matches the emergency DNN.

If old AMF holds information about AM Policy Association and the information about UE Policy Association
(i.e. the Policy Control Request Trigger for updating UE Policy as defined in TS 23.503 [20]), the old AMF
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includes the information about the AM Policy Association, the UE Policy Association and PCF ID. In the
roaming case, V-PCF ID and H-PCF ID are included.

If old AMF was a consumer of UE related NWDAF services, the old AMF includes information about active
analytics subscriptions, i.e. the Subscription Correlation ID, NWDAF identifier (i.e. Instance ID or Set ID),
Analytics ID(s) and associated Analytics specific datain the Namf_Communication UEContextTransfer
response. Usage of the analyticsinformation by the new AMF is specified in TS 23.288 [50].

During inter PLMN mohbility, the handling of the UE Radio Capability ID in the new AMF is as defined in
TS23.501[2].

NOTE 8: When new AMF uses UDSF for context retrieval, interactions between old AMF, new AMF and UDSF

6.

due to UE signalling on old AMF at the same time isimplementation issue.
[Conditional] new AMF to UE: Identity Request ().

If the SUCI is not provided by the UE nor retrieved from the old AMF the Identity Request procedure isinitiated
by AMF sending an Identity Request message to the UE requesting the SUCI.

[Conditiona] UE to new AMF: Identity Response ().

The UE responds with an Identity Response message including the SUCI. The UE derives the SUCI by using the
provisioned public key of the HPLMN, as specified in TS 33.501 [15].

. The AMF may decide to initiate UE authentication by invoking an AUSF. In that case, the AMF selects an

AUSF based on SUPI or SUCI, asdescribed in clause 6.3.4 of TS 23.501 [2].

If the AMF is configured to support Emergency Registration for unauthenticated SUPIs and the UE indicated
Registration type Emergency Registration, the AMF skips the authentication or the AMF accepts that the
authentication may fail and continues the Registration procedure.

9a. If authentication is required, the AMF requests it from the AUSF; if Tracing Requirements about the UE are

9%

9c.

available at the AMF, the AMF provides Tracing Requirementsin its request to AUSF. For a Disaster Roaming
Registration, the AMF may provide the indication of Disaster Roaming serviceinits request to AUSF. Upon
request from the AMF, the AUSF shall execute authentication of the UE. The authentication is performed as
described in TS 33.501 [15]. The AUSF selectsa UDM as described in clause 6.3.8 of TS 23.501 [2] and gets
the authentication data from UDM.

The AUSF may provide the indication of Disaster Roaming service to UDM if the indication is received from
AMPF. For a Disaster Roaming Registration, the AUSF executes authentication of the UE based on the local
policy and/or local configuration as specified in clause 5.40.4 of TS 23.501 [2] and in TS 33.501 [29].

Once the UE has been authenticated the AUSF provides relevant security related information to the AMF. If the
AMF provided a SUCI to AUSF, the AUSF shall return the SUPI to AMF only after the authentication is
successful.

After successful authentication in new AMF, which istriggered by the integrity check failurein old AMF at
step 5, the new AMF invokes step 4 above again and indicates that the UE is validated (i.e. through the reason
parameter as specified in clause 5.2.2.2.2).

If NAS security context does not exist, the NAS security initiation is performed as described in TS 33.501 [15].
If the UE had no NAS security context in step 1, the UE includes the full Registration Request message as
defined in TS 24.501 [25].

The AMF decides if the Registration Request needs to be rerouted as described in clause 4.2.2.2.3, where the
initial AMF refersto the AMF.

The AMF initiates NGAP procedure to provide the 5G-AN with security context as specified in TS 38.413 [10]
if the 5G-AN had requested for UE Context. Also, if the AMF decides that EPS fallback is supported (e.g. based
on UE capability to support Request Type flag "handover" for PDN connectivity request during the attach
procedure as defined in clause 5.17.2.3.1 of TS 23.501 [2], subscription data and local policy), the AMF shall
send an indication "Redirection for EPS fallback for voiceis possible" towards 5G-AN as specified in

TS 38.413[10]. Otherwise, the AMF indicates "Redirection for EPS fallback for voice is not possible". In
addition, if Tracing Requirements about the UE are available at the AMF, the AMF provides the 5G-AN with
Tracing Requirements in the NGAP procedure.
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9d. The 5G-AN stores the security context and acknowledges to the AMF. The 5G-AN uses the security context to
protect the messages exchanged with the UE as described in TS 33.501 [15].

10. [Conditional] new AMF to old AMF: Namf_Communication_RegistrationStatusUpdate (PDU Session ID(s) to
be released e.g. due to dlice not supported).

If the AMF has changed the new AMF informs the old AMF that the registration of the UE in the new AMF is
completed by invoking the Namf_Communication_RegistrationStatusUpdate service operation.

If the authentication/security procedure fails, then the Registration shall be rejected and the new AMF invokes
the Namf_Communication_RegistrationStatusUpdate service operation with areject indication towards the old
AMF. The old AMF continues as if the UE context transfer service operation was never received.

The new AMF determines the PDU Session(s) that cannot be supported in the new Registration Areain the cases
below:

- If one or more of the S-NSSAIs used in the old Registration Area cannot be served in the target Registration
Area

- When continuity of the PDU Session(s) cannot be supported between networks (e.g. SNPN-SNPN mobility,
inter-PLMN mobility where no HR agreement exists).

If any of the casesis met, the new AMF invokes the Namf_Communication_RegistrationStatusUpdate service
operation including the rejected PDU Session ID towards the old AMF. Then the new AMF modifies the PDU
Session Status correspondingly. The old AMF informs the corresponding SMF(s) to locally release the UE's SM
context by invoking the Nsmf_PDUSession ReleaseSM Context service operation.

If new AMF received in the UE context transfer in step 5 the information about the AM Policy Association and
the UE Policy Association and decides, based on local policies, not to use the PCF(s) identified by the PCF ID(s)
for the AM Policy Association and the UE Policy Association, then it will inform the old AMF that the AM
Policy Association and the UE Policy Association in the UE context is not used any longer and then the PCF
selection is performed in step 15.

If the new AMF received in the UE context transfer in step 5 the information about UE related analytics
subscription(s), the new AMF may take over the analytics subscription(s) from the old AMF. Otherwise, if the
new AMF instead determines to create new analytics subscription(s), it informs the old AMF about the analytics
subscriptions (identified by their Subscription Correlation D) that are not needed any longer and the old AMF
may now unsubscribe those NWDAF analytics subscriptions for the UE according to TS 23.288 [50].

11. [Conditional] new AMF to UE: Identity Request/Response (PEI).

If the PEI was not provided by the UE nor retrieved from the old AMF the | dentity Request procedure isinitiated
by AMF sending an |dentity Request message to the UE to retrieve the PEI. The PEI shall be transferred
encrypted unless the UE performs Emergency Registration and cannot be authenticated.

For an Emergency Registration, the UE may have included the PEI in the Registration Request. If so, the PEI
retrieval is skipped.

If the UE supports RACS asindicated in UE MM Core Network Capability, the AMF shall use the PEI of the
UE to obtain the IMEI/TAC for the purpose of RACS operation.

12. Optionally the new AMF initiates ME identity check by invoking the N5g-eir_EquipmentldentityCheck Get
service operation (see clause 5.2.4.2.2).

The PEI check is performed as described in clause 4.7.

For an Emergency Registration, if the PEI is blocked, operator policies determine whether the Emergency
Registration procedure continues or is stopped.

13. If step 14 isto be performed, the new AMF, based on the SUPI, selectsa UDM, then UDM may select a UDR
instance. See clause 6.3.9 of TS 23.501 [2].

The AMF selects a UDM as described in clause 6.3.8 of TS 23.501 [2].

14a-c. If the AMF has changed since the last Registration procedure, if UE Registration typeis Initial Registration
or Emergency Registration, or if the UE provides a SUPI which does not refer to avalid context in the AMF, or
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if the UE registers to the same AMF it has already registered to a non-3GPP access (i.e. the UE isregistered over
anon-3GPP access and initiates this Registration procedure to add a 3GPP access), the new AMF registers with
the UDM using Nudm_UECM _Registration for the access to be registered (and subscribes to be notified when
the UDM deregisters this AMF). The UDM based on the "Registration Type" in the Nudm_UECM_Registration
reguest, can act on SoR information according to TS 23.122 [22]. In this case, if the AMF does not have event
exposure subscription information for this UE, the AMF indicates it to UDM. Then, if the UDM has existing
applicable event exposure subscriptions for events detected in AMF for this UE or for any of the groups this UE
belongsto (possibly retrieved from UDR), UDM invokes the Namf_EventExposure Subscribe service for
recreating the event exposure subscriptions.

The AMF provides the "Homogenous Support of IMS Voice over PS Sessions' indication (see clause 5.16.3.3 of
TS 23.501 [2]) to the UDM. The "Homogenous Support of IMS Voice over PS Sessions' indication shall not be
included unless the AMF has completed its evaluation of the support of "IMS Voice over PS Session” as
specified in clause 5.16.3.2 of TS 23.501 [2].

During initial Registration, if the AMF and UE supports SRV CC from NG-RAN to UTRAN the AMF provides
UDM with the UE SRV CC capahility.

If the AMF determines that only the UE SRV CC capability has changed, the AMF sends UE SRV CC capability
to the UDM.

NOTE 9: Atthisstep, it is possible that the AMF does not have all the information needed to determine the setting
of the IMS Voice over PS Session Supported indication for this UE (see clause 5.16.3.2 of
TS 23.501 [2]). Hence the AMF can send the "Homogenous Support of IMS Voice over PS Sessions"
later on in this procedure.

After AMF has successfully completed the Nudm_UECM _Registration operation and if the AMF does not have
subscription data for the UE, the AMF retrieves the Access and Mobility Subscription data, SMF Selection
Subscription data, UE context in SMF data and LCS mobile origination using Nudm_SDM_ Get. If the AMF
already has subscription data for the UE but the SoR Update Indicator in the UE context requires the AMF to
retrieve SoR information depending on the NAS Registration Type ("Initial Registration” or "Emergency
Registration™) (see Annex C of TS 23.122 [22]), the AMF retrieves the Steering of Roaming information using
Nudm_SDM_Get. This requiresthat UDM may retrieve thisinformation from UDR by Nudr_DM_Query. After
asuccessful responseis received, the AMF subscribes to be notified using Nudm_SDM _ Subscribe when the data
reguested is modified, UDM may subscribe to UDR by Nudr_DM_Subscribe. The GPSl is provided to the AMF
in the Access and Mobility Subscription data from the UDM if the GPSI is available in the UE subscription data.
The UDM may provide indication that the subscription data for network slicing is updated for the UE. If the UE
is subscribed to MPSin the serving PLMN, "MPS priority" isincluded in the Access and Mobility Subscription
data provided to the AMF. If the UE is subscribed to MCX in the serving PLMN, "MCX priority" isincluded in
the Access and Mobility Subscription data provided to the AMF. The UDM also provides the | AB-Operation
allowed indication to AMF as part of the Access and Mobility Subscription data. The AMF shall trigger the
setup of the UE context in NG-RAN, or modification of the UE context in NG-RAN if the initial setup is at

step 9c, including an indication that the | AB-node is authorized.

For a Disaster Roaming Registration, the AMF may provide the indication of Disaster Roaming service to the
UDM. The UDM provides the subscription data for a Disaster Roaming service to the AMF based on the local
policy and/or the local configuration as specified in clause 5.40.4 of TS 23.501 [2].

The AMF provides MINT support indication viaNudm_UECM_Registration towards UDM, if UE includes the
MINT support indication in the 5GMM capability as specified in clause 5.40.2 of TS23.501 [2] or if the MINT
support indication in the 5GMM capability is changed.

If the AMF receives a priority indication (e.g. MPS, MCX) as part of the Access and Mobility Subscription data,
but the UE did not provide an Establishment cause associated with priority services, the AMF shall include a
Message Priority header to indicate priority information for all subsequent messages. Other NFsrelay the
priority information by including the Message Priority header in service-based interfaces, as specified in
TS29.500[17].

The new AMF provides the Access Type it serves for the UE to the UDM and the Access Typeis set to "3GPP
access'. The UDM stores the associated Access Type together with the serving AMF and does not remove the
AMF identity associated to the other Access Typeif any. The UDM may store in UDR information provided at
the AMF registration by Nudr_ DM _Update.
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If the UE was registered in the old AMF for an access and the old and the new AMFs are in the same PLMN, the
new AMF sends a separate/independent Nudm_UECM _Registration to update UDM with Access Type set to
access used in the old AMF, after the old AMF relocation is successfully completed.

The new AMF creates an UE context for the UE after getting the Access and Mobility Subscription data from the
UDM. The Access and Mobility Subscription dataincludes whether the UE is allowed to include NSSAI in the
3GPP access RRC Connection Establishment in clear text. The Access and Mobility Subscription data may
include Enhanced Coverage Restricted information. If received from the UDM and the UE included support for
restriction of use of Enhanced Coverage in step 1, the AMF determines whether Enhanced Coverage is restricted
or not for the UE as specified in clause 5.31.12 of TS 23.501 [2] and stores the updated Enhanced Coverage
Restricted information in the UE context.

The Access and Mobility Subscription data may include the NB-1oT UE Priority.

The subscription data may contain Service Gap Time parameter. If received from the UDM, the AMF stores this
Service Gap Timein the UE Context in AMF for the UE.

For an Emergency Registration in which the UE was not successfully authenticated, the AMF shall not register
with the UDM.

The AMF enforces the Mobility Restrictions as specified in clause 5.3.4.1.1 of TS 23.501 [2]. For an Emergency
Registration, the AMF shall not check for Mobility Restrictions, access restrictions, regional restrictions or
subscription restrictions. For an Emergency Registration, the AMF shall ignore any unsuccessful registration
response from UDM and continue with the Registration procedure.

NOTE 10: The AMF can, instead of the Nudm_SDM _ Get service operation, use the Nudm_SDM _Subscribe service
operation with an Immediate Report Indication that triggers the UDM to immediately return the
subscribed dataif the corresponding feature is supported by both the AMF and the UDM.

14d. When the UDM stores the associated Access Type (e.g. 3GPP) together with the serving AMF asindicated in
step 14a, it will cause the UDM to initiate a Nudm_UECM_DeregistrationNotification (see clause 5.2.3.2.2) to
the old AMF corresponding to the same (e.g. 3GPP) access, if one exists. If the timer started in step 5 is not
running, the old AMF may remove the UE context for the same Access Type. Otherwise, the AMF may remove
UE context for the same Access Type when the timer expires. If the serving NF removal reason indicated by the
UDM isInitial Registration, then, as described in clause 4.2.2.3.2, the old AMF invokes the
Nsmf_PDUSession ReleaseSM Context (SM Context | D) service operation towards all the associated SMF(s) of
the UE to notify that the UE is deregistered from old AMF for the same Access Type. The SMF(s) shall release
the PDU Session on getting this notification.

If the old AMF has established an AM Policy Association and a UE Policy Association with the PCF(s) and the
old AMF did not transfer the PCF 1D(s) to the new AMF (e.g. new AMF isin different PLMN), the old AMF
performs an AMF-initiated Policy Association Termination procedure, as defined in clause 4.16.3.2 and
performs an AMF-initiated UE Policy Association Termination procedure, as defined in clause 4.16.13.1. In
addition, if the old AMF transferred the PCF ID(s) in the UE context but the new AMF informed in step 10 that
the AM Policy Association information and UE Policy Association information in the UE context will not be
used then the old AMF performs an AMF-initiated Policy Association Termination procedure, as defined in
clause 4.16.3.2 and performs an AMF-initiated UE Policy Association Termination procedure, as defined in
clause 4.16.13.1.

If the old AMF has an N2 connection for that UE (e.g. because the UE was in RRC Inactive state but has now
moved to E-UTRAN or moved to an area not served by the old AMF), the old AMF shall perform AN Release
(see clause 4.2.6) with a cause value that indicates that the UE has already locally released the NG-RAN's RRC
Connection.

If the UE context in the old AMF contains an Allowed NSSAI including one or more S-NSSAI(s) subject to
NSAC, the old AMF upon receipt of the Nudm _UECM_DeregistrationNotification from the UDM, sends an
update request message for each S-NSSAI subject to NSAC to the corresponding NSACHF(s) with update flag
parameter set to decrease (see clause 4.2.11.2).

At the end of registration procedure, the AMF may initiate synchronization of event exposure subscriptions with
the UDM if the AMF does not indicate unavailability of event exposure subscription in step 14a.
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NOTE 11: The AMF can initiate synchronization with UDM even if events are available in the UE context (e.g. as

received from old AMF) at any given time and based on local policy. This can be done during
subscription change related event.

14e. [Conditiona] If old AMF does not have UE context for another access type (i.e. non-3GPP access), the Old

15.

16.

17.

AMF unsubscribes with the UDM for subscription data using Nudm_SDM _unsubscribe.
If the AMF decides to initiate PCF communication, the AMF acts as follows.

If the new AMF decides to use the (V-)PCF identified by the (V-)PCF ID included in UE context from the old
AMF in step 5, the AMF contacts the (V-)PCF identified by the (V-)PCF ID to obtain policy. If the AMF
decidesto perform PCF discovery and selection and the AMF selects a (V)-PCF and may select an H-PCF (for
roaming scenario) as described in clause 6.3.7.1 of TS 23.501 [2] and according to the V-NRF to H-NRF
interaction described in clause 4.3.2.2.3.3.

[Optional] new AMF performs an AM Policy Association Establishment/Modification. For an Emergency
Registration, this step is skipped.

If the new AMF selects anew (V-)PCF in step 15, the new AMF performs AM Policy Association
Establishment with the selected (V-)PCF as defined in clause 4.16.1.2.

If the (V-)PCF identified by the (V-)PCF ID included in UE context from the old AMF is used, the new AMF
performs AM Policy Association Modification with the (V-)PCF as defined in clause 4.16.2.1.2.

If the AMF notifies the Mobility Restrictions (e.g. UE location) to the PCF for adjustment, or if the PCF updates
the Mobility Restrictionsitself due to some conditions (e.g. application in use, time and date), the PCF shall
provide the updated Mobility Restrictions to the AMF. If the subscription information includes Tracing
Requirements, the AMF provides the PCF with Tracing Requirements.

If the AMF supports DNN replacement, the AMF provides the PCF with the Allowed NSSAI and, if available,
the Mapping Of Allowed NSSAI.

If the PCF supports DNN replacement, the PCF provides the AMF with triggers for DNN replacement.
[Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSM Context ().

For an Emergency Registered UE (see TS 23.501 [2]), this step is applied when the Registration Typeis
Mobility Registration Update.

The AMF invokes the Nsmf_PDUSession_UpdateSM Context (see clause 5.2.8.2.6) in the following scenario(s):

- If theList Of PDU Sessions To Be Activated isincluded in the Registration Request in step 1, the AMF
sends Nsmf_PDUSession_UpdateSM Context Request to SMF(s) associated with the PDU Session(s) in order
to activate User Plane connections of these PDU Session(s). Steps from step 5 onwards described in
clause 4.2.3.2 are executed to complete the User Plane connection activation without sending the RRC
Inactive Assistance Information and without sending MM NAS Service Accept from the AMF to (R)AN
described in step 12 of clause 4.2.3.2. When a User Plane connection for a PDU Session is activated, the AS
layer in the UE indicatesit to the NAS layer.

- If the AMF has determined in step 3 that the UE is performing Inter-RAT mobility to or from NB-loT, the
AMF sends Nsmf_PDUSession_UpdateSM Context Request to SMF(s) associated with the UEs PDU
Session(s), so the SMF(s) can update them according to the "PDU Session continuity at inter RAT mobility"
subscription data. Steps from step 5 onwards described in clause 4.2.3.2 are executed without sending MM
NAS Service Accept from the AMF to (R)AN described in step 12 of clause 4.2.3.2.

When the serving AMF has changed, the new serving AMF notifies the SMF for each PDU Session that it has
taken over the responsibility of the signalling path towards the UE: the new serving AMF invokes the
Nsmf_PDUSession UpdateSM Context service operation using SMF information received from the old AMF at
step 5. It aso indicates whether the PDU Session is to be re-activated.
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NOTE 12:1f the UE movesinto a different PLMN, the AMF in the serving PLMN can insert or change the V-
SMK(s) in the serving PLMN for Home Routed PDU session(s). In addition, aV-SMF isremoved in case
the UE moves from aVPLMN into the HPLMN. In these cases, the same procedures described in
clause 4.23.3 are applied for the V-SMF change as for the I-SMF change (i.e. by replacing the I-SMF
with V-SMF). During inter-PLMN change, if the same SMF is used, session continuity can be supported
depending on operator policies.

Steps from step 5 onwards described in clause 4.2.3.2 are executed. In the case that the intermediate UPF
insertion, removal, or change is performed for the PDU Session(s) not included in "PDU Session(s) to bere-
activated", the procedure is performed without N11 and N2 interactions to update the N3 user plane between
(R)AN and 5GC.

The AMF invokes the Nsmf_PDUSession ReleaseSM Context service operation towards the SMF in the
following scenario:

- If any PDU Session statusindicates that it isreleased at the UE, the AMF invokes the
Nsmf_PDUSession_ReleaseSM Context service operation towards the SMF in order to release any network
resources related to the PDU Session.

If the serving AMF is changed, the new AMF shall wait until step 18 isfinished with al the SMFs associated
with the UE. Otherwise, steps 19 to 22 can continue in parallel to this step.

18. [Conditional] If the new AMF and the old AMF are in the same PLMN, the new AMF sends a UE Context
Modification Request to N3IWF/ TNGF/W-AGF as specified in TS 29.413 [64].

If the AMF has changed and the old AMF has indicated that the UE isin CM-CONNECTED state via N3IWF,
W-AGF or TNGF and if the new AMF and the old AMF are in the same PLMN, the new AMF creates an NGAP
UE association towards the N3IWF/TNGF/W-AGF to which the UE is connected. This automatically releases
the existing NGAP UE association between the old AMF and the N3IWF/ TNGFW-AGF.

19. N3IWF/TNGFW-AGF sends a UE Context Modification Response to the new AMF.

19a. [Conditional] After the new AMF receives the response message from the N3IWF, W-AGF or TNGF in
step 19, the new AMF registers with the UDM using Nudm_UECM_Registration as step 14a, but with the
Access Type set to "non-3GPP access'. The UDM stores the associated Access Type together with the serving
AMF and does not remove the AMF identity associated to the other Access Type if any. The UDM may storein
UDR information provided at the AMF registration by Nudr_DM_Update.

19b. [Conditional] When the UDM stores the associated Access Type (i.e. non-3GPP) together with the serving
AMF asindicated in step 193, it will cause the UDM to initiate a Nudm_UECM_DeregistrationNotification (see
clause 5.2.3.2.2) to the old AMF corresponding to the same (i.e. non-3GPP) access. The old AMF removes the
UE context for non-3GPP access.

19c. The Old AMF unsubscribes with the UDM for subscription data using Nudm_SDM_unsubscribe.
20a. Void.

21. New AMF to UE: Registration Accept (5G-GUTI, Registration Area, [Mobility restrictions], [PDU Session
status], [Allowed NSSAI], [Mapping Of Allowed NSSAI], [Configured NSSAI for the Serving PLMN],
[Mapping Of Configured NSSAI], [NSSRG Information], [NSAG Information], [rejected S-NSSAIS], [Pending
NSSAI], [Mapping Of Pending NSSAI], [Periodic Registration Update timer], [Active Time], [Strictly Periodic
Registration Timer Indication], [LADN Information], [accepted MICO mode], [IMS Voice over PS session
supported Indication], [Emergency Service Support indicator], [Accepted DRX parameters for E-UTRA and
NR], [Accepted DRX parameters for NB-10T], [extended idle mode DRX parameters], [Paging Time Window],
[Network support of Interworking without N26], [Access Stratum Connection Establishment NSSAI Inclusion
Mode], [Network Slicing Subscription Change Indication], [ Operator-defined access category definitiong], [List
of equivalent PLMNS], [Enhanced Coverage Restricted information], [ Supported Network Behaviour], [Service
Gap Time], [PLMN-assigned UE Radio Capability D], [PLMN-assigned UE Radio Capability ID deletion],
[WUS Assistance Information], [AMF PEIPS Assistance Information], [ Truncated 5G-S-TM S| Configuration],
[Connection Release Supported], [Paging Cause Indication for V oice Service Supported], [Paging Restriction
Supported], [Reject Paging Request Supported], [Paging Restriction Information acceptance/ rgjection], ["List
of PLMN(s) to be used in Disaster Condition"], [Disaster Roaming wait range information], [Disaster Return
wait range information], [Forbidden TAI(9)]).
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If the Requested NSSAI does hot include S-NSSAIs which map to S-NSSAIs of the HPLMN subject to Network
Slice-Specific Authentication and Authorization and the AMF determines that no S-NSSAI can be provided in
the Allowed NSSAI for the UE in the current UE's Tracking Areaand if no default S-NSSAI(s) not yet involved
in the current UE Registration procedure could be further considered, the AMF shall reject the UE Registration
and shall include in the rejection message the list of Rejected S-NSSAIs, each of them with the appropriate
rejection cause value.

The Allowed NSSAI for the Access Type for the UE isincluded in the N2 message carrying the Registration
Accept message. The Allowed NSSAI contains only S-NSSAIs that do not require, based on subscription
information, Network Slice-Specific Authentication and Authorization and, based on the UE Context in the
AMF, those S-NSSAIs for which Network Slice-Specific Authentication and Authorization previously
succeeded, regardless of the Access Type. The Mapping Of Pending NSSAI isthe mapping of each S-NSSAI of
the Pending NSSAI for the Serving PLMN to the HPLMN S-NSSAIs.

If the UE hasindicated its support of the Network Slice-Specific Authentication and Authorization procedurein
the UE MM Core Network Capability in the Registration Request, AMF includes in the Pending NSSAI the S-
NSSAlsthat map to an S-NSSAI of the HPLMN which in the subscription information has indication that it is
subject to Network Slice-Specific Authentication and Authorization, as described in clause 4.6.2.4 of

TS 24.501 [25]. In such case, the AMF then shall trigger at step 25 the Network Slice-Specific Authentication
and Authorization procedure, specified in clause 4.2.9.2, except, based on Network policies, for those SNSSAIs
for which Network Slice-Specific Authentication and Authorization have already been initiated on another
Access Type for the same S-NSSAI(s). The UE shall not attempt re-registration with the S-NSSAIsincluded in
thelist of Pending NSSAIs until the Network Slice-Specific Authentication and Authorization procedure has
been completed, regardless of the Access Type.

If the UE has not indicated its support of the Network Slice-Specific Authentication and Authorization procedure
inthe UE 5GMM Core Network Capability in the Registration Request and the Requested NSSAI includes S-
NSSAIswhich map to HPLMN S-NSSAI s subject to Network Slice-Specific Authentication and Authorization,
the AMF includes those S-NSSAIs in the Regquested NSSAI in the Rejected S-NSSAIs.

If no S-NSSAI can be provided in the Allowed NSSAI because:

- al the SNSSAI(s) in the Requested NSSAI are to be subject to Network Slice-Specific Authentication and
Authorization; or

- no Reguested NSSAI was provided or none of the SINSSAIsin the Requested NSSAI matches any of the
Subscribed S-NSSAIs and all the S-NSSAI(s) marked as default in the Subscribed S-NSSAls are to be
subject to Network Slice-Specific Authentication and Authorization.

The AMF shall provide an empty Allowed NSSAI. Upon receiving an empty Allowed NSSAI and a Pending
NSSAI, the UE isregistered in the PLMN but shall wait for the completion of the Network Slice-Specific
Authentication and Authorization procedure without attempting to use any service provided by the PLMN on
any access, except e.g. emergency services (see TS 24.501 [25]), until the UE receives an Allowed NSSAI.

The AMF storesthe NB-10T Priority retrieved in Step 14 and associates it to the 5G-S-TMSI allocated to the
UE.

If the Registration Request message received over 3GPP access does not include any Paging Restriction
Information, the AMF shall delete any stored Paging Restriction Information for this UE and stop restricting
paging accordingly.

If the Registration Request message received over 3GPP access includes the Paging Restriction Information,
AMF may accept or reject the Paging Restriction Information requested by the UE based on operator policy. If
the AMF rejects the Paging Restriction Information, the AMF removes any stored Paging Restriction
Information from the UE context and discards the UE requested Paging Restriction Information. If the AMF
accepts the Paging Restriction Information from the UE, the AMF stores the Paging Restriction Information
from the UE in the UE context and informs the UE about the acceptance/rejection of the requested Paging
Restriction Information in the Registration Accept message.

If the Registration Request message received over 3GPP access includes a Release Request indication, then:

- the AMF updates the UE context with any received Paging Restriction Information, then enforcesit in the
network triggered Service Request procedure as described in clause 4.2.3.3;
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- the AMF does not establish User Plane resources and triggers the AN release procedure as described in
clause 4.2.6 after the completion of Registration procedure.

The AMF sends a Registration Accept message to the UE indicating that the Registration Request has been
accepted. 5G-GUTI isincluded if the AMF allocates a new 5G-GUTI. Upon receiving a Registration Request
message of type "Initial Registration™, "mobility registration update”, "Disaster Roaming Initial Registration” or
"Disaster Roaming Mobility Registration Update" from the UE, the AMF shall include anew 5G-GUT]I in the
Registration Accept message. Upon receiving a Registration Reguest message of type "periodic registration
update” from the UE, the AMF should include a new 5G-GUT] in the Registration Accept message. If the UE is
already in RM-REGISTERED state via another access in the same PLMN, the UE shall use the 5G-GUTI
received in the Registration Accept for both registrations. If no 5G-GUTI isincluded in the Registration Accept,
then the UE uses the 5G-GUT] assigned for the existing registration also for the new registration. If the AMF
alocates a new Registration area, it shall send the Registration area to the UE via Registration Accept message.
For a Disaster Roaming Registration, the AMF allocates the Registration Area limited to the area with Disaster
Condition as specified in clause 5.40 of TS 23.501 [2]. If thereis no Registration areaincluded in the
Registration Accept message, the UE shall consider the old Registration Area as valid. Mobility Restrictionsis
included if mobility restrictions applies for the UE and Registration Type is not Emergency Registration. The
AMF indicates the established PDU Sessionsto the UE in the PDU Session status. The UE removes locally any
internal resources related to PDU Sessions that are not marked as established in the received PDU Session status.
If the AMF invokes the Nsmf_PDUSession_UpdateSM Context procedure for UP activation of PDU Session(s)
in step 18 and receives rejection from the SMF, then the AMF indicates to the UE the PDU Session ID and the
cause why the User Plane resources were not activated. When the UE is connected to the two AMFs belonging
to different PLMN via 3GPP access and non-3GPP access then the UE removes locally any internal resources
related to the PDU Session of the current PLMN that are not marked as established in received PDU Session
status. If the PDU Session status information was in the Registration Request, the AMF shall indicate the PDU
Session status to the UE.

If the RAT Typeis NB-loT and the network is configured to use the Control Plane Relocation Indication
procedure then the AMF shall include in the Registration Accept message the Truncated 5G-S-TM S
Configuration that the UE using Control Plane CloT 5GS Optimisation uses to create the Truncated 5G-S-TMSI,
seeclause 5.31.4.3 of TS 23.501 [2].

The Allowed NSSAI provided in the Registration Accept is valid in the Registration Areaand it applies for al
the PLMNs which have their Tracking Areasincluded in the Registration Area. The Mapping Of Allowed
NSSAI isthe mapping of each SSNSSAI of the Allowed NSSAI to the HPLMN S-NSSAIs. The Mapping Of
Configured NSSAI isthe mapping of each S-NSSAI of the Configured NSSAI for the Serving PLMN to the
HPLMN S-NSSAls.

If the UE hasindicated its support of the subscription-based restrictions to simultaneous registration of network
dlices feature in the UE 5GMM Core Network Capability, the AMF includes, if available, the NSSRG
Information, defined in clause 5.15.12 of TS 23.501 [2].

If the UE has not indicated its support of the subscription-based restrictions to simultaneous registration of
network slices feature and the subscription information for the UE includes NSSRG information and the AMF is
providing the Configured NSSAI to the UE, the Configured NSSAI shall include the SSNSSAI s according to
clause 5.15.12 of TS 23.501 [2].

If the UE hasindicated its support of the NSAG feature in the 56GMM Core Network Capability, the AMF
includes, if available, the NSAG Information, defined in clause 5.15.14 of TS 23.501 [2].

The AMF shall include in the Registration Accept message the LADN Information for the list of LADNS,
described in clause 5.6.5 of TS 23.501 [2], that are available within the Registration area determined by the AMF
for the UE. The AMF may include Operator-defined access category definitions to let the UE determinine the
applicable Operator-specific access category definitions as described in TS 24.501 [25].

If the UE included MICO mode in the Registration Request, then AMF responds in the Registration Accept
message whether M1CO mode should be used. When MICO mode is allowed for the UE, the AMF may include
an Active Time value and/or Strictly Periodic Registration Timer Indication in the Registration Accept message.
The AMF determines the Periodic Registration Update timer value, Active Time value and the Strictly Periodic
Registration Timer Indication based on local configuration, Expected UE Behaviour if available, UE indicated
preferences, UE capability, UE subscription information and network policies, or any combination of them so as
to enable UE power saving, as described in clause 5.31.7 of TS 23.501 [2]. The AMF determines to apply the
Strictly Periodic Registration Timer Indication to the UE if the UE indicates its capability of the Strictly Periodic
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Registration Timer Indication in the registration request message, as described in step 1. If the AMF provides the
Periodic Registration Update timer value with the Strictly Periodic Registration Timer Indication to the UE, the
UE and the AMF start the Periodic Registration Update timer after this step, as described in clause 5.31.7.5 of
TS23.501[2].

In the case of registration over 3GPP access, the AMF Setsthe IMS Voice over PS session supported Indication
as described in clause 5.16.3.2 of TS 23.501 [2]. In order to set the IMS Voice over PS session supported
Indication the AMF may need to perform the UE Capability Match Request procedure in clause 4.2.8ato check
the compatibility of the UE and NG-RAN radio capabilitiesrelated to IMS Voice over PS. If the AMF hasn't
received Voice Support Match Indicator from the NG-RAN on time then, based on implementation, AMF may
set IMS Voice over PS session supported Indication and update it at a later stage.

In the case of registration over 3GPP access and the AMF has retrieved or determined according to local
configuration a Target NSSAI and a corresponding RFSP Index for the purpose of allowing the NG-RAN to
redirect the UE to a cell supporting network dlices not available in the current TA as described in clause 5.3.4.3.3
of TS23.501 [2], the AMF provides the Target NSSAI and the corresponding RFSP Index to the NG-RAN.

In the case of registration over non-3GPP access, the AMF Setsthe IMS Voice over PS session supported
Indication as described in clause 5.16.3.2a of TS 23.501 [2].

The Emergency Service Support indicator informs the UE that emergency services are supported, i.e. the UE is
allowed to request PDU Session for emergency services. If the AMF received "MPS priority" from the UDM as
part of Access and Mobility Subscription data, based on operator policy, "MPS priority” isincluded in the
Registration Accept message to the UE to inform the UE whether configuration of Access Identity 1 isvalid
within the selected PLMN, as specified in TS 24.501 [25]. If the AMF received "MCX priority" from the UDM
as part of Access and Mobility Subscription data, based on operator policy and UE subscription to MCX
Services, "MCX priority" isincluded in the Registration Accept message to the UE to inform the UE whether
configuration of Access ldentity 2 isvalid within the selected PLMN, as specified in TS 24.501 [25]. The
Accepted DRX parameters are defined in clause 5.4.5 of TS 23.501 [2]. The AMF includes Accepted DRX
parameters for NB-1oT, if the UE included Requested DRX parameters for NB-10T in the Registration Request
message. The AMF Sets the Network support of Interworking without N26 parameter as described in

clause 5.17.2.3.1 of TS 23.501 [2]. If the AMF accepts the use of extended idle mode DRX, the AMF includes
the extended idle mode DRX parameters and Paging Time Window as described in 5.31.7.2 of TS 23.501 [2].

If the UDM intends to indicate the UE that subscription has changed, the Network Slicing Subscription Change
Indication isincluded. If the AMF includes Network Slicing Subscription Change Indication, then the UE shall
locally erase all the network dlicing configuration for all PLMNs and, if applicable, update the configuration for
the current PLMN based on any received information.

The Access Stratum Connection Establishment NSSAI Inclusion Mode, as specified in clause 5.15.9 of

TS 23.501 [2], isincluded to instruct the UE on what NSSAI, if any, to include in the Access Stratum connection
establishment. The AMF can set the value to modes of operation a,b,c defined in clause 5.15.9 of TS 23.501 [2]
in the 3GPP Access only if the Inclusion of NSSAI in RRC Connection Establishment Allowed indicates that it
is alowed to do so.

For a UE registered in aPLMN, the AMF may provide a List of equivalent PLMNswhich is handled as
specified in TS 24.501 [25]. For a UE registered in an SNPN, the AMF shall not provide alist of equivalent
PLMNSsto the UE.

If the UE included support for restriction of use of Enhanced Coverage in step 1, the AMF sends the Enhanced
Coverage Restricted information to the NG-RAN in N2 message. The AMF also sends Enhanced Coverage
Restricted information to the UE in the Registration Accept message.

If the UE receives Enhanced Coverage Restricted information in the Registration Accept message, the UE shall
store thisinformation and shall use the value of Enhanced Coverage Restricted information to determine if
Enhanced Coverage feature should be used or not.

If the UE and the AMF have negotiated to enable MICO mode and the AMF uses the Extended connected timer,
then the AMF provides the Extended Connected time value to NG-RAN (see clause 5.31.7.3 of TS23.501 [2]) in
this step. The Extended Connected Time value indicates the minimum time the RAN should keep the UE in
RRC-CONNECTED state regardless of inactivity.
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The AMF indicates the CloT 5GS Optimisations it supports and accepts in the Supported Network Behaviour
information (see clause 5.31.2 of TS 23.501 [2]) if the UE included Preferred Network Behaviour in its
Registration Request.

The AMF may steer the UE from 5GC by rejecting the Registration Request. The AMF should take into account
the Preferred and Supported Network Behaviour (see clause 5.31.2 of TS 23.501 [2]) and availability of EPC to
the UE before steering the UE from 5GC.

If the AMF accepts MICO mode and knows there may be mobile terminated data or signalling pending, the
AMF maintains the N2 connection for at least the Extended Connected Time as described in clause 5.31.7.3 of
TS 23.501 [2] and provides the Extended Connected Time value to the RAN.

The AMF includes Service Gap Time if Service Gap Timeis present in the subscription information (steps 14a-
¢) or the Service Gap Time has been updated by the Subscriber Data Update Notification to AMF procedure (see
clause 4.5.1) and the UE has indicated UE Service Gap Control Capability.

If the UE receives a Service Gap Timein the Registration Accept message, the UE shall store this parameter and
apply Service Gap Control (see clause 5.31.16 of TS 23.501 [2]).

If the network supports WUS grouping (see TS 23.501 [2]), the AMF shall send the WUS Assistance
Information to the UE. If the UE provided the UE paging probability information in Step 1, the AMF takes it
into account to determine the WUS Assistance Information.

If the UE provided Paging Subgrouping Support Indication in step 1, a supporting AMF may provide the AMF
PEIPS Assistance Information, including the Paging Subgroup 1D as defined in TS 23.501 [2].

When the UE and the AMF supports RACS as defined in clause 5.4.4.1a of TS 23.501 [2] and the AMF needs to
configure the UE with a UE Radio Capability ID and the AMF aready has the UE radio capabilities other than
NB-IoT radio capabilities for the UE, the AMF may provide the UE with the UE Radio Capability ID for the UE
radio capabilities the UCMF returns to the AMF in a Nucmf_assign service operation for this UE. Alternatively,
when the UE and the AMF support RACS, the AMF may provide the UE with an indication to delete any
PLMN-assigned UE Radio Capability ID inthisPLMN (see clause 5.4.4.1a of TS 23.501 [2]).

If the UE is"CAG supported" and the AMF needs to update the CAG information of the UE, the AMF may
include the CAG information as part of the Mobility Restrictions in the Registration Accept message.

If the Multi-USIM UE has indicated support for one or more Multi-USIM Specific Capabilitiesin the UE
5GMM Core Network Capability in step 1, the AMF shall indicate to the Multi-USIM UE whether the
corresponding one or more Multi-USIM specific features described in clause 5.38 of TS 23.501 [2] are
supported, based on network capability and preference by the network (i.e. based on local network policy), by
providing one or more of the Connection Release Supported, Paging Cause Indication for Voice Service
Supported, Paging Restriction Supported and Reject Paging Request Supported indications. The AMF shall only
indicate Paging Restriction Supported together with either Connection Release Supported or Reject Paging
Request Supported. The UE shall only use Multi-USIM specific features that the AMF indicated as being
supported.

If the UE and AMF supports Disaster Roaming service, the AMF may include the "list of PLMN(s) to be used in
Disaster Condition", Disaster Roaming wait range information and Disaster Return wait range information as
specified in TS 23.501 [2].

If AMF receives multiple TAls from the NG-RAN in step 3 and determines that some, but not all of them are
forbidden by subscription or by operator policy, the AMF shall include the forbidden TAI(s) in the Registration

Accept message.

In the case of Emergency Registration, the AMF shall not indicate support for any Multi-USIM specific features
to the UE.

21b. [Optional] The new AMF performs a UE Policy Association Establishment as defined in clause 4.16.11. For
an Emergency Registration, this step is skipped.

The new AMF sends a Npcf_UEPalicyControl Create Request to PCF. PCF sends a Npcf_UEPalicyControl
Create Response to the new AMF.

PCF triggers UE Configuration Update Procedure as defined in clause 4.2.4.3.
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22.[Conditional] UE to new AMF: Registration Complete ().

The UE sends a Registration Complete message to the AMF when it has successfully updated itself after
receiving any of the [Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI], [NSSRG
Information], [NSAG Information] and a Network Slicing Subscription Change Indication, or CAG information
in step 21.

The UE sends a Registration Complete message to the AMF to acknowledge if a new 5G-GUTI was assigned.

If new 5G-GUTI was assigned, then the UE passes the new 5G-GUTI to its 3GPP access lower layer when a
lower layer (either 3GPP access or non-3GPP access) indicates to the UE's RM layer that the Registration
Complete message has been successfully transferred across the radio interface.

NOTE 13: The above is needed because the NG-RAN may use the RRC Inactive state and a part of the 5G-GUTI is
used to calculate the Paging Frame (see TS 38.304 [44] and TS 36.304 [43)]). It is assumed that the
Registration Complete isreliably delivered to the AMF after the 5G-AN has acknowledged its receipt to
the UE.

When the List Of PDU Sessions To Be Activated is not included in the Registration Request and the Registration
procedure was not initiated in CM-CONNECTED state, the AMF releases the signalling connection with UE,
according to clause 4.2.6.

When the Follow-on request is included in the Registration Request, the AMF should not release the signalling
connection after the completion of the Registration procedure.

If the AMF is aware that some signalling is pending in the AMF or between the UE and the 5GC, the AMF
should not release the signalling connection immediately after the completion of the Registration procedure.

If PLMN-assigned UE Radio Capability ID isincluded in step 21, the AMF stores the PLMN-assigned UE
Radio Capability ID in UE context if receiving Registration Complete message.

If the UE receives PLMN-assigned UE Radio Capability ID deletion indication in step 21, the UE shall delete
the PLMN-assigned UE Radio Capability ID(s) for this PLMN.

23.[Conditiona] AMF to UDM: If the Access and Mobility Subscription data provided by UDM to AMF in 14b
includes Steering of Roaming information with an indication that the UDM requests an acknowledgement of the
reception of thisinformation from the UE, the AMF provides the UE acknowledgement to UDM using
Nudm_SDM _Info. For more details regarding the handling of Steering of Roaming information refer to
TS23.122[22].

23a.  For Registration over 3GPP Access, if the AMF does not release the signalling connection, the AMF sends
the RRC Inactive Assistance Information to the NG-RAN.

For Registration over non-3GPP Access, if the UE isalso in CM-CONNECTED state on 3GPP access, the AMF
sends the RRC I nactive Assistance Information to the NG-RAN. If the Multi-USIM UE has indicated support for
the Paging Cause Indication for Voice Service feature and the network supports the Paging Cause Indication for
Voice Service, the AMF shall include an indication in the RRC Inactive Assistance Information that the UE
supports the Paging Cause Indication for VVoice Serviceto NG-RAN to enable NG-RAN to apply the Paging
Cause Indication for Voice Service feature for RAN based paging.

The AMF aso usesthe Nudm_SDM _Info service operation to provide an acknowledgment to UDM that the UE
received CAG information, or the Network Slicing Subscription Change Indication (see step 21 and step 22) and
acted upon it.

24.[Conditional] AMF to UDM: After step 14aand in parallel to any of the preceding steps, the AMF shall send a
"Homogeneous Support of IMS Voice over PS Sessions" indication to the UDM using Nudm_UECM_ Update:

- If the AMF has evaluated the support of IMS Voice over PS Sessions, see clause 5.16.3.2 of TS 23.501 [2],
and

- If the AMF determines that it needs to update the Homogeneous Support of IMS Voice over PS Sessions, see
clause 5.16.3.3 of TS 23.501 [2].

25. [Conditional] If the UE indicates its support for Network Slice-Specific Authentication and Authorization
procedure in the UE MM Core Network Capability in Registration Request and any S-NSSAI of the HPLMN is

ETSI



3GPP TS 23.502 version 17.7.0 Release 17 48 ETSI TS 123 502 V17.7.0 (2023-01)

subject to Network Slice-Specific Authentication and Authorization, the related procedure is executed at this
step (see clause 4.2.9.1). Once the Network Slice-Specific Authentication and Authorization procedureis
completed for all SNSSAIs, the AMF shall trigger a UE Configuration Update procedure to deliver an Allowed
NSSAI containing aso the S-NSSAIs for which the Network Slice-Specific Authentication and Authorization
was successful and include any rejected NSSAIs with an appropriate rejection cause value.

The AMF stores an indication in the UE context for any S-NSSAI of the HPLMN subject to Network Slice-
Specific Authentication and Authorization for which the Network Slice-Specific Authentication and
Authorization succeeds.

Once completed the Network Slice-Specific Authentication and Authorization procedure, if the AMF determines
that no S-NSSAI can be provided in the Allowed NSSAI for the UE, which is already authenticated and
authorized successfully by a PLMN and if no default SSNSSAI(s) could be further considered, the AMF shall
execute the Network-initiated Deregistration procedure described in clause 4.2.2.3.3 and shall include in the
explicit De-Registration Request message the list of Rejected S-NSSAIs, each of them with the appropriate
rejection cause value.

The mobility related event notifications towards the NF consumers are triggered at the end of this procedure for cases as
described in clause 4.15.4.

42223 Registration with AMF re-allocation

When an AMF receives a Registration request, the AMF may need to reroute the Registration request to another AMF,
e.g. when theinitial AMF is not the appropriate AMF to serve the UE. The Registration with AMF re-allocation
procedure, described in figure 4.2.2.2.3-1, is used to reroute the NAS message of the UE to the target AMF during a
Registration procedure.
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Figure 4.2.2.2.3-1: Registration with AMF re-allocation procedure

Theinitial AMF and the target AMF register their capability at the NRF.

1

If the UE isin CM-IDLE State, steps 1 and 2 of figure 4.2.2.2.2-1 have occurred and the (R)AN sends the

Registration request message within an Initial UE message to theinitial AMF. If the UE isin CM-

CONNECTED state and triggers registration procedure, the NG-RAN sends Registration request message in the

Uplink NAS Transport message to the serving AMF which isinitial AMF. The AMF may skip step 2-3.

If the AMF needs the SUPI and/or UE's subscription information to decide whether to reroute the Registration

Request or if the Registration Request was not sent integrity protected or integrity protection isindicated as
failed, then AMF performs steps 4 to 9a or to 9b of figure 4.2.2.2.2-1.
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3a. [Conditional] If theinitial AMF needs UE's subscription information to decide whether to reroute the

Registration Request and UE's slice selection subscription information was not provided by old AMF, the AMF
selects a UDM as described in clause 6.3.8 of TS 23.501 [2].

3b. Initial AMF to UDM: Nudm_SDM_Get (SUPI, Slice Selection Subscription data).

3c.

Theinitial AMF request UE's Slice Selection Subscription datafrom UDM by invoking the Nudm_SDM_Get
(see clause 5.2.3.3.1) service operation. UDM may get this information from UDR by Nudr_DM_Query(SUPI,
Slice Selection Subscription data).

For a Disaster Roaming Registration, the AMF may provide the indication of Disaster Roaming service to the
UDM.

UDM to initial AMF: Response to Nudm_SDM_Get. The AMF gets the Slice Selection Subscription data
including Subscribed S-NSSAIs.

UDM responds with dlice selection subscription datato initial AMF.

For a Disaster Roaming Registration, the UDM responds with the slice selection subscription data for a Disaster
Roaming service to initial AMF based on the local policy and/or the local configuration as specified in
clause 5.40.4 of TS23.501 [2].

4a. [Conditional] Initial AMF to NSSF: Nnssf_NSSelection_Get (Requested NSSAI, [Mapping Of Requested

NSSAI], Subscribed S-NSSAI(s) with the default S-NSSAI indication, [NSSRG Information], TAI, Allowed
NSSAI for the other access type (if any), [Mapping of Allowed NSSAI], PLMN ID of the SUPI).

If thereisaneed for dlice selection, (see clause 5.15.5.2.1 of TS 23.501 [2]), e.g. theinitial AMF cannot serve al
the S-NSSAI(s) from the Requested NSSAI permitted by the subscription information, the initial AMF invokes
the Nnssf_NSSelection _Get service operation from the NSSF by including Requested NSSAI, optionally
Mapping Of Requested NSSAI, Subscribed S-NSSAIs with the default SSNSSAI indication, [NSSRG
Information], Allowed NSSAI for the other access type (if any), Mapping of Allowed NSSAI, PLMN ID of the
SUPI and the TAI of the UE.

The AMF includes, if available, the NSSRG Information for the S NSSAIs of the HPLMN, defined in

clause 5.15.12 of TS 23.501 [2], including information whether the UE has indicated support of the subscription-
based restrictions to simultaneous registration of network dlices and whether the UDM has indicated to provide
all subscribed S-NSSAI s for non-supporting UEs.

4b. [Conditional] NSSF to Initial AMF: Response to Nnssf_NSSelection_Get (AMF Set or list of AMF addresses,

Allowed NSSAI for the first access type, [Mapping Of Allowed NSSAI], [Allowed NSSAI for the second access
typel], [Mapping of Allowed NSSAI], [NSI ID(s)], [NRF(9)], [List of rejected (S NSSAI(s), cause value(s))],
[Configured NSSAI for the Serving PLMN], [Mapping Of Configured NSSAI]).

The NSSF performs the steps specified in point (B) in clause 5.15.5.2.1 of TS 23.501 [2]. The NSSF returns to
initial AMF the Allowed NSSAI for the first access type, optionally the Mapping Of Allowed NSSALI, the
Allowed NSSAI for the second accesstype (if any), optionally the Mapping of Allowed NSSAI and the target
AMF Set or, based on configuration, the list of candidate AMF(s). The NSSF may return NS| ID(s) associated to
the Network Slice instance(s) corresponding to certain S-NSSAI(S). The NSSF may return the NRF(s) to be used
to select NFs/services within the selected Network Slice instance(s). It may return also information regarding
rejection causes for S-NSSAI(s) not included in the Allowed NSSAI. The NSSF may return Configured NSSAI
for the Serving PLMN and possibly the associated mapping of the Configured NSSAI. If the NSSRG
information was included in the request, the NSSF provides the Configured NSSAI as described in

clause 5.15.12 of TS 23.501 [2].

NOTE 1: The NRF(s) returned by the NSSF, if any, belong to any level of NRF (see clause 6.2.6 of TS 23.501 [2])

5.

according to the deployment decision of the operator.
[Conditional] Initial AMF to old AMF: Namf_Communication_RegistrationStatusUpdate (failure cause).

If the UE wasin CM-IDLE and another AMF is selected, the initial AMF sends areject indication to the old
AMF telling that the UE Registration procedure did not fully complete at the initiadl AMF. The old AMF
continues as if the Namf_Communication_ UEContextTransfer had never been received.

6a. [Conditional] Initial AMF to NRF: Nnrf_NFDiscovery Request (NF type, AMF Set).
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If theinitial AMF does not locally store the target AMF address and if theinitial AMF intends to use direct
reroute to target AMF or the reroute via (NG-R)AN message needs to include AMF address, then theinitial

AMF invokes the Nnrf_NFDiscovery Request service operation from the NRF to find a proper target AMF
which has required NF capabilities to serve the UE. The NF typeis set to AMF. The AMF Set isincluded in the
Nnrf_NFDiscovery Reguest.

6b. [Conditional] NRF to AMF: Response to Nnrf_NFDiscovery Request (list of (AMF pointer, AMF address, plus
additional selection rules and NF capabilities)).

The NRF replies with the list of potentia target AMF(s). The NRF may also provide the details of the services
offered by the candidate AMF(s) along with the notification end-point for each type of notification service that
the selected AMF had registered with the NRF, if available. As an alternative, it provides alist of potential target
AMFs and their capabilities and optionally, additional selection rules. Based on the information about registered
NFs and required capabilities, atarget AMF is selected by theinitial AMF.

If the security association has been established between the UE and initial AMF, to avoid aregistration failure,
theinitial AMF shall forward the NAS message to the target AMF by executing step 7(A).

NOTE 2: The security context in theinitial AMF is not transferred to the target AMF if initial AMF forward the
NAS message to the target AMF via (R)AN. In this case the UE rejects the NAS message sent from target
AMF as the security context in the UE and target AMF are not synchronized.

NOTE 3: Network dice isolation cannot be completely maintained in case the AMF reallocation is executed by
step 7(A).

If theinitial AMF isnot part of the target AMF Set and is not able to get alist of candidate AMF(s) by querying
the NRF with the target AMF Set (e.g. the NRF locally pre-configured on AMF does not provide the requested
information, the query to the appropriate NRF provided by the NSSF is not successful, or the initial AMF has
knowledge that the initial AMF is not authorized as serving AMF etc.) then theinitial AMF shall forward the
NAS message to the target AMF via (R)AN executing step 7(B) unless the security association has been
established between the UE and initial AMF; the Allowed NSSAI and the AMF Set are included to enable the
(R)AN to select the target AMF as described in clause 6.3.5 of TS 23.501 [2].

7(A). If theinitial AMF, based on local policy and subscription information, decides to forward the NAS message
to the target AMF directly, the initial AMF invokes the Namf_Communication_N1MessageNotify to the target
AMF, carrying the rerouted NAS message. The Namf_Communication_N1MessageNotify service operation
includes AN access information (e.g. the information enabling (R)AN to identify the N2 terminating point, CAG
Identifier(s) of the CAG cell) and the complete Registration Request message in clear text as specified in
TS 33.501 [15] and the UE's SUPI and MM Context if available. If the initial AMF has obtained the information
from the NSSF as described at step 4b, that information except the AMF Set or list of AMF addressesis
included. The target AMF then updates the (R)AN with a new updated N2 termination point for the UE in the
first message from target AMF to RAN in step 8.

7(B). [Conditional] if the UE wasin CM-IDLE, if theinitial AMF, based on local policy and subscription
information, decides to forward the NAS message to the target AMF via (R)AN unless the target AMF(s) are
returned from the NSSF and identified by alist of candidate AMF(s), theinitial AMF sends a NGAP Reroute
NAS Request message to the (R)AN (step 7a). The NGAP Reroute Request NAS message includes the
information about the target AMF and the complete Registration Request message. If the initial AMF has
obtained the information as described at step 4b, that information is included. The (R)AN sends the Initial UE

message to the target AMF (step 7b) indicating reroute due to slicing including the information from step 4b that
the NSSF provided.

NOTE 4: Step 7B is not supported if the UE wasin CM-CONNECTED i.e. the NGAP Uplink NAS Transport
message was received at step 1.

8. After receiving the Registration Request message transmitted at step 7(A)aor step 7(B)b, the target AMF
continues with the Registration procedure from step 4 until 22 of figure 4.2.2.2.2-1 (with the target AMF
corresponding to the new AMF), which includes the UE context retrieved from old AMF. If the 5G security
context is received from the initial AMF, the target AMF continue using that one instead of the 5G security
context the target AMF may have retrieved from the old AMF. If theinitial AMF decidesto forward the NAS
message to the target AMF (step 7(A), the first message from the target AMF to (R)AN (either Initial Context

Setup Request, or Downlink NAS Transport) contain the AMF name of theinitial AMF and target AMF UE
NGAPID.
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42224 Registration with Onboarding SNPN

This clause specifies how a UE can register to an ON-SNPN for provisioning the UE with SO-SNPN credentials and
other information to enable SNPN access as defined in clause 5.30.2.10 of TS 23.501 [2].

The Registration procedure for Onboarding SNPN shall be supported as specified in clause 4.2.2.2.2 with the following
changes compared to the stepsin the call flow represented in Figure 4.2.2.2.2-1, covering three cases, i.e. when DCSis
hosting AAA Server and when DCSis hosting AUSF/UDM and when DCSis hot involved, as shown in Figure
4.2224-1.

E | [ NG-RAN | | NewAMF] | oldAvF | [ pce | [ swr ][ ausk | [ nssaaf [|[ aaa [[ ause ][ uowm

1. Registration Request

2. AMF|selection

3. Registration Reqyest

DCS dpmain

4. Namf_Qommunication_UEContextTransfer request
,,,,,,,,,,,,,,,, o

5. Namf_Communication_UEConfextTransfer response
P,

9-1. Authent|cation/Security

9-2. Authentication/Security

>

9-3. Authent|cation/Security

10. Namf_Cpmmunication_RegistrationStatusUpdate

11. Identity Request / Response

12. N5g-eir_Equi pmentl dentityCheck_Get

21. Registration Accept

22. Registration Complete

Figure 4.2.2.2.4-1: UE Registration with ON-SNPN

1. UEto NG-RAN: AN parameters shall include Onboarding indication if the UE is accessing 5GS for Onboarding.
The Registration Type "SNPN Onboarding" indicates that the UE wants to perform SNPN Onboarding
Registration (i.e. allows the UE to access an ON-SNPN for the purpose of provisioning the UE with SO-SNPN
credentials). For SNPN Onboarding Registration, a SUCI generated from a SUPI derived from Default UE
Credentials shall be included as described in clause 5.30.2.10.2.6 of TS 23.501 [2].

If the UE has registered in the ON-SNPN for onboarding, the UE can perform a Mobility Registration Update, or
a Periodic Registration Update as specified in clause 4.2.2.2.2. If the onboarding registered UE wants to perform
aMobility Registration Update the AN parameters shall also include an Onboarding indication that the UE is
registered for onboarding.

NOTE: When the UE is performing Registration for Onboarding to an ON-SNPN, the UE does not include a
Requested NSSAI asthe UE is not pre-configured with a S-NSSAI for the purpose of UE onboarding in
the ON-SNPN.

2. Based on the Onboarding indication in step 1, the NG-RAN selects an AMF as described in clause 6.3.5 of
TS23.501[2].

3. NG-RAN to AMF: The N2 message contains the Registration Request as described in step 1.

4. [Conditional] new AMF to old AMF: Namf_Communication_UEContextTransfer (complete Registration
Request).
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5. [Conditional] old AMF to new AMF: Response to Namf_Communication_UEContextTransfer (SUPI, UE
Context in AMF (as per Table 5.2.2.2.2-1)). Once the registration is completed successfully, the new AMF may
start an implementation specific deregistration timer for when to deregister the onboarding registered UE if the
UE context contains the indication that the UE isregistered for onboarding.

6-7. Skipped.

8. When the AMF receives aNAS Registration Request with the 5GS Registration Type set to "SNPN
Onboarding”, the AMF applies locally configured AMF Configuration Data for Onboarding in order to restrict
UE network usage to only onboarding and storesin the UE Context in AMF an indication that the UE is
registered for onboarding. The AMF selects an AUSF as described in clause 5.30.2.10.2.6 of TS 23.501 [2].
Based on ON-SNPN policies, the AMF may start an implementation specific deregistration timer configured for
UE Onboarding as described in TS 23.501 [2].

9. The authentication is performed as described in TS 33.501 [15].

For DCS hosting AAA Server as shown in step 9-1, based on local configuration (e.g. using the realm part of the
SUCI), the AUSF sends the SUPI towards the AAA Server in the DCS domain viathe NSSAAF, then the AAA
Server in the DCS domain authenticates the UE based on received data from AUSF. During authentication
procedure the AAA Server in the DCS domain may provide PVS FQDN(s) and/or PVS IP address(es) for the UE
to the AUSF viathe NSSAAF, the AUSF then provides PV S FQDN(s) and/or PVS I P address(es) to the AMF.

For DCS hosting AUSF/UDM as shown in step 9-2, the AUSF in DCS domain performs UDM selection. The
AMF sends the SUCI and Default UE credentials received from the UE towards the AUSF in DCS domain,
which authenticates the UE based on received data from AMF and subscription data from the UDM in DCS
domain. During authentication procedure, the AUSF in the DCS domain provides PVS FQDN(s) and/or PVS IP
address(es) to the AMF.

When DCSiis not involved during primary authentication as shown in step 9-3, the AMF selectsalocal AUSF as
defined in clause 6.3.4 of TS 23.501 [2] and performs primary authentication towards the local AUSF using
Default UE credentials as described in TS 33.501 [15].

10. [Conditional] new AMF to old AMF: Namf_Communication_Regi strationStatusUpdate.
11. [Conditional] AMF to UE: Identity Request/Response (PEI).

If the PEI was not provided by the UE, the Identity Request procedureisinitiated by AMF sending an Identity
Request message to the UE to retrieve the PEI.

12. Optionally the new AMF initiates ME identity check by invoking the N5g-eir_EquipmentldentityCheck Get
service operation (see clause 5.2.4.2.2).

The PEI check is performed as described in clause 4.7.
13-20. Skipped.

21. AMF to UE: The AMF sends a Registration Accept message to the UE indicating that the Registration Request
for Onboarding SNPN has been accepted. The Allowed NSSAI containing the SSNSSAI from the AMF
Onboarding Configuration Dataisincluded in the N2 message to NG-RAN.

21b.  Skipped.
22.UE to AMF: The UE sends a Registration Complete message to the AMF.

23-25. Skipped.
4.2.2.3 Deregistration procedures
42231 General

The Deregistration procedure allows:
- the UE to inform the network that it does not want to access the 5GS any longer; and

- the network to inform the UE that it does not have access to the 5GS any longer; or
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- the network to inform the UE that the UE's Registered PLMN is not allowed to operate at the UE location.

The Deregistration regquest by the UE and Deregistration request by the network include whether the Deregistration
applies to the 3GPP access, to the non-3GPP access, or to both. When the UE is registered to both accesses in the same
PLMN, the Deregistration message can be sent over any access regardless of the access the Deregistration is applied to.

Network-initiated Deregistration may be initiated if the UE's registered PLMN is not allowed to operate in the present
UE location.

42232 UE-initiated Deregistration
The UE uses this procedure to deregister from the registered PLMN as shown in Figure 4.2.2.3.2-1.

UE (R)AN AMF PCF SMF UPF UbMm

1. Deregistration Request

2. Nsmf_PDUSession_ReleaseSMContext Request

»
»

3a. N4 Session Release Request

Q3b' N4 Session Release Re sponse

4. Nsmf_PDUSession_ReleaseSMContext Responsg

<

5a.SM Policy Association Term|nation

R 5b.Nudm_SDM_Unsubscribe

5c. Nudm_UECM_Deregistration

6. AMF-initiated AM Policy Association Terminationj«t

6a. AMFinitiated UE Policy| Association Termination

7. De-registration Accept I e

8. Signalling Connection| Release
«— >

Figure 4.2.2.3.2-1: UE-initiated Deregistration

1. The UE sends NAS message Deregistration Request (5G-GUTI, Deregistration type (e.g. Switch off), Access
Type) to the AMF.

Access type indicates whether the Deregistration procedure applies to the 3GPP access, to the non-3GPP access,
or to both if the 3GPP access and non-3GPP access of the UE are served by the same AMF (refer to
TS23.501 [2]). The AMF shall invoke the Deregistration procedure for the target access indicated by the UE.

2. [Conditional] AMF to SMF (or V-SMF): Nsmf_PDUSession_ReleaseSM Context (SM Context ID).

If the UE has no established PDU Session over the target access indicated in step 1, then steps 2 to 5 are not
executed. All PDU Sessions over the target access(es), which belong to the UE are released by the AMF sending
Nsmf_PDUSession_ReleaseSM Context Request (SM Context 1D) message to the SMF (or V-SMF) for each
PDU Session. If the AMF determines that the secondary RAT usage reporting is required for the PDU Session,
the AMF shall execute step 7 and 8 and then wait for the completion of step 8 to receive the secondary RAT
usage data from the NG-RAN. After that, steps 2 to 6 in this procedure are performed to e.g. release the PDU
Session(s).

For home routed roaming case, the V-SMF initiates the rel ease of the PDU Session at the H-SMF by invoking
the Nsmf_PDUSession_Release request.

3. [Conditional] The SMF (or H-SMF) releases all resources e.g. the |P address / Prefix(es) that were allocated to
the PDU Session and rel eases the corresponding User Plane resources.
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3a. [Conditional] The SMF (or H-SMF) sends N4 Session Release Request (N4 Session | D) message to the UPK(s)
of the PDU Session. The UPF(s) shall drop any remaining packets of the PDU Session and release al tunnel
resource and contexts associated with the N4 Session.

3b. [Conditional] The UPF(s) acknowledges the N4 Session Rel ease Request by the transmission of an N4 Session
Release Response (N4 Session |D) message to the SMF.

4. [Conditional] The SMF (or V-SMF) responds with Nsmf_PDUSession_ReleaseSM Context Response message.

For home routed roaming case, the H-SMF responds to the V-SMF with a Nsmf_PDUSession_Release response.
The V-SMF releases the corresponding User Plane resources. The V-SMF responds to AMF with
Nsmf_PDUSession_ReleaseSM Context Response message.

5a. [Conditional] If dynamic PCC applied to this session the SMF performs an SM Policy Association Termination
procedure as defined in clause 4.16.6.

5b-c. [Conditional] If it isthe last PDU Session the SMF is handling for the UE for the associated (DNN, S
NSSALI), the SMF unsubscribes from Session Management Subscription data changes notification with the UDM
by means of the Nudm_SDM _Unsubscribe service operation. The SMF invokes the
Nudm_UECM_Deregistration service operation so that the UDM removes the association it had stored between
the SMF identity and the associated DNN and PDU Session Id.

6. [Conditional] If there is any association with the PCF for this UE and the UE is ho more registered over any
access, the AMF performs a AMF-initiated AM Policy Association Termination procedure as defined in
clause 4.16.3.2 delete the association with the PCF.

6a. [Conditional] If there is any association with the PCF for this UE and the UE is no more registered over any
access, the AMF performs a AMF-initiated UE Policy Association Termination procedure as defined in
clause 4.16.13.1 delete the association with the PCF.

7. [Conditional] The AMF sends NAS message Deregistration Accept to UE depending on the Deregistration type
i.e. if Deregistration typeis switch-off, AMF does not send Deregistration Accept message.

8. [Conditional] AMF to AN: N2 UE Context Release Request (Cause)

If the target access for Deregistration procedure is 3GPP access or both 3GPP access and non-3GPP access and
there is N2 signalling connection to NG-RAN, the AMF sends N2 UE Release command to NG-RAN with
Cause set to Deregistration to release N2 signalling connection. The details of this step are covered by steps 2 to
4inthe AN Release procedure, as described in clause 4.2.6.

If the target access for Deregistration procedure is non-3GPP access or both 3GPP access and non-3GPP access
and there is N2 signalling connection to the N3IWF/TNGF/W-AGF, the AMF sends N2 UE Release command
to N3IWF/TNGF/W-AGF with Cause set to Deregistration to release N2 signalling connection. The details of
this step are covered by steps 2 to 5 in the "Deregistration procedure for (un)trusted non-3gpp access', as
described in clauses 4.12.3/ 4.12a.3 and in clause 7.2.1 in TS 23.316 [53] for W-5GAN access.

4.2.2.3.3 Network-initiated Deregistration

The procedure depicted in Figure 4.2.2.3.3-1 shows Network-initiated Deregistration procedure. The AMF can initiate
this procedure for either explicit (e.g. by O&M intervention or if the AMF determines that no S-NSSAI can be provided
in the Allowed NSSAI for the UE or the UE's registered PLMN is not allowed to operate in the present UE location or
if adisaster condition is no longer being applicable, the AMF initiates Network-initiated Deregistration to trigger the
return of UEs to the PLMN that had a Disaster Condition) or implicit (e.g. expiring of Implicit Deregistration timer).
The UDM can trigger this procedure for operator-determined purposes (e.g. if adisaster condition is no longer being
applicable as specified in clause 5.40.5 of TS 23.501 [2]) to request the removal of a subscriber's RM context and PDU
Session(s) of the UE.
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Figure 4.2.2.3.3-1: Network-initiated Deregistration

1. [Conditional] If the UDM wants to request the immediate del etion of a subscriber's RM contexts and PDU
Sessions, the UDM shall send aNudm_UECM_DeregistrationNotification (SUPI, Access Type, Removal
Reason) message with Removal Reason set to Subscription Withdrawn to the registered AMF. The Access Type
may indicate 3GPP Access, non-3GPP Access or both.

2. If the AMF receives Nudm UECM_DeregistrationNotification in Step 1 with Removal Reason as Subscription
Withdrawn, the AMF executes Deregistration procedure over the access(es) the Access Type indicates.

The AMF-initiated Deregistration procedure is either explicit (e.g. by O&M intervention or if the AMF
determines that no S-NSSAI can be provided in the Allowed NSSAI for the UE) or implicit. The AMF does not
send the Deregistration Regquest message to the UE for Implicit Deregistration. If the UE isin CM-
CONNECTED state, the AMF may explicitly deregister the UE by sending a Deregistration Request message
(Deregistration type, Access Type, [list of Rejected S-NSSAIs, each of them with the appropriate rejection cause
valug]) to the UE. The Deregistration type may be set to Re-registration in which case the UE should re-register
at the end of the Deregistration procedure. Access Type indicates whether Deregistration procedure applies to
the 3GPP access or non-3GPP access, or both. If the Deregistration Regquest message is sent over 3GPP access
and the UE isin CM-IDLE state in 3GPP access, the AMF pages the UE. The list of Rejected S-NSSAIs, each of
them with the appropriate rejection cause value, is provided if the AMF determines that no SSNSSAI can be
provided to the UE in the Allowed NSSAI.

If the UE has established PDU Session associated with emergency service, the AMF shall not initiate
Deregistration procedure. In this case, the AMF performs network requested PDU Session Release for any PDU
session associated with non-emergency service as described in clause 4.3.4.

For NR satellite access, the AMF initiates Network-initiated Deregistration if it detects that the UE's registered
PLMN is not allowed to operate in the present UE location. In this case, the AMF shall provide the appropriate
cause value indicating the PLMN is not allowed to operate in the present UE location, see clause 5.4.11.4 of
TS23.501[2].

If the network de-registration istriggered for a UE registered for Disaster Roaming due to a disaster condition no
longer being applicable, the Deregistration Request shall contain the cause value "PLMN not allowed" and
include a disaster return wait range as described in clause 5.5.2.3.1 of TS 24.501 [25] and as specified in

clause 5.40.5 of TS 23.501 [2], the network, shall organise the return of the Disaster Roaming UEs in a manner
that does not cause overload (e.g. of signalling) in the PLMN that previously had the Disaster Condition.

3. [Conditional] If the Deregistration procedure is triggered by UDM (Step 1), the AMF acknowledges the
Nudm_ UECM_DeRegistrationNatification to the UDM.

If Access Type indicates 3GPP Access or non-3GPP Access and AMF does not have UE context for another
accesstype, or if Access Type indicates both, the AMF unsubscribes with the UDM using
Nudm_SDM_Unsubscribe service operation.
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4. [Conditional] If the UE has any established PDU Session over the target access for deregistration indicated in
step 2, then step 2 ~ step 5 of UE-initiated Deregistration procedure in clause 4.2.2.3.2 is performed.

5. [Conditional] Asin step 6 of Figure 4.2.2.3.2-1.
5a. [Conditional] Asin step 6aof Figure 4.2.2.3.2-1.

6. [Conditiona] If the UE receives the Deregistration Request message from the AMF in step 2, the UE sends a
Deregistration Accept message to the AMF any time after step 2. The NG-RAN forwards this NAS message to
the AMF aong with the TAI+ Cell identity of the cell which the UE is using.

7. [Conditional] AMF to AN: N2 UE Context Release Request (Cause): asin step 8 of Figure 4.2.2.3.2.

If the UE is deregistered over only 3GPP access or non-3GPP access and the AMF does not have UE context for
the other, or if the procedure applies to both access types, then at any time, AMF can unsubscribe from the
UDM, otherwise the AMF can deregister from UDM using Nudm_UECM_Deregistration request by indicating
its associating access type.

4.2.3 Service Request procedures

4231 General

The Service Request procedure is used by a UE in CM-IDLE state or the 5GC to request the establishment of a secure
connection to an AMF. The Service Request procedureis also used both when the UE isin CM-IDLE and in CM-
CONNECTED to activate a User Plane connection for an established PDU Session. The Service Request procedureis
also used to release the connection to an AMF.

For Home routed PDU sessions, by replacing the I-SMF with V-SMF and SMF with H-SMF the same procedure as
defined in clause 4.23.4 is reused.

The UE shall not initiate a Service Request procedure if there is an ongoing Service Request procedure.

4.2.3.2 UE Triggered Service Request

The UE in CM-IDLE state initiates the Service Request procedure in order to send uplink signalling messages, user
data, to request emergency services fallback, or as aresponse to a network paging request. The UE shall not initiate UE
Triggered Service Request from CM-IDLE if thereis a Service Gap timer running. After receiving the Service Request
message, the AMF may perform authentication. After the establishment of the signalling connection to an AMF, the UE
or network may send signalling messages, e.g. PDU Session establishment from UE to the SMF, viathe AMF.

The Service Request procedure is used by a UE in CM-CONNECTED to request activation of a User Plane connection
for PDU Sessions and to respond to a NAS Notification message from the AMF. When a User Plane connection for a
PDU Session is activated, the AS layer in the UE indicates it to the NAS layer.

The Service Request procedure is used by the Multi-USIM UE over 3GPP access, in:

ad) CM-CONNECTED state to request release of the UE connection, stop data transmission, discard of any pending
data and, optionally, store Paging Restriction Information; or

b) CM-IDLE state to request removal of Paging Restriction Information.

The Multi-USIM UE shall not execute UE triggered Service Request procedure with Release Request indication if
regulatory prioritized services (e.g. emergency service, emergency callback waiting) are ongoing. After an emergency
call, the UE shall not execute a UE triggered Service Request procedure with Release Request indication for a duration
which is sufficient for emergency call back.

c) CM-IDLE state to respond to paging with a Reject Paging Indication that indicates that N1 connection shall be
released and no user plane connection shall be established. The UE optionally provides the Paging Restriction
Information. The UE may be unable to respond to paging with a Reject Paging Indication, e.g. dueto UE
implementation constraints.
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NOTE 1: A Multi-USIM UE in RRC Inactive/CM-CONNECTED state that decides to reject the RAN paging,
requests the release of the UE connection asin bullet a) above. The UE can discard, by implementation,
any data or NAS PDUs that it receives before it is released.

For any Service Request, the AMF responds with a Service Accept message to synchronize PDU Session status
between UE and network, if necessary. The AMF responds with a Service Reject message to UE, if the Service Request
cannot be accepted by network. The AMF may steer the UE from 5GC by rejecting the Service Request. The AMF
should take into account the Preferred and Supported Network Behaviour (see clause 5.31.2 of TS 23.501 [2]) and
availability of EPC to the UE before steering the UE from 5GC. The Service Reject message may include an indication
or cause code requesting the UE to perform Registration procedure.

For this procedure, the impacted SMF and UPF, if any, are al under control of the PLMN serving the UE, e.g. in Home
Routed roaming case the SMF and UPF in HPLMN are not involved if V-SMF relocation is not triggered.

For Service Request due to user data, network may take further actionsif User Plane connection activation is not
successful.

The procedure in this clause 4.2.3.2 is applicable to the scenarios with or without intermediate UPF and with or without
intermediate UPF reselection.

If the UE initiates Service Request procedures via non-3GPP Access, functions defined in clause 4.12.4.1 are applied.

The User Plane of all PDU Sessions with redundant 1-UPFs or with redundant N3/N9 tunnels for URLLC shall be
activated during the Service Request procedure if the UE in CM-IDLE state initiates the Service Request procedure
from 3GPP access. If the redundant 1-UPFs are to be added/replaced/removed, the N4 Session procedure to manage the
I-UPF is done for each I-UPF in steps 6c¢, 6d,7a, 7b, 8a, 8b, 9, 10, 17a,17b, 203, 20b, 21a,21b, 22a and 22b of the figure
4.2.3.2-1. If the redundant N3/N9 tunnels are used for URLL C and the I-UPF is to be added/replaced/removed, the N4
Session procedure to update the tunnel is done for each N3/N9 tunnel in steps 6c, 6d, 7a, 7b, 8a, 8b, 9, 10, 17a, 17b.
20a, 20b, 21aand 21b of the figure 4.2.3.2-1.
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Figure 4.2.3.2-1: UE Triggered Service Request procedure

1. UEto (R)AN: AN message (AN parameters, Service Request (List Of PDU Sessions To Be Activated, List Of
Allowed PDU Sessions, security parameters, PDU Session status, 5G-S-TMSI, [NAS message container],
Exempt Indication, [Release Request indication], [Paging Restriction Information], [Reject Paging Indication])).

ETSI



3GPP TS 23.502 version 17.7.0 Release 17 60 ETSI TS 123 502 V17.7.0 (2023-01)

The NAS message container shall be included if the UE is sending a Service Request message as an Initial NAS
message and the UE needs to send non-cleartext | Es, see clause 4.4.6 in TS 24.501 [25].

The Multi-USIM UE in CM-CONNECTED state may include the Release Request indication and optionally
Paging Restriction Information in the Service Request message over 3GPP access, if the UE intends to leave
CM-CONNECTED state.

The Multi-USIM UE in CM-IDLE state may include the Release Request indication and not include Paging
Restriction Information in the Service Request message over 3GPP access, if the UE intends to del ete the Paging
Restriction Information.

If the Multi-USIM UE in CM-IDLE state decides not to accept the paging, it may send a Service Request
message including a Reject Paging Indication and optionally Paging Restriction Information, unlessit is not able
to send this message e.g. due to UE implementation constraints.

The List Of PDU Sessions To Be Activated is provided by UE when the UE wants to re-activate the PDU
Session(s). The List Of Allowed PDU Sessionsis provided by the UE when the Service Request is a response of
aPaging or aNAS Notification for a PDU Session associated with non-3GPP access and identifies the PDU
Sessions that can be transferred to 3GPP access.

In the case of NG-RAN:

- The AN parametersinclude 5G-S-TMSI, Selected PLMN ID (or PLMN ID and NID, see clause 5.30 of
TS 23.501 [2]), Establishment cause and may a so include NSSAI information. The Establishment cause
provides the reason for requesting the establishment of an RRC connection. Whether and how the UE
includes the NSSAI information as part of the AN parameters is dependent on the val ue of the Access
Stratum Connection Establishment NSSAI Inclusion Mode parameter, as specified in clause 5.15.9 of
TS23.501[2].

- The UE sends Service Request message towards the AMF encapsulated in an RRC message to the NG-RAN.
The RRC message(s) that can be used to carry the 5G-S-TM S| and this NAS message are described in
TS38.331[12] and TS 36.331[16].

If the Service Request is triggered by the UE for user data, the UE identifies, using the List Of PDU Sessions To
Be Activated, the PDU Session(s) for which the UP connections are to be activated in Service Request message.
When the UE includes the List Of PDU Sessions To Be Activated, the UE shall indicate PDU Sessions only
associated with the access the Service Request isrelated to. If the Service Request is triggered by the UE for
signalling only, the UE doesn't identify any List Of PDU Sessions To Be Activated. If this procedure istriggered
for paging response and the UE has at the same time some user data to be transferred, the UE identifies the PDU
Session(s) whose UP connections are to be activated in Service Request message, by the List Of PDU Sessions
To Be Activated. Otherwise the UE does not identify any PDU Session(s) in the Service Request message for
paging response. As defined in TS 24.501 [25] the UE shall include always-on PDU Sessions which are accepted
by the network in the List Of PDU Sessions To Be Activated even if there are no pending uplink data for those
PDU Sessions or when the Service Request is triggered for signalling only or when the Service Request is
triggered for paging response.

If the Service Request over 3GPP accessis triggered in response to the paging or NAS Notification indicating
non-3GPP access, the Service Request message shall identify the list of PDU Sessions associated with the non-
3GPP access that can be re-activated over 3GPP accessin the List Of Allowed PDU Sessions, as described in
clause 4.2.3.3 (step 6) of this specification and in clause 5.6.8 of TS 23.501 [2]. When the UE over 3GPP access
isin NB-N1 mode and the resulting number of PDU Sessions with user plane resources activated for the UE
does not exceed the maximum number of supported user plane resources (0, 1 or 2), based on whether the UE
supports UP data transfer and the UE's 5GMM Core Network Capability as described in clause 5.31.19 of

TS 23.501 [2], the AMF shall notify the SMF that reactivation of the user-plane resources for the corresponding
PDU session(s) associated with non-3GPP access can be performed as defined in TS 24.501 [25].

If the Service Request istriggered to report PS Data Off status change and the UE isin Non-Allowed Area, the
UE shall send Service Request message with an indication that the message is exempted from restriction (e.g.
Non-Allowed Area). In this case, if the UE isin Non-Allowed Area, the UE shall not include the List Of PDU
Sessions To Be Activated and as a result the always-on PDU Session is not re-activated during the Service
Request procedure.

The PDU Session status indicates the PDU Sessions available in the UE.
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The UE shall not trigger a Service Request procedure for a PDU Session corresponding to aLADN when the UE
is outside the area of availability of the LADN.

NOTE 2: A PDU Session corresponding to aLADN is not included in the List Of PDU Sessions To Be Activated
when the UE is outside the area of availability of the LADN.

For UE in CM-CONNECTED state, only the List Of PDU Sessions To Be Activated and List Of Allowed PDU
Sessions need to be included in the Service Request.

2. (R)AN to AMF: N2 Message (N2 parameters, Service Request).
Details of this step are described in TS 38.413 [10]. If the AMF can't handle the Service Request it will reject it.

When NG-RAN is used, the N2 parametersinclude the 5G-S-TM S, Selected PLMN ID (or PLMN ID and NID,
see clause 5.30 of TS 23.501 [2]), Location information and Establishment cause, UE Context Request.

If the UE isin CM-IDLE state, the NG-RAN obtains the 5G-S-TMSI in RRC procedure. NG-RAN selects the
AMF according to 5G-S-TMSI. The Location Information relates to the cell in which the UE is camping.

Based on the PDU Session status, the AMF may initiate PDU Session Release procedure in the network for the
PDU Sessions whose PDU Session ID(s) were indicated by the UE as not available.

When the Establishment cause is associated with priority services (e.g. MPS, MCX), or when the AMF
determines that the UE has priority subscription (e.g. MPS, MCX) in the UDM, the AMF includes a Message
Priority header to indicate priority information. Other NFs relay the priority information by including the
Message Priority header in service-based interfaces, as specified in TS 29.500 [17].

The AMF enforces the Mobility Restrictions as specified in clause 5.3.4.1.1 of TS 23.501 [2].

If there is a Service Gap timer running in AMF for the UE and the AMF is not waiting for aMT paging response
from the UE and the Service Request is not for regulatory prioritized services like Emergency services or not for
exception reporting, the AMF rejects the Service Request with an appropriate cause. In addition, AMF may also

provide a UE with a Mobility Management Back-off timer set to the remaining value of the Service Gap timer.

If the AMF supports RACS and the AMF detects that the selected PLMN is different from the currently
registered PLMN for the UE, the AMF determines the UE Radio Capability ID of the newly selected PLMN to
the gNB as described in clause 5.4.4.1a of TS 23.501 [2].

For NR satellite access, the AMF may decide to verify the UE location and determine whether the PLMN is
allowed to operate at the UE location, as described in clause 5.4.11.4 of TS 23.501 [2]. If the UE receives a
Service Reject message with cause value indicating that the PLMN is not allowed to operate in the present UE
location, the UE shall attempt to select aPLMN, as specified in TS 23.122 [22].

3a) AMF to (R)AN: N2 Request (security context, Mobility Restriction List, list of recommended cells/ TAs/ NG-
RAN node identifiers).

If the 5G-AN had requested for UE Context or thereis arequirement for AMF to provide thise.g. the AMF
needs to initiate fallback procedure asin clause 4.13.4.2 for Emergency services, AMF initiates NGAP
procedure as specified in TS 38.413 [10]. For UE in CM-IDLE state, 5G-AN stores the Security Context in the
UE AN context. Mobility Restriction List is described in clause 5.3.4.1 of TS 23.501 [2].

The 5G-AN uses the Security Context to protect the messages exchanged with the UE as described in
TS33.501[15].

If the NG-RAN node had provided the list of recommended cells/ TAs/ NG-RAN node identifiers during the
AN Release procedure (see clause 4.2.6), the AMF shall includeit in the N2 Request. The RAN may use this
information to allocate the RAN Notification Area when the RAN decides to enable RRC Inactive state for the
UE.

3. If the Service Request was not sent integrity protected or integrity protection verification failed, the AMF shall
reject the Service Request as stated in TS 24.501 [25].

If the UE in CM-IDLE state triggered the Service Request to establish a signalling connection only, after
successful establishment of the signalling connection the UE and the network can exchange NAS signalling and
steps 4 to 11 and 15 to 22 are skipped.
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If the UE in Non-Allowed Areatriggered the Service Request with an indication that the message is exempted
from restriction (e.g. Non-Allowed Area), the AMF should accept the Service Request. In thiscasg, if the UE is
in Non-Allowed Area, the AMF rejects user plane setup request from the SMF except for emergency services.

If the procedure was triggered in response to paging or NAS notification indicating non-3GPP access and the
AMF received N1 SM Container only from the SMF in step 3a of clause 4.2.3.3, the AMF sendsthe NAS
signalling including the N1 SM Container to the UE in step 7 of clause 4.2.3.3 without updating the access
associated to the PDU Session.

If the Service Request message is received over 3GPP access without a Release Request indication or a Reject
Paging Indication, the AMF shall delete any stored Paging Restriction Information for this UE and stop
restricting paging accordingly.

If the Service Request message over 3GPP access includes a Release Request indication or a Reject Paging
Indication, then:

- the AMF may accept or reject the received Paging Restriction Information requested by the UE based on
operator policy. If the AMF rejects the Paging Restriction Information, the AMF removes any stored Paging
Restriction Information from the UE context and discards the UE requested Paging Restriction Information.
If the AMF accepts the Paging Restriction Information from the UE, the AMF stores the Paging Restriction
Information from the UE in the UE context.

- If no Paging Restriction Information is provided, no paging restrictions apply and the AMF removes any
stored Paging Restriction Information from the UE context.

- no User Plane resources are established and instead the AMF triggers the AN Release procedure as described
inclause 4.2.6.

NOTE 3: If AMF does not perform steps 5-7 before step 2 then some DL data might not be delivered to the UE.

If the procedure was triggered in response to paging and the Service Request message includes a Reject Paging
Indication, the AMF initiates the UCU procedure as described in step 7 of clause 4.2.3.3 before the triggering of
the AN Release procedure.

4. [Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSM Context Request (PDU Session ID(s), Operation
Type, UE location information, Access Type, RAT Type, UE presencein LADN service area, Indication of
Access Type can be changed, [MO Exception Data Counter]).

The Nsmf_PDUSession_UpdateSM Context Request is invoked:
- If the UE identifies List Of PDU Sessions To Be Activated in the Service Request message;

- Thisprocedure istriggered by the SMF but the PDU Session(s) identified by the UE correlates to other PDU
Session ID(s) than the one triggering the procedure; or

- If this procedure is triggered by the SMF in response to paging or NAS natification indicating 3GPP access
or if this step onwards isinvoked following step 4a of clause 4.2.3.3 and the current UE location is outside
the "Area of validity for the N2 SM information" provided by the SMF in step 3a of clause 4.2.3.3 or the
"Areaof validity for the N2 SM information" was not provided by the SMF in step 3a of clause 4.2.3.3, the
AMF shall not send the N2 information provided by the SMF in step 3a of clause 4.2.3.3. Otherwise, if the
current UE locationisin the "Area of validity for the N2 SM information", steps 4 to 11 are skipped; or

- If this procedure is triggered by the SMF in response to paging or NAS notification indicating non-3GPP
access and the AMF received N2 SM Information only, or both N1 SM Container and N2 SM Information in
step 3aof clause 4.2.3.3.

If the DNN correspondsto an LADN then the "UE presence in LADN service ared’ indicates if the UE isIN or
OUT of the LADN service area. If the AMF does not provide the "UE presencein LADN service area’
indication and the SMF determines that the DNN corresponds to a LADN, then the SMF considers that the UE is
OUT of the LADN service area.

The AMF determines the PDU Session(s) for which the UP connection(s) shall be activated and sends an
Nsmf_PDUSession UpdateSM Context Request to SMF(s) associated with the PDU Session(s) with Operation
Type set to "UP activate" to indicate establishment of User Plane resources for the PDU Session(s). The AMF
determines Access Type and RAT Type, see clause 4.2.2.2.1. If the RAT typeis NB-loT, the AMF shall ensure
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that the number of PDU session(s) for which UP connection(s) are active does not exceed this UE's maximum
number of supported user plane resources (0, 1 or 2) based on whether the UE supports UP data transfer and the
UE 5GMM Core Network Capability as described in clause 5.31.19 of TS 23.501 [2].

If the procedure was triggered in response to paging or NAS Natification indicating non-3GPP access, the AMF
received N2 SM Information in step 3a of clause 4.2.3.3 and the PDU Session for which the UE was paged or
notified is not in the List Of Allowed PDU Sessions provided by the UE, the AMF notifies the SMF that the UE
is not reachable. For other PDU Sessionsin the List Of Allowed PDU Sessions the Service Request Procedure
succeeds without re-activating the User Plane of any PDU Sessions, unless they have also been included by the
UE inthe List Of PDU Sessions To Be Activated.

If the procedure was triggered in response to paging or NAS notification indicating non-3GPP access and the
PDU Session for which the UE was paged or notified isin the List Of Allowed PDU Sessions provided by the
UE and the AMF received N2 SM Information only or N1 SM Container and N2 SM Information from the SMF
in step 3a of clause 4.2.3.3, the AMF notifies the SMF that the access type of the PDU session can be changed.
The AMF discards any aready received N1 SM Container and N2 SM Information. In Home Routed roaming
case, the V-SMF triggers Nsmf_PDUSession_Update service operation towards the H-SMF to notify the access
type of the PDU Session can be changed and the procedure continues as specified in clause 4.3.3.3 from step 1la
to step 10.

If the UE is accessing viathe NB-10T RAT, the AMF may inform al (H-)SMFs whether the RRC establishment
causeis set to "MO exception data’, as described in clause 5.31.14.3 of TS 23.501 [2]. The AMF may
immediately send the MO Exception Data Counter to the (H-)SMF.

The AMF may receive a Service Request to establish another NAS signalling connection viaanew NG-RAN
while it has maintained an old NAS signalling connection for UE gtill viaan old NG-RAN. The new NG-RAN
and the old NG-RAN can be the same NG-RAN node. In this case, AMF shall trigger the AN release procedure
toward the old NG-RAN to release the old NAS signalling connection as defined in clause 4.2.6 and:

- For the PDU Sessionsindicated by the UE in the List Of PDU Sessions To Be Activated, the AMF requests
the SMF to activate the PDU Session(s) immediately by performing this step 4; and

NOTE 4: Thisactivates the UP of PDU Session(s) using resources of the new NG-RAN.

- For the PDU Sessionsindicated by the old NG-RAN in the "List of PDU Session ID(s) with active N3 user
plane" but not in the List Of PDU Sessions To Be Activated sent by the UE, the AMF requests the SMF to
deactivate the PDU Session(s).

NOTE 5: This deactivates the UP of PDU Session(s) that are no more needed by the UE.
5a Void.

5b. If the PDU Session ID correspondsto a LADN and the SMF determines that the UE is outside the area of
availability of the LADN based on the "UE presence in LADN service ared’ from the AMF, the SMF decides to
(based on local palicies) either:

- keep the PDU Session, but reject the activation of User Plane connection for the PDU Session and inform the
AMF about it. If the procedure has been triggered by a Network Triggered Service Request as described in
clause 4.3.2.3, the SMF may notify the UPF that originated the Data Notification to discard downlink data for
the PDU Sessions and/or to not provide further Data Notification messages; or

- torelease the PDU Session: the SMF releases the PDU Session and informs the AMF that the PDU Session is
released.

In any case of the two cases above the SMF answers to the AMF (step10) with an appropriate reject cause
and the User Plane Activation of PDU Session is stopped.

Otherwise, based on the location info received from the AMF, the SMF checks the UPF Selection Criteria
according to clause 6.3.3 of TS 23.501 [2] and determines to perform one of the following:

- accepts the activation of UP connection and continue using the current UPF(s);

- accepts the activation of UP connection and selects a new intermediate UPF (or add/remove an intermediate
UPF), if the UE has moved out of the service area of the UPF that was previously connecting to the AN,
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while maintaining the UPF(s) acting as PDU Session Anchor. The stepsto perform [-UPF
addition/change/removal are described as conditional stepsin the following of the current procedure; or

NOTE 6: If the old and/or new I-UPF implements an UL CL or BP functionality and a PDU Session Anchor for

connectivity to the local access to the Data Network as described in clause 5.6.4.2 of TS 23.501 [2], the
signalling described in the current clause isintended as the signalling to add, remove or change the PDU
Session Anchor and must be complemented by the signalling to add, release or change the UL CL or BP
as described respectively in clauses 4.3.5.4, 4.3.5.5 and 4.3.5.7.

- regjectsthe activation of UP connection of a PDU Session of SSC mode 2 and trigger re-establishment of the
PDU Session after Service Request procedure to perform the allocation of a new UPF to act as PDU Session
Anchor, e.g. the UE has moved out of the service area of the anchor UPF which is connecting to NG-RAN.

In the case that the SMF fails to find suitable I-UPF, the SMF decides to (based on local policies) either:

- trigger re-establishment of PDU Session. After Service Request procedure, SMF sends N1 SM message to
the UE viathe AMF by invoking Namf_Communication_N1N2MessageTransfer containing the cause
indicating PDU Session re-establishment is required for the UE; or

- keep the PDU Session, but reject the activation request of User Plane connection for the PDU Session and
inform the AMF about it; or

- release the PDU Session after Service Request procedure.

If the SMF has determined that the UE is performing Inter-RAT mobility to or from the NB-1oT RAT then the
SMF uses the "PDU Session continuity at inter RAT mobility" to determine how to handle the PDU Session.

6a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.

Depending on the network deployment, the CN Tunnel Info of UPF (PSA) alocated for N3 or N9 interface may
be changed during the Service Request procedure, e.g. UPF connected to different |P domains. If different CN
Tunnel Info need be used, the SMF sends N4 Session Modification Request message to UPF (PSA) and requests
CN Tunnel Info providing the target Network Instance.

6b. [Conditional] UPF (PSA) to SMF: N4 Session Modification Response.

6c.

6d.

The UPF (PSA) sends an N4 Session Establishment Response message to the SMF. The UPF provides CN
Tunnel Info to the SMF. The UPF (PSA) associate the CN Tunnel Info with UL Packet detection rules provided
by the SMF.

If the redundant I-UPFs are used for URLLC, each I-UPF provides UL CN Tunnel Info for N3 interface to the
SMF in the N4 Session Establishment Response message.

If the redundant N3 tunnels are used for URLLC, the UPF (PSA) provides redundant UL CN Tunnel Info for N3
interface to the SMF in N4 Session Establishment Response message.

[Conditional] SMF to new UPF (intermediate): N4 Session Establishment Request.

If the SMF selects anew UPF to act asintermediate UPF for the PDU Session, or if the SMF selects to insert an
intermediate UPF for aPDU Session which did not have an intermediate UPF, an N4 Session Establishment
Request message is sent to the new UPF, providing Packet detection, Data forwarding, enforcement and
reporting rulesto be installed on the intermediate UPF. The CN Tunnel Info (on N9) of PSA, i.e. whichis used
to establish the N9 tunnel, for this PDU Session is also provided to the intermediate UPF.

If anew UPF is selected by the SMF to replace the old (intermediate) UPF, the SMF may also include a request
for the new UPF to alocate a second tunnel endpoint for buffered DL data from the old I-UPF and to indicate via
usage reporting end marker reception on this second tunnel. In this case, the UPF isinstructed by the SMF to
buffer the DL data it may receive at the same time from the UPF (PSA).

New UPF (intermediate) to SMF: N4 Session Establishment Response.

The new intermediate UPF sends an N4 Session Establishment Response message to the SMF. The UPF
provides DL CN Tunnel Info as requested by SMF in step 6¢. The SMF starts atimer, to be used in step 22ato
release the resource in old intermediate UPF if thereis one.

7a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.
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7b.

If the SMF selects a new UPF to act as intermediate UPF for the PDU Session, the SMF sends N4 Session
Modification Reguest message to PDU Session Anchor UPF, providing DL Tunnel Info from new intermediate
UPF. If the new intermediate UPF was added for the PDU Session, the UPF (PSA) begins to send the DL datato
the new |-UPF asindicated in the DL CN Tunnel Info. The UPF (PSA) sends one or more "end marker" packets
for each N9 tunnel to the old I-UPF immediately after switching the path to new I-UPF.

If the Service Request is triggered by the network and the SMF removes the old I-UPF but does not replace it
with anew I-UPF, the SMF may also include a request for the UPF to allocate a second tunnel endpoint for
buffered DL data from the old I-UPF and to indicate end marker reception on this second tunnel via usage
reporting. In this case, the UPF (PSA) beginsto buffer the DL data it may receive at the same time from the N6
interface. The UPF (PSA) sends one or more "end marker" packets for each N9 tunnel to the old I-UPF
immediately after switching the path to (R)AN.

The UPF (PSA) sends N4 Session Modification Response message to SMF.

If requested by SMF, the UPF (PSA) sends DL CN tunnel info for the old (intermediate) UPF to the SMF. The
SMF starts atimer, to be used in step 22ato release the resource in old intermediate UPF if there is one.

If the UPF that connectsto RAN isthe UPF (PSA) and if the SMF finds that the PDU Session is activated when
receiving the Nsmf_PDUSession UpdateSM Context Request in step 4 with Operation Type set to "UP activate"
to indicate establishment of User Plane resources for the PDU Session(s), it deletesthe AN Tunnel Info and
initiates an N4 Session Modification procedure to remove Tunnel Info of AN in the UPF.

8a. [Conditional] SMF to old UPF (intermediate): N4 Session Modification Request (New UPF address, New UPF

8b.

10.

DL Tunnel ID)

If the service request istriggered by the network and the SMF removes the old (intermediate) UPF, the SMF
sends the N4 Session Modification Request message to the old (intermediate) UPF, providing the DL Tunnel
Info for the buffered DL data. If the SMF alocated new |-UPF, the DL Tunnel Info is from the new
(intermediate) UPF acting as N3 terminating point. If the SMF did not alocate a new |-UPF, the DL Tunnel Info
is from the new UPF (PSA) acting as N3 terminating point. The SMF starts atimer to monitor the forwarding
tunnel as step 6d or 7h.

If the old I-UPF receives end marker packets and there is no associated tunnel to forward these packets, the old I-
UPF discards the received end marker packets and does not send any Data Notification to SMF.

If the SMF find the PDU Session is activated when receiving the Nsmf_PDUSession_UpdateSM Context
Request in step 4 with Operation Type set to "UP activate” to indicate establishment of User Plane resources for
the PDU Session(s), it deletes the AN Tunnel Info and initiates an N4 Session Modification procedure to remove
Tunnel Info of AN in the UPF.

old UPF (intermediate) to SMF: N4 Session Modification Response
The old (intermediate) UPF sends N4 Session M odification Response message to SMF.
[Conditional] old UPF (intermediate) to new UPF (intermediate): buffered downlink data forwarding

If the I-UPF is changed and forwarding tunnel was established to the new I-UPF, the old (intermediate) UPF
forwards its buffered data to the new (intermediate) UPF acting as N3 terminating point. If indicated by SMF in
step 6¢, the new |-UPF reports to SMF when end marker packet is received. Then the SMF initiates N4 Session
Modification procedure to indicate the new |-UPF to send the buffered downlink packet(s) received from the
UPF (PSA).

[Conditional] old UPF (intermediate) to UPF (PSA): buffered downlink data forwarding

If the old I-UPF is removed and no new |-UPF is assigned for the PDU Session and forwarding tunnel was
established to the UPF (PSA), the old (intermediate) UPF forwards its buffered data to the UPF (PSA) acting as
N3 Terminating Point. If indicated by SMF in step 7a, the UPF (PSA) reports to SMF when the end marker
packet has been received. Then the SMF initiates N4 Session Modification procedure to request the UPF (PSA)
to send the buffered DL data received from the N6 interface.

11.[Conditional] SMF to AMF: Nsmf_PDUSession_UpdateSM Context Response (N2 SM information (PDU

Session ID, QFI(s), QoS profile(s), CN N3 Tunnel Info, S NSSAI, User Plane Security Enforcement, UE
Integrity Protection Maximum Data Rate, RSN, PDU Session Pair ID), N1 SM Container, Cause) to the AMF. If
the UPF that connects to RAN isthe UPF (PSA), the N3 CN Tunnel Info isthe UL CN Tunnel Info of the UPF
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(PSA). If the UPF that connectsto RAN isthe new intermediate UPF, the CN N3 Tunnel Info isthe UL Tunnel
Info of the intermediate UPF.

For the PDU Session with redundant I-UPFs or with redundant N3 tunnels for URLLC, thetwo UL N3 CN
Tunnel Info are included, the SMF also indicates the NG-RAN that one of the CN Tunnél Info is used as the
redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2].

The SMF shall send N1 SM Container and/or N2 SM Information to the AMF when applicable. (e.g. when the
SMF was notified from the AMF that the access type of the PDU Session can be changed in step 4).

For aPDU Session that the SMF has determined to accept the activation of UP connection in step 5a or 5b, the
SMF generates only N2 SM information and sends Nsmf_PDUSession_UpdateSM Context Response to the

AMF to establish the User Plane(s). The N2 SM information contains information that the AMF shall provide to
the NG-RAN. The SMF may indicate for each QoS Flow whether redundant transmission shall be performed by
a corresponding redundant transmission indicator. If the SMF decided to change the PSA UPF for the SSC mode
3 PDU Session, the SMF triggers the change of SSC mode 3 PDU Session anchor as an independent procedure
described in clause 4.3.5.2 or clause 4.3.5.3 after accepting the activation of UP of the PDU Session.

The SMF can reject the activation of UP of the PDU Session by including a causein the
Nsmf_PDUSession_UpdateSM Context Response. Following are some of the cases:

- If the PDU Session correspondsto a LADN and the UE is outside the area of availability of the LADN as
described in step 5b;

- If the AMF notified the SMF that the UE is reachable only for regulatory prioritized service and the PDU
Session to be activated is not for aregulatory prioritized service; or

- If the SMF decided to change the PSA UPF for the requested PDU Session as described in step 5b. In this
case, after sending Nsmf_PDUSession_UpdateSM Context Response, the SMF triggers another procedure to
instruct UE to re-establish the PDU Session as described in clause 4.3.5.1 for SSC mode 2.

- If the SMF received negative response in Step 6b due to UPF resource unavailability.

If the PDU Session has been assigned any EPS bearer ID, the SMF aso includes the mapping between EPS
bearer ID(s) and QFI(s) into the N2 SM information to be sent to the NG-RAN.

The User Plane Security Enforcement information is determined by the SMF upon PDU session establishment as
described in clause 5.10.3 of TS 23.501 [2]. If the User Plane Security Enforcement information indicates that
Integrity Protection is " Preferred” or "Required", the SMF also includes the UE Integrity Protection Maximum
Data Rate.

The RSN and PDU Session Pair ID are included when applicable, as determined by the SMF during PDU
Session establishment as described in clause 5.33.2.1 of TS 23.501[2].

12. AMF to (R)AN: N2 Reguest (N2 SM information received from SMF, security context, Mobility Restriction
List, UEFAMBR, List of UE-Slice-MBR(s) (optional and for 3GPP access type only), MM NAS Service Accept,
list of recommended cells/ TAs/ NG-RAN node identifiers, UE Radio Capability, Core Network Assistance
Information, Tracing Requirements, UE Radio Capability ID). The Allowed NSSAI for the Access Type for the
UE isincluded in the N2 message. If the subscription information includes Tracing Requirements, the AMF
includes Tracing Requirementsin the N2 Request.

If the UE triggered the Service Request whilein CM-CONNECTED state, only N2 SM information received
from SMF and MM NAS Service Accept are included in the N2 Request.

If the Service Request procedure istriggered by the Network (as described in clause 4.2.3.3) whilethe UE isin
CM-CONNECTED gtate, only N2 SM information received from SMF isincluded in the N2 Request.

If the Service Request procedure istriggered by the Network (as described in clause 4.2.3.3) whilethe UE isin
CM-IDLE state, only N2 SM information received from SMF and MM NAS Service Accept isincluded in the
N2 Request.

For a UE that wasin CM-IDLE state when the Service Request was triggered, the NG-RAN stores the Security
Context. If the Service Request is not triggered by UE for a signalling connection only, RAN also stores QoS
Information for the QoS Flows of the PDU Sessions that are activated and N3 Tunnel IDsin the UE RAN
context and Mobility Restriction List (as described in clause 5.3.4.1 of TS 23.501 [2]).
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MM NAS Service Accept includes PDU Session statusin AMF. Any local PDU Session Release during the
Session Request procedure is indicated to the UE viathe Session Status. PDU Session Reactivation Result is
provided in Service Accept for the PDU sessionsin the List Of PDU Sessions To Be Activated and the PDU
Sessionin the List of Allowed PDU Sessions which has caused paging or NAS notification. If the PDU Session
Reactivation Result of a PDU Session is failure, the cause of the failure is also provided.

If the AMF accepts the Paging Restriction Information sent from the UE, the AMF informs the UE about the
acceptance/rejection of the requested Paging Restriction Information in the MM NAS Service Accept message.

If AMF receives multiple TAlsfrom the NG-RAN in step 2 and determines that some, but not all of them are
forbidden by subscription or by operator policy, the AMF shall include the forbidden TAI(s) inthe MM NAS
Service Accept message.

If there are multiple PDU Sessions that involves multiple SMFs, AMF does not need to wait for responses from
al SMFsin step 11 before it sends N2 SM information to the RAN. However, the AMF shall wait for all
responses from the SMFs before it sends MM NAS Service Accept message to the UE.

AMF shall include at least one N2 SM information from SMF if this step is triggered for PDU Session User
Plane activation. AMF may send additional N2 SM information from SMFsin separate N2 message(s) (e.g. N2
tunnel setup request), if thereis any. Alternatively, if multiple SMFs are involved, the AMF may send one N2
Request message to (R)AN after al the Nsmf_PDUSession_UpdateSM Context Response service operations
from all the SMFs associated with the UE are received.

If the NG-RAN node had provided the list of recommended cells/ TAs/ NG-RAN node identifiers during the
AN Release procedure (see clause 4.2.6), the AMF shall includeit in the N2 Request. The NG-RAN may use
thisinformation to allocate the RAN Notification Areawhen the NG-RAN decides to enable RRC Inactive state
for the UE.

The AMF includes the UE's "RRC Inactive Assistance Information" as defined in clause 5.3.3.2.5 of
TS23.501[2].

If the NG-RAN node does not support RACS and the AMF have UE Radio Capability ID but not the UE Radio
Capability information, then AMF will use Nucmf_UECapabilityManagement_Resolve to try to retrieve the
corresponding UE Radio Capability information.

If the NG-RAN node does not support RACS, or the AMF does not have UE Radio Capability ID in UE context,
the AMF shall include the UE Radio Capability information, if available, to the NG-RAN node as described in
TS23.501[2]. If the RAT Typeis NB-loT then NB-loT specific UE Radio Access Capability Information is
included instead, if available.

If AMF has UE Radio Capability ID in UE context valid for the PLMN the UE is currently in and the NG-RAN
supports RACS, the AMF signals the UE Radio Capability ID. If the NG-RAN node does not have mapping
between the UE Radio Capability ID and the corresponding UE radio capabilities, it shall use the non-UE
associated procedure described in TS 38.413 [10] to retrieve the mapping from the AMF.

The AMF may include the Core Network Assistance | nformation which includes Core Network assisted RAN
parameters tuning and Core Network assisted RAN paging information as defined in TS 23.501 [2].

If the UE included support for restriction of use of Enhanced Coverage, the AMF sends Enhanced Coverage
Restricted information to the (R)AN in the N2 message.

If the UE and the AMF have negotiated to enable M1CO mode and the AMF uses the Extended connected timer,
then the AMF provides the Extended Connected time value to NG-RAN (see clause 5.31.7.3 of TS23.501[2]) in
this step. The Extended Connected Time val ue indicates the minimum time the RAN should keep the UE in
RRC-CONNECTED state regardless of inactivity.

If the AMF accepted MICO mode in the last registration procedure and knows there may be mobile terminated
data or signalling pending, the AMF maintains the N2 connection for at |east the Extended Connected Time as
described in clause 5.31.7.3 of TS 23.501 [2] and provides the Extended Connected Time value to the RAN in
N2 message with Service Accept message. The RAN should keep the UE in RRC-CONNECTED state for an

Extended Connected Time period in order to ensure the downlink data and/or signalling is delivered to the UE.

If the RAN receivestwo CN Tunnel Info for aPDU session in step 11 for redundant transmission, RAN also
allocates two AN Tunnel Info correspondingly and indicate to SMF one of the AN Tunnel Info is used asthe
redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2].
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13. (R)AN to UE: The NG-RAN performs RRC Connection Reconfiguration with the UE depending on the QoS
Information for all the QoS Flows of the PDU Sessions whose UP connections are activated and Data Radio
Bearers. For a UE that wasin CM-IDLE state, if the Service Request is not triggered by UE for asignalling
connection only, the User Plane security is established at this step, which is described in detail in TS 38.331 [12]
and TS 36.331 [16]. For a UE that wasin CM-IDLE state, if the Service Request is triggered by UE for a
signaling connection only, AS security context may be established in this step, which is described in detail in
TS38.331[12] and TS 36.331[16].

If the N2 Reguest includes a NAS message, the NG-RAN forwards the NAS message to the UE. The UE locally
deletes context of PDU Sessions that are not available in 5GC.

NOTE 7: The reception of the Service Accept message does not imply the successful activation of the User Plane
radio resources.

NOTE 8: If not al the requested User Plane AN resources are successfully activated, see TS 38.413 [10].

After the User Plane radio resources are setup, the uplink data from the UE can now be forwarded to NG-RAN.
The NG-RAN sends the uplink data to the UPF address and Tunnel 1D provided in the step 11.

If the NG-RAN can not establish redundant user plane for the PDU Session asindicated by the RSN parameter
and PDU Session Pair 1D, the NG-RAN takes the decision on how to proceed with the PDU Session as described
inTS23.501[2].

14.[Conditional] (R)AN to AMF: N2 Request Ack (List of PDU Sessions To Be Established with N2 SM
information (AN Tunnel Info, List of accepted QoS Flows for the PDU Sessions whose UP connections are
activated, List of rejected QoS Flows for the PDU Sessions whose UP connections are activated), List of PDU
Sessions that failed to be established with the failure cause given in the N2 SM information element).

The message may include N2 SM information(s), e.g. AN Tunnel Info. NG-RAN may respond N2 SM
information with separate N2 message (e.g. N2 tunnel setup response) if AMF sends separate N2 message in
step 11.

If multiple N2 SM information are included in the N2 Request message in step 12, the N2 Request Ack includes
multiple N2 SM information and information to enable the AMF to associate the responses to relevant SMF.

15. [Conditional] AMF to SMF: Nsmf_PDUSession_UpdateSM Context Request (N2 SM information, RAT Type,
Access Type) per PDU Session to the SMF. The AMF determines Access Type and RAT Type, see
clause4.2.2.2.1.

If the AMF received N2 SM information (one or multiple) in step 14, then the AMF shall forward the N2 SM
information to the relevant SMF per PDU Session ID. If the UE Time Zone has changed compared to the last
reported UE Time Zone then the AMF shall include the UE Time Zone | E in this message.

If the PDU Session is moved from the non-3GPP access to 3GPP access (i.e. N3 tunnel for the PDU Sessionis
established successfully), the SMF and AMF update associated access of the PDU Session. The UE updates
associated access of the PDU Session when the user plane resource for the PDU Session is successfully
established.

Procedure for unpausing a charging pause initiated earlier is specified in clause 4.4.4.

If aPDU Session isrejected by the serving NG-RAN with an indication that the PDU Session was rejected
because User Plane Security Enforcement is not supported in the serving NG-RAN and the User Plane
Enforcement Policy indicates "Required" as described in clause 5.10.3 of TS 23.501 [2], the SMF shall trigger
the release of this PDU Session. In all other cases of PDU Session rejection, the SMF can decide whether to
release the PDU Session or to deactivate the UP connection of this PDU Session.

If some of the QoS Flows of a PDU Session are not accepted by the serving NG-RAN, the SMF shall initiate the
PDU Session Modification procedure to remove the non-accepted QoS Flows from the PDU Session after this
procedure is compl eted.

16. [Optional] SMF to PCF: If dynamic PCC is deployed and if Policy Control Request Trigger condition(s) have
been met (e.g. change of Access Type, change of UE location), performs SMF initiated SM Policy Modification
procedure as defined in clause 4.16.5.1. The PCF may provide updated policies.
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17a. [Conditional] SMF to new intermediate UPF: N4 Session Modification Request (AN Tunnel Info and List of
accepted QFI(9)).

If the SMF selected anew UPF to act as intermediate UPF for the PDU Session in step 5b, the SMF initiates a
N4 Session Modification procedure to the new 1-UPF and provides AN Tunnel Info. The Downlink Data from
the new |-UPF can now be forwarded to NG-RAN and UE.

17b. [Conditional] UPF to SMF: N4 Session Modification Response.

18a. [Conditional] SMF to UPF (PSA): N4 Session Modification Request (AN Tunnel Info, List of rejected QoS
Flows).

If aUser Plane isto be setup or modified and after the modification thereis no I-UPF, the SMF initiates a N4
Session Madification procedure to UPF (PSA) and provides AN Tunnel Info. The Downlink Data from the UPF
(PSA) can now be forwarded to NG-RAN and UE.

For QoS Flowsin the List of rejected QoS Flows, the SMF shall instruct the UPF to remove the rules (e.g.
Packet Detection Rules etc.) which are associated with the QoS Flows.

If SMF decides to perform redundant transmission for one or more QoS Flows of the PDU, the SMF also
indicates the UPF (PSA) to perform packet duplication for the QoS Flow(s) in downlink direction by forwarding
rules.

If the PCC rule(s) are updated in step 16, the SMF may initiate a N4 Session Modification procedure to UPF
(PSA) based on the updated PCC rule(s).

18b. [Conditional] UPF to SMF: N4 Session Modification Response.
19. [Conditional] SMF to AMF: Nsmf_PDUSession_UpdateSM Context Response.
20a. [Conditional] SMF to new UPF (intermediate): N4 Session Modification Request.

If forwarding tunnel has been established to the new I-UPF and if the timer SMF set for forwarding tunnel at
step 8a has expired, SMF sends N4 Session modification request to new (intermediate) UPF acting as N3
terminating point to release the forwarding tunnel.

20b. [Conditional] new UPF (intermediate) to SMF: N4 Session modification response.
New (intermediate) UPF acting as N3 terminating point sends N4 Session Modification response to SMF.
2la. [Conditional] SMF to UPF (PSA): N4 Session Modification Request.

If forwarding tunnel has been established to the UPF (PSA) and if the timer SMF set for forwarding tunnel at
step 7b has expired, SMF sends N4 Session modification request to UPF (PSA) acting as N3 Terminating Point
to release the forwarding tunnel.

21b. [Conditional] UPF (PSA) to SMF: N4 Session Modification Response.
UPF (PSA) acting as N3 Terminating Point sends N4 Session Modification Response to SMF.
22a. [Conditional] SMF to old UPF: N4 Session Modification Request or N4 Session Release Request.

If the SMF decided to continue using the old UPF in step 5b, the SMF sends an N4 Session Modification
Request, providing AN Tunnel Info.

If the SMF decided to select a new UPF to act as intermediate UPF in step 5b and the old UPF is not PSA UPF,
the SMF initiates resource rel ease, after timer in step 6b or 7b expires, by sending an N4 Session Release
Request (Release Cause) to the old intermediate UPF.

22b. [Conditional] Old intermediate UPF to SMF: N4 Session M odification Response or N4 Session Release
Response.

The old UPF acknowledges with an N4 Session M odification Response or N4 Session Rel ease Response
message to confirm the modification or release of resources.

For the mobility related events described in clause 4.15.4, the AMF invokes the Namf_EventExposure_Notify service
operation after step 4.
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Upon reception of the Namf_EventExposure_Notify with an indication that the UE is reachable, if the SMF has pending
DL datathe SMF invokes the Namf_Communication N1N2MessageTransfer service operation to the AMF to establish
the User Plane(s) for the PDU Sessions, otherwise the SMF resumes sending DL data notificationsto the AMF in the
case of DL data.

Upon reception of the Namf_EventExposure_Notify with an indication that UE is reachable only for regulatory
prioritized service, the SMF deactivates the PDU Session if the service of the PDU Session is not regulatory prioritized.
For home routed roaming case, the V-SMF triggers the deactivation of the PDU Session, in addition, the H-SMF
refrains from sending downlink signalling if the signalling is not related to regulatory prioritized service upon receiving
the notification.

4.2.3.3 Network Triggered Service Request

This procedure is used when the network needsto signal (e.g. N1 signalling to UE, Mobile-terminated SM S, User Plane
connection activation for PDU Session(s) to deliver mobile terminating user data) with a UE. When the procedure is
triggered by SMSF, PCF, LMF, GMLC, NEF, AMF or UDM, the SMF (and UPF, if applicable) in the following figure
should be replaced by the respective NF. If the UE isin CM-IDLE state or CM-CONNECTED state in 3GPP access,
the network initiates a Network Triggered Service Request procedure. If the UE isin CM-IDLE state and asynchronous
type communication is not activated, the network sends a Paging Request to (R)AN/UE. The Paging Request triggers
the UE Triggered Service Request procedure in the UE. If asynchronous type communication is activated, the network
stores the received message and forward the message to the (R)AN and/or the UE (i.e. synchronizes the context with the
(R)AN and/or the UE) when the UE enters CM-CONNECTED state.

If the UE isin CM-IDLE state in non-3GPP access and if the UE is simultaneously registered over 3GPP and non-3GPP
accesses in a PLMN, the network shall initiate a Network Triggered Service Request procedure over 3GPP access.

If the UE isin CM-IDLE state in 3GPP access and in CM-CONNECTED state in non-3GPP access and if the UE is
simultaneoudly registered over 3GPP and non-3GPP accesses in the same PLMN, the network may initiate a Network
Triggered Service Request procedure for 3GPP access via non-3GPP access.

For this procedure, the impacted SMF and UPF are al under control of the PLMN serving the UE, e.g. in Home Routed
roaming case the SMF and UPF in HPLMN are not involved.

The procedure below covers the following non exhaustive list of use-cases for 3GPP access (detailed conditions of
when the steps apply are stated in the procedure below):

- The SMF needs to setup N3 tunnel to deliver downlink packet to the UE for aPDU Session and the UE isin
CM-IDLE state: Step 3a contains an N2 message and Step 4b (paging) is performed.

- The SMF needs to setup N3 tunnel to deliver downlink packet to the UE for a PDU Session and the UE isin
CM-CONNECTED gtate: Step 3a contains an N2 message and Step 4a (UP reactivation) is performed.

- NF(e.g. SMF, SMSF, PCF or LMF) needs to send an N1 message to the UE, using the
Namf_Communication N1N2M essageT ransfer service operation and the UE isin CM-IDLE state: Step 3a
contains an N1 message, Step 3b contains cause "Attempting to reach UE" and Step 4b (paging) occurs.

- TheLMF triggers AMF, using the Namf_Communication N1N2M essageT ransfer service operation, to setup a
NAS connection with the UE and the UE isin CM-IDLE state: Step 3b contains cause "Attempting to reach UE"
and step 4b (paging) occurs.

- The GMLC triggers AMF, using the Namf_| ocation_Providel ocation service operation, to setup aNAS
connection with the UE and the UE isin CM-IDLE state: Step 4b (paging) occurs.

- The PCF needsto send a message to the UE, using the Npcf_ AMPolicyControl _Create Response service
operation, or the Npcf_AMPolicyControl_UpdateNotify service operation and the UE isin CM-IDLE state:
Step 3a contains a message and step 4b (paging) occurs.

- NF (e.g. SMSF or SMF) triggers AMF, using the Namf_MT _EnableUEReachability service operation, to setup a
NAS connection with the UE and the UE isin CM-IDLE state: The trigger is specific to the procedure and Step
4b (paging) occurs.

Asdescribed in clause 4.2.4.2, the AMF may also trigger the Network Triggered Service Request before the AMF sends
a UE Configuration Update.
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Figure 4.2.3.3-1: Network Triggered Service Request

1. When a UPF receives downlink data for a PDU Session and thereisno AN Tunnel Info stored in UPF for the
PDU Session, based on the instruction from the SMF (as described in clause 5.8.3 of TS 23.501 [2]), the UPF
may buffer the downlink data (steps 2a and 2b), or forward the downlink data to the SMF (step 2c).

2a. UPF to SMF: Data Notification (N4 Session ID, Information to identify the QoS Flow for the DL data packet,
DSCP).

- Onarriva of the first downlink data packet for any QoS Flow, the UPF shall send Data Notification message
to the SMF, if the SMF has not previoudly notified the UPF to not send the Data Notification to the SMF (in
which case the next steps are skipped).

- If the UPF receives downlink data packets for another QoS Flow in the same PDU Session, the UPF shall
send another Data Notification message to the SMF.

- If the Paging Policy Differentiation feature (as specified in clause 5.4.3 of TS 23.501 [2]) is supported by the
UPF and if the PDU Session typeis P, the UPF shall aso include the DSCP in TOS (IPv4) / TC (IPv6) value
from the I P header of the downlink data packet and the information to identify the QoS Flow for the DL data
packet.

2b. SMF to UPF: Data Notification Ack.

2c. The UPF forwards the downlink data packets towards the SMF if the SMF instructed the UPF to do so (i.e. the
SMF will buffer the data packets).

- If the Paging Policy Differentiation feature is supported by the SMF and if the PDU Session typeis P, the
SMF determines the Paging Policy Indicator based on the DSCPin TOS (1Pv4) / TC (IPv6) value from the IP
header of the received downlink data packet and identifies the corresponding QoS Flow from the QFI of the
received DL data packet.
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3a. [Conditional] SMF to AMF: Namf_Communication_N1N2MessageT ransfer (SUPI, PDU Session ID, N1 SM
container (SM message), N2 SM information (QFI(s), QoS profile(s), CN N3 Tunnel Info, S NSSALI), Area of
validity for N2 SM information, ARP, Paging Policy Indicator, 5QI, NIN2TransferFailure Notification Target
Address, Extended Buffering support), or NF to AMF: Namf_Communication_N1N2M essageT ransfer (SUPI,

N1 message).

The SMF shall not include both N1 SM Container and N2 SM Information in
Namf_Communication_N1N2MessageTransfer unlessthe N1 SM Container is related to the N2 SM
Information.

If this step is triggered by a notification from UPF, upon reception of a Data Notification message, for a PDU
Session corresponding to a LADN, the SMF takes actions as specified in clause 5.6.5 of TS 23.501 [2]. The SMF
may notify the UPF that originated the Data Notification to discard downlink data for the PDU Sessions and/or
to not provide further Data Notification messages.

Otherwise, the SMF determines whether to contact the AMF. The SMF does not contact the AMF:
- if the SMF had previously been notified that the UE is unreachable; or

- if the UE isreachable only for regulatory prioritized service and the PDU Session is not for regulatory
prioritized service.

The SMF determines the AMF and invokes the Namf_Communication_ N1IN2MessageTransfer to the AMF
including the PDU Session ID of the PDU Session. If this step is triggered by a notification from the UPF in
step 2a, the SMF determines the PDU Session ID based on the N4 Session ID received in step 2a.

The SMF determines whether Extended Buffering applies based on local policy and the capability of the SMF
(for SMF-based buffering) or the capability of the UPF (for UPF-based buffering). If Extended Buffering
applies, the SMF includes "Extended Buffering support” indication in
Namf_Communication_N1N2MessageTransfer.

If the SMF, while waiting for the User Plane Connection to be activated, receives any additional Data
Notification message or, in the case that the SMF buffers the data packets, additional data packets for a QoS
Flow associated with a higher priority (i.e. ARP priority level) than the priority indicated to the AMF in the
previous Namf_Communication N1IN2MessageTransfer, or the SMF derive a different Paging Policy Indicator
according to the additional Data Notification or the DSCP of the data packet, the SMF invokes a new
Namf_Communication_N1N2MessageTransfer indicating the higher priority or different Paging Policy Indicator
to the AMF.

If the SMF, while waiting for the User Plane to be activated, receives a message from a new AMF other than the
one to which the SMF invoked theNamf_Communication_N1N2MessageTransfer, the SMF re-invokes the
Namf_Communication_N1N2MessageT ransfer towards the new AMF.

When supporting Paging Policy Differentiation, the SMF determines the Paging Policy Indicator related to the
downlink data that has been received from the UPF or triggered the Data Notification message, based on the
DSCP as described in clause 5.4.3 of TS 23.501 [2] and indicates the Paging Policy Indicator in the
Namf_Communication_N1N2M essageT ransfer.

NOTE 1: AMF may receive request message(s) from other network functions which leads to signalling towards
UE/RAN, e.g. Network-initiated Deregistration, SMF initiated PDU Session Modification. If the UE isin
CM-CONNECTED state and the AMF only delivers N1 message towards UE, the flow continuesin step
6 below.

The N2 SM information is optional and is not provided e.g. in the case that the SMF only wants to send an N1
message such as PDU Session Modification Command with only updating the UE with a PCO.

3b. [conditional] The AMF responds to the SMF.

If the UE isin CM-IDLE state at the AMF and the AMF is able to page the UE the AMF sends a
Namf_Communication_N1IN2MessageTransfer response to the SMF immediately to indicate to the SMF that
AMF is attempting to reach UE and the N2 SM information provided in step 3a, may be ignored by the AMF
once the UE is reachable and the SMF may be asked to provide the N2 SM information again.

While waiting for the UE to respond to a previous paging request, if the AMF receives an
Namf_Communication_N1N2MessageTransfer Request message with the same or alower priority than the
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3c.

previous message triggering the paging, or if the AMF has determined not to trigger additional paging requests
for this UE based on local policy, the AMF rejects the Namf_Communication N1N2MessageTransfer Request

message.

If the UE isin CM-CONNECTED state at the AMF then the AMF sends a
Namf_Communication_N1N2M essageT ransfer response to the SMF immediately to indicate that the N1/N2
message has been sent out.

If the UE isin CM-IDLE state and the AMF determines that the UE is not reachable for paging, the AMF shall
send an Namf_Communication_N1IN2MessageT ransfer response to the NF from which AMF received the
request message in step 3ato indicate that the UE is not reachable, or the AMF performs asynchronous type
communication and stores the UE context based on the received message, it shall send an
Namf_Communication_N1N2MessageTransfer response to indicate that asynchronous type communication is
invoked. If asynchronous type communication isinvoked, the AMF initiates communication with the UE and
(R)AN when the UE isreachable e.g. when the UE enters CM-CONNECTED state.

If the AMF detects that the UE context contains Paging Restriction Information, the AMF may block the paging
for this UE, based on local policy and the stored Paging Restriction Information (see clause 5.38.1 of
TS23.501[2)]). If the AMF blocks paging, the AMF sends Namf_Communication_ N1IN2M essageT ransfer
response with an indication that its request has been rejected due to restricted paging to the NF from which AMF
received the request message in step 3a.

If the AMF has determined the UE is unreachable for the SMF (e.g. due to the UE in MICO mode, the UE using
extended idle mode DRX or the UE is only registered over non-3GPP access and its state is CM-IDLE), then the
AMF rgects the request from the SMF. The AMF may include in the reject message an indication that the SMF
need not trigger the Namf_Communication_N1N2MessageTransfer Request to the AMF, if the SMF has not
subscribed to the event of the UE reachability. If the SMF included the Extended Buffering Support indication,
the AMF indicates the Estimated Maximum Wait time, in the reject message, for the SMF to determine the
Extended Buffering time. If the UE isin MICO mode, the AMF determines the Estimated Maximum Wait time
based on the next expected periodic registration by the UE or by implementation. If the UE is using extended
idle mode DRX, the AMF determines the Estimated Maximum Wait time based on the start of the next Paging
Time Window. The AMF stores an indication that the SMF has been informed that the UE is unreachable.

If the AMF has determined the UE is reachable and the AMF detects the UE isin a Non-Allowed Area unless
the request from the SMF isfor regulatory prioritized service, the AMF rejects the request from the SMF and
notifies the SMF that the UE is reachable only for regulatory prioritized service. The AMF stores an indication
that the SMF has been informed that the UE is reachable only for regulatory prioritized service.

If the Registration procedure with AMF change isin progress when the old AMF receives the
Namf_Communication_N1N2MessageTransfer, the old AMF may reject the request with an indication that the
Namf_Communication_N1N2MessageTransfer has been temporarily rejected.

Upon reception of an Namf_Communication_N1N2M essageT ransfer response with an indication that its request
has been temporarily rejected, the SMF shall start alocally configured guard timer and wait for any message to
come from an AMF. Upon reception of a message from an AMF, the SMF shall re-invoke the
Namf_Communication_N1N2MessageTransfer (with N2 SM info and/or N1 SM info) to the AMF from which it
received the message. Otherwise the SMF takes the step 3c at expiry of the guard timer. If the SMF decides that
the control plane buffering applies, the SMF shall request UPF to start forwarding the downlink data PDU
towards the SMF.

[Conditional] SMF responds to the UPF
SMF may notify the UPF about the User Plane setup failure.

If the SMF receives an indication from the AMF that the UE is unreachable or reachable only for regulatory
prioritized service and the SMF determines that Extended Buffering does not apply, the SMF may, based on
network policies, either:

- indicate to the UPF to stop sending Data Notifications;
- indicate to the UPF to stop buffering DL data and discard the buffered data;

- indicate to the UPF to stop sending Data Notifications and stop buffering DL data and discard the buffered
data; or
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- refrains from sending further Namf_Communication_ N1N2MessageTransfer message for DL data to the
AMF while the UE is unreachable.

Then the SMF subscribes to the AMF for UE reachability event notifications.
Based on operator policies, the SMF applies the pause of charging procedure as specified in clause 4.4.4.

If the SMF receives an indication from the AMF that the Namf_Communication_N1N2M essageT ransfer
message requested from an SMF has been temporarily rejected, the SMF may, based on network policies,
indicate to the UPF to apply temporary buffering.

If the SMF receives an "Estimated Maximum Wait time" from the AMF and Extended Buffering applies, the
SMF may either:

- If the DL data buffering in the SMF applies, store the DL Datafor an Extended Buffering time. The SMF
does not send any additional Namf_Communication_N1N2M essageT ransfer message if subsequent downlink
data packets are received. If the Extended Buffering timer expires, the SMF discards the buffered downlink
data.

- If the DL data buffering in the UPF applies, send a Failure indication with an indication to the UPF to buffer
the DL data with an Extended Buffering time and optionally a DL Buffering Suggested Packet Count. The
Suggested Number of Downlink Packets network configuration parameter (if available) may be used to
derive the value for DL Buffering Suggested Packet Count. The SMF may also indicate to the UPF to stop
sending Data Notifications.

The Extended Buffering time is determined by the SMF and should be larger or equal to the Estimated
Maximum Wait time received from the AMF.

If the UPF receives an Extended Buffering indication from the SMF, the UPF initiates Extended Buffering of the
downlink data and starts an Extended Buffering timer. If the Extended Buffering timer expires, the UPF discards
the buffered downlink data.

4a. [Conditional] If the UE isin CM-CONNECTED state in the access associated with the PDU Session ID received
from the SMF in step 3a, the steps 4 to 22 in UE Triggered Service Request procedure (see clause 4.2.3.2) are
performed for this PDU Session (i.e. establish the radio resources and, in the case that the User Planeisto be
activated, to establish the N3 tunnel) without sending a Paging message to the (R)AN node and the UE. In step
12 of clause 4.2.3.2, the AMF does not send the NAS Service Accept message to the UE. Therest of this
procedure is omitted.

4b.[Conditional] If the UE isin CM-IDLE state in 3GPP access and the PDU Session ID received from the SMF in
step 3a has been associated with 3GPP access and based on local policy the AMF decides to notify the UE
through 3GPP access even when UE isin CM-CONNECTED state for non-3GPP access, the AMF may send a
Paging message to NG-RAN node(s) via 3GPP access.

If the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN, the UE isin CM-
IDLE state in both 3GPP access and non-3GPP access and the PDU Session ID in step 3ais associated with non-
3GPP access, the AMF sends a Paging message with associated access "non-3GPP" to NG-RAN node(s) via
3GPP access.

If the UE isin RM-REGISTERED state and CM-IDLE and reachable in 3GPP access, the AMF sends a Paging
message (NAS ID for paging, Registration Arealist, Paging DRX length, Paging Priority, access associated to
the PDU Session, Enhanced Coverage Restricted information, WUS Assistance Information) to (R)AN node(s)
belonging to the Registration Area(s) in which the UE is registered, then the NG-RAN node pages the UE,
including the access associated to the PDU Session in the paging message if received from the AMF, see

TS 38.331[12]. If extended idle mode DRX was accepted by the AMF in the last registration procedure, the

AMF includes extended idle mode DRX cycle length and Paging Time Window in the Paging message. The

AMF shall ensure that the correct Paging DRX length is provided based on the accepted UE Specific DRX of the
current RAT.

NOTE 2: The usage of the Access associated with a PDU Session when paging an UE is defined in clause 5.6.8 of
TS23.501[2].

NOTE 3: Thisstepis performed also when the UE and the network support User Plane CloT 5GS Optimisation and
the previous RRC connection has been suspended.
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Different paging strategies may be configured in the AMF for different combinations of DNN, Paging Policy
Indicator (if supported), ARP and 5Ql.

For RRC Inactive state, the paging strategies may be configured in the (R)AN for different combinations of
Paging Policy Indicator, ARP and 5QI.

Paging Priority isincluded only:

if the AMF receives an Namf_Communication_N1N2MessageTransfer message with an ARP value
associated with priority services (e.g. MPS, MCS), as configured by the operator.

if the AMF receives an Nudm_SDM _ Notification message for a changein priority subscription (e.g. MPS),
with a priority value as configured by the operator.

One Paging Priority level can be used for multiple ARP vaues. The mapping of ARP valuesto Paging
Priority level (or levels) is configured by operator policy in the AMF and in NG-RAN.

The (R)AN may prioritise the paging of UEs according to the Paging Priority.

If the AMF, while waiting for a UE response to the Paging Request message sent without Paging Priority,
receives an Namf_Communication_N1N2MessageT ransfer message, which indicates an ARP value associated
with priority services (e.g. MPS, MCS), as configured by the operator, the AMF shall send another paging
message with the suitable Paging Priority. For subsequent received

Namf_Communication_N1N2M essageT ransfer messages with the same or higher priority, the AMF may
determine whether to send the Paging message with suitable Paging Priority based on local policy.

If the AMF has assigned PEIPS Assistance Information, the AMF shall provide the information. The NG-RAN
uses thisinformation as described in TS 23.501 [2].

Paging strategies may include:

paging retransmission scheme (e.g. how frequently the paging is repeated or with what time interval);

determining whether to send the Paging message to the (R)AN nodes during certain AMF high load
conditions;

whether to apply sub-area based paging (e.g. first page in the last known cell-id or TA and retransmission in
all registered TAS).

NOTE 4: Setting of Paging Priority in the Paging message is independent from any paging strategy.

The AMF and the (R)AN may support further paging optimisationsin order to reduce the signalling load and the
network resources used to successfully page a UE by one or several of the following means:

by the AMF implementing specific paging strategies (e.g. the N2 Paging message is sent to the (R)AN nodes
that served the UE last);

by the AMF considering Information On Recommended Cells And NG-RAN nodes provided by the (R)AN
at transition to CM-IDLE state. The AMF takes the (R)AN nodes related part of this information into account
to determine the (R)AN nodes to be paged and provides the information on recommended cells within the N2
Paging message to each of these (R)AN nodes;

by the (R)AN considering the Paging Attempt Count Information provided by the AMF at paging.

If the UE Radio Capability for Paging Information is available in the AMF, the AMF adds the UE Radio
Capability for Paging Information in the N2 Paging message to the (R)AN nodes.

If the Information On Recommended Cells And (R)AN nodes For Paging is available in the AMF, the AMF
shall take that information into account to determine the (R)AN nodes for paging and, when paging a (R)AN
node, the AMF may transparently convey the information on recommended cells to the (R)AN node.

The AMF may include in the N2 Paging message(s) the paging attempt count information. The paging attempt
count information shall be the same for all (R)AN nodes selected by the AMF for paging.
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4c.

If the AMF has Paging Assistance Data for CE capable UE stored in the UE Context in AMF and Enhanced
Coverageis not restricted for the UE then the AMF shall include Paging Assistance Data for CE capable UE in
the N2 paging message for all NG-RAN nodes selected by the AMF for paging.

The AMF may include in the N2 Paging message(s) the WUS Assistance Information, if available. If the WUS
Assistance Information is included by the N2 Paging message, the NG-eNB takes it into account when paging
the UE (see TS 36.300 [46]).

The AMF may include in the N2 paging message the PLMN ID(s) of Serving PLMN and equivalent PLMN(s)
supported by NG-RAN and corresponding CAG information per PLMN ID which including an Allowed CAG
list and optionally an indication whether the UE is only allowed to access 5GS via CAG cells, if available. If the
above information isincluded in N2 paging message, the NG-RAN node may take it into account when
determining the cells where paging will be performed (see TS 38.413 [10]).

If the UE and NG-eNB support WUS, then:

- if the NGAP Paging message contains the Assistance Data for Recommended Cells |E (see TS 38.413 [10]),
the NG-eNB shall only broadcast the UE's Wake Up Signal in the last used cell;

- €else(i.e the Assistance Data for Recommended Cells |E is not included in the NGAP Paging message) the
eNodeB should not broadcast the UE's Wake Up Signal.

If the network supports the Paging Cause Indication for Voice Service feature and if the UE context in the AMF
indicates that the UE supports the Paging Cause Indication for V oice Service feature, the AMF should provide
the Voice Service Indication in the NGAP Paging message only when the AMF detects that the downlink data
which triggers the Paging message is related to voice service, as specified in clause 5.38.3in TS 23.501 [2]. If
the NG RAN supporting the Paging Cause Indication for V oice Service feature receives the Voice Service
Indication, it provides the VV oice Service Indication in the Paging message and sends the Paging message to the
UE.

[Conditional] If the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN and
the UE isin CM-CONNECTED state in 3GPP access and the PDU Session ID in step 3ais associated with non-
3GPP access, the AMF sends a NAS Notification message containing the non-3GPP Access Type to the UE over
3GPP access and sets a Notification timer. Step 5 is omitted.

If the UE is simultaneously registered over 3GPP and non-3GPP accesses in the same PLMN and the UE isin
CM-CONNECTED state for non-3GPP access and in CM-IDLE for 3GPP access and if the PDU Session ID in
step 3ais associated with 3GPP access and based on local policy the AMF decides to notify the UE through non-
3GPP access, the AMF may send a NAS Notification message containing the 3GPP Access Type to the UE over
non-3GPP access and sets a Notification timer. If the network supports the Paging Cause Indication for VVoice
Service feature and if the UE context in the AMF indicates that the UE supports the Paging Cause Indication for
Voice Service feature and the AMF detects that the downlink datais related to voice service, as specified in
clause 5.38.3in TS 23.501 [2], the AMF shall send Paging message over 3GPP access as specified in step 4b.

NOTE5: Thisstepis performed also when the UE and the network support User Plane CloT 5GS Optimisationin

5.

3GPP access and the previous RRC connection has been suspended.
[Conditional] AMF to SMF: Namf_Communication N1N2Transfer Failure Notification.

The AMF supervises the paging procedure with atimer. If the AMF receives no response from the UE to the
Paging Request message, the AMF may apply further paging according to any applicable paging strategy
described in step 4b.

The AMF notifies the SMF by sending Namf_Communications_ N1N2MessageTransfer Failure Notification to
the Notification Target Address provided by the SMF in step 3aif the UE does not respond to paging, unlessthe
AMF isaware of an ongoing MM procedure that prevents the UE from responding, i.e. the AMF receives an
N14 Context Reguest message indicating that the UE performs Registration procedure with another AMF.

When a Namf_Communication_N1N2Transfer Failure Notification is received, SMF informs the UPF (if
applicable).

Procedure for pause of charging at SMF is specified in clause 4.4.4.

If the UE isin CM-IDLE state in 3GPP access, upon reception of paging request for a PDU Session associated to
3GPP access, the UE shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2) or, if the UE is
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enabled to use User Plane CloT 5GS Optimisation and there is suspended access stratum context stored in the
UE, the UE initiates the Connection Resume in CM-IDLE with Suspend procedure (clause 4.8.2.3). To support
the buffered data forwarding, the SMF instruct the UPF to establish a Data forwarding tunnel between the old
UPF and the new UPF or to the PSA as described at steps 6a, 7a, 8a of clause 4.2.3.2.

If the UE isin CM-IDLE state in 3GPP access and is using the Multi-USIM Paging Rejection feature (see
clause 5.38 of TS 23.501 [2]), upon reception of paging request and if the UE determines not to accept the
paging, the UE attempts to send a Reject Paging Indication viathe UE Triggered Service Request procedure
(clause 4.2.3.2) unlessit is unable to do so e.g. due to UE implementation constraints.

If the UE isin CM-IDLE state in both non-3GPP and 3GPP accesses, upon reception of paging request for a
PDU Session associated to non-3GPP access, the UE shall initiate the UE Triggered Service Request procedure
(clause 4.2.3.2) which shall contain the List Of Allowed PDU Sessions that, according to UE policies and
whether the S-NSSAIs of these PDU Sessions are within the Allowed NSSAI for 3GPP access, can be re-
activated over the 3GPP access. If thereis no PDU Session that can be re-activated over the 3GPP access, the
UE includes an empty List Of Allowed PDU Sessions. If the AMF receives a Service Reguest message from the
UE via non-3GPP access as described in clause 4.12.4.1 (e.g. because the UE successfully connects to a non-
3GPP access), the AMF stops the paging procedure and processes the received Service Request procedure. If the
AMF receives the Service Request message and the List Of Allowed PDU Sessions provided by the UE does not
include the PDU Session for which the UE was paged, the AMF notifies the SMF that the UE was reachable but
did not accept to re-activate the PDU Session by invoking Namf_EventExposure_Notify service as described in
step 4 of clause 4.2.3.2.

If the UE isin CM-IDLE state in non-3GPP access and in CM-CONNECTED state in 3GPP access, upon
reception of NAS Notification message over 3GPP access containing the non-3GPP Access Type, the UE shall
initiate the UE Triggered Service Request procedure (clause 4.2.3.2) with the List Of Allowed PDU Sessions
that, according to UE policies and whether the S-NSSAIs of these PDU Sessions are within the Allowed NSSAI
for 3GPP access, can be re-activated over the 3GPP access. If there isno PDU Session that can be re-activated
over the 3GPP access, the UE include an empty List Of Allowed PDU Sessions. When the AMF receives the
Service Request message and the List of Allowed PDU Sessions provided by the UE does not include the PDU
Session for which the UE was notified, the AMF notifies the SMF that the UE was reachable but did not accept
to re-activate the PDU Session by invoking Namf_EventExposure Notify service. If the AMF receives a Service
Request message from the UE via non-3GPP access as described in clause 4.12.4.1 (e.g. because the UE
successfully connects to a non-3GPP access), the AMF stops the Notification timer and processes the received
Service Request procedure.

- Alternatively, if the UE isin CM-IDLE state in non-3GPP access with the Mobility Management back-off timer
running, upon reception of Paging Message over 3GPP access containing the non-3GPP Access Type, the UE on
stopping the back-off timer (for both accesses), shall initiate the UE Triggered Service Request procedure
(clause 4.12.4.1) over non-3GPP access if non-3GPP access is available. When the AMF receives a Service
Request message from the UE via non-3GPP access, the AMF stops the Paging timer and processes the received
Service Request.

NOTE 6: A scenario where the UE is CM-IDLE over non-3GPP access and yet non-3GPP accessis available, is
when the UE over the non-3GPP access is running the Maobility Management back-off timer and network
has released the NAS signalling connection upon service reject.

If the UE isin CM-IDLE state in 3GPP access and in CM-CONNECTED state in non-3GPP access, upon
reception of NAS Notification message over non-3GPP access identifying the 3GPP access type, the UE shall
initiate the UE triggered Service Request procedure (clause 4.2.3.2) over the 3GPP access when 3GPP accessis
available. The Multi-USIM UE may not be able to trigger Service Request procedure (clause 4.2.3.2) over the
3GPP access to response the NAS Notification, e.g. due to UE implementation constraints. If the AMF does not
receive the Service Regquest message before Notification timer expires, the AMF may either page the UE through
3GPP access or notify the SMF that the UE was not able to re-activate the PDU Session.

The User Plane of all PDU Sessions for URLLC shall be activated during the Service Request procedure if the
UE initiates the Service Request from 3GPP access in CM-IDLE state as described in clause 4.2.3.2.

6a. After receiving the Reject Paging Indication, the AMF notifies the SMF using the
Namf_Communication N1N2MessageTransfer Failure Notification that the UE rejected the page and no user
plane connection will be established. The UE remains reachable for future paging attempts.

7. If the AMF has paged the UE to trigger the Service Request Procedure, the AMF shall initiate the UE
configuration update procedure as defined in clause 4.2.4.2 to assign a new 5G-GUTI. If the UE response in the
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Service Request includes a Reject Paging Indication, the AMF triggers the release of the UE as specified in
clause 4.2.3.2.

8. The UPF transmits the buffered downlink data toward UE via (R)AN node which performed the Service Request
procedure. If datais buffered in the SMF, the SMF delivers buffered downlink data to the UPF.

The network also sends downlink signalling to the UE if the procedure is triggered due to request from other
NFs, as described in step 3a.

4.2.4 UE Configuration Update

4241 General

UE configuration may be updated by the network at any time using UE Configuration Update procedure. UE
configuration includes:

- Access and Mobility Management related parameters decided and provided by the AMF. Thisincludes the
Configured NSSAI and its mapping to the Subscribed S-NSSAIs, the Allowed NSSAI and its mapping to
Subscribed S-NSSAI s, the Service Gap time, the list of Rejected NSSAIsif the UE Configuration Update
procedure is triggered by the AMF after Network Slice-Specific Authentication and Authorization of S-NSSAIS,
the Truncated 5G-S-TM Sl Configuration and a priority subscription indication (e.g. MPS). If the UE and the
AMF support RACS, this may aso include a PLMN-assigned UE Radio Capability ID or aternatively a PLMN-
assigned UE Radio Capability ID deletion indication. If the UE and AMF supports Disaster Roaming service,
this may also include the "list of PLMN(Ss) to be used in Disaster Condition™, Disaster Roaming wait range
information, Disaster Return wait range information and notifying UE that the disaster condition is no longer
applicable, as specified in TS 23.501 [2].

- UE Policy provided by the PCF.

When AMF wants to change the UE configuration for access and mobility management related parameters the AMF
initiates the procedure defined in clause 4.2.4.2. When the PCF wants to change or provide new UE Policiesin the UE,
the PCF initiates the procedure defined in clause 4.2.4.3.

If the UE Configuration Update procedure requires the UE to initiate a Registration procedure, the AMF indicates this
to the UE explicitly.

The procedure in clause 4.2.4.2 may be triggered also when the AAA Server that performed Network Slice-Specific
Authentication and Authorization for an S-NSSAI revokes the authorization.

4.2.4.2 UE Configuration Update procedure for access and mobility management
related parameters

This procedureisinitiated by the AMF when the AMF wants to update access and mobility management related
parameters in the UE configuration.

This procedure is also used to trigger UE to perform, based on network indication, either Mobility Registration Update
procedure while the UE isin CM-CONNECTED state to modify NAS parameters that require negotiation (e.g. MICO
mode) or to steer the UE towards EPC as specified in clause 5.31.3 of TS 23.501 [2], or Mobility Registration Update
procedure after the UE enters CM-IDLE state (e.g. for changes to Allowed NSSAI that require re-registration). If a
Registration procedure is needed, the AMF provides an indication to the UE to initiate a Registration procedure.

UE Configuration Update shall be sent over the Access Type (i.e. 3GPP access or non-3GPP access) the UE
Configuration Update is applied to, when applicable. If the AMF wants to update NAS parametersin the UE which
require UE acknowledgement, then the AMF provides an indication to the UE of whether the UE shall acknowledge the
command or not. The AMF should not request acknowledgement of the NITZ command. The AMF shall request
acknowledgement for NSSAI information (e.g. Allowed NSSAI), 5G-GUTI, TAI List and Mobility Restrictions, LADN
Information, MICO, Operator-defined access category definitions, PLMN-assigned UE Radio Capability ID and SMS
subscription.
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T o e

0. AMF decides undate of UE confiauration or need for re-reaistration

1. UE Configuration) Update Command

2a. UE Configuration Update Complete
2b. Nudm_SDM Info service

2d. Inform 2c. Update RAN
lower layers <«

3a. UE initiates Registration procedure in CM-CONNECTED state as described in clause 4.2.2.2.
Steps 3b, 3¢ and 4 are skipped

4. AMF triggers AN Release procedure unless there are PDU Session(s) associated with emergency services,
and the UE initiates Registration procedure after UE enters CM-IDLE state

Figure 4.2.4.2-1: UE Configuration Update procedure for access and mobility management related

0.

parameters

AMF determines the necessity of UE configuration change due to various reasons (e.g. UE mobility change, NW
policy, reception of Subscriber Data Update Notification from UDM, change of Network Slice configuration
(including due to change of the NSSRG information in subscription information as specified in clause 5.15.12 of
TS 23.501 [2], or dueto change of NSAG Information as specified in clause 5.15.14 of TS 23.501 [2]), need to
assign PLMN-assigned UE Radio Capability ID, change of Enhanced Coverage Restriction information in the
UE context) or that the UE needs to perform a Registration Procedure. If aUE isin CM-IDLE, the AMF can
wait until the UE isin CM-CONNECTED state or triggers Network Triggered Service Request (in

clause 4.2.3.3).

NOTE 1: Itisup to the network implementation whether the AMF can wait until the UE isin CM-CONNECTED

state or trigger the Network Triggered Service Request.

NOTE 2: The AMF can check whether Network Slice configuration needs to be updated by using the

Nnssf_NSSelection_Get service operation and in such case the AMF compares the stored information
with the output from the NSSF to decide whether an update of the UE is required.

The AMF may include Mobility Restriction List in N2 message that delivers UE Configuration Update
Command to the UE if the service arearestriction for the UE is updated.

. The AMF sends UE Configuration Update Command containing one or more UE parameters (Configuration

Update Indication, 5G-GUTI, TAI List, Allowed NSSAI, Mapping Of Allowed NSSAI, Configured NSSAI for
the Serving PLMN, Mapping Of Configured NSSAI, [NSSRG Information], rejected S-NSSAIs, NITZ, Mobility
Restrictions, LADN Information, M1CO, Operator-defined access category definitions, SM'S Subscribed
Indication, [PLMN-assigned UE Radio Capability 1D], [PLMN-assigned UE Radio Capability ID deletion
indication], ["List of PLMN(s) to be used in Disaster Condition"], [Disaster Roaming wait range information],
[Disaster Return wait range information], [MPS priority], [MCX priority], [UAS services Indication]) to the UE.
Optionally, the AMF may update the rejected S-NSSAIsin the UE Configuration Update command.
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The AMF includes one or more of 5G-GUTI, TAI List, Allowed NSSAI, Mapping Of Allowed NSSAI,
Configured NSSAI for the Serving PLMN, Mapping Of Configured NSSAI, rejected S-NSSAIs, NITZ (Network
Identity and Time Zone), Mobility Restrictions parameters, LADN Information, Operator-defined access
category definitions, PLMN-assigned UE Radio Capability ID, or SMS Subscribed Indication if the AMF wants
to update these NAS parameters without triggering a UE Registration procedure.

The AMF may include in the UE Configuration Update Command also Configuration Update Indication
parameters indicating whether:

- Network Slicing Subscription Change has occurred,;
- the UE shall acknowledge the command; and
- whether a Registration procedure is requested.

If the AMF indicates Network Slicing Subscription Change, then the UE shall locally erase all the network
dlicing configuration for all PLMNs and, if applicable, update the configuration for the current PLMN based on
any received information. If the AMF indicates Network Slicing Subscription Change, the UE shall also be
requested to acknowledge in step 2.

If the AMF aso includesin the UE Configuration Update Command message a new Configured NSSAI for the
Serving PLMN, then the AMF should also include a new Allowed NSSAI with, if available, the associated
Mapping Of Allowed NSSAI, unless the AMF cannot determine the new Allowed NSSAI after the Subscribed
S-NSSAI(s) are updated, in which case the AMF does not include in the UE Configuration Update Command
message any Allowed NSSAI. If the UE hasindicated its support of the subscription-based restrictions to
simultaneous registration of network slices feature in the UE 5GMM Core Network Capability, the AMF
includes, if available, the NSSRG Information, defined in clause 5.15.12 of TS 23.501 [2]. If the UE has not
indicated its support of the subscription-based restrictions to simultaneous registration of network slices feature
and the subscription information for the UE includes NSSRG information and the AMF is providing the
Configured NSSAI to the UE, the Configured NSSAI shall include the S-NSSAIs according to clause 5.15.12 of
TS23.501[2].

If the UE hasindicated its support of NSAG featurein 5GMM Core Network Capability, the AMF includes, if
available, the NSAG Information, defined in clause 5.15.14 of TS 23.501 [2] when providing a new Configured
NSSAI which includes S-NSSAIs with associated NSAG Value(s) or when the NSAG Information changes for
some S-NSSAI in the Configured NSSAI. When NSAG Information is provided to the UE, the AMF requests
the UE to acknowledge the UE Configuration Command message.

When the UE and the AMF supports RACS as defined in clause 5.4.4.1a of TS 23.501 [2] and the AMF needs to
configure the UE with a UE Radio Capability ID and the AMF already has the UE radio capabilities other than
NB-10T radio capabilities for the UE and, the AMF may provide the UE with the UE Radio Capability ID for the
UE radio capabilities the UCMF returnsto the AMF in aNucmf_assign service operation for this UE.

If the UE is needed to be redirected to the dedicated frequency band(s) for S NSSAI(s), the AMF may determine
aTarget NSSAI, as described in clause 5.3.4.3.3 of TS 23.501 [2], itself or by interacting with the NSSF using
Nnssf_NSSelection_Get which includes e.g. the Rejected S-NSSAI(s) for RA and Allowed NSSAI. The AMF
may determine RFSP index associated to the Target NSSAI by interacting with the PCF using
Npcf_AMPolicyControl_Update which includes the Target NSSAI to retrieve a corresponding RFSP index or
based on local configuration in case PCF is not deployed. The Target NSSAI and the RFSP index associated
with the Target NSSAI are provided to the NG-RAN within the N2 message carrying the UE Configuration
Update Command message.

If the UE and AMF supports Disaster Roaming service, the AMF may include the "list of PLMN(S) to be used in
Disaster Condition", Disaster Roaming wait range information and Disaster Return wait range information as
specified in TS 23.501 [2]. When the disaster condition is no longer applicable, the serving AMF that provides
Disaster Roaming service may notify the UE as specified in clause 5.40.5 of TS 23.501 [2].

If the AMF receives a Subscriber Data Update Notification from the UDM that includes MPS priority or MCX
priority, the AMF includes MPS priority or MCX priority in the UE Configuration Update Command,
respectively, as specified in clause 5.22.2 of TS 23.501 [2].

If UAS service becomes enabled or disabled (e.g. because the aerial subscription is part of the UE subscription
dataretrieved from UDM changes), the AMF may include an Indication of UAS services being enabled or
disabled in the UE Configuration Update Command.
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2a. If the UE Configuration Update Indication requires acknowledgement of the UE Configuration Update

2b.

2c.

Command, then the UE shall send a UE Configuration Update complete message to the AMF. The AMF should
request acknowledgement for all UE Configuration Updates, except when only NITZ is provided. If Registration
procedure is not required, steps 3a, 3b, 3c and step 4 are skipped. If the Configuration Update Indication is
included in the UE Configuration Update Command message and it requires a Registration procedure, depending
on the other NAS parametersincluded in the UE Configuration Update command, the UE shall execute steps 3a
or 3b or 3c+4 as applicable.

If the PLMN-assigned UE Radio Capability ID isincluded in stepl, the AMF stores the UE Radio Capability ID
in UE context if receiving UE Configuration Update complete message.

If the UE receives PLMN-assighed UE Radio Capability ID deletion indication in step 1, the UE shall delete the
PLMN-assigned UE Radio Capability ID(s) for this PLMN. If UE Configuration Updateis only for this purpose,
the following steps are skipped.

[Conditional] The AMF also uses the Nudm_SDM _Info service operation to provide an acknowledgment to
UDM that the UE received CAG information as part of the Mobility Restrictions (if the CAG information was
updated), or the Network Slicing Subscription Change Indication (if this was indicated in step 1) and acted upon
it.

[Conditional] If the AMF has reconfigured the 5G-GUTI over 3GPP access, the AMF informs the NG-RAN of
the new UE Identity Index Value (derived from the new 5G-GUTI) when the AMF receives the
acknowledgement from the UE in step 2a.

[Conditional] If the UE isregistered to the same PLMN via both 3GPP and non-3GPP access and if the AMF has
reconfigured the 5G-GUTI over non-3GPP access and the UE isin CM-CONNECTED state over 3GPP access,
then the AMF informs the NG-RAN of the new UE Identity Index Value (derived from the new 5G-GUTI) when
the AMF receives the acknowledgement from the UE in step 2a.

[Conditional] If the AMF has configured the UE with a PLMN-assigned UE Radio Capability 1D, the AMF
informs NG-RAN of the UE Radio Capability ID, when it receives the acknowledgement from the UE in step 2a.

[Conditional] If the Mobility Restrictions for the UE were updated and the Mobility Restrictions were not
provided in the N2 message that delivers the UE Configuration Update Command, the AMF provides the NG-
RAN with updated Mobility Restrictions unless the AMF releases the UE in this step (see below).

If the AMF initiated the UE Configuration Update procedure due to receiving Nudm_SDM_Noatification and the
CAG information has changed such that a CAG Identifier has been removed from the Allowed CAG list or the
UE isonly alowed to access CAG cells, the AMF shall release the NAS signalling connection by triggering the
AN Release procedure for UEs that are not receiving Emergency Services as defined in TS 23.501 [2].

NOTE 3: When the UE is accessing the network for emergency service the conditionsin clause 5.16.4.3 of

TS 23.501 [2] apply.

2d [Conditional] If the UE is configured with anew 5G-GUT] in step 2a via non-3GPP access and the UE is

registered to the same PLMN via both 3GPP and non-3GPP access, then the UE passes the new 5G-GUTI to its
3GPP access' lower layers.

If the UE is configured with a new 5G-GUTI in step 2a over the 3GPP access, the UE passes the new 5G-GUTI
to its 3GPP access' lower layers.

NOTE 4: Steps 2c and 2d are needed because the NG-RAN may use the RRC Inactive state and a part of the 5G-

GUTI isused to calculate the Paging Frame (see TS 38.304 [44] and TS 36.304 [43]). It is assumed that
the UE Configuration Update Completeisreliably delivered to the AMF after the 5G-AN has
acknowledged its receipt to the UE.

3a. [Conditional] If only NAS parameters that can be updated without transition from CM-IDLE are included (e.g.

MICO mode, Enhanced Coverage Restricted information) the UE shall initiate a Registration procedure
immediately after the acknowledgement to re-negotiate the updated NAS parameter(s) with the network. Steps
3b, 3c and step 4 are skipped.

3b. [Conditional] If anew Allowed NSSAI and/or a new Mapping Of Allowed NSSAI and/or a new Configured

NSSAI provided by the AMF to the UE in step 1 does not affect the existing connectivity to AMF, the AMF
needs not release the NAS signalling connection for the UE after receiving the acknowledgement in step 2 and
immediate registration is not required. The UE can start immediately using the new Allowed NSSAI and/or the
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3c.

new Mapping Of Allowed NSSAI. If one or more PDU Sessions use a S-NSSAI that is not part of the new
Allowed NSSAI, the AMF indicates to the SMF(s) the corresponding PDU Session ID(s) and each SMF releases
the PDU Session(s) according to clause 4.3.4.2. The UE cannot connect to an S-NSSAI included in the new
Configured NSSAI for the Serving PLMN but not included in the new Allowed NSSAI until the UE performs a
Registration procedure and includes a Requested NSSAI based on the new Configured NSSAI, following the
reguirements described in clause 5.15.5.2 of TS 23.501 [2]. Steps 3¢ and 4 are skipped.

The AMF may, based on its policy, provide anyway an indication that a Registration procedure is required even
though the UE Configuration Update Command in step 1 does not affect the existing connectivity to Network
Slices: in such acase only step 3c is skipped.

[Conditional] If a new Allowed NSSAI and/or anew Mapping Of Allowed NSSAI and/or a new Configured
NSSAI provided by the AMF to the UE in step 1 affects ongoing existing connectivity to AMF, then the AMF
shall provide an indication that the UE shall initiate a Registration procedure.

[Conditional] After receiving the acknowledgement in step 2, the AMF shall release the NAS signalling
connection for the UE by triggering the AN Release procedure, unless there is one established PDU Sessions
associated with regulatory prioritized services. If there is one established PDU Session associated with
regulatory prioritized services, the AMF informs SMFs to rel ease the PDU Session(s) associated with non
regulatory prioritized services for this UE (see clause 4.3.4).

The AMF shall reject any NAS Message from the UE carrying PDU Session Establishment Request for a non-
emergency PDU Session before the required Registration procedure has been successfully completed by the UE.

The UE initiates a Registration procedure (see clauses 4.2.2.2.2 and 4.13.3.1) with registration type Mobility
Registration Update after the UE enters CM-IDLE state and shall not include the 5G-S-TMSI or GUAMI in
Access Stratum signalling and shall include, subject to the conditions set out in clause 5.15.9 of TS23.501[2], a
Requested NSSAI in access stratum signalling. If there is an established PDU Session associated with
emergency service and the UE has received an indication to perform the Registration procedure, the UE shall
initiate the Registration procedure only after the PDU Session associated with emergency service is released.

NOTE 5: Receiving UE Configuration Update command without an indication requesting to perform re-

registration, can still trigger Registration procedure by the UE for other reasons.

4.2.4.3 UE Configuration Update procedure for transparent UE Policy delivery

This procedure is initiated when the PCF wants to update UE policy information (i.e. UE policy) in the UE
configuration. In the non-roaming case, the V-PCF is not involved and the role of the H-PCF is performed by the PCF.
For the roaming scenarios, the V-PCF interacts with the AMF and the H-PCF interacts with the VV-PCF.
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Figure 4.2.4.3-1: UE Configuration Update procedure for transparent UE Policy delivery

0. PCF decidesto update UE policy based on triggering conditions such as an initial registration, registration with
5GS when the UE moves from EPS to 5GS, or need for updating UE policy as follows:

For the case of initial registration and registration with 5GS when the UE moves from EPS to 5GS, the PCF
comparesthelist of PSIsincluded in the UE policy information in Npcf_UEPolicyControl _Create request
and determines, as described in clause 6.1.2.2.2 of TS 23.503 [20], whether UE policy information have to be
updated and be provided to the UE viathe AMF using DL NAS TRANSPORT message; and

For the network triggered UE policy update case (e.g. the change of UE location, the change of Subscribed S-
NSSAls as described in clause 6.1.2.2.2 of TS 23.503 [20]), the PCF checks the latest list of PSIsto decide
which UE policies have to be sent to the UE.

The PCF checks if the size of the resulting UE policy information exceeds a predefined limit:

If the size is under the limit, then UE policy information are included in asingle
Namf_Communication_N1N2M essageT ransfer service operation as described below.

If the size exceeds the predefined limit, the PCF splits the UE policy information in smaller, logically
independent UE policy information ensuring the size of each is under the predefined limit. Each UE policy
information will be then sent in separated Namf_Communication N1N2MessageT ransfer service operations
as described below.

NOTE 1: NAS messages from AMF to UE do not exceed the maximum size limit allowed in NG-RAN (PDCP

layer), so the predefined size limit in PCF is related to that limitation.

NOTE 2: The mechanism used to split the UE policy information is described in TS 29.507 [32].

Oa. If the PCF has not subscribed to be notified by the AMF about the UE response to an update of UE policy
information, the PCF subscribes to the AMF to be notified about the UE response to an update of UE policy
information.

1. PCFinvokes Namf_Communication_N1N2MessageTransfer service operation provided by the AMF. The
message includes SUPI, UE Policy Container.

2. If the UE isregistered and reachable by AMF in either 3GPP access or non-3GPP access, AMF shall transfers
transparently the UE Policy container to the UE viathe registered and reachable access.
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If the UE isregistered in both 3GPP and non-3GPP accesses and reachable on both access and served by the
same AMF, the AMF transfers transparently the UE Policy container to the UE via one of the accesses based on
the AMF local policy.

If the UE is not reachable by AMF over both 3GPP access and non-3GPP access, the AMF reports to the PCF
that the UE Policy container could not be delivered to the UE using
Namf_Communication_N1N2TransferFailureNotification asin the step 5 in clause 4.2.3.3.

If AMF decides to transfer transparently the UE Policy container to the UE via 3GPP access, e.g. the UE is
registered and reachable by AMF in 3GPP access only, or if the UE isregistered and reachable by AMF in both
3GPP and non-3GPP accesses served by the same AMF and the AMF decides to transfer transparently the UE
Policy container to the UE via 3GPP access based on local policy and the UE isin CM-IDLE and reachable by
AMF in 3GPP access, the AMF starts the paging procedure by sending a Paging message described in the

step 4b of Network Triggered Service Request (in clause 4.2.3.3). Upon reception of paging request, the UE
shall initiate the UE Triggered Service Request procedure (clause 4.2.3.2).

3. Ifthe UEisin CM-CONNECTED over 3GPP access or non-3GPP access, the AMF transfers transparently the
UE Policy container (UE policy information) received from the PCF to the UE. The UE Policy container
includes the list of Policy Sections as described in TS 23.503 [20].

4. The UE updates the UE policy provided by the PCF and sends the result to the AMF.
5. The AMF forwards the response of the UE to the PCF using Namf_Communication_N1MessageNotify.

The PCF maintains the latest list of PSIs delivered to the UE and updates the latest list of PSIsin the UDR by
invoking Nudr_DM_Update (SUPI, Policy Data, Policy Set Entry, updated PS| data) service operation.

If the PCF is notified about UE Policy delivery failure from the AMF, the PCF may initiate UE Policy
Association Modification procedure to provide a new trigger " Connectivity state changes' in Policy Control
Request Trigger of UE Policy Association to AMF as defined in clause 4.16.12.2. The PCF may re-initiate the
UE Configuration Update procedure for transparent UE Policy delivery asin step 1 when the PCF is notified of
the UE connectivity state changed to CONNECTED.

NOTE 3: For backward compatibility the PCF may subscribe the " Connectivity state changes (IDLE or
CONNECTED)" event in Rel-15 AMF as defined in clause 5.2.2.3.
4.2.5 Reachability procedures

4251 General

Elements of this procedure are used for UDM/NF initiated UE Reachability Notification requests, e.g. for "SMS over
NAS".

The procedure applies to UEsthat are in RRC-ldle, RRC-Inactive and RRC-Connected states.

There are two procedures necessary for any service related entity that would need to be notified by the reachability of
the UE:

- UE Reachability Notification Request procedure; and

- UE Activity Notification procedure.

4.25.2 UE Reachability Notification Request procedure

The UE Reachability Notification Request procedure isillustrated in figure 4.2.5.2-1.
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|NG-RAN | AMF UDM | NF |

la. UE Reachability Notification Request

1c. UE Reachability Status Change Notification Request

2. Ngr_nf_EventExposure__Subscribe

3. Authorisation
Set URRP-AMF

4. N2 Notification procedure |

p =

Figure 4.2.5.2-1: UE Reachability Notification Request Procedure

la [Conditional] When a service-related entity requests the UDM to provide an indication regarding UE

reachability, the UDM checks whether that service-related entity is authorized to perform this request on this
subscriber. The service-related entity may subscribe in UDM to receive notifications about UE Reachability or
UE Reachability for SMS delivery events as defined in clause 4.15.3.

NOTE 1: Thisrequest for UE Reachability Notification is received in UDM using different interfaces/services

depending on the service-related entity. For example, an SBI capable service-related entity can use the
Nudm_EventExposure_Subscribe service while an SMS-GM SC using non-SBI interfaces triggers this
procedure as described in TS 23.040 [7].

The UDM may retrieve from the UDR the list of NF IDs for Network Functions authorized by the HPLMN to
request notifications on this UE's reachability.

If the entity is not authorized, the UDM may reject the request (e.g. if the requesting entity is recognized as being
avalid entity, but not authorized for that subscriber) or discard it silently (e.g. if the requesting entity is not
recognized). Appropriate O& M reports are generated.

1b.[Conditional] The UDM stores the identity of the service-related entity.

In the case that the service-related entity isan SMS-GM SC using non-SBI interfaces, the UDM stores the SC address
within the MWD list. Otherwise, if the service-related entity is an SBI capable service-related entity, the UDM stores
the address of the SBI capable service-related entity in the form of a subscription to the Nudm_EventExposure service.

1c.

If the UE Reachability Notification Request isfor SMS over NAS and no SMSF is registered for the target UE,
steps 2 to 4 are skipped.

Otherwise the UDM sets the URRP-AMF flag parameter and continues with step 2.

[Conditional] An NF (e.g. SMF) may subscribe event of UE reachability status change by using the
Namf_EventExposure _Subscribe service operation. Steps 2 to 4 are skipped.

The AMF invokes the Namf_EventExposure_Notify service operation to report the current reachability state of a
UE to the NF if requested by the consumer NF.

[Conditional] If the value of URRP-AMF flag parameter changes from "not set" to "set" and an AMF is
registered in the UDM for the target UE, the UDM initiates Namf_EventExposure_Subscribe service operation
for UE reachability for UE reachable for DL traffic (SUPI, UE Reachability) towards the AMF. The UDM may
indicate if direct notification to NF shall be used by the AMF. When direct notification to NF isindicated to the
AMF, the URRP-AMF is not set in the UDM in step 1afor NF initiated requests. If the service-related entity
requested UDM to receive notifications about UE Reachability for SMS delivery, the UDM shall not indicate
direct notification to NF.
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NOTE 2: The UDM can trigger UE Reachability Notification Request procedure with two different AMFs for aUE
which is connected to 5G Core Network over 3GPP access and hon-3GPP access simultaneously. Also,
for interworking with EPC, the UDM/HSS can trigger UE Reachability Notification Request procedure
with MME as described in TS 23.401 [13].

3. The AMF checksthat the requesting entity is authorized to perform this request on this subscriber.

If the AMF hasan MM Context for that user, the AMF storesthe NF ID in the URRP-AMF information,
associated with URRP-AMF information flag to indicate the need to report to the UDM or directly to the NF
with aUE Activity Notification (see clause 4.2.5.3).

4. [Conditional] For UE reachability for UE reachable for DL traffic, if the UE statein AMF isin CM-
CONNECTED state and the Access Type is 3GPP access, the AMF initiates N2 Notification procedure (see
clause 4.8.3) with reporting type set to Single RRC-Connected state notification.

4.25.3 UE Activity Notification procedure

The UE Activity Notification procedure isillustrated in figure 4.2.5.3-1.

0. Event subscription of UE reachability in AMF

1la. NAS signalling

1h. RRC signalling

!_10. Change of UE's reachability state|

2a. Namf_EventExposure_Notify
Nudm_UECM_Registration 2al. UE Reachability Notification
>

Figure 4.2.5.3-1: UE Activity Procedure

0. Event has been subscribed in the AMF for UE reachability for DL traffic or for UE reachability status change.

la. For aUE in CM-IDLE, the AMF receives (N1) NAS signalling implying UE isreachable for DL traffic, e.g. a
Registration Request or Service Request message from the UE, the AMF performs step 2;

1b. For aUE in CM-CONNECTED, if the AMF has initiated the N2 Notification procedure in Step 4 of
clause 4.2.5.2 and when the AMF receives a (N2) UE Notification (see clause 4.8.3) or a (N2) Path Switch
Request (see clause 4.9.1.2) implying UE isreachable for DL traffic from the NG-RAN, the AMF performs
step 2. Otherwisg, i.e. UE isin CM-CONNECTED and AMF has not initiated N2 Notification procedure, the
AMF performs step 2; or

1c. The UE's reachability state changes from reachable to unreachable, then AMF performs step 2.

2a. For event subscription of "UE reachable for DL traffic”, if the AMF hasan MM context for the UE and the
URRP-AMF information flag associated with the subscribing NF is set to report once that the UE is reachable
for DL traffic, the AMF initiates the Namf_EventExposure Notify service operation (SUPI, UE Reachable)
message (or Nudm_UECM _Registration service operation when applicable) to the UDM following step laor
step 1b. The AMF clears the corresponding URRP-AMF information if applicable for the UE.

2al. Whenthe UDM receives the Namf_EventExposure Notify service operation (SUPI, UE-Reachable) message
or Nudm_UECM_Registration service from AMF for a UE that has URRP-AMF information flag set in the
UDM, it triggers appropriate notifications to the service-related entities associated with the URRP-AMF
information flag that have subscribed to the UDM for UE Reachability notifications.
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If SMSF isregistered, it also triggers appropriate notifications to the service-related entities associated with the
URRP-AMF information flag that have subscribed to the UDM for UE reachability for SMS delivery
notification (e.g. SMS-GMSC, HSS). UDM clears the URRP-AMF information for the UE.

If no SMSF isregistered and there are service-related entities subscribed to the UDM for the UE reachability for
SMS delivery notification, the UDM clears the URRP-AMF information for the UE but does not notify any
service-related entity.

When the UDM receives the Nudm_UECM _ Registration service from SMSF for a UE that has service-related
entities subscribed to the UDM for the UE reachability for SM S delivery notification and no URRP-AMF flag
set in the UDM, the UDM triggers appropriate notifications to the service-related entities that have subscribed to
the UDM for UE reachability for SM S delivery notification).

NOTE: The UE Reachability Notification is sent by the UDM using different interfaces/services depending on the
service-related entity. For example, an SBI capable service-related entity can receive the notification
using the Nudm_EventExposure_Notify service operation (if previously subscribed) while an SMS-SC
can get the notification as described in TS 23.040 [7] based on the SC address stored in the MWD list.

2b. If in step 0 the AMF received Namf_EventExposure Subscribe_service operation directly from an NF
authorised to receive direct notificationsin the case of UE reachability status change, or the UDM indicated that
the notification needs to be sent directly to the NF in the case of UE reachability for DL traffic, the AMF
initiates the Namf_EventExposure_Notify service operation (SUPI, UE reachability state) message directly to
the NF.

4.2.6 AN Release

This procedureis used to release the logical NG-AP signalling connection for the UE between the (R)AN and the AMF
and the associated N3 User Plane connections and (R)AN signalling connection between the UE and the (R)AN and the
associated (R)AN resources.

When the NG-AP signalling connection islost due to (R)AN or AMF failure, the AN release is performed locally by the
AMF or the (R)AN as described in the procedure flow below without using or relying on any of the signalling shown
between (R)AN and AMF. The AN release causes all UP connections of the UE to be deactivated.

Theinitiation of AN release may be due to:

- (R)AN-initiated with cause e.g. O&M Intervention, Unspecified Failure, (R)AN (e.g. Radio) Link Failure, User
Inactivity, Inter-System Redirection, request for establishment of QoS Flow for IMS voice, Release due to UE
generated signalling connection release, mobility restriction, Release Assistance Information (RAI) from the UE,
UE using satellite access moved out of PLMN serving area, etc.; or

- AMF-initiated with cause e.g. Unspecified Failure, etc.
Both (R)AN-initiated and AMF-initiated AN Release procedures are shown in Figure 4.2.6-1.

If Service Gap Control shall be applied for the UE (see clause 5.31.16 of TS 23.501 [2]) and the Service Gap timer is
not already running, the Service Gap timer shall be started in AMF and UE when entering CM-IDLE, unless the
connection was initiated after a paging of an MT event, or after a Registration procedure without Uplink data status or
after a Registration procedure for regulatory prioritized services like Emergency services or exception reporting.

For this procedure, the impacted SMF and UPF are al under control of the PLMN serving the UE, e.g. in Home Routed
roaming case the SMF and UPF in HPLMN are not involved.
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Figure 4.2.6-1: AN Release procedure

If there is some confirmed (R)AN conditions (e.g. Radio Link Failure) or for other (R)AN internal reason, the
(R)AN may decide to initiate the UE context release in the (R)AN. In this case, the (R)AN sendsan N2 UE
Context Release Request (Cause, List of PDU Session ID(s) with active N3 user plane) message to the AMF.
Cause indicates the reason for the release (e.g. AN Link Failure, O& M intervention, unspecified failure, etc.).
The List of PDU Session ID(s) indicates the PDU Sessions served by (R)AN of the UE. If the (R)AN isNG-
RAN, this step is described in clause 8.3.2 of TS 38.413 [10]. If the (R)AN is an N3IWF this step is described in
clause 4.12.4.2.

If the reason for the release is the NG-RAN received an AS Release Assistance Indicator as defined in

TS 36.331[16], NG-RAN should not immediately release the RRC connection but instead send an N2 UE
Context Release Reguest message to the AMF. If the AS RAI indicates only a single downlink transmission is
expected then NG-RAN should only send the N2 UE Context Release Request after a single downlink NAS
PDU or N3 data PDU has been transferred.

If N2 Context Release Request cause indicates the release is requested due to user inactivity or AS RAI then the
AMF continues with the AN Release procedure unless the AMF is aware of pending MT traffic or signalling.

If N2 Context Release Request cause indicates the release is requested due to a UE using satellite access moved
out of PLMN serving area, the AMF may deregister the UE as described in clause 4.2.2.3.3 before continuing
with the AN Release procedure.

AMF to (R)AN: If the AMF receives the N2 UE Context Release Request message or due to an internal AMF
event, including the reception of Service Request or Registration Request to establish another NAS signalling
connection still via (R)AN, the AMF sends an N2 UE Context Release Command (Cause) to the (R)AN. The
Cause indicates either the Cause from (R)AN in step 1 or the Cause due to an AMF event. If the (R)AN isaNG-
RAN this step is described in detail in clause 8.3.3 of TS 38.413 [10. If the (R)AN isan N3IWF/TNGFW-AGF
this step isdescribed in clauses 4.12.4.2 / 4.12aand in clause 7.2.5in TS 23.316 [53] for W-5GAN access.

If the AMF receives Service Request or Registration Request to establish another NAS signalling connection still
via (R)AN, after successfully authenticating the UE, the AMF releases the old NAS signalling connection and
then continues the Service Request or Registration Request procedure.

[Conditional] If the (R)AN connection (e.g. RRC connection or NWu connection) with the UE is not already
released (step 1), either:
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6a

a) the (R)AN reguests the UE to release the (R)AN connection. Upon receiving (R)AN connection release
confirmation from the UE, the (R)AN deletes the UE's context, or

b) if the Causein the N2 UE Context Release Command indicates that the UE has already locally released the
RRC connection, the (R)AN locally releases the RRC connection.

The (R)AN confirms the N2 Release by returning an N2 UE Context Release Complete (List of PDU Session
ID(s) with active N3 user plane, User Location Information, Age of Location Information) message to the AMF.
The List of PDU Session I1D(s) indicates the PDU Sessions served by (R)AN of the UE. The AMF stores always
the latest UE Radio Capability information or NB-10T specific UE Radio Access Capability Information
received from the NG-RAN node received as described in TS 38.413 [10]. The N2 signalling connection
between the AMF and the (R)AN for that UE is released. If the UE is served by an NG-eNB that supports WUS,
then the NG-eNB should include the Information On Recommended Cells And RAN nodes For Paging;
otherwise the (R)AN may provide the list of recommended cells/ TAs/ NG-RAN node identifiers for paging to
the AMF.

If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN usage data
Report.

This step shall be performed promptly after step 2, i.e. it shall not be delayed, for example, in situations where
the UE does not acknowledge the RRC Connection Release.

The NG-RAN includes Paging Assistance Data for CE capable UE, if available, in the N2 UE Context Release
Complete message. The AMF stores the received Paging Assistance Data for CE capable UE in the UE context
for subsequent Paging procedure.

[Conditional] AMF to SMF: For each of the PDU Sessionsin the N2 UE Context Release Complete, the AMF
invokes Nsmf_PDUSession _UpdateSM Context Request (PDU Session 1D, PDU Session Deactivation, Cause,
Operation Type, User Location Information, Age of Location Information, N2 SM Information (Secondary RAT
usage data)). The Causein step 5 isthe same Cause in step 2. If List of PDU Session ID(s) with active N3 user
planeisincluded in step 1b, the step 5 to 7 are performed before step 2. The Operation Typeis set to "UP
deactivate" to indicate deactivation of user plane resources for the PDU Session.

For PDU Sessions using Control Plane CloT 5GS Optimisation and if the UE has negotiated the use of extended
Idle mode DRX, the AMF informs the SMF immediately that the UE is not reachable for downlink data. For
PDU Sessions using Control Plane CloT 5GS Optimisation and if the UE has negotiated the use of MICO mode
with Active Time, the AMF informs the SMF that the UE is not reachable for downlink data once the Active
Time has expired.

[Conditional] SMF to UPF: N4 Session Modification Request (AN or N3 UPF Tunnel Info to be removed,
Buffering on/off).

For PDU Sessions not using Control Plane CloT 5GS Optimisation, the SMF initiates an N4 Session
M odification procedure indicating the need to remove Tunnel Info of AN or UPF terminating N3. Buffering
on/off indicates whether the UPF shall buffer incoming DL PDU or not.

If the SMF has received an indication from the AMF that the UE is not reachable for downlink data for PDU
Sessions using Control Plane CloT 5GS Optimisation, the SMF may initiate an N4 Session Modification
procedure to activate buffering in the UPF.

If multiple UPFs are used in the PDU Session and the SMF determines to release the UPF terminating N3, step
6ais performed towards the UPF (e.g. PSA) terminating N9 towards the current N3 UPF. The SMF then releases
the N4 session towards the N3 UPF (the N4 release is not shown on the call flow).

See clause 4.4 for more details.

If the cause of AN Release is because of User Inactivity, or UE Redirection, the SMF shall preserve the GBR
QoS Flows. If the AN Release is due to the reception of Service Request or Registration Request to establish
another NAS signalling connection via (R)AN as described in step 2, the SMF & so preserves the GBR QoS
Flows. In any other case, the SMF shall trigger the PDU Session M odification procedure (see clause 4.3.3) for
the GBR QoS Flows of the UE after the AN Release procedure is completed.

If the redundant 1-UPFs are used for URLLC, the N4 Session Modification Request procedure is done for each |-
UPF. In this case, SMF selects both the redundant |-UPFsto buffer the DL packets for this PDU Session or drop
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the DL packets for this PDU session or forward the DL packets for this PDU session to the SMF, based on
buffering instruction provided by the SMF as described in clause 5.8.3.2 or 5.8.3.3 of TS 23.501 [2].

If the redundant N3 tunnels are used for URLL C, the N4 Session Modification Request procedure to the UPF of
N3 terminating point is to remove the dual AN Tunnel Info for N3 tunnel of the corresponding PDU Session.

6b. [Conditional] UPF to SMF: N4 Session Modification Response acknowledging the SMF request.
See clause 4.4 for more details.
7. [Conditional] SMF to AMF. Nsmf_PDUSession_UpdateSM Context Response for step 5.
Upon completion of the procedure, the AMF considers the N2 and N3 as released and enters CM-IDLE state.
After completion of the procedure, the AMF reports towards the NF consumers are triggered for cases in clause 4.15.4.

After completion of the procedure, if steps 5 to 7 were performed before step 2 and the AMF received N2 SM
information from NG-RAN in step 4 (e.g. Secondary RAT usage data report), the AMF initiates a
Nsmf_PDUSession_UpdateSM Context towards SMF to deliver the N2 SM information.

4.2.7 N2 procedures

42.7.1 N2 Configuration

At power up, restart and when modifications are applied, the 5G-AN node and AMF use non-UE related N2 signalling
to exchange configuration data. Full details of this configuration data are specified in TS 38.413[10], but the following
highlights some aspects.

The AMF supplies the 5G-AN node with information aboult:
a) the AMF Name and the GUAMI(s) configured on that AMF Name;
b) the set of TNL associations to be established between the NG-RAN node and the AMF;
c) weight factor associated with each of the TNL association within the AMF; and
d) weight factor for each AMF Name within the AMF Set; and
€) (optional) for each GUAMI(s) configured on that AMF the corresponding backup AMF Name.

The weight factors are used for load distribution of the initial N2 messages. The AMF chooses whether or not to use the
same TNL association for the initial N2 message and subsequent messages for that UE. TNL associations configured
with aweight factor set to zero are not permitted for the initial N2 message, but can be used for subsequent N2

messages.

Deployments that rely solely on 5GC-based load balancing can set the weight factors associated with TNL associations
that are permitted for the initial N2 message to the same value.

The 5G-AN supplies over N2 the AMF with information about the Tracking Area(s) it serves and the S-NSSAI () it
supports in each of these Tracking Areas. See clause 5.3.2.3 of TS 23.501 [2].
4.2.7.2 NGAP UE-TNLA-binding related procedures

42721 Creating NGAP UE-TNLA-bindings during Registration and Service Request

When a UE connects to the 5GC viaa 5G-AN node without providing any UE identities (i.e. a GUAMI or a5G-S-
TMSI), or the UE provides a GUAMI or a5G-S-TMSI but the 5G-AN node cannot associate to any of its connected
AMPFs, the following steps are performed:

1. The5G-AN node selectsan AMF as defined in clause 6.3.5 of TS 23.501 [2].

2. The5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association from the
available TNL associations permitted for theinitial message e.g. N2 INITIAL UE MESSAGE for the selected
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AMF, asdefined in clause 5.21.1.3 of TS 23.501 [2] and forwards the UE message to the AMF via the selected
TNL association.

3. The AMF may decide to use the TNL association selected by the 5G-AN or the AMF may modify the NGAP
UE-TNLA-binding by triangular redirection.

NOTE 1: This process could take place during the Registration procedure (for Initial Registration, Mobility
Registration Update).

4. The AMF may decide to modify the NGAP UE-TNLA-binding toward other 5G-AN nodes such as N3IWF. This
is done if the AMF is changed and old AMF have existing NGAP UE-TNLA-bindings toward other 5G-AN
nodes.

When a UE connects to the 5GC viaa 5G-AN node with a5G-S-TM S| or GUAMI associated with the AMF usable by
the 5G-AN node, the following steps are performed:

1. The5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association from the
available TNL associations permitted for the initial N2 message for the AMF identified by the UE's 5G-S-TMSI
or GUAMI.

2. The AMF may decide to use the TNL association selected by the 5G-AN or the AMF may modify the NGAP
UE-TNLA-binding by triangular redirection.

NOTE 2: This process could take place during the Registration procedure or Service Request procedure.

4.2.7.2.2 Creating NGAP UE-TNLA-bindings during handovers
During an Xn-based inter NG-RAN node handover, the following applies

- If an NGAP UE-TNLA-binding exists for a UE, the source 5G-AN node supplies the target 5G-AN node with
the corresponding TNL address of the AMF for the currently used TNL association.

- If thetarget 5G-AN does not have a TNL association towards the TNL address of the AMF received from the
source 5G-AN node, the target 5G-AN node establishes a TNL association towards the TNL address received
from the source 5G-AN node, creates an NGAP UE-TNLA-binding to this TNL association and sends the N2
Path Switch Request viathis TNL association.

- Otherwise, the target 5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL
association from the available TNL associations towards the TNL address, permitted for the initial N2 message
for the AMF identified by the UE's GUAMI.

- The AMF may decide to use the TNL association selected by the 5G-AN or the AMF may modify the NGAP
UE-TNLA-binding by triangular redirection.

During an inter NG-RAN node handover without Xn interface (i.e. during an N2 handover) the following applies:

- If an NGAP UE-TNLA-binding exists for a UE, the source 5G-AN node sends the N2 Handover Required
message using the corresponding TNL address of the AMF.

- Otherwise the 5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association
from the available TNL associations permitted for the initial N2 message for the AMF identified by the UE's
GUAMI.

- Thetarget AMF selects a TNL association from the available TNL associations for the target 5G-AN node and
sends the N2 Handover Request message viathis TNL association. Thetarget 5G-AN node creates an NGAP
UE-TNLA-binding for the UE based on the TNL association selected by the target AMF.

42.7.2.3 Re-Creating NGAP UE-TNLA-bindings subsequent to NGAP UE-TNLA-binding
release

If the AMF has released the NGAP UE-TNLA-binding in the 5G-AN node for a UE and the 5G-AN node needs to send
an N2 message for this UE, the following applies:

- The 5G-AN node checks the GUAMI stored in the UE context and the associated AMF:
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- If the GUAMI isavailable, 5G-AN selects the AMF which owns that GUAMI.

- If GUAMI has been marked as unavailable (i.e. based on AMF unavailable status indication received from
AMF) but one corresponding target AMF has been indicated, 5G-AN selects that target AMF evenif the
GUAMI has not been updated as available by the target AMF.

- If GUAMI has been marked as unavailable (i.e. based on AMF unavailable status indication received from
AMF) and no corresponding target AMF has been indicated, the 5G-AN selects an AMF from the AMF Set
based on AMF Set ID of the GUAMI, as defined in clause 6.3.5 of TS 23.501 [2].

- The5G-AN node creates an NGAP UE-TNLA-binding for the UE by selecting a TNL association from the
available TNL associations permitted for theinitial N2 message with the selected AMF, as defined in
clause 5.21.1.3 of TS 23.501 [2],and sends the N2 message to the AMF via the selected TNL association.

- The AMF may decide to use the TNL association selected by the 5G-AN or the AMF may modify the NGAP
UE-TNLA-binding by triangular redirection.

If the NGAP UE-TNLA-binding has been released for a UE and the AMF needs to send an N2 message for this UE, the
following applies:

- The AMF selectsa TNL association from the available TNL associations for the target 5G-AN node and sends
the N2 message viathis TNL association. The target 5G-AN node creates an NGAP UE-TNLA-binding for the
UE based on the TNL association selected by the AMF.

The TNL association chosen by the AMF always takes precedence.

NOTE: Thisaddresses situations where 5G-AN node and AMF select a TNL association for a UE concurrently.

42.7.2.4 NGAP UE-TNLA-binding update procedure
At any time the AMF may decide to re-bind the NGAP UE association to anew TNL association:
- by sending a UE-specific NGAP message on a new TNL association (triangular redirection), if:

- AMF respondsto the 5G-AN node initiated NGAP message (i.e. triangular redirection) as described in
clauses4.2.7.2.1, 4.2.7.2.2 and 4.2.7.2.3; or

- AMF initiated UE-specific NGAP message needs to be sent to 5G-AN node;
- by sending a UE-specific NGAP UE-TNLA binding release message to 5G-AN and the 5G-AN node updates the
NGAP UE-TNLA binding with the new TNL association.
42725 NGAP UE-TNLA-binding per UE Release procedure

At any time the AMF may decide to release the NGAP UE-TNLA binding while keeping the UE in CM-CONNECTED
state while keeping the corresponding N3 interface. The AMF releases the NGAP UE-TNLA binding by sending a UE-
specific NGAP UE-TNLA binding release message on the current TNL association.

If the AMF releases the NGAP UE-TNLA-binding without sending AMF unavailable status indication, then the AN
may immediately trigger creation of anew NGAP-UE-TNLA-binding with the same AMF for subsequent N2 messages
or may leave the NGAP UE association without NGAP UE-TNLA-binding. In the latter case the new NGAP UE-
TNLA-binding is re-created upon the subsequent AN-initiated or AMF-initiated UE-specific N2 signalling as specified
inclause 4.2.7.2.3.

If the AMF releases the NGAP UE-TNLA-binding after AMF unavailable status indication, then the AN hasto re-
create the NGAP-UE-TNLA-binding with adifferent AMF. The 5G-AN re-creates N2AP UE-TNLA-binding for
subsequent N2 messages for the given UE as specified in clause 4.2.7.2.3.

4.2.7.3 AMF Failure or Planned Maintenance handling procedure
For UE(s) in CM-CONNECTED state:
- If AMF failureis detected by 5G-AN, all NGAP UE TNLA binding for UEs served by that AMF are released.
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- If AMF becomes unavailable due to planned maintenance, the AMF notifies the 5G-AN about the unavailable
GUAMI(s) and provides optionally atarget AMF Name corresponding to each unavailable GUAMI. The 5G-AN
releases all NGAP UE TNLA binding of the UEs related to the indicated unavailable GUAMI(s) unless the
notification from the AMF includes an indicator that the AMF will rebind or release the NGAP UE TNLA
binding on a per UE-basis. In that case, if 5G-AN supports, the 5G-AN waits the release until the timer expires
so that the AMF may release or rebind the N2AP UE-TNLA binding on per UE-basis.

- For the release NGAP TNLA binding, the affected UE is kept in CM-CONNECTED state and the corresponding
N3 interface is also kept.

For UE(s) in CM-IDLE state, when it subsequently returns from CM-IDLE state and the 5G-AN receives aninitial NAS
message with a5G S-TMSI or GUAMI, the 5G-AN uses 5G S-TMSI or GUAMI to select the target AMF, the 5G-AN
forwards N2 message.

428 Void

4.2.8a UE Capability Match Request procedure
If the AMF requires more information on the UE radio capabilities support to be able to set the IMS voice over PS
Session Supported Indication (see clause 5.16.3 of TS 23.501 [2]), then the AMF may send a UE Radio Capability

Match Request message to the NG-RAN. This procedure is typically used during the registration procedure or when
AMF has not received the Voice Support Match Indicator (as part of the 5GMM Context).

| UE | | NG-RAN | AMF

. N2: UE Capability Match Request

%- RRC: UE Capability Enquiry

3. RRC: UE Capab

ility Information
——————————— >

4. N2: UE Capability Match Response

A 4

5 N2 UE Capability Info Indication

Figure 4.2.8a-1: UE Capability Match Request

1. The AMF indicates whether the AMF wants to receive Voice support match indicator. The AMF may include
the UE radio capability information it has previously received from NG-RAN.

2. Upon receiving the UE Capability Match Request message, if the NG-RAN has not already received the UE
radio capabilities from the UE or from AMF in step 1, the NG-RAN requests the UE to upload the UE radio
capability information.

3. The UE providesthe NG-RAN with its UE radio capabilities sending the RRC UE Capability Information.

4. The NG-RAN checks whether the UE radio capabilities are compatible with the network configuration for
ensuring voice service continuity of voice calsinitiated in IMS.

For determining the appropriate UE Radio Capability Match Response, the NG-RAN is configured by the
operator to check whether the UE supports certain capabilities required for Voice continuity of voice callsusing
IMS PS. In a shared network, the NG-RAN keeps a configuration separately per PLMN.
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NOTE 1: What checksto perform depends on network configuration, i.e. following are some examples of UE
capabilities to be taken into account:

- E-UTRAN/NG-RAN Voice over PS capabilities;

the Radio capabilities for EEUTRAN/NG-RAN FDD and/or TDD; and/or

the support of E-UTRAN/NG-RAN frequency bands;
- the SRVCC from NG-RAN to UTRAN capabilities and the support of UTRAN frequency bands.

NOTE 2: The network configuration considered in the decision for the Voice Support Match Indicator is
homogenous within a certain area (e.g. AMF Set) in order to guarantee that the V oice Support Match
Indicator from the NG-RAN isvalid within such area.

The NG-RAN provides a V oice Support Match Indicator to the AMF to indicate whether the UE capabilities and
networks configuration are compatible for ensuring voice service continuity of voice calsinitiated in IMS.

The AMF stores the received Voice support match indicator in the 5GMM Context and usesit as an input for
setting the IM S voice over PS Session Supported Indication.

5. 1f NG-RAN requested radio capabilities from UE in step 2 and 3, the NG-RAN also sends the UE radio
capabilities to the AMF. The AMF stores the UE radio capabilities without interpreting them for further
provision to the NG-RAN according to clause 5.4.4.1 of TS 23.501 [2].

NOTE 3: Steps4 and 5 could be received by the AMF in any order.
4.2.9 Network Slice-Specific Authentication and Authorization procedure

4.29.1 General

The Network Slice-Specific Authentication and Authorization procedure is triggered for an S-NSSAI requiring Network
Slice-Specific Authentication and Authorization with an AAA Server (AAA-S) which may be hosted by the H-PLMN
operator or by athird party which has a business relationship with the H-PLMN, using the EAP framework as described
in TS 33.501 [15]. An AAA Proxy (AAA-P) inthe HPLMN may beinvolved e.g. if the AAA Server belongsto athird
party.

This procedure is triggered by the AMF during a Registration procedure when some Network Slices require Slice-
Specific Authentication and Authorization, when AMF determines that Network Slice-Specific Authentication and
Authorization is requires for an S-NSSAI in the current Allowed NSSAI (e.g. subscription change), or when the AAA
Server that authenticated the Network Slice triggers a re-authentication.

The AMF performs the role of the EAP Authenticator and communicates with the AAA-S viathe Network Slice
specific and SNPN Authentication and Authorization Function (NSSAAF). The NSSAAF undertakes any AAA
protocol interworking with the AAA protocol supported by the AAA-S.

The Network Slice-Specific Authentication and Authorization procedure requires the use of a GPSI. In other words, a
subscription that contains S-NSSAI's subject to Network Slice-Specific Authentication and Authorization shall include
at least one GPSI.

After asuccessful or unsuccessful UE Network Slice-Specific Authentication and Authorization, the AMF store the
NSSAA result status for the related S-NSSAI in the UE context.

NOTE: If an SINSSAI subject to the NSSAA is regjected due to Network Slice Admission Control (e.g. the
maximum number of UEs per network slice has been reached), the NSSAA result status stored in the UE
context is not impacted.
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4.2.9.2 Network Slice-Specific Authentication and Authorization

UE AMF NSSAAF

|
AAA-P i AAA-S
|

1. trigger to perform Slice-Specific
Authentication And Authorisation

2. NAS MM Transport (EAP ID Request, S-NSSAI)

-
-

3. NAS$ MM Transport (EAP ID response, S-NSSAI)

.
-

4. Nnssaaf_NSSAA_Authenticate Req (EAP |ID Response, GPSI, S-NSSAI)

5. AAA Protpcol message (EAP ID Response, GPSI, S-NSSAI)

6. AAA Protogol message (EAP ID Response,| GPSI, S-
I\IQQAI) -

7.AAA Protocgl message (EAP msg, GPSI, S-NSSAI)

8. AAA Protocol message (EAP msg,| GPSI, S-NSSAI)

-
hd

9. Nnssaaf_NSSAA Authenticate Resp (EAP msg, GPSI, S-NSSAI)

10. NAS MM Transport (EAP msg, S-NSSAI)

-

11. NAS MM Transport (EAP msg, S-NSSAI)

12. Nnssaaf_NSSAA_Authenticate Request (EAP msg, GPSI, SINSSAI)

13. AAA Protocol message (EAP msg, AAA-S Addr., GPSI, S-NSSAI)

14.AAA Protopol message (EAP msg, GPSL $-NSSAI)

15.AAA Protocol message (EAP success/failure, GPSI, S-

NSSAND
NOSAH)

16. AAA Protocol messager (EAP Success/failure, GPSI, S-NSSAI)

17. Nnssaaf_NSSAA_Authenticate Resp (EAP Success/failuremsg, GPSI, S-NSSAI)

18. NAS MM Transport (EAP success/failure)
-

| 19a. UE configuration update procedure:

Figure 4.2.9.2-1: Network Slice-Specific Authentication and Authorization procedure

1. For SNSSAlsthat are requiring Network Slice-Specific Authentication and Authorization, based on change of
subscription information, or triggered by the AAA-S, the AMF may trigger the start of the Network Slice
Specific Authentication and Authorization procedure.

If Network Slice Specific Authentication and Authorization istriggered as aresult of Registration procedure, the
AMF may determine, based on UE Context in the AMF, that for some or all S-NSSAI(S) subject to Network
Slice Specific Authentication and Authorization, the UE has aready been authenticated following a Registration
procedure on afirst access. Depending on Network Slice Specific Authentication and Authorization result (e.g.
success/failure) from the previous Registration, the AMF may decide, based on Network policies, to skip
Network Slice Specific Authentication and Authorization for these S-NSSAIs during the Registration on a
second access.

If the Network Slice Specific Authentication and Authorization procedure corresponds to a re-authentication and
re-authorization procedure triggered as aresult of AAA Server-triggered UE re-authentication and re-
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authorization for one or more S-NSSAIs, as described in 4.2.9.2, or triggered by the AMF based on operator
policy or a subscription change and if S NSSAIs that are requiring Network Slice-Specific Authentication and
Authorization are included in the Allowed NSSAI for each Access Type, the AMF selects an Access Type to be
used to perform the Network Slice Specific Authentication and Authorization procedure based on network
policies.

2. The AMF may send an EAP Identity Reguest for the SSNSSAI inaNAS MM Transport message including the
S-NSSAI. Thisisthe S-NSSAI of the H-PLMN, not the locally mapped S-NSSAI value.

3. The UE providesthe EAP Identity Response for the S-NSSAI alongside the S-NSSAI in an NAS MM Transport
message towards the AMF.

4. The AMF sendsthe EAP Identity Response to the NSSAAF in a Nnssaaf NSSAA_ Authenticate Request (EAP
I dentity Response, GPSI, S-NSSA).

NOTE: If the UE subscription includes multiple GPSIs, the AMF uses any GPSI in the list provided by the UDM
for NSSAA procedures.

5. If the AAA-Pispresent (e.g. because the AAA-S belongs to athird party and the operator deploys a proxy
towards third parties), the NSSAAF forwards the EAP 1D Response message to the AAA-P, otherwise the
NSSAAF forwards the message directly to the AAA-S. The NSSAAF isresponsible to send the NSSAA
reguests to the appropriate AAA-S based on local configuration of AAA-S address per SINSSAI. The NSSAAF
uses towards the AAA-P or the AAA-S an AAA protocol message of the same protocol supported by the AAA-
S.

6. The AAA-P forwards the EAP Identity message to the AAA-S addressable by the AAA-S address together with
S-NSSAI and GPSI. The AAA-S stores the GPSI to create an association with the EAP Identity in the EAP ID
response message, so the AAA-S can later use it to revoke authorization or to trigger reauthentication.

7-14. EAP-messages are exchanged with the UE. One or more than one iteration of these steps may occur.

15. EAP authentication completes. The AAA-S stores the S-NSSAI for which the authorisation has been granted, so
it may decide to trigger reauthentication and reauthorization based on its local policies. An EAP-Success/Failure
message is delivered to the AAA-P (or if the AAA-Pis not present, directly to the NSSAAF) with GPSI| and S-
NSSAI.

16. If the AAA-Pis used, the AAA-P sends an AAA Protocol message including (EAP-Success/Failure, S-NSSAI,
GPSl) to the NSSAAF.

17. The NSSAAF sends the Nnssaaf_ NSSAA _Authenticate Response (EAP-Success/Failure, SNSSAI, GPS]) to
the AMF.

18. The AMF transmitsaNAS MM Transport message (EAP-Success/Failure) to the UE. The AMF shall store the
EAP result for each S-NSSAI for which the NSSAA procedure in steps 1-17 was executed.

19a. [Conditiond] If anew Allowed NSSAI (i.e. including any new S-NSSAIsin a Requested NSSAI for which
the NSSAA procedure succeeded and/or excluding any S-NSSAI(s) in the existing Allowed NSSAI for the UE
for which the procedure has failed, or including default SSNSSAI(s) if all SSNSSAIsin a Requested NSSAI or in
the existing Allowed NSSAI are subject to NSSAA and, due to failure of the NSSAA procedures, they cannot be
in the Allowed NSSAI)) and/or new Rejected S-NSSAIs (i.e. including any S-NSSAI(s) in the existing Allowed
NSSAI for the UE for which the procedure has failed, or any new requested S-NSSAI(s) for which the NSSAA
procedure failed) need to be delivered to the UE, or if the AMF re-allocation is required, the AMF initiates the
UE Configuration Update procedure, for each Access Type, as described in clause 4.2.4.2. If the Network Slice-
Specific Re-Authentication and Re-Authorization fails and there are PDU session(s) established that are
associated with the S-NSSAI for which the NSSAA procedure failed, the AMF shall initiate the PDU Session
Release procedure as specified in clause 4.3.4 to rel ease the PDU sessions with the appropriate cause val ue.

19b. [Conditional] If the Network Slice-Specific Authentication and Authorization fails for all SSNSSAIs (if any)
in the existing Allowed NSSAI for the UE and (if any) for all S NSSAIsin the Requested NSSAI and no default
S-NSSAI could be added in the Allowed NSSAI, the AMF shall execute the Network-initiated Deregistration
procedure described in clause 4.2.2.3.3 and it shall include in the explicit De-Registration Request the list of
Rejected S-NSSAIs, each of them with the appropriate rej ection cause value.
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4.2.9.

3 AAA Server triggered Network Slice-Specific Re-authentication and Re-
authorization procedure

|
|

AMF UDM NSSAAF AA-P } AA-S
|

L

1. AAA Protocol Re-Auth Request(GPS|, S-NSSAI)
-

2. AAA Protocol Re-Auth Request(GPSI, S-NSSAI)
-

3a. Nudm_UECM_Get Req (GPSI, AMF Registration)

1
Bl

3b. Nudm_UECM_Get Resp (AMF ID)
3c. AAA Protocol Re-Aythl Response

v

4. Nnssaaf_NSSAA_Re-AuthNotificaion(GPSI, S-NSSAI

hd

5. Network Slice-Specific Authentication and Authorization

Figure 4.2.9.3-1: AAA Server initiated Network Slice-Specific Re-authentication and Re-authorization

1

2.

procedure

The AAA-S requests the re-authentication and re-authorization for the Network Slice specified by the S-NSSAI
inthe AAA protocol Re-Auth Request message, for the UE identified by the GPSI in this message. This message
issent to aAAA-P, if the AAA-Pisused (e.g. the AAA Server belongs to athird party), otherwiseit is sent
directly to the NSSAAF.

The AAA-P, if present, relays the request to the NSSAAF.

3a-3b. NSSAAF gets AMF ID from UDM using Nudm_UECM_Get with the GPSI in the received AAA message.

3c.

If NSSAAF receives two different AMF address then the NSSAAF either decide to notify both AMFs or the
NSSAF may decide to notify one AMF first and if NSSAA fails also notify the other AMF.

The NSSAAF provides an acknowledgement to the AAA protocol Re-Auth Request message. If the AMF is not
registered in UDM the procedure is stopped here.

If the AMF isregistered in UDM, the NSSAAF notifies the AMF to re-authenticate/re-authorize the S-NSSAI
for the UE using Nnssaaf NSSAA_Re-AuthNotification with the GPSI and S-NSSAI in the received AAA
message. The callback URI of the notification for the AMF is derived via NRF as specified in TS 29.501 [62].

If the UE is registered with the SINSSAI in the Mapping Of Allowed NSSAI, the AMF triggers the Network
Slice-Specific Authentication and Authorization procedure defined in clause 4.2.9.1. If the SSNSSAI isincluded
in the Allowed NSSAI for 3GPP access and non-3GPP access, AMF selects an access type to perform NSSAA
based on network policies. If the SSNSSAI is only included in the Allowed NSSAI of non-3GPP access and UE
is CM-IDLE in non-3GPP access, the AMF marks the S-NSSAI as pending. In this case, when UE becomes
CM-CONNECTED in non-3GPP access, the AMF initiates NSSAA if needed.

If the UE isregistered but the S NSSAI is not in the Mapping Of Allowed NSSAI, the AMF removes any status
of the corresponding S-NSSAI subject to Network Slice-Specific Authentication and Authorization in the UE
context it may have kept, so that an NSSAA is executed next time the UE requests to register with the S-NSSAI.
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4294 AAA Server triggered Slice-Specific Authorization Revocation

E AMP UDM NSSAAF

|
I

AAA-P } AAA-S
|

1. AAA Protocol Revoke Auth Request(GPSI, S-NSSAI)

-

2. AAA Erotocol Revoke Auth Request(GPSI, S-NSSAI)

3a. Nudm_UECM_Get Req (GPSI, AMF Registration)

A

3b. Nudm_UECM_Get Resp (AMF ID)

3c. AAA Protocol Revoke Auth Response -
»> »

4. Nnssaaf_NSSAA_RevocatianNotification(GPSI, S-NSSAI)

-
hd

5. UE Configuration Update

Figure 4.2.9.4-1: AAA Server-initiated Network Slice-Specific Authorization Revocation procedure

1. The AAA-Srequests the revocation of authorization for the Network Slice specified by the SSNSSAI inthe AAA
protocol Revoke Auth Request message, for the UE identified by the GPSI in this message. This message is sent
to AAA-Pif itisused.

2. The AAA-P, if present, relays the request to the NSSAAF.

3a-3b. The NSSAAF gets AMF ID from UDM using Nudm_UECM _Get with the GPSI in the received AAA
message. |f two different AMF addresses are received, the NSSAAF initiates the step 4 towards both AMFs.

3c. The NSSAAF provides an acknowledgement to the AAA protocol Re-Auth Reguest message. If the AMF is not
registered in UDM the procedure is stopped here.

4. If the AMF isregistered in UDM, the NSSAAF notifies the AMF to revoke the S-NSSAI authorization for the
UE using Nnssaaf_NSSAA_RevocationNotification with the GPSI and S-NSSAI in the received AAA message.
The callback URI of the notification for the AMF is derived viaNRF as specified in TS 29.501 [62].

5. If the UE isregistered with the SINSSAI in the Mapping Of Allowed NSSAI, the AMF updates the UE
configuration to revoke the S-NSSAI from the current Allowed NSSAI, for any Access Type for which Network
Slice Specific Authentication and Authorization had been successfully run on this S-NSSAI. The UE
Configuration Update may include arequest to Register if the AMF needsto be re-allocated. The AMF provides
anew Allowed NSSAI to the UE by removing the S-NSSAI for which authorization has been revoked. The
AMF provides new rejected NSSAI s to the UE including the S-NSSAI for which authorization has been
revoked. If no S-NSSAI isleft in Allowed NSSAI for an access after the revocation and a Default NSSAI exists
that requires no Network Slice Specific Authentication or for which a Network Slice Specific Authentication did
not previously fail over this access, then the AMF may provide a new Allowed NSSAI to the UE containing the
Default NSSAL. If no S-NSSAI isleft in Allowed NSSAI for an access after the revocation and no Default
NSSAI can be provided to the UE in the Allowed NSSAI or a previous Network Slice Specific Authentication
failed for the Default NSSAI over this access, then the AMF shall execute the Network-initiated Deregistration
procedure for the access as described in clause 4.2.2.3.3 and it shall include in the explicit De-Registration
Request message the list of Rejected S-NSSAIs, each of them with the appropriate rejection cause value. If there
are PDU session(s) established that are associated with the revoked S-NSSAI, the AMF shall initiate the PDU
Session Release procedure as specified in clause 4.3.4 to release the PDU sessions with the appropriate cause
value.

If the UE isregistered but the S NSSAI is not in the Mapping Of Allowed NSSAI, the AMF removes any status
it may have kept of the corresponding S-NSSAI subject to Network Slice-Specific Authentication and
Authorization in the UE context.
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4.2.10 N3 data transfer establishment procedure when Control Plane CloT
5GS Optimisation is enabled

4.2.10.1 UE triggered N3 data transfer establishment procedure

If UE and AMF successfully negotiate N3 data transfer in addition to Control Plane CloT 5GS Optimisation based on
the Preferred and Supported Network Behaviour as defined in clause 5.31.2 of TS 23.501 [2], then the UE may, e.g.
based on the amount of datato be transferred in uplink, initiate N3 data transfer establishment procedure for any PDU
session for which Control Plane Only Indicator was not included.

The UE triggered N3 data transfer establishment procedure may be initiated by the UE in CM-IDLE or CM-
CONNECTED state and follows the UE triggered Service Request procedure as defined in clause 4.2.3.2 with the
following differences.

Step 1.

The UE includes in the AN message a Service Request for Control Plane CloT 5GS Optimisation (List Of PDU
Sessions To Be Activated, List Of Allowed PDU Sessions, security parameters, PDU Session status, [NAS
message container])).

The List Of PDU Sessions To Be Activated is provided by UE when the UE wants to activate user plane
resources for the PDU Session(s). The UE shall not include PDU sessions for which Control Plane Only
Indicator was received in the List Of PDU Sessions To Be Activated. If the UE is camping on NB-10T, the UE
shall construct the List of PDU Sessions To Be Activated to not exceed 2 PDU session(s) with active user plane
resources.

If this procedure is triggered for paging response and the UE has at the same time some user datato be
transferred, the UE may decide to request N3 data transfer establishment for one of more PDU sessions. The UE
indicates thisin the List Of PDU Sessions To Be Activated. Otherwise the UE does not identify any PDU
Session in the List Of PDU Sessions To Be Activated.

Step 4 or 5a.

Upon reception of Nsmf_PDUSession_UpdateSM Context Request or after SMF initiated SM Policy Association
Modification, based on UE request and local policies, the SMF decides whether to establish N3 data transfer for
the PDU session. The SMF shall not decide to establish N3 data transfer for aPDU session for which Control
Plane Only Inidcator was received.

Step 11.

The SMF indicatesin Nsmf_PDUSession_UpdateSM Context Response whether to establish N3 data transfer,
i.e. activate Data Radio Bearer and N3 tunnel, for the PDU session.

Step 12.

If the RAT typeis NB-loT, the AMF shall ensure that number of PDU Sessions with active user plane resources
does not exceed 2. If the AMF decides to not include a PDU Session to be activated in the N2 message, the AMF
indicates this to the SMF in step 15 Nsmf_PDUSession_UpdateSM Context Request in the List of PDU Sessions
that failed to be established with the failure cause given in the N2 SM information element.

The AMF includes a NAS service accept for Control Plane CloT 5GS Optimisation containing information on
the PDU sessions with established N3 data transfer, based on the request(s) from the SMF(s) in step 11.

The network starts using N3 bearers for all DL data on this PDU session. Control Plane CloT 5GS Optimisation
is considered enabled for data transfer for all PDU sessions without established N3 data transfer.

Step 13.

The UE starts using N3 bearears for all UL data on this PDU session.

4.2.10.2 SMF triggered N3 data transfer establishment procedure

If UE and AMF successfully negotiate N3 data transfer in addition to Control Plane CloT 5GS Optimisation based on
the Preferred and Supported Network Behaviour as defined in clause 5.31.2, then the SMF may, e.g. based on the
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amount of data to be transferred or due to congestion, initiate N3 data transfer establishment procedure for any PDU
session for which Control Plane Only Indicator was not included.

The SMF triggered N3 data transfer establishment procedure may be initiated by the SMF whilethe UE isin CM-IDLE
or CM-CONNECTED state and follows the Network Triggered Service Request procedure defined in clause 4.2.3.3
with the following differences:

Step 3a.

The SMF request the activation of Data Radio Bearer and N3 tunnel for the PDU session in
Namf_Communication_N1N2M essageTransfer.

Step 3b.

If the RAT typeis NB-loT and the UE aready has 2 PDU Sessions with active user plane resources, the AMF
shall not proceed with the rest of the procedure and instead the AMF shall respond with
Namf_Communication_N1N2MessageT ransfer Response with appropriate failure message.

Step 6.

The UE triggered N3 data transfer establishment procedure defined in clause 4.2.10.1 is applied instead of
Service Request procedure from clause 4.2.3.2.

Step 7.

When the N3 data transfer is set up for aPDU session, the UE and the network shall only use user plane radio
bearersto transfer data PDUs on that PDU Session.

4.2.11 Network Slice Admission Control Function (NSACF) procedures

42111 General

The Network Slice Admission Control Function procedures are performed for an SSNSSAI which is subject to Network
Slice Admission Control (NSAC) as described in TS 23.501 [2]. If charging needs to be enabled, the NSACF may act as
aNF (CTF) and interact with the CHF to support the Event based charging as defined in TS 32.290 [42].

4.2.11.2 Number of UEs per network slice availability check and update procedure

The number of UEs per network slice availability check and update procedure isto update (i.e. increase or decrease) the
number of UES registered with an S-NSSAI which is subject to NSAC. The AMF is configured with the information
indicating which network slice is subject to NSAC.
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AMF NSACF

1. A trigger to perform number of
UEs per network slice availability
check and update

2. Nnsacf_NSAC_NumOfUEsUpdate_Request

3. The number of UEs per
network slice availability check
and update

4. Nnsacf_NSAC_NumOfUEsUpdate_Response

&
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Figure 4.2.11.2-1: Number of UEs per network slice availability check and update procedure

1. If the AMFis not aware of which NSACF to communicate, the AMF performs NSACF discovery as described in
clause 6.3.22 of TS 23.501 [2] and in clause 5.2.7.3.2. The AMF triggers the Number of UES per network dlice
availability check and update procedure to update the number of UEs registered with a network slice when a
network slice subject to NSAC isincluded in the Allowed NSSAI (i.e. the AMF requests to register the UE with
the SSNSSAI) or removed from the Allowed NSSAI (i.e. the AMF requests to de-register the UE from the S-
NSSAI) for aUE. Thetrigger event at the AMF aso includes the change of Allowed NSSAI in case of inter-
AMF mobility. The procedure is triggered in the following cases:

- At UE Registration procedure, according to clause 4.2.2.2.2 (including Registration types of Initial
Registration or Mobility Registration Update in inter-AMF mobility in CM-CONNECTED or CM-IDLE
state):

- before the Registration Accept in step 21 if the EAC mode is active; or
- after the Registration Accept message if the EAC mode is not active;
- At UE Deregistration procedure, as per clause 4.2.2.3, after the Deregistration procedure is completed;

- At UE Configuration Update procedure (which may result from NSSAA procedure or subscribed S-NSSAI
change):

- before the UE Configuration Update message if the EAC mode is active and the update flag isto increase;
or

- after the UE Configuration Update message if the EAC modeis active and the update flag isto decrease;
or

- after the UE Configuration Update message if the EAC mode is not active.

NOTE 1: Depending on the deployment, there may be different NSACF for different SSNSSAI subject to NSAC
and hence, during the registration, AMF triggers the Number of UES per network slice availability check
and update procedure to multiple NSACFs.

2. The AMF sends Nnsacf_NSAC_NumOfUEsUpdate Request message to the NSACF. The AMF includesin the
message the UE ID, Access Type to which the Allowed NSSA is applied, the SSNSSAI(s), the NF ID and the
update flag which indicates whether the number of UES registered with the S-NSSAI(s) is to be increased when
the UE has gained registration to network slice(s) subject to NSAC or the number of UEs registered with the S-
NSSAI(s) isto be decreased when the UE has deregistered from S-NSSAI(s) or could not renew its registration
to an S'NSSAI subject to NSAC.
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If thisisthe first time to perform NSAC procedure for the S-NSSAI towards the NSACF, the AMF includes
notification endpoint for EAC Notification to implicitly subscribe the EAC notification for the S-NSSAI from
the NSACF.

3. The NSACF determines whether the Access Type provided by the AMF is configured for the NSAC based on its
configuration. If the Access Typeis not configured for the NSAC, the NSACF always accepts the request from
the AMF without increasing or decreasing the number of UEs. If the Access Typeis configured for the NSAC,
the NSACF updates the current number of UEs registered for the S-NSSAL, i.e. increases or decrease the number
of UEsregistered per network slice based on the information provided by the AMF in the update flag parameter.

If the update flag parameter from the AMF indicates increase, the following applies:

- IftheUUEID isadready in thelist of UEs registered with the network slice, the current number of UEsis not
increased as the UE has already been counted as registered with the network slice. The NSACF creates a new
entry associated with this new update and shall also maintain the old entry associated with previous update.
The multiple entries for the same UE ID in the NSACF are differentiated based on the NF ID of the NF
sending the update request. The NSACF removes the entry associated with the NF ID upon reception of a
request having update flag indicating decrease.

NOTE 2: The use case of having two or more entriesin the NSACF for the same UE can happen during (a) inter-
AMF mobility when the new AMF request update to the NSACF before the old AMF sends request to
deregister the UE; or (b) PDN connections establishment in the EPC when multiple SMF +PGW-Cs (i.e.
used for different PDN Connections associated with the same S-NSSAI) send update requests for
maximum number of UEs to the NSACF.

NOTE 3: To handle AMF graceful removal, the NSACF can subscribe for unavailability notifications with the
AMF (directly or viaNRF) as described in clause 5.21.2.2 and act accordingly, e.g. update the NF ID
with the target AMF ID.

- IftheUEID isnotinthelist of UE IDs registered with the network slice and the maximum number of UEs
registered with the network slice has not been reached yet, the NSACF adds the UE ID in thelist of UEs
registered with the network slice as a new entry associated with this new update and increases the current
number of the UES registered with the network dlice. If the UE ID isnot in the list of UEs registered with that
S-NSSAI and the maximum number of UEs for that S-NSSAI has already been reached, then the NSACF
returns a result parameter indicating that the maximum number of UEs registered with the network slice has
been reached.

If the update flag parameter from the AMF indicates decrease and if there is only one entry associated with the
UE ID, the NSACF removes the UE ID from the list of UEs registered with the network slice for each of the S-
NSSAI(s) indicated in the request from the AMF and a so the NSACF decreases the number of UEs per network
dlice that is maintained by the NSACF for each of these network dlices. If there are multiple entries associated
with the UE ID, the NSACF removes the entry associated with the NF ID but the UE ID iskept in the list of UES
registered with the S-NSSAI.

The NSACF takes access type into account for increasing and decreasing the number of UEs per network slice as
described in clause 5.15.11.1 of TS 23.501 [2].

The NSACF stores the notification endpoint for EAC Notification associated with the S-NSSAIl if it isreceived
from the AMF. The NSACF can use this AMF natification endpoint to update the EAC mode as described in
clause 4.2.11.3.

NOTE 4: This enables the NSACF to maintain up-to-date information about the AMFs serving the S-NSSAIs.

4. The NSACF returnsthe Nnsacf_ NSAC_NumOfUEsUpdate Response message including Result indication per
S-NSSAI. The Result indication includes either 'maximum number of UEs registered with the network dice
reached' or 'maximum number of UES registered with the network dlice not reached'.

At UE Registration procedure, if only some of the SSNSSAI's reached the maximum number of UEs per S
NSSAI, the AMF sends a Registration Accept message to the UE in which the AMF includes the rejected S-
NSSAI(s) in the rejected NSSAI list for which the NSACF hasindicated that the maximum number of UEs per
network slice has been reached and for each rgjected S-NSSAI the AMF includes a regject cause set to 'maximum
number of UESs per network slice reached' and optionally a back-off timer.
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When for all the Requested S-NSSAI(s) provided in step 2 the NSACF returned the maximum number of UEs
per network slice has been reached and if one or more subscribed S-NSSAIs are marked as default in the
subscription data and not subject to NSAC, the AMF can decide to include these Default Subscribed S-NSSAIs
in the Allowed NSSAI. Otherwise, the AMF rejects the UE request for registration. In the Registration Reject
message, the AMF includes the rejected S-NSSAI(S) in the rejected NSSAI parameter and for each rejected S
NSSAI the AMF includes areject cause to indicate that the maximum number of UES per network slice has been
reached and optionally a back-off timer.

NOTE 5: If the use case requires the UE to remain reachable at all times with at least one slice, it is recommended
that at least one of the Subscribed S-NSSAIsis marked as the default S-NSSAI which is not subject to
NSAC. Thiswill ensure the UE is able to access to services even when maximum number of UES per
network slice has been reached.

4.2.11.3 Configuration for Early Admission Control (EAC) update procedure

The configuration for Early Admission Control (EAC) update procedure indicates to the AMF the activation or the
deactivation of the EAC mode for the S-NSSAI subject to NSAC. EAC mode means that the AMF isrequired to
perform the number of UEs per network dlice availability check and update procedure before the S-NSSAI subject to
NSAC isincluded in the Allowed NSSAI and sent to the UE. EAC mode is only applicable in the AMF when the
update flag is set to increase.

The AMF implicitly subscribes to the EAC notification for the SINSSAI when it performs the first network dlice
availability check and update procedure for the SSNSSAI with the NSACF. The NSACF sends the EAC mode
notification towards al notification endpoints associated with the S-NSSAI.

AMF NSACF

1. The number of UEs registered with
a network slice subject to NSAC
reaches a certain threshold

2. Nnsacf_NSAC_EACNotify (EAC flag=activated/deactivated)

«C—

3. Based on the EAC flag the AMF
decides when to trigger the update
calls to the NSACF

Figure 4.2.11.3-1: Early Admission Control (EAC) update procedure

1. The number of UEs registered with a network dlice subject to NSAC crosses a certain operator defined threshold.
The NSACF determines whether to activate or deactivate the EAC mode.

2. The NSACF triggers Nnsacf_NSAC_EACNOotify operation including the S-NSSAI(s) for which the EAC mode
isto be activated or deactivated and a EAC flag(s) set to activated if the number of UEs registered with the
network slice is above certain threshold or set to deactivated if the number of the UEs registered with the
network slice is below certain threshold which may be same or different with respect to the activation threshold.

NOTE 1: When the operator set the EAC inactive threshold, the Denial-of-Service issue due to a potential burst of
registration request needs to be taken into account.

3. The AMF usesthe EAC flag to decide when to trigger the number of UES per network slice availability check
and update procedure so that delays to the registration procedure and impact to the already allowed network
dices are avoided.
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If the EAC flag indicates EAC mode activated, the AMF triggers the number of UESs per network slice availability
check and update procedure before the Registration Accept step of the registration procedure or before the UE
Configuration Update message.

If the EAC flag indicates EAC mode deactivated, the AMF triggers the number of UEs per network slice availability
check and update procedure after Registration Accept step of the registration procedure or after the UE Configuration
Update.

NOTE 2: When the SSNSSAI subject to NSAC and NSSAA, with EAC mode activated or deactivated, the AMF
performs them as described in clause 4.2.11.2.

4.2.11.4 Number of PDU Sessions per network slice availability check and update
procedure

The number of PDU Sessions per network slice availability check and update procedure isto update (i.e. increase or
decrease) the number of PDU Sessions established on S-NSSAI which is subject to NSAC. The SMF is configured with
the information indicating which network dice is subject to NSAC.

NOTE 1: EAC modeis not applicable for Number of PDU Sessions per network slice availability check and update
procedure.

SMF NSACF

1. A trigger to perform number of
PDUs per network slice availability
check and update

2. Nnsacf_NSAC_NumOfPDUsUpdate_Request

3. The number of PDUs per
network slice availability check
and update

4. Nnsacf_NSAC_NumOfPDUsUpdate_Response
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.

Figure 4.2.11.4-1: Number of PDU Sessions per network slice availability check and update
procedure

1. If the SMFis not aware of which NSACF to communicate, the SMF performs NSACF discovery as described in
clause 6.3.22 of TS 23.501 [2] and in clause 5.2.7.3.2. The SMF anchoring the PDU session triggers the Number
of PDU Sessions per network dlice availability check and update procedure for the network dlices that are subject
to NSAC at the beginning of a PDU Session Establishment procedure (clause 4.3.2.2.1 and clause 4.3.2.2.2) only
for new PDU Sessions to be established and as alast step of successful PDU Session Release procedure
(clause 4.3.4.2 and clause 4.3.4.3).

NOTE 2: SMFs handling PDU sessions associated with UE Request Type "Existing PDU Session™ for intra access
handover purposes do not interact with the NSACF.

2. The SMF anchoring the PDU session sends Nnsacf NSAC_NumOfPDUsUpdate Request message to the
NSACF. The SMF includes in the message the UE-ID, the PDU session ID, S-NSSAI for which the number of
PDU Sessions per network slice update is required, Access Type and the update flag. The update flag may
include one of the following values:

ETSI



3GPP TS 23.502 version 17.7.0 Release 17 105 ETSI TS 123 502 V17.7.0 (2023-01)

- 'increase’ which indicates that the number of PDUs established on the S-NSSAI is to be increased when the
procedure is triggered at the beginning of PDU Session Establishment procedure or when a new user planelegis
to be established for an MA PDU Session;

- 'decrease’ which indicates that the number of PDU Sessions on the S-NSSAI isto be decreased when the
procedure istriggered at the end of PDU Sessions Rel ease procedure or when an existing user plane leg isto be
released for an MA PDU Session; or

- 'update’ which indicates that for existing PDU Session the Access Type is to be replaced with a new Access Type
during inter access mohility.

NOTE 3: For SSC mode 3 PDU session, the SMF of the new PDU Session invokes the NSACF to increase the
number of PDU Session and adds the new PDU session ID in the NSACF. When the old PDU sessionis
released the SMF of the old PDU session invokes the NSACF to decrease the number of PDU Session
and remove the old PDU session ID in the NSACF.

NOTE 4: An SMF anchoring an |Pv6 Multi-homed PDU session does not invoke NSACF for an S-NSSAI subject
to NSAC when the PDU session replaces an existing anchor according to clause 4.3.5.3.

3. The NSACF updates the current number of PDU Sessions established on the SSNSSAI, i.e. increase or decrease
the number of PDU Sessions per network slice based on the information provided by the anchor SMF in the
update flag parameter.

If the update flag parameter from the SMF anchoring the PDU session indicates increase val ue and the maximum
number of PDU Sessions established on the SSNSSAI has already been reached, then the NSACF returns a result
parameter indicating that the maximum number of PDU Sessions per network slice has been reached. If the
maximum number of PDU Sessions established on the S-NSSAI has not been reached, the NSACF checks the
UE ID. If the UE ID islocated, the NSACF, storesthe PDU Session ID and the Access Type and increases the
number of PDU Sessions for that S-NSSAI. If the NSACF did not locate the UE ID, it creates an entry for the
UE ID, storesthe PDU Session ID and Access Type and increases the number of PDU Sessions for that S-
NSSAI.

If the update flag parameter from the SMF anchoring the PDU session indicates decrease value, the current
number of PDU Sessions per S-NSSAI, the NSACF locates the UE 1D and decreases the number of PDU
Sessions for that S-NSSAI and itsrelated PDU Session ID. If the UE ID has no more PDU sessions, after the
decrease, the NSACF removes the UE ID entry.

If the update flag parameter from the SMF anchoring the PDU session indicates update value, the NSACF
locates the existing entry with UE ID and PDU Session ID and replaces the Access Type in the existing entry.

The NSACF takes the Access Type parameter into account for increasing and decreasing the number of PDU
Sessions per S-NSSAI as described in clause 5.15.11.2 of TS 23.501 [2]. For MA PDU Session, if the SMF
received information that the UE is registered over both accesses, the SMF provides multiple Access Typesto
the NSACF. If the NSACEF receives areguest containing multiple Access Types, the NSACF provides a Result
indication for each Access Type.

4. The NSACF acknowledges the update to the anchor SMF with Nnsacf NSAC_NumOfPDUsUpdate Response
message including a Result indication. If the NSACF returns a Result indication including ‘maximum number of
PDU Sessions per S-NSSAI reached, the SMF rejects the PDU Session establishment request with reject cause
set to 'maximum number of PDU Sessions per S-NSSAI reached' and optionally a back-off timer and the Access

Type.

For MA PDU Session, the NSACF may accept the MA PDU Session and may provide to the SMF a Result
indicating 'maximum number of PDU Sessions per S-NSSAI reached' or 'maximum number of PDU Sessions per
S-NSSAI not reached' associated with an Access Type. If the NSACF indicates a failure that is associated with
the Access Type over which the UE sent the MA PDU Session Establishment Request, the SMF sends to the UE
aPDU Session Establishment Reject with a Result indication including 'maximum number of PDU Sessions per
S-NSSAI reached' ,optionally a back-off timer and the Access Type. When the SMF rejects the MA PDU
Session, the SMF sets the Access Type parameter as follows:

- If the UE isregistered via both accesses and:

- If the NSACF indicates failure for both accesses, the Access Type indicates both accesses;
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- If the NSACF indicates failure for the access over which the MA PDU Session Establishment Request is
received, the Access Type indicates the access over which the MA PDU Session Request is received.

NOTE 5: If the UE is registered in both accesses and the NSACF indicates failure for the access different from the
access over which the MA PDU Session Establishment Request is received, the SMF accepts the MA
PDU Session Request and does not provide back-off timer to the UE.

- If the UE isregistered viaa single access, the Access Type indicates the access over which the MA PDU
Session Request is received.

If the UE receives back-off timer, the UE shall not request the establishment of user-plane resources on the
restricted Access Type until the back-off timer expires. The UE may request a PDU Session viathe Access Type
which is not restricted.

In the case of a PDU Session Establishment failure, the anchor SMF triggers another request to the NSACF with
the update flag parameter equal to decreasein order to re-adjust back the PDU Session counter in the NSACF.

4.2.11.5 Network Slice Admission Control Support for Roaming

421151 Network Slice Admission Control Support for Roaming by VPLMN

For NSAC for roaming UEs, a maximum number of allowed UEs per mapped S-NSSAI in HPLMN and/or a maximum
number of allowed PDU Sessionsin LBO mode per mapped S-NSSAI in HPLMN is alocated to the VPLMN for each

S-NSSAI in HPLMN and stored in one NSCAF in the VPLMN responsible for NSAC for the SSNSSAI in the HPLMN,
subject to NSAC.

The maximum number of UEs registered with a network slice monitoring and enforcement is done in the VPLMN by
the NSACF in the VPLMN as per the description in Figure 4.2.11.2-1 with the following differences:

- Step 2, inthe Nnsacf NSAC_NumOfUEsUpdate Request service operation the AMF provides both the S-
NSSAI in VPLMN and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN.

- Step 3, the NSACF inthe VPLMN performs NSAC for both the SSNSSAI in VPLMN and the corresponding
mapped S-NSSAI in HPLMN based on the SLA between VPLMN and HPLMN.

For LBO, enforcement of the maximum number of PDU Sessions established for an S-NSSAIl is performed in the
VPLMN by the NSACF in the VPLMN as per the description in Figure 4.2.11.4-1 with the following differences:

- Step 2, inthe Nnsacf NSAC_NumOfPDUsUpdate Request service operation the V-SMF provides both the S-
NSSAI in VPLMN and the corresponding mapped S-NSSAI in HPLMN to the NSACF in the VPLMN.

- Step 3, the NSACF inthe VPLMN performs NSAC for both the SSNSSAI in VPLMN and the corresponding
mapped S-NSSAI in HPLMN based on the SLA between VPLMN and HPLMN.

421152 Network Slice Admission Control Support for Roaming by HPLMN

For PDU sessionsin the home-routed roaming case, the SMF in HPLMN performs NSAC for the S-NSSAI(s) subject to
NSAC.

4.3 Session Management procedures

4.3.1 General

Clause 4.3 defines the Session Management related procedures. It refers to clause 4.4 for the N4 interactions.

Asdefined in clause 5.6.3 of TS 23.501 [2], considering the case of Home Routed PDU Session, the NAS SM
information processing by SMF considers following kind of NAS SM information:

- Information that both the V-SMF and H-SMF process: indication of the nature of the NAS SM signalling (e.g.
PDU Session Establishment Request), PDU Session Type, Session-AMBR, UE addressing information
(allocated IPv4 address, interface identifier).
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- Information that is not visible to the V-SMF, only processed by the H-SMF: SSC mode, Protocol Configuration
Options, SM PDU DN Request Container, QoS Rule(s) and QoS Flow level QoS parametersif any for the QoS
Flow(s) associated with the QoS rule(s).

NOTE 1: "Information that is not visible to the V-SMF" refers to information that the V-SMF isto relay between
the UE and the H-SMF (and that it can store in CDR) but that the V-SMF is not assumed to process
otherwise.

The NAS SM information processing split between V-SMF and H-SMF is transparent to the UE.

Both V-SMF and H-SMF process information interpreted by the AMF asthe PDU Session ID, the DNN, the S-NSSAI
(with values for the Serving PLMN and HPLMN processed by the V-SMF and with avalue for the HPLMN processed
by the H-SMF).

In the case of Home Routed PDU Session the H-SMF provides also the V-SMF with the | Pv6 Prefix allocated to the
PDU Session.

NOTE 2: 1Pv6 Prefix allocated to the PDU Session is provided to alow the V-SMF fulfilling regulatory
requirements for data storage in the visited country.

In non roaming and LBO cases the SMF processes all NAS SM information.

In HR roaming scenarios, in order to support SM features only requiring support from the H-SMF without impacting
the V-SMF, as specified in detail in TS 29.502 [36]:

- TheV-SMF transfers NAS SM information, which is not visible to the V-SMF, in a container towards the H-
SMF;

- TheV-SMF transfers NAS SM information which it does not comprehend (unknown |Es or IEs with an
unknown value not set to "reserved" according to the rel ease to which the V-SMF complies), in a different
container towards the H-SMF;

- TheH-SMF transfers NAS SM information which the V-SMF does not need to interpret, in one contai ner
towards the V-SMF;

- TheV-SMF appends unknown NAS SM information received in the N16 container at the end of the NAS SM
message it sends to the UE.

4.3.2 PDU Session Establishment

4321 General

A PDU Session establishment may correspond to:
- aUEinitiated PDU Session Establishment procedure.
- aUE nitiated PDU Session handover between 3GPP and non-3GPP.
- aUE nitiated PDU Session handover from EPS to 5GS.

- aNetwork triggered PDU Session Establishment procedure. In this case the network sends the device trigger
message to application(s) on the UE side. The payload included in Device Trigger Request message contains
information on which application on the UE side is expected to trigger the PDU Session establishment request.
Based on that information, the application(s) on the UE side trigger the PDU Session Establishment procedure.
For more detail refer to clause 4.13.2.

If the UE is simultaneously registered to a non-3GPP access via a N3IWF/ TNGFW-AGF located in aPLMN different
from the PLMN of the 3GPP access, the functional entitiesin the following procedures are located in the PLMN of the
access used to exchange NAS with the UE for the PDU Session.

As specified in clause 5.6.1 of TS 23.501 [2], aPDU Session may be associated either (a) with asingle accesstype at a
giventime, i.e. either 3GPP access or non-3GPP access, or (b) simultaneously with multiple access types, i.e. one 3GPP
access and one non-3GPP access. A PDU Session associated with multiple access typesis referred to as Multi Access-
PDU (MA PDU) Session and it may be requested by ATSSS-capable UEs.
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The following clause 4.3.2.2 specifies the procedures for establishing PDU Sessions associated with a single access type
at agiven time. The particular procedures associated with MA PDU Sessions are specified as part of the ATSSS
procedures in clause 4.22.

4.3.2.2 UE Requested PDU Session Establishment

43221 Non-roaming and Roaming with Local Breakout

Clause 4.3.2.2.1 specifies PDU Session establishment in the non-roaming and roaming with local breakout cases. The
procedure is used to:

- Establish anew PDU Session;
- Handover aPDN Connection in EPS to PDU Session in 5GS without N26 interface;

- Switching an existing PDU Session between non-3GPP access and 3GPP access. The specific system behaviour
in this caseisfurther defined in clauses 4.9.2 and 4.9.3; or

- Request aPDU Session for Emergency services.

In the case of roaming, the AMF determinesif a PDU Session is to be established in LBO or Home Routing. In the case
of LBO, the procedure is as in the case of non-roaming with the difference that the AMF, the SMF, the UPF and the
PCF are located in the visited network. PDU Sessions for Emergency services are never established in Home Routed
mode. If Control Plane CloT 5GS Optimisation is enabled for the PDU session with LBO, the NEF is not used asthe
anchor of this PDU Session.

NOTE 1: UE provides both the S-NSSAIs of the Home PLMN and Visited PLMN to the network as described in
clause 5.15.5.3 of TS 23.501 [2].
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Figure 4.3.2.2.1-1: UE-requested PDU Session Establishment for non-roaming and roaming with local
breakout
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The procedure assumes that the UE has already registered on the AMF thus unless the UE is Emergency Registered the
AMF has already retrieved the user subscription data from the UDM.

1. FromUEto AMF: NAS Message (S-NSSAI(s), UE Reguested DNN, PDU Session 1D, Request type, Old PDU
Session ID, N1 SM container (PDU Session Establishment Request, [Port Management Information
Container])).

In order to establish a new PDU Session, the UE generates anew PDU Session ID.

The UE initiates the UE Requested PDU Session Establishment procedure by the transmission of aNAS
message containing a PDU Session Establishment Request within the N1 SM container. The PDU Session
Establishment Request includes a PDU session ID, Requested PDU Session Type, a Regquested SSC mode,
5GSM Capability, PCO, SM PDU DN Request Container, [Number Of Packet Filters], [Header Compression
Configuration], UE Integrity Protection Maximum Data Rate, [Always-on PDU Session Requested], [RSN] and
[PDU Session Pair I1D].

The Request Type indicates "Initial request” if the PDU Session Establishment is a request to establish a new
PDU Session and indicates "Existing PDU Session" if the request refersto an existing PDU Session switching
between 3GPP access and non-3GPP access or to a PDU Session handover from an existing PDN connection in
EPC. If the request refersto an existing PDN connection in EPC, the SSNSSAI is set as described in

clause 5.15.7.2 of TS 23.501 [2]

When Emergency serviceisrequired and an Emergency PDU Session is not already established, a UE shall
initiate the UE Requested PDU Session Establishment procedure with a Request Type indicating " Emergency
Request”.

The Request Type indicates "Emergency Request” if the PDU Session Establishment is a request to establish a
PDU Session for Emergency services. The Request Type indicates "Existing Emergency PDU Session” if the
regquest refers to an existing PDU Session for Emergency services switching between 3GPP access and non-
3GPP access or to a PDU Session handover from an existing PDN connection for Emergency servicesin EPC.

The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in clause 5.4.4b of
TS23.501[2].

The Number Of Packet Filters indicates the number of supported packet filters for signalled QoS rules for the
PDU Session that is being established. The number of packet filtersindicated by the UE isvalid for the lifetime
of the PDU Session. For presence condition, see TS 24.501 [25].

The UE Integrity Protection Maximum Data Rate indicates the maximum data rate up to which the UE can
support UP integrity protection. The UE shall provide the UE Integrity Protection Data Rate capability
independently of the Access Type over which the UE sends the PDU Session Establishment Request.

If the use of header compression for Control Plane CloT 5GS optimisation was negotiated successfully between
the UE and the network in the previous registration procedure, the UE shall include the Header Compression
Configuration, unless "Unstructured" PDU Session Type isindicated. The Header Compression Configuration
includes the information necessary for the header compression channel setup. Optionally, the Header
Compression Configuration may include additional header compression context parameters.

The NAS message sent by the UE is encapsulated by the AN in a N2 message towards the AMF that should
include User location information and Access Type Information.

The PDU Session Establishment Request message may contain SM PDU DN Request Container containing
information for the PDU Session authorization by the external DN.

The UE includes the S-NSSAI from the Allowed NSSAI of the current access type. If the Mapping of Allowed
NSSAI was provided to the UE, the UE shall provide both the S-NSSAI of the VPLMN from the Allowed
NSSAI and the corresponding S-NSSAI of the HPLMN from the Mapping Of Allowed NSSAI.

If the procedure is triggered for SSC mode 3 operation, the UE shall also include the Old PDU Session ID which
indicates the PDU Session ID of the on-going PDU Session to be released, in NAS message. The Old PDU
Session ID isincluded only in this case.

The AMF receives from the AN the NAS SM message (built in step 1) together with User Location Information
(e.g. Cdll Id in the case of the NG-RAN).
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The UE shall not trigger a PDU Session establishment for a PDU Session corresponding to a LADN when the
UE is outside the area of availability of the LADN.

If the UE is establishing a PDU session for IMS and the UE is configured to discover the P-CSCF address during
connectivity establishment, the UE shall include an indicator that it requests a P-CSCF | P address(es) within the
SM container.

The PS Data Off statusisincluded in the PCO in the PDU Session Establishment Request message.

The UE capability to support Reliable Data Service isincluded in the PCO in the PDU Session Establishment
Request message.

If the UE hasindicated that it supports transfer of Port Management I nformation Containers as per UE 5GSM
Core Network Capability and if the PDU session type is Ethernet, then the UE shall include the MAC address of
the DS-TT Ethernet port used for this Ethernet PDU session. If the UE isaware of the UE-DS-TT Residence
Time, then the UE shall additionally include the UE-DS-TT Residence Time.

If the UE requests to establish always-on PDU session, the UE includes an Always-on PDU Session Requested
indication in the PDU Session Establishment Request message.

Asdescribed in TS 23.548 [74], a UE that hosts EEC(s) may indicate in the PCO that it supports the ability to
receive ECS address(es) viaNAS and to transfer the ECS Address(es) to the EEC(s).

A UE that hosts the EDC functionality shall indicate in the PCO its capability to support the EDC functionality
(seeclause 5.2.1 of TS 23.548 [74]).

The UE may aso include PDU Session Pair ID and/or RSN in PDU Session Establishment Request message as
described in clause 5.33.2.1 of TS 23.501 [2].

A UE that supports EAS re-discovery as described in clause 6.2.3.3 of TS 23.548 [74], may indicate so in the
PCO.

Port Management Information Container is received from DS-TT and includes port management capabilities, i.e.
information indicating which standardized and deployment-specific port management information is supported
by DS-TT asdefined in clause 5.28.3 of TS 23.501 [2].

2. For NR satellite access, the AMF may decide to verify the UE location as described in clause 5.4.11.4 of
TS23.501[2].

The AMF determines that the message corresponds to a request for a new PDU Session based on that Request
Typeindicates "initial request” and that the PDU Session ID is not used for any existing PDU Session of the UE.
If the NAS message does not contain an S-NSSAI, the AMF determines an S-NSSAI of the Serving PLMN for
the requested PDU Session from the current Allowed NSSAI for the UE. If thereisonly one S-NSSAI in the
Allowed NSSAI, this SSNSSAI shall be used. If there is more than one S-NSSAI in the Allowed NSSAI, the S-
NSSAI selected is either according to the UE subscription, if the subscription contains only one default S-NSSAI
and the corresponding mapped HPLMN S-NSSAI of the Serving PLMN isincluded in the Allowed NSSAI, or
based on operator policy (e.g. also ensures any UE Requested DNN is allowed for the selected S-NSSAL)).
When the NAS Message contains an S-NSSAI of the Serving PLMN but it does not contain a DNN, the AMF
determines the DNN for the requested PDU Session by selecting the default DNN for this S-NSSAL if the default
DNN is present in the UE's Subscription Information (or for the corresponding S-NSSAI of the HPLMN, in the
case of LBO); otherwise the serving AMF selects alocally configured DNN for this SINSSAI of the Serving
PLMN. If the AMF cannot select an SMF (e.g. the UE requested DNN is not supported by the network, or the
UE requested DNN is not in the Subscribed DNN List for the SSNSSAI (or its mapped value for the HPLMN in
the case of LBO) and wildcard DNN is not included in the Subscribed DNN list), the AMF shall, based on
operator policies received from PCF, either reject the NAS Message containing PDU Session Establishment
Request from the UE with an appropriate cause or request PCF to replace the UE requested DNN by a selected
DNN. If the DNN requested by the UE is present in the UE subscription information but indicated for
replacement in the operator policies received from PCF, the AMF shall request the PCF to perform a DNN
replacement to a selected DNN. AMF requests DNN replacement as specified in clause 4.16.2.1.1. If the DNN
regquested by the UE is present in the UE subscription information but not supported by the network and not
indicated for replacement in the operator policies received from PCF, the AMF shall reject the NAS Message
containing PDU Session Establishment Request from the UE with an appropriate cause value.
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The AMF selects an SMF as described in clause 6.3.2 of TS 23.501 [2] and clause 4.3.2.2.3. If the Request Type
indicates "Initial request" or the request is due to handover from EPS or from non-3GPP access serving by a
different AMF, the AMF stores an association of the S-NSSAI(s), the DNN, the PDU Session ID, the SMF ID as
well asthe Access Type of the PDU Session.

During registration procedures, the AMF determines the use of the Control Plane CloT 5GS Optimisation or
User Plane CloT 5GS Optimisation based on UEs indications in the 5G Preferred Network Behaviour, the
serving operator policies and the network support of CloT 5GS optimisations. The AMF selects an SMF that
supports Control Plane CloT 5GS optimisation or User Plane CloT 5GS Optimisation as described in

clause 6.3.2 of TS 23.501 [2].

If the Request Typeis"initia request” and if the Old PDU Session ID indicating the existing PDU Sessionis
also contained in the message, the AMF selects an SMF as described in clause 4.3.5.2 and stores an association
of the new PDU Session ID, the S-NSSAI(s), the selected SMF ID as well as Access Type of the PDU Session.

If the Request Type indicates "Existing PDU Session”, the AMF selects the SMF based on SMF-ID received
from UDM. The case where the Request Type indicates "Existing PDU Session” and either the AMF does not
recognize the PDU Session ID or the subscription context that the AMF received from UDM during the
Registration or Subscription Profile Update Notification procedure does not contain an SMF 1D corresponding to
the PDU Session ID congtitutes an error case. The AMF updates the Access Type stored for the PDU Session.

If the Request Type indicates "Existing PDU Session” referring to an existing PDU Session moved between
3GPP access and non-3GPP access, then if the Serving PLMN S-NSSAI of the PDU Session is present in the
Allowed NSSAI of the target access type, the PDU Session Establishment procedure can be performed in the
following cases:

- the SMF ID corresponding to the PDU Session ID and the AMF belong to the same PLMN;

- the SMF ID corresponding to the PDU Session ID belongs to the HPLMN;

Otherwise the AMF shall reject the PDU Session Establishment Request with an appropriate reject cause.
NOTE 2: The SMF ID includesthe PLMN ID that the SMF belongs to.

The AMF shall reject arequest coming from an Emergency Registered UE and the Request Type indicates
neither "Emergency Reguest” nor "Existing Emergency PDU Session”. When the Request Type indicates
"Emergency Reguest”, the AMF is not expecting any S-NSSAI and DNN value provided by the UE and uses
locally configured values instead. The AMF stores the Access Type of the PDU Session.

If the Request Type indicates "Emergency Request” or "Existing Emergency PDU Session”, the AMF selects the
SMF as described in clause 5.16.4 of TS 23.501 [2].

3. From AMF to SMF: Either Nsmf_PDUSession_CreateSM Context Request (SUPI, selected DNN, UE requested
DNN, S-NSSAI(s), PDU Session ID, AMF ID, Request Type, [PCF ID, Same PCF Selection Indication],
Priority Access, [Small Data Rate Control Status], N1 SM container (PDU Session Establishment Request), User
location information, Access Type, RAT Type, PEI, GPSI, UE presencein LADN service area, Subscription For
PDU Session Status Notification, DNN Selection Mode, Trace Requirements, Control Plane CloT 5GS
Optimisation indication, Control Plane Only indicator, Satellite backhaul category, [PVS FQDN(s) and/or PVS
I P address(es), Onboarding Indication], Disaster Roaming service indication) or
Nsmf_PDUSession_UpdateSM Context Request (SUPI, DNN, S-NSSAI(s), SM Context ID, AMF 1D, Request
Type, N1 SM container (PDU Session Establishment Request), User location information, Access Type, RAT
type, PEI, Serving Network (PLMN ID, or PLMN ID and NID, see clause 5.18 of TS 23.501 [2]), Satellite
backhaul category), [PCF binding information, notification of SM Policy Association establishment Indication].

If the AMF does not have an association with an SMF for the PDU Session ID provided by the UE (e.g. when
Request Type indicates "initial request"), the AMF invokes the Nsmf_PDUSession_CreateSM Context Request,
but if the AMF already has an association with an SMF for the PDU Session ID provided by the UE (e.g. when
Request Type indicates "existing PDU Session"), the AMF invokes the Nsmf_PDUSession UpdateSM Context
Request.

The AMF sends the S-NSSAI of the Serving PLMN from the Allowed NSSAI to the SMF. For roaming scenario
inlocal breakout (LBO), the AMF also sends the corresponding S-NSSAI of the HPLMN from the Mapping Of
Allowed NSSAI to the SMF.
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The AMF ID isthe UE's GUAMI which uniquely identifies the AMF serving the UE. The AMF forwards the
PDU Session ID together with the N1 SM container containing the PDU Session Establishment Request received
from the UE. The GPSI shall be included if available at AMF.

The AMF determines Access Type and RAT Type, see clause 4.2.2.2.1.

The AMF provides the PEI instead of the SUPI when the UE in limited service state has registered for
Emergency services (i.e. Emergency Registered) without providing a SUPI. The PEI is defined in clause 5.9.3 of
TS 23.501 [2]. If the UE in limited service state has registered for Emergency services (i.e. Emergency
Registered) with a SUPI but has not been authenticated the AMF indicates that the SUPI has not been
authenticated. The SMF determines that the UE has not been authenticated when it does not receive a SUPI for
the UE or when the AMF indicates that the SUPI has not been authenticated.

If the AMF determines that the selected DNN correspondsto an LADN then the AMF provides the"UE
presencein LADN service ared’ that indicatesif the UE isIN or OUT of the LADN service area.

If the Old PDU Session ID isincluded in step 1 and if the SMF is not to be reall ocated, the AMF also includes
Old PDU Session ID inthe Nsmf_PDUSession_CreateSM Context Request.

DNN Selection Mode is determined by the AMF. It indicates whether an explicitly subscribed DNN has been
provided by the UE in its PDU Session Establishment Request.

The SMF may use DNN Selection Mode when deciding whether to accept or reject the UE request.

When the Establishment cause received as part of AN parameters during the Registration procedure or Service
Request procedure is associated with priority services (e.g. MPS, MCX), or when the AMF determines the UE
has priority subscription (e.g. MPS, MCX) in the UDM, the AMF includes a Message Priority header to indicate
priority information. The SMF uses the Message Priority header to determine if the UE request is subject to
exemption from NAS level congestion control. Other NFs relay the priority information by including the
Message Priority header in service-based interfaces, as specified in TS 29.500 [17].

In the local breakout case, if the SMF (in the VPLMN) is not able to process some part of the N1 SM
information that Home Routed Roaming is required and the SMF responds to the AMF that it is not the right
SMF to handle the N1 SM message by invoking Nsmf_PDUSession CreateSM Context Response service
operation. The SMF includes a proper N11 cause code triggering the AMF to proceed with home routed case.
The procedure starts again at step 2 of clause 4.3.2.2.2.

In the non-roaming case, for PDU Session with Request Type "initial request”, the AMF checks if the PCF
Selection Assistance info from the UDM indicates that the same PCF isrequired for the requested DNN and S-
NSSAI and if required, the AMF includesin Nsmf_PDUSession_CreateSM Context Request both the Same PCF
Selection Indication and the PCF ID selected by the AMF, this PCF ID identifies the H-PCF,

If PCF Selection Assistance info is not received from the UDM, the AMF may include a PCF ID in the
Nsmf_PDUSession CreateSM Context Request based on operator policies. This PCF ID identifies the H-PCF in
the non-roaming case and the V-PCF in the local breakout roaming case.

The AMF includes Trace Requirements if Trace Requirements have been received in subscription data.

If the AMF decides to use the Control Plane CloT 5GS Optimisation or User Plane CloT 5GS Optimisation as
specified in step 2 or to only use Control Plane CloT 5GS Optimisation for the PDU session as described in
clause 5.31.4 of TS 23.501 [2], the AMF sends the Control Plane CloT 5GS Optimisation indication or Control
Plane Only indicator to the SMF.

If the AMF determines that the RAT typeis NB-1oT and the number of PDU Sessions with user plane resources
activated for the UE has reached the maximum number of supported user plane resources (0, 1 or 2) based on
whether the UE supports UP data transfer and the UE's 5GMM Core Network Capability as described in

Clause 5.31.19 of TS 23.501 [2], the AMF may either reject the PDU Session Establishment Request or continue
with the PDU Session establishment and include the Control Plane CloT 5GS Optimisation indication or Control
Plane Only indicator to the SMF.

The AMF includes the latest Small Data Rate Control Status if it has stored it for the PDU Session.

If the RAT type was included in the message, then the SMF stores the RAT typein SM Context.
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If the UE supports CE mode B and use of CE mode B is not restricted according to the Enhanced Coverage
Restriction information in the UE context in the AMF, then the AMF shall include the extended NAS-SM timer
indication. Based on the extended NAS-SM timer indication, the SMF shall use the extended NAS-SM timer
setting for the UE as specified in TS 24.501 [25].

If theidentity of an NWDAF is available to the AMF, the AMF informs the SMF of the NWDAF ID(s) used for
UE related Analytics and corresponding Analytics ID(s).

If the AMF, based on configuration, is aware that the UE is accessing over agNB using satellite backhaul as
defined in TS 23.501 [2], the AMF includes Satellite backhaul category indication.

The AMF may provide the Disaster Roaming service indication as specified in TS 23.501 [2].

4. If Session Management Subscription data for corresponding SUPI, DNN and S-NSSAI of the HPLMN is not
available, then SMF retrieves the Session Management Subscription data using Nudm_SDM_Get (SUPI, Session
Management Subscription data, selected DNN, S-NSSAI of the HPLMN, Serving PLMN ID, [NID]) and
subscribes to be notified when this subscription data is modified using Nudm_SDM_ Subscribe (SUPI, Session
Management Subscription data, selected DNN, S-NSSAI of the HPLMN, Serving PLMN ID, [NID]). UDM may
get thisinformation from UDR by Nudr_DM_Query (SUPI, Subscription Data, Session Management
Subscription data, selected DNN, S-NSSAI of the HPLMN, Serving PLMN ID, [NID]) and may subscribe to
notifications from UDR for the same data by Nudr_DM _ subscribe.

The SMF may use DNN Selection Mode when deciding whether to retrieve the Session Management
Subscription data e.g. if the (selected DNN, S-NSSAI of the HPLMN) is not explicitly subscribed, the SMF may
use local configuration instead of Session Management Subscription data.

If the Request Typein step 3 indicates "Existing PDU Session” or "Existing Emergency PDU Session” the SMF
determines that the request is due to switching between 3GPP access and hon-3GPP access or due to handover
from EPS. The SMF identifies the existing PDU Session based on the PDU Session ID. In such a case, the SMF
does not create a new SM context but instead updates the existing SM context and provides the representation of
the updated SM context to the AMF in the response.

If the Request Typeis "Initial request” and if the Old PDU Session ID isincluded in
Nsmf_PDUSession_CreateSM Context Request, the SMF identifies the existing PDU Session to be released
based on the Old PDU Session ID.

Subscription data includes the Allowed PDU Session Type(s), Allowed SSC mode(s), default 5QI and ARP,
subscribed Session-AMBR, SMF-Associated external parameters.

IP Index or Static | P address/prefix may be included in the subscription data if the UE has subscribed to it.
The SMF checks the validity of the UE request: it checks
- Whether the UE request is compliant with the user subscription and with local policies;

- (If the selected DNN corresponds to an LADN), whether the UE is located within the LADN service area
based on the "UE presencein LADN service area’' indication from the AMF. If the AMF does not provide
the "UE presence in LADN service ared" indication and the SMF determines that the selected DNN
corresponds to a LADN, then the SMF considers that the UE isOUT of the LADN service area.

The SMF determines whether the PDU Session requires redundancy and the SMF determines the RSN as
described in clause 5.33.2.1 of TS 23.501 [2]. If the SMF determines that redundant handling is not allowed or
not possible for the given PDU Session, the SMF shall either reject the establishment of the PDU Session or
accept the establishment of a PDU session without redundancy handling based on local policy.

If the UE request is considered as not valid, the SMF decides to not accept to establish the PDU Session.

NOTE 3: The SMF can, instead of the Nudm_SDM_ Get service operation, use the Nudm_SDM_ Subscribe service
operation with an Immediate Report Indication that triggers the UDM to immediately return the
subscribed dataif the corresponding feature is supported by both the SMF and the UDM.

For a Disaster Roaming service, the UDM provides the Session Management Subscription data to the SMF based
on the local policy and/or the local configuration as specified in clause 5.40.4 of TS 23.501 [2].
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5.

From SMF to AMF: Either Nsmf_PDUSession_CreateSM Context Response (Cause, SM Context ID or N1 SM
container (PDU Session Reject (Cause))) or an Nsmf_PDUSession_UpdateSM Context Response depending on
the request received in step 3.

If the SMF received Nsmf_PDUSession_CreateSM Context Request in step 3 and the SMF is able to process the
PDU Session establishment request, the SMF creates an SM context and responds to the AMF by providing an
SM Context ID.

If the UP Security Policy for the PDU Session is determined to have Integrity Protection set to "Required”, the
SMF may, based on local configuration, decide whether to accept or reject the PDU Session request based on the
UE Integrity Protection Maximum Data Rate.

NOTE 4: The SMF can e.g. be configured to rgject a PDU Session if the UE Integrity Protection Maximum Data

Rate has avery low value, if the services provided by the DN would reguire higher bitrates.

When the SMF decides to not accept to establish a PDU Session, the SMF rejects the UE request viaNAS SM
signalling including arelevant SM rejection cause by responding to the AMF with
Nsmf_PDUSession_CreateSM Context Response. The SMF also indicates to the AMF that the PDU Session ID
isto be considered as released, the SMF proceeds to step 20 and the PDU Session Establishment procedureis
stopped.

Optional Secondary authentication/authorization.

If the Request Typein step 3 indicates "Existing PDU Session”, the SMF does not perform secondary
authenti cation/authorization.

If the Request Type received in step 3 indicates "Emergency Request" or "Existing Emergency PDU Session”,
the SMF shall not perform secondary authenti cation\authorization.

If the SMF needs to perform secondary authentication/authorization during the establishment of the PDU
Session by a DN-AAA Server as described in clause 5.6.6 of TS 23.501 [2], the SMF triggers the PDU Session
establishment authentication/authorization as described in clause 4.3.2.3.

7a. If dynamic PCC isto be used for the PDU Session, the SMF performs PCF selection as described in

clause 6.3.7.1 of TS 23.501 [2]. If the Request Type indicates "Existing PDU Session” or "Existing Emergency
PDU Session”, the SMF shall use the PCF already selected for the PDU Session.

Otherwise, the SMF may apply local policy.

7b. The SMF may perform an SM Policy Association Establishment procedure as defined in clause 4.16.4 to

establish an SM Policy Association with the PCF and get the default PCC Rules for the PDU Session. The SMF
shall include the 3GPP Data Off statusif received in step 1. The GPSI, PVS FQDN(s) and/or PV S IP address(es)
and the Onboarding Indication shall be included if available at SMF in the case of ON-SNPN. If the Request
Typein step 3 indicates "Existing PDU Session", the SMF provides information on the Policy Control Request
Trigger condition(s) that have been met by an SMF initiated SM Policy Association Modification procedure as
defined in clause 4.16.5.1. The PCF may provide policy information defined in clause 5.2.5.4 (and in

TS 23.503[20]) to SMF.

During the SM Policy Association Establishment procedure, if the PCF detects the request relatesto SM Policy
Association enabling integration with TSN or TSC based on local configuration, the PCF may provide policy
control request trigger for 5GS Bridge Information as defined in clause 6.1.3.5 of TS 23.503 [20].

The PCF, based on the Emergency DNN, sets the ARP of the PCC rulesto avalue that is reserved for
Emergency services as described in TS 23.503 [20].

NOTE 5: The purpose of step 7 isto receive PCC rules before selecting UPF. If PCC rules are not needed as input

8.

for UPF selection, step 7 can be performed after step 8.

If the Request Typein step 3 indicates "Initia request”, the SMF selects an SSC mode for the PDU Session as
described in clause 5.6.9.3 of TS 23.501 [2]. The SMF aso selects one or more UPFs as heeded as described in
clause 6.3.3 of TS 23.501 [2]. In the case of PDU Session Type IPv4 or IPv6 or |Pv4v6, the SMF allocates an IP
addresg/prefix for the PDU Session (unless configured otherwise) as described in clause 5.8.2 of TS 23.501 [2].
In the case of PDU Session Type |Pv6 or |Pv4v6, the SMF also allocates an interface identifier to the UE for the
UE to build its link-local address. For Unstructured PDU Session Type the SMF may allocate an I Pv6 prefix for
the PDU Session and N6 point-to-point tunnelling (based on UDP/IPv6) as described in clause 5.6.10.3 of
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TS 23.501 [2]. For Ethernet PDU Session Type, neither aMAC nor an |P addressiis allocated by the SMF to the
UE for this PDU Session.

If the AMF indicated Control Plane CloT 5GS Optimisation in step 3 for this PDU session, then,

1) For Unstructured PDU Session Type, the SMF checks whether UE's subscription include a"NEF I dentity for
NIDD" for the DNN/S-NSSAI combination. When the "NEF Identity for NIDD" is present in the UE's
subscription data, the SMF will select the NEF identified for the S-NSSAI and selected DNN in the "NEF
Identity for NIDD" as the anchor of this PDU Session. Otherwise, the SMF will select a UPF as the anchor of
this PDU Session.

2) For other PDU Session Types, the SMF will perform UPF selection to select a UPF as the anchor of this
PDU Session.

If the Request Typein Step 3is"Existing PDU Session", the SMF maintai ns the same | P address/prefix that has
already been alocated to the UE in the source network.

If the Request Typein step 3 indicates "Existing PDU Session” referring to an existing PDU Session moved
between 3GPP access and non-3GPP access the SMF maintains the SSC mode of the PDU Session, the current
PDU Session Anchor and |P address.

NOTE 6: The SMF may decide to trigger e.g. new intermediate UPF insertion or allocation of a new UPF as
described in step 5in clause 4.2.3.2.

If the Request Type indicates "Emergency Request”, the SMF selects the UPF as described in clause 5.16.4 of
TS 23.501 [2] and selects SSC mode 1.

SMF may select a UPF (e.g. based on requested DNN/S-NSSAI) that supports NW-TT functionality.

9. SMF may perform an SMF initiated SM Policy Association Modification procedure as defined in clause 4.16.5.1
to provide information on the Policy Control Request Trigger condition(s) that have been met. If Request Typeis
"initial request” and dynamic PCC is deployed and PDU Session Typeis IPv4 or IPv6 or IPv4v6, SMF notifies
the PCF (if the Policy Control Request Trigger condition is met) with the allocated UE | P address/prefix(es).

NOTE 7: If an IP address/prefix has been allocated before step 7 (e.g. subscribed static | P address/prefix in
UDM/UDR) or the step 7 is performed after step 8, the | P address/prefix can be provided to PCFin step 7
and the IP address/prefix notification in this step can be skipped.

PCF may provide updated policies to the SMF. The PCF may provide policy information defined in
clause 5.2.5.4 (and in TS 23.503 [20]) to SMF.

10. If Request Type indicates "initial request”, the SMF initiates an N4 Session Establishment procedure with the
selected UPF(s), otherwise it initiates an N4 Session Modification procedure with the selected UPF(s):

10a. The SMF sends an N4 Session Establishment/M odification Request to the UPF and provides Packet
detection, enforcement and reporting rules to be installed on the UPF for this PDU Session. If the SMF is
configured to reguest | P address all ocation from UPF as described in clause 5.8.2 of TS 23.501 [2] then the
SMF indicates to the UPF to perform the IP address/prefix allocation and includes the information required
for the UPF to perform the allocation. If the selective User Plane deactivation is required for this PDU
Session, the SMF determines the Inactivity Timer and providesit to the UPF. The SMF provides Trace
Requirements to the UPF if it has received Trace Requirements. If the Reliable Data Serviceis enabled for
the PDU Session by the SMF as specified in TS 23.501 [2], the RDS Configuration information is provided
to the UPF in this step. The SMF provides Small Data Rate Control parameters to the UPF for the PDU
Session, if required. The SMF provides the Small Data Rate Control Status to the UPF, if received from the
AMF. If the Serving PLMN intends to enforce Serving PLMN Rate Control (see clause 5.31.14.2 of
TS 23.501 [2]) for this PDU session then the SMF shall provide Serving PLMN Rate Control parametersto
UPF for limiting the rate of downlink control plane data packets.

For aPDU Session of type Ethernet, SMF (e.g. for a certain requested DNN/S-NSSAI) may include an
indication to request UPF to provide port numbers.

If SMF decidesto perform redundant transmission for one or more QoS Flows of the PDU session as
described in clause 5.33.1.2 of TS 23.501 [2], two CN Tunnel Info are requested by the SMF from the UPF.
The SMF also indicates the UPF to eliminate the duplicated packet for the QoS Flow in uplink direction. The
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SMF indicates the UPF that one CN Tunnel Info is used as the redundancy tunnel of the PDU session
described in clause 5.33.2.2 of TS 23.501 [2].

If SMF decidesto insert two I-UPFs between the PSA UPF and the NG-RAN for redundant transmission as
described in clause 5.33.1.2 of TS 23.501 [2], the SMF requests the corresponding CN Tunnel Info and
provides them to the I-UPFs and PSA UPF respectively. The SMF also indicates the PSA UPF to eliminate
the duplicated packet for the QoS Flow in uplink direction. The SMF indicates the PSA UPF that one CN
Tunnel Info is used as the redundancy tunnel of the PDU session described in clause 5.33.2.2 of
TS23.501[2].

NOTE 8: The method to perform elimination and reordering on RAN/UPF based on the packets received from the
two GTP-U tunnelsis up to RAN/UPF implementation. The two GTP-U tunnels are terminated at the
same RAN node and UPF.

If Control Plane CloT 5GS Optimisation is enabled for this PDU session and the SMF selects the NEF as the
anchor of this PDU Session in step 8, the SMF performs SMF-NEF Connection Establishment Procedure as
described in clause 4.25.2.

10b. The UPF acknowledges by sending an N4 Session Establishment/M odification Response.

If the SMF indicatesin step 10athat | P address/prefix allocation is to be performed by the UPF then this
response contains the requested | P address/prefix. The requested CN Tunnel Info is provided to SMF in this
step. If SMF indicated the UPF to perform packet duplication and elimination for the QoS Flow in step 10a,
two CN Tunnel Info are allocated by the UPF and provided to the SMF. If SMF decides to insert two |-UPFs
between the PSA UPF and the NG-RAN for redundant transmission as described in clause 5.33.1.2 of

TS 23.501[2], CN Tunnel Info of two I-UPFs and the UPF (PSA) are allocated by the UPFs and provided to
the SMF. The UPF indicates the SMF that one CN Tunnel Info is used as the redundancy tunnel of the PDU
session as described in clause 5.33.2.2 of TS 23.501 [2].

If SMF requested UPF to provide a port number then UPF includes the DS-TT port and user-plane Node |ID
in the response according to TS 23.501 [2]. To support integration with IEEE TSN, the user-plane node ID is
Bridge ID. Besides the network instance, the SMF may also provide DNN/S-NSSAI for the UPF to respond
with user-plane Node ID based on pre-configuration information.

If multiple UPFs are selected for the PDU Session, the SMF initiate N4 Session Establishment/M odification
procedure with each UPF of the PDU Session in this step.

NOTE 9: If the PCF has subscribed to the UE I P address change Policy Control Trigger (as specified in
clause 6.1.3.5 of TS 23.503 [20]) then the SMF notifies the PCF about the IP address/prefix allocated by
the UPF. Thisis not shown in figure 4.3.2.2.1-1.

11. SMF to AMF: Namf_Communication_N1N2MessageTransfer (PDU Session ID, N2 SM information (PDU
Session ID, QFI(s), QoS Profile(s), CN Tunnel Info, SSNSSAI from the Allowed NSSAI, Session-AMBR, PDU
Session Type, User Plane Security Enforcement information, UE Integrity Protection Maximum Data Rate,
RSN, PDU Session Pair ID), N1 SM container (PDU Session Establishment Accept ([QoS Rule(s) and QoS
Flow level QoS parametersif needed for the QoS Flow(s) associated with the QoS rule(s)], selected SSC mode,
SNSSAI(s), UE Requested DNN, allocated | Pv4 address, interface identifier, Session-AMBR, selected PDU
Session Type, [Reflective QoS Timer] (if available), [P-CSCF address(es)], [Control Plane Only indicator],
[Header Compression Configuration], [Always-on PDU Session Granted], [Small Data Rate Control
parameters|, [Small Data Rate Control Status], [Serving PLMN Rate Control], [PVS FQDN(s) and/or PVSIP
address(es)]))). If multiple UPFs are used for the PDU Session, the CN Tunnel Info contains tunnel information
related with the UPFs that terminate N3.

The SMF may provide the SMF derived CN assisted RAN parameters tuning to the AMF by invoking
Nsmf_PDUSession_SM ContextStatusNotify (SMF derived CN assisted RAN parameters tuning) service. The
AMF stores the SMF derived CN assisted RAN parameters tuning in the associated PDU Session context for this
UE.

The N2 SM information carries information that the AMF shall forward to the (R)AN which includes:

- The CN Tunnél Info corresponds to the Core Network address(es) of the N3 tunnel corresponding to the
PDU Session. If two CN Tunnel Info are included for the PDU session for redundant transmission, the SMF
aso indicates the NG-RAN that one of the CN Tunnel Info used as the redundancy tunnel of the PDU session
asdescribed in clause 5.33.2.2 of TS 23.501 [2].
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- One or multiple QoS profiles and the corresponding QFIs can be provided to the (R)AN. Thisis further
described in clause 5.7 of TS 23.501 [2]. The SMF may indicate for each QoS Flow whether redundant
transmission shall be performed by a corresponding redundant transmission indicator.

- ThePDU Session ID may be used by AN signalling with the UE to indicate to the UE the association
between (R)AN resources and a PDU Session for the UE.

- A PDU Sessionisassociated to an S-NSSAI of the HPLMN and, if applicable, to a SSNSSAI of the VPLMN
and aDNN. The S-NSSAI provided to the (R)AN, isthe S-NSSAI with the value for the Serving PLMN (i.e.
the HPLMN S-NSSAI or, in LBO roaming case, the VPLMN S-NSSAI).

- User Plane Security Enforcement information is determined by the SMF as described in clause 5.10.3 of
TS23.501[2].

- If the User Plane Security Enforcement information indicates that Integrity Protection is " Preferred" or
"Required”, the SMF aso includes the UE Integrity Protection Maximum Data Rate as received in the PDU
Session Establishment Request.

- The use of the RSN parameter and the PDU Session Pair ID by NG-RAN are described in clause 5.33.2.1 of
TS23.501[2].

The N1 SM container contains the PDU Session Establishment Accept that the AMF shall provide to the UE. If
the UE requested P-CSCF discovery then the message shall also include the P-CSCF I P address(es) as
determined by the SMF and as described in clause 5.16.3.4 of TS 23.501 [2]. The PDU Session Establishment
Accept includes S-NSSAI from the Allowed NSSAI. For LBO roaming scenario, the PDU Session
Establishment Accept includes the S-NSSAI from the Allowed NSSAI for the VPLMN and also it includes the
corresponding S-NSSAI of the HPLMN from the Mapping Of Allowed NSSAI that SMF received in step 3.

If the PDU Session being established was requested to be an always-on PDU Session, the SMF shall indicate
whether the request is accepted by including an Always-on PDU Session Granted indication in the PDU Session
Establishment Accept message. If the PDU Session being established was not requested to be an always-on PDU
Session but the SMF determines that the PDU Session needs to be established as an always-on PDU Session, the
SMF shall include an Always-on PDU Session Granted indication in the PDU Session Establishment Accept
message indicating that the PDU session is an aways-on PDU Session.

If Control Plane CloT 5GS Optimisation is enabled for this PDU session, the N2 SM information is not included
in this step. If Control Plane CloT 5GS optimisation is enabled for this PDU session and the UE has sent the
Header Compression Configuration in the PDU Session Establishment Request and the SMF supports the header
compression parameters, the SMF shall include the Header Compression Configuration in the PDU Session
Establishment Accept message. If the UE has included Header Compression context parameters in Header
Compression Configuration in the PDU Session Establishment Request, the SMF shall establish the header
compression context and may acknowledge the Header Compression context parameters. If the header
compression context is not established during the PDU Session Establishment procedure, before using the
compressed format for sending the data, the UE and the SMF need to establish the header compression context
based on the Header Compression Configuration. If the SMF has received the Control Plane Only Indicator in
step 3, the SMF shall include the Control Plane Only Indicator in the PDU Session Establishment Accept
message. The SMF shall indicate the use of Control Plane only on its CDR. If the Small Data Rate Control is
configured in the SMF, the SMF shall also include Small Data Rate Control parameters and the Small Data Rate
Control Status (if received from the AMF) in the PDU Session Establishment Accept message as described in
clause 5.31.14.3 of TS23.501 [2]. If the Serving PLMN intends to enforce Serving PLMN Rate Control (see
clause 5.31.14.2 of TS23.501 [2]) for this PDU session then the SMF shall include the Serving PLMN Rate
Control parametersin the PDU Session Establishment Accept message. The UE shall store and use Serving
PLMN Rate Control parameters as the maximum allowed limit of uplink control plane user data.

If the UE indicates the support of RDSin the PCO in the PDU Session Establishment Request and RDSis
enabled for the PDU Session, the SMF shall inform the UE that RDS is enabled in the PCO in the PDU Session
Establishment Accept (see clause 5.31.6 of TS 23.501 [2]).

If the NIDD parameters (e.g. maximum packet size) were received from NEF during the SMF-NEF Connection
Establishment procedure in step 10, the SMF shall inform the UE of the NIDD parametersin the PCO in the
PDU Session Establishment Accept (see clause 5.31.5 of TS 23.501 [2]).

If the UE indicated in the PCO that it supports the ability to receive ECS address(es) via NAS, the SMF may
provide the ECS Address Configuration Information (as described in clause 6.5.2 of TS 23.548[74]) to the UE
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in the PCO. The SMF may derive the ECS Address Configuration Information based on local configuration
and/or UE subscription information. In non-roaming scenarios, the SMF may also derive the ECS Address
Configuration Information based on the UE's |ocation.

If the UE indicated in the PCO that it supports the EDC functionality, the SMF may indicate to the UE either that
the use of the EDC functionality is allowed for the PDU Session or that the use of the EDC functionality is
required for the PDU Session (see clause 5.2.1 of TS 23.548 [74]).

Multiple QoS Rules, QoS Flow level QoS parametersif needed for the QoS Flow(s) associated with those QoS
rule(s) and QoS Profiles may be included in the PDU Session Establishment Accept withinthe N1 SM and in the
N2 SM information.

The Namf_Communication_N1N2MessageTransfer contains the PDU Session ID alowing the AMF to know
which access towards the UE to use.

If the PDU session establishment failed anywhere between step 5 and step 11, then the
Namf_Communication_N1N2MessageTransfer request shall include the N1 SM container with a PDU Session
Establishment Reject message (see clause 8.3.3 of TS 24.501 [25]) and shall not include any N2 SM container.
The (R)AN sends the NAS message containing the PDU Session Establishment Reject to the UE. In this case,
steps 12-17 are skipped.

12. AMF to (R)AN: N2 PDU Session Request (N2 SM information, NAS message (PDU Session ID, N1 SM
container (PDU Session Establishment Accept)), [CN assisted RAN parameterstuning]). If the N2 SM
information is not included in the step 11, an N2 Downlink NAS Transport message is used instead.

The AMF sends the NAS message containing PDU Session ID and PDU Session Establishment Accept targeted
to the UE and the N2 SM information received from the SMF within the N2 PDU Session Request to the (R)AN.

If the SMF derived CN assisted RAN parameters tuning are stored for the activated PDU Session(s), the AMF
may derive updated CN assisted RAN parameters tuning and provide them the (R)AN.

13. (R)AN to UE: The (R)AN may issue AN specific signalling exchange with the UE that isrelated with the
information received from SMF. For example, in the case of a NG-RAN, an RRC Connection Reconfiguration
may take place with the UE establishing the necessary NG-RAN resources related to the QoS Rules for the PDU
Session request received in step 12.

(R)AN also alocates (R)AN Tunnel Info for the PDU Session. In the case of Dual Connectivity, the Master
RAN node may assign some (zero or more) QFIsto be setup to a Master RAN node and others to the Secondary
RAN node. The AN Tunnel Info includes a tunnel endpoint for each involved (R)AN node and the QFls
assigned to each tunnel endpoint. A QFI can be assigned to either the Master RAN node or the Secondary RAN
node and not to both.

If the (R)AN receives two CN Tunnel Info for aPDU session in step 12 for redundant transmission, (R)AN also
allocates two AN Tunnel Info correspondingly and indicate to SMF one of the AN Tunnel Info is used asthe
redundancy tunnel of the PDU session as described in clause 5.33.2.2 of TS 23.501 [2].

(R)AN forwards the NAS message (PDU Session ID, N1 SM container (PDU Session Establishment Accept))
provided in step 12 to the UE. (R)AN shall only provide the NAS message to the UE if the AN specific
signalling exchange with the UE includes the (R)AN resource additions associated to the received N2 command.

If MICO mode is active and the NAS message Request Type in step 1 indicated "Emergency Request”, then the
UE and the AMF shall locally deactivate MICO mode.

If the N2 SM information is not included in the step 11, then the following steps 14 to 16b and step 17 are
omitted.

14. (R)AN to AMF: N2 PDU Session Response (PDU Session ID, Cause, N2 SM information (PDU Session ID, AN
Tunnel Info, List of accepted/rejected QFI(s), User Plane Enforcement Policy Notification)).

The AN Tunnel Info corresponds to the Access Network address of the N3 tunnel corresponding to the PDU
Session.

The (R)AN may reject the addition or modification of a QoS Flow, e.g. due to handling of the UE-Slice-MBR as
described in clause 5.7.1.10 of TS 23.501 [2]. If the (R)AN rejects QFI(s) the SMF is responsible of updating the
QoS rules and QoS Flow level QoS parameters associated to the rejected QoS Flow(s) in the UE accordingly.
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The NG-RAN rejects the establishment of UP resources for the PDU Session when it cannot fulfil User Plane
Security Enforcement information with avalue of Required. The NG-RAN notifies the SMF when it cannot
fulfil aUser Plane Security Enforcement with a value of Preferred.

If the NG-RAN cannot establish redundant user plane for the PDU Session as indicated by the RSN parameter
and PDU Session Pair 1D, the NG-RAN takes the decision on whether to reject the establishment of RAN
resources for the PDU Session based on local policies as described in TS 23.501 [2].

15. AMF to SMF: Nsmf_PDUSession_UpdateSM Context Request (SM Context ID, N2 SM information, Request
Type).

The AMF forwards the N2 SM information received from (R)AN to the SMF.

If thelist of rejected QFI(s) isincluded in N2 SM information, the SMF shall release the rejected QFI(s)
associated QoS profiles.

If the N2 SM information indicates failure of user plane resource setup, the SMF shall reject the PDU session
establishment by including a N1 SM container with a PDU Session Establishment Reject message (see
clause 8.3.3 of TS 24.501 [25]) in the Nsmf_PDUSession_UpdateSM Context Response in step 17. Step 16 is
skipped in this case and instead the SMF rel eases the N4 Session with UPF.

If the User Plane Enforcement Policy Notification in the N2 SM information indicates that no user plane
resources could be established and the User Plane Enforcement Policy indicated "required” as described in
clause 5.10.3 of TS 23.501 [2], the SMF shall reject the PDU session establishment by including aN1 SM
container with a PDU Session Establishment Reject message (see clause 8.3.3 of TS 24.501 [25]) in the
Nsmf_PDUSession_UpdateSM Context Response in step 17. Step 16 is skipped in this case.

16a. The SMF initiates an N4 Session Modification procedure with the UPF. The SMF provides AN Tunnel Info
to the UPF as well as the corresponding forwarding rules.

If SMF decides to perform redundant transmission for one or more QoS Flows of the PDU, the SMF also
indicates the UPF to perform packet duplication for the QoS Flow(s) in downlink direction by forwarding rules.

In the case of redundant transmission with two |-UPFs for one or more QoS Flows of the PDU, the SMF
provides AN Tunnel Info to two I-UPFs and also indicates the UPF (PSA) to perform packet duplication for the
QoS Flow(s) in downlink direction by forwarding rules. The SMF also provides the UL Tunnel Info of the UPF
(PSA) to the two I-UPFs and the DL Tunnel Info of the two I-UPFs to the UPF (PSA).

NOTE 10:1f the PDU Session Establishment Request was due to mobility between 3GPP and non-3GPP access or
mobility from EPC, the downlink data path is switched towards the target accessin this step.

16b. The UPF provides an N4 Session Modification Response to the SMF.
If multiple UPFs are used in the PDU Session, the UPF in step 16 refers to the UPF terminating N3.

After this step, the UPF delivers any down-link packets to the UE that may have been buffered for this PDU
Session.

16c. If Request Typein step 3 indicates neither "Emergency Request” nor "Existing Emergency PDU Session”
and, if the SMF has not yet registered for this PDU Session, then the SMF registers with the UDM using
Nudm_UECM_Registration (SUPI, DNN, S-NSSAI of HPLMN, PDU Session ID, SMF Identity, Serving Node
PLMN ID, [NID]) for agiven PDU Session. As aresult, the UDM stores following information: SUPI, SMF
identity and the associated DNN, S-NSSAI of HPLMN, PDU Session ID and Serving Network (PLMN ID,
[NID], see clause 5.18 of TS 23.501 [2]). The UDM may further store thisinformation in UDR by
Nudr_DM_Update (SUPI, Subscription Data, UE context in SMF data). If the UDM has existing applicable
event exposure subscriptions for events detected in SMF for this UE or any of the groups this UE belongs to
(possibly retrieved from UDR), UDM invokes the Nsmf_EventExposure _Subscribe service for creating the
event exposure subscriptions.

If the Request Type received in step 3 indicates "Emergency Request":

- For an authenticated non-roaming UE, based on operator configuration (e.g. related with whether the operator
uses afixed SMF for Emergency calls, etc.), the SMF may register in the UDM using
Nudm UECM_Registration (SUPI, PDU Session ID, SMF identity, Indication of Emergency Services) for a
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given PDU Session that is applicable for emergency services. Asaresult, the UDM shall store the applicable
PDU Session for Emergency services.

- For an unauthenticated UE or aroaming UE, the SMF shall not register in the UDM for a given PDU Session.
17. SMF to AMF: Nsmf_PDUSession_UpdateSM Context Response (Cause).

The SMF may subscribe to the UE mobility event notification from the AMF (e.g. location reporting, UE
moving into or out of Area Of Interest), after this step by invoking Namf_EventExposure_Subscribe service
operation as specified in clause 5.2.2.3.2. For LADN, the SMF subscribes to the UE moving into or out of
LADN service area event notification by providing the LADN DNN as an indicator for the Area Of Interest (see
clause 5.6.5 and 5.6.11 of TS 23.501 [2]).

After this step, the AMF forwards relevant events subscribed by the SMF.

For those scenarios where the PCFs serving the AMF and the SMF are different, the SMF informs the AMF of
the NWDAF ID(s) used for UE related Analytics and corresponding Analytics 1D(s).

18.[Conditional] SMF to AMF: Nsmf_PDUSession_SM ContextStatusNotify (Release)

If during the procedure, any time after step 5, the PDU Session establishment is not successful, the SMF informs
the AMF by invoking Nsmf_PDUSession_SM ContextStatusNotify (Release). The SMF also releases any N4
session(s) created, any PDU Session addressiif allocated (e.g. | P address) and rel eases the association with PCF,
if any. In this case, step 19 is skipped.

19. SMF to UE: In the case of PDU Session Type IPv6 or IPv4v6, the SMF generates an |Pv6 Router Advertisement
and sends it to the UE. If Control Plane CloT 5GS Optimisation is enabled for this PDU Session the SMF sends
the IPv6 Router Advertisement viathe AMF for transmission to the UE using the Mobile Terminated Data
Transport in Control Plane CloT 5GS Optimisation procedures (see clause 4.24.2), otherwise the SMF sends the
IPv6 Router Advertisement via N4 and the UPF.

20. When the trigger for 5GS Bridge information available is armed, then the SMF may initiate the SM Policy
Association Modification as described in clause 4.16.5.1.

If the UE has indicated support of transferring Port Management Information Containers, then SMF informs PCF
that 5GS Bridge information is available. SMF provides the 5GS Bridge information (e.g. 5GS user-plane Node
ID, port number of the DS-TT port, MAC address of the DS-TT Ethernet port for Ethernet PDU Session type,
UE IP address for IP PDU Session type and UE-DS-TT Residence Time (if available) as provided by the UE) to
PCF. If SMF received a Port Management Information Container from either the UE or the UPF, then SMF
provides the Port Management Information Container and port number of the related port to the PCF as
described in clause 5.28.3.2 of TS 23.501 [2]. If SMF received a Port Management Information Container from
the UPF, then SMF provides the Port Management Information Container to the PCF as described in

clause 5.28.3.2 of TS23.501 [2].

To support IEEE TSN, the TSN AF calculates the bridge delay for each port pair, i.e. composed of DS-TT
Ethernet port and NW-TT Ethernet port, using the UE-DS-TT Residence Time for all NW-TT Ethernet port(s)
serving the 5GS Bridge indicated by the 5GS user-plane Node ID. Additionally, the TSN AF determines the 5GS
bridge delay for port pair composed of two DS-TT ports connecting to the same 5GS Bridge as sum of bridge
delaysrelated to PDU Sessions of thetwo DS-TT ports.

21. If the PDU Session establishment failed after step 4, the SMF shall perform the following:

The SMF unsubscribes to the modifications of Session Management Subscription data for the corresponding
(SUPI, DNN, S-NSSAI of the HPLMN), using Nudm_SDM _Unsubscribe (SUPI, Session Management
Subscription data, DNN, S-NSSAI of the HPLMN), if the SMF is ho more handling a PDU Session of the
UE for this (DNN, S-NSSAI of the HPLMN). The UDM may unsubscribe to the maodification notification
from UDR by Nudr_DM_Unsubscribe (SUPI, Subscription Data, Session Management Subscription data, S-
NSSAI of the HPLMN, DNN).

4.3.2.2.2 Home-routed Roaming

This procedureis used in the case of home-routed roaming scenarios.
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Figure 4.3.2.2.2-1: UE-requested PDU Session Establishment for home-routed roaming scenarios

1. Thisstepisthesameasstep 1inclause4.3.2.2.1.

2. For NR satellite access, the AMF may decide to verify the UE location as described in clause 5.4.11.4 of
TS23.501[2].
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Asin step 2 of clause 4.3.2.2.1 except that, if the UE does not include an S-NSSAI in the PDU Session request,
both a Serving PLMN S-NSSAI (in the Allowed NSSAI) and its corresponding HPLMN S-NSSAI values are
selected by the AMF. Also, the AMF in the serving PLMN selects both an SMF in the Serving PLMN using the
S-NSSAI of the Serving PLMN mapping to the S NSSAIs of the HPLMN used for the PDU Session, and,
additionally an SMF in the HPLMN using the S-NSSAI of the HPLMN used for the PDU Session, as described
in clause 4.3.2.2.3. The AMF may also receive alternative H-SMFs from the NRF. If Control Plane CloT 5GS
Optimisation is enabled for the PDU Session, the AMF selects V-SMF and H-SMF that supports the Control
Plane CloT 5GS Optimisation (see clause 6.3.2 of TS 23.501 [2]). The AMF stores the association of the S-
NSSAI(s), the DNN, the PDU Session ID, the SMF ID in VPLMN as well as Access Type of the PDU Session.
Whether to perform DNN replacement is based on operator agreement.

In step 3 of clause 4.3.2.2.1, in local breakout roaming case, if V-SMF responds to AMF indicating that V-SMF
is not able to process some part of the N1 SM information, the AMF proceeds with home routed case from this
step and may select an SMF in the VPLMN different from the V-SMF selected earlier.

3a. Asin step 3 of clause 4.3.2.2.1 with the addition that:

- the AMF aso provides the identity of the H-SMF it has selected in step 2 and both the VPLMN S-NSSAI
from the Allowed NSSAI and the corresponding S-NSSAI of the HPLMN, which is in the mapping the
VPLMN S-NSSAI from the Allowed NSSAI. The H-SMF is provided when the PDU Session is home-
routed. The AMF may also provide the identity of alternative H-SMFs, if it hasreceived in step 2.

- TheV-SMF does not use DNN Selection Mode received from the AMF but relays this information to the H-
SMF.

If the AMF isreusing an already established association with aV-SMF for the PDU Session ID provided by the
UE (e.g. when Request Type indicates "existing PDU Session"), the AMF invokes the
Nsmf_PDUSession UpdateSM Context Request.

The AMF may include the H-PCF ID in this step and V-SMF will passit to the H-SMF in step 6. This will
enable the H-SMF to select the same H-PCF in step 9a.

If Control Plane CloT 5GS Optimisation is used for the PDU Session and the "Invoke NEF indication” in the
subscription datais set for the SSNSSAI / DNN combination, the AMF includes an "Invoke NEF" flag in
Nsmf_PDUSession_CreateSM Context Request.

If Disaster Roaming service indication is received, the V-SMF stores the indication in PDU session context and
includes the indication in charging data. V-SMF may also apply policy and charging control based on the
indication according to roaming agreement.

3b: This step isthe same as step 5 of clause 4.3.2.2.1. If the PDU Session Type is Unstructured and the V-SMF
received an "Invoke NEF" flag in step 3a, then it skips steps 4 and 5.

4. TheV-SMF selectsa UPFin VPLMN as described in clause 6.3.3 of TS 23.501 [2].
5. TheV-SMF initiates an N4 Session Establishment procedure with the selected V-UPF:

5a. The V-SMF sends an N4 Session Establishment Request to the V-UPF. The V-SMF provides Trace
Reguirements to the V-UPF if the V-SMF has received Trace Requirements from AMF.

5b. The V-UPF acknowledges by sending an N4 Session Establishment Response. The CN Tunnel Infois
provided to V-SMF in this step.

6. V-SMFto H-SMF: Nsmf_PDUSession_Create Request (SUPI, GPS| (if available), V-SMF SM Context 1D,
DNN, S-NSSAI with the value defined by the HPLMN, PDU Session ID, V-SMF ID, V-CN-Tunnel-Info, PDU
Session Type, PCO, Number Of Packet Filters, User location information, Access Type, RAT Type, PCF ID,
[Small Data Rate Control Status], SM PDU DN Request Container, DNN Selection Mode, Control Plane CloT
5GS Optimisation Indication, [Always-on PDU Session Requested], AMF ID, Serving Network, the QoS
congtraints from the VPLMN, Satellite backhaul category, Disaster Roaming service indication) or
Nsmf_PDUSession Update Request (V-CN-Tunnel-Info, PCO, User location information, Access Type, RAT
Type, SM PDU DN Request Container, Control Plane CloT 5GS Optimisation Indication, [Always-on PDU
Session Requested], Serving Network, Satellite backhaul category). Protocol Configuration Options may contain
information that H-SM F may needs to properly establish the PDU Session (e.g. SSC mode or SM PDU DN
Request Container to be used to authenticate the UE by the DN-AAA as defined in clause 4.3.2.3). The H-SMF
may use DNN Selection Mode when deciding whether to accept or reject the UE request. If the V-SMF does not
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receive any response from the H-SMF due to communication failure on the N16 interface, depending on operator
policy the V-SMF may create the PDU Session to one of the alternative H-SMF(s) if additional H-SMF
information is provided in step 3a, as specified in detail in TS 29.502 [36]. The Small Data Rate Control Statusis
included if received from the AMF. The Control Plane CloT 5GS Optimisation Indication is set by the V-SMF,

if the PDU Session isintended for Control Plane CloT 5GS Optimisation. The QoS constraints from the

VPLMN contains a 5QI and corresponding ARP value that the VPLMN can accept for the QoS Flow associated
with the default QoS rule and the highest Session-AMBR that the VPLMN can accept. The Disaster Roaming
serviceindication isincluded if the indication is received from AMF in step 3a above.

NOTE 1: The QoS constraints from the VPLMN are provided by the VPLMN to avoid the risk that V-SMF rejects
the PDU Session in step 13 when controlling SLA with the HPLMN.

V-SMF SM Context ID contains the addressing information it has allocated for service operations related with
this PDU Session. The H-SMF stores an association of the PDU Session and V-SMF Context ID for this PDU
Session for this UE.

If the H-SMF needs to use V-SMF services for this PDU Session (invoking Nsmf_PDUSession_Update
Request) before step 13, at the first invocation of Nsmf_PDUSession_Update Request the H-SMF provides the
V-SMF with the H-SMF SM Context ID it has allocated for service operations related with this PDU Session.

If the RAT type was included in the message, then the H-SMF stores the RAT typein SM Context.

If the V-SMF has an association with the H-SMF for the indicated PDU Session ID, the V-SMF invokes
Nsmf_PDUSession_Update Request. Otherwise the V-SMF invokes Nsmf_PDUSession_Create Request.

7-12b. These steps are the same as steps 4-10 in clause 4.3.2.2.1 with the following differences:
- These steps are executed in Home PLMN;
- The H-SMF does not provides the Inactivity Timer to the H-UPF as described in step 9ain clause 4.3.2.2.1.

- If the QoS constraints from the VPLMN is provided in step 6 and PCF is deployed, the H-SMF provides the
QoS constraints from the VPLMN to PCF. The PCF takes this into account when making policy decisions. In
case dynamic PCC is not deployed, the SMF takes this into account when generating the default QoS rule.

- Step 5 of clause 4.3.2.2.1 is not executed.

- If Disaster Roaming service indication is received, the SMF stores the indication in PDU session context and
includes the indication in charging data. H-SMF may also apply policy and charging control based on the
indication according to roaming agreement.

When PCF is deployed, the SMF shall further report the PS Data Off status to PCF if the PS Data Off event
trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in
TS 23.503[20].

12c. Thisstep isthe same as step 16¢ in clause 4.3.2.2.1 with the following difference:

- TheH-SMF registers for the PDU Session with the UDM using Nudm_UECM_Registration (SUPI, DNN, S
NSSAI with the value defined by the HPLMN, PDU Session ID).

13.H-SMF to V-SMF: Nsmf_PDUSession_Create Response (QoS Rule(s), QoS Flow level QoS parameters if
needed for the QoS Flow(s) associated with the QoS rule(s), PCO including session level information that the V-
SMF is not expected to understand, selected PDU Session Type and SSC mode, Reliable Data Service Support,
H-CN Tunnel Info, QFI(s), QoS profile(s), Session-AMBR, Reflective QoS Timer (if available), information
needed by V-SMF in the case of EPS interworking such as the PDN Connection Type, User Plane Policy
Enforcement)

If the PDU Session being established was requested to be an always-on PDU Session, the H-SMF shall indicate
to the V-SMF whether the request is accepted or not viathe Always-on PDU Session Granted indication in the
response message to V-SMF. If the PDU Session being established was not requested to be an always-on PDU
Session but the H-SMF determines that the PDU Session needs to be established as an always-on PDU Session,
the H-SMF shall indicate it to the V-SMF by including Always-on PDU Session Granted indication that the
PDU Session is an always-on PDU Session.

The information that the H-SMF may provide is the same than defined for step 11 of Figure 4.3.2.2.1-1.
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The H-CN Tunnel Info contains the tunnel information for uplink traffic towards H-UPF.

Multiple QoS Rules and QoS Flow level QoS parameters for the QoS Flow(s) associated with the QoS rule(s)
may be included in the Nsmf_PDUSession_Create Response.

The V-SMF may apply VPLMN policies related with the SLA negotiated with the HPLMN or with QoS values
supported by the VPLMN to evaluate the QoS parameters received from H-SMF; such policies may result in that
V-SMF does not accept the PDU Session or does not accept some of the QoS Flows requested by the H-SMF. If
the V-SMF does not accept the PDU Session, the V-SMF triggers the V-SMF initiated PDU Session Release
procedure from step 1b-3b as defined in clause 4.3.4.3. When the V-SMF accepts at |east one QoS flow, it
transfers (viathe AMF) the corresponding N2 (and NAS) request towards the 5G AN (and the UE) but does not
issue requests for the QoS Flow(s) it has rejected due these policies. The V-SMF notifies the H-SMF about the
rejected QoS Flowsin step 23 below.

NOTE 2: QoS enforcement in V-UPF is not expected on the QoS parameters received from H-SMF.

If Control Plane CloT 5GS Optimisation is enabled for the PDU Session, certain information, e.g. H-CN tunnel
info, is not provided in the response to V-SMF.

V-SMF stores the indication of Small Data Rate Control applicability on this PDU Session, if it isreceived in
Nsmf_PDUSession_Create Response.

13a-13b. The V-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF may provide
N4 rulesto the V-UPF for this PDU Session, including rules to forward UL traffic to the H-UPF.

14-18. These steps are the same as steps 11-15 in clause 4.3.2.2.1 with the following differences:
- These steps are executed in Visited PLMN;
- TheV-SMF stores an association of the PDU Session and H-SMF ID for this PDU Session for this UE;

- If the H-SMF indicates the PDU Session can be established as an always-on PDU Session, the V-SMF shall
further check whether the PDU Session can be established as an always-on PDU Session based on local
policies. The V-SMF notifies the UE whether the PDU Session is an aways-on PDU Session or not viathe
Always-on PDU Session Granted indication in the PDU Session Establishment Accept message.

- If the N2 SM information indicates failure of user plane resource setup and the V-SMF rejected the PDU
session establishment as described in step 15 in clause 4.3.2.2.1, step 19 is skipped and instead the V-SMF
releases the N4 Session with V-UPF.

- If an dternative H-SMF is selected for the PDU Session and the corresponding selected alternative H-SMF
ID has not been previously provided to the AMF, the V-SMF provides the selected alternative H-SMF ID to
the AMF.

NOTE 3: The selected aternative H-SMF ID can be provided to AMF earlier, e.g. in step 8 if PDU Session
Authentication/Authorization is performed.

- If Control Plane CloT 5GS Optimisation is enabled for the PDU Session, steps 19, 20 and 23 below are
omitted.

19a. TheV-SMF initiates an N4 Session Modification procedure with the V-UPF. The V-SMF may provide N4
rules to the V-UPF for this PDU Session, including rules to forward DL traffic to the AN.

19b. The V-UPF provides a N4 Session Modification Response to the V-SMF.

After this step, the V-UPF delivers any down-link packets to the UE that may have been buffered for this PDU
Session.

20. This step isthe same as step 17 in clause 4.3.2.2.1 with the following differences:
- TheSMFisaV-SMF. The H-SMF and V-SMF subscribe to UE reachability event from AMF.

21. Thisstep issame as step 18 in clause 4.3.2.2.1. In addition, if during the procedure, after step 14, the PDU
Session establishment is not successful as specified in step 15 of clause 4.3.2.2.1, the V-SMF triggers the V-
SMF initiated PDU Session Release procedure from step 1b-3b as defined in clause 4.3.4.3.
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22.H-SMF to UE, viaH-UPF and V-UPF in VPLMN: In the case of PDU Session Type IPv6 or |Pv4v6, the H-SMF
generates an | Pv6 Router Advertisement and sends it to the UE via N4 and the H-UPF and V-UPF. If the Control
Plane CloT 5GS Optimisation is enabled for this PDU session the V-UPF forwards the |Pv6 Router
Advertisement to the V-SMF for transmission to the UE using the Mobile Terminated Data Transport in Control
Plane CloT 5GS Optimisation procedures (see clause 4.24.2).

23.1f the V-SMF received in step18 an indication that the (R)AN has rejected some QFI(s) or if the V-SMF has
rejected some QFI(S) in step 13, the V-SMF notifies the H-SMF viaa Nsmf_PDUSession_Update Request. The
H-SMF isresponsible of updating accordingly the QoS rules and QoS Flow level QoS parametersif needed for
the QoS Flow(s) associated with the QoS rule(s) in the UE.

24. This step isthe same as step 20 in clause 4.3.2.2.1 with the following differences:
- this step is executed in the Home PLMN;

- the SMF aso deregisters for the given PDU Session using Nudm_UECM_Deregistration (SUPI, DNN, PDU
Session ID). The UDM may update corresponding UE context by Nudr_ DM_Update (SUPI, Subscription
Data, UE context in SMF data).

NOTE 4: The SMF in HPLMN can initiate H-SMF initiated PDU Session Release procedure as defined in
clause 4.3.4.3, dready after step 13.

43.2.2.3 SMF selection

43.2.23.1 General

The SMF selection function, as described in clause 6.3.2 of TS 23.501 [2], is supported by the AMF and is used to
alocate an SMF that manages the PDU Session.

The SMF selection function described in this clause does not apply to the selection of an SMF for Emergency services.
For SMF selection for Emergency servicesis described in clause 5.16.4.5 of TS 23.501 [2].

Two main branches of deployment scenarios to consider:
- Non-roaming and roaming with local breakout, see clause 4.3.2.2.3.2
- Home routed roaming, see clause 4.3.2.2.3.3

In the case of non-roaming and local breakout, there are two operational scenarios dependent on the configuration of
AMF and the deployment option of NSSF in the serving PLMN.

In the case of home-routed, there are two main options dependent on the operators' choices in terms of involvement of
NRF, NSSF and configuration of AMF. The decision of which option to useis part of the roaming agreements.

NOTE: Theuseof NSI ID and the use of multiple NRFsin the network are optional and depend on the
deployment choices of the operator.

43.2.2.3.2 Non-roaming and roaming with local breakout
Serving PLMN
AMF NSSF NRF

1. Nnssf_NSSelegtion_Get

<_2. Nnssf_NSSelegtion_Get response

3. Nnrf_NFDiscovery Request

>

&

4. Nnrf_NFDiscovery Request response

Figure 4.3.2.2.3.2-1: SMF selection for non-roaming and roaming with local breakout scenarios
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This procedure may be skipped altogether if SMF information is available in the AMF by other means (e.g. locally
configured); otherwise:

- when the serving AMF is aware of the appropriate NRF to be used to select NFs/services within the
corresponding Network Slice instance based on configuration or based on the Network Slice selection
information received during Registration, only steps 3 and 4 in the following procedure are executed as
described in Figure 4.3.2.2.3.2-1,;

- when the serving AMF is not aware of the appropriate NRF to be used to select NFs/services within the
corresponding Network Slice instance, al stepsin the following procedure are executed as described in Figure
4.3.2.2.3.2-1.

1. The AMFinvokesthe Nnssf_NSSelection_Get service operation from the NSSF in serving PLMN with the S-
NSSAI of the Serving PLMN from the Allowed NSSAI requested by the UE, PLMN ID of the SUPI, TAI of the
UE and the indication that the request is within a procedure of PDU Session establishment in either the non-
roaming or roaming with local breakout scenario.

2. The NSSFin serving PLMN selects the Network Slice instance, determines and returns the appropriate NRF to
be used to select NFs/services within the selected Network Slice instance and optionally may return aNSI 1D
corresponding to the Network Slice instance.

3. AMF queriesthe appropriate NRF in serving PLMN by issuing the Nnrf_NFDiscovery Request including at
least the SINSSAI of the Serving PLMN for this PDU Session from the Allowed NSSAI, PLMN ID of the SUPI,
DNN and possibly NSI ID if the AMF has stored an NSI 1D for the S-NSSAI of the Serving PLMN for this PDU
Session from the Allowed NSSAI.

NOTE: Thelist of parameters for SMF selection is defined in clause 6.3.2 of TS 23.501 [2]. See aso
clause 5.34.3 of TS 23.501 [2] for I-SMF selection.

4. TheNRF in serving PLMN providesto the AMF, e.g. FQDN or IP address, of a set of the discovered SMF
instance(s) or Endpoint Address(es) of SMF service instance(s) in Nnrf_NFDiscovery Request response
message and possibly an NSI ID for the selected Network Slice instance corresponding to the S-NSSAI for
subsequent NRF queries.

4.3.2.2.3.3 Home routed roaming

The selection of the SMF in VPLMN is performed in the same way as for non-roaming and roaming with local breakout
(see clause 4.3.2.2.3.2). The selection of the SMFin HPLMN is performed by means of one of two main options.
Which of these two options to use is decided based on Service Level Agreements between the operators.

NOTE 1: The procedures described in this clause are not limited to SMF selection but can be used to discover and
select any NF/NF servicein the HPLMN part of a Network Slice instance.

In the first option, requiring the use of NSSF in both the VPLMN and the HPLMN, the selection of the SMF in
HPLMN is performed by means of the procedure depicted in Figure 4.3.2.2.3.3-1.
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VPLMN HPLMN

AMF VvNSSF VvNRF hNRF hNSSF

1. Nnssf_NSSelection_Get
2. Nnssf_NSSelection_Get

3. Nnssf_NSSelection_Get response

41_1. Nnssf_NSSelegtion_Get response

5. Nnrf_NFDiscovery Request

A 4

6. Nnrf_NFDiscoverm_Request

L - 7. Nnrf_NFDiscovery Request response
8. Nnrf_NFDiscovery_Request response

Figure 4.3.2.2.3.3-1: Option 1 for SMF selection for home-routed roaming scenarios

1. Based on the operator's configuration, if the AMF is not aware of the appropriate NRF to be used to select
NFs/servicesin the HPLMN, the AMF invokes the Nnssf_NSSelection_Get service operation from the NSSF in
VPLMN with the VPLMN S-NSSAI from the Allowed NSSAI requested by the UE for this PDU Session, the
HPLMN S-NSSAI that maps to the VPLMN S-NSSAI, PLMN ID of the SUPI, the TAI of the UE and the
indication that the request is within a procedure of PDU Session establishment in the home-routed roaming
scenario.

2. If dlicing configuration information for the S-NSSAI in the HPLMN is not available (e.g. the NSSF has no
cached information), the NSSF of the VPLMN invokes the Nnssf_NSSelection_Get service operation from
NSSF of the HPLMN according to the PLMN ID of SUPI by including the HPLMN S-NSSAIl.

3. The NSSFin HPLMN may include the NSI ID, if needed, for the Network Slice instance in HPLMN selected for
the corresponding S-NSSAI of the HPLMN in the Nnssf _NSSelection_Get response. The NSSF in HPLMN also
includes the appropriate hNRF to be used to select NFs/services within HPLMN in the Nnssf_NSSelection_Get
response.

4. The serving NSSF includesin the Nnssf_NSSelection_Get response al the information that has been received
from the NSSF in HPLMN when responding to the AMF.

5. The AMF queriesthe target VNRF using the Nnrf_NFDiscovery_Request by including PLMN ID of the SUPI,
DNN, HPLMN S-NSSAI, the hNRF and possibly an HPLMN NSI ID for the selected Network Slice instance
corresponding to the HPLMN S-NSSAI if available in the AMF (obtained from the HPLMN NSSF in steps 3
and 4 or cached from a previous H-NSSF query).

6. TheNRFin serving PLMN identifies NRF in HPLMN (hNRF) based on the information provided by the NSSF
in the serving PLMN and it invokes the Nnrf_NFDiscovery Request service from hNRF according the
procedure in Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. Asthe VNRF in
VPLMN triggersthe "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the
information of the NF, i.e. AMF ID, in the Nnrf_NFDiscovery Request message it sends to the hNRF.

7-8. The hNRF provides to the AMF, viavNREF, the information e.g. FQDN or IP address, of a set of the SMF
instance(s) in Nnrf_NFDiscovery Request response message and possibly an NS| ID for the selected Network
Slice instance corresponding to the S-NSSAI of the HPLMN for subsequent NRF queries.

When the NSSF is not deployed in HPLMN then the AMF in VPLMN relies on either the configuration to obtain the
NRF in HPLMN or on the option below.

The second option for the selection of the SMF in HPLMN is performed by means of the procedure depicted in Figure
4.3.2.2.3.3-2.
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VPLMN HPLMN

vAMF vNRF hNRE local NRF in
Home PLMN

1. Nnrf_NFDiscovery_Request

2. Nnrf_NFDiscovery_Request

3a. Nnrf_NFDiscovery_Regliest response

(3A) )

3b. Nnrf_NFDiscovery_Reqlest response

<

3a. Nnrf_NFDiscovery_Request

»
>

3b. Nnrf_NFDiscovery_Request response
(38) <

3c. Nnrf_NFDiscovery_Request response

<&
<

3d. Nnrf_NFDiscovery_Request response

Figure 4.3.2.2.3.3-2: Option 2 for SMF selection for home-routed roaming scenarios

1. Based on the operator's configuration, the AMF queries the YNRF with PLMN 1D of the SUPI, PLMN ID of the
serving PLMN, DNN, the HPLMN S-NSSAI that mapsto the S-NSSAI from the Allowed NSSAI of the Serving
PLMN the UE has requested, the hNRF and, if applicable and available, an HPLMN NSI ID (if the AMF has
stored an hNRF and, if applicable and available, an HPLMN NSI ID for the selected Network Slice instance
corresponding to the S-NSSAI of the HPLMN) and DNN.

2. The vNRF queries, on behalf of the AMF in VPLMN, the hNRF identified by means of the PLMN ID of the
SUPI (if no hNRF is received from the AMF, the hNRF islocally determined in the vNRF based on information
received in step 1). The NRF in VPLMN requests "NF Discovery" service from hNRF according the procedure
in Figure 4.17.4-1 to get the expected SMF instance(s) deployed in the HPLMN. Asthe NRF in the serving
PLMN triggersthe "NF Discovery" on behalf of the AMF, the NRF in the VPLMN shall not replace the
information of the NF, i.e. AMF ID, in the Nnrf_NFDiscovery Request message it sends to the hNRF.

Depending on the available information and based on configuration, the hNRF may either execute stepsin 3(A)
orin 3(B).

3(A) ThehNRF providesto the AMF, viavNREF, the information e.g. FQDN or |P address, of a set of the
discovered SMF instance(s) and possibly an NSI ID for the selected HPLMN part of the Network Slice instance
corresponding to the S-NSSAI of the HPLMN for subsequent NRF queriesin Nnrf_NFDiscovery Request
response message(steps 3a and 3b).

3(B) ThehNRF queries, on behalf of the AMF, an appropriate local NRF in HPLMN (e.g. adice level NRF); this
local NRF provides the I P address or the FQDN of expected SMF instance(s) and possibly an NS| ID for the
selected HPLMN part of the Network Slice instance corresponding to the S-NSSAI of the HPLMN for
subsequent NRF queries (steps 3aand 3b) that the hNRF returns, via VNRF, to the AMF (steps 3c and 3d).

43224 Multiple PDU Sessions towards the same DNN and S-NSSAI

A UE may establish multiple PDU Sessions associated with the same DNN and S-NSSAI and the AMF may select the
same SMF or different SMFs as specified in clause 6.3.2 of TS 23.501 [2].

During PDU Session establishment, the AMF checks if the SMF selection subscription data indicates that the same
SMF isrequired for multiple PDU Sessions and if required, the AMF checks if any SMF is aready selected for the
same DNN and S-NSSAI, if so, the same SMF will be used for the additional PDU Session.
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NOTE 1: The SMF ID can be notified from UDM to the AMF when one AMF is selected for 3GPP accessin
VPLMN and adifferent AMF is selected in HPLMN for non-3GPP access.

NOTE 2: The same SMF is selected for multiple PDU Sessions towards the same DNN and S-NSSAI to facilitate
the selection of the same PCF e.g. for the purpose of usage monitoring.

4.3.2.3 Secondary authorization/authentication by an DN-AAA Server during the
PDU Session establishment

The PDU Session establishment authentication/authorization is optionally triggered by the SMF during a PDU Session
establishment and performed transparently viaa UPF or directly with the DN-AAA Server without involving the UPF if
the DN-AAA Server islocated in the 5GC and reachable directly, as described in clause 5.6.6 of TS 23.501 [2].

In the case of Home Routed Roaming, unless specified otherwise, the SMF in the information flow defined in this
clause isthe H-SMF.

UE [ RAN || AWF SMF UPF DN

1. N4|Session Establishijent
o

2. Authentication/Authorization Request

yany
=4 Ll

3a. Authentication/Authgrization Response
d N
W Y
3b. Namf_Communication| N1IN2MessageTransfer

<

3c. NAS SM Transport (Authentication Message)

>
l

3d. NAS SM Transport (Authgntication Message)

3e. Nsmf_PDUSession_UpfateSMContext (N1 SM message)

& L
<«

3f. Authentication/Author|zation Request

yan)
A\ >4

v

4. Authentication/Authorjgation Response

5. Continuation of PDU session establishment asin Figure 4.3.2.2.1-1 or 4.3.2.2.2-1 up to compl etion of PDU
session establishment

6. Natification of IP Adderless allocation

Figure 4.3.2.3-1: PDU Session Establishment authentication/authorization by a DN-AAA Server

NOTE 1. Steps 2, 3a, 3f and 4 are not defined in this specification. Steps 3 can be repeated depending on the
mechanism used.

NOTE 2: When the SMF directly communicates with the DN-AAA Server without involving the UPF, Step 1 is
skipped and Step 2, 3a, 3f, 4 and 6 are executed without involving the UPF.

0. The SMF determinesthat it needsto contact the DN-AAA Server. The SMF identifies the DN-AAA Server
based on local configuration or using the DN-specific identity (TS 33.501 [15]) provided by the UE inside the
SM PDU DN Request Container provided by the UE in the PDU Session Establishment request or inside the
EAP message in the PDU Session Authentication Complete message (TS 24.501 [25]).
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NOTE 3: The content of the SM PDU DN Request Container is defined in TS 24.501 [25].

NOTE 4: When secondary authentication, using Default UE credentials for secondary authentication, is used in the
context of the UE onboarding architecture in Figure 5.30.2.10.2.2-3 of TS 23.501 [2], the DCS can act as
the DN-AAA server.

1. If thereisno existing N4 session that can be used to carry DN-related messages between the SMF and the DN,
the SMF selects a UPF and triggers N4 session establishment.

2. The SMF initiates the authentication procedure with the DN-AAA viathe UPF to authenticate the DN-specific
identity provided by the UE as specified in TS 29.561 [63].

When available, the SMF provides the GPSI in the signalling exchanged with the DN-AAA.
The UPF transparently relays the message received from the SMF to the DN-AAA Server.

3a. The DN-AAA Server sends an Authentication/Authorization message towards the SMF. The message is carried
viathe UPF.

3b. Transfer of DN Request Container information received from DN-AAA towards the UE.

In non-roaming and LBO cases, the SMF invokes the Namf_Communication_N1N2MessageTransfer service
operation on the AMF to transfer the DN Request Container information within N1 SM information sent towards
the UE.

In the case of Home Routed roaming, the H-SMF initiates a Nsmf_PDUSession_Update service operation to
request the V-SMF to transfer DN Request Container to the UE and the V-SMF invokes the
Namf_Communication_N1N2MessageTransfer service operation on the AMF to transfer the DN Request
Container information within N1 SM information sent towards the UE. In Nsmf_PDUSession_Update Request,
the H-SMF additionally includes the H-SMF SM Context ID.

3c: The AMF sendsthe N1 NAS message to the UE
3d-3e. Transfer of DN Request Container information received from UE towards the DN-AAA.

When the UE responds with a N1 NAS message containing DN Request Container information, the AMF
informs the SMF by invoking the Nsmf_PDUSession_UpdateSM Context service operation. The SMF issues an
Nsmf_PDUSession_UpdateSM Context response.

In the case of Home Routed roaming, the V-SMF relays the N1 SM information to the H-SMF using the
information of PDU Session received in step 3b viaaNsmf_PDUSession_Update service operation.

3f: The SMF (In HR case it isthe H-SMF) sends the content of the DN Request Container information
(authentication message) to the DN-AAA Server viathe UPF.

Step 3 may be repeated until the DN-AAA Server confirms the successful authentication/authorization of the
PDU Session.

4. The DN-AAA Server confirms the successful authentication/authorization of the PDU Session. The DN-AAA
Server may provide:

- an SM PDU DN Response Container to the SMF to indicate successful authentication/authorization;
- DN Authorization Data as defined in clause 5.6.6 of TS 23.501 [2];

- arequest to get notified with the 1P address(es) allocated to the PDU Session and/or with N6 traffic routing
information or MAC address(es) used by the UE for the PDU Session; and

- an P address (or IPV6 Prefix) for the PDU Session.
The N6 traffic routing information is defined in clause 5.6.7 of TS 23.501 [2].

After the successful DN authentication/authorization, a session is kept between the SMF and the DN-AAA. If
the SMF receives a DN Authorization Data, the SMF uses the DN Authorization Profile Index to apply the
policy and charging control (see clause 5.6.6 of TS 23.501 [2]).
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5. The PDU Session establishment continues and completes. In the step 7b of the Figure 4.3.2.2.1-1, if the SMF
receives the DN Authorization Profile Index in DN Authorization Data from the DN-AAA,, it sends the DN
Authorization Profile Index to retrieve the PDU Session related policy information (described in clause 6.4 of
TS 23.503[20]) and the PCC rule(s) (described in clause 6.3 of TS 23.503 [20]) from the PCF. If the SMF
receives the DN authorized Session AMBR in DN Authorization Data from the DN-AAA, it sends the DN
authorized Session AMBR within the Session AMBR to the PCF to retrieve the authorized Session AMBR
(described in clause 6.4 of TS 23.503 [20]). For PDU Session of Ethernet type, the SMF may instruct the UPF to
handle VLAN information of the Ethernet frames related with the PDU Session received and sent on N6 or N19
or internal interface, as described in clause 5.6.10.2 of TS 23.501 [2].

6. If requested soin step 4 or if configured so by local policies, the SMF notifiesthe DN-AAA with the IPP/MAC
address(es) and/or with N6 traffic routing information allocated to the PDU Session together with the GPSI.

Later on the SMF notifiesthe DN-AAA if the DN-AAA had requested to get notifications about:

- dlocation or release of an IPV6 Prefix for the PDU Session of |P type or addition or removal of source MAC
addresses for the PDU Session of Ethernet type (e.g. using IPV6 multi-homing as defined in clause 5.6.4.3 of
TS23.501[2]);

- Change of N6 traffic routing information.
When later on the PDU Session gets released as described in clause 4.3.4, the SMF notifies the DN-AAA.

The DN-AAA Server may revoke the authorization for aPDU Session or update DN authorization data for a PDU
Session. According to the request from DN-AAA Server, the SMF may release or update the PDU Session.

At any time after the PDU Session establishment, the DN-AAA Server or SMF may initiate Secondary Re-
authentication procedure for the PDU Session as specified in clause 11.1.3in TS 33.501 [15]. Step 3ato step 3f are
performed to transfer the Secondary Re-authentication message between the UE and the DN-AAA Server. The
Secondary Re-authentication procedure may start from step 3a (DN-AAA initiated Secondary Re-authentication
procedure) or step 3b (SMF initiated Secondary Re-authentication procedure). For the DN-AAA Server initiated
Secondary Re-authentication, the message in step 3a shall include GPSI, if available and the IPP/MAC address(es) of the
PDU session, for SMF to identify the corresponding UE and PDU session. If the Re-authentication result is
unsuccessful then SMF may release the PDU session and notify the DN-AAA Server.

During Secondary Re-authentication, if the SMF receives an indication from the AMF that the UE is unreachable then it
informsthe DN-AAA Server that UE is not reachable for re-authentication. Based on thisindication from SMF, the
DN-AAA Server may decide to keep the PDU Session or request to release the PDU session.

DN-AAA may initiate DN-AAA Re-authorization without performing re-authentication based on local policy. DN-
AAA Re-authorization procedure may start from step 4.

During Secondary Re-authentication/Re-authorization, if the SMF receives DN Authorization Profile Index and/or DN
authorized Session AMBR, the SMF reports the received value(s) to the PCF (as described in TS 23.501 [2]) by
triggering the Policy Control Request Trigger as described in TS 23.503 [20].

4324 Support of L2TP

L2TP may be used between UPF and the DN via N6 to carry traffic of a PDU Session, as defined in TS 23.501 [2]. The
corresponding high level end to end signalling flow is described in this clause and further refined in TS 29.561 [63]. For
the procedure described below, it is a prerequisite that the UE is aready registered to the 5GC and both SMF and UPF
support the L2TP feature.

NOTE 1: The scenario where the UE sends actual PPP frames/signalling towards the LAC, which involves back
and forth message exchanges between the UE and LAC, for example for LCP Negotiation, isnot in the
scope of the present document.

NOTE 2: The UE does not need to be aware of the L2TP procedure.
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Figure 4.3.2.4-1: Support of L2TP

1. Thisstepisthesameasstep 1inclause4.3.2.2.1 or step 1 in clause 4.3.2.2.2.

The PDU session establishment may include in the PCO information authentication information for PAP and/or
CHAP.

2. The SMF may determine that an L2TP session is required for the PDU Session based on local configuration (e.g.
related with DNN/S-NSSALI). The SMF may retrieve the L2TP Tunnel parameters from the DN-AAA Server, as
described in clause 4.3.2.3, or be configured locally with L2TP Tunnel parameters.

The L2TP Tunnel parameters may include information such as the LNS addressing information (e.g. |P address
or hostname), as defined in TS 29.561 [63].

3. Thisstep isthe same as step 8 in clause 4.3.2.2.1 with the following additions:
If L2TPisrequired for the PDU Session, the SMF selects a UPF supporting L2TP.
4. Thisstep isthe same as step 10ain clause 4.3.2.2.1 with the following additions:
The SMF requests the UPF to setup an L2TP Session towards the L2TP server (LNS).

The SMF may send to the UPF as part of N4 signalling, L2TP Tunnel Information and L2TP Session
Information to setup a L2TP session.

The L2TP Session Information includes specific information related to the PDU Session, e.g. aCalling
Number which may be set to UE's SUPI, the Called Number for the L2TP Session which may be configured
to contain the DNN, PAP/CHAP related parametersif included by the UE in PCO in step 1 etc. This
information is defined in TS 29.561 [63].

5. If needed the UPF may decide to setup anew L2TP Tunnel, as described in TS 29.561 [63].
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If the UPF decidesto use an already existing L2TP Tunnel for the requested PDU Session from the SMF, it
directly proceeds with step 6 below.

6. The UPF proceeds with L2TP Session setup towards the LNS, as described in TS 29.561 [63].

If the SMF has requested the UPF to allocate the UE IP address in step 4, the UPF may retrieve the UE IP
address from the LNS.

7. Thisstep isthe same as step 10b in clause 4.3.2.2.1 with the following additions:

The status of the L2TP Session setup is sent by the UPF to the SMF in a N4 Session Establishment Response.
This may indicate information provided by the LNS Server for the UE such as the DNS server address, etc.

8. Thisstepisthe sameassteps11 - 13inclause4.3.2.2.1.

4.3.3 PDU Session Modification

4331 General

The procedure is used when one or several of the QoS parameters exchanged between the UE and the network are
modified and/or to send updated ECS Address Configuration Information as defined in clause 6.5.2 of TS 23.548 [74]
to the UE and/or to send the updated DNS server address as defined in clause 6.2.3.2.3 of TS 23.548 [74].

NOTE 1: The conditions when to use this procedure for QoS change as well as the QoS parameters exchanged
between the UE and the network are defined in clause 5.7 of TS 23.501 [2].

NOTE 2: The conditions when to use this procedure for the exchange of ECS Address Configuration Information
are described in clause 6.5.2 of TS 23.548 [74].

NOTE 3: The conditions when to use this procedure for the update of DNS server address are described in
clause 6.2.3.2.3 of TS23.548 [74].

4.3.3.2 UE or network requested PDU Session Modification (non-roaming and
roaming with local breakout)

The UE or network requested PDU Session Modification procedure (non-roaming and roaming with local breakout
scenario) isdepicted in figure 4.3.3.2-1.
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Figure 4.3.3.2-1: UE or network requested PDU Session Modification (for non-roaming and roaming
with local breakout)

1. The procedure may be triggered by following events:

la. (UE initiated modification) The UE initiates the PDU Session Modification procedure by the transmission of
an NAS message (N1 SM container (PDU Session Modification Request (PDU session 1D, Packet Filters,
Operation, Requested QoS, Segregation, 5GSM Core Network Capability, Number Of Packet Filters,
[Always-on PDU Session Requested])), PDU Session ID, UE Integrity Protection Maximum Data Rate, [Port
Management Information Container]) message. Depending on the Access Type, if the UE wasin CM-IDLE
state, this SM-NAS message is preceded by the Service Request procedure. The NAS message is forwarded
by the (R)AN to the AMF with an indication of User location Information. The AMF invokes
Nsmf_PDUSession_UpdateSM Context (SM Context ID, N1 SM container (PDU Session Modification
Request)).
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When the UE reguests specific QoS handling for selected SDF(s), the PDU Session Modification Request
includes Packet Filters describing the SDF(s), the requested Packet Filter Operation (add, modify, delete) on
the indicated Packet Filters, the Requested QoS and optionally a Segregation indication. The Segregation
indication is included when the UE recommends to the network to bind the applicable SDF(s) on adistinct
and dedicated QoS Flow e.g. even if an existing QoS Flow can support the requested QoS. The network
should abide by the UE request, but is allowed to proceed instead with binding the selected SDF(s) on an
existing QoS Flow.

NOTE 1: Only one QoS Flow isused for traffic segregation. If UE makes subsequent requests for segregation of
additional SDF(s), the additional SDF(s) are multiplexed on the existing QoS Flow that is used for

segregation.

The UE shall not trigger a PDU Session Maodification procedure for a PDU Session corresponding to a
LADN when the UE is outside the area of availability of the LADN.

The PS Data Off status, if changed, shall be included in the PCO in the PDU Session Modification Request
message.

For a PDU Session which was established in the EPS, when the UE moves from EPS to 5GS for the first
time, the UE includes an Always-on PDU Session Requested indication in the PDU Session Modification
Request message if it wants to change the PDU Session to an always-on PDU Session.

When PCF is deployed, the SMF shall further report the PS Data Off statusto PCF if the PS Data Off event
trigger is provisioned, the additional behaviour of SMF and PCF for 3GPP PS Data Off is defined in
TS 23.503 [20].

The 5GSM Core Network Capability is provided by the UE and handled by SMF as defined in clause 5.4.4b
of TS23.501[2].

The UE Integrity Protection Maximum Data Rate indicates the maximum data rate up to which the UE can
support UP integrity protection. It is set asdefined in TS 23.501 [2].

The Number Of Packet Filters indicates the number of supported packet filters for signalled QoS rules as
described in clause 5.17.2.2.2 of TS 23.501 [2].

When it moves from EPS to 5GS for the first time, a UE that supports EAS re-discovery as described in
clause 6.2.3.3 of TS 23.548 [74], may indicate so in the PCO.

When it moves from EPS to 5GS for the first time, a UE that hosts the EDC functionality shall indicate in the
PCO its capability to support the EDC functionality (see clause 5.2.1 of TS 23.548 [74]).

Port Management Information Container is received from DS-TT and includes DS-TT port related
management information as defined in clause 5.28.3 of TS 23.501 [2].

1b. (PCF initiated SM Policy Association Modification) The PCF performs a PCF initiated SM Policy
Association Modification procedure as defined in clause 4.16.5.2 to notify SMF about the modification of
policies. This may e.g. have been triggered by a policy decision or upon AF requests, e.g. Application
Function influence on traffic routing as described in step 5 in clause 4.3.6.2 or AF to provide Port
management information Container.

If the QoS Monitoring for URLLC is requested by the AF, the PCF generates the QoS Monitoring policy for
the corresponding service data flow and provides the policy in the PCC rules to the SMF in this step.

1c. (SMF requested modification) The UDM updates the subscription data of SMF by Nudm_SDM_Notification
(SUPI, Session Management Subscription Data). The SMF updates the Session Management Subscription
Data and acknowledges the UDM by returning an Ack with (SUPI).

1d. (SMF requested modification) The SMF may decide to modify PDU Session. This procedure also may be
triggered based on locally configured policy or triggered from the (R)AN (see clause 4.2.6 and clause 4.9.1).
It may also be triggered if the UP connection is activated (as described in Service Request procedure) and the
SMF has marked that the status of one or more QoS Flows are deleted in the 5GC but not synchronized with
the UE yet.

The SMF may decide to modify PDU Session to send updated ECS Address Configuration Information to the
UE asdefined in clause 6.5.2 of TS 23.548 [74].
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The SMF may decide to modify PDU Session to send updated DNS server address to the UE as defined in
clause 6.2.3.2.3 of TS23.548 [74].

The SMF may decide to modify PDU Session to send the EAS rediscovery indication to the UE as defined in
clause 6.2.3.3 of TS 23.548[74].

If the SMF receives one of thetriggersin step 1b ~ 1d, the SMF starts SMF requested PDU Session
Modification procedure.

le. (AN initiated modification) (R)AN shall indicate to the SMF when the AN resources onto which a QoS Flow
is mapped are released irrespective of whether notification control is configured. (R)AN sends the N2
message (PDU Session ID, N2 SM information) to the AMF. The N2 SM information includes the QFI, User
location Information and an indication that the QoS Flow isreleased. The AMF invokes
Nsmf_PDUSession_UpdateSM Context (SM Context ID, N2 SM information).

(AN initiated notification control) If notification control is configured for a GBR QoS Flow, (R)AN sends a
N2 message (PDU Session ID, N2 SM information) to SMF when the (R)AN decides the QoS targets of the
QoS Flow cannot be fulfilled or can be fulfilled again, respectively. The N2 SM information includes the QFI
and an indication that the QoS targets for that QoS Flow cannot be fulfilled or can be fulfilled again,
respectively. When QoS targets cannot be fulfilled, the N2 SM information indicates a reference to the
Alternative QoS Profile matching the values of the QoS parameters that the NG-RAN is currently fulfilling
as specified in clause 5.7.2.4 of TS 23.501 [2]. The AMF invokes Nsmf_PDUSession_UpdateSM Context
(SM Context ID, N2 SM information). If the PCF has subscribed to the event, SMF reports this event to the
PCF for each PCC Rule for which notification control is set in step 2.

1f. (AMF initiated modification) If the UE supports CE mode B and use of CE mode changes from restricted to
unrestricted or vice versain the Enhanced Coverage Restriction information in the UE context in the AMF
and the UE has already established PDU sessions, then the AMF shall trigger a PDU session modification to
the SMFs serving the UE's PDU sessions when the AMF determines that NAS-SM timer shall be updated
due to the change of Enhanced Coverage Restriction and include the extended NAS-SM indication only if
use of CE mode B is now unrestricted in the Enhanced Coverage Restriction information in the UE context in
the AMF.

1g. (AMF initiated modification) the AMF informs the SMF of updates of the NWDAF ID(s) used for UE
related Analytics and corresponding Analytics ID(s). Also, If the PCF request notification of SM Policy
Association and there is any PDU Session established to that DNN, S-NSSAI [PCF binding information,
notification of SM Policy Association establishment Indication].

Based on the extended NAS-SM timer indication, the SMF shall use the extended NAS-SM timer setting for the
UE as specified in TS 24.501 [25].

2. The SMF may need to report some subscribed event to the PCF by performing an SMF initiated SM Policy
Association Modification procedure as defined in clause 4.16.5.1. This step may be skipped if PDU Session
Modification procedure istriggered by step 1b or 1d. If dynamic PCC is not deployed, the SMF may apply local
policy to decide whether to change the QoS profile.

Steps 2ato 7 are not invoked when the PDU Session Modification requires only action at a UPF (e.g. gating).
2a. The SMF may update the UPF with N4 Rules related to new or modified QoS Flow(s).
NOTE 2: Thisalowsthe UL packets with the QFI of a new or modified QoS Flow to be transferred.

If redundant transmission has not been activated to the PDU session and the SMF decides to perform redundant
transmission for the QoS Flow, the SMF indicates to the UPF to perform packet duplication and elimination for
the QoS Flow.

If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant
transmission, the SMF indicates the UPF to release the CN Tunnel Info which is used as the redundancy tunnel
of the PDU Session and also indicates the UPF to stop packet duplication and elimination for the corresponding
QoS Flow(s).

NOTE 3: The method to perform elimination and reordering on RAN/UPF based on the packets received from the
two GTP-U tunnelsis up to RAN/UPF implementation. The two GTP-U tunnels are terminated at the
same RAN node and UPF.
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If redundant transmission has not been activated to the PDU Session and the SMF decides to perform redundant
transmission for the QoS Flow with two I-UPFs between the PSA UPF and the NG-RAN, the SMF sendsa N4
Session Establishment Request message to the [-UPFsincluding UL CN Tunnel Info of the PSA UPF and a
reguest to allocate CN Tunnel Info.

SMF may make use of Redundant Transmission Experience analytics provided by NWDAF, when SMF takes a
decision whether to perform redundant transmission, or stop redundant transmission if it had been activated, as
described in clause 6.13 of TS 23.288 [50].

2b. The UPF(s) respond to the SMF. If redundant transmission has not been activated to the PDU session and the
SMF indicated the UPF to perform packet duplication and elimination for the QoS Flow in step 2a, the UPF
alocates an additional CN Tunnel Info. The additional CN Tunnel Info is provided to the SMF.

If redundant transmission has not been activated to the PDU Session and the SMF decides to perform redundant
transmission for the QoS Flow with two I-UPFsin step 2a, the UPFs alocate CN Tunnel Info. The CN Tunnel
Info of each I-UPF is provided to the SMF.

3a For UE or AN initiated modification, the SMF responds to the AMF through
Nsmf_PDUSession_UpdateSM Context Response ([N2 SM information (PDU Session ID, QFI(s), QoS
Profile(s), [Alternative QoS Profile(s)], Session-AMBR], [CN Tunnel Info(s)]), N1 SM container (PDU Session
Modification Command (PDU Session ID, QoS rule(s), QoS rule operation, QoS Flow level QoS parameters if
needed for the QoS Flow(s) associated with the QoS rule(s), Session-AMBR, [Always-on PDU Session
Granted], [Port Management Information Container]))). See clause 5.7 of TS 23.501 [2] for the QoS Profile,
Alternative QoS Profile and QoS rule and QoS Flow level QoS parameters. Alternative QoS Profileis only valid
for AN initiated modification.

If the PDU Session Modification was requested by the UE to modify a PDU Session to an always-on PDU
Session, the SMF shall include an Always-on PDU Session Granted indication in the PDU Session Modification
Command to indicate whether the PDU Session is to be changed to an always-on PDU Session or not viathe
Always-on PDU Session Granted indication in the PDU Session Modification Command.

The N2 SM information carries information that the AMF shall provide to the (R)AN. It may include the QoS
profiles and the corresponding QFIs to notify the (R)AN that one or more QoS flows were added, or modified. It
may include only QFI(s) to notify the (R)AN that one or more QoS flows were removed. The SMF may indicate
for each QoS Flow whether redundant transmission shall be performed by a corresponding redundant
transmission indicator. If the SMF decides to activate redundant transmission in step 2a, the SMF includes the
allocated additional CN Tunnel Info in the N2 SM information. If the SMF decides to perform redundant
transmission for new QoS Flow with two [-UPFsin step 2a, the SMF includes the allocated CN Tunnel Info of
the two I-UPFsin the N2 SM information. If the PDU Session Modification was triggered by the (R)AN Release
in step 1e the N2 SM information carries an acknowledgement of the (R)AN Release. If the PDU Session

M odification was regquested by the UE for a PDU Session that has no established User Plane resources, the N2
SM information provided to the (R)AN includes information for establishment of User Plane resources.

If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant
transmission in step 2a, the SMF indicates the (R)AN to release the AN Tunnel and stop packet duplication and
elimination associated with the redundancy tunnel of the PDU Session.

The N1 SM container carries the PDU Session Madification Command that the AMF shall provide to the UE. It
may include the QoS rules, QoS Flow level QoS parameters if needed for the QoS Flow(s) associated with the
QoS rule(s) and corresponding QoS rule operation and QoS Flow level QoS parameters operation to notify the
UE that one or more QoS rules were added, removed or modified.

If port number and a Port Management I nformation Container have been received from PCF in Step 2 and the
port number matches the port number assigned for the DS-TT port for this PDU session, then SMF includes the
Port Management Information Container in the N1 SM container.

The SMF may need to send transparently through NG-RAN the PDU Session Modification Command to inform
the UE about changes in the QoS parameters (i.e. 5QI, GFBR, MFBR) that the NG-RAN is currently fulfilling
after the SMF receives QoS Notification Control as defined in clause 5.7.2.4 of TS 23.501 [2]. When the SMF
sends on the PDU Session Modification Command transparently through NG-RAN, the N2 SM information is
not included as part of the Namf_Communication_ N1IN2M essageTransfer.
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If the UE indicated in the PCO that it supports the EDC functionality, the SMF may indicate to the UE either that
the use of the EDC functionality is allowed for the PDU Session or that the use of the EDC functionality is
required for the PDU Session (see clause 5.2.1 of TS 23.548[74]).

3b. For SMF requested modification, the SMF invokes Namf_Communication N1N2MessageTransfer ([N2 SM

3c.

3d.

information] (PDU Session ID, QFI(s), QoS Profile(s), [Alternative QoS Profile(s)], Session-AMBR, [CN
Tunnd Info(s)], QoS Monitoring indication, QoS Monitoring reporting frequency, [TSCAI(s)]), N1 SM
container (PDU Session Modification Command (PDU Session 1D, QoS rule(s), QoS Flow level QoS parameters
if needed for the QoS Flow(s) associated with the QoS rule(s), QoS rule operation and QoS Flow level QoS
parameters operation, Session-AMBRY))).

The SMF may indicate for each QoS Flow whether redundant transmission shall be performed by a
corresponding redundant transmission indicator. If the SMF decides to activate redundant transmissionin

step 23, the SMF includes the allocated additional CN Tunnel Info inthe N2 SM information. If the SMF decides
to perform redundant transmission for new QoS Flow with two I-UPFsin step 2a, the SMF includes the

alocated CN Tunnel Info of the two I-UPFsin the N2 SM information.

If redundant transmission has been activated on the PDU Session and the SMF decides to stop redundant
transmission in step 2a, the SMF indicates the (R)AN to release the AN Tunnel and stop packet duplication and
elimination associated with the redundancy tunnel of the PDU Session.

The SMF indicates the request for QoS Monitoring for the QoS Flow according to the information received from
the PCF in step 1b, or based on SMF local policy, e.g. when the RAN rejected the creation of a specific QoS
Flow for URLLC. In the case of receiving the QoS Monitoring indication, the RAN enables the RAN part of
UL/DL packet delay measurement for the QoS Flow and the QoS Monitoring reporting frequency is used by
RAN to determine the packet delay measurement frequency of the RAN part. The TSCAI isdefined in

clause 5.27.2 of TS23.501[2].

If the UE isin CM-IDLE state and an ATC is activated, the AMF updates and stores the UE context based on the
Namf_Communication_N1N2MessageTransfer and steps 4, 5, 6 and 7 are skipped. When the UE is reachable
e.g. when the UE enters CM-CONNECTED state, the AMF forwards the N1 message to synchronize the UE
context with the UE.

For SMF regquested modification due to updated SM F-Associated parameters from the UDM, the SMF may
provide the SMF derived CN assisted RAN parameters tuning to the AMF. The SMF invokes
Nsmf_PDUSession_SM ContextStatusNotify (SMF derived CN assisted RAN parameters tuning) towards the
AMF. The AMF stores the SMF derived CN assisted RAN parameters tuning in the associated PDU Session
context for this UE.

For SMF regquested modification due to updated NWDAF ID, the SMF informs the AMF of updates of the
NWDAF ID(s) used for UE related Analytics and corresponding Analytics ID(s).

The AMF may send N2 ([N2 SM information received from SMF], NAS message (PDU Session ID, N1 SM
container (PDU Session Madification Command))) Message to the (R)AN.

The (R)AN may issue AN specific signalling exchange with the UE that is related with the information received
from SMF. For example, in the case of a NG-RAN, an RRC Connection Reconfiguration may take place with
the UE modifying the necessary (R)AN resources related to the PDU Session or if only N1 SM container is
received in step 4 from AMF, RAN transports only the N1 SM container to the UE.

The (R)AN may consider the updated CN assisted RAN parameters tuning to reconfigure the AS parameters.

As part of this, the N1 SM container is provided to the UE. If the N1 SM container includes a Port M anagement
Information Container then the UE provides the container to DS-TT.

If new DNS server addressis provided to the UE in the PCO, the UE can refresh all EAS(s) information (e.g.
DNS cache) bound to the PDU Session, based on UE implementation as described in clause 6.2.3.2.3 of
TS23.548[74].

The (R)AN may acknowledge N2 PDU Session Request by sending aN2 PDU Session Ack (N2 SM information
(List of accepted/rejected QFI(s), AN Tunnel Info, PDU Session ID, Secondary RAT usage data), User location
Information) Message to the AMF. In the case of Dual Connectivity, if one or more QFIs were added to the PDU
Session, the Master RAN node may assign one or more of these QFIsto a NG-RAN node which was not
involved in the PDU Session earlier. In this case the AN Tunnel Info includes a new N3 tunnel endpoint for QFIs
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assigned to the new NG-RAN node. Correspondingly, if one or more QFIs were removed from the PDU Session,
a (R)AN node may no longer be involved in the PDU Session anymore and the corresponding tunnel endpoint is
removed from the AN Tunnel Info. The NG-RAN may reject QFI(s) if it cannot fulfil the User Plane Security
Enforcement information for a corresponding QoS Profile, e.g. due to the UE Integrity Protection Maximum
Data Rate being exceeded. When receiving the request for QoS Monitoring, the (R)AN may indicate its rejection
to perform QoS Monitoring, e.g. due to the (R)AN load condition. The (R)AN may reject the addition or
modification of a QoS Flow, e.g. due to handling of the UE-Slice-MBR as described in clause 5.7.1.10 of

TS 23.501[2]. If the (R)AN rejects the addition or modification of a QoS Flow, the SMF is responsible of
updating the QoS rules and QoS Flow level QoS parameters associated to that QoS Flow in the UE accordingly.

If the PLMN has configured secondary RAT usage reporting, the NG-RAN node may provide RAN Usage Data
Report. The User Location I nformation shall include the serving cell's ID and, if Dual Connectivity is activated
for the UE, the PSCell ID.

If the redundant transmission has not been activated to the PDU session and the SMF indicates to the RAN that
one of the QoS Flow shall perform redundant transmission, the RAN includes an additional AN tunnel infoin
N2 SM information.

7. The AMF forwards the N2 SM information and the User location Information received from the AN to the SMF
via Nsmf_PDUSession_UpdateSM Context service operation. The SMF replies with a
Nsmf_PDUSession UpdateSM Context Response.

If the N2 SM information indicates failure of whole N2 SM request (i.e. no part of the N2 SM request is
successful in (R)AN), the SMF assumes that the NAS PDU, if provided in step 3, was not forwarded by NG-
RAN to UE, asdescribed in TS 38.413 [10]. In this case, if the PDU Session modification is UE triggered the
SMF shall reject the PDU session modification by including aN1 SM container with aPDU Session
Modification Reject message (see clause 8.3.3 of TS 24.501 [25]) in the Nsmf_PDUSession_UpdateSM Context
Response in step 7b. Step 8 is skipped in this case.

Otherwise, the SMF assumes that the NAS PDU was sent to UE successfully. If the (R)AN rejects QFI(s), the
SMF isresponsible of updating the QoS rules and QoS Flow level QoS parameters if needed for the QoS
Flow(s) associated with the QoS rule(s) in the UE accordingly, i.e. the SMF shall trigger a separate NAS PDU
Session Modification procedure after step 11 to align the SM context of this PDU Session in UE.

8. The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending
N4 Session Modification Request message to the UPF (see NOTE 3).

The SMF may update the UPF with N4 Rules related to new, modified or removed QoS Flow(s), unlessit was
done already in step 2a.

NOTE 4: Thisalowsthe DL packets of the new or modified QoS Flow to be transferred.

If an additional AN Tunnel Infoisreturned by RAN in step 6, the SMF informs the UPF about this AN Tunnel
Info for redundant transmission. In the case of redundant transmission with two 1-UPFs, the SMF provides AN
Tunnel Info to two I-UPFs. If CN Tunnel Info of two I-UPFsis allocated by the UPFsin step 2b, the SMF also
providesthe DL CN Tunnel Info of two I-UPFsto the UPF (PSA).

If the QoS Monitoring for URLLC is enabled for the QoS Flow, the SMF provides the N4 rules containing the
QoS Monitoring policy generated according to the information received in step 1b to the UPF viathe N4 Session
Modification Request message.

If port number and a Port Management Information Container have been received from PCF in Step 2 and the
port number matches the port number of the NW-TT port for this PDU session, then SMF includes the Port
Management Information Container in the N4 Session Modification Request. If the N4 Session Modification
Request includes a Port Management Information Container, then UPF also includes a Port Management
Information Container in the N4 Session Modification Response.

9. The UE acknowledges the PDU Session Madification Command by sending a NAS message (PDU Session ID,
N1 SM container (PDU Session Modification Command Ack, [Port Management Information Container]))

message.
10. The (R)AN forwards the NAS message to the AMF.
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11. The AMF forwards the N1 SM container (PDU Session Modification Command Ack) and User Location
Information received from the AN to the SMF via Nsmf_PDUSession_UpdateSM Context service operation. The
SMF replies with a Nsmf_PDUSession_UpdateSM Context Response.

If the SMF initiated modification is to delete QoS Flows (e.g. triggered by PCF) which do not include QoS Flow
associated with the default QoS rule and the SMF does not receive response from the UE, the SMF marks that
the status of those QoS Flows isto be synchronized with the UE.

12. The SMF may update N4 session of the UPF(s) that are involved by the PDU Session Modification by sending
N4 Session Modification Request (N4 Session ID) message to the UPF. For a PDU Session of Ethernet PDU
Session Type, the SMF may notify the UPF to add or remove Ethernet Packet Filter Set(s) and forwarding
rule(s).

NOTE 5: The UPFsthat are impacted in the PDU Session Modification procedure depends on the modified QoS
parameters and on the deployment. For example in the case of the session AMBR of a PDU Session with
an UL CL changes, only the UL CL isinvolved. This note also appliesto the step 8.

13. If the SMF interacted with the PCF in step 1b or 2, the SMF notifies the PCF whether the PCC decision could be
enforced or not by performing an SMF initiated SM Policy Association Modification procedure as defined in
clause 4.16.5.1. If the trigger for 5GS Bridge information available is armed and the SMF received a Port
Management Information Container from either UE or UPF, then SMF provides the Port Management
Information Contai ner and the port number of the related port to the PCF in this step, as described in
clause 5.28.3.2 of TS 23.501 [2]. If the trigger for 5GS Bridge information available is armed and the SMF
received the User Plane node Management Information Container from UPF, then the SMF provides the User
Plane node Management Information Container to the PCF as described in clause 5.28.3.2 of TS 23.501 [2].

SMF notifies any entity that has subscribed to User Location Information related with PDU Session change.

If step 1b istriggered to perform Application Function influence on traffic routing by step 5 in clause 4.3.6.2, the
SMF may reconfigure the User Plane of the PDU Session as described in step 6 in clause 4.3.6.2.

4.3.3.3 UE or network requested PDU Session Modification (home-routed roaming)

The UE or network req