ETS| TS 124 501 V18.8.0 (2024-10)

& >3

TECHNICAL SPECIFICATION

5G;
Non-Access-Stratum (NAS) protocol for 5G System (5GS);
Stage 3
(3GPP TS 24.501 version 18.8.0 Release 18)

=~

& ADVANCED

)

A GLOBAL INITIATIVE



3GPP TS 24.501 version 18.8.0 Release 18 1 ETSI TS 124 501 V18.8.0 (2024-10)

Reference
RTS/TSGC-0124501vi80

Keywords
5G

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - APE 7112B
Association & but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° w061004871

Important notice

The present document can be downloaded from the
ETSI Search & Browse Standards application.

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format on ETSI deliver.

Users should be aware that the present document may be revised or have its status changed,
this information is available in the Milestones listing.

If you find errors in the present document, please send your comments to
the relevant service listed under Committee Support Staff.

If you find a security vulnerability in the present document, please report it through our
Coordinated Vulnerability Disclosure (CVD) program.

Notice of disclaimer & limitation of liability

The information provided in the present deliverable is directed solely to professionals who have the appropriate degree of
experience to understand and interpret its content in accordance with generally accepted engineering or
other professional standard and applicable regulations.
No recommendation as to products and services or vendors is made or should be implied.

No representation or warranty is made that this deliverable is technically accurate or sufficient or conforms to any law
and/or governmental rule and/or regulation and further, no representation or warranty is made of merchantability or fithess
for any particular purpose or against infringement of intellectual property rights.

In no event shall ETSI be held liable for loss of profits or any other incidental or consequential damages.

Any software contained in this deliverable is provided "AS IS" with no warranties, express or implied, including but not
limited to, the warranties of merchantability, fithess for a particular purpose and non-infringement of intellectual property
rights and ETSI shall not be held liable in any event for any damages whatsoever (including, without limitation, damages

for loss of profits, business interruption, loss of information, or any other pecuniary loss) arising out of or related to the use
of or inability to use the software.

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying and
microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2024.
All rights reserved.

ETSI


https://www.etsi.org/standards-search
http://www.etsi.org/deliver
https://portal.etsi.org/Services/editHelp/Standards-development/Tracking-a-draft/Status-codes
https://portal.etsi.org/People/Commitee-Support-Staff
https://www.etsi.org/standards/coordinated-vulnerability-disclosure

3GPP TS 24.501 version 18.8.0 Release 18 2 ETSI TS 124 501 V18.8.0 (2024-10)

Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The declarations
pertaining to these essential IPRs, if any, are publicly available for ETSI members and non-members, and can be
found in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to
ETS in respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the
ETSI Web server (https:/ipr.etsi.org/).

Pursuant to the ETSI Directivesincluding the ETSI IPR Policy, no investigation regarding the essentiality of IPRS,
including I PR searches, has been carried out by ETSI. No guarantee can be given as to the existence of other IPRs not
referenced in ETSI SR 000 314 (or the updates on the ETS| Web server) which are, or may be, or may become,
essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its
Members. 3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and of the 3GPP
Organizational Partners. oneM 2M ™ logo is atrademark of ETSI registered for the benefit of its Members and of the
oneM2M Partners. GSM ® and the GSM logo are trademarks registered and owned by the GSM Association.

Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found under https.//webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
https://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 24.501 version 18.8.0 Release 18 3 ETSI TS 124 501 V18.8.0 (2024-10)

Contents
INtellectual Property RIGNES.... ..ot b e e e en e ns 2
LB INOLICE ... bbbt et h bt b b nE e b e b e e et bt e bt Rt e s e e e e e e eb e n e e ns 2
AV TeTo = L= g oY = 01T 070] oo | OSSPSR 2
0= 11V o PSPPSR 26
1 o0 o< TSP PSP 27
2 REFEIBINCES .....cceeeeee ettt b bbb e b et e e et Re e bt e be e bt st et et et e e e e nenre b ee 27
3 Definitions and @DBreVIatioNS...........coeieieieie ettt 32
31 D= T o T] (0] TP PP 32
3.2 ADDIEVIBLIONS ...ttt ettt b et ese e bt sh e b e e he e ae e s e e ne e b e eReeh e e Re et e e e bt bt eheene e e ne e 44
4 LT 0T - | S S 48
41 L@ o= PSSR 48
4.2 Coordination between the protocols for 5GS mobility management and 5GS session management ............... 48
43 (0] = (o 7= g = = (o o RSN 49
431 UE'S USBGE SELLIMQ ..+t veeetestereete st sttt sttt sttt st be bbbt b e s h et b e e et e b s e et e b e s e e st e b e se e st e b e st et eb e s b et eb e b e 49
432 Domain selection for UE originating SESSIONS/ CallS........ooueieeiieiiee e 49
4.3.3 Change Of UE'S USAQE SEILING. .. ..ecvverteeieeiesiesiesteesteesteete st e st e e e e e tesaeseesreesaeeaeenseesaessaesseesseesseensesneesnes 51
434 Change or determination of IMS voice availaDility .........cccoveviiceiie i 51
4.4 SR = o T YT 52
44.1 LCT= 0T o SO PPSPPSN 52
4.4.2 Handling of 5G NAS SECUNLY CONLEXES.........cciieitieieeieeieseesteestesseesseeseesseesseesseeseessessaessessseesesnsessesnsssnes 52
4421 LT 07 SRR 52
44211 Establishment of 5G NAS SECUILY CONEEXL ........ciuirieuiririeirierieierieeeie e 52
44212 UE leaving state 5SGMM-DEREGISTERED...........ccccoeiiiiieriie e 55
44213 UE entering state SGMM-DEREGISTERED...........ccoooiiiiiieiie e 55
4422 Establishment of a mapped 5G NAS security context during inter-system change from S1 mode

to N1 mode in 5GMM-CONNECTED MOUE........cccooiiiiririeieeeieseeeeeeeseesee e e et eeeeeeseeneeseeseesnesneas 55
4423 Establishment of a5G NAS security context during N1 mode to N1 mode handover .............cccve..... 56
4424 Establishment of an EPS security context during inter-system change from N1 mode to S1 mode

iN S5GMM-CONNECTED MOUE ......ceiiiiitirieieiesieieie sttt st st et e sbeseesesbeseesesbeseenessens 57
4425 Establishment of secure exchange of NAS MESSAJES .......cccvvvierieiieie e s sie et e e 58
4426 Change Of SECUMLY KEYS ......iiii ettt ettt et e e e s e e sreeteenteeneeenaesreesnnas 60
443 Handling of NAS COUNT and NAS SequenCe NUMDEN ..........coiirieinireneseneeie sttt 60
4431 LT 0T S PRRRRSUSRO 60
4432 REDIGY PIrOLECLION ...ttt b et skt b e e h e eb e se e e b e se et e sb e e ebesbe e ebenbenneneas 61
4.4.3.3 Integrity protection and VErifiCaON. ..........cciiriiie e e 61
4434 Ciphering and AECTPNENTNG .......eoveueierieiei ettt e b e nn s 62
4.4.35 NAS COUNT WIAD BIOUNG.......cuetineetirteietesteseete st et sieseeie st et st e ebesbe e ebesbeseebesbeseesesbessesesaeneebesbeneenens 62
4.4.4 Integrity protection of NAS SIgNalling MESSAQES.......ccvvrueieeieereere e eeesee s e e e eae e e e reeaeseesneesnes 63
4441 LC T o1 =TT 63
4.4.4.2 Integrity checking of NAS signalling messagesinthe UE ..........ccoooveiie e 63
4443 Integrity checking of NAS signalling messagesinthe AMF .......c.oovee e 64
445 Ciphering of NAS SIgNalliNg MESSAGES ......cveiveiierieeiie et eiesee et ste e e s e ste e te e e ssaesraesreeteeeesneesnes 65
4.4.6 Protection of initial NAS Signalling MESSAgES..........cccueiierierieeieeie e seeseesreesaeeae e srae e e e e e eteseesneesnes 66
447 PrOtECION OF NAS IES ...ttt ettt ettt sttt et e et et e s eebesaeebesmeeneeeeseestesaeeseeneenseseeas 68
45 UNIfIEO BCCESS COMLIO ... ettt ettt sttt e ae et e e e eeseeebeseeebeeneeneeeeasesbesaesseeneaneeneens 69
451 (€71 PR 69
452 Determination of the access identities and access category associated with a request for access for

UEs not operating in SNPN access operation mode over 3GPP aCCESS.........uiereeeerereieesieseeseereeseeneeseens 70
4.5.2A Determination of the access identities and access category associated with arequest for access for
UEs operating in SNPN access operation mode oVer 3GPP @CCESS.......cvcciiiereereeneeeseesee e sseeseseee e 76

453 Operator-defiNed aCCESS CALEGOIIES........ueiieiieieeeesteesteeste e seesee e e teesteseeseesaeesseeseeseessaasseesseesseesesneesnes 82
454 Access control and CHECKING.........ccviiieic ettt e eeraesraesnees 84
454.1 Access control and checking in 5GMM-IDLE mode and in 5GMM-IDLE mode with suspend

([ g0 [Tor= i o] o A TP TSROSO UURURPRRSSPN 84

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 4 ETSI TS 124 501 V18.8.0 (2024-10)

4542

455
4.5.6
4.6
4.6.1
4.6.2
4.6.2.1
4.6.2.2
4.6.2.3
4.6.24
4.6.2.5
4.6.2.6
4.6.2.7
4.6.2.8
4.6.2.9
4.6.2.10

4.6.211
4.6.3
4.6.3.0
4.6.3.1
4.6.3.2
4.6.3.3
4.6.34
4.6.3.5
4.6.3.6
4.6.3.7

4.7

4.7.1
4.7.2
4721
4722
4.7.3
4.7.4
4.7.5
4.8
4.8.1
4.8.2
4821
4.8.2.2
4.8.2.3
48231
48232
4.8.3
484
4.8.4A
4.84A.1
4.8.4A.2
4.9

49.1
4.9.2
4.9.3
4.9.4
4.10
411
4.12
4.13
4.14
4.14.1
4.14.2

Access control and checking in 5GMM-CONNECTED mode and in 5GMM-CONNECTED

mode With RRC iNaCtivVe INQICALION .........ooiiieiieeee et s een 85
Exception handling and avoiding double Darring ... e 87
Mapping between access categories/access identities and RRC establishment cause..............c.ccocevceenne 92

INEEWOTK SITCING .ttt bbbt b e bbbt b s s b et b b e e nb e b ens 93
GBINENEL ...t h b h e bR AR R R £ e e e R R R e Rt e Rt R e e e e b e bRt ehenneene e e enras 93
MoDbility MaNaJEMENT ASPECES........eccueieereeseerte e ee e e e te e e e sae e s reeaeeseeeraesseeste e se e seenseennesnnennes 96

GBNETEL ...ttt b bbb R e R e bR SR e e et e e e R e e R e Re R e benheeb e e e entennens 96

RSN IS (o = o =R ROPRRTRR 97

Provision of NSSAI to lower layersin 5GMM-IDLE MOCE........ccceiieveeriee e 104

Network slice-specific authentication and authOriZation............ccoveerereieneneee e 106

Mobility management based network slice admission CONtrol ...........cccoveviireinennieneee e 108

Provision of NSAG information t0 IOWES [QYEY'S..........coeiriiiriieene et 109

Mobility management based network slice replacement...........cooveierriiennnere e 110

Mobility management for optimised handling of temporarily available network dlices..................... 111

Mobility management based network slice USage CONIOl ..........ooereirerrineeneseese e 112

Mobility management aspects of handling network slices with NS-AoS not matching deployed

LU0 T 10 = = PSSR 114

Mobility management for partial NEtWOrK SHICE........ccuevieiieiece e 114
SESS 0N MANAGEIMIENT BSPECES ....vveeuveeeiesteesiee st e steerte et e st e st e e ste e teestesstesseesaeesseesseeseeneesseeaseenseenseansessenssensses 115

GBNETEL ...ttt bbb h et E bRt E R R e Rt e e et e b e bR be Rt ne e ne e 115

Session management based network slice admission CONLrol ...........ccceeeeveeiienievce s 116

Support of network slice admission control and interworking with EPC ............cccccoioiiiienieeieneene 116

Session management based network dlice data rate limitation control............cocvovvveroeierinieneneniene 116

Session management based Network Slice replacement ..o 117

Session management for optimized handling of temporarily available network dices....................... 118

Session management for partial NEWOIK SlICE.......c.oiii i 118

Session management aspect of handling network dlices with NS-AoS not matching deployed

LU= 0 T 10 = = PSS 119

NAS OVEN NON-BGPP BCCESS......cutiiurerieerteesteeste et esse e s st e r e e st e e sseesseesreesbeeaseesesae e saeeeseeabeeaneennesnnesneennnennees 120
GBINENEL ...ttt b b h e R R Rt SRS he R e e e R e Rt eR e e Rt Rt eh e e e e benbeeheene e e e renrea 120
5GS mobility ManagemeNnt BSPECES.........cuvivieierieeeese e seeste e rte e e e e sre e te e e sseesre e te e teenteeeeeneenneanes 120

GBNETEL ...ttt bbb h et E bRt E R R e Rt e e et e b e bR be Rt ne e ne e 120

Establishment cause for NON-3GPP GCCESS..........viiieeieeereee e 121
5GS SESS 0N MBNAGEMENE ASPECES......cueevereeueeterteeete sttt st et se et eb e e et et se et ebesee st ebeseeseebeseesesbesbeneebesbenneneas 122
Limited service State OVEr NON-3GPP GCCESS .......ccerieieriirieiteetesieeeeeesees e seestestesseeseeneenseseessessesseeseeeenseses 122
NAS signalling using trusted WLAN aCCESS NELWOIK ........cciuirieiriirieiriieesies s 123

Interworking with E-UTRAN connected 10 EPC...........cooiiiiiiiiieese et 123
LT 1 PP RRRN 123
SiNGIE-TeQiStratioN MOUE.........eccveeieeie ettt ae e st este e teeneesseesseesseenteenseenseeneesneesneas 124

GBNETEL ...t h bt E bR R Rt Rt E et et b e bR b e aeene e e e 124

Single-registration mode With N26 INTEIfaCe ........cciveii i 124

Single-registration mode Without N26 INtErfaCe .........ccvecuvieiriesieece e 124

Interworking between NG-RAN and E-UTRAN ......coiiiiice et 124
Interworking between TNGF or N3IWF connected to 5GCN and E-UTRAN.........ccccvvvvveenienns 126

DUl -regiSIratiON MOOE.......cuieeiiiiieiit ettt bbbt bbbt b bbb 127
Core Network selection for UEs not using ClOT 5GS optimiZations ...........coeevereeenenenenieneseseeee e 128
Core Network selection and redirection for UEs using ClOT optimiZations..........cccccoveeerenenenenencnieneene 128
COre NEEWOIK SEIECLION. ...ttt ae et et e se e be e e e seesneenee e eneees 128
Redirection of the UE by the COre NEIWOTK ..o 129
Disabling and re-enabling of UE'S N1 mode Capability .........c.ccorireiiireine st 129
GBINENEL ...ttt b b h e R R SRtk he R e e e R e bRt Rt e Rt eh e e e e benbeeheene e e enrenrea 129
Disabling and re-enabling of UE's N1 mode capability for 3GPP aCCeSS........cccevvvvevveereere e seeseeniens 129
Disabling and re-enabling of UE's N1 mode capability for non-3GPP aCCeSS..........ccvevevveveecienieseeniens 133
Disabling and re-enabling of UE's satellite NG-RAN capability.........cccceeiveierieniesieseece e 133
Interworking with ePDG cONNECLE tO EPC...........ooiiicieece et 133
UE configuration parameter UPAALES............ceiiririririeietertee ettt 134
Access traffic steering, switching and Splitting (ATSSS)....c.ccireiriree e 134
Support of NAS signalling using Wireling acCess NELWOIK..........c.ceiirieiririeieneie e 135
NON-PUBIIC NEIWOIK (NP ....ccviiiietit et b bbb ens 136
LT 1 USRS 136
Stand-alone Non-public NEIWOIrK (SNPN) .....coiiii e 136

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 5 ETSI TS 124 501 V18.8.0 (2024-10)

4.14.3 Public network integrated non-public NEtWork (PNI-NPN) ... 139
4.15 Time synchronization and time Sensitive COMMUNICALION. ..........cciiirieiiiriee e 140
4.15.1 L7 1 USRS 140
4152 Yoo ST 140
41521 Yo o PRSP 140
41522 RV o o TSSOSOV PP PPN 140
41523 RV 0 o TSSOSOV PR PPN 140
4.15.3 R L0 SRS (e 10 Tl (o] o S 140
4154 User plane NOOE MaNAGEMIENT ..........eoiieeeeeeeeeeeee e eeetesae e seeste e ae et e sseesse e seesseesteessesseesseesaeesseenseensenns 141
4.16 UE radio capability signalling OptimiSalioN ...........cccieeieeriieii e esae e snaesnees 141
4.17 5GS mobility management in NB-NL MOUE .........ccoiiiiiiiriienee e 142
4.18 5GS session management in NB-NTL MOGE ........ccueiiiiririiieerieieesi et 143
4.19 5GS mobility management in WB-NL1 mOde fOr 10T ..o e 143
4.20 5GS session management in WB-N1 mode fOr I0T ..o e 143
4.21 Authentication and Key Management for Applications (AKMA) ..o 144
4.22 Uncrewed aerial vehicle identification, authentication, and authorization.............ccoceveveecee e, 145
4221 (C1c 07 - TSSOSO U TSSO P TSP PUR RPN STURON 145
4.22.2 Authentication and authorization Of UAV .........cccoiiiiienceeerees s 145
4.22.3 Authorization of C2 COMMUNICEEION .......cveeirirrieerirreisre sttt nresrese e 145
4224 RV 0T o OSSOSO PP PO TR PTPRTPR 146
4.23 NAS over NON-TErreSIrial NEIWOIK ........cccoireeiireeieireeeee e 146
4231 (C1c 07 - OSSOSO USSP TSP PURSPTRRTURON 146
4.23.2 List of "PLMNs not allowed to operate at the present UE [0CaLION" ..........ccoiieienineiineneseeesieeee 146
4.23.3 5GS mobility management via a satellite NG-RAN Cell ..o 147
4.234 5GS session management via a satellite NG-RAN CEll ... 148
4.235 Handling multiple tracking area codes from the |OWer [ayers..........ccoovirinenneneiree e 148
4.24 Minimization Of SErViCE INTEITUDPLION.......c.iiiiie et 149
4.25 SUPPOIt Of MUSIM FERIUIES. ......c.eitiieiieiieee ettt b et b e 150
4.26 Support for Personal 10T NEWOIK SEIVICE.........ciiiiiee ettt eee s 151
4.27 Mobile base station relay SUPPOI.........c.vi e et se et e s e te et e e e e e e ene e ereesaeenteenseesaesneessaesnees 152
5 Elementary procedures for 5GS mobility management ..o 152
51 L0 V= PR 152
511 LT 1 PP RRSN 152
512 TYPES Of SGMM PrOCEAUNES.......eviueetiiteeetestereet st se ettt sb e et b e e st et se e st bese et et e se e e ebesb e e ebesbe e enesbenneneas 152
513 BGMM SUDIGYES SLALES.......c.ecviitieeteitereete sttt sttt sttt bbb et b e e bt b e seeseebese e bt b e e ebesb e e eneebennene s 154
5131 LT 0T 154
5132 BGMM SUDIGYES SEALES ...ttt ettt b et b e b e b b e bttt e b e e ebesbenneneas 154
51321 5GMM sublayer StateSin the UE...........c.ociiieiiesieseere sttt e et 154
513211 GENETA ...ttt bR R R Rt R et 154
513212 MBI SEBLES ...ttt bbbt b et e b e et b s 154
5132121 BGMM -NULL .ottt 154
5132122 S5GMM-DEREGISTERED .......ccoctiieitrieiiisieesen e 154
51.32.1.23 S5GMM-REGISTERED-INITIATED ..ottt 154
5132124 SGMM-REGISTERED ..ottt s e s sne e e ens 155
5132125 S5GMM-DEREGISTERED-INITIATED. ..ottt 155
5132126 5GMM-SERVICE-REQUEST-INITIATED.....coctiitet ettt 155
51.3.2.1.3 Substates of state 5SGMM-DEREGISTERED ..........cccoiiiiiiere e e 155
5132131 GBNEYEL ...ttt R e beeaeeae et et e bt see et e eteeaeere e e et ee 155
5132132 5GMM-DEREGISTERED.NORMAL-SERVICE.......ccccooeoneinreinneeseeseseeesneies 155
5132133 5GMM-DEREGISTERED.LIMITED-SERVICE.........cccoosiiniiiienneeee e 155
5132134 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION .....cccoviinireirneeenieeenes 155
5132135 5GMM-DEREGISTERED.PLMN-SEARCH......cccoiirieirnieeserre e 155
5132136 5GMM-DEREGISTERED.NO-SUPI ..ottt 156
5132137 5GMM-DEREGISTERED.NO-CELL-AVAILABLE ..o 156
5.1.3.2.1.38 5GMM-DEREGISTERED.€CALL-INACTIVE. ..ot 156
5.1.3.2.1.39 5GMM-DEREGISTERED.INITIAL-REGISTRATION-NEEDED..........ccccoiiiiiiiens 156
513214 Substates of state 5SGMM-REGISTERED ..........ccoooiiiiieenerese e 156
5132141 GBNEYEL ...ttt R e beeaeeae et et e bt see et e eteeaeere e e et ee 156
5132142 5GMM-REGISTERED.NORMAL-SERVICE ........coiitiiiiiieieniesie et 156
51.3.2.143 5GMM-REGISTERED.NON-ALLOWED-SERVICE..........ccocooiiieiieieeneeee e 157
5132144 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE........cccoveiirinne. 157

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 6 ETSI TS 124 501 V18.8.0 (2024-10)

5132145 5GMM-REGISTERED.LIMITED-SERVICE .......ciiiii et s 157
5132146 5GMM-REGISTERED.PLMN-SEARCH .....oooii ettt 157
5132147 5GMM-REGISTERED.NO-CELL-AVAILABLE .......oioieee et 157
5132148 5GMM-REGISTERED.UPDATE-NEEDED .......cccoeeiiieeee e 157
51322 5GS update StAtUS TN TNE UE ..o 158
5.1.3.2.3 5GMM sublayer statesin the NEWOIK SIE .........ccveecieeie e 158
513231 LCTC g1 - OSSR 158
513232 5GMM-DEREGISTERED .......coctiieiiiieiirieieisiese et st se s st e ees 159
513233 5GMM-COMMON-PROCEDURE-INITIATED.......ccceiiireieesieeeesiesie e 159
513234 S5GMM-REGISTERED.........cceotiiieiiriiieiirieseestes ettt st ne e eee 159
5.1.3.2.35 5GMM-DEREGISTERED-INITIATED ...uooiiiieiiee sttt e te et 159
514 Coordination between 5GMM and EMM .........cco it neens 159
5141 GENEIAL ...ttt ettt ettt e et e et e he e e he e ebe e beeaeeeaeeehe e be e be e beebeaatesaeeteenteanaeaaeeaaeeereenreereans 159
5142 Coordination between 5GMM for 3GPP access and EMM with N26 interface .........cooveeveeeeeenenne 160
5143 Coordination between 5GMM for 3GPP access and EMM without N26 interface ..........cccccoeeeenee 160
515 Coordination between 5GMM and GIMM ........cci it ae et sneeneeneens 161
52 Behaviour of the UE in state 5GMM-DEREGISTERED and state SGMM-REGISTERED ...........cccccevuune. 161
521 (1= 0T - ST 161
522 UE behaviour in state 5SGMM-DEREGISTERED .......cccociiiiiiinirieieesieee s 161
5221 (€T o1 - OO STRPR SRR 161
5.2.2.2 Primary SUDSLEEE SEIECLION........cceeiiece et e e s et et e e reeneeneeenes 161
52221 Selection of the substate after POWEN ON.......cc.ociviieiie e e 161
5223 Detailed description of UE behaviour in state SGMM-DEREGISTERED...........cccccovoiiiiieieeieene 162
52231 NORMAL-SERVICE ... ..ottt ettt e et e e saae et e e s sae e saeessae e seeessaeessseesaneesnees 162
52232 LIMITED-SERVICE ... oottt ettt ettt stae et e e sa e e ba e e snae e tae e naeensaeesnneeanees 162
52233 ATTEMPTING-REGISTRATION .....otiiiiiieciee e etee s eeste e steeste s ste e ste e steesre s sseasnessseesnnensn 162
52234 L I NS 1 S 164
52235 LN L S | SRR 164
5.2.2.3.6 NO-CELL-AVAILABLE ...ttt sttt st sttt see e saeneenens 164
52237 ECALL-INACTIVE ..ottt ettt e sttt ettt e st b e st eneesesenenseneeneens 164
52238 INITIAL-REGISTRATION-NEEDED .......cceotitiietrte ettt sttt 164
5224 Substate when back to state 5SGMM-DEREGISTERED from another 5GMM dtate..........ccccoeveenee 165
523 UE behaviour in state 5SGMM-REGISTERED ........cc.couiiiiiiriiieiriiee e 165
5231 LT 0T 165
5232 Detailed description of UE behaviour in state SGMM-REGISTERED .........cccocoviviiinireeierese 165
52321 NORMAL-SERVICE .......ooi ittt et ste e et e e saae et e e s sae e saeesaae e seeesnteessaeesnneennees 165
5.23.2.2 NON-ALLOWED-SERVICE ...ttt ettt sae s ae s ae e st ae e snae e s teesnte e snneenneas 166
5.23.2.3 ATTEMPTING-REGISTRATION-UPDATE ...ttt stesees st e st s s e 166
52324 LIMITED-SERVICE...... oottt sttt ettt et e e saae et e e aa e e ta e e saae e tae e naeennaeesnneennees 167
52325 PLMN-SEARGCH ...ttt sttt sttt sttt se b sbe st esesbeseesente e esesbeneeneas 168
5.2.3.2.6 NO-CELL-AVAILABLE ..ottt sttt sttt st sttt se st e saeneenens 168
52327 UPDATE-NEEDED ......coooiiiiiti ettt sttt sttt sttt sttt sae st besaeneebeseeneebessenensens 168
5.3 General on elementary S5SGMM PrOCEAUIES ..........coiveiieiieieeeeseeseesteste e e e sreesaeeeesaesseesseesseeteeteeneesnensnes 168
531 5GMM modes and N1 NAS signalling CONNECLION .......ccueeiieeiieriieiee e seesie e eee e e st eeee e e e e 168
5311 Establishment of the N1 NAS signalling CONNECLION ..........ccoiieieeieecie e 168
5312 Re-establishment of the N1 NAS signalling CONNECLION ..........ccviiriiiiirei e 170
5313 Release of the N1 NAS Signalling CONNECLION ......c.coiiieiiinieiee e e 171
5314 5GMM-CONNECTED mode with RRC inactive indiCation .............ccoceoerereneienereeee e 176
5315 Suspend and resume of the N1 NAS signalling CONNECLION...........coiiriiiineineneeereeeee e 180
5.3.2 PErmMENENt IAEMEITIEIS ...ttt e e et ae et et e seeseeeneene e e eneees 181
533 TEMPOTAIY THENMETIES.......v ettt e bt bbbt b b e bt b e e et b bbb e s ens 184
534 LS 0[RS L= 0] = 1= PR 185
535 SEIVICE ArEATESIIICIIONS ...ttt ettt e bbbt it e et se e b s bt eb e e ae e e e e e e e b e sbesaesbe e e entennen 185
535.1 LC T o1 - OO PRSPRPTN 185
5352 3GPP aCCESS SEIVICE Ar@ATESIITCLIONS. ... .eueeueetereete sttt ettt b e sr e bt e e e 186
5353 Wireline acCess SErViCe ar@a reStITCLIONS. ......cueiviriirieiee sttt sttt r et sb e e s 190
536 Mabile initiated CONNECLION ONIY MOTE ........civiieiriiieierie bbb 191
537 Handling of the periodic registration update timer and mobile reachabletimer ............ccocevevevrieeneenne 193
538 HaNdliNg Of tIMEr T3502 ......c.ciuiriiiiieiteieiirt ettt bbbt bbbt b et sb e 195
539 Handling of NAS level mobility management congestion CONLrol ............cocoveerireenineienenecreeeens 196
5.3.10 Handling of DNN based congestion CONEIOL ..o 197
5311 Handling of S-NSSAI based CONGESLiON CONEIOL.........c.ciuiiiiriiieirieieerie e 197

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 7 ETSI TS 124 501 V18.8.0 (2024-10)

5312 Handling of 10cal @mMergenCy NUMIDEIS .........couiiririiieirieeees ettt bbb 197
5.3.12A Handling of local emergency numbers received via 3GPP access and non-3GPP access.........cccocevenee. 198
53.12A.1 LT 0T R 198
53.12A.2 Receiving a REGISTRATION ACCEPT message via non-3GPP 8CCESS........ccoovrieirererenenesenieene 199
5.3.13 Lists of 5GS forbidden traCking @rEaS...........uoveeririeiriieerie bbb e 199
5.3.13A FOrDIAIEN PLIMIN TISES ...ttt ettt 201
5.3.14 List Of @QUIVEIENE PLIMINS.........coiieiieie ettt s st et esae e se e e enteensesneesnnesaeesneenseensenns 201
5.3.14A List Of @QUIVAIENT SNPINS ...ttt et bbbt 201
5.3.15 Transmission failure abnormal CaseiNthEUE ..o s 202
5.3.16 Extended DRX cycle for UEsin 5GMM-IDLE and 5GMM-CONNECTED mode with RRC inactive

g [Tor= 1o o S 202
5.3.17 SENVICE GEP CONIOL.. ..ttt ettt b e bbbt b bbbt b e e et b e bbb 203
5.3.18 Restriction on use Of eNhaNCed COVEIBOE. ........cuiuirieiriiieirereer e bbb 205
5.3.19 Handling of congestion control for transport of user data viathe control plane...........ccccccvevvniinenene 205
5.3.19A Specific requirements for UE configured to USe timer T3245 ..o 206
53.19A.1 UE not operating in SNPN aCCesS OpEration MOGE.........cccuieirirereee et 206
5.3.19A.2 UE operating in SNPN access 0peration MOE............eiveiieieiiesiee e e este e sae e seesee e saesee e 206
5.3.20 Specific requirements for UE when receiving non-integrity protected reject messages..........ccocevveeennen. 207
5.3.20.1 GENETA ... .ottt b bR R Rt R R Rt R R Rt n b r et 207
5.3.20.2 RequirementSfor UE TN @PLMN .......ooiiieece ettt ettt te e ne e 207
5.3.20.3 RequirementSfor UE N an SNPN ..ottt e 212
5.3.21 (O Lol I Y o] 1] 4 2= (0] S 216
5.3.22 Interaction between M1CO mode with active time and extended idle mode DRX cycle........c.cccvvnnee. 219
5.3.23 FOrbidden WireliNg @CCESS @rEA........cieeeeeeriere ettt sttt ettt e e s eesbe e ereene e e e eeseesbesaeene e e eneees 219
5.3.24 WVUS GSSISEANCE ... veeeeeeeeesies et sttt et e et e e sttt ste bt e se et e eese e beseeeteeaeeseemee e enteseeebesaeeseeneensenseseeeaeeneensenenntes 219
5.3.25 Paging Early Indication with Paging Subgrouping ASSISLANCE.........ccourieirirenireeeese e 220
5.3.26 Support for unavailability PErTOU. ........ccoi i b 221
54 BGMM COMMON PrOCEOUIES.......c.ciuitiueetirtieetestet ettt et be et s b se e bt b e e e st b e e e bt b e s e st b e b e st sbe b e st e be e e st ebenbe e ees 222
54.1 Primary authentication and key agreement ProCeAUIE............c.eveeieeeeeeie e se e eneens 222
5411 GENETA ... .ottt h R R R R R e R R R b n et 222
54.1.2 EAP based primary authentication and key agreement proCedUre...........ccvevvecveeceeeeseeseesessee e 223
54121 GENETAL ...ttt bbb R R R R bt e e n et r R nas 223
54.1.2.2 EAP-AKA' related PrOCEAUIES........cccueiee et esie ettt e e et s ee e steenteenteeneesneesraessaennens 225
54123 EAP-TLS related PrOCEIUIES.........ccoitiieeeiite sttt sttt sttt st b e e b et b e et eb e e e b b neeneas 231
54.123A Procedures related to EAP methods other than EAP-AKA" and EAP-TLS.......ccco oo vieieiecene, 236
54.1.2.3B Procedures related to EAP methods used for primary authentication of an N5GC device............ 240
5.4.1.2.3C Procedures related to EAP methods used for primary authentication of an AUN3 device............ 242
54124 EAP message reliable transport ProCEAUNE.........co.eerireereriee ettt st ere e re e eenens 243
541243 EAP message reliable transport procedure accepted by the UE............cooooiiiiniincnce, 244
541244 Abnormal cases on the NEWOIK SIAE............coreiiiriiree e 244
541245 ADBNOrmal CaseSiNthe UE...........cooiiiiieeeeeee e 244
54.1.25 EAP result message transport PrOCEAUNE.........uviueieereereesteeeeesee e seesteeseeesaeseesreesreenseesreeneens 246
54.1.3 5G AKA based primary authentication and key agreement procedure...........ccovceeveeeeecereceeseeseeneeens 248
54131 GENETAL ...ttt bbb R R R R bt e e n et r R nas 248
54.1.3.2 Authentication initiation by the NELWOIK ...........cccoo i 248
54.133 Authentication response DY the UE ..o e 249
54134 Authentication completion by the NEIWOTK ..o 250
54.135 Authentication not accepted by the NEWOTK............coiireie e 250
54.1.3.6 Authentication not accepted by the UE ... 253
54.1.3.7 F N o] 070 0= 0 =S PSR 253
542 Security Mode CONLIOl PrOCEOUIE..........coi ittt ettt sttt sb et b e sn e b b 257
5421 GENETA ... .ottt h R R R R R e R R R b n et 257
54.2.2 NAS security mode control initiation by the NEtWOIK............ccove i 258
54.2.3 NAS security mode command accepted by the UE............cco o 261
54.24 NAS security mode control completion by the NEtWOIK .........ccocvieiieiieereeece e 264
54.25 NAS security mode command not accepted by the UE............cccooiii e 265
54.2.6 ADBNOrMal CASESTNTNE UE ... .o ittt st eneeneas 265
54.27 Abnormal cases 0N the NEIWOIK SIAE...........coiiiiieee e 265
54.3 1 AENtifiCatiON PIrOCEAUIE.........ceetireiieeert ettt bbbt bt b et b bbb 266
5431 LT 0T R 266
5432 Identification initiation Dy the NEIWOIK ... e 266
5433 Identification responSe DY thEUE .........ooiiee bbb 266

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 8 ETSI TS 124 501 V18.8.0 (2024-10)

5434
5.4.35
5.4.3.6
544
5441
5442
54.4.3
5444
5445
54.4.6
545
5451
5.4.5.2
54521
54522
54523
54524
54525
54526
5453
54.53.1
54.53.2
54533
5.4.6
5.4.6.1
5.4.6.2
5.4.6.3
54.7
54.7.1
54.7.2
54721
54.7.2.2
54.7.2.3
54724
5.4.7.3
54.73.1
55
551
5511
5512
55121
55122
55123
55124
55125
5.5.1.2.6
5.5.1.2.6A
55127
55.1.2.8
55.13
55131
55132
55.13.3
55134
55135
55136

5.5.1.3.6A
55137

5.5.1.38
5.5.2

Identification completion DY the NEEWOIK ..........ccciiiii e 266
ADBNOrMal CBSESTNTRE UE ... .o ettt st nee e eneas 267
Abnormal cases 0N the NEIWOIK SIAE..........ccoiiiieeee e 267
Generic UE configuration Update ProCEUUNE...........oiveirerieierie ettt sttt sttt 268
LT 0T 268
Generic UE configuration update procedure initiated by the network ............ccoceveevieeci e, 271
Generic UE configuration update accepted by the UE............cooieeieceeci e 278
Generic UE configuration update completion by the network ..o e 286
ADNOrMaEl CASESTNTNE UE ... it e 287
Abnormal cases 0N the NEIWOIK SIAE...........oiiiiiiee e 287
NAS tranSpOrt PrOCEAUIE(S) .....c.eruiueuertieeiertitetertesi ettt sttt bbb e bt bbb e et b e b e b b 289
LT 0T 289
UE-initiated NAS transport ProCEOUNE..........coueiierieeriereeie sttt sttt be e 289
LT 07 S 289
UE-initiated NAS transport procedure iNitialion ...........cocevereeerereeineeee e 290
UE-initiated NAS transport of messages accepted by the Network ............cccoeeeininninincinenes 293
UE-initiated NAS transport of messages not accepted by the network .............ccceeveveeivecevcenneen, 298
Abnormal cases 0N the NEIWOIK SIE ..........coiiiiiee e s 301
ADNOrMal CaSESTNTNE UE ..o e e 306
Network-initiated NAS transport ProCEAUNE ..........c.uvieeieereeseee e e seeste e et e st ete e snaesneesnes 308
GBNETEL ... e b bR R e e bR e bbbt bt ne e e b e 308
Network-initiated NAS transport procedure initiation ..........cccceeeeieeerieese e 309
Network-initiated NAS transport of messages accepted by the UE ...........ccooeiiiniinncincnees 314
BGMM SEBEUS PIOCEAUNE .....c.veeeeite ettt sttt sttt se ettt sb et eb e se e bt b e e e b e sb e seeb e e b e seebeebeseebe e b e e ebesbeneebesbeneeneas 320
LT 0T 320
5GMM status recalVed iINTthE UE..........c.ooiie e e 320
5GMM status receiVed iN the NEIWOTK ..........coeeiirie e 320
Network slice-specific authentication and authorization procedure ...........ccoeveererecnenec e 320
GBNETEL ...ttt bt E bRt E R R £ ae b e et n e bR nbenaeene et e 320
Network slice-specific EAP message reliable transport proCeture..........oovecveceeceseeseeseeseseee e 322
Network slice-specific EAP message reliable transport procedure initiation...........cccceceveeeveeneen. 322
Network slice-specific EAP message reliable transport procedure accepted by the UE ............... 322
Abnormal cases 0N the NEIWOIK SIE...........oiiiiie e e 322
ADBNOrMal CaSESTNTNE UE ... .o et et ne s 323
Network slice-specific EAP result message transport ProCedUre..........coevieererereneree e 324
Network slice-specific EAP result message transport procedure initialion...........coccveveeenenenens 324
BGMM SPECITIC PrOCEAUIES.......eeeeiirtiteiieierteeet ettt bbb bbbt b e st b bbb 325
REGISIIAtiON PrOCEUUNE.......eeieiititeieetert ettt bbb bbbt b et b et b b 325
LT 0T R 325
Registration procedure for initial registration ...........cccceveeieeiiere e 326
GENENEL ... bbb e R bR R e e bR e e e bbbt ne e e et e 326
Initial registration INIIALTION..........coiieiee e se e re e e e s neenreereens 326
5GMM common Procedure INITIaHON ........c.ccueieeriereere e e e et e e saesrae e e e sreeeesnaesnes 336
Initial registration accepted by the NEEWOIK..........c.cccverieii e 336
Initial registration not accepted by the NEIWOTK.............covriie e 364
Initial registration for emergency services not accepted by the network ............cocooeevincinineens 379
Initial registration for initiating an emergency PDU session not accepted by the network........... 380
ADBNOrMal CaSESTNTNE UE ...t st ne s 381
Abnormal cases 0N the NEIWOIK SIAE .........ooiiieieeee e 384
Registration procedure for mobility and periodic registration update.............cooererererererenenenenieenn 386
LT 01 RS 386
Mobility and periodic registration update iNitialion ...........cccceverceeiceeieere e 386
5GMM common Procedure iINITIaHiON ........c.coueieereereere e see e e e ste e e eee e srae e e e seeeneesnaesnes 402
Mobility and periodic registration update accepted by the network............c.ccvevevieiiecicceccenen, 403
Mobility and periodic registration update not accepted by the network...........ccceevevveciccecnenen, 438
Mobility and periodic registration update for initiating an emergency PDU session not
aCCEPLE DY the NEEWOTK ... 455
Mobility and periodic registration update for an emergency services fallback not accepted by
LS 0TS, LY PPN 456
ADBNOrMal CaSESTNTNE UE ... et et 456
Abnormal cases 0N the NEIWOIK SIE .........ooviiiieeee e 461
DE-regiStration PrOCEAUNE ........c.eiuiieeirtiiei ettt b bbbt b bt b e b et b bbb 464

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 9 ETSI TS 124 501 V18.8.0 (2024-10)

5521 LT 0T RS 464
5522 UE-initiated de-registration PrOCEAUIE............oriiieriee ettt 466
55221 UE-initiated de-registration procedure initiation...........c.coerereeerenieineneee e 466
55222 UE-initiated de-registration procedure COMPIELION ..........ccoeriiiiirieine e 467
55223 UE-initiated de-registration procedure completion for 5GS services over 3GPP access............... 467
55.22.4 UE-initiated de-registration procedure completion for 5GS services over non-3GPP access....... 468
55.2.2.5 UE-initiated de-registration procedure completion for 5GS services over both 3GPP access
AN NON-3GPP BCCESS ...ttt ettt et bbbt e a e et et se e b e sae b e et e e e e eneennees 468
55226 ADNOrMal CaSESTNTNE UE ..o e 468
55227 Abnormal casesinthe NEWOIK SIHE...........ooiiiiiee e s 470
5523 Network-initiated de-registration ProCEAUIE.............couiiirirerieie ettt 471
55231 Network-initiated de-registration procedure iNitialion .............ccceereieieneieneneeseee e 471
55232 Network-initiated de-registration procedure completion by the UE...........cccoeiiiniininciniiees 473
55233 Network-initiated de-registration procedure completion by the network ...........ccccoeeeevencineene 485
55.234 ADBNOrMal CASESTNTNE UE ...t et 485
55.235 Abnormal casesinthe NEWOIK SIAE........cooiiireeee e e 486
55.3 €CaAl INACLIVILY PrOCEAUNE.........eeiieeie ettt ettt e et ee e s re e saeeteeaeesneesae e teesseeteesseeseenneennennes 487
55.4 Authentication and key agreement procedure for 5G ProSe UE-to-network relay and 5G ProSe UE-
L0 LU 1= - Y S 4388
55.4.1 (€T o1 - OO STRPR SRR 488
55.4.2 ProSe relay transaCtion identity (PRTI) .....ccvecieoeeiece st e e e 489
55.4.3 UE-initiated authentication and key agreement procedure initiation ............cccecevveeveenieeinseeeseeeseeenne 489
5544 UE-initiated authentication and key agreement procedure accepted by the network...........c.cccceueeee. 490
5545 UE-initiated authentication and key agreement procedure not accepted by the network..................... 491
55.4.6 ADBNOrMal CASESTNTRE UE ... .o ettt st eneeneas 491
5547 Abnormal cases 0N the NEIWOIK SIAE..........coiirieeee e 491
5.6 5GMM connection management PrOCEUNES.........c.ciireiriirieerieeeesies ettt sb e b sbe e 492
56.1 SENVICE FEUUESE PIOCEAUNE. .....cueeeiiete ettt sttt ettt sttt b et b e b e e bt b et bt b et eb e e b e s e et b e nn et eb e b e 492
56.1.1 (€T o1 - OSSPSR 492
5.6.1.2 Service request ProCcedure INITTALTON...........c.evueiieieeie e reesaesae e e sneesneenseereens 497
5.6.1.2.1 UE isnot using 5GS services with control plane CloT 5GS optimization...........cccceceveevvcvereenen. 497
5.6.1.2.2 UE isusing 5GS services with control plane CIoT 5GS optimization ...........cceeevveevecieseeseenen. 500
5.6.1.3 CoMMON ProCEAUIrE INITIALION. ... .cveeieeeeeeeeseesees e sre s et eseeeste et e e e sse e s e e be e e entesseesseesseesaeesseenseesenns 503
56.14 Service request procedure accepted DY the NEEWOIK...........ooeeiiiiiieneeeee e 503
56.14.1 UE is not using 5GS services with control plane CIoT 5GS optimization............ccccccevereeerenennens 503
56.14.2 UE isusing 5GS services with control plane CIOT 5GS optimization ...........cccvvereeereneeerenennens 507
56.1.5 Service request procedure not accepted by the NEEWOIK...........coooiiiiiiiice e 512
5.6.1.6 Service request procedure for initiating an emergency PDU session not accepted by the network ....525
5.6.1.6A Service request procedure for an emergency services fallback not accepted by the network ............. 525
56.1.7 ADNOrMal CASESTNTNE UE ... et 526
56.1.8 Abnormal cases 0N the NEIWOIK SIAE..........coiiiiiieee e 530
5.6.2 L 0T T o] 0o [ = S PR 531
56.2.1 (€T o1 - OSSPSR 531
5.6.2.2 Paging fOr 5GS SEIVICES.....ecuiiieiieie sttt ettt s e st rte e s e s ae e s re e te e te e e entente e seereenseeneeenes 532
56.2.2.1 LC T g1 - RS 532
5.6.2.2.2 Abnormal cases 0N the NEIWOIK SIE .........ooiiiiieeee e 534
5.6.2.2.3 ADBNOrMal CASESTNTNE UE ... et st ne s 534
56.3 NOLIfiCBLION PrOCEAUIE .......covieiieieieet ettt bbbt b b et b bbb 535
5.6.3.1 LT 0T R 535
56.32 Notification Procedure INItIAiON ..........coieiiire ettt 535
5.6.3.3 Notification procedure COMPIELION. ..........ciieririieeee et 538
56.34 Abnormal cases 0N the NEIWOIK SIAE...........oiiiiiiee e 539
5.6.35 ADbNOrMal CaseS ONThE UE SITE........cc.oiiieiieee et 539
6 Elementary procedures for 5GS SeSSi0N MaNAgEMENT ........cooiiirierreriereeieesese e 539
6.1 L0 V= PR 539
6.1.1 LT 1 PP RRRN 539
6.1.2 TYPES Of SGSM PIOCEAUIES ........etietiitereeie ettt sttt ettt b et b e s b se b e sb e e e b e sbeseebesbe e ebesbenneneas 540
6.1.3 BGSM SUDIAYES SEBLES ......eeeeeeteeceeste ettt bbbt b et b e ettt se et b e e b b e bt b e ne s 541
6.1.3.1 LT 0T R 541
6.1.3.2 5GSM sublayer StateSiNthe UE ..ottt s 541
6.1.3.2.1 OVEIVIBW ...ttt ettt ettt et et b e bt b b e s e st e b e e e st bt e e e st be s e e n e e b e seen e et et en e abesbenenbeneennenn 541

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 10 ETSI TS 124 501 V18.8.0 (2024-10)

6.1.3.2.2 PDU SESSION INACTIVE ..ottt sttt se e e see st seesnesne e e eneeneeneas 541
6.1.3.2.3 PDU SESSION ACTIVE PENDING......oiiieiteeeiee ettt et sae s e eneeneeneas 541
6.1.3.24 PDU SESSION ACTIVE ...ttt ettt sttt st st e e e e seesbesnesnesne e e eneeneeneas 541
6.1.3.25 PDU SESSION INACTIVE PENDING.......ooiiieieerere sttt e 542
6.1.3.2.6 PDU SESSION MODIFICATION PENDING ......ooiiiireie ettt s 542
6.1.3.2.7 PROCEDURE TRANSACTION INACTIVE......ii ittt seenens 542
6.1.3.2.8 PROCEDURE TRANSACTION PENDING......ccooetitrieisie ettt nesreseenens 542
6.1.3.3 5GSM sublayer statesin the NEIWOIK SIAE ......c.veeueiie et 542
6.1.3.3.1 OVEIVIBW ...ttt ettt ettt et et b e bt b b e s e st e b e e e st bt e e e st be s e e n e e b e seen e et et en e abesbenenbeneennenn 542
6.1.3.3.2 PDU SESSION INACTIVE ..ottt st sttt st st st e se st seesesbeseesesseneesens 543
6.1.3.3.3 PDU SESSION ACTIVE ...ttt ettt sttt ee e e e seesbesaesnesse e e eneeneeneas 543
6.1.3.34 PDU SESSION INACTIVE PENDING........ooiiieieeresese et 543
6.1.3.3.5 PDU SESSION MODIFICATION PENDING .....coiiiiieit ettt 543
6.1.3.3.6 PROCEDURE TRANSACTION INACTIVE. ...ttt 543
6.1.3.3.7 PROCEDURE TRANSACTION PENDING. ..ottt 543
6.14 Coordination between 5GSM and ESM .........cccooiiiiireerere et sse e eneeneens 544
6.14.1 Coordination between 5GSM and ESM with N26 interface..........ccoeverieienini e 544
6.1.4.2 Coordination between 5GSM and ESM without N26 interface..........coceeeverene s 557
6.1.4a Coordination betWeen SGSM aNd SM ........ccoiiiiiiiieee e sre e nnen 560
6.1.5 Coordination for interworking with eéPDG connected tO EPC..........ccove oo 560
6.2 General on elementary S5GSM PrOCEAUIES...........c.eevereertieiteeerieseeseesseesaeseeseesseesseeseessessaessaesseessesssesessnns 561
6.2.1 Principles of PTI handling for 5GSM ProCeAUIES............cccieieueieeiieri e eeseesee e e e ae e e saeeneeeeeens 561
6.2.2 PDU SESSION LY[IES ....veeeueetiteueetertese ettt st b bt s et b ek bt se bt e st b b et b b et e btk e e e bt b e b e st b et e e e be b e 563
6.2.3 PDU SESSION MEANAGJEITIENL ......evetiaeeterteseeeestesete st ss st sae et b bt be b e e e b e b e e e bt s b e e e bt b e e e st st e s e st sbenneneene 563
6.24 o= (o1 £=S Y= oo o] o O 564
6.24.1 LT 0T 564
6.24.2 IP address allocation VIa NAS SIGNalliNG........coeiiiiieieee e 564
6.2.4.2a IPv6 prefix delegation VIADHCPVG...........ccoiiee et 565
6.2.4.3 Additional RG related requirements for 1P address allocation..........cccoceveeveevrcceceeseeceee e 565
6.2.4.4 Additional requirements of the UE acting as 5G ProSe layer-3 UE-to-network relay UE for IP

F=To [0 [ ] FoTor= 4 o] o AP U PP 566
6.2.5 QUEIITY OF SEIVICE... et iueiieisteeie ettt e s sae e st e et e et e e atesaeeste e teenteensesaeesseesseenseenteenseaneeanaessansneas 566
6.2.5.1 (€T o1 - OO RPSPRPSN 566
6.25.1.1 (001 1= 566
6.251.1.1 LT 01 S 566
6.25112 SIgNAllEd QOS FUIES ...ttt bbbt 566
6.25.1.1.3 DeriVed QOS FUIES.......coueeeeeeiesie ettt se et re et e e e e e besaesbesneeseseesneeneeneeneas 568
6.251.14 QOS TlOW TESCIIPLIONS. ...ttt bbb bbb 568
6.25.1.2 ST 0] AN/ = SR 569
6.2.5.1.2A RV oo SRS 569
6.2.5.1.3 UL user data packet MatChiNg ........cccviieiiiieeie ettt enaesraesreenneas 569
6.2.5.1.4 REFIECLIVE QOS.......eeceeeeete ettt sttt sttt et et e st e e e be st et ebeste e ebesbe st enenbeneeneas 569
6.2.5.1.4.1 LCT= g1 - OSSR 569
6.25.1.4.2 Derivation of packet filter for UL direction from DL user data packet ..........cccccoveeveciereennnnns 570
6.2.5.1.4.3 Creating a derived QoS rule by reflective QoSinthe UE..........cccocveoveiinieseeceee e 572
6.25144 Updating a derived QoS rule by reflective Q0SSN the UE ..o 572
6.2.5.145 Deleting aderived QoS ruUle iNthE UE ..ot 572
6.2.5.1.4.6 [1gNOriNG RQI TN TREUE........i ittt eb e 573
6.25.2 QOS IN IMA PDU SESSION......eiuieuieieitisieseieteeeeseeeeseeseeseestesseasesseeseensessassessessesseeseeseeneensessessesseeseensenseses 573
6.2.6 Local area data NEtWOIK (LADIN) ..ottt bbbttt s 573
6.2.7 Handling of DNN based congestion CONEIOL ............cociiieiiirieirisiese e 575
6.2.8 Handling of S-NSSAI based congestion CONLIOL...........ccueieeiiicieceecies e nre e 576
6.2.9 INtEraCtion With UPPEY TAYEIS ........ee ettt et e s e st e s reesteeneesnnesneesneenseensenns 580
6.2.9.1 LC T o1 - OO PRSPRPTN 580
6.2.9.2 URSDP... ettt et et st stk stk st e be e Ao Rt E e A et Re s Aot Rt A e Rt R R e Rt EenAeneebente et et nene 580
6.2.9.3 PIOSEP. ...t ettt e e b e Rt R e R e Rt bt R e Rt be R ne et be et b e e 580
6.2.10 Handling of 3GPP PS Aaa Off .........cuiiiiiiirieeriee e 581
6.2.11 MUlti-NOME IPVE PDU SESSION ......cueeiieieiesie sttt et ee ettt se e e ee e saesaeesee e eeeseesaesbesaeeneeneeneeses 582
6.2.12 Handling of network rejection not due to coNgeStion CONLION ..........ccoovvirieirineereee e 582
6.2.13 Handling of Small data rate CONLIOL ..........c.ceiiieiriieerie bbb 584
6.2.14 Handling of Serving PLMN Fate CONLIO..........ccueeiiieiriicerieeesiee e 585
6.2.15 Handling of ReEliahle Dala SENVICE ........ciiuiieirieeiereees bbb 586

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 11 ETSI TS 124 501 V18.8.0 (2024-10)

6.2.16 Handling of header compression for control plane ClOT OptimiZations............covereereneienenieeseneee 586
6.2.17 Handling of edge computing €NhanCEeMENTS..........coeoiiiiiirereeere bbb 586
6.2.18 Support of redundant PDU SESSIONS ........c.coirieirierieieeie ettt ettt se et sb e et sn et be e 587
6.2.19 Handling of maximum group data rate limitation CONEIOl............cooeieirireireneee e 587
6.2.20 Support Of UL PDU St NaNAIING.......cceieieiiiieesieseeene ettt 588
6.3 Network-requested SGSM PIrOCEAUIES ........cccviieiee e seeste et e e sre e s reesteeaeeseesreesseesseetessaesneessaesaens 588
6.3.1 PDU session authentication and authorization ProCEAUNE. ...........oiveeeereee e e ee e e nee e ens 588
6.3.1.1 (€T o1 - OO STRPR SRR 588
6.3.1.2 PDU EAP message reliable transport ProCEAUNE...........ccuveieeree e seesie s see st ssee e see e e e 590
6.3.1.2.1 PDU EAP message reliable transport procedure initialion...........cccceveeveeeeeceeseeseee e see e 590
6.3.1.2.2 PDU EAP message reliable transport procedure accepted by the UE ..o 592
6.3.1.2.3 Abnormal cases 0N the NEIWOIK SIE .........coiiiiieeee e 592
6.3.1.24 ADBNOrMal CaSESTNTNE UE ... et et 593
6.3.1.3 PDU EAP result message transport ProCEAUIE. ..........coueiierieiriereee sttt 593
6.3.1.3.1 PDU EAP result message transport procedure initiation............oceoeeererneneienenee e 593
6.3.1.3.2 ADBNOrMal CaSESTNTNE UE ...t st ne s 593
6.3.1A Service-level authentication and authorization ProCEAUNE..........ccevveieeieereee e 594
6.3.1A.1 LC T o1 - TSRS 594
6.3.1A.2 Service-level authentication and authorization procedure initiation ...........cccoceveeevieeveeceeceee e 595
6.3.1A.3 Service-level authentication and authorization procedure accepted by the UE.............cceoveveienenns 597
6.3.1A.4 Abnormal cases 0N the NEIWOIK SIAE...........oiiiiiiee e 597
6.3.1A.5 ADNOrMAEl CASESTNTNE UE ... .o et s 597
6.3.2 Network-requested PDU session modification ProCeAUNe...........coieeririeerenieesieseese e 598
6.3.2.1 LT 0T | PR 598
6.3.2.2 Network-requested PDU session modification procedure initiation .............coeoeereieneneicneneicseenene 598
6.3.2.3 Network-requested PDU session modification procedure accepted by the UE............ccocociineiinienee. 604
6.3.24 Network-requested PDU session modification procedure not accepted by the UE...........c.cooecennneee. 613
6.3.25 Abnormal cases 0N the NEIWOIK SIAE..........ccoiieieeee e 618
6.3.2.6 ADNOrMaEl CASESTNTNE UE ... .ot e 620
6.3.3 Network-requested PDU session rel€ase PrOCEAUIE ........cccuvieeiee e eeeseestee st te e see e e e enneenneens 620
6.3.3.1 (€T o1 - OSSPSR 620
6.3.3.2 Network-requested PDU session release procedure initiation ............ccccveceeveeveenieesesce e see e 620
6.3.3.3 Network-requested PDU session release procedure accepted by the UE.........cccoovecvvce e cceeceeie, 623
6.3.34 N1 SM deliVEry SKIPPEO.....c..ceiteieeeete ettt bttt b e et b e b 639
6.3.35 Abnormal cases 0N the NEIWOIK SIAE..........ccoiiiieeee e 639
6.3.3.6 ADBNOrMal CESESTNTNE UE ... .o ettt e b e e e ennas 640
6.4 UE-requested SGSM PrOCEUUNES.......c..eertirtieeterteeetesteeetestee ettt e bt s e b b s bt b s be b eebe s b e s esesb et e e enesneneenis 640
6.4.1 UE-requested PDU session establiShment ProCeAUIE ...........oouceiieeririeesese e 640
64.1.1 LT 0T R 640
6.4.1.2 UE-requested PDU session establishment procedure initiation .............cccccvveeveeciescnseeveese e 641
6.4.1.3 UE-requested PDU session establishment procedure accepted by the network............ccecvevvecieeeennee. 654
6.4.1.4 UE-requested PDU session establishment procedure not accepted by the network.............cccccueeee.e. 669
6.4.1.4.1 LC T g1 - ST 669
6.4.1.4.2 Handling of network rejection due to congestion CONLIol..........ccvecvvceieeiee s 673
6.4.1.4.3 Handling of network rejection not due to congestion Control...........ccccvvevecevreeneese e, 685
6.4.1.5 Handling the maximum number of established PDU SESSIONS..........ccoeveirerininenieeseseee e 695
6.4.1.5A Handling the maximum number of allowed active user-plane resources for PDU sessions of UEs

LT AN 2 T A oo O 696
6.4.1.6 ADBNOrMal CASESTNTRE UE ... .o ettt ettt s e et e e e eneas 696
6.4.1.7 Abnormal cases 0N the NEIWOIK SIAE...........coiieieeee e 699
6.4.2 UE-requested PDU session modifiCation ProCEAUIE............ooeeriieiriieesies e 700
6.4.2.1 (€T o1 - OO RPSPRPSN 700
6.4.2.2 UE-requested PDU session modification procedure initialion...........cccveeveceeeeseeseesesce e e 701
6.4.2.3 UE-requested PDU session modification procedure accepted by the network ............ccccocevvevvenneen 708
6.4.2.4 UE-requested PDU session modification procedure not accepted by the network ...........cccccveeeeeee. 708
6.4.24.1 LC T g1 - RS 708
6.4.24.2 Handling of network rejection due to congestion CONLrol ...........c.ecerereierenennereeee e 709
6.4.24.3 Handling of network rejection not due to congestion CONtrol...........ccvereirereieneneeene e 721
6.4.25 ADBNOrMal CASESTNTNE UE ... .o ittt st eneeneas 726
6.4.2.6 Abnormal cases 0N the NEIWOIK SIAE...........coiiiiieee e 727
6.4.3 UE-requested PDU S2SSiON rel €8S PrOCEAUNE.........c.eiuiiririeieiesieiee sttt 728
6.4.3.1 LT 0T R 728

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 12 ETSI TS 124 501 V18.8.0 (2024-10)

6.4.3.2 UE-requested PDU session release procedure iNitiation ..........c.coeveeeeneienenesesenese e 728
6.4.3.3 UE-reguested PDU session release procedure accepted by the network ... 729
6.4.34 UE-requested PDU session release procedure not accepted by the network............cooeeiineiienenn 729
6.4.35 ADBNOrMal CASESTNTRE UE ... ettt s e et nee e eneas 730
6.4.3.6 Abnormal cases 0N the NEIWOIK SIAE..........coiiiiieee e 731
6.5 DGSM StALUS PrOCEAUIE ......ceeeeeeeteeiee e e e s e e saeesteesteeseeeseessaeste e seesteansesseesseesseeseanseansennsensensseesseesseeseanseanes 731
6.5.1 (€1 07 - PSS T TSP P TSP PUR S PTRSTPRON 731
6.5.2 5GSM status reCeiVed iNThe UE..........ccoiiiiieieneese et 732
6.5.3 5GSM status reCeiVed INThe SIME ......c.ovciiiieees bbb 732
6.6 MISCEl |@NEOUS PrOCEUUIES ... .viceeieeeeeieesiee e e tesee e steeste e te e e e e e e seeste e teesteentesseesaeesseesaeenseenseenseenseensesneesnansnnns 733
6.6.1 Exchange of extended protocol configuration OPLioNS.............cccvieerinieiinesese e 733
6.6.2 REMOLE UE rePOrt PrOCEAUIE ........cueitieeeieiereeiet sttt ettt bbbt b bbb 733
6.6.2.1 LCTC 0T TSRS 733
6.6.2.2 Remote UE report procedure iNTIation ............coco e 733
6.6.2.3 Remote UE report procedure accepted by the NEWOIK ..o 734
6.6.2.4 ADBNOrMal CASESTNTRE UE ... .o ettt st eneeneas 734
6.6.2.5 Abnormal cases on the NEWOTK SIAE..........ccciiieiiiee e 735
7 Handling of unknown, unforeseen, and erroneous ProtoCol data............cceeveeeeerierenenenese e 735
7.1 GEMETAL ...ttt E R R R R R R R R AR R R Rt R Rt R Rt n R e ren s 735
7.2 VE=SS=To TR (oo TR g ] o g (oo I o] oo S 735
721 MESSAE T00 SNOIT ....ceeee ettt bbbt b et b et b bbb 735
722 MESSATE T00 TONQ ...ttt bbb bbbt b bbb et b bt b e ne e 735
7.3 Unknown or unforeseen procedure transaction identity or PDU Session identity..........ccoeeeveeeeenineecnienne, 736
731 Procedure tranSaCtion IENTITY ..........coveirieeeerieeere bbb et 736
732 PDU SESSION TUENTITY ...ttt bbb bbb et b bbb 737
7.4 UNKNOWN OF UNfOrESEEN MESSAQE LY. .eeveereeieeiesteseesieesieesteesteestesseessaesseesseessesnseanessseesseesseessesssessenssensanes 737
75 Non-semantical mandatory information €leMENT EITOIS........cccieiriece e 738
751 COMIMON PrOCEAUIES..... .ottt ceeesteesteete e e e e seeseeesaeesaeesseaseesseesaessaesteesteeteessesseesaeesseenseenseenseansennenssensnns 738
75.2 5GS MODility MANAGEIMIENT ......eoieeieeee ettt e s e s e saeesteeee et e eseesseesseenseeseeseenneeneesnns 738
753 5GS SESSION MANAGEMENT ....ecutiiieeie e see st et ste e et e steeste e teesteseeseesseesaeesseenseesseessessaesseessensensesnsesnsennes 738
7.6 Unknown and unforeseen |Es in the hon-imperative MeSSage Part........cccecverercerieeieeseeseeseeeeeseeseeseenees 739
76.1 IEISUNKNOWN IN ThE MESSAGE ...ttt bbb s bbb 739
7.6.2 OUL OF SEUENCE TES.......otie et bbbt b et e b e bbbt b e b 739
7.6.3 REPEALEH TES....... ettt bbbt b bbbt a bt b e n et b 739
764 Unknown and unforeseen IEsin a Type 6 | E container information element ..o 739
764.1 |Els unknown in the Type 6 IE container information element ..o 739
7642 OUL OF SEOUENCE TES ...ttt et eb e e b s b ettt eb e b e e ebe b neene s 740
7643 REPEALEA TES ...ttt 740
1.7 NON-iMPEratiVe MESSAPE PAIT EITOIS. . .c.veeieieereeseesee st et et eseeeesteesteeteatessaesseesseesseesseenseenseensesssessenssesssees 740
7.7.1 Syntactically iNCOrreCt OPLIONAl TES........cccueiieieeie e ceeseeste e ste et ste e e enseenaesnaesraesneas 740
7.7.2 CONAITIONAl TE BITOIS ...ttt ettt sttt r et n et r e et r e et e nr e r e ne e 740
7.7.3 ErrorsinaType 6 |E container information €lement ............ccovceeieeiieiie e 740
7731 Syntactically iNCOrrect OPtIONAl IES.........coiiiiriirieiie ettt 740
7.73.2 (0000 [N Lo g 7= BN N = g o] (=T RS 741
7.8 Messages with semantically INCOMTECE CONMEENES.........coiiueiriirieiriire et 741
8 Message functional definitions and CONTENES..........coiriririeriereee e 741
8.1 OVEIVIBW ...ttt bbbt b ekt E st E b e R R e R bt R b e R bR bt b bt b bt n b e e r et en 741
8.2 5GS mobility Management MESSAOES........cciverureriieieseesteesteetesaeseesteesteeaeseesseesseeseasseaseesseesseesseessesnsesnssanes 742
821 F U g T= g o= o g I = o 1= S 742
8211 Y Ss2To Te o L= T Tl o] 742
8.2.1.2 Authentication parameter RAND ........coiiiie ettt e e e ae e teenaesraesreesnees 743
8213 Authentication ParamMELEr AUTN ..ottt b e 743
8214 Y40 o P RSSN 743
8215 EAP MESSAQE. ... e e e e s 743
822 AULNENEICALION FESPONSE. ... .eeiuietireeieete sttt ettt ettt sb et b bt s bt s e st bt e s e eb s e e e e bt s b e e eb e s es e e b et e neebeneeneens 743
8221 MESSAGE AEFINITION ...ttt e et b e e bbb bbb 743
8222 AULhentiCation reSPONSE PAIEIMELEY .........ccuririirieiert ittt ettt bt bt b e sbe e 744
8.2.23 Ly e 011252 [ TR 744
8.2.3 AULNENEICELION FESUIT ...ttt et r et n e r e nr s 744
8.23.1 M ESSAGE AEFINITION .....eeeeeieeieece et e et et e e s aeeste e be e e ereense e seereenseeneeanes 744

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 13 ETSI TS 124 501 V18.8.0 (2024-10)

8.2.3.2
8.2.33
8.24
8241
8242
8.25
8251
8.252
8.2.6
8.26.1
8.2.6.2
8.2.6.3
8.2.64
8.2.6.5
8.2.6.6
8.2.6.7
8.2.6.8
8.2.6.9
8.2.6.10
8.26.11
8.2.6.12
8.2.6.13
8.2.6.14
8.2.6.15
8.2.6.16
8.2.6.17
8.2.6.17A
8.2.6.18
8.2.6.19
8.2.6.20
8.26.21
8.2.6.22
8.2.6.23
8.2.6.24
8.2.6.25
8.2.6.26
8.2.6.27
8.2.6.28
8.2.6.29
8.2.6.30
8.2.6.31
8.2.6.32
8.2.6.33
8.2.6.34
8.2.6.35
8.2.6.35
8.2.6.36
8.2.6.37
8.2.6.38
8.2.6.39
8.2.6.40
8.2.6.41
8.2.6.42
8.2.7
8271
8.2.7.2
8.2.7.3
8274
8.275
8.2.7.6
8.2.7.7
8.2.7.8

N PRSP 745
AUNS EVICE SECUMLY KBY ...ttt bbbttt 745
W B 11 (o= o N =T =SSP 745
MESSAGE AEFINITION ...ttt bttt b e e bbb bbb 745
Authentication faillure ParaMELES ..o bbb 745
YU g T= g LT Lo g I = = o S 745
M ESSAGE AEFTNITION .....eeeeeieeiee e st e et et ae e s re e st e e te e e ere e se e seereenseeneeanes 745
Ly e 0112 [ PR 746
REQISITALION FEOUESE ... eeveeieiie e see st ettt e te s e e st e e steete e e e eaeesse e teesseenteensessaesneensesneesnnesneesseanseensenns 746
VST Te o L= T Tl o] 746
Non-current native NAS Key Set identifier.... ... 749
BGMM CAPEIDITITY ...ttt ettt et b e et b e e b e b e b e neneene s 749
UE SECUNLY CAPBIITITY . .c.eeeeieeeeiecte ettt ettt ettt 749
REGUESIEA INSSAL ...ttt ettt b et b e bbbt b e bt e bbb s b et et be e 749
Last ViSIted regiStErad TAL ....c.co ettt bbbttt b e 749
S1 UE NEtWOrK CaPalility .....c.covireeiiriireeieitereei sttt ettt s besne e 750
UPIINK 8L SLAIUS. ... .veeeecieesiee ettt e et ae e s e e s teeseeeaesseesseasseenteenteestasseesseessaesseenseenseanes 750
PDU SESSION SLALUS.....c.eeeereieeieereseees sttt s e e et sre e re e s re st st s re e e re e erese st srenn et r e re e 750
L& @ Y5 To (= i o] TS PSPPSR 750
UE SEBEUS ... ettt sttt st st sttt st et s ae et st e e e bt s be e e bt s b et e Rt e b e e e beneeneebesbenenbente e ebenbenene 750
WX (o1 Lol 7= I €16 I PP ST 750
AlOWED PDU SESSION SEBIUS ...t n e s s re e nresne s 750
UE'S USBOE SELLINQ ...cveveaeetesteeete sttt sttt sttt st b sttt b bbbt b e s bt e bbb e b et b s b et b b 750
RegUESIEd DRX PAIAIMELENS ......ve ettt sttt sttt sttt ettt st b bt b bt eb b et se et b b 750
EPS NAS MESSAJE CONTAINET ......cveeiterieiete sttt sttt ettt st be bbbt b e sb et eb e bt sb e b e et ebe b 750
[ 1AV o (Yo o o T 751
PaY1080 CONTAINES TYPE....c.eeuieieetirteeei ettt bbb et b bt b e et b ettt b 751
PAYI0BE CONTAINES ...ttt ettt bbb bbb e e bbb e b e st b e b et e b b 751
NI o T Q= Tl g To T o [T o o I 751
TR RN ol = £ 1] oS PS 751
NAS MESSAGE CONMTAINEY ....veevieieiieiieeeeseesteeste e e ete s tesseesreesseesseasseasseaseeaseasseeseesseesesseesenssesnsesnssanes 751
Requested extended DRX ParameELerS. .......covevi et e et sae e e e ae e enes 752
EPS DEAIer CONLEXTE SLAIUS.........civeeeierrereeiisrese et se ettt r e r e r e sr e e nr e n e r e n s 752
TBB24 VAUt sttt sttt e ne et e ee s eeebeeaeea e et et et e eeeeteeneene e e enteneens 752
MObile StatioN ClASSMEIK 2.........ooui ittt e et saeene e e et e 752
SUPPOILEA COUEES ...ttt sttt sttt sttt st b et b e b et bt bt b e s b et be s b e e eb e b e et e s b e st eb e st et eb et 752
UE radio Capaility 1D .....c.oiviieieiieieie ettt st ettt b e 752
Reguested MapPed NSSA ..ot b e et b et et b b 752
Additional iNfOrmMation FEQUESLEM............ciiieiriie bbb 752
Requested WUS assiStanCe iNfOrmMatioN............cccuveieieeriesieciesee e e sie et sae s ssee e e ssesae e s 752
Yoo OSSPSR 752
N LT O T4 o [[or= o] USSP PSSP T 752
Requested NB-N1 mode DRX ParamELENS..........cueeurriereeseesiesieesseeseesseesseesseesseessessessssssesssesssessessnns 752
(O] =0 01= S Y 0T PRSPPI 753
L 01T I = o o] 753
SEIVICE-1EVEI-AA COMEBIMET ......ctiieietieieeteeeeee et te ettt e e e st e teseesbesaesseese e e eseeseeeeseeseeseesneeneeneeneeses 753
N R 753
UE determined PLMN with disaster CONQItioN ...........ccooiiiiieieienee e 753
Requested PEIPS assiStance infOrmMBation...........c.ooeeiereeieree s 753
REQUESIEA T35L12 VAIUE.......eeeieieiiieieeiert ettt et bttt b et b et 753
Unavailability INFOMELION .........coiiieiie ettt 753
Non-3GPP path switching informMation ...........c.cccviieiieiice e 753
F YOI oo [ Ter= o] o [PPSR P RSP R 753
LS 0[RS L= 0] = oo o PR 753
M ESSAGE AEFINITION .....eeeeeieeieece et e et et e e s aeeste e be e e ereense e seereenseeneeanes 753
ST LU I PPN 757
EQUIVAIENT PLIMINS. ...ttt ettt et b et b e b e bbbt b bbb 757
LI USRS 757
F N 0T o AN 1 PP 757
REECIEA NSSAL ...t et b bbbt bt b e bt b e b et b b et b et e 757
CONFIGUIEH NSSAI ...ttt b et b bt b e b st b e b e st bt b et e s b e e ebesbesneneas 757
5GS NEWOrK FEALUIE SUPPOIT......ccvetieieterieeete sttt sttt sttt b et eb e bbb e e e b b nneneas 757

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 14 ETSI TS 124 501 V18.8.0 (2024-10)

8.2.7.9
8.2.7.10
82711
8.2.7.12
8.2.7.13
8.2.7.14
8.2.7.15
8.2.7.16
8.2.7.17
8.2.7.18
8.2.7.19
8.2.7.20
82721
8.2.7.22
8.2.7.23
8.2.7.24
8.2.7.25
8.2.7.26
8.2.1.27
8.2.7.28
8.2.7.29
8.2.7.30
8.2.7.31
8.2.7.32
8.2.7.33
8.2.7.34
8.2.7.35
8.2.7.36
8.2.7.37
8.2.7.38
8.2.7.39
8.2.7.40
8.2.741
8.2.7.42
8.2.7.43
8.2.7.44
8.2.7.45
8.2.7.46
8.2.7.47
8.2.7.48
8.2.7.49
8.2.7.50
8.2.7.51
8.2.7.52
8.2.7.53
8.2.7.54
827541
8.2.754.2
8.2.754.3
8.2.7.54.4
8.2.7545
8.2.7.54.6
8.2.7.55
8.2.7.56
8.2.7.57
8.2.7.58
8.2.7.59
8.2.7.60
8.2.7.61
8.2.8
8.281
8.2.8.2

PDU SESSION SELUS .....eeeeueeueeeesteseeeteeeeeeseeseesteseeeseeseesessessessesseeseensanseseessesaeaneeseensensensessessesseeseensenseses 758
PDU SeSSioN reaCtiVation FESUIL.........oouiiiiieeieeee ettt s se et ene e et e 758
PDU session reaCtivation reSUIT ETON CAUSE ........ceveruereieeeeerieeeeeeseese et s seeeeseesteseesneeseeneeneeses 758
[N 1A\ o1 £ 12 1] o P 758
L@@ oo = 1 o] o IO 758
N0 o T Q= Tl g To T o [ o= o o T 758
SEIVICE AIBAIISE ...ttt e bbb bttt sh e bt e e e 758
QLIRSS Y =TSP 758
NON-3GPP de-registration tiMEr VAIUE..........cccuveiieieeieseese e sae e et ete e eesae e s 758
LIRSS 2 =TT 758
EMErgenCy NUIMDET TISt ......ccouiiiieeiiie ettt st n et b e b 759
Extended emergency NUIMDES TISE.......co.oiiiiiereeese et 759
SOR traNSPareNt CONTAINES ......eitireeiertereetertere ettt ettt ettt sb ettt sr ettt e et e sb et ebesb e e ebesbe e ebesbeseebesbeneeneas 759
BEAP MESSAQE. ...ttt e e e e e 759
N IS A T o WS T g I 0o o L= 759
Operator-defined access category definitioNS ..........c.coiiierieiinee e 759
Negotiated DRX PAraMIELEIS .......cceeieeieeiieeesteeseesees e seeseeseesseesseeseesseeseessessseesseessessessenssesssesssanes 759
NON-3GPP NW POIICIES.....eciieieiieiie e st et este et esae s e st e teestessaesseesseesse e teenteenteensesseesenseesesnesenes 759
Negotiated extended DRX ParamELerS.........c.ouvereererierieeseeseeseeesseeseseesseesseesseessesssesseessesssssssssssssnes 759
LIV Y =TT 759
LIRS 7R =TT 760
LIRS S22 Y =TSP 760
EPS DEarer CONEXE SLEUS........ooviieieiirieeeeie ettt sttt sttt se e e eeseestesbesaeeseeseeseesaeeseeneeneenes 760
UE radio CapailItY 1D .....c.oiiiieieiieieie ettt et ettt b e 760
UE radio capability ID deletion iNdiCatioN...........ccoeiiirieiiierieesereee e 760
PENAING NSSAL ...ttt et b et b e bt b e s bt bt b et b e e e st b e sb et et e b e e 760
CIPNEITNG KEY TBLA. ...ttt b ettt b e bbb e b b seebesbeseeneas 760
LO7 N T o1 {o] 4 a0 (100 T L1 SR 760
Truncated 5G-S TMSI CONFIQUIALION.........cuiiieieieeeciiete ettt e tesnaesreesneas 760
Negotiated NB-N1 mode DRX ParamMeters........ccvcueeieiieiieseesieesee e seesressteesie e e steseesassneesnesnessnes 760
Negotiated WUS assiStance iNfOrMatioN.............eceeciireie e st see et ssee et e e see e 761
EXtended rgf@CLEA NSSAL .......ooieiiee ettt et ae s e ereeste e teeeeeneeeneennns 761
SErVICE-1EVEI-AA COMEBINET ......cti ittt sttt ettt e bt bt eb e b e e e e se e b e sbesb e s b e saeene e e ennenes 761
Negotiated PEIPS assistance iNfOrMation ..........c.cooeieieiieneene e 761
5GS additional rEQUESE FESUIT .........oeiiiieeiiterieeet ettt st b e e b e b i 761
N IS R {C R g1 101 107 1o o R 761
Disaster roaming Walt FANGE. .........evruerieeriertee et sttt sttt sttt bt be b e bt st e e ebe b e esesbesesbesbe e ebe b e e 761
DiSaSteEr FEIUIN WEAIT FBNGE .....e.eeveiteieeteitereete sttt sttt sttt sttt b et s b et b et b e bt eb et b ettt b e 761
List of PLMNsto be used in disaster CONdition ...........ccocoiiiiiiiieieiereeseeeee e 761
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for roaming” ..........c.cccceeevveiernene 761
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for regional provision of service"....762
Extended CAG iNfOrmMation [iSk.........oouoiiiiiiiiieeee e 762
NSAG INFOMMEBLION ...ttt bbbttt et bt s bt st e s e e e e e e e sb e b e saeeae e e e e e 762
o U= = | S AN N L 762
INID ettt et sttt sttt etk st et b e A et Rt SR e e Rt e Re e R Ee e Rt Ee e Ee R e Rt ebenbe Rt benbe et benene 762
Registration accept type 6 1E CONLAINET .........ccceiierirerierieie ettt 762
LT 1 R 762
Extended LADN iNfOrMaLiON ........ooeieeieee et neeneas 762
S-NSSAI location validity iNfOrMaLion ..o 762
Yoo PSRN 763
Partially @llOWEH NSSAL ...ttt b e st b e e b srennene s 763
Partially rgJECLEA NSSAL ..ottt st et st se et see et e beneenens 763
RAN timing SYNCHIONIZBLION .........cccueieiiiecieecie et e st e e e teeee e e eeeeesneeenes 763
AEINBEIVE NSSAI ... ettt b ettt ettt e e be e st s be b nesbenbe e ens 763
MaXTMUM TIME OFFSEL ...ttt bbb bbb e e b sae b e et e 763
S-NSSAI time validity iNfOrmMation.........c.cvvieiieiieie et sre e e e naeereens 763
Unavailability CONFIGUIBLION ........ueiveeiiieieeiite ettt b e 763
Feature authorization INAICALTION .........c.ooiiiie e 763

L@ a0 =070 I N1 763
REGISLrationN COMPIELE ........ciuiiieeiiite ettt bbb et b et b et b bbb 763
MESSAGE AEFINITION ...ttt et b e e b e bbbt et be e 763
SOR traNSPareNt CONLAINES .......couiieeietereeeete sttt ettt sr e et b e e st b se e bt sbeseebesbeseebesbeseebesbeseebesbenneneas 764

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 15 ETSI TS 124 501 V18.8.0 (2024-10)

8.2.9
8.291
8.29.2
8.293
8.294
8.295
8.29.6
8.29.7
8.29.8
8.299
8.2.9.10
8.29.11
8.2.9.12
8.2.9.13
8.2.9.14
8.2.9.15
8.2.10
8.2.10.1
8.2.10.2
8.2.10.3
8.2.10.4
8.2.10.5
8.2.10.6
8.2.10.7
8.2.10.8
8.2.10.9
8.2.10.10
8.2.10.11
8.2.10.12
8.2.11
82111
8.2.11.2
8.211.3
82114
8.2.11.5
8.2.11.6
8.2.12
82121
8.212.2
8.212.3
8.2.13
8.2131
8.2.14
8.2.14.1
8.2.14.2
8.2.14.3
8.2.14.4
8.2.14.5
8.2.14.6
8.2.14.7
8.2.14.7A
8.2.14.8
8.2.14.9
8.2.14.10
8.2.15
8.215.1
8.2.16
8.2.16.1
8.2.16.2
8.2.16.3
8.2.16.4
8.2.16.5

REGISIIALTION FEJECT ...ttt bbbt b b 764
MESSAGE AEFINITION ...ttt et b e e b e bbbt et be e 764
TBBAB VBIUB. ...ttt sttt e te s ee st e e st es e et e eeseeseeebesaeen e e e ensentesseseeeneeneeneentennens 765
TB502 VBIUB. ... ettt sttt et e e e e e e beesees e e e et e seeseeebeeaeen e e e enseneesseseesneeneeneanteneeas 765
EAP MESSAQE. ...t e e e 765
L= o= o I IS ST A PSSRSO 766
CAG INFOMMELTON TIS.....eeeeeteeeee e b e bt b et et b e bbb st ese e e e e e 766
EXteNded rgfECLEA NSSAI ..ottt sttt sttt sttt sttt be e 766
D1 S e g (L IV o 766
Extended CAG iNfOrmMation [iSk.........oouoiiiiiiieeeeee e e 766
LOWEr DOUNT tIMEE VAIUB ...ttt sttt st e e e seesneseesaeeneeneeneees 766
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for roaming’” ...........c.cccceevvenerenienenn. 766
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for regional provision of service"....766
N TR YAV T 1= g ) 11 766
LI TSN T 10 7= o] PSPPSR 766
= 10 1= 0 S Y Y o SR 766

L LI NS 1 =1 oo PO UROPROPRNS 767
V=SS L= L= T o] 767
PDU SESSION ID ...ttt sttt sttt sttt sttt st st be s be st bt s be e e ae e be st be st enesbeste e ebesbe e e 767
Old PDU SESSION ID ...ttt sttt sttt st sa et st et st et et e sbe e ete st ebesbeneesenteseenens 767
RS 0 01 1T TP PPR 768
SN SS AL ettt R e bR et et e R et R e R et ek e b et et e nEe e ebeebe st ereeteneenens 768
D\ N RSP 768
WX (o (o aT= I T o) {01 147 (Ko o O RP 768
MA PDU SESSION INFOMMIBLION .......iitiiieieiiesie sttt se e st st ese e e eeeseesaeseesaeeneeneeneenes 768
Release aSSiStanCe iNGiCALION .........ocuoiiieiieeeeeee ettt e e besaeene e e eneeee 768
Non-3GPP access path sSwitching iNdiCation............cccoeieiiireinee e 768
AREINALIVE SINSSAL ...ttt ettt e e st e st et e sbeebe et enee e eseseeseenaeeneeneeneennas 768
Payload container iNfOrMELION ...........cccueiieiieie et e e et te e sre e teereeneeneeenes 768

]I N SR 1 =1 oo PP PRSPPI 768
V=SS T= o L= T o] 768
PDU SESSION ID ...ttt sttt sttt sttt sttt e st b be st e ae s be st e b e be st be st e e et e s be e ebenbe e e 769
AdditioNal TINFOFMELION. ......coueeeieieie e ettt eb ettt sr et sbesbe e e e e e 769
BGIMIM CBUSE. ... ettt ettt ettt et e st et e te s aee s et e sae e sae e bt embeeaeeeaseebee et e e beebeensesmeesnnesaeesneanbeabeans 769
BaCK-Off tHMEI VAIUE ...ttt sttt e et saeene e et e 769
LOWEr DOUNG tIMEN VAIUE ...ttt eae e e e e e eesaeene e e eneees 769

De-registration request (UE originating de-regiStration) ............ccuereerenieenenieesieneeesie e 770
MESSAGE AEFINITION ...ttt ettt b et b e et sb et b e b 770
Unavailability INFOrMELION .......ccoiiiiieieee ettt e 770
NS Y 1415 o (X o] 1= 1 = P 770

De-registration accept (UE originating de-registration)..........cccveceeieeneeseeie e e seeseesee e seesaeesseeeeens 770
V=SS T= o L= T o] 770

De-registration request (UE terminated de-regiStration)............ccveceeeereeseeieseeseeseseseeseeseeeseeenseeneens 771
V=SS L= L= T o] 771
BGIMIM CBUSE........eeiueeiiee ittt ettt e s et e sh e en e as e e as e e a s e e R e e e b e e R e e e e e e e snnesanesneenneenneereens 772
TBBAB VBIUB.......eeeeeeeeeee ettt ettt ettt ettt e ne e st et e teseesbeebeeneenee e ensenteseestesaeeneeneenteneens 772
REECIEA NSSAL ..ottt s es st sensssn o 772
LO7 T g o] 5 1271110 11 L= SRS 772
EXtended refECtEA NSSAI ..ottt sttt b e e b b 772
DiSaStEr FEIUIN WAIT FBNGE .....eeeueiteieeieste ettt sttt sttt bttt b e st b e bt b e e et eb ettt be e 772
Extended CAG iNfOrmMation [iSk.........oovoeieeiece e 772
LOWEr DOUND TIMEN VAIUB ...ttt bbb se bbb e 772
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for roaming” ..........ccccccceeevieeveeeenne 772
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for regiona provision of service"....772

De-registration accept (UE terminated de-registration) ..........ccocveeeeeeeseeseeie e e e esessee e s e see e eneens 772
VS T= 0 L= T o] 772

SEIVICE FEOUESE . ...ttt ettt sttt sttt b ettt b et b e b e he b e e b e b e e e bt e b e ne bt e b e e bt e b e e e b e e e e st eb e e e et e b e nbe e e be b e e 773
MESSAGE AEFINITION ...ttt ettt b e bbbt b bbb 773
UPHINK QLA SEBLUS. ...ttt sttt st a bt bbb bbb 774
PDU SESSION SEBLUS ... eeeueeueeeenteseeeteeeeeeseeseesteseeetesseeseeseessessesaeesesseansesessessesseesesneeneensessessesaeeseensenseses 774
AlOWEA PDU SESSION SEALUS .....ceeeeeiereeeiesieeieeeeesee e st te st et e e eseeseeseesteseeseesseeneeeeseseeseessesneeneensenses 774
NAS IMESSAGE COMEBINEY .....eviuietireeeetesteeete sttt sttt e et ebeseese et e se e st sbeseeaesbeseebeabeneesesbeneeneebeseeneebenbeneans 774

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 16 ETSI TS 124 501 V18.8.0 (2024-10)

8.2.16.6
8.2.16.7
8.2.17
82171
8.2.17.2
8.2.17.3
8.217.4
8.217.5
8.2.17.6
8.2.17.7
8.2.17.8
8.2.17.9
8.2.18
8.2.18.1
8.2.18.2
8.2.18.3
8.2.18.4
8.2.185
8.2.18.6
8.2.18.7
8.2.18.8
8.2.18.9
8.2.18.10
8.2.18.11
8.2.19
8.2.19.1
8.2.19.2
8.2.19.3
8.219.4
8.2.19.5
8.2.19.6
8.2.19.7
8.2.19.8
8.2.19.9
8.2.19.10
8.2.19.11
8.2.19.12
8.2.19.13
8.2.19.14
8.2.19.15
8.2.19.16
8.2.19.17
8.2.19.18
8.2.19.19
8.2.19.20
8.2.19.21
8.2.19.22
8.2.19.23
8.2.19.24
8.2.19.25
8.2.19.26
8.2.19.27
8.2.19.28
8.2.19.29
8.2.19.30
8.2.19.31
8.2.19.32
8.2.19.33
8.2.19.34
8.2.19.35
8.2.19.36
8.2.19.37

UE TEOUESE TYPB.....eeeeeeet e e e e e e e s e e b s 774
PagiNG FESIIICION ...ttt bbb ettt b e et b et b e b et bbbt b 774
S AV [o R o ol o OSSPSR PSSP SRR 774
MESSAGE AEFINITION ...ttt ettt b e bbbt bbb b e 774
PDU SESSION SEBLUS ... eeeueeueeeentesteeteeeeeeeseeseesteseeeteeseeseeseessestesaeesesseensesessessesseesesneeneesessessesaeeseensenseses 775
PDU SeSSI0N rEaCtIVALION FESUIL........c.eeviieeiereieeeere ettt 775
PDU seSSi0N reactivation FESUIt ETOr CALUSE.........civeerrereeesrereeie e se e esre e e snee s 775
Ly e 01152 o[ SRR 775
TBAAB VAIUB.......oeieeteiiete sttt bbbt bbbt R R bR Rt bR n et 775
5GS additional reQUESE FESUITL ..........eeveeece et te e e e sneesneenneenreens 776
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for roaming” ...........c.cccceeevenerenieenn 776
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for regional provision of service"....776
SEIVICE TEJECL ..ttt ettt sttt b et h bbb e h e bt b e b e e e bt e b e e e bt e b e e e bt e b e e ke st e neeb e e et e b e nbe e e be b 776
MESSAGE AEFINITION ...ttt et ettt b et b e et b et b e b 776
PDU SESSION SEBLUS ... eeeueeneeeesteiteeteeieeeeseeseesteseeeteeseeseeseessestesaeesesseeneesessessesseeseeneeneensessessesaeeseensenseses 777
TB3AB VBIUB......ceeeeeeee ettt sttt te ettt e st es e et e teseeebeeseeneeneensensenteseeetesaeeneeneenteneens 777
Ly e 01152 o[ SRR 77
TBAAB VAIU.......oeiieietet ettt bbbt R R e bR Rt p e 777
CAG INFOIMELTON TISE....ecviiveeeiesrese et r e e nr e r e reseenennennenen 778
DiSaster UM WAL FAINQE ......eeieeieeeie e es e e s teeste s e e s e e s reesaeeteestesssesseente e senseeseeneeenes 778
Extended CAG iNfOrmMation iSt.........cooreiiiieiieree et 778
LOWEr DOUNT tIMEN VAIUE ........oiviieiiireeee ettt sttt 778
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for roaming” ...........c.cccceeevennenienenn 778
Forbidden TAI(s) for the list of "5GS forbidden tracking areas for regional provision of service"....778
Configuration UPate COMIMENT..........c.eierieuiriereeie ettt sttt st b et b e et b e et b b 778
MESSAGE AEFINITION ...ttt ettt b et b e bbb b b 778
Configuration UPdate iNGiCALION...........c..eeiiirieirteriet ettt e r e b e 781
LTl €U N N USRI 781
TAT IS ettt e bR R R R bR n s 781
ATTOWET NSSAL ..ottt e bt e b st e et b bt enn et n e 781
SEIVICE ATEAIISE ...t e et 781
FUIT NBIME FOI NEIWOTK ..ottt ettt 781
ShOrt NAME FOI NEIWOTK.......c.cirireeiiriieceee e e nne s 782
[0 Tz I (] 0= 0 782
Universal time and [0Cal TiME ZONE.........coiiiiiieeeeeee ettt se et ae e et e 782
Network daylight SAVING TIME .......c.ooiii e 782
[N 1NN g1 £ 12 (] o P 782
L@@ 1o To = 1 o] o IO 782
NEtWOrK SliCING TNCICALION ...ttt e 782
1001 110U =0 [ VST OSSP 782
REECIEA NSSAL ...t b bt b et e bt a bt r bt n b e r et es 782
Operator-defined access category defiNitioNS .........cceiee e e 782
SIMS TNOICALION. ....c.eeeereeieere et r e e r e e et r e sr e e r e nr e e erenreneenennennenens 782
TBAAT VBIUB.......eeieteee ettt e e b bt e bbbt et b e n e n s 782
CAG INFOIMELTON TISE....eevieeeererreeer e r e r e s nr e r e reneenennenneneas 782
UE radio CaPAiITY 1D ....ccuoieiiiieieeieeie ettt ettt n et b e 783
UE radio capability ID deletion indiCatioN...........ccoeciiiiiiiirieeseeee e 783
B5GS regiStration FESUIT.........eeeieieiieterieeet ettt st b e et b e st b e b e et beseebesbeseeneas 783
Truncated 5G-S-TM S| CONFIGUIBLION. .......coueuiitiieiiterieiet st 783
Additional configuration iNAICALION ............c.eiiiiiiiie e 783
EXtended refECtEA NSSAL ...t ettt b e et b b 783
SENVICETEVEI-AA COMBINET ......coriieiiirireeiire ettt r e e r e et r e se e r e re e enesrennenens 783
NSSRG INFOIMBLION ......cueeverreeeiesre ettt et r e r et s re st ae s re e sr e re e b e s et erenre e er e ne e 783
DisSaster roaming WaIT FANGE. .. ...ccueieeieereesteeteeteeeesseesee e estesaeseesseesseesseenseasseassesseesseessesssesnsesnssanes 783
DiSaster refUrN WAt FBINJE ......eoieeiee e cee e sttt ee e e s ee e e s e e saeesseenteesaesseesseenseesenseenseeneennes 783
List of PLMNsto be used in disaster CONGitioN ...........coveireirineieniencese e 783
Extended CAG iNfOrmMation [iSk.........oovieieieceee et 783
Updated PEIPS assiStance iNfOrMaLion ..ottt 784
N IS Y C T 10107 4 o] o R 784
PHIOFTY TNOICBION ...ttt b et e et b e bbbt eb e b et b b et b e b 784
RAN timing SYNCAIONIZAETON ........cccoiiiiieiiiieeee sttt ettt 784
Extended LADN iNfOrMIBLHION.........coiiieieeeseeeee ettt st e e e e seesteseesneeseeneeneeees 784

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 17 ETSI TS 124 501 V18.8.0 (2024-10)

8.2.19.38
8.2.19.39
8.2.19.40
8.2.19.41
8.2.19.42
8.2.19.43
8.2.19.44
8.2.19.45
8.2.20
8.220.1
8.2.20.2
8221
82211
8.2.22
82221
8.2.23
82231
8.2.24
8.2.24.1
8.2.24.2
8.2.25
8.2.25.1
8.2.25.2
8.2.25.3
8.2.25.4
8.2.25.5
8.2.25.6
8.2.25.7
8.2.25.8
8.2.25.9
8.2.26
8.2.26.1
8.2.26.2
8.2.26.3
8.2.26.4
8.2.27
8.6.27.1
8.2.28
8.2.28.1
8.2.29
8.2.29.1
8.2.30
8.2.30.1
8.2.30.2
8.2.30.3
8.2.30.4
8.2.30.5
8.2.30.6
8.2.30.7
8.2.30.8
8.2.30.9
8.2.30.10
8.2.30.11
8.2.30.12
8.2.30.13
8.2.31
8.231.1
8.2.32
8.2.32.1
8.2.33
8.2.33.1
8.2.34

AREINALIVE NSSAL ...ttt e et besbe et e et e ne e e e s e seeseesaeeneeneeneeneas 784
S-NSSAI location validity iNfOrMaLioN..........ccciirieiriiereee e 784
S-NSSAI time validity iNFOrMELION........cciiieiiiieer e s 784
MaXTMUM EIME OFFSEL ...ttt e e e e e e saeene e e et ee 784
Partially @llOWEH NSSAL ..ot ettt bbb et b et b b 784
Partially rgfECLEA NSSAL ..ottt e st e et et ea e sreente e teeseeeneeneeenes 784
Feature authorization INQICALTON. ..ot bbb e 784
ON-AEBMANG NSSAL .. bttt b e bbbt e st et e beseeebeseeseeebesaeene e e e b nes 785
Configuration UPdate COMPIELE..........eeiieieece e et esre et e et e enreeneeenaesreesneas 785
V=SS T= 0 L= T o] 785
Y40 o SRS 785
[ENLITY FEOUESE ...ttt ettt b e bbbt bbb et b b 785
MESSAGE AEFINITION ...ttt ettt b e bbbt bbb b e 785
Lo = 0L Y == 0o 0T = TSP PTRTUR PR 786
MESSAGE AEFINITION ...ttt ettt b e bbbt bbb b e 786
[N T 1 o= 1o o RS 786
VS L= L= T o] 786
T AN 0= T === oo 0= PR 787
V=SS T= o L= T o] 787
PDU SESSION SEBLUS ... eeueeueeeitesteeteeieesee st st sbeseeebesse e e e seess e besaeebe s st eseeseesseabesbeebeeaeeneeeesbesbesaeeneeneenrenes 787
SECUrity MOAE COMMIBING ........ieiiiieetiestee e re et e st e e et e et e e tessaesreesteesteeseeneesseesneesseenseenseeneennanssansneas 787
V=SS L= L= T o] P 787
IMEISV TEOUESE ... .ottt et r e et et b e e e e nesr e nresee e e e nes 788
Y40 o SRS 788
Selected EPS NAS SeCurity @lgorithms..........coceeieireiiie st 788
Additional 5G SeCUrity iNFOIMELION ........couirieiriiieeriee bbb 788
EAP MESSAE. ...ttt e e 789
N PRSP 789
Replayed S1 UE security CapabilitieS .......ccviveieiiieieese ettt 789
AUNS JEVICE SECUNTY KEY ..veeurieiieeieeiesteste st ste e ste ettt e e st et e e teeste s e e saeesneesseenseenseensesseesneesseesnens 789
SECUNtY MOOE COMPIELE. ... .etieiieeeie ettt sttt e e et e e sseesreesreeteenseenteenseeneeenensneesnnas 789
V=SS Te o L= T o] 789
IIMELSV .t h et bbbt b e et et e e e b e bRt h e Rt R e e e b e bRt b e n et e ns 789
NAS IMESSAGE COMEBINEY .....eviuietereeeete sttt sttt et sbe e et et seese et e se e st ebeseeaesbeseebesbeseeaeabeneeneabesbeneebenbenens 789
0] Y = P 790
SECUMLY MO FEJECT ...ttt et b e e b e et b e et b e st e b e et b e et b b 790
MESSAGE AEFINITION ...ttt ettt b e bbbt b bbb 790
Security proteCted S5GS NAS MESSAGE. .......cveuerieeeierieieie ettt sttt sttt bbbt ebe bt st se et sbe b 790
MESSAGE AEFINITION ...ttt et ettt b e bt b e et b e bbb 790
BGIMM SEBEUS ...tttk et bttt e ke s a e b s he e a e e e e b e b se e eb e s he e bt et e s e e b e nbeebeeheene e e enrennen 791
V=SS Te o L= T o] 791
CoNtrol Plang SErVIiCE FEQUESE.........eeieiiesieeseeseste st se e s e ste e e sre et e e e stessaesaeesseesseenseenseenseenseenensreesnnas 791
V=SS Te o L= T o] 791
ClOT SMall data CONTAINES .......couiiiiitiite ettt se e sb et b et sr e b it e se e e e e e 792
[ Loz o lere 1T 1= Y oL TS 792
PAYIOBE CONLAINMES ...ttt ettt b e et b e bbbt bbb e e et b et e e et b e 792
LD LU =T o] o 8 1 5 TR 792
PDU SESSION SEBLUS ... eeeueeneeeesteiteeteeieeeeseeseesteseeeteeseeseeseessestesaeesesseeneesessessesseeseeneeneensessessesaeeseensenseses 793
Release aSSiStanCe iNAiCALION .........ocuoriiiiiiee ettt seesbesaeene e e eneees 793
UPHINK QLA SEBLUS. ...ttt sttt sttt s b e et b et b et bbb bt b b 793
NAS IMESSAGE COMEBINEY .....eviueetereeeetesteeetese ettt st e et e bese e st et e se e st ebeseeaeabeseebesbeseebeabeneeseebesbe e ebenbeneans 793
Additional INFOIMBLTON. ..ottt et bbbt b b e sbe s e e e e neenas 793
AlOWED PDU SESSION SEBLUS .....ccveeueeuieeestestesie et see sttt sttt e st et beebeese e e ebeseesbesneeneeneennas 793
(O] =0 0= Y 0TS PP R PPR 793
L 01T I = ot o] o 793
Network dlice-specific authentication COmMMEANG ............ccoveeiieii e 793
MESSAGE AEFINITION ...ttt ettt b bbbt b e bbb 793
Network slice-specific authentication COMPIELE ..ot 794
MESSAGE AEFINITION ...ttt ettt b bbbt b e bbb 794
Network slice-specific authentiCation FESUIL............ccoiriiirie e 794
MESSAGE AEFINITION ...ttt et ettt b e bt b e et b e bbb 794
REIAY KEY FEOUESL ...ttt bbbt b e et b et b e b 795

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 18 ETSI TS 124 501 V18.8.0 (2024-10)

8.2.34.1
8.2.35
8.2.35.1
8.2.35.2
8.2.36
8.2.36.1
8.2.36.2
8.2.37
8.237.1
8.2.38
8.2.38.1
8.3
831
8311
83.12
8.3.13
8314
8.3.15
8.3.1.6
8.3.1.7
8.3.18
8.3.19
8.3.1.10
83.111
8.3.1.12
8.3.1.13
8.3.1.14
8.3.1.15
8.3.1.16
8.3.1.17
8.3.1.18
8.3.1.19
8.3.1.20
8.3.2
8321
8.3.22
8.3.23
8324
8.3.25
8.3.26
8.3.2.7
8.3.28
8.3.29
8.3.2.10
83211
8.3.2.12
8.3.2.13
8.3.2.14
8.3.2.15
8.3.2.16
8.3.2.17
8.3.2.18
8.3.2.19
8.3.2.20
83221
8.3.2.22
8.3.3
8331
8.3.32
8.3.33
8.3.34
8.3.34A

MESSAGE AEFINITION ...ttt ettt b e bbbt b e bbb 795
REIAY KEY BCCEPE ......ceeitieeeieteee et bbbt bbb et b et b b 795
MESSAGE AEFINITION ...ttt ettt b bbbt b e bbb 795
EAP MESSAE. ...t e 796
REIAY KEY FEJECT ...ttt bbbt bbbt b e b 796
V=SS L= L= T o] 796
Ly e 1152 o[ PRSP 796
Relay authentiCation FEOUESE ..........oociiieeie ettt et e s s et e e te e teseesneesaeesaeenseensenns 797
V=SS Te o L= T o] 797
Relay authentiCatiOn FESPONSE. .......ccviieieeceeeeese et eese e eseeste e aeeeeesaesseesseesbeeteeseseesseesaeesaeenseensenns 797
MESSAGE AEFINITION ...ttt et ettt b e bt b e et b e bbb 797
5GS 2SS 0N MANAGEMENE MESSATES. ... .eververeeuertesesersessesessesesessessesessessesessessesessesbesesseasesesseabenessesbensesessessenens 798
PDU s255i0N €StaldliSNMENE FEQUESE .....c..oeitiieieierieet et 798
MESSAGE AEFINITION ...ttt ettt b e bbbt b e bbb 798
PDU SESSION LY[I ...ttt sttt sttt sttt b e et b e et b e et b e et b e s e et b s e et eb e s b et e bt e b et eb e b eneebenb et et b e e 799
S O 2700 R 799
Maximum number of supported PaCKEL fIlErS........cvivie i 800
B5GSM CAPBDITITY ...ttt bbb b e e b et bt ae e e e 800
VAo o RSOOSRV PP PP 800
Always-0n PDU SESSION FEQUESLEX .......ccveeiieeieiieieesieesieesteeteete e sieeseesreesaeeeesseesseesseenseensessaessessnns 800
SM PDU DN reQUESE COMEAINEY ......ueeteeieeieseeseeseesteeeeseeseeesteete e e essesseessaesseessesssesnessneesseesseenseensenns 800
Extended protocol configuration OPLIONS ...........ccuviieiiereeseese et seesreeae e enes 800

I P header compression CONFIGUIBLION .........c.ciiieiriiieerierie ettt 800
DS-TT Ethernet port MAC @OIESS ......c.ciiiieeeierieeete ettt st sbe et sb et sb bbb 800

0 I B I (=T L= g o 1 1= S 800
Port management information CONTAINEY ..........ccoirriiirieine et e 800
Ethernet header compression CONfiGUILTION ..........ceiiieiiririeee e e 800
Suggested INtErface TENTITIEN ..o bbb 801
SErVICE-1EVEI-AA COMBINET ......cti ittt sttt ettt e b e bbbt sb et eese e b e sbesbesbesaeese e e ennees 801
REQUESIEA MBS CONLAINES ......ccuveieieieeeiteesteesteete et e etee st e st e e e e teseesaesaeesaeesseenteeseeessesseesseesenseensenneennes 801

L DLW IR T o 1 1 5 801
S N PP U PP URTORPP 801
URSP rule enforCemMENt FEPOIS. .........oieeieerie e eieeeeste e ee e sae e e s e e saeeeeseesseesseeteente e beeneeesesneeenns 801
PDU s255i0Nn €StalliShMENt @CCENL. .......ciuieeeiriiee et 801
M ESSAGE AEFINITION ...t bbbttt b e bbbt b et b e b 801

S RS Y o= 1 = TR URRSIN 803

L I LU o (0| =S 803
L@ R 1= Y= | 11 803

S N YA 803
Always-0n PDU SeSSION iNGICALION........c..eeiieieiiecie e sieeste e ste et saeeee e e se e e enaesnaesreesneas 803
Mapped EPS DEarer CONMIEXES........uiiieiieieeie et sees ettt a e s e sreesre e te e teeeeenseeneeenes 803
Ly e 01152 [ TP 803
Authorized QOS fIOW ESCIIPLIONS ........ccveiiieeee e se ettt se e sreesreeaeenaesnaesreesneas 803
Extended protocol configuration OPLIONS ..........ccuviierieriesecse et e e e ae e enes 803
DINN Lttt bttt h bt bt ek e st e st e e R e e R e eR e SR e e R e e e e R e SR e R e eRe R e b e e Reen e e b e nR e bt eReene e e ne e 803
5GSM NEtWOIK FEEIUINE SUPPOIT .....c.eeueitereeieete sttt ettt sttt sb e b e st b e e b e b et r e e b srenneneas 803
Yo o RSP 803
SErVING PLIMN FBEE CONIOL .....veviiiitiieeeeteseeeete sttt sttt st b e et bt et b e ebesnenneneas 803
AT SSS COMEAINE ......eeeeeeeteeieeteereetestesteste st eteeeeseeseesaeseesseesesseeseeaeenseseeseeeseaneeseesensensessessesseeneensenseseens 804
Control plane ONlY INAICALTION...........ciiiiirieeeree e bbb snenea 804

I P header compression CONFIGUIBLION..........c.cruiieiriiieerierie sttt 804
Ethernet header compression CONfiQUIatioN ............cuviieiieiee i 804
SErVICE-1EVEI-AA COMEBINET ......ctiitiitiiteetieit ettt ettt et et b e sbe b e e e e e se e b e sbesbesbesaeese e e et nes 804
RECEIVEA MBS CONTAINES ...ttt sttt b bbbt sb e sn b et ne e e e e 804

[N 1@ 7 PSSO PV URPP 804

L o]0 Tee e [===ot 1 o)1 o] o I 804
PDU 5255i0N €StalliSNIMENE FEJECT .......uiitiieiieie bbb bbb 804
MESSAGE AEFINITION ...ttt e et b e e bbb bbb 804
BaCK-Off tHMEI VAIUE ...ttt sttt e e e e st saeene e e et ee 805

F N F 0T S S O 0o o L= PSP 805
EAP MESSAGE. ... e e e e 805
5GSM congestion re-attempt iNAICALON .........cccoirieiriieeiee st 805

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 19 ETSI TS 124 501 V18.8.0 (2024-10)

8.3.35
8.3.3.6
8.3.3.7
8.34
8341
8.34.2
8.34.3
8.35
8351
8352
8.3.5.3
8.3.6
8.3.6.1
8.3.6.2
8.3.6.3
8.3.7
83.7.1
8.3.7.2
8.3.7.3
8374
8.3.75
8.3.7.6
8.3.7.7
8.3.7.8
8.3.7.9
8.3.7.10
83.7.11
8.3.7.12
8.3.7.13
8.3.7.14
8.3.7.15
8.3.7.16
8.3.7.17
8.3.8
8381
8.3.8.2
8.3.8.2A
8.3.8.3
8.3.84
8.39
8391
8392
8.3.9.3
8.3.94
8.3.95
8.3.9.6
8.3.9.7
8.3.9.8
8.3.9.9
8.3.9.10
8.39.11
8.3.9.12
8.3.9.13
8.39.14
8.3.9.15
8.3.9.16
8.3.9.17
8.3.9.18
8.3.9.19
8.3.9.20
8.3.10
8.3.10.1

Extended protocol configuration OPLIONS..........cociererirerieeee e b 805
RE-GEMPL INAICELON ...ttt eb et b e bbb 806
SEIVICE-1EVEI-AA COMEBIMET ... .etiieiitieieeeieteee ettt et s et et et e teseesbe e eseesee e eseeseenbeseeseeseesaeeneeneensenes 806
PDU session authentication COMMEANG............oiiiiiieieiee et see e e 806
MESSAGE AEFINITION ...ttt ettt e et b e e bbbttt be e 806
Extended protocol configuration OPLIONS ...........ccuviieiiereeree e et e e e ae e enes 806
Yoo OSSP ST 807
PDU session authentication COMPIELE. ...........ooviieieie e e e e e nreeeeens 807
Y Ss2o Te o L= T o] 807
Extended protocol configuration OPLIONS ...........ccuveieiieree et seeeae e enes 807
Y20 o P PRRSS 807
PDU session authentiCation FESUIT ..........cc.iiiie et sa et e e e 807
MESSAGE AEFINITION ...ttt bttt b e e bbb bbb 807
EAP MESSAQE. ... e e e e e 808
Extended protocol configuration OPLIONS..........ciceiirerrerieee e 808
PDU 525510Nn MOifiCaliON FEOUESE ..ottt bbb e 808
Y Ss2To Te 0 U< T Tl o] 808
S SV o= o ] 1 TSRS 809
BGSEIM CAUSE ... euteiueesee sttt ettt et ae st e s e e s he e sh e e R e e et e Rt e R R e e R e e e R e e Re e Rt e R e snneean e nneenne e reereea 810
Maximum number of supported PaCKet fIlErS........cvveie i 810
Always-0n PDU SESSION FEQUESLEX .......ccveeiieeieiieiee e sieesteete e ssaesaeseesreesaeeeessaessaesseesseensesseessassnens 810
Integrity protection MaXimuUM GaLATEEE..........ccvecieeeeeeeeees et ste e s et eenaesnaesraesneas 810
REGUESIEA QOS FUIES ...ttt ettt ettt b et st b e bbbt b e b et b e et et be e 810
Reguested QOS flOW AESCIIPLIONS ......cveuerierieeete ettt sttt 810
Extended protocol configuration OPLIONS..........ccoeeeeierirereeee et 810
MapPEd EPS DEBIEr CONTEXES......c.eeuiiviieieiterieieste ettt sttt sttt sb et bbb et be e 810
Port management information CONTAINEY ..........ccoiriiiirieineree e e 810
I P header compression CONFIGUIBLION .........c.criieiriiieeerierie et 810
Ethernet header compression CONfIQUIatioN ............cuviieiieiie i 811
REQUESIEA MBS CONLAINES ......ccuveieieieeeiteesteesteete et e etee st e st e e e e teseesaesaeesaeesseenteeseeessesseesseesenseensenneennes 811
SErVICE-1EVEI-AA COMEBINMET ......ctiitiitirieeteeie ettt b ettt e bbbt sbe et e e e se e b e sbesresbesaeese e e e e nes 811
NON-3GPP del@y DULQEL.........cceeiee ettt et es e sraeste e reereeneenneenes 811
URSP rule enforCemMENt FEPOIS. .........oieeieerie e eieeeeste e ee e sae e e s e e saeeeeseesseesseeteente e beeneeesesneeenns 811
PDU 525510N MOifiCALION FEJECL.........eouieeiietirieieierteee et 811
M ESSAGE AEFINITION ...t bbbttt b e bbbt b et b e b 811
BaCK-Off tHMEI VAIUE ...ttt sttt e e e e st saeene e e et ee 812
5GSM congestion re-attempt iNAICALON ..........cccoirieiiiieeire e 812
Extended protocol configuration OPLIONS..........ccoeoiererirerieeeie et 812
RE-GEMPL INAICELON ...ttt eb et b e bbb 812
PDU session modifiCation COMMEANG..........c.ooiiiiirieieee et sb e s ee e e 812
VS0 L= o L= T Tl o] 812
BGSEM CAUSE ...ttt ettt etttk r et b et e e e s e e s he e she e R e e Rt e Rt R e e R e e R e e Re e R e e e e snnesan e nneenne e neereen 813
SESSIONFAMBIR ...ttt sttt ettt bRt R e bene b et et b e te e ereeteneeneas 813
L O (T 0= R = 1 = 814
Always-0n PDU SeSSION iNGICALION........cceeiieieiie e cie st se e steesae e e e e e e e enaesnaesreesnees 814
AUhOrZEA QOS FUIES........e ettt ettt sttt e st ettt ebeese e e eneese e beseeseesaeeneeneeneeneas 814
MapPEd EPS DEBIEr CONTEXES.......veuiitirieieiie ettt sttt sttt sttt sb et b et b e et b e b 814
Authorized QOS fIOW ESCIIPLIONS .......ciuiieiiriiieiiri it 814
Extended protocol configuration OPLIONS..........ccoeeererirereeeie et 814
Yoo TSR 814
AT SSS COMEAINE .....eeeeeeteeieeeeeieeeestestesteste e eeeeseessesaesteseeeseeseeseeneenseseeseesseeneeseesensensessessesneeneensenseseens 814
IP header compression CONFIGUIELION ...........eiueiie e ese e eee et ste e ste e e e e s e teeneesnaessaesnees 814
Port management iNnformation CONTAINET ............ccveerierie e seeseeste e e e e e eeeesaesreesreeaeeneeenes 814
Serving PLIMN Fate COMLIOL ........uiiiiiiieiesies e ee e see st s steesaeete e e st e st e e teeteensesnaesneesneesseenseensenns 814
Ethernet header compression CONfiQUIatioN ...........cuviieiieiieie e e s 814
RECEIVEA MBS CONTAINES ...ttt ettt b bbbt se e e b b ebe e e e e e 814
SEIVICE-1EVEI-AA COMEBIMET ......ctiieeitiiteetieiee e et te ettt e et e teseesbesbeeseeae e e eseeseeseeseesaeseesneeneeneensees 815
AREINALIVE SINSSAL ...ttt e e et be et st e st e e e eeseeeseneeseesaeeneeneeneennas 815
N L TSRS 815
PrOtOCOI ESCIILION ...ttt b e st b e bt b e bbbt b e bt et b e 815
PDU session modifiCation COMPIELE...........ciiiiiie bbb 815
MESSAGE AEFINITION ...ttt ettt b e bbbt b bbb 815

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 20 ETSI TS 124 501 V18.8.0 (2024-10)

8.3.10.2 Extended protocol configuration OPLIONS..........cc.eeiireirerieeee et 816
8.3.10.3 Port management information CONTAINEY ..........ccooirriiirieereee bbb 816
8.3.11 PDU session modification COMMEANG FEJECE ..........couiriririiieirieeeeri et 816
83111 MESSAGE AEFINITION ...ttt ettt b e bbbt bbb b e 816
8.3.11.2 Extended protocol configuration OPLIONS..........c.eiiereirerieeee et 816
8.3.12 PDU SESSION FEl€ASE FEAUESE ... oo eeeceeeeeeeie e te sttt e te et e s e s este et e esteeatessaessaesseesseeseesnnesaeesneenseensenns 816
8.3.12.1 V=SS L= L= T o] P 816
8.3.12.2 BGSIM CLISE ...ttt ettt ettt b ekttt e bbbt h e h e h et e bR e R R R R et a b e e e e e bRt ebeeae e e e e b e 817
8.3.12.3 Extended protocol configuration OPLIONS ..........cccuveieiierieeese et see et e e ne e enes 817
8.3.13 PDU SESSION FEIEASE MEJECL ... eeiti e ceeceeeee et s et e e s e s e e e e teestesseesseesteessesneesneesaeesseenseensenns 817
83131 MESSAGE AEFINITION ...ttt et ettt b e bt b e et b e bbb 817
8.3.13.2 Extended protocol configuration OPLIONS..........ccoceiireirereeeie et 817
8.3.14 PDU SeSSioN rel@aSe COMMIBNG ........eiueiuieieiene ettt ree et se s e e e e eesaesbesaeeseeneeneeseesaessesaeeneeneeneeses 818
83141 MESSAGE AEFINITION ...ttt et ettt b et b e et b et b e b 818
8.3.14.2 BaCK-Off tHMEI VAIUE ...ttt e b et e e b saeene e e et e 818
8.3.14.3 EAP MESSAE. ...t e 818
8.3.144 Extended protocol configuration OPLIONS ..........ccuviieiierieeere et sree e e e aesnee e 818
8.3.14.5 5GSM congestion re-attempt INAICALON .........cceieeiie et sreesaeenaeereens 818
8.3.14.6 oo S o] | <SPPI 819
8.3.14.7 SErVICE-1EVEI-AA COMEBIMET ... ettt ettt b ettt se et b e sb e eb et e a e e e e e e besr e b e saeese e e e e e 819
8.3.14.8 AEINALVE STNSSAN ...t b e bt a et e b see s b e be bt ebe e e enne e 819
8.3.15 PDU SeSSION rel€aS2 COMPIELE .......ociiceeeeeeeeee ettt te e ee et e s e e te et e e steentesneesnnesaeesaeenseensenns 819
8.3.15.1 MESSAGE AEFINITION ...ttt ettt b e bbbt b bbb 819
8.3.15.2 LSV or= 1 = U URURSPSIN 819
8.3.15.3 Extended protocol configuration OPLIONS..........c.eirireirerieine et 819
8.3.16 BGSIM SEBLUS......eeueeueeeeiesie sttt e et et e sttt te st eae et e e s eeebeebesaeeseeneen e e e e beeEeeReeheeneeneeneenseteeteeeeeneeneennentennens 820
8.3.16.1 MESSAGE AEFINITION ...ttt ettt b bbbt b e bbb 820
8.3.17 Service-level authentication COMMANG ...........ccoii it enee e 820
8.3.17.1 V=SS Te o L= T o] 820
8.3.18 Service-level authentication COMPIELE.........cceeiiei e 821
8.3.18.1 V=SS T= o L= T o] 821
8.3.19 REMOIE UE FEDOM ...ttt sttt sttt b ettt e et e s ke e e be e e be e e be e e beeeabeesbeeeneeenbeeenneeenes 821
8.3.19.1 VS T= 0 L= T o] 821
8.3.19.2 Remote UE CONEXE CONNECLEM ........eeiiieieeeieieeeet ettt r e e e et esaeene e eneeee 822
8.3.19.3 Remote UE context diSCONNECLEA ...........ooiiiiiii ettt s 822
8.3.20 RemMOte UE rgPOr MES00NSE .......oueiiiiei i s s e s e sn e ne e 822
8.3.20.1 MESSAGE AEFINITION ...ttt ettt b e bbbt b bbb 822
8.3.20.2 Y40 o SRS 822
8.3.20.3 Y40 o SRS 822
8.3.204 VAo o RO TP O PP PPRURRRP 822
9 General message format and information elements COdING...........coevriririinenese e 822
9.1 OVEIVIBW ...ttt ettt e bbbt e e e h e bt s bt eh e ae e R e e e oo E e b e SRt eh £ e ae e R e e e e aEeebeeheeb e eaeesbene e b e nbesheebeennenteneen 822
911 NAS MESSAGE FOMMIEL ...ttt b et b et b et b et b et sb e b 822
912 Field format and MaAPPING........cveuerueeeierieeetest ettt b et b et b et n et nb e b 823
9.2 Extended protoCOl diSCrMINELON ........cierieerieieeertereet sttt st b e e eb e b e bt sa e eb e sb e e enesbennenea 824
9.3 SECUNTY NEBOEY LY ...ttt e h bbbt b bt h e b et e b bt e b bt 824
9.4 PDU SESSION TOENTITY ..ttt b e st b e et b e et b e s e et eb e se e e eb e s b et et e sbe e ebenbenneneas 824
9.5 SPAIE NAIT OCLEL. ...ttt bbb bbbt bbbt a e bbb b e b b 825
9.6 Procedure tranSaCtioN IAENTITY ........c.eie et e e sae e sre e aeenteeneeesaesneesnaesneas 825
9.7 S To SN Y o PSP POPR 825
9.8 Message aUthentiCaLION COUE..........ccuiiieiee ettt e e te st e s e e sae e steeaeenteeneeesaesneesnaesnnas 827
9.9 Plain SGS NAS MESSATE ......ve e iteesteeste et etestee st ese e tesseeseesaeesse e teasteassessaesteesseassesssesaeesaeesseeseanseensesnsessansnnes 827
9.10 SEOUENCE NUIMIIET ...ttt rte e st e st e s te e e et e s seesseesteesaeesseeneeeneeeaeenseanseenseaseenseesseesseenseeneeeneennns 827
9.11 Other INfOrmMation ElEMENTS.........ooi ettt st b et b e e e e e e e b e b saesse e e eneeseen 828
9111 L1 PPN 828
9.11.2 Common iNfOrMBELION EIEMENES.........eoeieeeee et see st ae s e e e seenbesresreeneeneeneens 828
91121 WX (o ] (o aT= I T o) {0 .47 o o FOU RSP 828
9.11.2.1A AACCESSTYPE ... e e a e e a e e e 829
9.11.2.1B ] SR 829
9.11.2.2 BEAP MESSAGE. ... e e e e e e s 829
9.11.2.3 (€1 SN 11111 ST U ORI 830

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 21 ETSI TS 124 501 V18.8.0 (2024-10)

91124
9.11.2.5
9.11.2.6
9.11.2.7
9.11.2.8
9.11.2.9
9.11.2.10
911211
9.11.2.12
9.11.2.13
9.11.2.14
9.11.2.15
9.11.2.16
9.11.2.17
9.11.2.18
9.11.2.19
9.11.2.20
911221
9.11.3
91131
9.11.3.2
9.11.3.2A
9.11.3.3
9.11.34
9.11.3.5
9.11.3.6
9.11.3.7
9.11.3.8
9.11.3.9
9.11.3.9A
9.11.3.10
9.11.3.11
9.11.3.12
9.11.3.12A
9.11.3.13
9.11.3.14
9.11.3.15
9.11.3.16
9.11.3.17
9.11.3.18
9.11.3.18A
9.11.3.18B
9.11.3.18C
9.11.3.18D
9.11.3.19
9.11.3.20
9.11.3.21
9.11.3.22
9.11.3.23
9.11.3.23A
9.11.3.24
9.11.3.25
9.11.3.26
9.11.3.26A
9.11.3.27
9.11.3.28
9.11.3.29
9.11.3.30
9.11.3.31
9.11.3.31A
9.11.3.31B
9.11.3.31C

L1 S 1111 2R 830
L1 S 1111 S S 830
Intra N1 mode NAS transparent CONLAINEY .........c.coireeririeeriieesese st be e sne e 830
N1 mode to S1 mode NAS transparent CONLAINET .........ccouerrirereerereee et 831
S NN YA 831
S1 mode to N1 mode NAS transparent CONLAINEY ..........coceeieereeieeeeeseeseeseee e sae e sre e e saeseeseeens 833
SEIVICE-1EVEI-AA COMBINET ......ctiitiitiite ittt ettt sttt ae et e e e bbbt bt e s e e e e e e sbeseesbesaeene e e eeenes 834
SEIVICE-1EVEl BVICE D ... bttt et b b et bt e e e 837
SErViCe-1eVel-AA SEIVEr AOAIESS.......oouiiieeieeeee ettt e sb e sb bt a e e e 837
SErVICE-1EVE-AA PAYIOAU. ...t sre e re e reereens 838
SENVICETEVEI-AA TESPONSE. ...ttt ettt ettt b et b e e h bt bbbt st bt s b e st st e b ese et e s be e ebesbenneneas 838
Service-1eVel-AA PAYIOBH LYPE......c.oiieiie ettt 839
1Yo o TR 839
Service-level-AA pending iINQiCALTON...........c.ioiiriire e 839
Service-level-AA service StatuS iNAICALTON .......ccvevvireieieeeee e e 840
LI L8010 (0= 1 o o TSRS 840
Unavailability iNfOrMEaLioN .........ccceeiiie ettt e s et e e beenreeneenneenes 840
Unavailability CONFIQUIAiON ......cccuieiiiiee ettt ettt e e aeenneenes 840
5GS mobility management (5GMM) information €lemEeNtS..........cccvecviceeriere e 840
BGMM CAPEDIITY ...ttt sttt st sttt et st s e bese s et et et teneeneeteneeneas 840
SGIMM CBUSE. ......eeiueeriee it sttt ettt et r et e et st e s e e s he e she e e Rt e st e n e e aRe s s sesheeshe e sReeneesanesanesneeeneenneereen 850
SGS DRX PAIGIMELENS. ....cutiiiiie ittt sttt sttt sttt e b e b e rbe e s be e e bt e e sbe e e sbeeenbae e saseesbbeesnreenanes 853
BGS IUENLILY LY vttt ettt ettt sttt ettt bbb bt se bt b e e bt sbese e bt sbese ek e sb e e eb e s b e nnebeebeneeneas 853
5GS MODIHTE IAENTITY ...ttt b e et b e et b e e e et b e b b neeneas 854
5GS NEtWOrK FEAEUIE SUPPOIT......ccveeieiiteiieieete ettt sttt b e s b e se et s r e b snenneneas 860
B5GS regiStration FESUIT.........ceiieieiieteie ettt ettt et b e e bt b e e e b b e b e sneneeneas 866
BGS rEOISITALION LY. ...tttk ettt ettt ettt et b e ettt e e e bt s b et bt sb et eb e se e e eb e s b e e enennennene s 867
B5GS tracking arEaidENTITY ... ..c.ceireeiitereeere ettt b e b e 868
5GS tracking area identity lIS.......ccvccieeiiecees e e e sreenneereens 869
TR RN ol = £ 1] USSR 874
Y 2] 2 7 TSR 875
Y4 oo TSR 875
Additional 5G Security INfOrMaLiON ........c.eiiee it sraesreesnees 875
Additional iNfOrmMation FEQUESLEM. ...........ureiriieiiiiere bbb e 876
AlIOWEA PDU SESSION SEBLUS ......veieeueeieseeste st eteeee e seesee et steseeseeseeseestessessesseeneeneenseseeseessesneeneensenees 876
Authentication faillure ParamELEr ..o bbb 877
Authentication PAramELer AUTN ..o bbb e e sb e e 877
Authentication Parameter RAND ..ot e e 877
AULhenti Cation reSPONSE PAIEIMELES .........ccuiiriiririeriei ettt bbb bt b e sbe e 877
Configuration Update iNAiCALION...........ccerierierie et sre e sre e sreesreenaeenreens 877
CAG INFOMMELION TISL.....eei ittt b e h e b et e e bbb ae s e e e b e 878
ClIOT SMall daEa CONTAINES .......eeiieieitiie ettt e b bbb et bbbt b s s eae e e e e e 879
(O T o ac T a0 (= o - SRS 883
CONLIOl PlaNE SEIVICE LY P .euie ettt eeeetees et ee e s esae e ste et e e aesaaesraesteesaeesteesessaesneesneesaeenseensenns 892
(D F= Y [0 A== Vg To R 1 0= 892
DT SITAL ON TYPE.... ettt ettt b e s bt b e e e it b st b b et b bt b b 892
1Yo o TR 893
1Yo o TR 893
EMErgenCy NUIMDET TISt ... .ccouiiiieeiesee sttt bbbt b e et b e 893
EPS DEArer CONTEXE SLAEUS.......eeoveieiieeieieieeie ettt sttt se e e s eeebeeaeene et e seesbesaeeneeneeneenes 893
EPS NAS MESSAJE CONTAINET ......cveuieterieeete ettt sttt sttt st se et st se et b e e se b s st sbe e ese b e s et ebe b e e 893
EPS NAS SeCUrity @lgOMtNMS........ccouiiiicieceee ettt e st et e e e e e neeneeenes 894
Extended emergency NUMDEE [ISt........cooii ittt re e s e e enes 894
LS00 (=0l D R o= =1 1= (= £ P 894
Y4 oo RSSO 894
IMEISV TEOUESL .....eviteieieete sttt ettt b et se bt e st st et st st et e s st e teneebenbenens 894
I B ]V o (Yoo o RS 894
I 1AV g1 7] 10 1T ] o PR 895
L@@ oo [ 4 o] o I 896
MA PDU SESSION INFOMMIATON ......viitiieieiieieriesie sttt e e ee st seesaeese e e e e seesteseesaesseeneeneeses 897
IMBPPEA INSSAL ...ttt ettt b et b e bt b e bt b e b e bt b e e e bt bt b e s b et b st e et be e 897
MObile StatioN ClASSMAIK 2.........couiiieieere ettt et e st e e e eesaeene e e eneeeee 898

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 22 ETSI TS 124 501 V18.8.0 (2024-10)

9.11.3.32
9.11.3.33
9.11.3.34
9.11.3.35
9.11.3.36
9.11.3.36A
9.11.3.37
9.11.3.37A
9.11.3.38
9.11.3.39
9.11.3.40
9.11.341
9.11.3.42
9.11.3.43
9.11.3.44
9.11.3.45
9.11.3.46
9.11.3.46A
9.11.3.47
9.11.3.48
9.11.3.48A
9.11.3.49
9.11.3.50
9.11.3.50A
9.11.3.51
9.11.3.51A
9.11.3.52
9.11.353
9.11.3.53A
9.11.3.54
9.11.3.55
9.11.3.56
9.11.3.57
9.11.3.58
9.11.3.59
9.11.3.60
9.11.3.61
9.11.3.62
9.11.3.63
9.11.3.64
9.11.3.65
9.11.3.66
9.11.3.67
9.11.3.68
9.11.3.69
9.11.3.70
9.11.3.71
9.11.3.72
9.11.3.73
9.11.3.74
9.11.3.75
9.11.3.76
9.11.3.77
9.11.3.78
9.11.3.79
9.11.3.80
9.11.3.81
9.11.3.82
9.11.3.83
9.11.3.84
9.11.3.85
9.11.3.86

NAS KEY SEE IABNTIFIEN .....cee ittt b e et 898
NAS MESSAGE COMEAINEY ...ttt sttt sttt sttt e st be st e e bt b et be s b e se e bt s be e eae e b e seebeeeenesbesb et ebenbenens 899
NAS SECUNLY @I JOMTNMS ...ttt bbb bbb 899
NS Yo Q= PSSR 900
NEtWOrK SliCING INTICALION .......c.eiviieeiiie bbb e 900
NON-3GPP NW Provided POLICIES. .....cceiiieieeii e e st s e ste e e e e st esneesnae e e eeenseeneeenes 901
N ST TSP S 901
NSSAT INCIUSION MOGE. ..ottt ettt he et re et et eb e sae st e e e ss e be e e sn e besaeebe e e eneees 902
Operator-defined access category AefiNitiONS .........ccevee e 902
L Y0z o oo g1 = 1= S 906
PaY1080 CONTAINET LY.ttt bbb et b bt b e et b ettt b 912
PDU SESSION IUBNTILY 2.ttt ettt sttt eb e bbbt b e b 912
PDU SeSSion reaCtivation FESUIL.........cc.oii ettt s sa et ae e et e 913
PDU session reaCtivation rESUIT EITON CAUSE ........ceeerieriereesieeeeeieeseeseenee e ste e saee e eeeseeseeseesaesseeneeneeses 913
PDU SESSION SEBIUS .....e.eeteeeeeeeteseestesteeieeeeseesteseestesseeseeseessestesseesesseensessesseseesseeseeneansessessessesneeneensenseses 914
o I N 914
S L= 0= o N IS ST A PSSRSO 914
Release aSSiStanCe iNGICAIION ........cc.eiiiiiieirt ettt e sr e bt e e e e 916
(S 0 T01CS 1Y 0T O RPROPRUTTOPRTRN 916
S U e Ao Qo= o o PR 916
S1 UE SECUNLY CaPabIilITY ... eeieeeeiieieeiee ettt et ae e sreesnesnaesneesneesneenneenrenns 916
SEIVICE AIEAIISE ...ttt bttt e bbbt h et e bbb aeene e re e 916
S AV Loy o= PSR STP TP UPRUPTPRPUPTPTRN 921
S S o [To= 4 o o R 921
SOR traNSPar€Nt CONTAINES ......eivieeteitereetertere ettt ettt ettt sr et sr et eb e et et ese et b e se et ebesee e ebesreneenesreneeneas 922
SUPPOIEA COUEC TSE ...ttt ettt st b e et b e et b e b b seenenbeneeneas 940
LI 010 =PRSS 940
TIME ZONE AN IMIE......ceeieee ettt sttt e et e st e e seeebeeseeseeneeseebeeessestesaeeneeneenseneens 940
UE parameters update transparent CONTAINET ...........c.ecverieerieeierieeseeseeseeesseenseseessessseessesssesssesssessssnes 940
UE SECUNLY CAP@DIITY ....eeieeeiee ettt sttt et e et e et ente e te e reeneenneenes 943
]Sl TC s ] oo 948
UE SEBEUS ...ttt sttt st st st st s e et be s ae e et s e e e e ke s e et e be s be e e b s b et et e s e e st e besbeneebesbe e ebenbenene 948
Lo T N0 = =T [ 949
Yoo SRR 950
Yoo P RRSSN 950
Yoo USRS 950
Yoo SRR 950
Yoo USRS 950
Yoo USRS 950
Y4 oo TR RSTS 950
Y4 oo TR 950
Y4 oo TR 950
Y4 oo TSR 950
0] ="e (Lo oo = o 1 11 3/ 1 0 950
UE radio capability ID deletion indiCation.............ccoveieieieeiee s see e 950
Truncated 5G-S-TM S| CONFIGUIBLTION.........coveuiitireeirterieiet et 951
WUS aSSiStaNCe INFOMMBEION ........eieeieieeeeee et se et e e e teseeseesae e e eneeneeneas 952
[N LT 1@ 1o = 1 o] o IR 952
NB-N1 MOde DRX PArAIMELENS .....c.ciueieieriereeie sttt sttt sttt sttt sb b e bbb sn e b b 953
Additional configuration INAICALION ..o 953
Extended rgfECtE0 NSSAI ...t et b ettt b e et b e n e 954
(O] =0 01= S Y 0T TR 958
L 0T To I = ot o] o 958
Y4 oo TSR 959
INID ettt ettt stk e stk st e st Ee Aot bt Ao Ae ke A et Re R e e Rt R et Ee R e Rt ebe e Re e et be e erenbenene 959
PEIPS 8SSIStANCE INFOIMELION. .......civiieeeieeierieste ettt et b st e e e b et e ne e e 959
5GS additional rEQUESE FESUIT .........c.eiiiieeiiite ettt sttt b e e nesaenneneas 961
N IS (R T ) {01 147 1o o 962
List of PLMNsto be used in disaster CONAition ............cooiiiiiiiieieeeee e 963
REGISIIatioN WAIT FANJE ......eeeeeeteieeeete sttt b e et b e et b e bt bese bbb b et b b 964
PLIMIN TEMLILY .ottt ettt ettt b e et b et b e bbbt b e b e e b b 964
Extended CAG infOrmMation [iSk.........oovoiieieie et s e 965

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 23 ETSI TS 124 501 V18.8.0 (2024-10)

9.11.3.87
9.11.3.88
9.11.3.89
9.11.3.90
9.11.3.91
9.11.3.92
9.11.3.93
9.11.3.94
9.11.3.95
9.11.3.96
9.11.3.97
9.11.3.98
9.11.3.99
9.11.3.100
9.11.3.101
9.11.3.102
9.11.3.103
9.11.3.104
9.11.3.106
9.11.3.107
9.11.3.108
9.11.3.109
9114
91141
9.114.2
9.114.3
91144
9.114.5
9.11.4.6
9.11.4.7
9.11.4.8
9.11.4.9
9.11.4.10
911411
9.11.4.12
9.11.4.13
9.11.4.14
9.11.4.15
9.11.4.16
9.11.4.17
9.11.4.18
9.11.4.19
9.11.4.20
9.114.21
9.11.4.22
9.11.4.23
9.11.4.24
9.11.4.25
9.11.4.26
9.11.4.27
9.11.4.28
9.11.4.29
9.11.4.30
911431
9.11.4.32
9.11.4.33
9.11.4.34
9.11.4.35
9.11.4.36
9.11.4.37
9.11.4.38
9.11.4.39

N IS A T 1(0] 107 o] o P 970
ProSe relay tranSaCtion IAENTITY.........ccoereriiiee e 971
Relay KeY refUESE ParaMELErS........cviiieiiie ettt sttt st et sb bbbt b e et b b 972
Relay KeY reSpONSE PArAIMELENS .......oiviieiiiiereeie ettt sttt et b e sttt eb bt ebe bt b et be b 973
PrIOFEY TNOICBION ...ttt ettt bbbt bt b e et eb e bbb et b b 974
SINPN TISE ettt bbb bbb e Rt R bR n et 974
NSV THEMEIFIEN ...ttt et ettt 975
TINAN INFOMMELION. ...ttt r e s e e st sn e n e r e en e nnenens 976
RAN timing SYNCHIONIZBLION .........cccuiieeieeceeie ettt e et e sra e e e reeneenneenes 977
Extended LADN iNfOrMELION. .......ccociiiieiierece sttt e 978
AREINAIIVE NSSAL ...ttt et s ae bt st e e eneesee s e steseesaeeneeneeneeneas 979
TYPE 6 1B CONLAINEY ...ttt ettt b bbb b eb e e e ens 980
Non-3GPP access path sSwitching iNdiCatioN ... 981
S-NSSAI location validity iNfOrMaLioN..........ccciireeirireiseree e 981
S-NSSAI time validity iINfOrMELION........c.ciiieiriieere e 983
Non-3GPP path switching infOrmMation ..........ccoeiiiiiie e 985
PAIE] NSSAL ..ottt bbbt b et b e b s 986
F Y€ oo [Ter= 1 o] o ISP PR SR TRR 987
Payload contaiNer iNfOrMELION ...........ccveiiiie e ciesies e e e ra et e s e s reesre e reenreeneeneeenes 988
AUNS AEVICE SECUITY KEY ...eeeeeieeeieeie ettt ettt ettt et e e e tesnaesseesaeesseenaeenaeensenneesneesnnes 988
ON-AEMENG NSSAI ...t b et b e et p e n et 989
EXTENAE SGMM CAUSE. ......civeviririeiieeieit sttt sttt 990
5GS session management (5GSM) information ElementsS...........cccoereinireeneneereee e 990
BGSM CAPADITTY ...eveveeeieetereet et e et e et b ne b erenneneas 990
BGSIM CAUSE ...ttt eiee sttt ste ettt ae e ete e e bt et e e e e s te e aeesae e saeesae e et e aeeeaeeeR e e ebe e b e e beebeenseeneeeneeeneeeaeenreenrean 992
Always-0n PDU SeSSION iNAICALTON.........ciuiiriiieiriirieisesteee et 994
Always-0n PDU SESSION FEQUESIED .........eveuiriiieiiriiieiesiesiees ettt sttt 994
F N F 0T <o S S O 1 4o o L= RSP 994
Extended protocol configuration OPLIONS ...........cuviieiierieseese e see et e e e e e s nesneeenes 995
Integrity protection MaXimUM JaLaFaLE.........ccvevveeeeeieeseere e te e ee e e et e e neesraesnees 995
Mapped EPS DEAIrer CONEXLS........uiiieiierieiite et ctesees et e e e e s ae e e e e e s e sreeste e te e beeeeeseeneeenes 996
Maximum number of supported PaCKEL FIlLErS .......ccveiv e 1000
PDU GOUMESS......ceeeereeii ettt bbbt b et e bt s bt e bt e e en s 1000
PDU SESSION LY[I ...ttt ettt ettt b bbbt b b st b st b bt b b e b e bbbt b b e 1001
QOS TlOW TESCIIPLIONS. ...ttt ettt bttt bt s et b et b e 1002
(001 1= RS 1009
SESSIONFAMBIR ... bbb bbb et h e b bt b et b e 1017
SM PDU DN FEQUESE CONAIMET ......cueteueetereeeetesieeete st seste st et s et bt sbe e e b st e b b e b st sbesne e e 1018
IS O 470 SRS 1019
L= 1= .10 T e = o | OSSR 1019
5GSM NetwOork fEALUIrE SUPPOM .........eeieeeieesteeie et te et ste et e e e e e s esreesreeneenaeennesnaessaesnnas 1020
RV L SO ST TP PSP PPRTPRTRRO 1021
Serving PLIMN &t COMLIOL .........iiieiiiesiiesieeiesie e see st e et tessae e s teesaeesteeaeeneesnnesseenseenseeneessaesnnas 1021
5GSM congestion re-attempt INAICALON .........eeiiecee et enaesraesnees 1021
AT SSS COMEBINEY ....c.veueererteeeresrere et se st sr e r s r e s e s st e s e s e e seesenreseeresresees e sreseesenre e enesreseeneerenneneas 1021
Control plane ONlY INAICALON. .........oiiiiieee et 1022
I P header compression CONFIGUIBLION............oiveeiiriiieierieiee e 1022
DS-TT Ethernet port MAC Q0OIESS ......cceuiriiieiriiieirieseee sttt bbb e 1025
L I I I (=T L= g o o 1= RS 1025
Port management information CONTAINEY ...........coiriireriieeriee e 1026
Ethernet header compression CONfiQUIALioN ..........ccueeiirieiiiriesee e e 1026
REMOLE UE CONEXE IISE ...vitieciiirieeertieeese et 1027
REQUESIEA MBS CONLAINES ......cc.viieieieieieesieesteesteeee et e et e s te e st e e e e e e e esaessaesseesseesseenseenseenseeseesseessansnens 1031
RECEIVED MBS CONMAINET .......ceetiieieceirtie ettt r e e 1033
PDU SESSION PAIT ID ..eiitieiicieee ettt ettt e e s ae e s e s e e saeenaeenteenseeseeeneenseeneeeneesneesnensneas 1040
RSN et b R R R R R R R Rt b et e R ne 1041
LGS To [0 | == RS 1041
Yoo S 1047
VT TSRS 1047
NON-3GPP del@y DUAGEL........c.ceuireiiitiriieei bbb bbb 1051
URSP rule enfOrCEMENt FEPOITS........cutrtiieeerieieierteseei sttt ettt b b 1053
PrOtOCOI ESCIIPLION ...ttt bbbt b e s bbb 1054

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 24 ETSI TS 124 501 V18.8.0 (2024-10)

9.12 3GPP specific coding information defined within present doCUMENt ..........ccvireerireinineereeereeeeees 1058
9121 Serving NEIWOrK NAME (SNIN) ..o bbbt bbb 1058
10 LiSt Of SYSIEM PArAIMELErS.......ccuicceeiieceeecie ettt ettt sttt st e e e s e e e b e e e s eesae e besteeneesneeneetesneennas 1059
10.1 LT 0T 1059
10.2 Timers of 5GS MObIlity MANBGEMENT ........cccieieeie ettt e sre e s e e sreesteeneeneeneeenes 1059
10.3 Timers of 5GS SESSION MANAGEIMIENL ......eccveiirieeeeeeeeseeteeeeeseeseeseesreesseesseeseesseeseesseesseesseeseenseeseensennes 1070
104 o o S 1076
Annex A (informative): Cause valuesfor 5GS mobility management...........cccceoeverierenereneneenens 1077
Al Causesrelated t0 UE identifiCation..........ccooiiireriiiere et s 1077
A.2 Causerelated to SUDSCIiPLION OPLIONS........ciuiieieieieeriert st 1077
A.3 Causesrdated to PLMN or SNPN specific network failures and congestion/authentication

L= LU == P 1079
A4 Causesrelated 10 iNValid MESSAgES ....cccverireeiieere st see sttt te et eseesteeaestesseetesreeseeeesnens 1080
Annex B (informative): Causevaluesfor 5GS session Management ........ccoccvveeveneereseereeneeeeenns 1082
B.1 Causesrelated 10 NAUrE OF FEOUESE.........cceeieereriereesieee e eee et e s e e seeseesreeeeseesneesesneens 1082
B.2 Protocol errors (€.9., UNKNOWN MESSATE) ......ccueiueerueireeiueireeeestesseessessesssessesssessessesssessessesssessesssessessenns 1084
Annex C (normative): Storage of 5GMM iNfOrMation ..........ccoeeveririeninenesere e 1086
C.1 Storage of 5GMM information for UES not operating in SNPN access operation mode................... 1086
C.2 Storage of 5GMM information for UES operating in SNPN access operation mode............cc.cceeeee 1088
Annex D (normative): UE policy deliVEry SErVICE ..ot 1092
D 3R R 1= 0T SRS SUSORR 1092
D.11 L@ Y RS 1092
D.1.2 Principles of PTI handling for UE policy delivery Service proCedures ..........coeeveererieeneniee e 1092
D o (010 =0 (1= OSSR TR 1094
D.21 Network-requested UE policy management ProCEOUNE...........ocvereererreree e seesteeseeeeesssesseesreesseeseeseesnesnes 1094
D.211 (T 0T | R SSSP 1094
D.21.2 Network-requested UE policy management procedure iNitialion ..........ccccvevveveeeesiieseeseesesseeseesne e 1094
D.2.13 Network-requested UE policy management procedure accepted by the UE ..........ccoovoeviiceeveevece 1096
D.214 Network-requested UE policy management procedure not accepted by the UE ..........ccoccevevveeveee 1096
D.2.15 Abnormal cases 0N the NEIWOIK SIE ........oouiiiieeeeee et neen 1097
D.2.1.6 ADNOIMAl CASESTNTNE UE ...ttt et a et neeae e ente e 1097
D.22 UE-initiated UE state indiCation PrOCEAUIE..........co.ctiirieerieneeiesiese ettt sttt st st s ebesne s 1098
D.221 LT 1 S 1098
D.222 UE-initiated UE state indication procedure iNitiation.............ooeerieeereieeeseeseseeesieseeesesee e 1099
D.223 UE-initiated UE state indication procedure accepted by the network.............cccvereinineininccniees 1099
D.224 Abnormal cases 0N the NEIWOIK SIAE ........cc.oiiiiiee e 1099
D.3 UEpolicy re-assembly @l the UE ........ccoo oot 1100
D 2 S Vo T o SRS 1101
D.5 Message functiona definition @nd CONTENTS.........c.ccuriririiinireeer e e 1101
D51 Manage UE POliCY COMIMANG .......ccueiieieiiecie sttt ettt eteete st e st e te e tesaesaeesaeesaeeseeeneesnaesseesseesseenseenneeneeenes 1101
D511 V=SS o T= 0 U= o] o 1101
D.5.1.2 UE pOlicy NEWOIK ClASSMAIK .......eeiiiieeiieete ettt sttt eestesnaeste e teeneenneenneenes 1101
D.5.1.3 VPS URSP CONFIQUIBLION.......cctieiieieiiesiesee st e sesee st ese e teetessaessaestae e e tesseesseesseesseenseanseenseessesneessensnns 1101
D.5.2 Manage UE POlICY COMPIELE .......oeiee ettt te et et eneenre et e e steenneeneeneeenes 1102
D.5.21 V=SS o T= 0 U= o] o 1102
D.53 Manage UE poliCy COMMEAN FEJECL .......cucuiiiieiirieieie ettt sttt 1102
D531 MESSAGE AEFINITION. ......eeeeeeitiee ettt b et b bbb bbb ea e ens 1102
D.54 L0 = (SR g [To= (o) o SRS 1102
D541 MESSAGE AEFINITION. ......vieeeiiteeeiet ettt b e b et b bbb bbb eb e ens 1102

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 25 ETSI TS 124 501 V18.8.0 (2024-10)

D.6 Information €lemMents COING.......ccoiiuiiiiiiiicie sttt be s reenesreeaeennesne e 1104
D.6.1 UE policy delivery Service MESSAgE LY .....ciue ittt sttt sttt ettt sb e st b e b e bbb b e b b snenea 1104
D.6.2 UE policy Section ManagemeENt liSt.........ceiieiieieeiesie e st ete st e st e e e e ssae e e e saeeaesneesneesneanseensenns 1104
D.6.3 UE policy Section Management FESUIT ...........ccveieiieieeieeseesie e see s e e e e etessee e e s e e aeeaesseesneesneesseenseensenns 1109
D.6.4 UPSI ISt ettt h s E bR e R bR e R bR R e Rt R Rt e R nnan 1111
D.6.5 L0 ] o Lon YA ot S 0 7= PSSR 1113
D.6.6 UE OS I ..ttt etttk e R b e e et R b e Rt e bt e b e b bt e nras 1114
D.6.7 UE POIICY NEEWOIK ClASSMEIK.........eieiiiiesiieieeeeeseestee e e steeste e s e s e e st e e e e teentessaesseesaeessesnsnsnnesneesseansennsenns 1114
D.6.8 VPSS URSP CONFIQUIBLION ...ttt bbbt bbb 1115
D.7 Timers of UE poliCy deliVErY SEIVICE........ccviiiieeie ettt st st st n e ne e 1119
D.8 Handling of unknown, unforeseen, and erroneous UPDS data...........cccccoeeeveviieeeieciene s see e 1119
D.8.1 GEMETAL ...ttt E R R R R R R R R R R Rt AR R bt R R nen s 1119
D.8.2 VE=SS= o TR (oo IR g ] Ao g (oo 1 o] 0 S 1119
D.8.2.1 =SS0 o (0 IR g ] o 1119
D.8.2.2 V=SS o = (oo N e oo S 1119
D.8.3 Unknown or unforeseen procedure transaCtion ideNtity ..........cccoeveerereinenee s 1120
D.831 Procedure tranSaCtion IdENTITY ..........coeeereieire et e s 1120
D.84 UNKNOWN OF UNFOIESEEN MESSA0E LY ....cveeeueetereeieete sttt sttt st e et st se bbbt sbese bt sbese bt b seesesbeneebesneneenea 1120
D.85 Non-semantical mandatory information ElemMENt ETOIS.........cocciiirieiiieree e 1120
D.851 COIMIMON PrOCEUAUNES. ......veeeueeterteaeetestee et st st et e st b b ae s beseebe b e s e e he s b e e e aeeb e s e st sb e s e st e b e ns e st eb e be e eaenbe e e 1120
D.8.6 Unknown and unforeseen IEs in the non-imperative MeSSage Part.........ccveveeeereereererinseeseeseeesseeneeeeenns 1121
D.8.6.1 TEIS UNKNOWN iN ThE MESSAE ....evve ettt et st st e e s et e e e e e teeneenneenneenes 1121
D.8.6.2 OUL OF SEQUENCE IES......ceeeieeeiee ettt s e e s ae e s te e te et e esteesaessaeste e teenteeneesnnesnnesneensennsennsenns 1121
D.8.6.3 REPEAIEA TES ...ttt bbbttt R n et 1121
D.8.7 NON-iMPEratiVe MESSAPE PAIT EITOIS. .. cc.veieeieeieesteesteeteeteseestee e eteeteseeseesseesseeseasseassesseessenssenssessseensennes 1121
D.8.7.1 Syntactically iNCOrreCt OPLtIONEl TES........ccceiueiee ettt e s saesae e saeesneesseenseenseens 1121
D.8.7.2 (@0 o L0 g 7= BN N g (=TS 1121
D.8.8 Messages with semantically INCOMTECE CONMEENTS.......c.coiiuiererieinie ettt sttt b e e b e e 1122
Annex E (informative): VOIO L.ttt r e 1123
Annex F (informative): ChangE hiStOrY .....ccooiiiieee e e e e 1124
L T (TSP PSPPI 1201

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 26 ETSI TS 124 501 V18.8.0 (2024-10)

Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document specifies the non-access stratum (NAS) procedures in the 5G system (5GS) used by the protocols
for:

- mobility management between the user equipment (UE) and the access and mobility management function
(AMF) for both 3GPP access and non-3GPP access; and

- session management between the user equipment (UE) and the session management function (SMF) for both
3GPP access and non-3GPP access.

The 5GS mobility management (5GMM) protocol defined in the present document provides procedures for the control
of mobility when the user equipment (UE) is using the NG radio access network (NG-RAN), non-3GPP access hetwork,
or both. The 5GMM protocol also provides control of security for the NAS protocols.

The 5GS session management (5GSM) protocol defined in the present document provides procedures for the handling
of 5GS PDU sessions. Together with the bearer control provided by the access stratum, this protocol is used for the
control of user-plane resources.

For both NAS protocols the present document specifies procedures for the support of inter-system mobility between the
NG-RAN and the evolved universal terrestrial radio access (E-UTRAN), between the NG-RAN and the non-3GPP
access network connected to the EPC, and between the non-3GPP access network connected to the 5G core network
(5GCN) and the E-UTRAN.

For both NAS protocols the present document specifies procedures for the support of mobility between the NG-RAN
and the non-3GPP access network connected to the 5GCN.

In addition, the present document specifies the procedures in the 5GS for UE policy delivery service between the UE
and the policy control function (PCF) for both 3GPP access and non-3GPP access.

The present document is applicable to the UE, the access and mobility management function (AMF), the session
management function (SMF), and the PCF in the 5GS.

The clauses and subclauses in the present document are common for both 3GPP access and non-3GPP access unlessit is
explicitly stated that they apply to 3GPP access only or non-3GPP access only.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Rel ease as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[1A] 3GPP TS 22.011: "Service accessibility".

[2] 3GPP TS 22.101: " Service aspects; Service principles’.

[3] 3GPP TS 22.261: " Service requirements for the 5G system; Stage 1".

[4] 3GPP TS 23.003: "Numbering, addressing and identification".

[4A] 3GPP TS 23.040: "Technical realization of Short Message Service (SMS)".
[4B] 3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
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[5] 3GPP TS 23.122: "Non-Access-Stratum functions related to Mobile Station (MS) inidle mode".
[6] 3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions”.

[6A] 3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".

[6AB] 3GPP TS 23.256: " Support of Uncrewed Aerial Systems (UAS) connectivity, identification and
tracking; Stage 2".

[6B] 3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".

[6C] 3GPP TS 23.287: " Architecture enhancements for 5G System (5GS) to support V ehicle-to-
Everything (V2X) services'.

[6D] 3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".

[6E] 3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".

[7] 3GPP TS 23.401: "GPRS enhancements for E-UTRAN access'.

(8] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[9] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[10] 3GPP TS 23.503: "Palicy and Charging Control Framework for the 5G System; Stage 2".

[10A] 3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2.

[11] 3GPP TS 24.007: "Mobileradio interface signalling layer 3; General aspects'.

[12] 3GPP TS 24.008: "Mobile Radio Interface Layer 3 specification; Core Network Protocals;
Stage 3".

[13] 3GPP TS 24.011: "Point-to-Point Short Message Service (SMS) support on mobile radio
interface".

[13A] 3GPP TS 24.080: "Mobile radio interface layer 3 Supplementary services specification; Formats
and coding".

[13B] 3GPP TS 24.193: "Access Traffic Steering, Switching and Splitting; Stage 3".

[13C] 3GPP TS 24.173: "IM S Multimedia telephony communication service and supplementary
services; Stage 3".

[13D] 3GPP TS 24.174: " Support of multi-device and multi-identity in the P Multimedia Subsystem
(IMS); Stage 3".

[14] 3GPP TS 24.229: "I1P multimedia call control protocol based on Session Initiation Protocol (SIP)
and Session Description Protocol (SDP); Stage 3".

[14AA] 3GPP TS 24.237: "IP Multimedia (IM) Core Network (CN) subsystem |P Multimedia Subsystem
(IMS) service continuity; Stage 3".

[14A] 3GPP TS 24.250: "Protocol for Reliable Data Service; Stage 3".

[15] 3GPP TS 24.301: "Non-Access-Stratum (NAS) protocol for Evolved Packet System (EPS);
Stage 3".

[16] 3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access
networks; Stage 3"

[17] 3GPP TS 24.368: "Non-Access Stratum (NAS) configuration Management Object (MO)".

[18] 3GPP TS 24.502: "Access to the 3GPP 5G System (5GS) via non-3GPP access
networks, Stage 3".

[19] 3GPP TS 24.526: "UE policies for 5G System (5GS); Stage 3".
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[19BA]
[19A]

[19B]

[19C]

[19D]
[19E]
[19F]

[20]

[20AA]
[20A]
[20AB]
[20B]
[21]
[21A]

[21B]

[22]

[22A]
[22B]

[23]
[23A]
[24]
[24A]

[24B]
[25]
[25A]

[25B]

[25C]

3GPP TS 24.539: "5G System (5GS); Network to TSN tranglator (TT) protocol aspects; Stage 3".

3GPP TS 24.535: "Device-Side Time-Sensitive Networking (TSN) Trandator (DS-TT) to
Network-Side TSN Trandator (NW-TT) protocol aspects; Stage 3".

3GPP TS 24.587: "Vehicle-to-Everything (V2X) servicesin 5G System (5GS); Protocol aspects;
Stage 3"

3GPP TS 24.588: "Vehicle-to-Everything (V2X) servicesin 5G System (5GS); User Equipment
(UE) policies; Stage 3"

Void.
3GPP TS 24.554: "Proximity-service (ProSe) in 5G System (5GS) protocol aspects; Stage 3".

3GPP TS 24.555: " Proximity-services (ProSe) in 5G System (5GS); User Equipment (UE)
policies; Stage 3".

3GPP TS 24.623: "Extensive Markup Language (XML) Configuration Access Protocol (XCAP)
over the Ut interface for Manipulating Supplementary Services'.

3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
3GPP TS 29.502: "5G System; Session Management Services, Stage 3".

3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".

3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".

3GPP TS 29.525: "5G System; UE Poalicy Control Service; Stage 3".

3GPP TS 29.526: "5G System; Network Slice-Specific Authentication and Authorization
(NSSAA) services; Stage 3".

3GPP TS 29.256: "5G System; Uncrewed Aerial Systems Network Function (UAS-NF); Aerial
Management Services, Stage 3.

3GPP TS 31.102: "Characteristics of the Universal Subscriber Identity Module (USIM)
application”.

3GPP TS 31.111: "USIM Application Toolkit (USAT)".

3GPP TS 31.115: "Secured packet structure for (Universal) Subscriber Identity Module (U)SIM
Toolkit applications’.

3GPP TS 33.102: "3G security; Security architecture”.
3GPP TS 33.401: "3GPP System Architecture Evolution; Security architecture”.
3GPP TS 33.501: "Security architecture and procedures for 5G System".

3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA) based on
3GPP credentialsin the 5G System (5GS)".

3GPP TS 33.256: " Security aspects of Uncrewed Aerial Systems (UAS)".
3GPP TS 36.323: "NR; Packet Data Convergence Protocol (PDCP) specification”.

3GPP TS 36.331: "Evolved Universal Terrestrial Radio Access (E-UTRA); Radio Resource
Control (RRC) protocol specification”.

3GPP TS 36.300: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Universal
Terrestrial Radio Access Network (E-UTRAN); Overall description”.

3GPP TS 36.304: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
proceduresin idle mode".
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[25D]

[25E]

[26]
[26A]
[27]
[28]

[28A]

[29]

[30]
[31]
[31A]
[31AA]
[32]
[33]
[33A]

[33B]
[33C]
[33D]
[33E]
[33F]
[34]
[34A]
[33]
[35A]
[36]
[36A]
[37]
[38]
[38A]

[38B]
[39]

3GPP TS 36.306: "Evolved Universal Terrestrial Radio Access (E-UTRA); User Equipment (UE)
radio access capabilities’.

3GPP TS 36.321: "Evolved Universal Terrestrial Radio Access (E-UTRA); Medium Access
Control (MAC) protocol specification”.

3GPP TS 37.355: "L TE Positioning Protocol (LPP)".
3GPP TS 38.355: "Sidelink Positioning Protocol (SLPP); Protocol specification”.
3GPP TS 38.300: "NR; NR and NG-RAN Overall Description; Stage 2".

3GPP TS 38.304: "New Generation Radio Access Network; User Equipment (UE) proceduresin
Idle mode".

3GPP TS 38.306: "New Generation Radio Access Network; User Equipment (UE) radio access
capabilities”.

3GPP TS 38.323: "Evolved Universal Terrestrial Radio Access (E-UTRA); Packet Data
Convergence Protocol (PDCP) specification”.

3GPP TS 38.331: "NR; Radio Resource Control (RRC); Protocol Specification”.

3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".
|EEE Std 802.3™-2022: "Ethernet”.

3GPP TS 38.509: " Special conformance testing functions for User Equipment (UE)".

IETF RFC 768: "User Datagram Protocol”.

IETF RFC 793: "Transmission Control Protocol."

IETF RFC 3095: "RObust Header Compression (ROHC): Framework and four profiles: RTP,
UDP, ESP and uncompressed".

Void.

Void.

IETF RFC 8415: "Dynamic Host Configuration Protocol for |Pv6 (DHCPV6)".

IETF RFC 2131: "Dynamic Host Configuration Protocol”.

IETF RFC 2132: "DHCP Options and BOOTP Vendor Extensions".

IETF RFC 3748: "Extensible Authentication Protocol (EAP)".

IETF RFC 3843: "RObust Header Compression (ROHC): A Compression Profile for IP".
Void.

IETF RFC 4122: " A Universally Unique | Dentifier (UUID) URN Namespace'".

IETF RFC 4191 "Default Router Preferences and More-Specific Routes'.

IETF RFC 5905: "Network Time Protocol Version 4: Protocol and Algorithms Specification”.
IETF RFC 7542: "The Network Access |dentifier”.

IETF RFC 4303: "1P Encapsulating Security Payload (ESP)".

IETF RFC 4815: "RObust Header Compression (ROHC): Corrections and Clarifications to
RFC 3095".

IETF RFC 4861: "Neighbor Discovery for IP version 6 (IPv6)".
IETF RFC 4862: "1Pv6 Stateless Address Autoconfiguration”.
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[39A] IETF RFC 5225: "RObust Header Compression (ROHC) Version 2: Profilesfor RTP, UDP, IP,
ESP and UDP Lite".

[39B] IETF RFC 5795: "The RObust Header Compression (ROHC) Framework".

[40] IETF RFC 5448: "Improved Extensible Authentication Protocol Method for 3rd Generation
Authentication and Key Agreement (EAP-AKA")".

[40A] IETF RFC 6603: "Prefix Exclude Option for DHCPv6-based Prefix Delegation™.

[40B] IETF RFC 6846: "RObust Header Compression (ROHC): A Profile for TCP/IP (ROHC-TCP)".

[41] IETF RFC 7296: "Internet Key Exchange Protocol Version 2 (IKEv2)".

[42] ITU-T Recommendation E.212: "The international identification plan for public networks and
subscriptions’, 2016-09-23.

[43] IEEE Std 802-2014: "IEEE Standard for Local and Metropolitan Area Networks: Overview and
Architecture" (30 June 2014).

[43A] Void

[43B] IEEE Std 1588™-2019: "IEEE Standard for a Precision Clock Synchronization Protocol for
Networked Measurement and Control Systems”.

[43C] Void.

[43D] Void.

[43E] Void.

[44] Void.

[45] Void.

[46] Void.

[47] Void.

[48] |EEE: "Guidelines for Use of Extended Unique Identifier (EUI), Organizationally Unique
Identifier (OUI), and Company ID (CID)".

[49] BBF TR-069: "CPE WAN Management Protocol".

[50] BBF TR-369: "User Services Platform (USP)".

[51] 3GPP TS 37.340: "Evolved Universal Terrestrial Radio Access (E-UTRA) and NR; Multi-
connectivity; Stage 2".

[52] IETF RFC 8106:"I1Pv6 Router Advertisement Options for DNS Configuration™.

[53] 3GPP TS 23.247: " Architectural enhancements for 5G multicast-broadcast services; Stage 2".

[54] 3GPP TS 23.380: "IMS Restoration Procedures”.

[55] IETF RFC 3948: "UDP Encapsulation of |Psec ESP Packets".

[56] 3GPP TS 33.503: " Security Aspects of Proximity based Services (ProSe) in the 5G System
(5G9)".

[57] 3GPP TS 33.246: " Security of Multimedia Broadcast/Multicast Service (MBMS)".

[58] 3GPP TS 38.321: "NR; Medium Access Control (MAC); Protocol specification”.

[59] |EEE Std 802.11™-2020: "Information Technology- Telecommunications and information

exchange between systems-Local and metropolitan area networks-Specific requirements-Part 11:
Wireless LAN Medium Access Control (MAC) and Physical Layer (PHY') Specifications”.
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[60] 3GPP TS 24.577: "Aircraft-to-Everything (A2X) servicesin 5G System (5GS) protocol aspects;
Stage 3".

[61] 3GPP TS 24.578: " Aircraft-to-Everything (A2X) servicesin 5G System (5GS); UE policies’.

[62] 3GPP TS 24.514: "Ranging based services and sidelink positioning in 5G system (5GS); Stage 3".

[63] 3GPP TS 23.586: "Architectural Enhancements to support Ranging based services and Sidelink
Positioning".

[64] 3GPP TS 24.572: "User Plane Location Services (LCS) Protocols And Procedures; Stage 3".

[65] 3GPP TS 24.575: "5G System; Multicast/Broadcast UE pre-configuration Management Object
(MO)".

[66] IETF RFC 4291:" IP Version 6 Addressing Architecture”.

[67] 3GPP TS 38.305: "Stage 2 functional specification of User Equipment (UE) positioning in NG-
RAN".

[68] 3GPP TS 23.271: "Functional stage 2 description of Location Services (LCS)".

[69] 3GPP TS 26.522: "5G Real-time Media Transport Protocol Configurations'.

[70] IETF RFC 8285: "A General Mechanism for RTP Header Extensions”.

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

5GMM-IDLE mode: In this specification, if the term is used standalone, a UE in 5GMM-IDLE mode means the UE
can be either in 5GMM-IDLE mode over 3GPP access or in 5GMM-IDLE mode over non-3GPP access.

5GMM-CONNECTED mode: In this specification, if theterm is used standalone, a UE in 5GMM-CONNECTED
mode means the UE can be either in 5GMM-CONNECTED mode over 3GPP access or in 5GMM-CONNECTED
mode over non-3GPP access.

5GMM-IDLE mode over 3GPP access: A UE isin 5GMM-IDLE mode over 3GPP access when no N1 NAS
signalling connection between the UE and network over 3GPP access exists. The term 5GMM-IDLE mode over 3GPP
access used in the present document corresponds to the term CM-IDLE state for 3GPP access used in

3GPP TS 23.501[8].

5GMM-CONNECTED mode over 3GPP access: A UE isin 5GMM-CONNECTED mode over 3GPP access when an
N1 NAS signalling connection between the UE and network over 3GPP access exists. The term 5GMM-CONNECTED
mode over 3GPP access used in the present document corresponds to the term CM-CONNECTED state for 3GPP
access used in 3GPP TS 23.501 [8].

5GMM-IDLE mode over non-3GPP access. A UE isin 5GMM-IDLE mode over non-3GPP access when no N1 NAS
signalling connection between the UE and network over non-3GPP access exists. The term 5GMM-IDLE mode over
non-3GPP access used in the present document corresponds to the term CM-IDLE state for non-3GPP access used in
3GPPTS23.501[8].

5GM M -CONNECTED mode over non-3GPP access. A UE isin 5GMM-CONNECTED mode over non-3GPP
access when an N1 NAS signalling connection between the UE and network over non-3GPP access exists. The term
5GMM-CONNECTED mode over non-3GPP access used in the present document corresponds to the term CM-
CONNECTED state for non-3GPP access used in 3GPP TS 23.501 [8].
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5GS services: Services provided by PS domain. Within the context of this specification, 5GS servicesis used asa
synonym for EPS services.

5G-EA: 5GS encryption algorithms. The term 5G-EA, 5G-EAOQ, 128-5G-EA1, 128-5G-EA2, 128-5G-EA3, 5G-EA4,
5G-EA5, 5G-EA6 and 5G-EA7 used in the present document corresponds to the term NEA, NEAOQ, 128-NEA1, 128-
NEA2, 128-NEA3, NEA4, NEA5, NEAG and NEA7 defined in 3GPP TS 33.501 [24].

5G-1A: 5GSintegrity algorithms. The term 5G-1A, 5G-1A0, 128-5G-1A1, 128-5G-1A2, 128-5G-IA3, 5G-1A4, 5G-IA5,
5G-1A6 and 5G-1A7 used in the present document corresponds to the term NIA, NIAO, 128-NIA1, 128-NIA2, 128-
NIA3, NIA4, NIA5, NIA6 and NIA7 defined in 3GPP TS 33.501 [24].

Access stratum connection: A peer to peer access stratum connection:
- between the UE and the NG-RAN for 3GPP access;
- between the UE and the N3IWF for untrusted non-3GPP access,
- between the UE and the TNGF for trusted non-3GPP access used by the UE;
- within the TWIF acting on behalf of the NSCW device for trusted non-3GPP access used by the NSCW device;
- between the 5G-RG and the W-AGF for wireline access used by the 5G-RG;
- within the W-AGF acting on behalf of the FN-RG for wireline access used by the FN-RG; or
- within the W-AGF acting on behalf of the NSGC device for wireline access used by the N5GC device.

The access stratum connection for 3GPP access corresponds to an RRC connection via the Uu reference point. The
creation of the access stratum connection for untrusted non-3GPP access corresponds to the completion of the
IKE_SA_INIT exchange (see IETF RFC 7296 [41]) viathe NWu reference point. The creation of the access stratum
connection for trusted non-3GPP access used by the UE corresponds to the UE reception of an EAP-request/5G-start via
NW! reference point (see 3GPP TS 23.502 [9]). The creation of the access stratum connection for trusted non-3GPP
access used by the NSCW device corresponds to the TWIF's start of acting on behalf of the NSCW device. The creation
of the access stratum connection for wireline access used by the 5G-RG corresponds to establishment of signalling
connection using W-CP protocol stack viathe Y4 reference point (see 3GPP TS 23.316 [6D]). The creation of the
access stratum connection for wireline access used by the FN-RG corresponds to the W-AGF's start of acting on behalf
of the FN-RG. The creation of the access stratum connection for wireline access used by the N5GC device corresponds
to the W-AGF's start of acting on behalf of the NSGC device.

Accessto SNPN servicesviaa PLMN/To access SNPN servicesviaa PLMN: A UE isaccessing SNPN services via
aPLMN when the UE is connecting to the 5GCN of the SNPN using the 3GPP access of the PLMN.

Aggregate maximum bit rate: The maximum bit rate that limits the aggregate bit rate of a set of non-GBR bearers of a
UE. Definition derived from 3GPP TS 23.501 [§].

Alternative NSSAI: A list of mapping information between the S-NSSAI to be replaced and the alternative S-NSSAI.

Always-on PDU session: A PDU session for which user-plane resources have to be established during every transition
from 5GMM-IDLE mode to 5GMM-CONNECTED mode. A UE requests a PDU session to be established as an
aways-on PDU session based on indication from upper layers and the network decides whether a PDU session is
established as an always-on PDU session.

NOTE 1: How the upper layersin the UE are configured to provide an indication is outside the scope of the present
document.

Applicable UE radio capability ID for the current UE radio configuration in the selected network: The UE has an
applicable UE radio capability ID for the current UE radio configuration in the selected network if:

a) the UE supports RACS; and
b) the UE has:

1) astored network-assigned UE radio capability ID which is associated with the PLMN 1D or SNPN identity of
the serving network and which maps to the set of radio capabilities currently enabled at the UE; or
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2) amanufacturer-assigned UE radio capability ID which maps to the set of radio capabilities currently enabled
at the UE.

CAG cdl: A cell in which only members of the CAG can get normal service. Depending on local regulation, the CAG
cell can provide emergency services and emergency services fallback also to subscribers who are not members of the
CAG.

CAG-ID: A CAG-ID isaunique identifier within the scope of one PLMN defined in 3GPP TS 23.003 [4] which
identifies a Closed Access Group (CAG) inthe PLMN associated with a cell or group of cellsto which accessis
restricted to members of the CAG.

CAG restrictions: Restrictions applied to a UE in accessing a PLMN's 5GCN via:

a) anon-CAG cell if the entry for the PLMN in the UE's"CAG information list" includes an "indication that the
UE isonly allowed to access 5GS via CAG cells"; or

b) aCAG cell if none of the CAG-ID(s) supported by the CAG cell is authorized based on the "alowed CAG ligt"
for the PLMN in the UE's"CAG information list".

The CAG restrictions are not applied in aPLMN when a UE accesses the PLMN due to emergency services or
emergency services fallback.

Cleartext |Es. Information elements that can be sent without confidentiality protection ininitial NAS messages as
specified in subclause 4.4.6.

Configuration of SNPN subscription parametersin PLMN viathe user plane: Configuration of aUE ina PLMN
with one or more entries of the "list of subscriber data” viathe user plane.

Control plane CloT 5GS optimization: Signalling optimizations to enable efficient transport of user data (1P,
Ethernet, Unstructured or SMS) over control plane viathe AMF including optional header compression of | P data and
Ethernet data.

Current TAI: A TAI of aselected PLMN broadcast in the cell on which the UE is camping. If the cell is a satellite
NG-RAN cell broadcasting multiple TACs of the selected PLMN, the UE NAS layer selects the current TAI from these
multiple TACs of the selected PLMN as specified in subclause 4.23.5.

NOTE 2: For the purpose of this definition, the selected PLMN can either be the registered PLMN or aPLMN
selected according to PLMN selection rules as specified in 3GPP TS 23.122 [5].

DNN deter mined by the AMF: If no DNN requested by the UE is provided, a DNN determined by the AMF based
subscription information or local policy. Otherwise DNN determined by the AMF isthe DNN requested by the UE.

DNN requested by the UE: A DNN explicitly requested by the UE and included in a NAS request message.

DNN selected by the network: If DNN replacement applies, aDNN selected and indicated to the AMF by PCF.
Otherwise DNN selected by the network is the DNN determined by the AMF.

Default SSNSSAI: An S-NSSAI in the subscribed S-NSSAIs marked as default.

Globally-unigue SNPN identity: An SNPN identity with an NID whose assignment mode is not set to 1 (see
3GPP TS 23.003 [4]).

HPLMN S-NSSAI: An S-NSSAI applicablein the HPLMN without any further mapping by the network. If the UE has
an EHPLMN list which is not empty, then the HPLMN S-NSSAIs are applicable without any further mapping in the
PLMN whose PLMN code is derived from the IMSI, regardless of whether or not this PLMN isincluded in the
EHPLMN list.

The UE considersasHPLMN S-NSSAls at least the following S-NSSAIs:
a) any S-NSSAI included in the configured NSSAI or allowed NSSAI for aPLMN or SNPN if it is provided by
1) the HPLMN, if the EHPLMN list is not present or is empty;

2) the PLMN whose PLMN code is derived fromthe IMSI, if the EHPLMN list is available and not empty,
regardless of whether or not the PLMN code derived from the IMS| isincluded in the EHPLMN list; or
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3) the subscribed SNPN;

b) any S-NSSAI provided as mapped S-NSSAI for the configured NSSAI or allowed NSSAI or partially allowed
NSSAI for aPLMN or SNPN;

¢) any S-NSSAI associated with a PDU session if there is no mapped S-NSSAI associated with the PDU session
and the UE is

1) inthe HPLMN, if the EHPLMN list is not present or is empty;

2) the PLMN whose PLMN code is derived from the IMSI, if the EHPLMN list is available and not empty,
regardless of whether or not the PLMN code derived from the IMSI isincluded in the EHPLMN list; or

3) inthe subscribed SNPN; and
d) any mapped S-NSSAI associated with a PDU session.

NOTE 3: The abovelist is not intended to be complete. E.g., aso in case of PLMN the S-NSSAIsincluded in
URSP rules or in the signalling messages for network slice-specific authentication and authorization are
HPLMN S-NSSAls.

User plane CloT 5GS optimization: Signalling optimizations to enable efficient transport of user data (IP, Ethernet or
Unstructured) over the user plane.

UE supporting CloT 5GS optimizations: A UE that supports control plane CloT 5GS optimization or user plane CloT
5GS optimization and one or more other CloT 5GS optimizations when the UE isin N1 mode.

Registered for 5GS services with control plane CloT 5GS optimization: A UE supporting CloT 5GS optimizations
isregistered for 5GS services, and control plane CloT 5GS optimization along with one or more other CloT 5GS
optimizations have been accepted by the network.

Registered for 5GS services with user plane CloT 5GS optimization: A UE supporting CloT 5GS optimizationsis
registered for 5GS services, and user plane CloT 5GS optimization along with one or more other CloT 5GS
optimizations have been accepted by the network.

Registered for 5GS serviceswith CloT 5GS optimization: A UE isregistered for 5GS services with control plane
CloT 5GS optimization or registered for 5GS services with user plane CloT 5GS optimization.

DNN based congestion control: Type of congestion control at session management level that is applied to reject
session management requests from UEs or release PDU sessions when the associated DNN is congested. DNN based
congestion control can be activated at the SMF over session management level and also activated at the AMF over
mobility management level.

Emergency PDU session: A PDU session established with the request type "initial emergency request” or "existing
emergency PDU session”.

General NASlevel congestion control: Type of congestion control at mobility management level that is applied at a
general overload or congestion situation in the network, e.g. lack of processing resources.

Home country: The country of the HPLMN (see 3GPP TS 23.122 [5] for the definition of country).

Initial NAS message: A NAS message is considered as an initial NAS message, if this NAS message can trigger the
establishment of an N1 NAS signalling connection. For instance, the REGISTRATION REQUEST message is an initia
NAS message.

Initial registration for emergency services: A registration performed with 5GS registration type "emergency
registration” in the REGISTRATION REQUEST message.

Initial registration for onboarding servicesin SNPN: A registration performed with 5GS registration type " SNPN
onboarding registration” in the REGISTRATION REQUEST message.

Initial registration for disaster roaming services: A registration performed with 5GS registration type "disaster
roaming initial registration” in the REGISTRATION REQUEST message.

Last visited registered TAI: A TAI whichis contained in the registration area that the UE registered to the network
and which identifies the tracking arealast visited by the UE. If the cell is a satellite NG-RAN cell broadcasting multiple
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TAls, aTAI which is contained in the registration area that the UE registered to the network and last selected by the UE
asthe current TAI.

Mapped 5G-GUTI: A 5G-GUTI which is mapped from a 4G-GUT]I previously allocated by an MME. Mapping rules
are defined in 3GPP TS 23.003 [4].

Mapped S-NSSAI: An S-NSSAI in the subscribed S-NSSAIs for the HPLMN or the subscribed SNPN, to which an S-
NSSAI of the registered PLMN (in case of aroaming scenario) or the registered non-subscribed SNPN is mapped.

MBSR-UE: a UE that is operating asa MBSR and supporting UE NAS functionalities specified in this specification.

M obility registration for disaster roaming services: A registration performed with 5GS registration type "disaster
roaming mobility registration updating” in the REGISTRATION REQUEST message.

MUSIM UE: A UE with multiple valid USIMs, capable of initiating and maintaining simultaneous separate registration
states over 3GPP access with PLMN(s) using identities and credential s associated with those USIMs and supporting one
or more of the N1 NAS signalling connection release, the paging indication for voice services, the reject paging request,
the paging restriction and the paging timing collision control (see 3GPP TS 23.501 [8]).

N1 mode: A mode of a UE alowing access to the 5G core network viathe 5G access network.
Native 5G-GUTI: A 5G-GUTI previoudly allocated by an AMF.

Non 5G capable over WLAN (N5CW) device: A devicethat is not capable to operate as a UE supporting NAS
signalling with the 5GCN over aWLAN access network. However, this device may be capable to operate as a UE
supporting NAS signalling with 5GCN using the N1 reference point as specified in this specification over 3GPP access.
An N5CW device may be allowed to access the 5GCN viatrusted WLAN access network (TWAN) that supports a
trusted WLAN interworking function (TWIF) as specified in 3GPP TS 24.502 [18].

Non-CAG Cell: An NR cell which does not broadcast any Closed Access Group identity or an E-UTRA cell connected
to 5GCN.

Non-equivalent PLMN: A PLMN which is not an equivalent PLMN.
Non-equivalent SNPN: An SNPN which is not an equivalent SNPN.

Non-globally-unique SNPN identity: An SNPN identity with an NID whose assignment modeisset to 1 (see
3GPP TS 23.003[4]).

In NB-N1 mode: Indicates this paragraph applies only to a system which operatesin NB-N1 mode. For a multi-access
system this case appliesif the current serving radio access network provides access to network servicesvia E-UTRA
connected to 5GCN by NB-10T (see 3GPP TS 36.300 [25B], 3GPP TS 36.331 [25A], 3GPP TS 36.306 [25D]).

In WB-N1 mode: Indicates this paragraph applies only to a system which operatesin WB-N1 mode. For a multi-access
system this case appliesif the system operatesin N1 mode with E-UTRA connected to 5GCN, but not in NB-N1 mode.

In WB-N1/CE mode: Indicates this paragraph applies only when a UE, which is a CE mode B capable UE (see
3GPP TS 36.306 [25D]), is operating in CE mode A or B in WB-N1 mode.

Initial small data rate control parameters: Parametersthat, if received by the UE during the establishment of a PDU
session, are used asinitial parameters to limit the allowed data for the PDU session according to small data rate control
after establishment of a PDU session as described in subclause 6.2.13. At expiry of the associated validity period, the
initial small data rate control parameters are no longer valid and the small datarate control parameters apply.

Initial small datarate control parametersfor exception data: Parameters corresponding to initial small datarate
control parameters for small data rate control of exception data.

N1 NAS signalling connection: A peer to peer N1 mode connection between UE and AMF. An N1 NAS signalling
connection is either the concatenation of an RRC connection via the Uu reference point and an NG connection viathe
N2 reference point for 3GPP access, or the concatenation of an IPsec tunnel viathe NWu reference point and an NG
connection via the N2 reference point for non-3GPP access.

N5CW device supporting 3GPP access: An NSCW device which supports acting as a UE in 3GPP access (i.e. which
supports NAS over 3GPP access).
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N6 PDU session: A PDU session established between the UE and the User Plane Function (UPF) for transmitting the
UE's | P data, Ethernet data or Unstructured data related to a specific application.

NEF PDU session: A PDU session established between the UE and the Network Exposure Function (NEF) for
transmitting the UE's Unstructured data related to a specific application.

Network glicing infor mation: information stored at the UE consisting of one or more of the following:
a) default configured NSSAI for PLMN or SNPN;
b) configured NSSAI for aPLMN or an SNPN;
b1) NSSRG information for the configured NSSAI for aPLMN or an SNPN;
b2) SINSSAI location validity information for the configured NSSAI for aPLMN or an SNPN;
b3) S'NSSAI time validity information for the configured NSSAI for a PLMN or an SNPN;
c) mapped S-NSSAI(s) for the configured NSSAI for aPLMN or an SNPN;
d) pending NSSAI for aPLMN or an SNPN;
€) mapped S-NSSAI(s) for the pending NSSAI for aPLMN or an SNPN;
f) rejected NSSAI for the current PLMN or SNPN;
g) mapped S-NSSAI(s) for the rejected NSSAI for the current PLMN or an SNPN;
h) rejected NSSAI for the failed or revoked NSSAA;
i) for each accesstype:
1) alowed NSSAI for aPLMN or an SNPN;
2) mapped S-NSSAI(s) for the allowed NSSAI for aPLMN;
3) rejected NSSAI for the current registration area;
4) mapped S-NSSAI(s) for the rejected NSSAI for the current registration areg;
5) regjected NSSAI for the maximum number of UEs reached;
6) mapped S-NSSAI(s) for the rejected NSSAI for the maximum number of UEs reached;
7) dternative NSSAI for aPLMN or an SNPN; and
8) on-demand NSSAI for aPLMN or an SNPN; and
j) for 3GPP access type:
1) NSAG information for the configured NSSAI for a PLMN or an SNPN;
2) partialy alowed NSSAI for aPLMN or an SNPN;
3) mapped S-NSSAI(s) for the partially allowed NSSAI for aPLMN or an SNPN;
4) partially rejected NSSAI for aPLMN or an SNPN; and
5) mapped S-NSSAI(s) for the partialy rejected NSSAI for aPLMN or an SNPN;
NG-RAN cell: A cell with NG-RAN access technology or satellite NG-RAN access technol ogy.

NITZ information: Network Identity and Time Zone (NI TZ) infor mation includes full name for network, short
name for network, local time zone, universal time and local time zone, network daylight saving time.

Non-cleartext |Es: Information elements that are not cleartext | Es.

Non-emer gency PDU session: Any PDU session which is not an emergency PDU session.
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Non-satellite NG-RAN cell: A cell with NG-RAN access technology.
Onboarding SUCI: SUCI derived from onboarding SUPI.

Onboarding SUPI: SUPI with the SUPI format "network specific identifier" containing a network specific identifier or
with the SUPI format "IMSI" containing an IMSI, derived by a UE in SNPN access operation mode, from default UE
credentials for primary authentication and used to identify the UE during initial registration for onboarding servicesin
SNPN and while registered for onboarding servicesin SNPN.

On-demand NSSALI: A list of on-demand S-NSSAI(s) and optionally dlice deregistration inactivity timer per on-
demand S-NSSAI.

On-demand S-NSSAI: An S-NSSAI included in the configured NSSAI that the UE supporting network slice usage
control is allowed to request only when this SSNSSAI is used by the UE to establish a PDU session for user data
transmission.

Partially rejected NSSAI: Indicating the S-NSSAI(s) is rejected by the network in some TA(S) but not all TAs of the
registration area. Each S-NSSAI in the partialy rejected NSSAI is associated with alist of TAswherethe SSNSSAI is
rejected.

PDU address: An |P address assigned to the UE by the packet data network.

PDU session for LADN: A PDU session with a DNN associated with an LADN or a PDU session with aDNN and an
S-NSSAI associated with an LADN.

PDU session with suspended user-plane resour ces. A PDU session for which user-plane resources were established
or re-established, and for which data radio bearers were suspended when transition to 5GMM-CONNECTED mode
with RRC inactive indication.

Persistent PDU session: Either a non-emergency PDU session contains a GBR QoS flow with QoS equivalent to QoS
of teleservice 11 and where there is aradio bearer associated with that PDU session over 3GPP access, or an emergency
PDU session where there is aradio bearer associated with that PDU session over 3GPP access.

NOTE 4: An example of apersistent PDU session is a non-emergency PDU session with 5QI = 1 where thereisa
radio bearer associated with that context.

Proceduretransaction identity: Anidentity which is dynamically alocated by the UE for the UE-requested 5GSM
procedures or allocated by the UE or the PCF for the UE policy delivery procedures. The procedure transaction identity
is released when the procedure is completed but it should not be released immediately.

RAT frequency selection priority index: A parameter provided by the AMF to the NG-RAN viathe N2 reference
point. The AMF selects an RFSP index for a particular UE based on the subscribed RFSP index, the locally configured
operator's policies, the allowed NSSAI, the partially allowed NSSAI, the partially rejected NSSAI, the rejected NSSAI
for the current registration area, the pending NSSAI and the UE context information, including the UE's usage setting, if
received during the registration procedure. Definition derived from 3GPP TS 23.501 [8].

Registered for disaster roaming services: A UE isconsidered as "registered for disaster roaming services' when it has
successfully completed initial registration or mobility registration for disaster roaming services.

Registered for emergency services: A UE is considered as "registered for emergency services' when it has
successfully completed initial registration for emergency services.

Registered for onboarding servicesin SNPN: A UE is considered as "registered for onboarding servicesin SNPN"
when it has successfully completed initial registration for onboarding servicesin SNPN. While registered for
onboarding servicesin SNPN, services other than the onboarding services are not available.

Registered PLMN: The PLMN on which the UE performed the last successful registration. The identity of the
registered PLMN (MCC and MNC) is provided to the UE within the GUAMI field of the 5G-GUTI.

Rejected NSSAI: Rejected NSSAI for the current PLMN or SNPN, rejected NSSAI for the current registration area,
rejected NSSAI for the failed or revoked NSSAA or rejected NSSAI for the maximum number of UES reached.
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NOTE 5: Rejected NSSAI for the current PLMN or SNPN, rejected NSSAI for the current registration area or
rejected NSSAI for the maximum number of UES reached contains a set of S-NSSAI(s) associated with a
PLMN identity or SNPN identity for the current PLMN or SNPN and in roaming scenarios also contains
a set of mapped S-NSSAI(s) if available. Rejected NSSAI for the failed or revoked NSSAA only contains
aset of SINSSAI(s) associated with a PLMN identity or SNPN identity for the HPLMN or RSNPN.

Rejected NSSAI for the current PLMN or SNPN: A set of SSNSSAI(s) which was included in the requested NSSAI
by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available in the current PLMN or SNPN".

Rejected NSSAI for the current registration area: A set of SINSSAI(s) which was included in the requested NSSAI
by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available in the current registration area’’.

Rejected NSSAI for thefailed or revoked NSSAA: A set of SNSSAI(s) which is sent by the AMF with the rejection
cause "S-NSSAI not available due to the failed or revoked network dlice-specific authentication and authorization".

Rejected NSSAI for the maximum number of UEsreached: A set of SSNSSAI(S) which was included in the
requested NSSAI by the UE and is sent by the AMF with the rejection cause "S-NSSAI not available due to maximum
number of UEs reached".

Local release: Release of a PDU session without peer-to-peer signalling between the network and the UE.
NOTE 6: Local release can include communication among network entities.

Removal of eCall only mode restriction: All the limitations as described in 3GPP TS 22.101 [2] for the eCall only
mode do not apply any more.

Satellite NG-RAN cdll: A cell with satellite NG-RAN access technology.

SNPN access oper ation mode: A UE operating in SNPN access operation mode only selects SNPNs. Thisincludes the
case when the UE is accessing an SNPN over 3GPP access, the case when the UE is accessing an SNPN over non-
3GPP access and the case where the UE is accessing SNPN servicesviaa PLMN

NOTE 7: Inthisrelease of specification, the term "SNPN access operation mode" is the same as the term "SNPN
access mode" used in 3GPP TS 23.501 [8].

S-NSSAI based congestion control: Type of congestion control at session management level that is applied to reject
session management requests from UEs or release PDU sessions when the associated S-NSSAI and optionally the
associated DNN are congested. S-NSSAI based congestion control can be activated at the SMF over session
management level and also activated at the AMF over mobility management level.

Satellite NG-RAN RAT type: In case of satellite NG-RAN access, RAT types are used to distinguish different types of
satellite NG-RAN access, as defined in 3GPP TS 38.413 [31]. In this version of the specification, the defined satellite
NG-RAN RAT typesare "NR(LEO)", "NR(MEQ)" and "NR(GEO)".

Selected core network typeinformation: A type of core network (EPC or 5GCN) selected by the UE NAS layer in
case of an E-UTRA cell connected to both EPC and 5GCN.

UE supporting UAS services: A UE which supports an aeria vehicle, such as a drone, with an onboard or built-in
USIM and is able to perform UE NAS functionalities specified in this specification. Upper layers of the UE supporting
UAS services are responsible for UAS related procedures, such as UUAA and C2 authorization, for which the NAS
layer of the UE supporting UAS services performs the necessary NAS procedures.

UE configured for high priority accessin selected PLMN: A UE configured with one or more access identities equal
to 1, 2, or 11-15 applicable in the selected PLMN as specified in subclause 4.5.2. Definition derived from
3GPPTS22.261[3].

UE operating in single-registration mode in a hetwork supporting N26 interface: A UE, supporting both N1 mode
and S1 mode. During the last attach, tracking area update (see 3GPP TS 24.301 [15]) or registration procedures, the UE
has received either a 5GS network feature support |E with IWK N26 bit set to "interworking without N26 interface not
supported” or an EPS network feature support |1E with IWK N26 bit set to "interworking without N26 interface not
supported”.

UE using 5GS serviceswith control plane CloT 5GS optimization: A UE that isregistered for 5GS services with the
control plane CIOT 5GS optimization accepted by the network.
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User Plane Positioning Connection M anagement I nfor mation (UPP-CM): The messages defined in clause 6 of
3GPP TS 24.572 [64] that is utilized to manage the user plane connection between the UE and the LMF for LCS-UPP.

User -plane resour ces:. Resources established between the UE and the UPF. The user-plane resources consist of one of
the following:

- user plane radio bearers via the Uu reference point, atunnel viathe N3 reference point and atunnel viathe N9
reference point (if any) for 3GPP access;

- IPsec tunnels viathe NWu reference point, atunnel viathe N3 reference point and atunnel viathe N9 reference
point (if any) for untrusted non-3GPP access,

- IPsec tunnels viathe NWt reference point, atunnel viathe N3 reference point and atunnel viathe N9 reference
point (if any) for trusted non-3GPP access used by the UE;

- alayer-2 connection viathe Yt reference point, alayer-2 or layer-3 connection viathe Y w reference point, a
tunnel viathe N3 reference point and atunnel viathe N9 reference point (if any) for trusted non-3GPP access
used by the NSCW device;

- W-UP resourcesvia Y 4 reference point, atunnel viathe N3 reference point and a tunnel viathe N9 reference
point (if any) for wireline access used by the 5G-RG; and

- L-W-UPresourcesvia Y5 reference point, atunnel viathe N3 reference point and a tunnel viathe N9 reference
point (if any) for wireline access used by the FN-RG.

W-AGF acting on behalf of the N5GC device: A W-AGF that enables an NSGC device behind a 5G-CRG or an FN-
CRG to connect to the 5G Core.

UE configured for high priority accessin selected SNPN: A UE configured with one or more access identities equal
to 1, 2, or 11-15 applicable in the selected SNPN as specified in subclause 4.5.2A.

UE policy section identifier: A UE policy section identifier (UPSI) is an identifier of a UE policy section, whichis
composed of the MCC and MNC of:

- the PLMN ID of aPLMN of the PCF which provides the UE policy section, and a UE policy section code
(UPSC), assigned by the PCF in that PLMN; or

- the PLMN ID part of an SNPN of the PCF which provides the UE policy section, and a UPSC, assigned by the
PCF in that SNPN.

For the purposes of the present document, the following terms and definitions givenin 3GPP TS 22.261 [3] apply:

Non-public networ k
Disaster Roaming
satellite NG-RAN

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.003 [4] apply:

5G-GUTI

5G-STMSI

5G-TM S

Global Line Identifier (GLI)
Global Cable I dentifier (GCI)
GUAMI

IMEI

IMEISV

IMSI

PEI

SUPI

SUClI

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.122 [5] apply:

Access Technology
CAG selection
CAG-ID authorized based on " Allowed CAG list"
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Country

EHPLMN

HPLMN

Onboarding servicesin SNPN

UE determined PLM N with disaster condition

Registered SNPN

Selected PLMN

Selected SNPN

Shared network

SNPN identity

Steering of roaming SNPN selection infor mation (SOR-SNPN-SI)
Steering of roaming SNPN selection information for localized servicesin SNPN (SOR-SNPN-SI-LS)
Steering of Roaming (SOR)

Steering of roaming connected mode control information (SOR-CM Cl)
Steering of Roaming infor mation

Subscribed SNPN

Suitable cell

VPLMN

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.167 [6] apply:
eCall over IMS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.216 [6A] apply:
SRVCC

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.401 [7] apply:
eCall only mode

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [8] apply:

5G access network

5G core network

5G QoS flow

5G QoSidentifier

5G-RG

5G-BRG

5G-CRG

5G System

5G VN Group

Allowed area

Allowed NSSAI

Alternative SNSSAI

AMF region

AMF set

Closed access group

Configured NSSAI
CredentialsHolder (CH)

Default Credentials Server (DCS)
Group ID for Network Selection (GIN)
|AB-node

Local area data networ k

M obile Base Station Relay
N3QAI

Network identifier (NID)
Network dlice

Network glice area of service
NG-RAN

Non-allowed area

Onboar ding Standalone Non-Public Networ k
Partially allowed NSSAI
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PDU connectivity service

PDU session

PDU session type

PDU set

PEGC

PEMC

Pending NSSAI

PIN

PIN direct communication

PIN indirect communication
PIN-DN communication

PINE

Requested NSSAI

Routing Indicator

Service data flow

Service Gap Control

Serving PLMN rate control
Small datarate control status
SNPN-enabled UE

Stand-alone Non-Public Networ k
Time Sensitive Communication
Time Sensitive Communication and Time Synchronization Function
UE-DS-TT residencetime
UE-SliceMBR

UE presencein LADN servicearea

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.503 [10] apply:

UE local configuration
VPLMN specific (VPS) URSP
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.008 [12] apply:

GMM

MM

A/Gb mode
lu mode
GPRS
Non-GPRS

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.301 [15] apply:

CloT EPS optimization

Control plane CloT EPS optimization
EENLV

EMM

EMM-DEREGISTERED
EMM-DEREGISTERED-INITIATED
EMM-IDLE mode

EMM-NULL

EMM-REGISTERED
EMM-REGISTERED-INITIATED
EMM-SERVICE-REQUEST-INITIATED
EMM-TRACKING-AREA-UPDATING-INITIATED
EPS

EPS security context

EPS services

Lower layer failure

M egabit

M essage header

NAS signalling connection recovery
Native GUTI

NB-S1 mode

Non-EPS services
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S1 mode
User plane CloT EPS optimization
WB-S1 mode

For the purposes of the present document, the following terms and definitions given in 3GPP TS 33.501 [24] apply:

5G security context

5G NAS security context

ABBA

Current 5G NAS security context

Default UE credentialsfor primary authentication
Default UE credentialsfor secondary authentication
Full native 5G NAS security context

K'ame

Kawvr

Kasve

Mapped 5G NAS security context

Mapped security context

Native 5G NAS security context

NCC

Non-current 5G NAS security context

Partial native 5G NAS security context

RES*

For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.413 [31] apply:

NG connection
User Location Information

For the purposes of the present document, the following terms and definitions givenin 3GPP TS 24.587 [19B] apply:

E-UTRA-PC5
NR-PC5
V2X

For the purposes of the present document, the following terms and its definitions given in 3GPP TS 23.256 [6AB]
apply:

3GPP UAV ID
CAA (Civil Aviation Administration)-Level UAV |dentity
Command and Control (C2) Communication
UAV controller (UAV-C)
UAS Services
UAS Service Supplier (USS)
Uncrewed Aerial System (UAS)
USS communication
UUAA
UUAA-MM
UUAA-SM
Direct C2 communication
For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.554 [19E] apply:

5G ProSe
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.548 [10A] apply:

Edge Application Server
Edge DNS Client

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.526 [19] apply:

PLMN generic (PG) URSP
Non-subscribed SNPN signalled URSP
VPLMN specific (VPS) URSP of the RPLMN

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 44 ETSI TS 124 501 V18.8.0 (2024-10)

VPLMN specific (VPS) URSP of the equivalent PLMN of the RPLMN

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.577 [60] apply:
A2X

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.514 [62] apply:
RSLPP
A2XP

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.316 [6D] apply:

Authenticable Non-3GPP (AUN3) device
Non-Authenticable Non-3GPP (NAUNS3) device

For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.586 [63] apply:
SL Positioning Server UE

For the purposes of the present document, the following terms and definitions given in 3GPP TS 38.300 [27] apply:
NCR-MT

For the purposes of the present document, the following terms and definitions given in 3GPP TS 24.572 [64] apply:
LCSUPP

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

4G-GUTI 4G-Globally Unique Temporary Identifier
5GCN 5G Core Network

5G-GUTI 5G-Globally Unique Temporary Identifier
5GMM 5GS Mohility Management

5G-RG 5G Residential Gateway

5G-BRG 5G Broadband Residential Gateway

5G-CRG 5G Cable Residential Gateway

5GS 5G System

5GSM B5GS Session Management

5G-S-TMSI 5G S-Temporary Mobile Subscription Identifier
5G-TMSI 5G Temporary Mobile Subscription Identifier
5QI 5G QoS Identifier

ABBA Anti-Bidding down Between Architectures
ACS Auto-Configuration Server

AKA Authentication and Key Agreement

AKMA Authentication and Key Management for Applications
A-KID AKMA Key Identifier

A-TID AKMA Temporary |dentifier

AMBR Aggregate Maximum Bit Rate

AMF Access and Mobility Management Function
ANDSP Access Network Discovery and Selection Policy
APN Access Point Name

AS Access stratum

ATSSS Access Traffic Steering, Switching and Splitting
AUN3 Authenticable Non-3GPP

AUSF Authentication Server Function

AVC Advanced Video Coding

CAG Closed access group

Cal Cell Global Identity
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CHAP Challenge Handshake A uthentication Protocol
DDX Downlink Data Expected
DEI Drop Eligible Indicator
DL Downlink
DN Data Network
DNN Data Network Name
DNS Domain Name System
DSTT Device-Side TSN Trandator
eDRX Extended DRX cycle
ePDG Evolved Packet Data Gateway
EUI Extended Unique Identifier
E-UTRAN Evolved Universal Terrestrial Radio Access Network
EAC Early Admission Control
EAP-AKA'

Agreement
EAS Edge Application Server
EASDF Edge Application Server Discovery Function
ECIES Elliptic Curve Integrated Encryption Scheme
ECS Edge Configuration Server
ECSP Edge Computing Service Provider
EDC Edge DNS Client
EEC Edge Enabler Client
EPD Extended Protocol Discriminator
EMM EPS Mobility Management
EPC Evolved Packet Core Network
EPS Evolved Packet System
EPS-UPIP User-plane integrity protection in EPS
ESM EPS Session Management
FN-RG Fixed Network RG
FN-BRG Fixed Network Broadband RG
FN-CRG Fixed Network Cable RG
FQDN Fully Qualified Domain Name
Gbps Gigabits per second
GEO Geostationary Orbit
GFBR Guaranteed Flow Bit Rate
GUAMI Globally Uniqgue AMF Identifier
HEVC High Efficiency Video Coding
IAB Integrated access and backhaul
IMEI International Mobile station Equipment Identity
IMEISV
IMSI International Mobile Subscriber Identity
IP-CAN | P-Connectivity Access Network
KSI Key Set Identifier
LADN Local Area Data Network
LCS LoCation Services
LCS-UPP Location Services User Plane Protocol
LEO Low Earth Orbit
LMF Location Management Function
LPP LTE Positioning Protocol
MAC Message Authentication Code
MA PDU Multi-Access PDU
MBS Multicast/Broadcast Services
MBSR Mobile Base Station Relay
Mbps M egabits per second
MCS Mission Critical Service
MEO Medium Earth Orbit
MFBR Maximum Flow Bit Rate
MICO Mobile Initiated Connection Only
MINT Minimization of Service Interruption
MPS Multimedia Priority Service
MSK MBS Service Key
MTK MBS Traffic Key
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Improved Extensible Authentication Protocol method for 3rd generation Authentication and Key

International Mobile station Equipment Identity and Software Version number
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MUSIM Multi-USIM

N3IWF Non-3GPP Inter-Working Function

N3QAI Non-3GPP QoS Assistance Information

N5SCW Non-5G-Capable over WLAN

N5GC Non-5G Capable

NAI Network Access Identifier

NAUN3 Non-Authenticable Non-3GPP

NITZ Network Identity and Time Zone

ngK Sl Key Set Identifier for Next Generation Radio Access Network
NPN Non-public network

NR New Radio

NSAC Network Slice Admission Control

NSACF Network Slice Admission Control Function
NSAG Network slice AS group

NS-AoS Network dlice area of service

NSSAA Network dlice-specific authentication and authorization
NSSAAF Network Slice-Specific and SNPN authentication and authorization Function
NSSAI Network Slice Selection Assistance Information
NSSRG Network Slice Simultaneous Registration Group
ON-SNPN Onboarding Standal one Non-Public Network
(O] Operating System

oslid OS Identity

PAP Password Authentication Protocol

PCO Protocol Configuration Option

PCP Priority Code Point

PEI Permanent Equipment Identifier

PEIPS Paging Early Indication with Paging Subgrouping
PEGC PIN Element with Gateway Capability

PEMC PIN Element with Management Capability

PIN Personal 10T Network

PINE PIN Element

PMF Performance M easurement Function

PNI-NPN Public Network Integrated Non-Public Network
ProSe Proximity based Services

ProSeP 5G ProSe policy

PG PLMN Generic

PTI Procedure Transaction Identity

PTP Precision Time Protocol

PVS Provisioning Server

QFI QoS Flow Identifier

QoS Quiality of Service

QRI QoS Rule Identifier

RACS Radio Capability Signalling Optimisation
(R)AN (Radio) Access Network

RFSP RAT Frequency Selection Priority

RG Residentia Gateway

RPLMN Registered PLMN

RQA Reflective QoS Attribute

RQI Reflective QoS Indication

RSC Relay Service Code

RSN Redundancy Sequence Number

RSNPN Registered SNPN

RTT Round Trip Time

S NSSAI Single NSSAI

SA Security Association

SDF Service Data Flow

SDNAEPC Secondary DN authentication and authorization over EPC
SDT Small Data Transmission

SMF Session Management Function

SGC Service Gap Control

SLPP SideLink Positioning Protocol

SNN Serving Network Name
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SNPN Stand-alone Non-Public Network
SOR Steering of Roaming
SOR-CMCI Steering of Roaming Connected Mode Control Information
SRTP Secure Real -time Transport Protocol
SUCI Subscription Concealed Identifier
SUPI Subscription Permanent I dentifier
TA Tracking Area
TAC Tracking Area Code
TAI Tracking Arealdentity
Thps Terabits per second
TMGI Temporary Mobile Group Identity
TNAN Trusted Non-3GPP Access Network
TNGF Trusted Non-3GPP Gateway Function
TSC Time Sensitive Communication
TSCTSF Time Sensitive Communication and Time Synchronization Function
TWIF Trusted WLAN Interworking Function
TSN Time-Sensitive Networking
UAS Uncrewed Aeria System
UAV Uncrewed Aeria Vehicle
UAV-C Uncrewed Aeria Vehicle-Controller
UDM Unified Data Management
UL Uplink
UPDS UE policy delivery service
UPF User Plane Function
UP-PRUK User Plane ProSe Remote User Key
UPP-CMI User Plane Positioning Connection Management Information
UPSC UE Poalicy Section Code
UPS| UE Policy Section Identifier
URN Uniform Resource Name
URSP UE Route Selection Policy
uUss UAS Service Supplier
UUAA USS UAV Authorization/Authentication
V2X Vehicle-to-Everything
V2XP V2X policy
VID VLAN Identifier
VPS VPLMN Specific
W-AGF Wireline Access Gateway Function
WLAN Wireless Local Area Network
WUS Wake-up signal
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4 General

4.1 Overview

The non-access stratum (NAS) described in the present document forms the highest stratum of the control plane
between the UE and the AMF (reference point "N1" see 3GPP TS 23.501 [8]) for both 3GPP and non-3GPP access.

Main functions of the protocols that are part of the NAS are:

a) support of mobility of the user equipment (UE) including also common procedures such as authentication,
identification, generic UE configuration update and security mode control procedures;

b) support of session management procedures to establish and maintain data connectivity between the UE and the
data network; and

¢) NAS transport procedure to provide atransport of SMS, LPP, SLPP, LCS, UPP-CMI container, UE policy
container, SOR transparent container and UE parameters update information payload.

Principles for the handing of 5GS security contexts and for the activation of ciphering and integrity protection, when a
NAS signalling connection is established, are provided in subclause 4.4.

For the support of the above functions, the following procedures are supplied within this specification:
a) elementary procedures for 5GS mobility management in clause 5; and
b) elementary procedures for 5GS session management in clause 6.

Signalling procedures for the control of NAS security are described as part of the 5GMM common proceduresin
subclause 5.4.

Complete NAS transactions consist of specific sequences of elementary procedures. Examples of such specific
sequences can be found in 3GPP TS 23.502 [9].

The NAS for 5GS follows the protocol architecture model for layer 3 as described in 3GPP TS 24.007 [11].

4.2 Coordination between the protocols for 5GS mobility
management and 5GS session management

A 5GS session management (5GSM) message is piggybacked in specific 5GS mobility management (5SGMM) transport
messages. To this purpose, the 5GSM messages can be transmitted in an information element in the 5GMM transport
messages. In this case, the UE, the AMF and the SMF execute the 5GMM procedure and the 5GSM procedure in
parallel. The success of the 5GMM procedure is not dependent on the success of the piggybacked 5GSM procedure.

The UE can only initiate the 5GSM procedure when thereis a5GMM context established at the UE.
During 5GMM procedures, the UE and the AMF shall suspend the transmission of 5GSM messages, except when:
a) the 5GMM procedure is piggybacking 5GSM messages; or

b) the UEisin 5GMM-CONNECTED mode and a service request procedure for re-establishing user-plane
resources of PDU session(s) is initiated without including PDU session status | E or Allowed PDU session status
IE. In this case, the UE and the AMF need not suspend the transmission of 5GSM messages related to other PDU
session(s) than the one(s) for which the user- plane resources re-establishment is requested.

If the UE determines to locally release the N1 NAS signalling connection upon receiving an SOR transparent container
during aregistration procedure as specified in 3GPP TS 23.122 [5] Annex C.2, the UE shall suspend the transmission of
5GSM messages after sending the REGISTRATION COMPLETE message and until the N1 NAS signalling connection
is released to obtain service on a higher priority PLMN, with the exception of the case when the UE has an emergency
PDU session.

A 5GMM message piggybacking a5GSM message for a PDU session shall be delivered via the access associated with
the PDU session, if any, with the following exceptions:
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a) the AMF shall send, via 3GPP access, aDL NAS TRANSPORT message piggybacking a downlink 5GSM
message of a network-requested 5GSM procedure for a PDU session associated with non-3GPP accessiif the
conditions specified in subclause 5.5.1.3.4 or subclause 5.6.1.4 are met;

b) the UE shall send an UL NAS TRANSPORT message piggybacking a response message to the 5GSM message
described in @) viaeither:

1) 3GPP access; or
2) non-3GPP access if the UE isin 5GMM-CONNECTED mode over non-3GPP access; and

NOTE: The interaction between the 5GMM sublayer and the 5GSM sublayer to enable the UE to send the UL
NAS TRANSPORT message containing the response message via 3GPP accessisrequired. Thisis
achieved via UE implementation.

¢) the UE shall send, viathe target access, an UL NAS TRANSPORT message piggybacking a 5GSM message
associated with arequest type set to "existing PDU session” or "existing emergency PDU session” for handover
of an existing PDU session between 3GPP access and non-3GPP access.

A 5GMM message piggybacking a 5GSM message as a response message to a request message associated with an MA
PDU session, shall be delivered viathe same access that the initial message was received.

4.3 UE domain selection

4.3.1 UE's usage setting

The UE's usage setting defined in 3GPP TS 24.301 [15] applies to voice capable UEs in 5GS and indicates whether the
UE has preference for voice services over data services or vice-versa, where:

a) voice servicesinclude IMS voice; and

b) dataservicesinclude any kind of user data transfer without a voice media component.
The UE's usage setting can be set to:

a) "voice centric"; or

b) "datacentric".

If the UE is capable of S1 mode, there isa single UE's usage setting at the UE which applies to both 5GS and EPS.

4.3.2 Domain selection for UE originating sessions / calls
The behaviour of the UE for domain selection is determined by:
a) the UE usage setting;
b) theavailability of IMS voice; and
c) whether the UE operatesin single-registration mode or dual-registration mode (see 3GPP TS 23.501 [8]).

In the present document the condition "the UE supports IMS voice over 3GPP access' evaluates to "true” if at least one
of the following is fulfilled:

1) the UE supports IMS voice over NR connected to 5GCN;
2) the UE supports IMS voice over E-UTRA connected to 5GCN; or
3) the UE supports IMSvoicein EPS.

In the present document the condition "the UE does not support IM S voice over 3GPP access' evaluatesto "true" if the
condition "the UE supports IM S voice over 3GPP access' evaluatesto "false".
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In the present document the condition "the UE supports IM S voice over non-3GPP access' evaluatesto "true" if the UE
supports IMS voice over non-3GPP access connected to 5GCN.

In the present document the condition "the UE does not support IMS voice over non-3GPP access' evaluates to "true” if
the condition "the UE supports IMS voice over non-3GPP access’ evaluatesto "false".

In the present document, "IMS voice not available" is determined per access type independently, i.e. 3GPP access or
non-3GPP access.

In the present document, "IM S voice not available" refersto one of the following conditions:
a) the UE does not support IMS voice;

b) the UE supports IMS voice, but the network indicates in the REGISTRATION ACCEPT message that IMS
voice over PS sessions are not supported; or

c) the UE supports IMS voice, the network indicates in the REGISTRATION ACCEPT message that IMS voice
over PS sessions are supported, but the upper layers:

1) provide no indication that the UE is available for voice call in the IMS within a manufacturer determined
period of time; or

2) indicate that the UE is not available for voice callsin the IMS.

NOTE 1: If conditionsaand b evaluate to false, the upper layers need time to attempt IM S registration. In the event
an indication from the upper layersthat the UE is available for voice callsin the IM S takes longer than
the manufacturer determined period of time (e.g. due to delay when attempting IMS registration or due to
delay in obtaining a QoS flow for SIP signalling), the NAS layer assumes the UE is not available for
voice callsintheIMS.

Other conditions may exist but these are implementation specific.
In the present document, "IM S voice available" applies when "IM S voice not available" does not apply.

When IMS voice is hot available over 3GPP access, if the UE's usage setting is "voice centric", the UE operatesin
single-registration mode, and the UE:

a) does not have a persistent PDU session, and:

1) if the UEisonly registered over 3GPP access, or if the UE is registered over both 3GPP access and non-
3GPP access and IMS voice is not available over non-3GPP access, the UE shall disable the N1 mode
capability for 3GPP access and proceed as specified in subclause 4.9.2 with modifications described below;
or

2) if the UE isregistered over both 3GPP access and non-3GPP access and IM S voice is available over non-
3GPP access, the UE may disable the N1 mode capability for 3GPP access and proceed as specified in
subclause 4.9.2 with modifications described below; or

b) hasapersistent PDU session, then the UE waits until the radio bearer associated with the persistent PDU session
has been released. When the radio bearer associated with the persistent PDU session has been released, then:

1) if the UE isonly registered over 3GPP access, or if the UE is registered over both 3GPP access and non-
3GPP access and IMS voice is not available over non-3GPP access,the UE shall disable the N1 mode
capability for 3GPP access and proceed as specified in subclause 4.9.2 with modifications described below;
or

2) If the UE isregistered over both 3GPP access and hon-3GPP access and IMS voice is available over non-
3GPP access, the UE may disable the N1 mode capability for 3GPP access and proceed as specified in
subclause 4.9.2 with modifications described below.

The following modifications are applied to the procedure in subclause 4.9.2 for disabling the N1 mode capability for
3GPP access, if the UE's usage setting is "voice centric" and the UE operates in single-registration mode:

a) initem @) of subclause 4.9.2, the UE shall attempt to select an E-UTRA cell connected to EPC. If such acell is
found, the UE shall then perform voice domain selection procedures as defined in 3GPP TS 24.301 [15]; and
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b) initemb) of subclause 4.9.2, if an E-UTRA cell connected to EPC cannot be found, the UE shall attempt to
select another supported radio access technology which supports voice services.

When IMS voiceis hot available over non-3GPP access, if the UE's usage setting is "voice centric” and the UE operates
in single-registration mode, then:

a) if the UEisonly registered over non-3GPP access, the UE shall disable the N1 mode capability for non-3GPP
access (see subclause 4.9.3); or

b) if the UE isregistered over both 3GPP access and non-3GPP access and IMS voice is not available also over
3GPP access, the UE may disable the N1 mode capability for non-3GPP access (see subclause 4.9.3).

NOTE 2: The UE can register over 3GPP access in another mode, e.g., S1 mode, for voice service, and in this case
the UE can keep the N1 mode capability for non-3GPP access enabled.

4.3.3 Change of UE's usage setting

If the UE operates in single-registration mode, whenever the UE's usage setting changes, the UE shall execute
procedures according to table 4.3.3.1:

Table 4.3.3.1: Change of UE's usage setting for a UE in single-registration mode

UE's usage setting Procedure to execute
change
From "data centric" to Disable the N1 mode capability for 3GPP access (see subclause 4.9.2), if

"voice centric" and "IMS  |the UE is only registered over 3GPP access (NOTE)
voice not available" over
3GPP access only

From "data centric" to Disable the N1 mode capability for 3GPP access (see subclause 4.9.2) and
"voice centric”, and "IMS  |non-3GPP access (see subclause 4.9.3), if the UE is registered over both
voice not available" over  |[3GPP access and non-3GPP access

both 3GPP access and Disable the N1 mode capability for 3GPP access (see subclause 4.9.2), if
non-3GPP access the UE is only registered over 3GPP access.

Disable the N1 mode capability for non-3GPP access (see subclause 4.9.3),
if the UE is only registered over non-3GPP access.

(NOTE)

From "voice centric" to Re-enable the N1 mode capability for 3GPP access (see subclause 4.9.2)
"data centric" and the N1
mode capability for 3aGPP
access is disabled at the
UE due to "IMS voice not
available"
From "data centric" to Disable the N1 mode capability for non-3GPP access (see subclause 4.9.3),
"voice centric" and "IMS  |if the UE is only registered over non-3GPP access
voice not available" over
non-3GPP access only
From "voice centric" to Re-enable the N1 mode capability for non-3GPP access (see
"data centric”, and the N1 |subclause 4.9.3)
mode capability for non-
3GPP access is disabled
at the UE due to "IMS
voice not available"
NOTE: If the UE is registered over 3GPP access and has a persistent PDU session, then the UE
waits until the radio bearer associated with the persistent PDU session has been released.

4.3.4  Change or determination of IMS voice availability

If the UE operates in single-registration mode, whenever the IM S voice availability is determined or changes, the UE
shall execute procedures according to table 4.3.4.1:
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Table 4.3.4.1: Change of IMS voice availability for a UE in single-registration mode

Change of IMS voice Procedure to execute
available condition

"IMS voice not available" |Disable the N1 mode capability for 3GPP access, if the UE is only registered
over 3GPP access only over 3GPP access (see subclause 4.9.2). (NOTE 2)
and the UE's usage
setting is "voice centric"
"IMS voice not available" |Disable the N1 mode capability for non-3GPP access (see subclause 4.9.3),
over non-3GPP access if the UE is only registered over non-3GPP access. (NOTE 2)
only and the UE's usage
setting is "voice centric"
"IMS voice not available" |Disable the N1 mode capability for 3GPP access (see subclause 4.9.2) and
over both 3GPP access non-3GPP access (see subclause 4.9.3), if the UE is registered over both

and non-3GPP access, 3GPP access and non-3GPP access.
and the UE's usage Disable the N1 mode capability for 3GPP access (see subclause 4.9.2), if
setting is "voice centric" the UE is only registered over 3GPP access

Disable the N1 mode capability for non-3GPP access (see subclause 4.9.3),

if the UE is only registered over non-3GPP access.

(NOTE 1, NOTE 2)

NOTE 1: If the UE is registered over 3GPP access and has a persistent PDU session, then the UE
waits until the radio bearer associated with the persistent PDU session has been released.

NOTE 2: If the UE determines "IMS voice not available" upon receipt of a 5GS session management
reject message including a back-off timer value, and the re-attempt indicator indicates that the
UE is not allowed to re-attempt the procedure in S1 mode then, upon inter-system change
from N1 mode to S1 mode, the UE proceeds as specified in 3GPP TS 24.301 [15],
subclause 4.3.2.4, Change or determination of IMS registration status.

4.4 NAS security

44.1 General

This clause describes the principles for the handling of 5G NAS security contexts in the UE and in the AMF, the
procedures used for the security protection of NAS messages between the UE and the AMF, and the procedures used
for the protection of NAS I Es between the UE and the UDM. Security protection involves integrity protection and
ciphering of the 5GMM messages. 5GSM messages are security protected indirectly by being piggybacked by the
security protected 5GMM messages (i.e. UL NAS TRANSPORT message and the DL NAS TRANSPORT message).

The signalling procedures for the control of NAS security are part of the 5GMM protocol and are described in detail in
clause 5.

NOTE: The use of ciphering in a network isan operator option. In this subclause, for the ease of description, it is
assumed that ciphering is used, unless explicitly indicated otherwise. Operation of a hetwork without
ciphering is achieved by configuring the AMF so that it always selects the "null ciphering algorithm", 5G-
EAO.

4.4.2 Handling of 5G NAS security contexts

4421 General

44211 Establishment of 5G NAS security context

The security parameters for authentication, integrity protection and ciphering are tied together in a 5G NAS security
context and identified by akey set identifier (ngKSl). The relationship between the security parametersis defined in
3GPP TS 33.501 [24].

Before security can be activated, the AMF and the UE need to establish a5G NAS security context. Usualy, the 5G
NAS security context is created as the result of a primary authentication and key agreement procedure between the
AMF and the UE. A new 5G NAS security context may also be created during an N1 mode to N1 mode handover.
Alternatively, during inter-system change from S1 mode to N1 mode, the AMF not supporting interworking without
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N26 and the UE operating in single-registration mode may derive a mapped 5G NAS security context from an EPS
security context that has been established while the UE was in S1 mode.

The 5G NAS security context is taken into use by the UE and the AMF, when the AMF initiates a security mode control
procedure, during an N1 mode to N1 mode handover, or during the inter-system change procedure from S1 mode to N1
mode. The 5G NAS security context which has been taken into use by the network most recently is called current 5G
NAS security context. This current 5G NAS security context can be of type native or mapped, i.e. originating from a
native 5G NAS security context or mapped 5G NAS security context.

The key set identifier ngK Sl is assigned by the AMF either during the primary authentication and key agreement
procedure or, for the mapped 5G NAS security context, during the inter-system change. The ngK Sl consists of avalue
and a type of security context parameter indicating whether a5G NAS security context is a native 5G NAS security
context or amapped 5G NAS security context. When the 5G NAS security context is a native 5G NAS security context,
the ngK Sl has the value of KSlame, and when the current 5G NAS security context is of type mapped, the ngK Sl has the
value of KSlasue.

The 5G NAS security context which isindicated by an ngK SI can be taken into use to establish the secure exchange of
NAS messages when a new N1 NAS signalling connection is established without executing a new primary
authentication and key agreement procedure (see subclause 5.4.1) or when the AMF initiates a security mode control
procedure. For this purpose, the initial NAS messages (i.e. REGISTRATION REQUEST, DEREGISTRATION
REQUEST, SERVICE REQUEST and CONTROL PLANE SERVICE REQUEST) and the SECURITY MODE
COMMAND message contain an ngK Sl in the ngK Sl | E indicating the current 5G NAS security context used to
integrity protect the NAS message.

In the present document, when the UE is required to delete an ngK SI, the UE shall set the ngK Sl to the value"no key is
available" and consider also the associated keys Kamre Or K'ame, 5G NAS ciphering key and 5G NAS integrity key
invalid (i.e. the 5G NAS security context associated with the ngK Sl as no longer valid). In theinitial registration
procedure, when the key Kausr, isinvalid, the UE shall delete the ngK SI.

NOTE: In some specifications the term ciphering key sequence number might be used instead of the term key set
identifier (KSl).

Asdescribed in subclause 4.8 in order to interwork with E-UTRAN connected to EPC, the UE supporting both S1 mode
and N1 mode can operate in either single-registration mode or dual-registration mode. A UE operating in dual-
registration mode shall independently maintain and use both EPS security context (see 3GPP TS 24.301 [15]) and 5G
NAS security context. When the UE operating in dual -registration mode performs an EPS attach procedure, it shall take
into use an EPS security context and follow the handling of this security context as specified in 3GPP TS 24.301 [15].
However, when the UE operating in dual-registration mode performs an initial registration procedure, it shall take into
use a 5G NAS security context and follow the handling of this security context as described in the present specification.

The UE and the AMF need to be able to maintain two 5G NAS security contexts simultaneoudly, i.e. acurrent 5G NAS
security context and a non-current 5G NAS security context, since:

a) after a5G re-authentication, the UE and the AMF can have both a current 5G NAS security context and anon-
current 5G NAS security context which has not yet been taken into use (i.e. a partial native 5G NAS security
context); and

b) after an inter-system change from S1 mode to N1 mode, the UE and the AMF can have both a mapped 5G NAS
security context, which isthe current 5G NAS security context, and a non-current native 5G NAS security
context that was created during a previous accessin N1 mode.

The number of 5G NAS security contexts that need to be maintained simultaneously by the UE and the AMF islimited
by the following requirements:

a) after asuccessful 5G (re-)authentication, which creates a new partial native 5G NAS security context, the AMF
and the UE shall delete the non-current 5G NAS security context, if any;

b) when apartial native 5G NAS security context is taken into use through a security mode control procedure, the
AMF shall delete the previously current 5G NAS security context. If the UE does not support multiple records of
NAS security context storage for multiple registration (see 3GPP TS 31.102 [22]), the UE shall delete the
previously current 5G NAS security context. If the UE supports multiple records of NAS security context storage
for multiple registration, the UE shall:
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1) replacethe previously current 5G NAS security context stored in the first 5G security context of that access
(see 3GPP TS 31.102 [22]) with the new 5G security context (taken into use through a security mode control
procedure), when the UE activates the new 5G security context for the same PLMN and access;

1a) replace the previously current 5G NAS security context stored in the first 5G security context of that access
(see 3GPP TS 31.102 [22]) with the new 5G security context (taken into use through a security mode control
procedure), when the UE activates the new 5G security context for a different PLMN over that access but the
previously current 5G NAS security context is not associated with the 5G-GUTI of the other access; or

2) storethe previously current 5G NAS security context in the second 5G security context of that access (see
3GPP TS 31.102 [22]) and store the new 5G security context (taken into use through a security mode control
procedure) in the first 5G security context, when the UE activates the new 5G security context for a different
PLMN over that access but the previously current 5G NAS security context is associated with the 5G-GUTI
of the other access;

¢) whenthe AMF and the UE create a 5G NAS security context using "null integrity protection algorithm" and

"null ciphering algorithm" during an initial registration procedure for emergency services, or aregistration
procedure for mobility and periodic registration update for a UE that has an emergency PDU session (see
subclause 5.4.2.2), the AMF and the UE shall delete the previous current 5G NA S security context. The UE shall
not update the USIM and non-volatile ME memory with the current 5G NAS security context and shall delete
the current 5G NAS security context when the UE is deregistered from emergency services (e.g. before
registering for normal service);

d) when a new mapped 5G NAS security context or 5G NAS security context created using "null integrity

protection algorithm™ and "null ciphering algorithm™ is taken into use during the inter-system change from S1
mode to N1 mode, the AMF and the UE shall not delete the previously current native 5G NAS security context,
if any. Instead, the previously current native 5G NAS security context shall become a non-current native 5G
NAS security context, and the AMF and the UE shall delete any partial native 5G NAS security context;

If no previoudly current native 5G NAS security context exists, the AMF and the UE shall not delete the partial
native 5G NAS security context, if any;

€) when the AMF and the UE derive a new mapped 5G NAS security context during inter-system change from S1

f)

mode to N1 mode, the AMF and the UE shall delete any existing current mapped 5G NAS security context;

when a non-current full native 5G NAS security context is taken into use by a security mode control procedure,
then the AMF and the UE shall delete the previously current mapped 5G NAS security context;

g) when the UE or the AMF moves from 5GMM-REGISTERED to 5GMM-DEREGISTERED dtate, if the current

5G NAS security context isamapped 5G NAS security context and a non-current full native 5G NAS security
context exists, then the non-current 5G NAS security context shall become the current 5G NAS security context.
Furthermore, the UE and the AMF shall delete any mapped 5G NAS security context or partial native 5G NAS
security context.

h) when the UE operating in single-registration mode in a network supporting N26 interface performs an inter-

system change from N1 mode to S1 mode:
1) if the UE has a mapped 5G NAS security context and the inter-system change is performed in:

i) 5GMM-IDLE mode, the UE shall delete the mapped 5G NAS security context after the successful
completion of the tracking area update procedure or attach procedure (see 3GPP TS 24.301 [15]); or

ii) 5GMM-CONNECTED mode, the UE shall delete the mapped 5G NAS security context after the
completion of the inter-system change.

After deletion of the mapped 5G NAS security context, if the UE has a non-current full native 5G NAS
security context, then the non-current full native 5G NAS security context shall become the current fulll
native 5G NAS security context; and

when the UE operating in single-registration mode in a network supporting N26 interface performs an inter-
system change from S1 mode to N1 mode in 5GMM-IDLE mode, if the UE has a non-current full native 5G
NAS security context, then the UE shall make the non-current full native 5G NAS security context as the current
native 5G NAS security context. The UE shall delete the mapped 5G NAS security context, if any.
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44212 UE leaving state 56MM-DEREGISTERED

If the UE is capable of registration over a single access only, the UE shall mark the 5G NAS security context on the
USIM or in the non-volatile memory as invalid when the UE initiates an initial registration procedure as described in
subclause 5.5.1.2 or when the UE leaves state 5GMM-DEREGISTERED for any other state except 5GMM-NULL.

If the UE is capable of registration over both 3GPP access and non-3GPP access and was last registered on the same
PLMN over both 3GPP access and the non-3GPP access, the UE in the state 5GMM-DEREGISTERED over both 3GPP
access and non-3GPP access shall mark the 5G NAS security contextsin record 1 of the 3GPP access and the non-
3GPP access on the USIM or in the non-volatile memory as invalid when the UE initiates an initial registration
procedure over either 3GPP access or non-3GPP access as described in subclause 5.5.1.2 or when the UE leaves state
5GMM-DEREGISTERED for any other state except 5GMM-NULL over either 3GPP access or non-3GPP access.

44.2.1.3 UE entering state 5GMM-DEREGISTERED

If the UE is capable of registration over a single access only, the UE shall store the current native 5G NAS security
context on the USIM or in the non-volatile memory and mark it as valid only when the UE enters state 5GMM-
DEREGISTERED from any other state except 5GMM-NULL or when the UE aborts the initial registration procedure
without having left 5SGMM-DEREGISTERED.

If the UE is capable of registration over both 3GPP access and non-3GPP access and is registered on the same PLMN
over both 3GPP access and the non-3GPP access, the UE shall store the current native 5G NAS security contexts of the
3GPP access and the non-3GPP access as specified in annex C and mark them as valid only when the UE enters state
5GMM-DEREGISTERED from any other state except 5GMM-NULL over both the 3GPP access and non-3GPP access
or only when the UE aborts the initial registration procedure without having left 5SGMM-DEREGISTERED over both
the 3GPP access and non-3GPP access.

4.4.2.2 Establishment of a mapped 5G NAS security context during inter-system
change from S1 mode to N1 mode in 5GMM-CONNECTED mode

In order for the UE operating in single-registration mode in a network supporting N26 interface to derive a mapped 5G
NAS security context for an inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode, the AMF
shall construct a mapped 5G NAS security context from the EPS security context received from the source MME as
indicated in 3GPP TS 33.501 [24]. The AMF shall select the 5G NAS security algorithms and derive the 5G NAS keys
(i.e. Knasenc and Knasin)). The AMF shall define an ngK Sl for the newly derived K'amre key such that the valuefield is
taken from the eK Sl of the Kasve key and the type field is set to indicate a mapped security context and associate this
ngK Sl with the newly created mapped 5G NAS security context. The AMF shall then include the message
authentication code, selected NAS agorithms, NCC and generated ngK Sl in the S1 mode to N1 mode NAS transparent
container |1E (see subclause 9.11.2.9).

When the UE operating in single-registration mode in a network supporting N26 interface receives the command to
perform inter-system change to N1 mode in 5GMM-CONNECTED mode, the UE shall derive a mapped K'awvr, as
indicated in 3GPP TS 33.501 [24], using the K asve from the EPS security context. Furthermore, the UE shall also
derive the 5G NAS keys from the mapped K'aur using the selected NAS algorithm identifiersincluded in the S1 mode
to N1 mode NAS transparent container |E and associate this mapped 5G NAS security context with the ngK Sl value
received. The UE shall then verify the received NAS MAC. In case the received NAS MAC is not verified successfully
(see subclause 4.4.3.3) the UE shall discard the content of the received S1 mode to N1 mode NAS transparent container
IE and inform the lower layers that the received S1 mode to N1 mode NAS transparent container isinvalid.

When the UE operating in single-registration mode in a network supporting N26 interface has a PDN connection for
emergency bearer services and has no current EPS security context, the AMF shall set 5G-1A0 and 5G-EAOQ as the
selected 5G NAS security algorithms in the S1 mode to N1 mode NAS transparent container |IE. The AMF shall create a
locally generated K'ame. The AMF shall set the ngK Sl value of the associated security context to "000" and the type of
security context flag to "mapped security context” in the S1 mode to N1 mode NAS transparent container |E.

When the UE operating in single-registration mode in a network supporting N26 interface receives the command to
perform inter-system change to N1 mode in 5GMM-CONNECTED mode (see 3GPP TS 38.331 [30]) and has a PDN
connection for emergency bearer services, if 5G-1A0 and 5G-EAOQ as the selected 5G NAS security algorithms are
included in the S1 mode to N1 mode NAS transparent container IE, the UE shall create alocally generated K'ame.
Furthermore, the UE shall set the ngK Sl val ue of the associated security context to the KSI value received.
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After the new mapped 5G NAS security context is taken into use for the 3GPP access following a successful inter
system change from S1 mode to N1 mode in 5GMM-CONNECTED mode and the UE is registered with the same
PLMN over the 3GPP access and non-3GPP access:

a) if anative 5G NAS security context is used on the non-3GPP access and:

1) the UEisin 5GMM-IDLE mode over non-3GPP access, then the AMF and the UE shall activate and take
into use the new mapped 5G NAS security context on the 3GPP access for the non-3GPP access as described
in 3GPP TS 33.501 [24] after the AMF sends or the UE receives the REGISTRATION ACCEPT message
respectively. The UE and AMF shall keep the native 5G NAS security context which was used on the non-
3GPP access and make it a non-current native 5G NAS security context. The non-current native 5G NAS
security context may be re-activated later using the security mode control procedure; or

2) the UE isin 5GMM-CONNECTED mode over non-3GPP access, in order to activate the native 5G NAS
security context over the 3GPP access that is active on the non-3GPP access the AMF shall send the
SECURITY MODE COMMAND message over the 3GPP access as described in 3GPP TS 33.501 [24]. The
SECURITY MODE COMMAND message shall include the same ngK Sl to identify the native 5G NAS
security context that is used on the non-3GPP access; or

b) if amapped 5G NAS security context is used on the non-3GPP access and:

1) the UEisin 5GMM-IDLE mode over non-3GPP access, the AMF and the UE shall activate and take into use
the new mapped 5G NAS security context active on the 3GPP access for the non-3GPP access as described in
3GPP TS 33.501 [24] after the AMF sends or the UE receives the REGISTRATION ACCEPT message
respectively; or

2) the UEisin 5GMM-CONNECTED mode over non-3GPP access, in order to activate the same mapped 5G
NAS security context over one access that is used on the other access the AMF shall send the SECURITY
MODE COMMAND message over one-access as described in 3GPP TS 33.501 [24]. The SECURITY
MODE COMMAND message shall include the same ngK Sl to identify the mapped 5G NAS security context
that is used over the other access.

If the inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode is not completed successfully,
the AMF and the UE operating in single-registration mode in a network supporting N26 interface shall delete the new
mapped 5G NAS security context.

4.4.2.3 Establishment of a 5G NAS security context during N1 mode to N1 mode
handover

During an N1 mode to N1 mode handover, the target AMF may derive a new 5G NAS security context for which the
target AMF creates a new 5G NAS security context asindicated in 3GPP TS 33.501 [24].

When a new 5G NAS security context is derived using the same K amr, the target AMF includes the 8 least significant
bits of the downlink NAS COUNT in the Intra N1 mode NAS transparent container |E, and indicates that a new Kamre
shall not be derived (see subclause 9.11.2.6). The AMF shall increment the downlink NAS COUNT by one after
creating the Intra N1 mode NAS transparent container |E.

When a new 5G NAS security context is created from a new Kawmr, the target AMF includes the 8 least significant bits
of the downlink NAS COUNT in the Intra N1 mode NAS transparent container |E and indicates that a new K aur shal
be derived (see subclause 9.11.2.6). The AMF shall then set both the uplink and downlink NAS COUNT counters of
this 5G NAS security context to zero. The AMF shall increment the downlink NAS COUNT by one after creating the
Intra N1 mode NAS transparent container |E.

Thetarget AMF also includes the ngK SI with the same value as the ngK Sl currently being used with the UE, the
message authentication code, and the selected NA S algorithmsin the Intra N1 mode NAS transparent container |E.

When the UE receives a command to perform handover to NG-RAN including an Intra N1 mode NAS transparent
container |E (see subclause 9.11.2.6), the UE derives anew 5G NAS security context as described in

3GPP TS 33.501 [24]. When the Intra N1 mode NAS transparent container |1E indicates that a new K auwe needsto be
derived, the UE shall set both the downlink NAS COUNT and uplink NAS COUNT to zero after creating the new 5G
NAS security context.

If the received Intra N1 mode NAS transparent container |E does not have avalid NAS COUNT (see subclause 4.4.3.2)
or the received NAS MAC is not verified successfully (see subclause 4.4.3.3) the UE shall discard the content of the
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received Intra N1 mode NAS transparent container | E, continue to use the current 5G NAS security context, and inform
the lower layers that the received Intra N1 mode NAS transparent container isinvalid.

NOTE 1: During N1 mode to N1 mode handover, the Intra N1 mode NAS transparent container 1E (see
subclause 9.11.2.6) is equivalent to sending a SECURITY MODE COMMAND message to the UE in
order to derive and use a new 5G NAS security context, optionally created with anew Kaue. The UE
maintains the Selected EPS NAS security algorithms until the UE receives a new Selected EPS NAS
security algorithms.

After the new 5G NAS security context is taken into use for 3GPP access following a successful N1 mode to N1 mode
handover and the UE is registered with the same PLMN over the 3GPP access and non-3GPP access.

a) theUEisin 5GMM-IDLE mode over non-3GPP access, the AMF and the UE shall activate and take into use the
new 5G NAS security context over the non-3GPP access as described in 3GPP TS 33.501 [24] after the AMF
sends or the UE receives the REGISTRATION ACCEPT message respectively. If the new 5G NAS security
context is created from a new Kame, the AMF and the UE shall set the downlink NAS COUNT and uplink NAS
COUNT to zero aso for the non-3GPP access, otherwise the downlink NAS COUNT and uplink NAS COUNT
for the non-3GPP access are not changed; or

b) the UEisin 5GMM-CONNECTED mode over hon-3GPP access, in order to activate the new 5G NAS security
context over the non-3GPP access that has been activated for the 3GPP access the AMF shall send the
SECURITY MODE COMMAND message over the non-3GPP access as described in 3GPP TS 33.501 [24]. The
SECURITY MODE COMMAND message shall include the same ngK Sl to identify the new 5G NAS security
context that was activated over the 3GPP access and shall include the horizontal derivation parameter indicating
"Kame derivation is not required”. Otherwise, if the new 5G NAS security context is created from a new Kawmr,
the AMF and the UE shall set the downlink NAS COUNT and uplink NAS COUNT to zero for the non-3GPP
access.

NOTE 2: Explicit indication "Kamr derivation is not required” for the non-3GPP access is to align security contexts
within the UE without a subsequent derivation of anew Kamrin the non-3GPP access.

4.4.2.4 Establishment of an EPS security context during inter-system change from
N1 mode to S1 mode in 5GMM-CONNECTED mode

In order for the UE operating in single-registration mode in a network supporting N26 interface to derive a mapped EPS
security context for an inter-system change from N1 mode to S1 mode in 5GMM-CONNECTED mode, the AMF shall
prepare a mapped EPS security context for the target MME asindicated in 3GPP TS 33.501 [24].

The AMF shall derive aK'asve using the Kave key and the downlink NAS COUNT of the current 5G NAS security
context, include the corresponding NAS sequence number in the N1 mode to S1 mode NAS transparent container 1E
(see subclause 9.11.2.7) and then increments its stored downlink NAS COUNT value by one.

NOTE: The creation of the N1 mode to S1 mode NAS transparent container and the increment of the stored
downlink NAS COUNT value by one are performed in prior to transferring the mapped EPS security
context to the MME.

The AMF shall select the NAS algorithms identifiers to be used in the target MME after the inter-system change from
N1 mode to S1 mode in 5GMM-CONNECTED mode, for encryption and integrity protection. The uplink and downlink
NAS COUNT associated with the newly derived K'asve key are set to the uplink and downlink NAS COUNT value of
the current 5G NAS security context, respectively. The eKSI for the newly derived K'aswe key shall be defined such as
the value field is taken from the ngKk Sl and the type field is set to indicate a mapped security context.

When the UE operating in single-registration mode in a network supporting N26 interface receives a command to
perform inter-system change from N1 mode to S1 mode in 5GMM-CONNECTED mode, the UE shall derive the
mapped EPS security context, i.e. derive K'aswe from Kame using a downlink NAS COUNT based on the NAS
sequence number received in the N1 mode to S1 mode NAS transparent container | E (see subclause 9.11.2.7) as
described in 3GPP TS 33.501 [24]. The UE shall set the uplink and downlink NAS COUNT values associated with the
newly derived K'asuve key to the uplink and downlink NAS COUNT values of the current 5G NAS security context
respectively. The eKSl for the newly derived K'asve key is defined such that the value field is taken from the ngK SI and
the type field is set to indicate a mapped security context. The UE shall also derive the NAS keys as specified in

3GPP TS 33.401 [23A] using the EPS NAS security algorithms identifiers that are stored in the UE's 5G NAS security
context.
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If the received N1 mode to S1 mode NAS transparent container |E does not have avalid NAS COUNT (see
subclause 4.4.3.2) the UE shall discard the content of the received N1 mode to S1 mode NAS transparent container 1E
and inform the lower layers that the received N1 mode to S1 mode NAS transparent container isinvalid.

If the inter-system change from N1 mode to S1 mode in 5GMM-CONNECTED mode is not completed successfully,
the AMF and the UE shall delete the new mapped EPS security context.

4425 Establishment of secure exchange of NAS messages

Secure exchange of NAS messages viaa NAS signalling connection is usually established by the AMF during the
registration procedure by initiating a security mode control procedure. After successful completion of the security mode
control procedure, all NAS messages exchanged between the UE and the AMF are sent integrity protected using the
current 5G security algorithms, and except for the messages specified in subclause 4.4.5, all NAS messages exchanged
between the UE and the AMF are sent ciphered using the current 5G security algorithms.

During inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode, secure exchange of NAS
messages is established between the AMF and the UE by:

a) thetransmission of NAS security related parameters encapsulated in the AS signalling from the AMF to the UE
triggering the inter-system change in 5GMM-CONNECTED mode (see 3GPP TS 33.501 [24]). The UE uses
these parameters to generate the mapped 5G NAS security context (see subclause 8.6.2 of
3GPP TS 33.501 [24]); and

b) after the inter-system change in 5GMM-CONNECTED mode, the transmission of a REGISTRATION
REQUEST message from the UE to the AMF. The UE shall send this message integrity protected using the
mapped 5G NAS security context and further protect this message as specified in subclause 4.4.6 and
subclause 5.5.1.3.2. After the AMF receives the REGISTRATION REQUEST message:

1) if the AMF decides to take the native 5G NAS security context into use, the security mode control procedure
is performed. From this time onward, all NAS messages exchanged between the UE and the AMF are sent
integrity protected using the native 5G NAS security context, and except for the messages specified in
subclause 4.4.5, all NAS messages exchanged between the UE and the AMF are sent ciphered using the
native 5G NAS security context; or

2) if the AMF decides to take the mapped 5G NAS security context into use, from thistime onward, al NAS
messages exchanged between the UE and the AMF are sent integrity protected using the mapped 5G NAS
security context, and except for the messages specified in subclause 4.4.5, all NAS messages exchanged
between the UE and the AMF are sent ciphered using the mapped 5G NAS security context.

During inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, if the UE is operating in single-
registration mode and:

a) if the UE hasavalid native 5G NAS security context, the UE shall transmit a REGISTRATION REQUEST
message integrity protected with the native 5G NAS security context. The UE shall include the ngK Sl indicating
the native 5G NAS security context value in the REGISTRATION REQUEST message.

After receiving the REGISTRATION REQUEST message including the ngK Sl indicating a native 5G NAS
security context value, the AMF shall check whether the ngK Sl included in the REGISTRATION REQUEST
message belongs to a 5G NAS security context available in the AMF, and shall verify the MAC of the
REGISTRATION REQUEST message. If the verification is successful, the AMF deletes the EPS security
context received from the source MME if any, and the AMF re-establishes the secure exchange of NAS
messages by either:

1) replying with a REGISTRATION ACCEPT message that is integrity protected and ciphered using the native
5G NAS security context. From thistime onward, all NAS messages exchanged between the UE and the
AMF are sent integrity protected and except for the messages specified in subclause 4.4.5, all NAS messages
exchanged between the UE and the AMF are sent ciphered; or

2) initiating a security mode control procedure. This can be used by the AMF to take a non-current 5G NAS
security context into use or to modify the current 5G NAS security context by selecting new NAS security
algorithms.

b) if the UE has no valid native 5G NAS security context, the UE shall send the REGISTRATION REQUEST
message without integrity protection and encryption.

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 59 ETSI TS 124 501 V18.8.0 (2024-10)

After receiving the REGISTRATION REQUEST message without integrity protection and encryption:
1) if N26 interfaceis supported:

i) if an EPS security context received from the source MME does not include the NAS security algorithms
set to EIAO and EEAOQ, the AMF shall either create a fresh mapped 5G NAS security context (see
subclause 8.6.2 of 3GPP TS 33.501 [24]) or trigger a primary authentication and key agreement
procedure to create a fresh native 5G NAS security context; or

ii) if an EPS security context received from the source MME includes the NAS security al gorithms set to
EIAO and EEAO, the AMF shall trigger a primary authentication and key agreement procedure to create a
fresh native 5G NAS security context; or

2) if N26 interface is not supported, the AMF shall trigger a primary authentication and key agreement
procedure.

The newly created 5G NAS security context is taken into use by initiating a security mode control procedure and
this context becomes the current 5G NAS security context in both the UE and the AMF. This re-establishes the
secure exchange of NAS messages.

During an N1 mode to N1 mode handover, secure exchange of NAS messages is established between the AMF and the
UE by:

- thetransmission of NAS security related parameters encapsulated in the AS signalling from the target AMF to
the UE triggering the N1 mode to N1 mode handover (see 3GPP TS 33.501 [24]). The UE uses these parameters
to create anew 5G NAS security context.

The secure exchange of NAS messages shall be continued after N1 mode to N1 mode handover. It isterminated after
inter-system change from N1 mode to S1 mode in 5GMM-CONNECTED mode or when the NAS signalling connection
isreleased.

When a UE in 5GMM-IDLE mode establishes anew NAS signalling connection and has avalid current 5G NAS
security context, the UE shall transmit theinitial NAS message integrity protected with the current 5G NAS security
context and further protect this message as specified in subclause 4.4.6. The UE shall include the ngK Sl indicating the
current 5G NAS security context value in the initial NAS message. The AMF shall check whether the ngK SI included
intheinitial NAS message belongs to a 5G NAS security context available in the AMF, and shall verify the MAC of the
NAS message. If the verification is successful, the AMF may re-establish the secure exchange of NAS messages:

a) by replying with aNAS message that isintegrity protected and ciphered using the current 5G NAS security
context. From thistime onward, all NAS messages exchanged between the UE and the AMF are sent integrity
protected and except for the messages specified in subclause 4.4.5, all NAS messages exchanged between the
UE and the AMF are sent ciphered; or

b) by initiating a security mode control procedure. This can be used by the AMF to take a non-current 5G NAS
security context into use or to modify the current 5G NAS security context by selecting new NAS security
algorithms.

When a UE attempts multiple registrations in the same or different serving network, both the AMF and the UE shall
follow the behavior specified in subclause 6.3.2 of 3GPP TS 33.501 [24]. The UE may support multiple records of NAS
security context storage for multiple registration (see 3GPP TS 31.102 [22)]). If the UE supports multiple records of
NAS security context storage for multiple registration, the UE can select the appropriate one among the stored 5G
security contexts to protect the initial NAS message (see 3GPP TS 33.501 [24]).

NOTE: For the case when the UE has two records of NAS security context stored and is attempting registration to
the PLMN associated with the 5G-GUTI (or an equivalent PLMN) for that access, the UE uses the first
NAS security context of that accessto protect the initial NAS message. For the case when the UE has two
records of NAS security context stored and is attempting registration to the PLMN associated with the
second record (or an equivalent PLMN) of that access, the UE uses the second NAS security context of
that accessto protect the initial NAS message. For other cases when the UE has two records of NAS
security context stored and is attempting registration to a PLMN which is not associated with any NAS
security context record, the UE uses either record of the NAS security context of that access to protect the
initial NAS message.
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4.4.2.6 Change of security keys

When the AMF initiates a re-authentication to create anew 5G NAS security context, the messages exchanged during
the authentication procedure are integrity protected and ciphered using the current 5G NAS security context, if any.

Both UE and AMF shall continue to use the current 5G NAS security context, until the AMF initiates a security mode
control procedure. The SECURITY MODE COMMAND message sent by the AMF includes the ngK Sl of the new 5G
NAS security context to be used. The AMF shall send the SECURITY MODE COMMAND message integrity
protected with the new 5G NAS security context, but unciphered. When the UE responds with a SECURITY MODE
COMPLETE message, it shall send the message integrity protected and ciphered with the new 5G NAS security
context.

The AMF can also modify the current 5G NAS security context or take the non-current native 5G NAS security context,
if any, into use, by sending a SECURITY MODE COMMAND message including the ngK Sl of the 5G NAS security
context to be modified and including a new set of selected NAS security algorithms. In this case the AMF shall send the
SECURITY MODE COMMAND message integrity protected with the modified 5G NAS security context, but
unciphered. When the UE replies with a SECURITY MODE COMPLETE message, it shall send the message integrity
protected and ciphered with the modified 5G NAS security context.

4.4.3 Handling of NAS COUNT and NAS sequence number

4431 General

Each 5G NAS security context shall be associated with two separate counters NAS COUNT per access type in the same
PLMN: one related to uplink NAS messages and one related to downlink NAS messages. If the 5G NAS security
context is used for access via both 3GPP and non-3GPP access in the same PLMN, there are two NAS COUNT counter
pairs associated with the 5G NAS security context. The NAS COUNT counters use 24-bit internal representation and
are independently maintained by UE and AMF. The NAS COUNT shall be constructed as a NAS sequence number (8
least significant bits) concatenated with aNAS overflow counter (16 most significant bits).

When NAS COUNT isinput to NAS ciphering or NAS integrity algorithms it shall be considered to be a 32-bit entity
which shall be constructed by padding the 24-bit internal representation with 8 zerosin the most significant bits.

The value of the uplink NAS COUNT that is stored or read out of the USIM or non-volatile memory as described in
annex C, isthe value that shall be used in the next NAS message.

The value of the downlink NAS COUNT that is stored or read out of the USIM or non-volatile memory as described in
annex C, isthe largest downlink NAS COUNT used in a successfully integrity checked NAS message.

The value of the uplink NAS COUNT stored in the AMF is the largest uplink NAS COUNT used in a successfully
integrity checked NAS message.

The value of the downlink NAS COUNT stored in the AMF is the value that shall be used in the next NAS message.

The NAS sequence number part of the NAS COUNT shall be exchanged between the UE and the AMF as part of the
NAS signalling. After each new or retransmitted outbound SECURITY PROTECTED 5GS NAS MESSAGE message,
the sender shall increase the NAS COUNT number by one, except for the initial NAS messages if the lower layers
indicated the failure to establish the RRC connection (see 3GPP TS 38.331 [30]). Specifically, on the sender side, the
NAS sequence number shall be increased by one, and if the result is zero (due to wrap around), the stored NAS
overflow counter shall also be incremented by one (see subclause 4.4.3.5). If, through implementati on-dependent
means, the receiver determines that the NAS message isareplay of an earlier NAS message, then the receiver handles
the received NAS message as described in subclause 4.4.3.2. Otherwise, in order to determine the estimated NAS
COUNT value to be used for integrity verification of areceived NAS message:

- The sequence number part of the estimated NAS COUNT value shall be equal to the sequence number in the
received NAS message; and

- If thereceiver can guarantee that this NAS message was not previously accepted, then the receiver may select
the estimated NAS overflow counter so that the estimated NAS COUNT value islower than the stored NAS
COUNT value; otherwise, the receiver selects the estimated NAS overflow counter so that the estimated NAS
COUNT valueis higher than the stored NAS COUNT value.
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During the inter-system change from S1 mode to N1 mode in 56GMM-CONNECTED mode, when a mapped 5G NAS
security context is derived and taken into use, the AMF shall set both the uplink and downlink NAS COUNT counters
of this 5G NAS security context to zero. The UE shall set both the uplink and downlink NAS COUNT counters of this
5G NAS security context to zero.

During the inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode, the AMF shall increment
the downlink NAS COUNT by one after it has created an S1 mode to N1 mode NAS transparent container (see
subclause 9.11.2.9).

During the inter-system change from N1 mode to S1 mode in 5GMM-CONNECTED mode, the AMF shall increment
the downlink NAS COUNT by one after it has created an N1 mode to S1 mode NAS transparent container (see
subclause 9.11.2.7).

During N1 mode to N1 mode handover:

a) if the new 5G NAS security context is created with the same Kawr, the AMF shall signal the 8 least significant
bits of the current downlink NAS COUNT vauein an Intra N1 mode NAS transparent container (see
subclause 9.11.2.6). The AMF shall then increment the downlink NAS COUNT by one; or

b) if the new 5G NAS security context is created with a new Kame, the AMF shall signal the 8 least significant bits
of the current downlink NAS COUNT vauein an IntraN1 mode NAS transparent container (see
subclause 9.11.2.6) and shall then set both the uplink and downlink NAS COUNT counters of this5G NAS
security context to zero. The AMF shall then increment the downlink NAS COUNT by one. The UE shall also
set both the uplink and downlink NAS COUNT counters to zero.

NOTE: During the inter-system change from S1 mode to N1 mode in 5GMM-CONNECTED mode, the S1 mode
to N1 mode NAS transparent container (see subclause 9.11.2.9) istreated as an implicit SECURITY
MODE COMMAND message for the UE and the AMF, and therefore the AMF regards the sending of the
S1 mode to N1 mode NAS transparent container as the sending of an initial SECURITY MODE
COMMAND message in order to derive and take into use a mapped 5G NAS security context for the
purpose of the NAS COUNT handling.

4.4.3.2 Replay protection

Replay protection shall be supported for received NAS messages both in the AMF and the UE. However, since the
realization of replay protection does not affect the interoperability between nodes, no specific mechanismis required for
implementation.

Replay protection assures that one and the same NAS message is not accepted twice by the receiver. Specifically, for a
given 5G NAS security context, agiven NAS COUNT value shall be accepted at most one time and only if message
integrity verifies correctly.

Replay protection is not applicable when 5G-1A0 is used.

4.4.3.3 Integrity protection and verification
The sender shall useitslocally stored NAS COUNT asinput to the integrity protection algorithm.

The receiver shal use the NAS sequence number included in the received message and an estimate for the NAS
overflow counter as defined in subclause 4.4.3.1 to form the NAS COUNT input to the integrity verification agorithm.

The algorithm to calculate the integrity protection information is specified in 3GPP TS 33.501 [24], and in case of the:

a) SECURITY PROTECTED 5GS NAS MESSAGE message, the integrity protection shall include octet 7ton, i.e.
the Sequence number |E and the NAS message |E.

b) IntraN1 mode NAS transparent container |E and S1 mode to N1 mode NAS transparent container |E, the
integrity protection shall include all octets of the value part of the | E starting from octet 7.

NOTE: To ensure backward compatibility, the UE uses all octets starting from octet 7 in the received NAS
transparent container for the purpose of integrity check of the NAS transparent container irrespective of
the release/version it supports. After a successful integrity check, the UE can ignore the octets which are
not specified in the release/version which the UE supports.
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In addition to the data that is to be integrity protected, the BEARER ID, DIRECTION bit, NAS COUNT and 5G NAS
integrity key are input to the integrity protection algorithm. These parameters are described in 3GPP TS 33.501 [24].

After successful integrity protection validation, the receiver shall update its corresponding locally stored NAS COUNT
with the value of the estimated NAS COUNT for this NAS message.

Integrity verification is not applicable when 5G-1A0 is used.

4434 Ciphering and deciphering
The sender shall useitslocally stored NAS COUNT asinput to the ciphering algorithm.

The receiver shal use the NAS sequence number included in the received message and an estimate for the NAS
overflow counter as defined in subclause 4.4.3.1 to form the NAS COUNT input to the deciphering a gorithm.

Theinput parameters to the NAS ciphering algorithm are the BEARER ID, DIRECTION bit, NAS COUNT, NAS
encryption key and the length of the key stream to be generated by the encryption algorithm.

When applying initial NAS message protection to the REGISTRATION REQUEST, DEREGISTRATION REQUEST
or SERVICE REQUEST message as described in subclause 4.4.6, the length of the key stream is set to the length of the
entire plain NAS message that isincluded in the NAS message container IE, i.e. the value part of the NAS message
container |E, that is to be ciphered.

When applying initial NAS message protection to the CONTROL PLANE SERVICE REQUEST message as described
in subclause 4.4.6, the length of the key stream is set to the length of

a) thevalue part of the CloT small data container |E that isto be ciphered; or

b) the value part of the NAS message container | E that isto be ciphered.

4435 NAS COUNT wrap around

If, when increasing the NAS COUNT as specified above, the AMF detects that either its downlink NAS COUNT or the
UE's uplink NAS COUNT is"close" to wrap around, (close to 22%), the AMF shall take the following actions:

- If thereis no non-current native 5G NAS security context with sufficiently low NAS COUNT values, the AMF
shall initiate a new primary authentication and key agreement procedure with the UE, leading to a new
established 5G NAS security context and the NAS COUNT being reset to 0 in both the UE and the AMF when
the new 5G NAS security context is activated;

- Otherwise, the AMF can activate a non-current native 5G NAS security context with sufficiently low NAS
COUNT values or initiate a new primary authentication and key agreement procedure as specified above.

If for some reason a new Kamr has not been established using primary authentication and key agreement procedure
before the NAS COUNT wraps around, the node (AMF or UE) in need of sending a NAS message shall instead release
the NAS signalling connection. Prior to sending the next uplink NAS message, the UE shall delete the ngK Sl indicating
the current 5G NAS security context.

When the 5G-1A0Q is used as the NAS integrity algorithm, the UE and the AMF shall allow NAS COUNT wrap around.
If NAS COUNT wrap around occurs, the following requirements apply:

a) the UE and the AMF shall continue to use the current 5G NAS security context;
b) the AMF shall not initiate the primary authentication and key agreement procedure;
¢) the AMF shall not release the NA S signalling connection; and

d) the UE shall not perform alocal release of the NAS signalling connection.
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4.4.4 Integrity protection of NAS signalling messages

4441 General

For the UE, integrity protected signalling is mandatory for the 5GMM NAS messages once avalid 5G NAS security
context exists and has been taken into use. For the network, integrity protected signalling is mandatory for the 5SGMM
NAS messages once a secure exchange of 5GS NAS messages has been established for the NAS signalling connection.
Integrity protection of all NAS signalling messages is the responsibility of the NAS. It is the network which activates
integrity protection.

The use of "null integrity protection algorithm" 5G-1A0 (see subclause 9.11.3.34) in the current 5G NAS security
context is only allowed:

a) for an unauthenticated UE for which establishment of emergency servicesis allowed;
b) for aW-AGF acting on behalf of an FN-RG;

c) for aW-AGF acting on behalf of an N5GC device; and

d) for a5G-RG acting on behalf of an AUN3 device.

For setting the security header type in outbound NAS messages, the UE and the AMF shall apply the same rules
irrespective of whether the "null integrity protection algorithm" or any other integrity protection algorithm is indicated
in the 5G NAS security context.

If the "null integrity protection algorithm"5G-1A0 has been selected as an integrity protection algorithm, the receiver
shall regard the NAS messages with the security header indicating integrity protection as integrity protected.

Details of the integrity protection and verification of NAS signalling messages are specified in 3GPP TS 33.501 [24].

When a NAS message needs to be sent both ciphered and integrity protected, the NAS message isfirst ciphered and
then the ciphered NAS message and the NA S sequence number are integrity protected by calculating the MAC.

NOTE: NAS messagesthat are ciphered with the "null ciphering algorithm" 5G-EAO are regarded as ciphered
(see subclause 4.4.5).

When a NAS message needs to be sent only integrity protected and unciphered, the unciphered NAS message and the
NAS sequence number are integrity protected by calculating the MAC.

When a 5GSM message is piggybacked in a 5GMM message, there is only one Sequence number 1E and one Message
authentication code | E for the 5GMM message piggybacking the 5GSM message.

4.4.4.2 Integrity checking of NAS signalling messages in the UE

Except the messages listed below, no NAS signalling messages shall be processed by the receiving 5GMM entity in the
UE or forwarded to the 5GSM entity, unless the network has established secure exchange of 5GS NAS messages for the
NAS signalling connection:

a) IDENTITY REQUEST (if requested identification parameter is SUCI);

b) AUTHENTICATION REQUEST;

¢) AUTHENTICATION RESULT;

d) AUTHENTICATION REJECT;

€) REGISTRATION REJECT (if the 5GMM cause is not #76, #78, #31 or #82);
f) DEREGISTRATION ACCEPT (for non switch off); and

0) SERVICE REJECT (if the 5GMM cause is not #76 or #78).

NOTE: These messages are accepted by the UE without integrity protection, asin certain situations they are sent
by the network before security can be activated.
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Integrity protection is never applied directly to 5GSM messages, but to the 5GMM message in which the 5GSM
message is included.

Once the secure exchange of NAS messages has been established, the receiving 5GMM entity in the UE shall not
process any NAS signalling messages unless they have been successfully integrity checked by the NAS. If NAS
signalling messages, having not successfully passed the integrity check, are received, then the NAS in the UE shall
discard that message. The processing of the SECURITY MODE COMMAND message that has not successfully passed
the integrity check is specified in subclause 5.4.2.5. If any NAS signalling message is received as not integrity protected
even though the secure exchange of NAS messages has been established by the network, then the NAS shall discard this

message.
4443 Integrity checking of NAS signalling messages in the AMF

Except the messages listed below, no NAS signalling messages shall be processed by the receiving 5GMM entity in the
AMF or forwarded to the 5GSM entity, unless the secure exchange of NAS messages has been established for the NAS
signalling connection:

a) REGISTRATION REQUEST;

b) IDENTITY RESPONSE (if requested identification parameter is SUCI);
c¢) AUTHENTICATION RESPONSE;

d) AUTHENTICATION FAILURE;

e) SECURITY MODE REJECT;

f) DEREGISTRATION REQUEST; and

0) DEREGISTRATION ACCEPT;

NOTE 1: The REGISTRATION REQUEST message is sent by the UE without integrity protection, if the
registration procedure isinitiated due to an inter-system change in 5GMM-IDLE mode and no current 5G
NAS security context is available in the UE. The other messages are accepted by the AMF without
integrity protection, asin certain situations they are sent by the UE before security can be activated.

NOTE 2: The DEREGISTRATION REQUEST message can be sent by the UE without integrity protection, e.g. if
the UE isregistered for emergency services and thereis no valid 5G NAS security context available, or if
due to user interaction aregistration procedure is cancelled before the secure exchange of NAS messages
has been established. For these cases the network can attempt to use additional criteria (e.g. whether the
UE is subsequently still performing periodic registration update or still responding to paging) before
marking the UE as 5GMM-DEREGISTERED.

Integrity protection is never applied directly to 5GSM messages, but to the 5GMM message in which the 5GSM
message is included.

Once a current 5G NAS security context exists, until the secure exchange of NAS messages has been established for the
NAS signalling connection, the receiving 5GMM entity in the AMF shall process the following NAS signalling
messages, even if the MAC included in the message fails the integrity check or cannot be verified, asthe 5G NAS
security context is not available in the network:

a) REGISTRATION REQUEST;

b) IDENTITY RESPONSE (if requested identification parameter is SUCI);
¢) AUTHENTICATION RESPONSE;

d) AUTHENTICATION FAILURE;

€) SECURITY MODE REJECT;

f) DEREGISTRATION REQUEST;

0) DEREGISTRATION ACCEPT;

h) SERVICE REQUEST; and
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i) CONTROL PLANE SERVICE REQUEST;

NOTE 3: These messages are processed by the AMF even when the MAC that fails the integrity check or cannot be
verified, asin certain situations they can be sent by the UE protected with a5G NAS security context that
isno longer available in the network.

If aREGISTRATION REQUEST message for initial registration fails the integrity check and it is not a registration
regquest for emergency services, the AMF shall authenticate the subscriber before processing the registration request any
further. Additionally, the AMF shall initiate a security mode control procedure, and include the Additional 5G security
information |E with the RINMR bit set to "Retransmission of the initial NAS message requested” in the SECURITY
MODE COMMAND message as specified in subclause 5.4.2.2. If authentication procedure is not successful the AMF
shall maintain, if any, the 5GMM-context and 5G NAS security context unchanged.For the case when the registration
procedure is for emergency services see subclause 5.5.1.2.3 and subclause 5.4.1.3.5.

If aREGISTRATION REQUEST message for mobility and periodic registration update fails the integrity check and the
UE provided EPS NAS message container 1E which was successfully verified by the source MME, the AMF may create
amapped 5G NAS security context and initiate a security mode control procedure to take the new mapped 5G NAS
security context into use; otherwise if the UE has only a non-emergency PDU session established, the AMF shall

initiate a primary authentication and key agreement procedure to create a new native 5G NAS security context.
Additionally, the AMF shall initiate a security mode control procedure, and include the Additional 5G security
information | E with the RINMR bit set to "Retransmission of theinitial NAS message requested” in the SECURITY
MODE COMMAND message as specified in subclause 5.4.2.2. |f authentication procedure is not successful the AMF
shall maintain, if any, the 5GMM-context and 5G NAS security context unchanged. For the case when the UE has an
emergency PDU session see subclause 5.5.1.3.3 and subclause 5.4.1.3.5.

If aDEREGISTRATION REQUEST message fails the integrity check, the AMF shall proceed as follows:

- Ifitisnot aderegistration request due to switch off, and the AMF can initiate an authentication procedure, the
AMF should authenticate the subscriber before processing the deregistration request any further.

- If itisaderegistration request due to switch off, or the AMF does not initiate an authentication procedure for any
other reason, the AMF may ignore the deregistration request and remain in state 5SGMM-REGISTERED.

NOTE 4: The network can attempt to use additional criteria (e.g. whether the UE is subsequently still performing
periodic registration update or still responding to paging) before marking the UE as 5GMM-
DEREGISTERED.

If a SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST message fails the integrity check and the UE
has only non-emergency PDU sessions established, the AMF shall send the SERVICE REJECT message with 5GMM
cause #9 "UE identity cannot be derived by the network™" and keep the 5GMM -context and 5G NAS security context
unchanged. For the case when the UE has an emergency PDU session and integrity check fails, the AMF may skip the
authentication procedure even if no 5G NAS security context is available and proceed directly to the execution of the
security mode control procedure as specified in subclause 5.4.2. Additionally, the AMF shall include the Additional 5G
security information |E with the RINMR bit set to "Retransmission of the initial NAS message requested” in the
SECURITY MODE COMMAND message as specified in subclause 5.4.2.2. After successful completion of the service
request procedure, the network shall perform alocal release of al non-emergency PDU sessions. The emergency PDU
session shall not be released.

Once the secure exchange of NAS messages has been established for the NAS signalling connection, the receiving
5GMM entity in the AMF shall not process any NAS signalling messages unless they have been successfully integrity
checked by the NAS. If any NAS signalling message, having not successfully passed the integrity check, isreceived,
then the NAS in the AMF shall discard that message. If any NAS signalling message is received, as not integrity
protected even though the secure exchange of NAS messages has been established, then the NAS shall discard this

message.

4.4.5 Ciphering of NAS signalling messages

The use of ciphering in anetwork is an operator option subject to AMF configuration. When operation of the network
without ciphering is configured, the AMF shall indicate the use of "null ciphering agorithm" 5G-EAQ (see

subclause 9.11.3.34) in the current 5G NAS security context for all UES. For setting the security header typein
outbound NAS messages, the UE and the AMF shall apply the same rules irrespective of whether the "null ciphering
algorithm" or any other ciphering algorithmisindicated in the 5G NAS security context.
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When the UE establishes a new N1 NAS signalling connection, it shall apply security protection to theinitial NAS
message as described in subclause 4.4.6.

The UE shall start the ciphering and deciphering of NAS messages when the secure exchange of NAS messages has
been established for an N1 NAS signalling connection. From this time onward, unless explicitly defined, the UE shall
send all NAS messages ciphered until the N1 NAS signalling connection is released, or the UE performs inter-system
change to S1 mode.

The AMF shall start ciphering and deciphering of NAS messages as described in subclause 4.4.2.5. From thistime
onward, except for the SECURITY MODE COMMAND message, the AMF shall send all NAS messages ciphered
until the N1 NAS signalling connection is released, or the UE performs inter-system change to S1 mode.

Ciphering is never applied directly to 5GSM messages, but to the 5GMM message in which the 5GSM message is
included.

Once the encryption of NAS messages has been started between the AMF and the UE, the receiver shall discard the
unciphered NAS messages which shall have been ciphered according to the rules described in this specification.

If the "null ciphering agorithm" 5G-EAOQ has been selected as a ciphering agorithm, the NAS messages with the
security header indicating ciphering are regarded as ciphered.

Details of ciphering and deciphering of NAS signalling messages are specified in 3GPP TS 33.501 [24].

4.4.6 Protection of initial NAS signalling messages

The 5GS supports protection of initial NAS messages as specified in 3GPP TS 33.501 [24]. The protection of initial
NAS messages applies to the REGISTRATION REQUEST, DEREGISTRATION REQUEST, SERVICE REQUEST
and CONTROL PLANE SERVICE REQUEST message, and is achieved as follows:

a) If the UE does not have avalid 5G NAS security context, the UE sends a REGISTRATION REQUEST message
including cleartext |Es only. After activating a 5G NAS security context resulting from a security mode control
procedure:

1) if the UE needs to send non-cleartext |Es, the UE shall include the entire REGISTRATION REQUEST
message (i.e. containing both cleartext | Es and non-cleartext |Es) in the NAS message container |1E and shall
include the NAS message container |E in the SECURITY MODE COMPLETE message; or

2) if the UE does not need to send non-cleartext |Es, the UE shall include the entire REGISTRATION
REQUEST message (i.e. containing cleartext |Es only) in the NAS message container |E and shall include
the NAS message container |E in the SECURITY MODE COMPLETE message.

b) If the UE hasavalid 5G NAS security context and:

1) the UE needsto send non-cleartext IEsin a REGISTRATION REQUEST, DEREGISTRATION REQUEST,
or SERVICE REQUEST message, the UE includes the entire REGISTRATION REQUEST,
DEREGISTRATION REQUEST or SERVICE REQUEST message (i.e. containing both cleartext IEs and
non-cleartext |Es) in the NAS message container |E and shall cipher the value part of the NAS message
container |E. The UE shall then send a REGISTRATION REQUEST, DEREGISTRATION REQUEST, or
SERVICE REQUEST message containing the cleartext IEs and the NAS message container |E;

2) the UE needsto send non-cleartext IEsin a CONTROL PLANE SERVICE REQUEST message:

i) if CloT small data container |E isthe only non-cleartext | E to be sent, the UE shall cipher the value part
of the CloT small data container IE. The UE shall then send a CONTROL PLANE SERVICE REQUEST
message containing the cleartext |Es and the CloT small data container IE;

ii) otherwise, the UE includes non-cleartext IEsin the NAS message container |E and shall cipher the value
part of the NAS message container |E. The UE shall then send a CONTROL PLANE SERVICE
REQUEST message containing the cleartext |Es and the NAS message container |E;

3) the UE does not need to send non-cleartext IEsin a REGISTRATION REQUEST, DEREGISTRATION
REQUEST, or SERVICE REQUEST message, the UE sends the REGISTRATION REQUEST,
DEREGISTRATION REQUEST, or SERVICE REQUEST message without including the NAS message
container |E; or
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4) the UE does not need to send non-cleartext IEsin a CONTROL PLANE SERVICE REQUEST message, the
UE sends the CONTROL PLANE SERVICE REQUEST message without including the NAS message
container |E and the CloT small data container |E.

When the initial NAS messageis a REGISTRATION REQUEST message, the cleartext IEs are:
- Extended protocol discriminator;
- Security header type;
- Spare half octet;
- Registration request message identity;
- 5GSregigtration type;
- ngKSl;
- BGS mobile identity;
- UE security capability;
- Additional GUTI;
- UE dtatus,
- EPSNAS message container;
- NID; and
- UE determined PLMN with disaster condition.
When the initial NAS message isa DEREGISTRATION REQUEST message, the cleartext |Es are:
- Extended protocol discriminator;
- Security header type;
- Spare half octet;
- De-registration request message identity;
- De-regidration type;
- ngKSl; and
- BGS mobile identity.
When the initial NAS message is a SERVICE REQUEST message, the cleartext |Es are;
- Extended protocol discriminator;
- Security header type;
- Spare half octet;
- ngKSl;
- Servicerequest message identity;
- Servicetype; and
- 5G-STMSI.
When the initial NAS messageisa CONTROL PLANE SERVICE REQUEST message, the cleartext |IEs are:
- Extended protocol discriminator;

- Security header type;
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- Spare half octet;

- ngKSl,

- Control plane service request message identity; and
- Control plane service type.

When the UE sends a REGISTRATION REQUEST, DEREGISTRATION REQUEST, SERVICE REQUEST or
CONTROL PLANE SERVICE REQUEST message that includes a NAS message container |E, the UE shall set the
security header type of the initial NAS message to "integrity protected"”.

When the AMF receives an integrity protected initial NAS message which includes a NAS message container |E, the
AMF shall decipher the value part of the NAS message container |E. If thereceived initial NAS messageisa
REGISTRATION REQUEST, DEREGISTRATION REQUEST, or a SERVICE REQUEST message, the AMF shall
consider the NAS message that is obtained from the NAS message container 1E astheinitial NAS message that
triggered the procedure.

When the AMF receives a CONTROL PLANE SERVICE REQUEST message which includes a CloT small data
container |E, the AMF shall decipher the value part of the CloT small data container |E and handle the message as
specified in subclause 5.6.1.4.2.

If the UE:
a) has5G-EAQ asaselected 5G NAS security algorithm; and
b) selectsaPLMN other than Registered PLMN and EPLMN over one access,

the UE shall send aninitial NAS message including cleartext |Es only via the access type associated with the newly
selected PLMN as described in this subclause for the case when the UE does not have avalid 5G NAS security context.

If the UE:
a) has5G-EAO0 as aselected 5G NAS security algorithm; and

b) selectsa PLMN other than Registered PLMN and EPLMN over one access, and the Registered PLMN or
EPLMN is not registering or registered over other access,

the UE shall delete the 5G NAS security context.

NOTE: UE deletesthe 5G NAS security context only if the UE is not in the connected mode.

4.4.7 Protection of NAS IEs

The network can provide the SOR transparent container 1E during the registration procedure to the UE in the
REGISTRATION ACCEPT message. The SOR transparent container I1E isintegrity protected by the HPLMN or
subscribed SNPN as specified in 3GPP TS 33.501 [24].

The UE can provide the SOR transparent container 1E during the registration procedure to the network in the
REGISTRATION COMPLETE message. The SOR-MAC-Iye in the SOR transparent container |E is generated by the
UE as specified in 3GPP TS 33.501 [24].

The network can provide the Payload container | E during the Network-initiated NAS transport procedure to the UE in
DL NAS TRANSPORT message. If the Payload container type |IE is set to " SOR transparent container” or "UE
parameters update transparent container”, the Payload container |1E isintegrity protected by the HPLMN or subscribed
SNPN as specified in 3GPP TS 33.501 [24]. If the Payload container type |E is set to "Multiple payloads’ and the
payload container type field of the payload container entry is set to " SOR transparent container” or "UE parameters
update transparent container”, the payload container entry contents field of the payload container entry isintegrity
protected correspondingly.

The UE can provide the Payload container | E during the UE-initiated NAS transport procedure to the network in UL
NAS TRANSPORT message. If the Payload container type |E is set to "SOR transparent container" or "UE parameters
update transparent container”, the SOR-MAC-1ye or UPU-MAC-Iye in the Payload container I1E is generated by the UE
as specified in 3GPP TS 33.501 [24]. If the Payload container type IE is set to "Multiple payloads' and the payload
container type field of the payload container entry is set to "SOR transparent container” or "UE parameters update
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transparent container", the SOR-MAC-1ye or UPU-MAC-I e in the payload container entry contents field of the payload
container entry is generated by the UE correspondingly.

4.5 Unified access control

45.1 General

When the UE needs to access the 5GS, the UE not operating as an |AB-node (see 3GPP TS 23.501 [8]), not acting asa
5G ProSe layer-2 UE-to-network relay UE (see 3GPP TS 23.304 [6E]) whose access attempt is triggered by a 5G ProSe
layer-2 remote UE, and not acting as an NCR-MT node (see 3GPP TS 38.300 [27]), first performs access control checks
to determine if the accessis alowed. Access control checks shall be performed for the access attempts defined by the
following list of events:

NOTE 1. Although the UE operating as an |AB-node or as an NCR-MT node skips the access control checks, the
UE operating as an |AB-node or as an NCR-MT node determines an access category and one or more
access identities for each access attempt in order to derive an RRC establishment cause. In this case the
NAS provides the RRC establishment cause but does not provide the access category and the one or more
access identities to the lower layers.

NOTE 1A: Although the UE acting as a 5G ProSe layer-2 UE-to-network relay UE skips the access control
checks, the UE determines an access category and one or more access identities for each access attempt in
order to derive an RRC establishment cause.

a) the UEisin 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication over 3GPP access and an event
that requires atransition to 56GMM-CONNECTED mode occurs; and

b) the UEisin 5GMM-CONNECTED mode over 3GPP access or 5GMM-CONNECTED mode with RRC inactive
indication and one of the following events occurs:

1) 5GMM receives an MO-IM S-registration-rel ated-signalling-started indication, an MO-MMTEL-voice-call-
started indication, an MO-MMTEL-video-call-started indication or an M O-SM Sol P-attempt-started
indication from upper layers;

2) 5GMM receives arequest from upper layersto send a mobile originated SMS over NAS unless the request
triggered a service request procedure to transition the UE from 5GMM-IDLE mode or 5GMM-IDLE mode
with suspend indication to 5GMM-CONNECTED mode;

3) 5GMM receives areguest from upper layersto send an UL NAS TRANSPORT message for the purpose of
PDU session establishment unless the request triggered a service request procedure to transition the UE from
5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication to 5GMM-CONNECTED mode;

4) 5GMM receives areguest from upper layersto send an UL NAS TRANSPORT message for the purpose of
UE-requested PDU session modification procedure unless the request triggered a service reguest procedure to
transition the UE from 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication to 5GMM-
CONNECTED mode;

5) 5GMM receives arequest to re-establish the user-plane resources for an existing PDU session;

6) 5GMM is notified that an uplink user data packet is to be sent for aPDU session with suspended user-plane
resources;

7) 5GMM receives arequest from upper layers to send a mobile originated location request unless the request
triggered a service request procedure to transition the UE from 5GMM-IDLE mode or 5GMM-IDLE mode
with suspend indication to 5GMM-CONNECTED mode;

8) S5GMM receives arequest from upper layers to send a mobile originated signalling transaction towards the
PCF by sending an UL NAS TRANSPORT message including a UE policy container (see
3GPP TS 24.587 [19B] and 3GPP TS 24.554 [19E]) unless the request triggered a service request procedure
to transition the UE from 5GMM-IDLE mode to 5GMM-CONNECTED mode; and

9) 5GMM receives an indication from lower layers of the RAN timing synchronization status change, and
decides to transition the UE from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-
CONNECTED mode as specified in subclause 5.3.1.4.
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NOTE 2: 5GMM specific procedures initiated by NAS in 5GMM-CONNECTED mode or 56GMM-CONNECTED
mode with RRC inactive indication are not subject to access control, e.g. aregistration procedure after PS
handover will not be prevented by access control (see subclause 5.5).

NOTE 3: LPP messages, SLPP messages, or location event report messages transported in the UL NAS
TRANSPORT message sent in response to a mobile terminating or network induced location request, and
the corresponding access attempts are handled as M T access.

NOTE 4: Initiating a mobile originated signalling transaction towards the UDM by sending an UL NAS
TRANSPORT message including an SOR transparent container is not supported. Therefore, access
control for these cases has not been specified.

When the NAS detects one of the above events, the NAS needs to perform the mapping of the kind of request to one or
more access identities and one access category and lower layers will perform access barring checks for that request
based on the determined access identities and access category.

NOTE 5: The NASisaware of the above events through indications provided by upper layers or through
determining the need to start 5GMM procedures through normal NAS behaviour, or both.

To determine the access identities and the access category for arequest, the NAS checks the reason for access, types of
service requested and profile of the UE including UE configurations, against a set of access identities and access
categories defined in 3GPP TS 22.261 [3], namely:

a) aset of standardized access identities;
b) aset of standardized access categories, and
c) aset of operator-defined access categories, if available.

For the purpose of determining the applicable access identities from the set of standardized access identities defined in
3GPP TS 22.261 [3], the NAS shall follow the requirements set out in:

a) subclause 4.5.2 and the rules and actions defined in table 4.5.2.1, if the UE is not operating in SNPN access
operation mode over 3GPP access; or

b) subclause 4.5.2A and the rules and actions defined in table 4.5.2A.1, if the UE is operating in SNPN access
operation mode over 3GPP access.

In order to enable access barring checks for access attempts identified by lower layersin 5GMM-CONNECTED mode
with RRC inactive indication, the UE provides the applicable access identities to lower layers.

NOTE 6: When and how the NAS provides the applicable access identities to lower layers is UE implementation
specific.

NOTE 7: Although the UE operating as an |AB-node or as an NCR-MT node skips the access control checks, the
UE provides the applicable access identities to lower layers for access attempts identified by lower layers
in 5GMM-CONNECTED mode with RRC inactive indication.

For the purpose of determining the applicable access category from the set of standardized access categories and
operator-defined access categories defined in 3GPP TS 22.261 [3], the NAS shall follow the requirements set out in:

a) subclause 4.5.2 and the rules and actions defined in table 4.5.2.2, if the UE is not operating in SNPN access
operation mode over 3GPP access; or

b) subclause 4.5.2A and the rules and actions defined in table 4.5.2A.2, if the UE is operating in SNPN access
operation mode over 3GPP access.

45.2 Determination of the access identities and access category
associated with a request for access for UEs not operating in SNPN
access operation mode over 3GPP access

When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine

one or more access identities from the set of standardized access identities, and one access category from the set of
standardized access categories and operator-defined access categories, to be associated with that access attempt.

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 71 ETSI TS 124 501 V18.8.0 (2024-10)

The set of the access identities applicable for the request is determined by the UE in the following way:

a) for each of the accessidentities 1, 2, 3, 11, 12, 13, 14 and 15intable 4.5.2.1, the UE shall check whether the
access identity is applicable in the selected PLMN, if anew PLMN is selected, or otherwise if it is applicablein
the RPLMN or equivalent PLMN; and

b) if none of the above accessidentitiesis applicable, then access identity 0 is applicable.

Table 4.5.2.1: Access identities

Access ldentity UE configuration
number
0 UE is not configured with any parameters from this table
1 (NOTE 1) UE is configured for multimedia priority service (MPS).
2 (NOTE 2) UE is configured for mission critical service (MCS).
3 (NOTE 4) UE for which a disaster condition applies
4-10 Reserved for future use

11 (NOTE 3) Access Class 11 is configured in the UE.

12 (NOTE 3) Access Class 12 is configured in the UE.

13 (NOTE 3) Access Class 13 is configured in the UE.

14 (NOTE 3) Access Class 14 is configured in the UE.

15 (NOTE 3) Access Class 15 is configured in the UE.

NOTE 1: Access identity 1 is valid when:

- the USIM file EFuac_aic indicates the UE is configured for access identity 1 and the selected
PLMN, if a new PLMN is selected, or RPLMN is the HPLMN (if the EHPLMN list is not present or
is empty) or EHPLMN (if the EHPLMN list is present), or a visited PLMN of the home country;

- the UE receives the 5GS network feature support IE with the MPS indicator bit set to "Access
identity 1 valid" from the RPLMN as described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4; or
- the UE receives the Priority indicator IE with the MPS indicator bit set to "Access identity 1 valid"
from the RPLMN as described in subclause 5.4.4.3.

NOTE 2: Access identity 2 is used by UEs configured for MCS and is valid when:

- the USIM file EFuac_aic indicates the UE is configured for access identity 2 and the selected
PLMN, if a new PLMN is selected, or RPLMN is the HPLMN (if the EHPLMN list is not present or
is empty) or EHPLMN (if the EHPLMN list is present), or a visited PLMN of the home country;

- the UE receives the 5GS network feature support IE with the MCS indicator bit set to "Access
identity 2 valid" from the RPLMN as described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4;or

- the UE receives the Priority indicator IE with the MCS indicator bit set to "Access identity 2 valid" from the
RPLMN as described in subclause 5.4.4.3.

NOTE 3: Access identities 11 and 15 are valid in HPLMN (if the EHPLMN list is not present or is empty) or
EHPLMN (if the EHPLMN list is present). Access ldentities 12, 13 and 14 are only valid in HPLMN
and visited PLMNs of home country only.

NOTE 4: Access ldentity 3 is valid when the UE is registering or registered for disaster roaming services
(see 3GPP TS 23.122 [5]).

The UE uses the MPS indicator bit of the 5GS network feature support |E or the Priority indicator |E to determine if
access identity 1 isvalid. Processing of the MPS indicator bit of the 5GS network feature support IE in the
REGISTRATION ACCEPT message is described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4. Processing of the MPS
indicator bit of the Priority indicator |E in the CONFIGURATION UPDATE COMMAND message is described in
subclause 5.4.4.3.

When the UE is neither in the HPLMN (if the EHPLMN list is not present or is empty) nor in an EHPLMN (if the
EHPLMN list is present) nor in avisited PLMN of the home country, and the USIM file EFyac_aic indicatesthe UE is
configured for access identity 1, then the UE shall not consider access identity 1 to be valid, until the UE receives the
MPS indicator bit of the 5GS network feature support |E in the REGISTRATION ACCEPT message or of the Priority
indicator |E in the CONFIGURATION UPDATE COMMAND message being set to "Access identity 1 valid" from the
RPLMN or from an equivalent PLMN.

When the UE isinthe HPLMN (if the EHPLMN list is not present or is empty) or in an EHPLMN (if the EHPLMN list
ispresent) or in avisited PLMN of the home country, the contents of the USIM file EFyac_aic as specified in

3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of access identity 1.
When the UE isin the HPLMN (if the EHPLMN list is not present or is empty) or in an EHPLMN (if the EHPLMN list
is present) or in avisited PLMN of the home country, and the USIM file EFyac_aic does not indicate the UE is
configured for accessidentity 1, the UE usesthe MPS indicator bit of the 5GS network feature support |E in the
REGISTRATION ACCEPT message or of the Priority indicator |E in the CONFIGURATION UPDATE COMMAND
message to determine if accessidentity 1 isvalid. When the UE isin the HPLMN (if the EHPLMN list is not present or
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is empty) or in an EHPLMN (if the EHPLMN list is present) or in avisited PLMN of the home country, and the USIM
file EFuac aic indicates the UE is configured for access identity 1, the MPS indicator bit of the 5GS network festure
support |E and the Priority indicator | E are not applicable. When the UE is not in the HPLMN (if the EHPLMN listis
not present or is empty) or in an EHPLMN (if the EHPLMN list is present) or in avisited PLMN of the home country,
the contents of the USIM file EFuac aic are not applicable.

The UE usesthe MCSindicator bit of the 5GS network feature support |E or of the Priority indicator |E to determine if
access identity 2 is valid. Processing of the MCS indicator bit of the 5GS network feature support IE in the
REGISTRATION ACCEPT message is described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4. Processing of the
MCS indicator bit of the Priority indicator |E in the CONFIGURATION UPDATE COMMAND message is described
in subclause 5.4.4.3. When the UE is neither in the HPLMN (if the EHPLMN list is not present or is empty) nor in an
EHPLMN (if the EHPLMN list is present) nor in avisited PLMN of the home country, and the USIM file EFyac_aic
indicates the UE is configured for access identity 2, the UE shall not consider access identity 2 to be valid , until the UE
receives the MCS indicator bit of the 5GS network feature support IE in the REGISTRATION ACCEPT message or of
the Priority indicator 1E in the CONFIGURATION UPDATE COMMAND message being set to "Access identity 2
valid" from the RPLMN or from an equivalent PLMN.

When the UE isin the HPLMN (if the EHPLMN list is not present or is empty) or in an EHPLMN (if the EHPLMN list
ispresent) or inavisited PLMN of the home country, the contents of the USIM file EFyac_aic as specified in

3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of access identity 2.
When the UE isinthe HPLMN (if the EHPLMN list is not present or is empty) or in an EHPLMN (if the EHPLMN list
ispresent) or in avisited PLMN of the home country, and the USIM file EFuac_aic does not indicate the UE is
configured for access identity 2, the UE uses the MCS indicator bit of the 5GS network feature support |E in the
REGISTRATION ACCEPT message or of the Priority indicator |E in the CONFIGURATION UPDATE COMMAND
message to determine if accessidentity 2 isvalid. When the UE isin the HPLMN (if the EHPLMN list is not present or
isempty) or in an EHPLMN (if the EHPLMN list is present) or in avisited PLMN of the home country, and the USIM
file EFuac_aic indicates the UE is configured for accessidentity 2, the MCS indicator bit of the 5GS network feature
support |1E and the Priority indicator |E is not applicable. When the UE isnot in the HPLMN (if the EHPLMN list is not
present or is empty) or inan EHPLMN (if the EHPLMN list is present) or in avisited PLMN of the home country, the
contents of the USIM file EFyac_aic are not applicable.

The UE checks the conditions specified in subclause 4.4.3.1.1 of 3GPP TS 23.122 [5] to determine if accessidentity 3is
valid, and the applicability of accessidentity 3.

When the UE isinitsHPLMN (if the EHPLMN list is not present or is empty) or in an EHPLMN (if the EHPLMN list
is present), the contents of the USIM file EFacc as specified in 3GPP TS 31.102 [22] and the rules specified in

table 4.5.2.1 are used to determine the applicability of access classes 11 and 15. When the UE isnot in itsHPLMN (if

the EHPLMN list is not present or is empty) or in an EHPLMN (if the EHPLMN list is present), access classes 11 and

15 are not applicable.

When the UE isinthe HPLMN or in avisited PLMN of the home country, the contents of the USIM file EFacc as
specified in 3GPP TS 31.102 [22] and the rules specified in table 4.5.2.1 are used to determine the applicability of

access classes 12 - 14. When the UE is neither in the HPLMN nor in avisited PLMN of the home country, access

classes 12-14 are not applicable.

In order to determine the access category applicable for the access attempt, the NAS shall check therulesin

table 4.5.2.2, and use the access category for which there is a match for barring check. If the access attempt matches
more than one rule, the access category of the lowest rule number shall be selected. If the access attempt matches more
than one operator-defined access category definition, the UE shall select the access category from the operator-defined
access category definition with the lowest precedence val ue (see subclause 4.5.3).

NOTE: The case when an access attempt matches more than one rule includes the case when multiple events
trigger an access attempt at the same time. When multiple events trigger an access attempt at the same
time, how the access attempt is checked for multiple eventsis up to UE implementation.
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Table 4.5.2.2: Mapping table for access categories
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Rule # Type of access attempt Requirements to be met Access
Category
1 Response to paging or  |Access attempt is for MT access, or 0 (= MT_acc)
NOTIFICATION over non- [handover of ongoing MMTEL voice call,
3GPP access; MMTEL video call or SMSolP from non-
5GMM connection 3GPP access; or
management procedure |Access attempt is made upon receipt of
initiated for the purpose of |["call-pull-initiated" (3GPP TS 24.174 [13D])
transporting an LPP or
SLPP message without an
ongoing 5GC-MO-LR or
SL-MO-LR procedure;
Access attempt to
handover of ongoing
MMTEL voice call,
MMTEL video call or
SMSolP from non-3GPP
access; or
Access attempt upon
receipt of "call-pull-
initiated" indication from
the upper layers (see
3GPP TS 24.174 [13D))
2 Emergency UE is attempting access for an emergency |2 (= emergency)
session (NOTE 1, NOTE 2)
3 Access attempt for UE stores operator-defined access category 32-63
operator-defined access |definitions valid in the current PLMN as (= based on
category specified in subclause 4.5.3, and access operator
attempt is matching criteria of an operator- classification)
defined access category definition
3.1 Access attempt for MO |UE is in NB-N1 mode and allowed to use 10 (= MO
exception data exception data reporting (see the exception data)
ExceptionDataReportingAllowed leaf of the
NAS configuration MO in
3GPP TS 24.368 [17] or the USIM file
EFnasconrFic in 3GPP TS 31.102 [22]), and
access attempt is for MO data or for MO
signalling initiated upon receiving a request
from upper layers to transmit user data
related to an exceptional event.
4 Access attempt for delay |(a) UE is configured for NAS signalling low 1 (= delay
tolerant service priority or UE supporting S1 mode is tolerant)
configured for EAB (see the
"ExtendedAccessBarring" leaf of NAS
configuration MO in 3GPP TS 24.368 [17] or
3GPP TS 31.102 [22]) where "EAB override"
does not apply, and
(b):the UE received one of the categories a,
b or c as part of the parameters for unified
access control in the broadcast system
information, and the UE is a member of the
broadcasted category in the selected PLMN
or RPLMN/equivalent PLMN
(NOTE 3, NOTE 5, NOTE 6, NOTE 7,
NOTE 8)
5 MO MMTel voice call; or |Access attempt is for MO MMTel voice call 4 (= MO MMTel
MT MMTel voice call or MT MMTel voice call voice)
or for NAS signalling connection recovery
during ongoing MO MMTel voice call or
ongoing MT MMTel voice call (NOTE 2)
6 MO MMTel video call; or |Access attempt is for MO MMTel video call |5 (= MO MMTel
MT MMTel video call or MT MMTel video call video)
or for NAS signalling connection recovery
during ongoing MO MMTel video call or
ongoing MT SMS over SMSolP (NOTE 2)
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7 MO SMS over NAS or MO |Access attempt is for MO SMS over NAS 6 (= MO SMS
SMSolP; or (NOTE 4) or MO SMS over SMSolP transfer | and SMSolP)
MT SMSolP or MT SMS over SMSolP
or for NAS signalling connection recovery
during ongoing MO SMS or SMSolP transfer
or ongoing MT MMTel video call (NOTE 2)
7.1 MO IMS registration Access attempt is for MO IMS registration 9 (= MO IMS
related signalling related signalling (e.g. IMS initial registration
registration, re-registration, subscription related
refresh) signalling)
or for NAS signalling connection recovery
during ongoing procedure for MO IMS
registration related signalling (NOTE 2a)
8 UE NAS initiated 5GMM |Access attempt is for MO signalling 3 (= MO_sig)
specific procedures
8.1 Mobile originated location |Access attempt is for mobile originated 3 (= MO_sig)
request location request (NOTE 9)
8.2 Mobile originated Access attempt is for mobile originated 3 (= MO_sig)
signalling transaction signalling transaction towards the PCF
towards the PCF (NOTE 10)
8.3 Access attempt for RAN  |Access attempt is for mobile originated 3 (= MO_sig)
timing synchronization  [signalling for the reconnection to the
network due to RAN timing synchronization
status change
9 UE NAS initiated 5GMM |Access attempt is for MO data 7 (= MO_data)
connection management
procedure or 5GMM NAS
transport procedure
10 An uplink user data packet |No further requirement is to be met 7 (= MO_data)
is to be sent for a PDU
session with suspended
user-plane resources
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NOTE 1: This includes 5GMM specific procedures while the service is ongoing and 5GMM connection
management procedures required to establish a PDU session with request type = "initial
emergency request"” or "existing emergency PDU session", or to re-establish user-plane
resources for such a PDU session. This further includes the service request procedure initiated
with a SERVICE REQUEST message with the Service type IE set to "emergency services
fallback".

NOTE 2: Access for the purpose of NAS signalling connection recovery during an ongoing service as
defined in subclause 4.5.5, or for the purpose of NAS signalling connection establishment
following fallback indication from lower layers during an ongoing service as defined in
subclause 4.5.5, is mapped to the access category of the ongoing service in order to derive an
RRC establishment cause, but barring checks will be skipped for this access attempt.

NOTE 2a: Access for the purpose of NAS signalling connection recovery during an ongoing procedure for
MO IMS registration related signalling as defined in subclause 4.5.5, or for the purpose of NAS
signalling connection establishment following fallback indication from lower layers during an
ongoing procedure for MO IMS registration related signalling as defined in subclause 4.5.5, is
mapped to the access category of the MO IMS registration related signalling in order to derive an
RRC establishment cause, but barring checks will be skipped for this access attempt.

NOTE 3: If the UE selects a new PLMN, then the selected PLMN is used to check the membership;
otherwise the UE uses the RPLMNor a PLMN equivalent to the RPLMN.

NOTE 4: This includes the 5GMM connection management procedures triggered by the UE-initiated NAS
transport procedure for transporting the MO SMS.

NOTE 5: The UE configured for NAS signalling low priority is not supported in this release of specification.
If a UE supporting both S1 mode and N1 mode is configured for NAS signalling low priority in S1
mode as specified in 3GPP TS 24.368 [17] or 3GPP TS 31.102 [22], the UE shall ignore the
configuration for NAS signalling low priority when in N1 mode.

NOTE 6: |If the access category applicable for the access attempt is 1, then the UE shall additionally
determine a second access category from the range 3 to 7. If more than one access category
matches, the access category of the lowest rule number shall be chosen. The UE shall use the
second access category only to derive an RRC establishment cause for the access attempt.

NOTE 7: "EAB override" does not apply, if the UE is not configured to allow overriding EAB (see the
"Override_ExtendedAccessBarring" leaf of NAS configuration MO in 3GPP TS 24.368 [17] or
3GPP TS 31.102 [22]), or if NAS has not received an indication from the upper layers to override
EAB and the UE does not have a PDU session that was established with EAB override.

NOTE 8: For the definition of categories a, b and ¢ associated with access category 1, see
3GPP TS 22.261 [3]. The categories associated with access category 1 are distinct from the
categories a, b and ¢ associated with EAB (see 3GPP TS 22.011 [1A]).

NOTE 9: This includes:

a) the UE-initiated NAS transport procedure for transporting a mobile originated location
request;

b) the 5GMM connection management procedure triggered by a) above; and

¢) NAS signalling connection recovery during an ongoing 5GC-MO-LR procedure.

NOTE 10: This includes:

a) the UE-initiated NAS transport procedure for transporting a mobile originated signalling
transaction towards the PCF;

b) the 5GMM connection management procedure triggered by a) above; and

c) NAS signalling connection recovery during an ongoing UE-requested policy provisioning
procedure for V2XP, ProSeP or both (see 3GPP TS 24.587 [19B] and see

3GPP TS 24.554 [19E]).

4.5.2A Determination of the access identities and access category
associated with a request for access for UEs operating in SNPN
access operation mode over 3GPP access

When the UE needs to initiate an access attempt in one of the events listed in subclause 4.5.1, the UE shall determine
one or more access identities from the set of standardized access identities, and one access category from the set of
standardized access categories and operator-defined access categories, to be associated with that access attempt.

The set of the access identities applicable for the request is determined by the UE in the following way:

a) for each of the accessidentities 1, 2, 11, 12, 13, 14 and 15 in table 4.5.2A.1, the UE shall check whether the
access identity is applicable in the selected SNPN, if anew SNPN is selected, or otherwise if it is applicablein
the RSNPN or equivalent SNPN; and

b) if none of the above accessidentitiesis applicable, then access identity 0 is applicable.
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Table 4.5.2A.1: Access identities

Access ldentity UE configuration
number
0 UE is not configured with any parameters from this table
1 (NOTE 1) UE is configured for multimedia priority service (MPS).
2 (NOTE 2) UE is configured for mission critical service (MCS).
3-10 Reserved for future use

11 (NOTE 3) Access Class 11 is configured in the UE.

12 (NOTE 3) Access Class 12 is configured in the UE.

13 (NOTE 3) Access Class 13 is configured in the UE.

14 (NOTE 3) Access Class 14 is configured in the UE.

15 (NOTE 3) Access Class 15 is configured in the UE.

NOTE 1: Access identity 1 is valid when:
- the unified access control configuration in the "list of subscriber data" stored in the ME (see
3GPP TS 23.122 [5]), if an entry of "list of subscriber data" is selected, or in the USIM (see
3GPP TS 31.102 [22)), if the PLMN subscription is selected, indicates the UE is configured for
access identity 1 in the selected SNPN, if a new SNPN is selected, or RSNPN, and the selected
SNPN or the RSNPN is the subscribed SNPN, an SNPN equivalent to the subscribed SNPN, or
an non-subscribed SNPN of the same country as the subscribed SNPN if the MCC of the SNPN
identity of the subscribed SNPN is not the MCC of value 999;
- the UE receives the 5GS network feature support IE with the MPS indicator bit set to "Access
identity 1 valid" from the RSNPN as described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4; or
- the UE receives the Priority indicator IE with the MPS indicator bit set to "Access identity 1 valid"
from the RPLMN as described in subclause 5.4.4.3.

NOTE 2: Access identity 2 is used by UEs configured for MCS and is valid when:
- the unified access control configuration in the "list of subscriber data" stored in the ME (see
3GPP TS 23.122 [5)), if an entry of "list of subscriber data” is selected, or in the USIM (see
3GPP TS 31.102 [22]), if the PLMN subscription is selected, indicates the UE is configured for
access identity 2 in the selected SNPN, if a new SNPN is selected, or RSNPN, and the selected
SNPN or the RSNPN is the subscribed SNPN, or an SNPN equivalent to the subscribed SNPN, or
an non-subscribed SNPN of the same country as the subscribed SNPN if the MCC of the SNPN
identity of the subscribed SNPN is not the MCC of value 999; or
- the UE receives the 5GS network feature support IE with the MCS indicator bit set to "Access
identity 2 valid" from the RSNPN as described in subclause 5.5.1.2.4 and subclause 5.5.1.3.4.

NOTE 3: Access identities 11 and 15 are valid if indicated as configured for the UE in the unified access
control configuration in the "list of subscriber data" stored in the ME (see 3GPP TS 23.122 [5]), if
an entry of "list of subscriber data" is selected, or in the USIM (see 3GPP TS 31.102 [22]), if the
PLMN subscription is selected, in the selected SNPN, if a new SNPN is selected, or RSNPN, and
the selected SNPN or the RSNPN is the subscribed SNPN. Access identities 12, 13 and 14 are
valid if indicated as configured for the UE in the unified access control configuration in the "list of
subscriber data" stored in the ME (see 3GPP TS 23.122 [5]), if an entry of "list of subscriber data"
is selected, or in the USIM (see 3GPP TS 31.102 [22]), if the PLMN subscription is selected, in the
selected SNPN, if a new SNPN is selected, or RSNPN, and the selected SNPN or the RSNPN in
the subscribed SNPN or an non-subscribed SNPN of the same country as the subscribed SNPN if
the MCC of the SNPN identity of the subscribed SNPN is not the MCC of value 999.

The contents of the unified access control configuration in the "list of subscriber data' stored in the ME (see

3GPP TS 23.122 [5]), if an entry of "list of subscriber data" is selected, or inthe USIM (see 3GPP TS 31.102 [22)), if
the PLMN subscription is selected, and the rules specified in table 4.5.2A.1 are used to determine the applicability of
accessidentity 1 in the SNPN. When the contents of the unified access control configuration in the "list of subscriber
data" stored inthe ME (see 3GPP TS 23.122 [5]), if an entry of "list of subscriber data" is selected, or inthe USIM (see
3GPP TS 31.102 [22]), if the PLMN subscription is selected, do not indicate the UE is configured for accessidentity 1
for the SNPN, the UE uses the MPS indicator bit of the 5GS network feature support |E in the REGISTRATION
ACCEPT message and the MPS indicator bit of the Priority indicator |E in the CONFIGURATION UPDATE
COMMAND message to determine if accessidentity 1 isvalid.

The contents of the unified access control configuration in the "list of subscriber data" stored in the ME (see

3GPP TS 23.122 [5]), if an entry of "list of subscriber data" is selected, or in the USIM (see 3GPP TS 31.102 [22)), if
the PLMN subscription is selected, and the rules specified in table 4.5.2A.1 are used to determine the applicability of
access identity 2 in the SNPN. When the contents of the unified access control configuration in the "list of subscriber
data" stored inthe ME (see 3GPP TS 23.122 [5]), if an entry of "list of subscriber data" is selected, or inthe USIM (see
3GPP TS 31.102[22)]), if the PLMN subscription is selected, do not indicate the UE is configured for access identity 2
for the SNPN, the UE usesthe MCS indicator bit of the 5GS network feature support |E in the REGISTRATION
ACCEPT message to determine if accessidentity 2 isvalid.
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The contents of the unified access control configuration in the "list of subscriber data" stored in the ME (see

3GPP TS 23.122 [5]), if an entry of "list of subscriber data” is selected, or in the USIM (see 3GPP TS 31.102 [22]), if
the PLMN subscription is selected, and the rules specified in table 4.5.2A.1 are used to determine the applicability of
access classes 11 to 15 in the SNPN.

In order to determine the access category applicable for the access attempt, the NAS shall check therulesin

table 4.5.2A.2, and use the access category for which there is amatch for barring check. If the access attempt matches
more than one rule, the access category of the lowest rule number shall be selected. If the access attempt matches more
than one operator-defined access category definition, the UE shall select the access category from the operator-defined
access category definition with the lowest precedence value (see subclause 4.5.3).

NOTE: The case when an access attempt matches more than one rule includes the case when multiple events
trigger an access attempt at the same time. When multiple events trigger an access attempt at the same
time, how the access attempt is checked for multiple eventsis up to UE implementation.
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Table 4.5.2A.2: Mapping table for access categories
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Rule # Type of access attempt Requirements to be met Access
Category
1 Response to paging or  [Access attempt is for MT access, handover 0 (= MT_acc)
NOTIFICATION over non- |of ongoing MMTEL voice call, MMTEL video
3GPP access ; call or SMSolP from non-3GPP access; or
5GMM connection Access attempt is made upon receipt of
management procedure |"call-pull-initiated" indication
initiated for the purpose of [(3GPP TS 24.174 [13D])
transporting an LPP or
SLPP message without an
ongoing 5GC-MO-LR or
SL-MO-LR procedure;
Access attempt to
handover of MMTEL voice
call, MMTEL video call or
SMSolP from non-3GPP
access;
Access attempt upon
receipt of "call-pull-
initiated" indication from
the upper layers (see
3GPP TS 24.174 [13D))

2 Emergency UE is attempting access for an emergency |2 (= emergency)
session (NOTE 1, NOTE 2)

3 Access attempt for UE stores operator-defined access category 32-63

operator-defined access |definitions valid in the SNPN as specified in (= based on
category subclause 4.5.3, and access attempt is operator
matching criteria of an operator-defined classification)
access category definition
4 Access attempt for delay |[(a) UE is configured for NAS signalling low 1 (= delay
tolerant service priority, and tolerant)

(b) the UE received one of the categories a,
b or c as part of the parameters for unified
access control in the broadcast system
information, and the UE is a member of the
broadcasted category in the selected SNPN,
RSNPN or equivalent SNPN
(NOTE 3, NOTE 5, NOTE 6, NOTE 7,
NOTE 8)

5 MO MMTel voice call; or [Access attempt is for MO MMTel voice call |4 (= MO MMTel

MT MMTel voice call or MT MMTel voice call voice)

or for NAS signalling connection recovery
during ongoing MO MMTel voice call or
ongoing MT MMTel voice call (NOTE 2)

6 MO MMTel video call; or |Access attempt is for MO MMTel video call |5 (= MO MMTel

MT MMTel video call or MT MMTel video call video)

or for NAS signalling connection recovery
during ongoing MO MMTel video call or
ongoing MT MMTel video call (NOTE 2)

7 MO SMS over NAS or MO |Access attempt is for MO SMS over NAS 6 (= MO SMS

SMSolP; or (NOTE 4) or MO SMS over SMSolP transfer | and SMSolP)
MT SMSolP or MT SMS over SMSolP

or for NAS signalling connection recovery
during ongoing MO SMS or SMSolP
transfer or MT SMS over SMSolP (NOTE 2)

5 MO MMTel voice call Access attempt is for MO MMTel voice call |4 (= MO MMTel
or for NAS signalling connection recovery voice)
during ongoing MO MMTel voice call
(NOTE 2)

6 MO MMTel video call Access attempt is for MO MMTel video call |5 (= MO MMTel
or for NAS signalling connection recovery video)
during ongoing MO MMTel video call
(NOTE 2)

7 MO SMS over NAS or MO |Access attempt is for MO SMS over NAS 6 (= MO SMS

SMSolP (NOTE 4) or MO SMS over SMSolP transfer | and SMSolP)
or for NAS signalling connection recovery
during ongoing MO SMS or SMSolP
transfer (NOTE 2)
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7.1 MO IMS registration Access attempt is for MO IMS registration 9 (= MO IMS
related signalling related signalling (e.g. IMS initial registration
registration, re-registration, subscription related
refresh) signalling)
or for NAS signalling connection recovery
during ongoing procedure for MO IMS
registration related signalling (NOTE 2a)
8 UE NAS initiated 5GMM  |Access attempt is for MO signalling 3 (= MO_sig)
specific procedures
8.1 Mobile originated location |Access attempt is for mobile originated 3 (= MO_sig)
request location request (NOTE 9)
8.2 Mobile originated Access attempt is for mobile originated 3 (= MO_sig)
signalling transaction signalling transaction towards the PCF
towards the PCF (NOTE 10)
8.3 Access attempt for RAN  |Access attempt is for mobile originated 3 (= MO_sig)
timing synchronization  |[signalling for the reconnection to the
network due to RAN timing synchronization
status change
9 UE NAS initiated 5GMM  |Access attempt is for MO data 7 (= MO_data)
connection management
procedure or 5GMM NAS
transport procedure
10 An uplink user data packet |No further requirement is to be met 7 (= MO_data)
is to be sent for a PDU
session with suspended
user-plane resources

NOTE 1:
NOTE 2:

Void

Access for the purpose of NAS signalling connection recovery during an ongoing service as
defined in subclause 4.5.5, or for the purpose of NAS signalling connection establishment
following fallback indication from lower layers during an ongoing service as defined in
subclause 4.5.5, is mapped to the access category of the ongoing service in order to derive an
RRC establishment cause, but barring checks will be skipped for this access attempt.

NOTE 2a: Access for the purpose of NAS signalling connection recovery during an ongoing MO IMS
registration related signalling as defined in subclause 4.5.5, or for the purpose of NAS signalling
connection establishment following fallback indication from lower layers during an ongoing MO
IMS registration related signalling as defined in subclause 4.5.5, is mapped to the access
category of the MO IMS registration related signalling in order to derive an RRC establishment
cause, but barring checks will be skipped for this access attempt.

If the UE selects a new SNPN, then the selected SNPN is used to check the membership;
otherwise the UE uses the RSNPN or an SNPN equivalent to the RSNPN.

This includes the 5GMM connection management procedures triggered by the UE-initiated NAS
transport procedure for transporting the MO SMS.

The UE configured for NAS signalling low priority is not supported in this release of specification.
If the access category applicable for the access attempt is 1, then the UE shall additionally
determine a second access category from the range 3 to 7. If more than one access category
matches, the access category of the lowest rule number shall be chosen. The UE shall use the
second access category only to derive an RRC establishment cause for the access attempt.
Void.

For the definition of categories a, b and c associated with access category 1, see

3GPP TS 22.261 [3]. The categories associated with access category 1 are distinct from the
categories a, b and c associated with EAB (see 3GPP TS 22.011 [1A]).

This includes:

a) the UE-initiated NAS transport procedure for transporting a mobile originated location
request;

b) the 5GMM connection management procedure triggered by a) above; and

c) NAS signalling connection recovery during an ongoing 5GC-MO-LR procedure.

NOTE 10: This includes:

a) the UE-initiated NAS transport procedure for transporting a mobile originated signalling
transaction towards the PCF;

b) the 5GMM connection management procedure triggered by a) above; and

¢) NAS signalling connection recovery during an ongoing UE-requested policy provisioning
procedure for V2XP (see 3GPP TS 24.587 [19B]).

NOTE 3:

NOTE 4:

NOTE 5:
NOTE 6:

NOTE 7:
NOTE 8:

NOTE 9:
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45.3  Operator-defined access categories

Operator-defined access category definitions can be signalled to the UE using NAS signalling. Each operator-defined
access category definition consists of the following parameters:

a)

b)

©)

a precedence value which indicates in which order the UE shall evaluate the operator-defined category definition
for a match;

an operator-defined access category number, i.e. access category number in the 32-63 range that uniquely
identifies the access category in the PLMN or SNPN in which the access categories are being sent to the UE;

criteria consisting of one or more access category criteria type and associated access category criteriatype
values. The access category criteria type can be set to one of the following:

1) DNN;

2) Void;

3) OSId+ OS App Id of application triggering the access attempt; or
4) SNSSAI; and

NOTE 1: An access category criteriatype can be associated with more than one access category criteria values.

d)

optionally, a standardized access category. This standardized access category is used in combination with the
access identities of the UE to determine the RRC establishment cause as specified in subclause 4.5.6.

If the access attempt is to establish anew PDU session i.e. it istriggered by:

then:

arequest from upper layersto send an UL NAS TRANSPORT message for the purpose of PDU session
establishment unless the request triggered a service request procedure (or aregistration procedure if the UE isin
state 5SGMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE) to transition the UE from 5GMM-
IDLE mode or 5GMM-IDLE mode with suspend indication to 5GMM-CONNECTED mode; or

a service request procedure (or aregistration procedure if the UE is in state 5GMM-
REGISTERED.ATTEMPTING-REGISTRATION-UPDATE) to transition the UE from 5GMM-IDLE mode or
5GMM-IDLE mode with suspend indication to 5SGMM-CONNECTED mode triggered by a request from upper
layersto send an UL NAS TRANSPORT message for the purpose of PDU session establishment,

the access attempt matches access category criteriatype DNN if the DNN requested by the UE during the PDU
session establishment procedure matches any of the access criteria type val ues associated with the access criteria
type DNN; and

the access attempt matches access category criteriatype S-NSSAI if the S-NSSAI requested by the UE during
the PDU session establishment procedure matches any of the access criteria type val ues associated with the
access criteriatype S-NSSAI.

If the access attempt is for an existing PDU session i.e. it istriggered by:

areguest from upper layersto send an UL NAS TRANSPORT message for the purpose of PDU session
modification unless the request triggered a service request procedure (or aregistration procedure if the UE isin
state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE) to transition the UE from 5GMM-
IDLE mode or 5GMM-IDLE mode with suspend indication to 5GMM-CONNECTED mode;

a service request procedure (or aregistration procedure if the UE isin state 5SGMM-
REGISTERED.ATTEMPTING-REGISTRATION-UPDATE) to transition the UE from 5GMM-IDLE mode or
5GMM-IDLE mode with suspend indication to 5GMM-CONNECTED mode triggered by a request from upper
layersto send an UL NAS TRANSPORT message for the purpose of PDU session modification;

a service request procedure (or aregistration procedure if the UE isin state 5GMM-
REGISTERED.ATTEMPTING-REGISTRATION-UPDATE) to transition the UE from 5GMM-IDLE mode or
5GMM-IDLE mode with suspend indication to 5SGMM-CONNECTED mode triggered by a request from upper
layersto send an UL NAS TRANSPORT message for the purpose of PDU session release;
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- aservicerequest procedure (or aregistration procedure if the UE isin state 5SGMM-
REGISTERED.ATTEMPTING-REGISTRATION-UPDATE) requesting user-plane resources for a PDU
session; or

- anuplink user data packet isto be sent for aPDU session with suspended user-plane resources,
then:

- the access attempt matches access category criteriatype DNN if the DNN provided by the network in the PDU
SESSION ESTABLISHMENT ACCEPT message matches any of the access criteria type val ues associated with
the access criteriatype DNN; and

- the access attempt matches access category criteriatype S-NSSAI if the SINSSAI associated with the PDU
session matches any of the access criteria type values associated with the access criteriatype S-NSSAI.

NOTE 2: In order to avoid having access attempts for non-always-on PDU sessions blocked due to access barring
of always-on PDU sessions, it is recommended that the network assigns the highest precedence values to
operator-defined access category definition which can be matched by always-on PDU sessions.

An access attempt matches the criteria of an operator-defined access category definition, if the access attempt matches
all access category criteriatypesincluded in the criteriawith any of the associated access criteria type values.

Each operator-defined access category definition has a different precedence value.
Several operator-defined access category definitions can have the same operator-defined access category number.
If:
- anaccess category in bullet d) is not provided;
- anaccess category in bullet d) is provided and is not a standardized access category; or
- anaccess category in bullet d) is provided, is a standardized access category and is not recognized by the UE;

the UE shall use instead access category 7 (MO_data) in combination with the access identities of the UE to determine
the RRC establishment cause as specified in subclause 4.5.6.

The operator-defined access category definitions are valid in the PLMN which provided them and ina PLMN
equivalent to the PLMN which provided them, or in the SNPN which provided them and in an SNPN equivalent to the
SNPN which provided them, as specified in annex C.

If the UE stores operator-defined access category definitions valid in the selected PLMN or the RPLMN, or valid in the
selected SNPN or RSNPN, then access control in 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication
will only be performed for the event a) defined in subclause 4.5.1. If the transition from 5GMM-IDLE mode or 5GMM-
IDLE mode with suspend indication over 3GPP access to 56MM-CONNECTED mode is due to aUE NAS initiated
5GMM specific procedure, then this access attempt shall be mapped to one of the standardized access categoriesin the
range < 32, see subclause 4.5.2. |.e. for this case the UE shall skip the checking of operator-defined access category
definitions.

If the UE stores operator-defined access category definitions valid in the selected PLMN or the RPLMN, or valid in the
selected SNPN or RSNPN, then access control in 5GMM-CONNECTED mode and in 5GMM-CONNECTED mode
with RRC inactive indication will only be performed for the events 1) to 8) defined in subclause 4.5.1.

The UE shall handle the operator-defined access category definitions stored for the RPLMN or RSNPN as specified in
subclause 5.4.4.3, subclause 5.5.1.2.4, and subclause 5.5.1.3.4.

When the UE is switched off, the UE shall keep the operator-defined access category definitions so that the operator-
defined access category definitions can be used after switch on.

When the UE selects anew PLMN which is not equivalent to the previously selected PLMN, or selects a new SNPN
which is not equivalent to the previously selected SNPN, the UE shall stop using the operator-defined access category
definitions stored for the previously selected PLMN or SNPN and should keep the operator-defined access category
definitions stored for the previously selected PLMN or SNPN.
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NOTE 3: When the UE selects anew PLMN which is not equivalent to the previously selected PLMN, or selectsa
new SNPN which is not equivalent to the previously selected SNPN, the UE can delete the operator-
defined access category definitions stored for the previoudy selected PLMN or SNPN e.g. if thereisno
storage space in the UE.

4.5.4  Access control and checking

454.1 Access control and checking in 5GMM-IDLE mode and in 5GMM-IDLE mode
with suspend indication

When the UE isin 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication, upon receiving a request from
the upper layers for an access attempt, the NAS shall categorize the access attempt into access identities and an access
category following:

a) subclause 4.5.2, table 4.5.2.1 and table 4.5.2.2, and subclause 4.5.3, if the UE is not operating in SNPN access
operation mode over 3GPP access ; or

b) subclause 4.5.2A, table 4.5.2A.1 and table 4.5.2A.2, and subclause 4.5.3, if the UE is operating in SNPN access
operation mode over 3GPP access,

and provide the applicable access identities and the access category to the lower layers for the purpose of access
control checking. In this request to the lower layer the NAS can also provide to the lower layer the RRC
establishment cause determined as specified in subclause 4.5.6 of this specification.

NOTE 1. The access barring check is performed by the lower layers.

NOTE 2: Asan implementation option, the NAS can provide the RRC establishment cause to the lower layers after
being informed by the lower layers that the access attempt is allowed.

If the UE has uplink user data pending for one or more PDU sessions when it builds a REGISTRATION REQUEST or
SERVICE REQUEST message asinitial NAS message, the UE shall indicate the respective PDU sessionsin the Uplink
data status | E as specified in subclause 5.5.1.3.2 and 5.6.1.2.1, regardless of the access category for which the access
barring check is performed.

If the UE isregistered for 5GS services with control plane CloT 5GS optimization has uplink user data pending for one
or more PDU sessions when it builds a CONTROL PLANE SERVICE REQUEST message asinitial NAS message, the
UE shall indicate the respective PDU sessions as specified in subclause 5.6.1.2.2, regardless of the access category for
which the access barring check is performed.

NOTE 3: The UE indicates pending user data for all the respective PDU sessions, even if barring timers are running
for some of the corresponding access categories.

If the lower layers indicate that the access attempt is allowed, the NAS shall initiate the procedure to send the initial
NAS message for the access attempt.

If the lower layers indicate that the access attempt is barred, the NAS shall not initiate the procedure to send the initial
NAS message for the access attempt. Additionally:

a) if the event which triggered the access attempt was an MO-MMTEL -voice-call-started indication or an MO-
MMTEL-video-call-started indication:

1) if the UE is operating in the single-registration mode, the UE's usage setting is "voice centric" and the UE has
not disabled its E-UTRA capability as specified in 3GPP TS 24.301 [15], the UE may attempt to select an E-
UTRA cell connected to EPC. If the UE finds a suitable E-UTRA cell connected to EPC, it then proceeds
with the appropriate EMM specific procedures and, if necessary, ESM procedures to make a PDN connection
providing accessto IMS available; see subclause 4.8.2 and 3GPP TS 24.301 [15];

2) if the UE is operating in the dual -registration mode, the UE may proceed in S1 mode with the appropriate
EMM specific procedures and ESM procedures to make a PDN connection providing accessto IMS
available; see subclause 4.8.3 and 3GPP TS 24.301 [15]; or

3) otherwise, the NAS shall notify the upper layers that the access attempt is barred. In this case, upon receiving
an indication from the lower layers that the barring is alleviated for the access category with which the access
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attempt was associated, the NAS shall notify the upper layers that the barring is alleviated for the access
category and may initiate the procedure to send the initial NAS message, if still needed;

b) if the event which triggered the access attempt was an M O-SM Sol P-attempt-started indication or an MO-IMS-
registration-related-signalling-started indication:

1) if the UE is operating in the single-registration mode, the UE may attempt to select an E-UTRA cell
connected to EPC. If the UE finds a suitable E-UTRA cell connected to EPC, it then proceeds with the
appropriate EMM specific procedures and, if necessary, ESM procedures to make a PDN connection
providing access to IMS available; see subclause 4.8.2 and 3GPP TS 24.301 [15];

2) if the UE is operating in the dual-registration mode, the UE may proceed in S1 mode with the appropriate
EMM specific procedures and ESM procedures to make a PDN connection providing accessto IMS
available; see subclause 4.8.3 and 3GPP TS 24.301 [15]; or

3) otherwise, the NAS shall notify the upper layers that the access attempt is barred. In this case, upon receiving
an indication from the lower layers that the barring is alleviated for the access category with which the access
attempt was associated, the NAS shall notify the upper layers that the barring is alleviated for the access
category and may initiate the procedure to send the initial NAS message, if still needed; and

¢) if the access attempt is for emergency:

1) the NAS shall notify the upper layers that the access attempt is barred. In this case, upon receiving an
indication from the lower layers that the barring is alleviated for the access category with which the access
attempt was associated, the NAS shall notify the upper layers of that the barring is aleviated for the access
category and may initiate the procedure to send the initial NAS message, if till needed.

NOTE 4: Thiscan result in the upper layers requesting another emergency call attempt using domain selection as
specified in 3GPP TS 23.167 [6] and 3GPP TS 24.229 [14].

NOTE 5: Barring timers, on aper access category basis, are run by the lower layers. At expiry of barring timers, the
indication of aleviation of access barring isindicated to the NAS on a per access category basis.

4542 Access control and checking in 5GMM-CONNECTED mode and in 5GMM-
CONNECTED mode with RRC inactive indication

When the UE isin 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication, upon
detecting one of events 1) through 8) listed in subclause 4.5.1, the NAS shall categorize the corresponding access
attempt into access identities and an access category following:

a) subclause4.5.2, table 4.5.2.1 and table 4.5.2.2, and subclause 4.5.3, if the UE is not operating in SNPN access
operation mode over 3GPP access ; or

b) subclause 4.5.2A, table 4.5.2A.1 and table 4.5.2A.2, and subclause 4.5.3, if the UE is operating in SNPN access
operation mode over 3GPP access,

and provide the access identities and the access category to the lower layers for the purpose of access control checking.
In this request to the lower layer the NAS can also provide to the lower layer the RRC establishment cause determined
as specified in subclause 4.5.6 of this specification.

NOTE 1: Asanimplementation option, the NAS can provide the RRC establishment cause to the lower layers after
being informed by the lower layers that the access attempt is allowed.

If the UE has uplink user data pending for one or more PDU sessions when it builds a REGISTRATION REQUEST or
SERVICE REQUEST message for the access attempt, the UE shall indicate the respective PDU sessions in the Uplink
data status | E as specified in subclause 5.5.1.3.2 and 5.6.1.2, regardless of the access category for which the access
barring check is performed.

NOTE 2: The UE indicates pending user datafor al the respective PDU sessions, even if barring timers are running
for some of the corresponding access categories.

If the lower layersindicate that the access attempt is alowed, the NAS shall take the following action depending on the
event which triggered the access attempt:
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a)

b)

©)

d)

€)

f)

9)

h)

if the event which triggered the access attempt was an MO-MM TEL-voice-call-started indication, an MO-
MMTEL-video-call-started indication, an MO-SM Sol P-attempt-started indication, or an MO-IM S-registration-
related-signalling-started indication, the NAS shall notify the upper layers that the access attempt is allowed;

if the event which triggered the access attempt was a request from upper layers to send a mobile originated SMS
over NAS, 5GMM shall initiate the NAS transport procedure as specified in subclause 5.4.5 to send the SMSin
an UL NAS TRANSPORT message,

if the event which triggered the access attempt was a reguest from upper layers to establish anew PDU session,
5GMM shall initiate the NAS transport procedure as specified in subclause 5.4.5 to send the PDU SESSION
ESTABLISHMENT REQUEST message;

if the event which triggered the access attempt was a request from upper layers to modify an existing PDU
session, 5GMM shall initiate the NAS transport procedure as specified in subclause 5.4.5 to send the PDU
SESSION MODIFICATION REQUEST message;

if the event which triggered the access attempt was a request to re-establish the user-plane resources for an
existing PDU session, 5GMM shall initiate the service request procedure as specified in subclause 5.6.1;

if the event which triggered the access attempt was an uplink user data packet to be sent for aPDU session with
suspended user-plane resources, 5GMM shall consider that the uplink user data packet is allowed to be sent;

if the event which triggered the access attempt was a request from upper layers to send a mobile originated
location request, 5SGMM shall initiate the NAS transport procedure as specified in subclause 5.4.5 to send an
LCS messagein an UL NAS TRANSPORT message; and

if the event which triggered the access attempt was a request from upper layers to send a mobile originated
signalling transaction towards the PCF by sending an UL NAS TRANSPORT message including a UE policy
container (see 3GPP TS 24.587 [19B] and 3GPP TS 24.554 [19E]), 5GMM shall initiate the NAS transport
procedure as specified in subclause 5.4.5 to send the signalling transaction viaan UL NAS TRANSPORT

message.

If the lower layers indicate that the access attempt is barred, the NAS shall take the following action depending on the
event which triggered the access attempt:

a)

if the event which triggered the access attempt was an MO-MMTEL-voice-call-started indication, an MO-
MMTEL-video-call-started indication or an MO-SM Sol P-attempt-started indication, or an MO-IM S-registration-
related-signalling-started indication:

1) if the UE is operating in the dual-registration mode, the UE may proceed in S1 mode with the appropriate
EMM specific procedures and ESM procedures to make a PDN connection providing accessto IMS
available; see subclause 4.8.3 and 3GPP TS 24.301 [15];

2) otherwise, the NAS shall notify the upper layers that the access attempt is barred. In this case, upon receiving
an indication from the lower layers that the barring is alleviated for the access category with which the access
attempt was associated, the NAS shall notify the upper layers that the barring is alleviated for the access
category;

NOTE 3: Inthis case prohibiting the initiation of the MM TEL voice session, MMTEL video session or prohibiting

b)

<)

sending of the SMS over IP or the IMS registration related signalling is performed by the upper layers.

if the event which triggered the access attempt was a request from upper layers to send a mobile originated SMS
over NAS, 5GMM shall not initiate the NAS transport procedure as specified in subclause 5.4.5 to send the SMS
inan UL NAS TRANSPORT message. Upon receiving an indication from the lower layers that the barring is
alleviated for the access category with which the access attempt was associated, 5SGMM may initiate the NAS
transport procedure as specified in subclause 5.4.5 to send the SMSin an UL NAS TRANSPORT message, if
still needed;

if the event which triggered the access attempt was a request from upper layers to establish a new PDU session,
5GMM shall not initiate the NAS transport procedure to send the PDU SESSION ESTABLISHMENT
REQUEST message. Upon receiving an indication from the lower layersthat the barring is alleviated for the
access category with which the access attempt was associated, the NAS may initiate the NAS transport
procedure as specified in subclause 5.4.5, if still needed;
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d) if the event which triggered the access attempt was a request from upper layers to modify an existing PDU
session modification, 5 GMM shall not initiate the NAS transport procedure to send the PDU SESSION
MODIFICATION REQUEST message. Upon receiving an indication from the lower layers that the barring is
aleviated for the access category with which the access attempt was associated, the NAS may initiate the NAS
transport procedure as specified in subclause 5.4.5, if till needed;

e) if the event which triggered the access attempt was a request to re-establish the user-plane resources for an
existing PDU session, the NAS shall not initiate the service request procedure as specified in subclause 5.6.1.
Upon receiving an indication from the lower layers that the barring is alleviated for the access category with
which the access attempt was associated, the NAS may initiate the service request procedure as specified in
subclause 5.6.1, if still needed;

f) if the event which triggered the access attempt was an uplink user data packet to be sent for aPDU session with
suspended user-plane resources, 5GMM shall consider that the uplink user data packet is not allowed to be sent.
Upon receiving an indication from the lower layers that the barring is alleviated for the access category with
which the access attempt was associated, the NAS shall consider that the barring is aleviated for the access
category;

g) if the event which triggered the access attempt was a request from upper layers to send a mobile originated
location request, 5GMM shall not initiate the NAS transport procedure as specified in subclause 5.4.5 to send an
LCS message in an UL NAS TRANSPORT message. Upon receiving an indication from the lower layers that
the barring is alleviated for the access category with which the access attempt was associated, 5GMM may
initiate the NAS transport procedure as specified in subclause 5.4.5 to send the LCS messagein an UL NAS
TRANSPORT message, if still needed; and

h) if the event which triggered the access attempt was a request from upper layers to send a mobile originated
signalling transaction towards the PCF by sending an UL NAS TRANSPORT message including a UE policy
container (see 3GPP TS 24.587 [19B] and 3GPP TS 24.554 [19E]), 5GMM shall not initiate the NAS transport
procedure as specified in subclause 5.4.5 to send the mobile originated signalling transaction viaan UL NAS
TRANSPORT message. Upon receiving an indication from the lower layers that the barring is alleviated for the
access category with which the access attempt was associated, 5GMM may initiate the NAS transport procedure
as specified in subclause 5.4.5 to send the mobile originated signalling transaction viaan UL NAS
TRANSPORT message, if still needed.

45.5 Exception handling and avoiding double barring

Access attempts are alowed to proceed without further access control checking in order to avoid double barring for any
service request or registration procedure initiated for the purpose of NAS signalling connection recovery or following a
fallback indication from the lower layers (see subclauses 5.3.1.2 and 5.3.1.4).

NOTE 1: The case of NAS signalling connection recovery also includes the cases where the UE was in S1 mode
when the RRC connection failure occurred.

For any service regquest or registration procedure of this kind the UE determines an access category as specified in
subclause 4.5.1 and 4.5.2 or 4.5.2A, unless a different access category is specified in the rest of the present subclause.

NOTE 2: Although the access control checking is skipped, the access category is determined for the specific access
attempt in order to derive an RRC establishment cause.

There are severa services or an MO IM S registration related signalling for which the NAS needs to be informed when
the service starts and stops,

- because, while the service is ongoing or the MO IM S registration related signalling is ongoing, the mapping of
other access attempts to a specific access category can be affected; and

- inorder to avoid double barring at the start of these services or at the start of the MO IMS registration related
signalling.

These services are;
a) emergency service,

b) MMTEL voice;
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¢) MMTEL video;

d) SMSolP;

€) SMSover NAS;

f) 5GC-MO-LR procedure;

0) UE-requested policy provisioning procedure for V2XP, ProSeP or both; and
h) CloT user datatransfer over the control plane.

The UE considers an emergency service a) as started when 5GMM receives a request from upper layers to register for
emergency services or to establish a PDU session with request type = "initial emergency request" or "existing
emergency PDU session”. It considers the emergency service as stopped when this PDU session is rel eased.

In addition, the UE considers an emergency service a) as started when the 5SGMM receives a request from the upper
layers to perform emergency services fallback and performs emergency services fallback as specified in
subclause 4.13.4.2 of 3GPP TS 23.502 [9]. In this case, the UE considers the emergency service as stopped when:

- theemergency PDU session established during the emergency services fallback is released if the UE has moved
to an E-UTRA cell connected to 5GCN; or

- the service request procedure involved in the emergency services fallback is completed otherwise.

While an emergency service a) isongoing, any access attempt triggered by the initiation of aregistration, de-registration
or service request procedure or by an uplink user data packet to be sent for an emergency PDU session with suspended
user-plane resources is mapped to access category 2 = emergency.

Once the emergency service has successfully passed access control, then aslong as the service is ongoing, the following
access attempts are allowed to proceed without further access control checking in order to avoid double barring:

- any service request procedure related to the PDU session associated with request type = "initial emergency
request” or "existing emergency PDU session™; and

- any uplink user data packet to be sent for a PDU session with suspended user-plane resources associated with
request type = "initial emergency request” or "existing emergency PDU session”.

NOTE 3: Although the access control checking is skipped, the mapping is performed in order to derive an RRC
establishment cause.

For services b) to h) the 5GMM receives explicit start and stop indications from the upper layers.

For the case of handover of ongoing services b) to d) from non-3GPP access, the 5GMM receives an additional explicit
handover of ongoing service from non-3GPP access indication from the upper layers.

The 5GMM may receive an additional explicit "call-pull-initiated" indication from the upper layers (see
3GPP TS 24.174[13D]).

Once the service has successfully passed access control, then aslong as the service is ongoing, the following access
attempts are allowed to proceed without further access control checking in order to avoid double barring:

- for services b), ¢) and d):

1) any service request procedure related to the PDU session established for DNN ="IMS" except between
receiving from the lower layers an indication that access barring is applicable for all access categories except
categories 0 and 2, or access barring is applicable for all access categories except category 0, and receiving
from the lower layers an indication that the barring is aleviated for the access category determined for the
access attempt;

2) any uplink user data packet to be sent for a PDU session with suspended user-plane resources established for
DNN ="IMS" except between receiving from the lower layers an indication that access barring is applicable
for all access categories except categories 0 and 2, or access barring is applicable for all access categories
except category 0, and receiving from the lower layers an indication that the barring is alleviated for the
access category determined for the access attempt; and
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3) any start of the MO IM S registration related signalling;

for service d), if the upper layers have indicated a DNN used for SMSol P and the indicated DNN used for
SMSolPisdifferent from"IMS":

1) any service request procedure related to the PDU session established for the DNN used for SM Sol P except
between receiving from the lower layers an indication that access barring is applicable for all access
categories except categories 0 and 2, or access barring is applicable for all access categories except category
0, and receiving from the lower layers an indication that the barring is alleviated for access category 6; and

2) any uplink user data packet to be sent for a PDU session with suspended user-plane resources established for
the DNN used for SM Sol P except between receiving from the lower layers an indication that access barring
isapplicable for all access categories except categories 0 and 2, or access barring is applicable for all access
category except category 0, and receiving from the lower layers an indication that the barring is alleviated for
access category 6.

For the MO IMS registration related signalling, the 5GMM receives explicit start and stop indications from the upper

layers.

Oncethe MO IM S registration related signalling has successfully passed access control, then aslong asthe MO IMS
registration related signalling is ongoing, the following access attempts are allowed to proceed without further access
control checking in order to avoid double barring:

1)

2)

any service request procedure related to the PDU session established for DNN ="IMS" and for the DNN used
for SMSolP, if the upper layers have indicated a DNN used for SM Sol P and the indicated DNN used for
SMSolPisdifferent from"IMS", except between receiving from the lower layers an indication that access
barring is applicable for all access categories except categories 0 and 2, or access barring is applicable for all
access categories except category 0 and receiving from the lower layers an indication that the barring is
alleviated for the access category determined for the access attempt; and

any uplink user data packet to be sent for a PDU session with suspended user-plane resources established for
DNN ="IMS" and for the DNN used for SM Sol P except between receiving from the lower layers an indication
that access barring is applicable for all access categories except categories 0 and 2, or access barring is
applicable for al access categories except category 0 and receiving from the lower layers an indication that the
barring is alleviated for the access category determined for the access attempt;

Whilean MMTEL voice call isongoing:

any service request procedure related to the PDU session established for DNN ="IMS" is mapped to access
category 4;

any uplink user data packet to be sent for a PDU session with suspended user-plane resources established for
DNN ="IMS" is mapped to access category 4; and

any:
1) servicerequest procedure; or
2) registration procedure;

initiated in 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication for the purpose of NAS
signalling connection recovery or following afallback indication from the lower layers (see subclause 5.3.1.2
and 5.3.1.4) is mapped to access category 4.

While an MMTEL video call is ongoing and no MMTEL voice call is ongoing:

any service request procedure related to the PDU session established for DNN ="IMS" is mapped to access
category 5;

any uplink user data packet to be sent for a PDU session with suspended user-plane resources established for
DNN ="IMS' is mapped to access category 5; and

any:

1) servicerequest procedure; or
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2) registration procedure;

initiated in 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication for the purpose of NAS
signalling connection recovery or following afallback indication from the lower layers (see subclause 5.3.1.2
and 5.3.1.4) is mapped to access category 5.

While an SMSol P is ongoing, no MMTEL video call is ongoing and no MMTEL voice call is ongoing:

any service request procedure related to the PDU session established:
1) for DNN ="IMS"; or

2) for the DNN used for SMSol P, if the upper layers have indicated a DNN used for SMSol P and the indicated
DNN used for SMSol P is different from"IMS";

is mapped to access category 6; and
any uplink user data packet to be sent for a PDU session with suspended user-plane resources established:
1) for DNN ="IMS"; or

2) for the DNN used for SMSolP, if the upper layers have indicated a DNN used for SM Sol P and the indicated
DNN used for SMSol P is different from " IMS";

is mapped to access category 6; and
any:

1) servicerequest procedure; or

2) registration procedure;

initiated in 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication for the purpose of NAS
signalling connection recovery or following afallback indication from the lower layers (see subclause 5.3.1.2
and 5.3.1.4) is mapped to access category 6.

While an SMS over NAS is ongoing, no SMSolP is ongoing, no MMTEL video call is ongoing and no MMTEL voice
call isongoing:

any:
1) servicerequest procedure; or
2) registration procedure;

initiated in 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication for the purpose of NAS
signalling connection recovery or following afallback indication from the lower layers (see subclause 5.3.1.2
and 5.3.1.4) is mapped to access category 6.

While an MO IMS registration related signalling is ongoing, no SMSol P is ongoing, no MMTEL video call is ongoing
and no MMTEL voice call is ongoing:

any service request procedure related to the PDU session established:
1) for DNN ="IMS"; and

2) for the DNN used for SMSol P, if the upper layers have indicated a DNN used for SM Sol P and the indicated
DNN used for SMSolP is different from"IMS";

is mapped to access category 9; and
any uplink user data packet to be sent for a PDU session with suspended user-plane resources established:
1) for DNN ="IMS"; and

2) for the DNN used for SMSolP, if the upper layers have indicated a DNN used for SM Sol P and the indicated
DNN used for SMSolP is different from"IMS";
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is mapped to access category 9; and

- if no SMSover NASisongoing, any:
1) servicerequest procedure; or
2) registration procedure;

initiated in 5SGMM-IDLE mode for the purpose of NAS signalling connection recovery or following a fallback
indication from the lower layers (see subclause 5.3.1.2 and 5.3.1.4) is mapped to access category 9.

While a5GC-MO-LR procedure is ongoing, no SMS over NAS is ongoing, no SMSolP isongoing, no MO IMS
registration related signalling is ongoing, no MMTEL video call is ongoing, and no MMTEL voice call is ongoing:

- any:
1) servicerequest procedure; or
2) registration procedure;

initiated in 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication for the purpose of NAS
signalling connection recovery or following afallback indication from the lower layers (see subclauses 5.3.1.2
and 5.3.1.4) is mapped to access category 3.

While a UE-requested policy provisioning procedure for V2XP, ProSeP or both (see 3GPP TS 24.587 [19B] and
3GPP TS 24.554 [19E]), no 5GC-MO-LR procedure is ongoing, no SMS over NAS is ongoing, no SMSol P is ongoing,
no MMTEL video call is ongoing, and no MMTEL voice call is ongoing:

- any:
1) servicerequest procedure; or
2) registration procedure;

initiated in 5GMM-IDLE mode for the purpose of NAS signalling connection recovery or following a fallback
indication from the lower layers (see subclauses 5.3.1.2 and 5.3.1.4) is mapped to access category 3.

While CloT user data transfer over the control plane is ongoing, no 5GC-MO-LR procedure is ongoing, no SMS over
NAS isongoing, no SMSolP is ongoing, no MMTEL video call is ongoing, and no MMTEL voice call is ongoing, any
service request procedure initiated in 5GMM-IDLE mode following a fallback indication from the lower layers (see
subclause 5.3.1.4) is mapped to access category 7.

NOTE 3: Although the access control checking is skipped, the mapping is performed in order to derive an RRC
establishment cause.

If an access category is determined and the access control checking is skipped, the NAS shall determine the RRC
establishment cause from one or more determined access identities and the access category as specified in

subclause 4.5.6, the NAS shall initiate the procedure to send the initial NAS message for the access attempt and shall
provide the RRC establishment cause to lower layers.

If the UE receives from the lower layers an indication that access barring is applicable for all access categories except
categories 0 and 2, or access barring is applicable for all access categories except category O:

a) if an MMTEL voice call or MMTEL video call is ongoing:

1) if the UE isoperating in the single-registration mode and the UE's usage setting is "voice centric”, the UE
may attempt to select an E-UTRA cell connected to EPC. If the UE finds a suitable E-UTRA cell connected
to EPC, it then proceeds with the appropriate EMM specific procedures and, if necessary, ESM procedures to
make a PDN connection providing accessto IMS available; see subclause 4.8.2 and 3GPP TS 24.301 [15];
and

2) if the UE is operating in the dual -registration mode, the UE may proceed in S1 mode with the appropriate
EMM specific procedures and ESM procedures to make a PDN connection providing accessto IMS
available; see subclause 4.8.3 and 3GPP TS 24.301 [15]; and

b) if SMSolPisongoing or an MO IMS registration related signalling is ongoing:
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1) if the UE is operating in the single-registration mode, the UE may attempt to select an E-UTRA cell
connected to EPC. If the UE finds a suitable E-UTRA cell connected to EPC, it then proceeds with the
appropriate EMM specific procedures and, if necessary, ESM procedures to make a PDN connection
providing access to IMS available; see subclause 4.8.2 and 3GPP TS 24.301 [15]; and

2) if the UE is operating in the dual-registration mode, the UE may proceed in S1 mode with the appropriate
EMM specific procedures and ESM procedures to make a PDN connection providing accessto IMS
available; see subclause 4.8.3 and 3GPP TS 24.301 [15].

4.5.6 Mapping between access categories/access identities and RRC
establishment cause

When 5GMM requests the establishment of a NAS-signalling connection, the RRC establishment cause used by the UE
shall be selected according to one or more access identities (see subclauses 4.5.2 and 4.5.2A) and the determined access
category by checking the rules specified in table 4.5.6.1 and table 4.5.6.2. If the access attempt matches more than one
rule, the RRC establishment cause of the lowest rule number shall be used. If the determined access category is an
operator-defined access category, then the RRC establishment cause used by the UE shall be selected according to
table 4.5.6.1 and table 4.5.6.2 based on one or more access identities (see subclauses 4.5.2 and 4.5.2A) and the
standardized access category determined for the operator-defined access category as described in subclause 4.5.3.

NOTE 1: Following an RRC release with redirection, the lower layers can set the RRC establishment cause or the
resume cause to "mps-PriorityAccess' in the case of redirection to an NR cell connected to 5GCN (see
3GPP TS 38.331[30]) or to "highPriorityAccess' in the case of redirection to an E-UTRA cell connected
to 5GCN (see 3GPP TS 36.331 [25A]), if the network indicates to the UE during RRC connection release
with redirection that the UE has an active MPS session.

NOTE 2: When the UE is acting as a 5G ProSe layer-2 UE-to-network relay UE, it is possible for the lower layer to
decide an applicable RRC establishment cause according to the request from the 5G ProSe layer-2 remote
UE or according to the indication from upper layers, including the case when the request from the 5G
ProSe layer-2 remote UE is for emergency services, as specified in 3GPP TS 38.331 [30].

Table 4.5.6.1: Mapping table for access identities/access categories and RRC establishment cause
when establishing N1 NAS signalling connection via NR connected to 5GCN

Rule # Access identities Access categories RRC establishment cause is
set to
1 1 Any category mps-PriorityAccess
2 2 Any category mcs-PriorityAccess
3 11,15 Any category highPriorityAccess
4 12,13,14, Any category highPriorityAccess
5 0 0 (= MT_acc) mt-Access
1 (= delay tolerant) Not applicable (NOTE 1)
2 (= emergency) emergency
3 (= MO_sig) mo-Signalling
4 (= MO MMTel voice) mo-VoiceCall
5 (= MO MMTel video) mo-VideoCall
6 (= MO SMS and SMSolP) mo-SMS
7 (= MO_data) mo-Data
9 (= MO IMS registration mo-Data
related signalling)
NOTE 1: A UE using access category 1 for the access barring check will determine a second access category in the
range 3 to 7 that is to be used for determination of the RRC establishment cause. See subclause 4.5.2,
table 4.5.2.2, NOTE 6.
NOTE 2: See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.
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Table 4.5.6.2: Mapping table for access identities/access categories and RRC establishment cause
when establishing N1 NAS signalling connection via E-UTRA connected to 5GCN

Rule # Access identities Access categories RRC establishment cause is
set to
1 1 Any category highPriorityAccess
2 2 Any category highPriorityAccess
3 11, 15 Any category highPriorityAccess
4 12,13,14, Any category highPriorityAccess
5 0 0 (= MT_acc) mt-Access
1 (= delay tolerant) Not applicable (NOTE 1)
2 (= emergency) emergency
3 (= MO _sig) mo-Signalling
4 (= MO MMTel voice) mo-VoiceCall
5 (= MO MMTel video) mo-VoiceCall
6 (= MO SMS and SMSolP) mo-Data
7 (= MO_data) mo-Data
9 (= MO IMS registration mo-Data
related signalling)
10 (= MO exception data) mo-ExceptionData (NOTE 3)
NOTE 1: A UE using access category 1 for the access barring check will determine a second access category in the
range 3 to 7 that is to be used for determination of the RRC establishment cause. See subclause 4.5.2,
table 4.5.2.2, NOTE 6.
NOTE 2: See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.
NOTE 3: This applies to the UE in NB-N1 mode.

4.6 Network slicing

46.1 General

The 5GS supports network slicing as described in 3GPP TS 23.501 [8]. Withina PLMN or SNPN, a network dliceis
identified by an S-NSSAI, which is comprised of a slice/service type (SST) and a dice differentiator (SD). Inclusion of
an SD inan S-NSSAI isoptiona. A set of one or more S-NSSAIs s called the NSSAI. The following S-NSSAIs and
NSSAls are defined in 3GPP TS 23.501 [8]:

a) configured NSSAI;
b) requested NSSAI;
c) alowed NSSAI;
d) subscribed S-NSSAISs;
€) pending NSSAI;
f) dternative SSNSSAIs; and
g) partially allowed NSSAI.
The following S-NSSAIs and NSSAls are defined in the present document:
a) rejected NSSAI for the current PLMN or SNPN;
b) rejected NSSAI for the current registration area;
c) rejected NSSAI for the failed or revoked NSSAA,;
d) rejected NSSAI for the maximum number of UES reached;
€) alternative NSSAI;
f) partialy rejected NSSAI;
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g) on-demand S-NSSAls; and
h) on-demand NSSAI.

In roaming scenarios, rejected NSSAI for the current PLMN or SNPN, rejected NSSAI for the current registration area,
rejected NSSAI for the maximum number of UES reached, or partially rejected NSSAI includes one or more S-NSSAIls
for the current PLMN and also contains a set of mapped S-NSSAI(s). An S-NSSAI included in the rejected NSSAI for
the failed or revoked NSSAA isan HPLMN S-NSSAI.

In case of aPLMN, aserving PLMN may configure a UE with:
a) the configured NSSAI per PLMN;

b) NSSRG information if the UE has indicated that it supports the subscription-based restrictions to simultaneous
registration of network dices feature;

¢) on-demand NSSAI if the UE hasindicated it supports the network slice usage control feature;

d) SINSSAI time validity information if the UE hasindicated that it supports S-NSSAI time validity information;
and

€) SNSSAI location vaidity information if the UE hasindicated that it supports S-NSSAI location validity
information.

In addition, the HPLMN may configure a UE with a single default configured NSSAI and consider the default
configured NSSAI asvalid inaPLMN for which the UE has neither a configured NSSAI nor an allowed NSSAI. The
support for NSSRG information by the UE and the network, respectively, isoptional.

NOTE O: Inthisversion of the specification, the network slice usage control feature is not supported in roaming
scenarios.

NOTE 1: The value(s) used in the default configured NSSAI are expected to be commonly decided by all roaming
partners, e.g., values standardized by 3GPP or other bodies.

In case of an SNPN, the SNPN may configure a UE which is neither registering nor registered for onboarding services
in SNPN with:

a) aconfigured NSSAI applicable to the SNPN;

b) NSSRG information if the UE has indicated that it supports the subscription-based restrictions to simultaneous
registration of network dices feature;

¢) S-NSSAI time validity information if the UE hasindicated that it supports S-NSSAI time validity information;
d) on-demand NSSAI if the UE hasindicated it supports the network slice usage control feature; and

€) SNSSAI location vaidity information if the UE hasindicated that it supports S-NSSAI location validity
information.

In addition, the credential holder may configure a single default configured NSSAI associated with the selected entry of
the "list of subscriber data" or the PLMN subscription and consider the default configured NSSAI as valid in a SNPN
for which the UE has neither a configured NSSAI nor an allowed NSSAI. If the UE is registering or registered for
onboarding servicesin SNPN, the serving SNPN shall not provide a configured NSSAI to the UE. The support for
NSSRG information by the UE and the network, respectively, isoptional.

The allowed NSSAI and the rejected NSSAI for the current registration area are managed per access type
independently, i.e. 3GPP access or non-3GPP access, and is applicable for the registration area. If the UE does not have
avalid registration area, the rejected NSSAI for the current registration area is applicable to the tracking area on which
it was received. If the registration area contains TAls belonging to different PLMNs, which are equivalent PLMNSs, the
allowed NSSAM, the rejected NSSAI for the current registration area, rejected NSSAI for the failed or revoked NSSAA
and rejected NSSAI for the maximum number of UEs reached are applicable to these PLMNs in this registration area.

The allowed NSSAI that is associated with aregistration area containing TAls belonging to different PLMNSs, which are
equivalent PLMNSs, can be used to form the requested NSSAI for any of the equivalent PLMNs when the UE is outside
of the registration area where the allowed NSSAI was received.
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When the network slice-specific authentication and authorization procedure isto be initiated for one or more S-NSSAIs
in the requested NSSAI or the network slice-specific authentication and authorization procedure is ongoing for one or
more S-NSSAIs, these S-NSSAI(s) will beincluded in the pending NSSAI. When the network slice-specific
authentication and authorization procedure is completed for an NSSAI that has been in the pending NSSAI, the S
NSSAI will be moved to the allowed NSSAI or rejected NSSAI depending on the outcome of the procedure. The AMF
sends the updated allowed NSSAI to the UE over the same access of the requested S-NSSAI. The AMF sends the
updated partially allowed NSSAI to the UE only over the 3GPP access. The AMF sends the updated rejected NSSAI
over either 3GPP access or non-3GPP access. The pending NSSAI is managed regardless of access typei.e. the pending
NSSAI is applicable to both 3GPP access and non-3GPP access for the current PLMN even if sent over only one of the
accesses. If the registration area contains TAls belonging to different PLMNSs, which are equivalent PLM NS, the
pending NSSAI is applicable to these PLMNSs in this registration area.

The rglected NSSAI for the current PLMN or SNPN is applicable for the whole registered PLMN or SNPN regardiess
of the accesstype. The AMF shall only send arejected NSSAI for the current PLMN when the registration area consists
of TAlsthat only belong to the registered PLMN. If the UE receives arejected NSSAI for the current PLMN, and the
registration area also contains TAIs belonging to different PLMNSs, the UE shall treat the received rejected NSSAI for
the current PLMN as applicable to the whole registered PLMN.

The rejected NSSAI for the failed or revoked NSSAA includes one or more S-NSSAI s that have failed the network
dlice-specific authentication and authorization or for which the authorization have been revoked, and are applicable for
the whole registered PLMN or SNPN regardless of the access type.

The rejected NSSAI for the maximum number of UES reached is applicable for the whole registered PLMN or SNPN,
and the access type over which the rejected NSSAI was sent. The AMF shall send arejected NSSAI including S-
NSSAI(s) with the rejection cause "S-NSSAI not available due to maximum number of UEs reached", when one or
more S-NSSAls are indicated that the maximum number of UES has been reached. If the timer T3526 associated with
the S-NSSAI(s) was started upon reception of the rejected NSSAI for the maximum number of UEs reached, the UE
may remove the S-NSSAI(s) from the rejected NSSAI including S-NSSAI(s) with the rejection cause "S-NSSAI not
available due to maximum number of UEs reached”, if the timer T3526 associated with the S-NSSAI(s) expires. If one
or more S-NSSAIs are removed from the rejected NSSAI for the maximum number of UES reached, the timer T3526
associated with the removed S-NSSAI(s) shall be stopped, if running. The UE shall not stop the timer T3526 if the UE
selects an E-UTRA cell connected to EPC.

If the UE receives arejected NSSAI for the maximum number of UES reached, the registration area contains TAIs
belonging to different PLMNSs, which are equivalent PLMNSs, the UE shall treat the received rejected NSSAI for the
maximum number of UES reached as applicable to these equivalent PLMNs when the UE isin this registration area.

If the UE hasindicated that the UE supports network slice replacement feature and the AMF determines to provide the
mapping information between the S-NSSAI to be replaced and the alternative S-NSSAI to the UE, the network shall
provide the UE with the alternative NSSAI. The alternative NSSAI is managed per access type independently, i.e. 3GPP
access or non-3GPP access, and is applicable for the registration area.

If the UE hasindicated that the UE supports the partial network slice feature and includes the SINSSAI(s) in the
requested NSSAI, the AMF determines the S-NSSAI(s) to be included in the partialy allowed NSSAI or the partially
rejected NSSAI as specified in subclause 4.6.2.11. When the AMF provides both the partially allowed NSSAI and the
partially rejected NSSAI to the UE, each S-NSSAI shall be either in the partially allowed NSSAI or in the partially
rejected NSSAI but not both. The number of SSNSSAIsincluded in the partialy allowed NSSAI or the partially rejected
NSSAI shall not exceed 7. The sum of the number of S-NSSAI(S) stored in the partially allowed NSSAI and the
allowed NSSAI shall not exceed 8. The partially allowed NSSAI is only applicable to 3GPP access and is applicable for
the registration area. The partially rejected NSSAI is only applicable to 3GPP access and is applicable for the
registration area.

NOTE 2: Based on local poalicies, the UE can remove an S-NSSAI from the rejected NSSAI for the failed or
revoked NSSAA when the UE wants to register to the dlice identified by this S NSSAI.

NOTE 3: Based on network local policy, network slice-specific authentication and authorization procedure can be
initiated by the AMF for an S-NSSAI in rejected NSSAI for the failed or revoked NSSAA when the S-
NSSALI isrequested by the UE based on itslocal policy.

NOTE 4: At least one S-NSSAI in the default configured NSSAI or at least one default S-NSSAI is recommended
as not subject to network slice-specific authentication and authorization, in order to ensure that at |east
one PDU session can be established to access service, even when Network Slice-specific Authentication
and Authorization fails.
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NOTE5: At least one S-NSSAI in the default configured NSSAI or at least one default S-NSSAI is recommended
as not subject to network slice admission control, in order to ensure that at least one PDU session can be
established to access service.

NOTE 6: The rejected NSSAI can be provided by the network via either Rejected NSSAI |E or the Extended
rejected NSSAI |E.

4.6.2 Mobility management aspects

46.2.1 General

Upon registration to a PLMN or SNPN (except for the registration procedure for periodic registration update, theinitial
registration for onboarding servicesin SNPN, and the registration procedure for mobility registration update when
registered for onboarding servicesin SNPN), the UE shall send to the AMF the requested NSSAI which includes one or
more S-NSSAIs of the allowed NSSAI for the PLMN or SNPN or the configured NSSAI for the PLMN or SNPN and
corresponds to the network slice(s) to which the UE intends to register with, if:

a) the UE has aconfigured NSSAI for the current PLMN or SNPN;
b) the UE hasan allowed NSSAI for the current PLMN or SNPN; or

c) the UE has neither allowed NSSAI for the current PLMN or SNPN nor configured NSSAI for the current PLMN
or SNPN and has adefault configured NSSAI. In this case the UE indicates to the AMF that the requested
NSSAI is created from the default configured NSSA.

In roaming scenarios, if the mapped S-NSSAI(s) associated to the allowed NSSAI or the configured NSSAI are
missing, the UE shall locally set the mapped S-NSSAI to the same value as the received S-NSSAI. Additionally, if the
UE receives a Rejected NSSAI |E or an Extended rejected NSSAI |E without associated mapped S-NSSAI(s), and the
rejected NSSALI is different from the rejected NSSAI for the failed or revoked NSSAA, the UE shall locally set the
mapped S-NSSAI(S) to the same val ue as the received S-NSSAI.

NOTE 1: The above occurs only when the UE is roaming and the AMF compliant with earlier versions of the
specification omits providing to the UE a mapped S-NSSAI for one or more S-NSSAlsin, e.g., the
alowed NSSAI or configured NSSAI.

Other than S-NSSAI s contained in the NSSAI's described above, the requested NSSAI can be formed based on the S-
NSSAI(s) available in the UE (see subclause 5.5.1.3.2 for further details). In roaming scenarios, the UE shall also
provide the mapped S-NSSAI(s) for the requested NSSAL.

NOTE 2: If the UE did not receive a mapped S-NSSAI for one or more S-NSSAIsin the allowed NSSAI or
configured NSSAI, the UE till usesthe S-NSSAI as received from the serving network (i.e., without the
locally set mapped S-NSSAI) in any NAS message.

The AMF verifiesif the requested NSSAI is permitted based on the subscribed S-NSSAIsin the UE subscription and, in
roaming scenarios the mapped S-NSSAI(s) provided by the UE, and if so then the AMF shall provide the UE with the
allowed NSSAI for the PLMN or SNPN, and shall aso provide the UE with the mapped S-NSSAI(s) for the allowed
NSSAI for the PLMN or SNPN. Additionally, if the AMF allows one or more subscribed S-NSSAIs for the UE, the
AMF may include the allowed subscribed S-NSSAI(s) in the allowed NSSAI in the REGISTRATION ACCEPT
message. The AMF shall ensure that there are not two or more S-NSSAIs of the allowed NSSAI which are mapped to
the same S-NSSAI of the HPLMN or the subscribed SNPN. If

a) al the SNSSAlsincluded in the requested NSSAI are rejected, or the requested NSSAI was not included by the
UE;

b) all default SNSSAIs are not allowed; and

c) the UE is neither registering nor registered for onboarding servicesin SNPN and the UE is neither registering
nor registered for emergency services,

then the AMF may reject the registration request (see subclauses 5.5.1.2.5 and 5.5.1.3.5 for further details).

In roaming scenarios, if the mapped S-NSSAI(s) associated to requested NSSAI are missing, the AMF shall locally set
the mapped S-NSSAI to the same value as the received S-NSSAI.
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NOTE 3: Inroaming scenarios, when the UE is compliant with earlier versions of the specification or when the
serving network does not provide a mapped S-NSSAI for one or more S-NSSAIsin the allowed NSSAI
or configured NSSAI, the UE can omit a mapped S-NSSAI for one or more S-NSSAIs in requested
NSSAI.

The set of network slice(s) for a UE can be changed at any time while the UE is registered to aPLMN or SNPN, and the
change may be initiated by the network or the UE. In this case, the allowed NSSAI and associated registration area may
be changed during the registration procedure or the generic UE configuration update procedure. The configured NSSAI
and the rejected NSSAI may be changed during the registration procedure or the generic UE configuration update
procedure. The default configured NSSAI may be changed by sending a UE parameters update transparent container to
the UE during the NAS transport procedure. The pending NSSAI may be changed during the registration procedure. In
addition, using the generic UE configuration update procedure, the network may trigger the registration procedure in
order to update the allowed NSSAI.

The UE in NB-N1 mode does not include the requested NSSAI during the registration procedure if the 5GS registration
type | E indicates "mobility registration updating”, procedure is not initiated to change the slice(s) that the UE is
currently registered to, and the UE is still in the current registration area.

The AMF does not include the allowed NSSAI during a registration procedure with the 5GS registration type |E
indicating "mobility registration updating" for the UE in NB-N1 mode, except if the allowed NSSAI has changed for
the UE.

The UE does not include the requested NSSAI during the registration procedure if the 5GS registration type |E indicates
"SNPN onboarding registration” or the UE is registered for onboarding servicesin SNPN. The AMF does not include
the allowed NSSAI during a registration procedure with the 5GS registration type |E indicating " SNPN onboarding
registration” or during a registration procedure when the UE is registered for onboarding servicesin SNPN.

The UE considers the last received allowed NSSAI as valid until the UE receives a new allowed NSSAI.

4.6.2.2 NSSAI storage

If available, the configured NSSAI(s) shall be stored in a non-volatile memory in the ME as specified in annex C. For a
configured NSSAL, if thereis:

a) associated NSSRG information, the NSSRG information shall also be stored in anon-volatile memory in the ME
as specified in annex C;

b) associated NSAG information, the NSAG information shall be stored in the ME;

c) associated S-NSSAI time vaidity information, the S-NSSAI time validity information shall also be stored in a
non-volatile memory in the ME as specified in annex C;

d) associated S-NSSAI location validity information, the S-NSSAI location validity information shall also be stored
in anon-volatile memory in the ME as specified in annex C; and

€) associated on-demand NSSAI, the on-demand NSSAI shall also be stored in anon-volatile memory in the ME as
specified in annex C.

Each of the configured NSSAI stored in the UE, including the default configured NSSAL, is a set composed of at most
16 S-NSSAls. Each of the configured NSSAI, except the default configured NSSAM, is associated with a PLMN identity
or SNPN identity and, if the UE supports access to an SNPN using credentials from a credential s hol der, equivalent
SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN subscription.

The allowed NSSAI(s) should be stored in a non-volatile memory in the ME as specified in annex C. The partially
allowed NSSAI(s) should be stored in a non-volatile memory in the ME as specified in annex C. For an allowed
NSSAL, if there is associated alternative NSSAI, the alternative NSSAI should & so be stored in a non-volatile memory
inthe ME as specified in annex C.

Each of the allowed NSSAI stored in the UE is a set composed of at most 8 S-NSSAIs and is associated with a PLMN
identity or SNPN identity, an access type and, if the UE supports access to an SNPN using credentials from a
credentials holder, equivalent SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN
subscription. Each of the alternative NSSAI stored in the UE is a set composed of at most 8 pairs of SNSSAI to be
replaced and alternative SSNSSAI, and is associated with a PLMN identity or SNPN identity, an access type and, if the
UE supports access to an SNPN using credentials from a credential s holder, equivalent SNPNs or both, the selected
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entry of the "list of subscriber data' or the selected PLMN subscription. Each of the partially allowed NSSAI stored in
the UE isaset composed of at most 7 S-NSSAIs and alist of TAsfor which S-NSSAI is supported, and is associated
with aPLMN identity or SNPN identity, 3GPP access type and, if the UE supports access to an SNPN using credentials
from a credential s holder, equivalent SNPNs or both, the selected entry of the "list of subscriber data' or the selected
PLMN subscription. The sum of number of S-NSSAI(s) stored in the partially allowed NSSAI and the allowed NSSAI
shall not exceed 8.

Each of the pending NSSAI stored in the UE is a set composed of at most 16 S-NSSAIs and is associated withaPLMN
identity or SNPN identity and, if the UE supports access to an SNPN using credential s from a credentials holder,
equivalent SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN subscription.

Each of the rejected NSSAI is associated with aPLMN identity or SNPN identity and, if the UE supports accessto an
SNPN using credentials from a credentials holder, equivalent SNPNs or both, the selected entry of the "list of subscriber
data" or the selected PLMN subscription. The S-NSSAI(Ss) in the rejected NSSAI for the current registration area are
further associated with one or more tracking areas where the rejected S-NSSAI(s) is not available. The SINSSAI(S) in
the rejected NSSAI for the maximum number of UEs reached are further associated with the access type over which the
rejected NSSAI was received. The S-NSSAI(s) in the partially rejected NSSAI are further associated with 3GPP access.

There shall be no duplicated PLMN identities or SNPN identities associated with each of the list of configured
NSSAI(s), pending NSSAI(s), rejected NSSAI(s) for the current PLMN or SNPN, rejected NSSAI(s) for the current
registration area, rejected NSSAI(s) for the failed or revoked NSSAA, and rejected NSSAI for the maximum number of
UESs reached.

The UE stores NSSAls as follows:

a) Theconfigured NSSAI shall be stored until a new configured NSSAI isreceived for agiven PLMN or SNPN.
The network may provide to the UE the mapped S-NSSAI(s) for the new configured NSSAI which shall also be
stored in the UE. When the UE is provisioned with a new configured NSSAI for aPLMN or SNPN, the UE
shall:

1) replace any stored configured NSSAI for this PLMN or SNPN with the new configured NSSA for this
PLMN or SNPN;

2) delete any stored mapped S-NSSAI(s) for the configured NSSAI and, if available, store the mapped S-
NSSAI(s) for the new configured NSSAL;

3) delete any stored allowed NSSAI and partially allowed NSSAI for this PLMN or SNPN and, if available, the
stored mapped S-NSSAI(s) for the allowed NSSAI, if the UE received the new configured NSSAI for this
PLMN or SNPN and the Configuration update indication | E with the Registration requested bit set to
"registration requested”, in the sasme CONFIGURATION UPDATE COMMAND message but without any
new allowed NSSAI for this PLMN or SNPN included;

4) delete any stored rejected NSSAI and partially rejected NSSAI, and stop any timer T3526 associated with a
deleted S-NSSAI in the rejected NSSAI for the maximum number of UEs reached if running;

4A)  delete any stored mapped S-NSSAI(s) for the regjected NSSAI; and

5) delete any S-NSSAI(s) stored in the pending NSSAI that are not included in the new configured NSSAI for
the current PLMN or SNPN or any mapped S-NSSAI(s), if any, stored in the pending NSSAI that are not
included in the mapped S-NSSAI(s) for the configured NSSAI (if the UE isroaming or isin a non-subscribed
SNPN);

If the UE having a stored configured NSSAI for aPLMN ID, receives an S-NSSAI associated withaPLMN ID
from the network during the PDN connection establishment procedure in EPS as specified in

3GPP TS 24.301 [15] or via ePDG as specified in 3GPP TS 24.302 [16], the UE may store the received S-
NSSAI in the configured NSSAI for the PLMN identified by the PLMN ID associated with the S-NSSAL, if not
already included in the configured NSSAI and if the number of SSNSSAIsin the configured NSSAI isless
than 16;

The UE may continue storing areceived configured NSSAI for aPLMN and associated mapped S-NSSAI(s), if
available, when the UE registersin another PLMN.

NOTE 1: The maximum number of configured NSSAIs and associated mapped S-NSSAIs for PLMNs other than
the HPLMN that need to be stored in the UE, and how to handle the stored entries, are up to UE
implementation.
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ad) The NSAG information shall be stored until:
1) anew NSAG information for the registered PLMN or the registered SNPN is received over 3GPP access; or

2) anew configured NSSAI without any associated NSAG information for the registered PLMN or the
registered SNPN is received over 3GPP access.

The UE shall remove any S-NSSAI from the NSAG information which is not part of the configured NSSAI, if
any.

NOTE 1A: If the UE isroaming or the current SNPN is a non-subscribed SNPN, the UE uses the S-NSSAI(S) in
the configured NSSAI to compare against any S-NSSAI from the NSAG information.

When anew NSAG information for the registered PLMN or the registered SNPN is received over 3GPP access,
the UE shall replace any stored NSAG information for the registered PLMN and its equivalent PLMN(s) or the
registered SNPN and its equivalent SNPN(s) with the new NSAG information for the registered PLMN or the
registered SNPN.

When a new configured NSSAI without any associated NSAG information for the registered PLMN or the
registered SNPN is received over 3GPP access, the UE shall delete any stored NSAG information for the
registered PLMN and its equivalent PLMN(s) or the registered SNPN and its equivalent SNPN(s).

The UE shall be able to store 32 NSAG entries in the NSAG information stored for the registered PLMN or the
registered SNPN.

The UE shall be able to store TAI lists for up to 4 NSAG entries in the NSAG information stored for the
registered PLMN or the registered SNPN.

The UE needs not to store the NSAG information when the UE is switched off or when the UE is deregistered
from the registered PLMN or the registered SNPN.

NOTE 1B: The UE stores the NSAG information associated with the configured NSSAI for at least the registered
PLMN and its equivalent PLMN(s) or the registered SNPN and its equivalent PLMN(S).

b) The allowed NSSAI shall be stored and the mapped S-NSSAI(s) for the allowed NSSAI (if available) shall be
stored for agiven PLMN and its equivalent PLMN(s) in the registration area or SNPN until:

1) anew alowed NSSAI for the same access type (i.e. 3GPP access or hon-3GPP access) is received for agiven
PLMN or SNPN;

2) the CONFIGURATION UPDATE COMMAND message with the Registration requested bit of the
Configuration update indication | E set to "registration requested” is received and contains no other
parameters (see subclauses 5.4.4.2 and 5.4.4.3);

3) the REGISTRATION ACCEPT message is received with the "NSSAA to be performed” indicator of the 5GS
registration result 1E set to "Network slice-specific authentication and authorization is to be performed”, and
the REGISTRATION ACCEPT message contains a pending NSSAI and no new allowed NSSAI as described
in subclause 5.5.1.2.4 and subclause 5.5.1.3.4; or

4) anew partially allowed NSSAI via 3GPP access is received for agiven PLMN or SNPN.

b1) The UE shall delete the stored partially allowed NSSAI and stored mapped S-NSSAI(s) for partially allowed
NSSAI over 3GPP access when:

1) new partially allowed NSSAI for aPLMN or SNPN is received and the new partially allowed NSSAI does
not include any S-NSSAI(s);

2) the CONFIGURATION UPDATE COMMAND message with the Registration requested bit of the
Configuration update indication | E set to "registration requested” is received and contains no other
parameters (see subclauses 5.4.4.2 and 5.4.4.3); or

3) the REGISTRATION ACCEPT message is received with the "NSSAA to be performed"” indicator of the 5GS
registration result | E set to "Network slice-specific authentication and authorization is to be performed", and
the REGISTRATION ACCEPT message contains a pending NSSAI and no new partially allowed NSSAI.
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The network may provide to the UE the mapped S-NSSAI(s) for the new allowed NSSAI (see subclauses 5.5.1.2
and 5.5.1.3) which shall also be stored in the UE. When a new allowed NSSAI for aPLMN or SNPN isreceived,
the UE shall:

1)

2)

3)

4)

5)

6)

replace any stored allowed NSSAI for this PLMN and its equivalent PLMN(s) in the registration area or this
SNPN for the same access type with the new allowed NSSAI for this PLMN or SNPN;

delete any stored mapped S-NSSAI(s) for the allowed NSSAI for this PLMN and its equivalent PLMN(S) in
the registration area or this SNPN for the same access type and, if available, store the mapped S-NSSAI(s)
for the new allowed NSSAI;

remove from the stored rejected NSSAI for the current PLMN or SNPN, the rejected NSSAI for the current
registration area, rejected NSSAI for the maximum number of UEs reached and the partially rejected NSSAI,
the S-NSSAI(9), if any, included in the new allowed NSSAI for the current PLMN or SNPN, unlessthe S
NSSALI inthe rejected NSSAI or the partially rejected NSSAI is associated with one or more S-NSSAI(S) in
the stored mapped rejected NSSAI or the stored mapped partialy rejected NSSAI, and at least one of these
mapped S-NSSAI(s) is not included in the mapped S-NSSAI(s) for the new allowed NSSAI, and stop any
timer T3526 associated with a deleted S-NSSAI in the rejected NSSAI for the maximum number of UES
reached if running;

remove from the stored rejected NSSAI for the failed or revoked NSSAA, the S-NSSAI(s), if any, included
in the new allowed NSSAI for the current PLMN (if the UE is not roaming) or the current SNPN (if the
SNPN isthe subscribed SNPN) or the mapped S-NSSAI(s) for the new allowed NSSAI for the current
PLMN (if the UE isroaming) or the current SNPN (if the SNPN is a non-subscribed SNPN);

remove from the stored mapped S-NSSAI(s) for the rejected NSSAI for the current PLMN or SNPN, the
stored mapped S-NSSAI(s) for the rejected NSSAI for the current registration area, the stored mapped S-
NSSAI(s) for the partially rejected NSSAI and the mapped S-NSSAI(s) for the rejected NSSAI for the
maximum number of UEs reached, the S-NSSAI(s), if any, included in the mapped S-NSSAI(s) for the new
allowed NSSAI for the current PLMN (if the UE isroaming) or the current SNPN (if the SNPN is anon-
subscribed SNPN), and stop any timer T3526 associated with a deleted S-NSSAI in the rejected NSSAI for
the maximum number of UEs reached if running; and

remove from the stored pending NSSAI for this PLMN and its equivalent PLMN(s) in the registration area or
this SNPN, one or more S-NSSAIs, if any, included in the new allowed NSSAI for the current PLMN and
these equivalent PLMN(s) (if the UE is not roaming) or the current SNPN (if the SNPN is the subscribed
SNPN) or the mapped S-NSSAI(s) for the new allowed NSSAI for the current PLMN and these equivalent
PLMN(s) (if the UE isroaming) or the current SNPN (if the SNPN is a non-subscribed SNPN).

NOTE 2: Whether the UE stores the allowed NSSAI and the mapped S-NSSAI(s) for the allowed NSSAI also when

the UE is switched off isimplementation specific.

The network may provide to the UE the partially allowed NSSAI. When a new partially allowed NSSAI for a
PLMN or SNPN is received and the new partially allowed NSSAI includes one or more S-NSSAI(s), the UE
shall:

1)

2)

3)

4)

replace any stored partially allowed NSSAI for this PLMN and its equivalent PLMN(S) in the registration
area or this SNPN viathe 3GPP access with the new partially allowed NSSAI for thisPLMN or SNPN;

delete any stored mapped S-NSSAI(s) for the partially allowed NSSAI for this PLMN and its equivalent
PLMN(s) in the registration area or this SNPN for the 3GPP access type and, if available, store the mapped
S-NSSAI(s) for the new partially allowed NSSAI;

remove from the stored rejected NSSAI for the current PLMN or SNPN, the rejected NSSAI for the current
registration area, rejected NSSAI for the maximum number of UEs reached and the partially rejected NSSAI,
the SSNSSAI(s), if any, included in the new partially allowed NSSAI for the current PLMN or SNPN, unless
the S-NSSAI in the rejected NSSAI or the partially rejected NSSAI is associated with one or more S-
NSSAI(s) in the stored mapped rejected NSSAI or the stored mapped partially rejected NSSAI, and at least
one of these mapped S-NSSAI(s) is not included in the mapped S-NSSAI(s) for the new partially allowed
NSSAI, and stop any timer T3526 associated with a deleted S-NSSAI in the rejected NSSAI for the
maximum number of UEs reached if running;

remove from the stored rejected NSSAI for the failed or revoked NSSAA, the S-NSSAI(s), if any, included
in the new partialy allowed NSSAI for the current PLMN (if the UE is not roaming) or the current SNPN (if
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the SNPN is the subscribed SNPN) or the mapped S-NSSAI(s) for the new partially allowed NSSAI for the
current PLMN (if the UE is roaming) or the current SNPN (if the SNPN is a non-subscribed SNPN);

5) remove from the stored mapped S-NSSAI(s) for the rejected NSSAI for the current PLMN or SNPN, the
stored mapped S-NSSAI(s) for the rejected NSSAI for the current registration area, the stored mapped S-
NSSAI(s) for the partially rejected NSSAI and the mapped S-NSSAI(s) for the rejected NSSAI for the
maximum number of UEs reached, the S-NSSAI(s), if any, included in the mapped S-NSSAI(s) for the new
partially allowed NSSAI for the current PLMN (if the UE is roaming) or the current SNPN (if the SNPN isa
non-subscribed SNPN), and stop any timer T3526 associated with a deleted S-NSSAI in the rejected NSSAI
for the maximum number of UEs reached if running; and

6) remove from the stored pending NSSAI for this PLMN and its equivalent PLMN(s) in the registration area or
this SNPN, one or more S-NSSAIls, if any, included in the new partially allowed NSSAI for the current
PLMN and these equivalent PLMN(s) (if the UE is not roaming) or the current SNPN (if the SNPN isthe
subscribed SNPN) or the mapped S-NSSAI(s) for the new partially allowed NSSAI for the current PLMN
and these equivalent PLMN(s) (if the UE is roaming) or the current SNPN (if the SNPN is a non-subscribed
SNPN).

ba) The alternative NSSAI and the mapped S-NSSAI(s) for the alternative NSSAI (if the UE isroaming) shall be
stored for agiven PLMN and its equivalent PLMN(s) or SNPN until a new alternative NSSAI for the same
access type (i.e. 3GPP access or non-3GPP access) is received for a given PLMN or SNPN.

When a new alternative NSSAI for agiven PLMN or SNPN is received and the new alternative NSSAI includes
alist of mapping information between the S-NSSAI to be replaced and the alternative S-NSSAI, the UE shall:

1) replace any stored alternative NSSAI for this PLMN and its equivalent PLMN(s) or this SNPN for the same
access type with the new alternative NSSAI for this PLMN or SNPN; and

2) delete any stored mapped S-NSSAI(s) for the aternative NSSAI for this PLMN and its equivalent PLMN(s)
or this SNPN for the same access type and, if available, store the mapped S-NSSAI(s) for the new alternative
NSSAI.

When a new alternative NSSAI for agiven PLMN or SNPN is received and the new alternative NSSAI does not
include any mapping information between the S-NSSAI to be replaced and the alternative S-NSSAI, the UE
shall delete any stored aternative NSSAI for this PLMN and its equivalent PLMN(s) or this SNPN for the same
access type.

When the UE locally removes either the replaced S-NSSAI or the alternative S-NSSAI in the allowed NSSAI
upon expiry of the associated slice deregistration inactivity timer, the UE shall delete the entry including the
replaced S-NSSAI or the alternative S-NSSAI stored in the alternative NSSAI.

NOTE 3: Whether the UE stores the aternative NSSAI and the mapped S-NSSAI(s) for the aternative NSSAI aso
when the UE is switched off isimplementation specific.

¢) When the UE receives the S-NSSAI(s) included in the rejected NSSAI in the REGISTRATION ACCEPT
message, the REGISTRATION REJECT message, the DEREGISTRATION REQUEST message or in the
CONFIGURATION UPDATE COMMAND message, or the partially rejected NSSAI in the REGISTRATION
ACCEPT message or the CONFIGURATION UPDATE COMMAND message, the UE shall:

1) storethe S-NSSAI(s) into the rejected NSSAI and the mapped S-NSSAI(s) for the rejected NSSAI based on
the associated rejection cause(s);

2) if the UE receivesthe S-NSSAI(s) included in the Rejected NSSAI |E, or if the UE receives the S-NSSAI(S)
included in the Extended rejected NSSAI IE, or if the UE receives the SSNSSAI(s) included in the Partially
rejected NSSAI |E in non-roaming case when not in SNPN access operation mode or in the subscribed
SNPN, remove from the stored allowed NSSAI or partialy allowed NSSAI for the current PLMN and its
equivalent PLMN(s) in the registration area or the current SNPN, the S-NSSAI(s), if any, included in the:

i) rejected NSSAI for the failed or revoked NSSAA, for each and every access type;
ii) rejected NSSAI for the current PLMN or SNPN, for each and every access type;
iii) rejected NSSA for the current registration area, associated with the same access type;

iv) rejected NSSAI for the maximum number of UES reached, associated with the same access type; or
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3)

4)

5)

6)

7)

v) partially rejected NSSAI, associated with 3GPP access;

if the UE receives the SSNSSAI(s) included in the Extended rejected NSSAI |E or if the UE receivesthe S
NSSAI(s) included in the Partialy rejected NSSAI |E in roaming case or in a non-subscribed SNPN, remove
from the stored allowed NSSAI or partialy allowed NSSAI for the current PLMN and its equivalent
PLMN(s) in the registration area or the current SNPN, the S-NSSAI(s), if any, included in the:

i) rejected NSSAI for the current PLMN or SNPN, for each and every access type;

ii) rejected NSSAI for the current registration area, associated with the same access type;

iii) rejected NSSAI for the maximum number of UES reached, associated with the same access type; or
iv) partialy rejected NSSAI, associated with 3GPP access,

if the mapped S-NSSAI(s) for the S-NSSAI in the stored allowed NSSAI or partially allowed NSSAI for the
current PLMN or SNPN are stored in the UE, and all of the mapped S-NSSAI(s) are included in the Extended
rejected NSSAI |E or Partially rejected NSSAI |E;

remove from the stored mapped S-NSSAI(s) for the allowed NSSAI or partially allowed NSSAI (if available
and if the UE isroaming or is a non-subscribed SNPN), the S-NSSAI(s), if any, included in the:

i) rejected NSSAI for the failed or revoked NSSAA, for each and every access type;

i) mapped S-NSSAI(s) for the rejected NSSAI for the current PLMN or SNPN, for each and every access
type;

iii) mapped S-NSSAI(s) for the rejected NSSAI for the current registration area, associated with the same
access type;

iv) mapped S-NSSAI(s) for the rejected NSSAI for the maximum number of UES reached, associated with
the same access type; or

v) partialy rejected NSSAI, associated with 3GPP access,

if the UE receives the S-NSSAI(s) included in the Rejected NSSAI |E, or if the UE receives the SSNSSAI ()
included in the Extended rejected NSSAI |E in non-roaming case when not in SNPN access operation mode
or in the subscribed SNPN, remove from the stored pending NSSAI for the current PLMN and its equivalent
PLMN(s) in the registration area or the current SNPN, the S-NSSAI(s), if any, included in the:

i) rejected NSSAI for the failed or revoked NSSAA, for each and every access type;

ii) rejected NSSAI for the current PLMN or SNPN, for each and every access type;

iii) rejected NSSAI for the current registration area, associated with the same access type; or

iv) rejected NSSAI for the maximum number of UEs reached, associated with the same access type;

if the UE receives the SSNSSAI(s) included in the Extended rejected NSSAI |E in roaming case or in a non-
subscribed SNPN, remove from the stored pending NSSAI for the current PLMN and its equivaent PLMN(s)
in the registration area or the current SNPN, the S-NSSAI(9), if any, included in the:

i) rejected NSSAI for the current PLMN or SNPN, for each and every access type;
ii) rejected NSSAI for the current registration area, associated with the same access type; or
iii) rejected NSSAI for the maximum number of UES reached, associated with the same access type,

if the mapped S-NSSAI(s) for the S-NSSAI in the stored pending NSSAI are stored in the UE, and al of the
mapped S-NSSAI(s) areincluded in the Extended rejected NSSAI |E; and

remove from the stored mapped S-NSSAI(s) for the pending NSSAI (if available and if the UE is roaming or
isin a non-subscribed SNPN), the SSNSSAI(s), if any, included in the:

i) rejected NSSAI for the failed or revoked NSSAA, for each and every accesstype;
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d)

ii) mapped S-NSSAI(s) for the rejected NSSAI for the current PLMN or SNPN, for each and every access
type;

iii) mapped S-NSSAI(s) for the rejected NSSAI for the current registration area, associated with the same
access type; or

iv) mapped S-NSSAI(s) for the rejected NSSAI for the maximum number of UES reached, associated with
the same access type;

If the UE receives the CONFIGURATION UPDATE COMMAND message with the Registration requested bit
of the Configuration update indication |E set to “registration requested” and contains no other parameters
(see subclauses 5.4.4.2 and 5.4.4.3), the UE shall delete any stored rejected NSSAI and partially rejected
NSSAI.

When the UE:

1) entersstate 5SGMM-DEREGISTERED following an unsuccessful registration for 5GMM causes other than
#62 “No network slices available” for the current PLMN or SNPN;

2) successfully registers with anew PLMN or anew SNPN;

3) enters state 5GMM-DEREGISTERED following an unsuccessful registration with anew PLMN or a new
SNPN; or

4) performsinter-system change from N1 mode to S1 mode and the UE successfully completes tracking area
update procedure;

and the UE is not registered with the PLMN or SNPN, which provided the rejected NSSAI, over another access,
the rejected NSSAI for the current PLMN or SNPN and the rejected NSSAI for the failed or revoked NSSAA
shall be deleted.

When the UE receives ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message provided with
S-NSSAI and the PLMN ID in the Protocol configuration options |E or Extended protocol configuration options
| E (see subclause 6.5.1.3 of 3GPP TS 24.301 [15]), the UE shall remove the S-NSSAI associated with the PLMN
ID from the rejected NSSAI for the current PLMN. When the UE receives ACTIVATE DEFAULT EPS
BEARER CONTEXT REQUEST message provided with S-NSSAI and the PLMN ID in the Protocol
configuration options |E or Extended protocol configuration options |E (see subclause 6.5.1.3 of

3GPP TS 24.301 [15]), the UE may remove the S-NSSAI from the rejected NSSAI for the maximum number of
UEs reached for each and every accesstype, if any, and stop the timer T3526 associated with the S-NSSAI if
running.

When the UE:
1) deregisters over an accesstype;
2) successfully registersin anew registration area over an access type;

3) enters state 5GMM-DEREGISTERED or 5GMM-REGISTERED following an unsuccessful registration in a
new registration area over an access type; or

4) performsinter-system change from N1 mode to S1 mode and the UE successfully completes tracking area
update procedure;

the rejected NSSA for the current registration area corresponding to the access type and the partially rejected
NSSAI shall be deleted. When a new partially rejected NSSAI is received without any S-NSSAI(s), the UE shall
delete any stored partially rejected NSSAI for the current registration area;

When the UE receives the pending NSSAI in the REGISTRATION ACCEPT message, the UE shall replace any
stored pending NSSAI for this PLMN or SNPN with the new pending NSSAI received in the REGISTRATION
ACCEPT message for thisPLMN or SNPN. If the UE does not receive the pending NSSAI in the
REGISTRATION ACCEPT message and the “NSSAA to be performed” indicator is not set to “Network slice-
specific authentication and authorization is to be performed” in the 5GS registration result | E of the
REGISTRATION ACCEPT message, the UE shall delete the stored pending NSSAL, if any, for thisPLMN and
its equivalent PLMN(s) in the registration area or this SNPN.
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€)

f)

Q)

If the registration area contains TAIs belonging to different PLMNSs, which are equivaent PLMNSs, then for each
of the equivalent PLMNs, the UE shall replace any stored pending NSSAI with the pending NSSAI received in
the registered PLMN.

When the UE:

1) deregisterswith the current PLMN or SNPN using explicit signalling or enters state 5GMM-
DEREGISTERED for the current PLMN or SNPN;

2) successfully registers with anew PLMN not in thelist of equivalent PLMNs or a new SNPN;
3) enters state 5GMM-DEREGISTERED following an unsuccessful registration with anew PLMN or SNPN; or

4) successfully initiates an attach or tracking area update procedure in S1 mode and the UE is operating in
single-registration mode;

and the UE is not registered with the PLMN or SNPN, which provided pending NSSAI, over another access, the
pending NSSAI for the current PLMN and its equivalent PLMN(s) in the registration area or the current SNPN
shall be deleted;

When the UE receives the Network dlicing indication |E with the Network slicing subscription change indication
set to "Network dlicing subscription changed” in the REGISTRATION ACCEPT message or in the
CONFIGURATION UPDATE COMMAND message, the UE shall delete the network dlicing information for
each of the PLMNs or SNPNs that the UE has dlicing information stored for (excluding the current PLMN or
SNPN). The UE shall delete any stored rejected NSSAI and stop any timer T3526 associated with a deleted S-
NSSALI in the regjected NSSAI for the maximum number of UEs reached if running. The UE shall not delete the
default configured NSSAI. Additionally, the UE shall update the network dicing information for the current
PLMN or SNPN (if received) as specified above in bullets a), b), ¢) and d);

When the UE receives the new default configured NSSAI included in the default configured NSSAI update data
in the Payload container |E of DL NAS TRANSPORT message, the UE shall replace any stored default
configured NSSAI with the new default configured NSSAI. In case of SNPN, the UE shall replace the stored
default configured NSSAI associated with the selected entry of the "list of subscriber data" or the PLMN
subscription with the new default configured NSSAI; and

When the UE receives the on-demand NSSAI in the REGISTRATION ACCEPT message or
CONFIGURATION UPDATE COMMAND message, the UE shall replace any stored on-demand NSSAI for
the serving PLMN with the new on-demand NSSAII.

4.6.2.3 Provision of NSSAI to lower layers in 5GMM-IDLE mode

The UE NAS layer may provide the lower layers with an NSSAI (either requested NSSAI or allowed NSSAI) when the
UE in 5GMM-IDLE mode sends aninitial NAS message.

The AMF may indicate, viathe NSSAI inclusion mode |E of a REGISTRATION ACCEPT message, an NSSAI
inclusion mode in which the UE shall operate over the current access within the current PLMN or SNPN, if any (see
subclauses 5.5.1.2.4 and 5.5.1.3.4), where the NSSAI inclusion mode is chosen among the following NSSAI inclusion
modes described in table 4.6.2.3.1.
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Table 4.6.2.3.1: NSSAIl inclusion modes and NSSAI which shall be provided to the lower layers

Initial NAS message NSSAI NSSAI NSSAI NSSAI
inclusion inclusion inclusion inclusion
mode A mode B mode C mode D

REGISTRATION REQUEST message: Requested Requested Requested No NSSAI
i) including the 5GS registration NSSAI, if NSSAI, if NSSAI, if
type IE set to "initial registration" any any any

REGISTRATION REQUEST message: Requested Requested Requested No NSSAI
i) including the 5GS registration NSSAI, if NSSAI, if NSSAI, if
type IE set to "mobility registration any any any
updating"; and
i) initiated by case other than case
g) or n) in subclause 5.5.1.3.2

REGISTRATION REQUEST message: Allowed Allowed No NSSAI No NSSAI
i) including the 5GS registration NSSAI, and | NSSAI, and
type IE set to "mobility registration partially partially
updating"; and allowed allowed
i) initiated by case g) or n) in NSSAI, if NSSAI, if
subclause 5.5.1.3.2 any any

REGISTRATION REQUEST message: Allowed Allowed No NSSAI No NSSAI
i) including the 5GS registration NSSAI, and | NSSAI, and
type IE set to "periodic registration partially partially
updating" allowed allowed

NSSAI, if NSSAI, if
any any
SERVICE REQUEST message Allowed See No NSSAI No NSSAI
NSSAI, and NOTE 1
partially
allowed
NSSAI, if
any

NOTE 1: All the S-NSSAIs of the PDU sessions that have the user-plane resources requested to be re-
established by the service request procedure or the S-NSSAIs of a control plane interaction
triggering the service request is related to (see 3GPP TS 23.501 [8])

NOTE 2: For a REGISTRATION REQUEST message which is triggered by emergency services, a
DEREGISTRATION REQUEST message, and a SERVICE REQUEST message which is
triggered by emergency services (e.g. a SERVICE REQUEST message includes the service type
IE set to "emergency services" or "emergency services fallback”, a SERVICE REQUEST
message triggered for emergency services includes the service type IE set to “high priority
access” as specified in subclause 5.6.1.2.1), no NSSAI is provided to the lower layers. If the UE
performs initial registration for onboarding services in SNPN or is registered for onboarding
services in SNPN, the UE NAS layer shall not provide the lower layers with an NSSAI.

NOTE 3: The mapped configured S-NSSAI(s) from the S-NSSAI(s) of the HPLMN are not included as part
of the S-NSSAIs in the requested NSSAI or the allowed NSSAI when it is provided to the lower
layers.

The UE shall store the NSSAI inclusion mode:

a) indicated by the AMF, if the AMF included the NSSAI inclusion mode |E in the REGISTRATION ACCEPT
message; or

b) if the AMF did not include the NSSAI inclusion mode |E in the REGISTRATION ACCEPT message:

1) if the UE is pre-configured by operator to operate by default to according to mode C in the HPLMN (if the
EHPLMN list isnot present or is empty) or EHPLMN (if the EHPLMN list is present), (see the
DefaultNSSAlInclusionMode leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file
EFnasconric in 3GPP TS 31.102 [22]), then mode C;

2) otherwise:
i) mode D for 3GPP access and trusted non-3GPP access; or

ii) mode B for untrusted non-3GPP access and wireline access.
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together with the identity of the current PLMN or SNPN and access type in a non-volatile memory in the ME as
specified in annex C.

The UE shall apply the NSSAI inclusion mode received in the REGISTRATION ACCEPT message over the current
access within the current PLMN and its equivalent PLMN(s), if any, or the current SNPN in the current registration
area.

When a UE performs aregistration procedure to a PLMN which isnot a PLMN in the current registration area or an
SNPN, if the UE has no NSSAI inclusion mode for the PLMN or the SNPN stored in a non-volatile memory in the ME,
the UE shall provide the lower layers with:

a) no NSSAI if the UE is performing the registration procedure over 3GPP access; or
b) requested NSSAI if the UE is performing the registration procedure over non-3GPP access.

When a UE performs aregistration procedure after an inter-system change from S1 mode to N1 mode, if the UE has no
NSSAI inclusion mode for the PLMN stored in a non-volatile memory in the ME and the registration procedure is
performed over 3GPP access, the UE shall not provide the lower layers with any NSSAI over the 3GPP access.

4.6.2.4 Network slice-specific authentication and authorization
The UE and network may support network slice-specific authentication and authorization.

A serving PLMN or SNPN shall perform network slice-specific authentication and authorization for the S-NSSAI(s) of
the HPLMN or the subscribed SNPN which are subject to it based on subscription information. The UE shall indicate
whether it supports network slice-specific authentication and authorization in the 5GMM Capability |E in the
REGISTRATION REQUEST message as specified in subclauses 5.5.1.2.2 and 5.5.1.3.2.

The upper layer stores an association between each S-NSSAI and its corresponding credentials for the network dlice-
specific authentication and authorization.

NOTE 1: The credentials for network slice-specific authentication and authorization and how to provision themin
the upper layer are out of the scope of 3GPP.

The network dlice-specific authentication and authorization procedure shall not be performed unless the primary
authentication and key agreement procedure as specified in the subclause 5.4.1 has successfully been completed.

The AMF informs the UE about S-NSSAI(s) for which network slice-specific authentication and authorization (except
for reeNSSAA) will be performed or is ongoing in the pending NSSAI. The AMF informs the UE about S-NSSAI(s) for
which NSSAA procedure is completed as success in the allowed NSSAI or in the partialy allowed NSSAI. The AMF
informs the UE about S-NSSAI(s) for which NSSAA procedure is completed as failure in the rejected NSSAI for the
failed or revoked NSSAA. The AMF stores and handles allowed NSSAI, partialy allowed NSSAI, pending NSSAI,
rejected NSSAI, and 5GS registration result in the REGISTRATION ACCEPT message according to

subclauses 5.5.1.2.4 and 5.5.1.3.4.

NOTE 2: The AMF maintainsthe NSSAA procedure status for each S-NSSAI, as specified in
3GPP TS 29.518 [20B] and the NSSAA procedure status for each S-NSSAI is not impacted by NSAC as
specified in subclauses 4.6.2.5 and 4.6.3.1.

NOTE 3: Upon completion of NSSAA procedures, it can happen that the total number of S-NSSAIs which need to
be included in the allowed NSSAI exceeds eight. In this case, it is up to the AMF implementation on how
to pick up the S-NSSAlsincluded in the allowed NSSAI.

NOTE 4: It can happen that one or more S-NSSAIsincluded in the received allowed NSSAI, are not the S-NSSAIs
that the UE intends to register to. In this casg, it is up to the UE implementation on how to use these S-
NSSAIls.

To perform network slice-specific authentication and authorization for an S-NSSAI, the AMF invokes an EAP-based
network slice-specific authentication and authorization procedure for the S-NSSAI, see subclause 5.4.7 and
3GPP TS 23.502 [9] using the EAP framework as described in 3GPP TS 33.501 [24].

The AMF updates the allowed NSSAI, the partially allowed NSSAI and the rejected NSSAI using the generic UE
configuration update procedure as specified in the subclause 5.4.4 after the network dlice-specific authentication and
authorization procedure is compl eted.
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The AMF shall send the pending NSSAI containing all S-NSSAIs for which the network dlice-specific authentication
and authorization procedure (except for reeNSSAA) will be performed or is ongoing in the REGISTRATION ACCEPT
message. The AMF shall aso include in the REGISTRATION ACCEPT message the allowed NSSAI containing one or
more S-NSSAIs from the requested NSSAI which are allowed by the AMF and for which network dlice-specific
authentication and authorization is not required, if any. The AMF shall also include in the REGISTRATION ACCEPT
message the partially allowed NSSAI containing one or more S-NSSAIs from the requested NSSAI which are allowed
by the AMF inalist of TAswithin the current registration area and for which network dlice-specific authentication and
authorization is not required, if any.

The network slice-specific re-authentication and re-authorization procedure or the network slice-specific authorization
revocation procedure can be invoked by the network for a UE supporting NSSAA at any time. After the network
performs the network dlice-specific re-authentication and re-authorization procedure or network slice-specific
authorization revocation procedure:

a) if network dice-specific re-authentication and re-authorization fails or network slice-specific authorizationis
revoked for some but not all S-NSSAIsin the allowed NSSAI or the partially allowed NSSAI,, the AMF updates
the allowed NSSAI or the partially allowed NSSAI and the rejected NSSAI accordingly using the generic UE
configuration update procedure as specified in the subclause 5.4.4 and inform the SMF to release all PDU
sessions associated with the S-NSSAI for which network dlice-specific re-authentication and re-authorization
fails or network slice-specific authorization is revoked;

b) if network dlice-specific re-authentication and re-authorization fails or network slice-specific authorization is
revoked for all SSNSSAIsin the allowed NSSAI or the partially allowed NSSAI but there are one or more
default SINSSAIs which are not subject to network slice-specific authentication and authorization or for which
the network dlice-specific authentication and authorization has been successfully performed, the AMF updates
the allowed NSSAI or the partially allowed NSSAI containing these default S-NSSAIs and the rejected NSSAI
accordingly using the generic UE configuration update procedure as specified in the subclause 5.4.4. The AMF
shall also inform the SMF to release all PDU sessions associated with the S-NSSAI for which network slice-
specific re-authentication and re-authorization fails or network dlice-specific authorization is revoked; or

c) if network dice-specific re-authentication and re-authorization fails or network slice-specific authorization is
revoked for all SNSSAIsin the allowed NSSAI or the partially allowed NSSAI and all default S NSSAls are
subject to network dslice-specific authentication and authorization, and the network slice-specific authentication
and authorization has not been successfully performed for any of these default S-NSSAIs, then AMF performs
the network-initiated de-registration procedure and includes the rejected NSSAI in the DEREGISTRATION
REQUEST message as specified in the subclause 5.5.2.3 except when the UE has an emergency PDU session
established or the UE is establishing an emergency PDU session. In this case the AMF shall send the
CONFIGURATION UPDATE COMMAND message containing rejected NSSAI and inform the SMF to release
all PDU sessions associated with the S-NSSAI for which network dlice-specific re-authentication and re-
authorization fails or network slice-specific authorization is revoked. After the emergency PDU session is
released, the AMF performs the network-initiated de-registration procedure as specified in the subclause 5.5.2.3.

The UE does not include in the requested NSSAI any of the SSNSSAIs from the pending NSSAI that the UE stores,
regardless of the access type. When the UE storing a pending NSSAI intends to register to one or more additional S-
NSSAIs not included in the pending NSSAI, the UE initiates the registration procedure with a requested NSSAI
containing these S-NSSAI s as described in subclause 5.5.1.3.2. In this case, the requested NSSAI shall also include one
or more S-NSSAIs from the allowed NSSAI or the partialy allowed NSSAI, if the UE still wants to use the S-NSSAI ()
from the allowed NSSAI or the partially allowed NSSAI.

During the registration procedure, when the AMF receives a requested NSSAI from a UE over an access type, for which
thereis a pending NSSAI including one or more S-NSSAIs that were previously requested over the same access type,
the AMF considers S-NSSAIs included in the requested NSSAI and S-NSSAI s in the pending NSSAI that were
previously requested over the same access type as requested S-NSSAI s by the UE. The AMF handles the requested S-
NSSAIs as described in subclause 5.5.1.3.4.

When performing the network slice-specific re-authentication and re-authorization procedure if the SSNSSAI is
included in the allowed NSSAI for both 3GPP and non-3GPP accesses, and the UE isregistered to both 3GPP and non-
3GPP accesses in the same PLMN, then the AMF selects an access type to perform network dlice-specific re-
authentication and re-authorization based upon operator policy.

If network dlice-specific authorization is revoked for an S-NSSAI that isin the current allowed NSSAI for an access
type or for an S-NSSAI that isin the current partialy allowed NSSAI for 3GPP access type, the AMF shall:
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a) provide anew allowed NSSAI or anew partially allowed NSSAI, excluding the S-SNSSAI for which the network
slice-specific authorization is revoked; and

b) provide anew rejected NSSAI for the failed or revoked NSSAA, including the SSNSSAI for which the network
dlice-specific authorization is revoked, with the rejection cause "S-NSSAI not available due to the failed or
revoked network dlice-specific authentication and authorization”,

to the UE using the generic UE configuration update procedure as specified in the subclause 5.4.4 and inform the SMF
to release all PDU sessions associated with the S-NSSAI for which the network slice-specific authorization is revoked
for this accesstype.

If the UE requests the establishment of a new PDU session or the modification of a PDU session for an S-NSSA for
which the AMF is performing network slice-specific re-authentication and re-authorization procedure, the AMF may
determine to not forward the 5GSM message to the SMF as described in subclause 5.4.5.2.4.

NOTE5: If the AMF receivesthe HTTP code set to "4xx" or "5xx" as specified in 3GPP TS 29.500 [20AA] or the
AMF detects that the NSSAAF failure as specified in 3GPP TS 29.526 [21A] during the NSSAA
procedure for an S-NSSAI, then the AMF considers the NSSAA procedure has failed for this S-NSSAI.

4.6.2.5 Mobility management based network slice admission control

A serving PLMN or SNPN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to
monitor and control the number of registered UEs per network slice. The timing of the network slice admission control
is managed by the EAC mode per network slice, which can be either activated or deactivated for the network
performing network slice admission control. The EAC mode is activated when the number of UES associated with the
S-NSSAI reaches a certain threshold (see 3GPP TS 23.502 [9])

If the EAC mode is activated for an S-NSSAI, the AMF performs network slice admission control before the SSNSSAI
subject to NSAC isincluded in the allowed NSSAI or the partially allowed NSSAI sent to the UE. During aregistration
procedure (including initial registration or mobility registration updating from another AMF), if the AMF determines
that the maximum number of UEs has been reached for:

a) oneor more S-NSSAIs but not all S-NSSAIsin the requested NSSAI, then the AMF includes the allowed
NSSAI or the partially allowed NSSAI and the rejected NSSAI accordingly in the REGISTRATION ACCEPT
message as specified in the subclauses 5.5.1.2.4 and 5.5.1.3.4;

b) all SNSSAlsin therequested NSSAI but there are one or more default S-NSSAIs which can be alowed to the
UE, then the AMF includes the allowed NSSAI or the partially allowed NSSAI containing these default S-
NSSAIs and the rejected NSSAI accordingly in the REGISTRATION ACCEPT message as specified in the
subclauses 5.5.1.2.4 and 5.5.1.3.4; or

c) al SNSSAlsinthe requested NSSAI and there are no default S-NSSAIs which can be allowed to the UE, then
the AMF includes the rejected NSSAI accordingly in the REGISTRATION REJECT message as specified in the
subclauses 5.5.1.2.5 and 5.5.1.3.5.

If the EAC mode is deactivated for an S-NSSAI, the AMF performs network slice admission control after the S-NSSAI
subject to NSAC isincluded in the allowed NSSAI or the partially allowed NSSAI sent to the UE. Whilethe AMFis
waiting for response from the NSACF for the S-NSSAI, the AMF processes the NAS signalling message related to the
SNSSAI asusudl i.e. like SSNSSAI in the allowed NSSAI or the partialy allowed NSSAI. After the network performs
the network dlice admission contral, if the AMF determines that the maximum number of UES has been reached for:

a) oneor more S-NSSAIsbut not all S NSSAIsin the allowed NSSAI or the partially allowed NSSALI, then the
AMF updates the allowed NSSAI or the partially allowed NSSAI and the rejected NSSAI accordingly using the
generic UE configuration update procedure as specified in the subclause 5.4.4;

b) for all SSNSSAIlsin the allowed NSSAI or the partially allowed NSSAI but there are one or more default S-
NSSAIs which can be allowed to the UE, then the AMF updates the allowed NSSAI or the partially allowed
NSSAI containing these default S-NSSAIs and the rejected NSSAI accordingly using the generic UE
configuration update procedure as specified in the subclause 5.4.4; or

c) for al SNSSAlsinthe allowed NSSAI or the partialy allowed NSSAI and there are no default SNSSAIs
which can be allowed to the UE, then the AMF performs the network-initiated de-registration procedure and
includes the rejected NSSAI in the DEREGISTRATION REQUEST message as specified in the
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subclause 5.5.2.3 except when the UE has an emergency PDU session established or the UE is establishing an
emergency PDU session.

When the UE has an emergency PDU session established or the UE is establishing an emergency PDU session,
the AMF updates the rejected NSSAI using the generic UE configuration update procedure as specified in the
subclause 5.4.4 and informs the SMF to release all PDU sessions associated with the SSNSSALI. During the
generic UE configuration update procedure, the AMF includes the 5GS registration result 1E in the
CONFIGURATION UPDATE COMMAND message and sets the Emergency registered bit of the 5GS
registration result | E to "Registered for emergency services'. After the emergency PDU session is released, the
AMF performs the network-initiated de-registration procedure as specified in the subclause 5.5.2.3.

Based on operator policy, the mobility management based network slice admission control is not applicable for the S-
NSSAI used for emergency services, or the mobility management based network slice admission control result is
ignored for the S-NSSAI used for emergency services.

Based on operator policy, the mobility management based network slice admission control is not applicable for the UEs
configured for priority services, or the mobility management based network slice admission control result isignored for
the UEs configured for priority services.

NOTE: A UE configured for priority services can be identified based on the RRC establishment cause received
from the NG-RAN or based on the MPS priority information in the user's subscription context obtained
from the UDM.

The mobility management based network slice admission control is not applicable to a UE that is registering or
registered for onboarding servicesin SNPN.
4.6.2.6 Provision of NSAG information to lower layers

The support for NSAG information by the UE and the network, respectively, is optional. The NSAG information
provided by the network and stored in the UE includes a list of NSAGs each of which contains:

a) anNSAGID;

b) alist of SINSSAI(s), which are associated with the NSAG and shall be part of the configured NSSAI;
NOTE 0: An aternative SSNSSAI is added to the configured NSSAI if not included yet.

c) apriority value that is associated with the NSAG; and

NOTE 1: The AMF can take local configuration, UE 5GMM capabilities, subscribed S-NSSAIs, the mapping
information between the S-NSSAI to be replaced and the aternative SSNSSAI, HPLMN, etc. to determine
the NSAG priority information for the associated NSAG to a UE.

d) optionally alist of TAlsin which the NSAG isvalid. If it is not provided by the network, the NSAG isvalid in
the PLMN or SNPN which has sent the NSAG information and its equivalent PLMN(s).

NOTE 2: If the NSAG for the PLMN and its equivalent PLMN(s) have different associations with S-NSSAIs, then
the AMF includes alist of TAlsin the NSAG information.

The UE NAS layer shall provide the lower layers with:
a) the most recent NSAG information stored in the UE (see subclause 4.6.2.2);

b) the allowed NSSAI and the partially allowed NSSAI (if any) or the requested NSSAI for the purpose of network
dice-based cell reselection (see 3GPP TS 23.501 [8]); and

c) zeroor more S-NSSAIsrelated to an access attempt for the purpose of network dlice-based random access, when
the access attempt is made by the UE in 5GMM-IDLE mode or 5GMM-CONNECTED mode with RRC inactive
indication, determined as follows:

i) requested NSSAI (if any), if an access attempt occurred due to the REGISTRATION REQUEST message;

ii) NSSAI(s) associated with all the PDU sessions included in the Uplink data status | E (if any), PDU session
status | E (if any), or Allowed PDU session status | E (if any), if an access attempt occurred due to the
SERVICE REQUEST message or CONTROL PLANE SERVICE REQUEST message;
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iii) the SINSSAI associated with the PDU session, if an access attempt occurred due to:
- anuplink user data packet to be sent for aPDU session with suspended user-plane resources,

- an UL NAS TRANSPORT which carries a 5GSM message for a PDU session associated with an S-NSSAI
(if any); or

- CloT user datato be sent ina CONTROL PLANE SERVICE REQUEST message or an UL NAS
TRANSPORT message;

iv) no S-NSSAI, if an access attempt occurred due to:
- the deregistration procedure;
- aPDU session establishment request not associated with an S-NSSAI;

- theservice request procedure for the UE-initiated NAS transport procedure for sending SMS, LPP
message, UPP-CMI container, SLPP message, SOR transparent container, UE policy container, UE
parameters update transparent container, or alocation services message; or

- emergency services, or
v) thealowed NSSAI (if any) and the partialy alowed NSSAI (if any), if an access attempt occurred for other
reason than those specified in bulletsi) - iv).
4.6.2.7 Mobility management based network slice replacement

The support for network slice replacement by a UE or network is optional. If the UE and network support network slice
replacement, and the AMF determines that an S-NSSAI included in the allowed NSSAI needs to be replaced with an
aternative S-NSSAI, the AMF provides:

a) thealternative SINSSAI in the allowed NSSAL, if not included yet;
b) the dternative S-NSSAI in the configured NSSAI, if not included yet;
c) thealternative SINSSAI inthe NSAG information, if not included yet and the UE supports NSAG; and

d) thealternative NSSAI including the mapping information between the S-NSSAI to be replaced and the
corresponding alternative S-NSSAI,

to the UE, during the generic UE configuration update procedure or during the registration procedure as follows:

a) for non-roaming UE, the AMF provides the mapping information between the S-NSSAI included in the allowed
NSSAI and the alternative S-NSSAI to the UE; or

NOTE 1: In non-roaming scenarios, the aternative S'NSSAI does not have to be part of the subscribed S-NSSAI(S)
in the UE subscription.

b) for roaming UE:

1) if the SSNSSAI included in the allowed NSSAI needs to be replaced (i.e., the S NSSAI to be replaced is part
of the VPLMN S-NSSAls), the AMF provides the mapping information between the S-NSSAI included in
the allowed NSSAI and the alternative S-NSSAI to the UE; and

2) if the SSNSSAI included in the mapped S-NSSAI(s) for the allowed NSSAI needs to be replaced (i.e., the S-
NSSAI to be replaced is part of the HPLMN S-NSSAIs), the AMF provides the mapping information
between the S-NSSAI to be replaced and the alternative S-NSSAI to the UE.

NOTE 1A: Inroaming scenarios, the alternative S-NSSAI, being part of the HPLMN S-NSSAIs does not have to
be part of the subscribed S-NSSAI(s) in the UE subscription.

NOTE 2: Itisupto AMF local policy to determine when to provide the mapping information between the S-NSSAI
to be replaced and the alternative S-NSSA to the UE, which can be either when the alternative S-NSSAI
isavailable and there is no established PDU session associated with the S-NSSAI to be replaced, or when
the UE has established the first PDU session associated with the S-NSSAI to be replaced.
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If the requested NSSAI contains alternative S-NSSAI(S) that are not subscribed S-NSSAI(s), the AMF shall verify the
alternative S-NSSAI(s) based on the stored alternative NSSAI.

If the alternative S-NSSAI is subject to NSSAA, the adternative S'NSSAI provided by AMF shall be part of the
subscribed S-NSSAI(s) in the UE subscription. The AMF shall perform NSSAA procedure for such alternative S-
NSSAI and perform network dlice replacement as specified above after the NSSAA procedure for the aternative S-
NSSAI is completed as success.

If reeNSSAA procedure is ongoing for the S-NSSAI to be replaced, the AMF shall continue with the reENSSAA
procedure and perform network slice replacement as specified above after the reeNSSAA procedure for the SSNSSAI to
be replaced is compl eted as success.

NOTE 2A:  When configuring the alternative S-NSSAI, the maximum number of S-NSSAIs defined for the
allowed NSSAI and configured NSSAI in subclause 4.6.2.2 are applicable.

If the AMF determines that the replaced S-NSSAI is available again, the AMF provides the updated aternative NSSAI
excluding the replaced S-NSSAI and the corresponding alternative S-NSSAI to the UE during the UE configuration
update procedure or during the registration procedure.

If al the replaced S-NSSAI(s) in alternative NSSAI are available again, the AMF provides the alternative NSSAI with
Length of Alternative NSSAI contents set to 0 in the UE configuration update procedure or registration procedure.

NOTE 3: If thereis S'NSSAI location validity information for both the S-NSSAI to be replaced and the aternative
S-NSSAI, the NS-A0S of the alternative S-NSSAI isthe same as or larger than the NS-AoS of the S-
NSSAI to be replaced.

If the UE isin acell outside the NS-AoS of the replaced S-NSSAI but within the NS-AoS of the aternative S-NSSAI,
the AMF provides the updated allowed NSSAI and partially allowed NSSAI excluding the replaced S-NSSAI, if
included, in the allowed NSSAI or partially allowed NSSAI during the UE configuration update procedure or during the
registration procedure.

If the alternative S-NSSAI is not part of the subscribed S-NSSAI(s), and:
a) thereplaced S-NSSAI isremoved from the allowed NSSAI or the partially allowed NSSAI; or
b) thereplaced SNSSAI isavailable again,

then the AMF shall provide updated allowed NSSAI or partially allowed NSSAI excluding the alternative S-NSSAI to
the UE during the UE configuration update procedure or during the registration procedure. For case a), the AMF may
also provide updated configured NSSAI excluding the alternative S-NSSAI to the UE during the UE configuration
update procedure or during the registration procedure. For case b), the AMF shall aso provide updated configured
NSSAI excluding the alternative S-NSSAI to the UE during the UE configuration update procedure or during the
registration procedure.

Based on SMF local configuration, if the replaced S-NSSAI is subject to NSAC or the alternative SINSSAI is subject to
NSAC or both, the SMF may perform NSAC for the replaced S-NSSAI or the alternative S-NSSAI or both.

4.6.2.8 Mobility management for optimised handling of temporarily available network
slices

The UE and the network may support optimised handling of temporarily available network dices. The support for S-
NSSAI time validity information by the UE and the network, respectively, is optional.

If the UE has indicated that it supports SSNSSAI time validity information, then the AMF may include the S-NSSAI
time validity information for one or more S-NSSAIsincluded in the configured NSSAI in the REGISTRATION
ACCEPT message or the CONFIGURATION UPDATE COMMAND message. If the AMF determines that the S-
NSSAI time validity information for an S-NSSAI in the configured NSSAI is changed, the AMF may provide the UE
with anew S-NSSAI time validity information for that S-NSSAI viathe CONFIGURATION UPDATE COMMAND

message.

If the UE supporting S-NSSAI time validity information, is configured with S-NSSAI time validity information for an
S-NSSAI and:
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a) the S-NSSAI time vaidity information indicates that the S-NSSAI is available, then the UE may request the S-
NSSAI in the requested NSSAI in the Registration Request message;

b) the S-NSSAI time validity information indicates that the S-NSSAI is not available, then:
i) the UE shall not include the SSNSSAI in the requested NSSAI in the REGISTRATION REQUEST message;

ii) the UE shall remove the S-NSSAI from the stored allowed NSSAI (if any) and the stored partially allowed
NSSAI (if any) in the non-volatile memory in the ME, as specified in annex C; and

iii) the SINSSAI time validity information indicates that the S-NSSAI will not become available again, then the
UE shall remove the S-NSSAI from the stored configured NSSAI in the non-volatile memory in the ME, as
specified in annex C.

NOTE 1: If the SINSSAI to be removed isthe only S-NSSAI in the allowed NSSAI and partially allowed NSSAL,
if applicable, the UE can before the time validity expiry initiate the registration procedure for mobility
and periodic registration update and include a different SSNSSAI from the configured NSSAI in the
Requested NSSAI |IE of the REGISTRATION REQUEST message. If the UE does not initiate the
registration procedure for mobility and periodic registration update and the time validity for theonly S
NSSALI in the allowed NSSAI and partially allowed NSSAI expires, the UE locally enters the state
5GMM-DEREGISTERED.

When the S-NSSAI time validity information of an S-NSSAI indicates that the S-NSSAI is not available, then:

a) if the AMF receives arequested NSSAI in the REGISTRATION REQUEST message with the S-NSSAI
identifying the network dlice, the AMF shall:

i) toaUE which hasindicated that it supports S-NSSAI time validity information, provide:

1) aconfigured NSSAI including the S-NSSAI together with the S-NSSAI time validity information in the
REGISTRATION ACCEPT message if the S-NSSAI will become available again; or

2) aconfigured NSSAI not including the S-NSSAI in the REGISTRATION ACCEPT messageif the S-
NSSAI will not become available again; or

ii) toaUE which has not indicated that it supports S-NSSAI time validity information, reject the S-NSSAI for
the current PLMN or SNPN. If the registration request is accepted, the AMF shall include a configured
NSSAI not including the S-NSSAI;

b) if the AMF detects that the SNSSAI isincluded in the allowed NSSAI or the partially allowed NSSAI of aUE
which has:

i) indicated that it supports S-NSSAI time validity information, the AMF shall locally remove the S-NSSAI
from the allowed NSSAI (if any) and the partialy allowed NSSAI (if any); or

NOTE 2: If thereis no S-NSSAI included in the allowed NSSAI and partially allowed NSSAI after local removal
of the SSNSSAI from the allowed NSSAI or the partialy alowed NSSAI, the network locally enters the
state 5GMM-DEREGISTERED for the UE.

ii) not indicated that it supports SSNSSAI time validity information, the AMF shall remove the S-NSSAI from
the stored configured NSSAI (if any), allowed NSSAI (if any), and partially allowed NSSAI (if any) by
sending the CONFIGURATION UPDATE COMMAND message.

When the S-NSSAI time validity information of an S-NSSAI indicates that the S-NSSAI becomes available again, the
AMF shall update the configured NSSAI including the SSNSSAI to a UE which has not indicated that it supports S-
NSSAI time validity information by sending CONFIGURATION UPDATE COMMAND message if the UE is
subscribed to the S-NSSAI.

The SINSSAI time vaidity information is applicable for the current PLMN or SNPN regardless of the access type.

4.6.2.9 Mobility management based network slice usage control

If the network supports network slice usage control, the AMF monitors network slice usage by running a slice
deregistration inactivity timer per SSNSSAI and access type. If the UE supports network slice usage control, the AMF
may also provide on-demand NSSAI to the UE in the REGISTRATION ACCEPT message or in the

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 113 ETSI TS 124 501 V18.8.0 (2024-10)

CONFIGURATION UPDATE COMMAND message. The on-demand NSSAI consists of one or more on-demand S-
NSSAls and, optionally, the slice deregistration inactivity timer per on-demand S-NSSAI.

The dlice deregistration inactivity timer is started using the stored dlice deregistration inactivity timer value as follows:

a) for aPDU session whichisreleased using 5GSM signalling, after a PDU session is released and there is no
established PDU session, including any MA PDU session, associated with the S-NSSAI over the corresponding
access type;

b) for aPDU session whichisreleased localy:

1) whenthe UE or AMF indicates viathe PDU session status | E that a PDU session is now in 5GSM state PDU
SESSION INACTIVE and there is no established PDU session, including any MA PDU session, associated
with the SSNSSAI over the corresponding access type; or

2) when the UE or AMF receives the the PDU session status | E for which a PDU session that was previously in
5GSM state PDU SESSION ACTIVE is now indicated as being in 5GSM state PDU SESSION INACTIVE
and there is no established PDU session, including any MA PDU session, associated with the SSNSSAI over
the corresponding access type. The slice deregistration inactivity timer is stopped and resetwhen at least a
PDU session, including any MA PDU session, associated with the S-NSSAI is successfully established over
the corresponding access type(s) or the SINSSAI is removed from the allowed NSSAI.

c) stopped and reset when the UE enters the state 5GMM-DEREGISTERED.

If the slice deregistration inactivity timer value is updated, the AMF updates the stored timer value and may provide the
updated timer value to the UE in the REGISTRATION ACCEPT message, in a current or the next registration
procedure for mobility and periodic registration update, or the CONFIGURATION UPDATE COMMAND message.

When the UE receives an updated slice deregistration inactivity timer value in the REGISTRATION ACCEPT message
or the CONFIGURATION UPDATE COMMAND message from the AMF, the UE shall update the stored timer value.

Upon expiry of the dice deregistration inactivity timer, the AMF:

a) for UE supporting network dlice usage control, shall locally remove the S-NSSAI from the allowed NSSAI over
the corresponding access type. In addition, the AMF may send the CONFIGURATION UPDATE COMMAND
message to the UE with the new allowed NSSAI; and

b) for UE not supporting network slice usage control, shall provide the updated allowed NSSAI excluding the S-
NSSAI in the CONFIGURATION UPDATE COMMAND message to the UE.

If the AMF locally removes either the replaced S-NSSAI or the alternative S-NSSAI in the allowed NSSAI upon expiry
of the associated dlice deregistration inactivity timer, the AMF shall delete the entry including the replaced S-NSSAI or
the alternative S-NSSAI stored in the alternative NSSAI.

The UE includes the on-demand S-NSSAI which the UE requests in the requested NSSAI during the registration
procedure. Upon expiry of the sice deregistration inactivity timer, the UE shall locally remove the SSNSSAI from the
allowed NSSAI over the corresponding access type. If the locally removed on-demand S-NSSAI isincluded in the entry
of the stored alternative NSSAI, the UE shall delete the entry as specified in subclause 4.6.2.2.

NOTE 0: If the UE determines the on-demand S-NSSAI for a PDU session establishment as specified in
subclause 4.2.2 of 3GPP TS 24.526 [19], the UE includes the on-demand S-NSSAI in the requested
NSSAI during the registration procedure.

On-demand NSSAI is associated with the configured NSSAI. The on-demand S-NSSAI(s) is deleted by the UE from
the stored on-demand NSSAI, when the associated configured S-NSSAI(s) is deleted by the UE from the stored
configured NSSAI.

NOTE 1: Based on regulatory requirements and operator policy, the AMF ensures that the network dlice usage
control does not apply for the SINSSAI used for emergency services.

NOTE 2: Inthisversion of the specification, the network dlice usage control feature is not supported in roaming
scenarios.
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4.6.2.10 Mobility management aspects of handling network slices with NS-AoS not
matching deployed tracking areas

An operator can choose to let the NS-AoS of an S-NSSAI not match the existing tracking area boundaries (see
subclause 5.15.18 of 3GPP TS 23.501 [8]). In order to support this deployment option, the operator has to ensure that an
AMF covering the NS-A0S operates as described below.

The support for S NSSAI location validity information by the UE and the network, respectively, isoptional. If aUE
supports S-NSSAI location validity information, the UE indicates that it supports S-NSSAI location validity
information during the registration procedure (see subclause 5.5.1). The AMF can provide a UE which has indicated
that it supports S-NSSAI location validity information with S-NSSAI location validity information (see subclauses 5.4.4
and 5.5.1). The S-NSSAI location validity information consists of, for each of the applicable S-NSSAI(s) in the
configured NSSAI:

a) an S'NSSAI; and

b) alist of cell identities of TA(S) belonging to the registration area where the related S-NSSAI(s) isavailablein
some cells but not all cells of one or more TAs, which represents the NS-AoS of the S-NSSAL.

The UE shall consider itself to beinside the NS-AoS if the cell identity of the current serving cell matches any of the
identitiesin the S-NSSAI location validity information. Otherwise, the UE shall consider itself to be outside the NS-
AoS of an S-NSSAI.

NOTE 1: The cell identity of the current serving cell isreceived from the lower layers.

For an S'NSSAI in the SSNSSAI location validity information, even if the SSNSSAI isincluded in the rejected NSSAI
with arejection cause value set to "S-NSSAI not available in the current registration aread’ or isincluded in the partially
rejected NSSALI, the UE is allowed to request the S-NSSAI if the UE determinesthat it isinside the NS-AoS of the S
NSSAI.

For an S'NSSAI limited by NS-Ao0S, if the UE in 5GMM-CONNECTED mode does not support S-NSSAI location
validity information and the AMF determines that:

a) the UEisoutside the NS-AoS, then the AMF may:

1) provide the UE with an allowed NSSAI or a partially allowed NSSAI excluding the S-NSSAI, and optionally
aconfigured NSSAI excluding the S-NSSAI; and

NOTE 2: If excluding the SSNSSAI limited by NS-AoS results in an empty allowed NSSAI or partialy allowed
NSSAI, the AMF includes one or more default SSNSSAIsin the provided allowed NSSAI or partialy
allowed NSSAL.

2) indicate to the SMF to release all PDU sessions associated with the SSNSSAI; or

b) the UEisinthe NS-AoS, then the AMF may update the configured NSSAI to include the SSNSSAI in the
configured NSSAI.

If the UE that does not support S-NSSAI location validity information requests a PDU session establishment for an S
NSSAI limited by NS-AoS and the AMF determines that the UE is outside the NS-AoS of an S-NSSAI, the AMF may
perform S-NSSAI based congestion control for the SSNSSAI as specified in subclauses 5.3.11 and 5.4.5.

The S-NSSAI location validity information is only applicable to 3GPP access.

4.6.2.11 Mobility management for partial network slice

A serving PLMN or SNPN can indicate the SSNSSAI(s) is allowed or rejected in some TA(s) but not al TAs of the
registration areato the UE during the registration procedure as specified in subclause 5.5.1 and the generic UE
configuration update procedure as specified in subclause 5.4.4. The support for the partial network slice by a UE or an
AMF isoptional.

If the UE supports the partial network slice and includes the S-NSSAI(s) in the requested NSSAI and:
a) if the SSNSSAI(s) isalowed in the current TA but not all TAs of the registration area, and

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 115 ETSI TS 124 501 V18.8.0 (2024-10)

1) if the SSNSSAI(s) is subject to NSAC for the maximum number of UEs, the AMF should include the S-
NSSAI(s) in the allowed NSSAI to the UE and limit the registration area so that the SINSSAI(s) isalowed in
al the TAs of the registration area;

2) if the SSNSSAI(s) is subject to NSSAA, the AMF shall include the S-NSSAI(s) in:

i) thepending NSSAI to the UE when the AMF is going to perform the network slice-specific
authentication and authorization for the S-NSSAI(s); or

ii) the partially allowed NSSAI to the UE after the network dlice-specific authentication and authorization
for the S-NSSAI(s) has been successfully performed; and

3) otherwise, the AMF shall include the S-NSSAI(s) in the partially allowed NSSAI to the UE; or
b) if the SSNSSAI(s) isregjected in the current TA but not all TAs of the registration area; and

1) if the SSNSSAI is subject to NSAC for the maximum number of UES, the AMF should include the S-
NSSAI(s) in the partialy rejected NSSAI to the UE;

2) if the SSNSSAI(s) is subject to NSSAA, the AMF shall include the S-NSSAI(s) in:

i) thepartially rejected NSSAI to the UE when the AMF determines not to perform the network slice-
specific authentication and authorization for the S-NSSAI(s);

ii) the pending NSSAI to the UE when the AMF is going to perform the network slice-specific
authentication and authorization for the S-NSSAI(s); or

iii) either the partialy allowed NSSAI or the partially rejected NSSAI to the UE after the network slice-
specific authentication and authorization for the S-NSSAI(S) has been successfully performed,;

NOTE 1: The AMF determines whether to perform the network slice-specific authentication and authorization
procedure for the partial network slice based on its own local policy.

3) if the SSNSSAI(s) is associated with a slice deregistration inactivity timer on the AMF side as specified in
subclause 4.6.2.9, the AMF shall include the S-NSSAI(s) in the partially rejected NSSAI to the UE; and

4) otherwise, the AMF shall include the S-NSSAI(S) in either the partially allowed NSSAI or the partialy
rejected NSSAI to the UE; or

c) if the partially allowed NSSAI, the partialy rejected NSSAI, or both are changed, the AMF shall provide the
new partialy allowed NSSAI, the new partially rejected NSSAI, or both to the UE.

Upon receiving the partially allowed NSSAI, the UE shall regard the SSNSSAI(s) included in partially allowed
NSSAL, if any, asthe alowed S-NSSAI(s) for the current registration area and store the received partially
allowed NSSAI as specified in subclause 4.6.2.2.

Upon receiving the partially rejected NSSAI, the UE shall store the received partially rejected NSSAI as
specified in subclause 4.6.2.2. The UE shall not attempt to include the S-NSSA, if any, in the requested NSSAI
if the current TAl isinthelist of TAsfor which S-NSSAI is rejected.

The AMF shall ensure that there is also at least one S-NSSAI in the allowed NSSAI allocated to the UE as specified in
subclause 5.15.2.1 of 3GPP TS 23.501 [8].

The mobility management for partial network slice is only applicable to 3GPP access.

The mobility management for partial network sliceis hot applicable to a UE that is registering or registered for
onboarding servicesin SNPN.

4.6.3 Session management aspects

4.6.3.0 General

In order to enable PDU transmission in a network slice, the UE may request establishment of aPDU sessionina
network slice towards a data network (DN) which is associated with an S-NSSAI and a data network name (DNN) if
there is no established PDU session adequate for the PDU transmission. The S-NSSAI included is part of allowed
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NSSAI of the serving PLMN or SNPN, which isan S-NSSAI value valid in the serving PLMN or SNPN, and in
roaming scenarios the mapped S-NSSAI is also included for the PDU session if available. See subclause 6.4.1 for
further details. The UE determines whether to establish a new PDU session or use one of the established PDU session(s)
based on the URSP rules which include S-NSSAIs, if any (see subclause 6.2.9), or based on UE local configuration, as
described in subclause 4.2.2 of 3GPP TS 24.526 [19].

4.6.3.1 Session management based network slice admission control

A serving PLMN or the HPLMN, or SNPN can perform network slice admission control for the S-NSSAI(s) subject to
NSAC to monitor and control the total number of established PDU sessions per network slice. The SMF performs
network slice admission control on the S-NSSAI during the PDU session establishment procedure. If the maximum
number of PDU sessions on a hetwork slice associated with an S-NSSAI has been already reached, the SMF regjects the
PDU session establishment request using S-NSSAI based congestion control as specifed in subclause 6.2.8 and
6.4.1.4.2.

The SMF performs network dlice admission control on the S-NSSAI for a PDU session that is associated with the non-
3GPP access, when the UE requests to transfer a session from the non-3GPP access to the 3GPP access with the
Allowed PDU session status | E as described in subclause 5.6.1.4. |f the maximum number of PDU sessions on a
network slice associated with an S-NSSAI has been already reached, the SMF rejects the request to establish the user-
plane resources (see 3GPP TS 29.502 [20A]).

Based on operator policy, the session management based network slice admission control is not applicable for the PDU
session for emergency services, or the session management based network slice admission control result isignored for
the PDU session for emergency services.

Based on operator policy, the session management based network slice admission control is not applicable for the PDU
session for priority services, or the session management based network slice admission control result isignored for the
PDU session for priority services.

NOTE 1: The SMF can use the Shi-Message-Priority field, as defined in TS 29.500 [20AA], to determine whether
the PDU session is for priority services.

The session management based network slice admission control is not applicable to PDU session established for
onboarding servicesin SNPN.

NOTE 2: For the MA PDU session during the PDU session establishment procedure, the SMF performs network
dlice admission control only when it is newly established over the associated access type.

NOTE 3: For aset of redundant PDU sessions, the SMF performs network slice admission control for each PDU
session independently.

4.6.3.2 Support of network slice admission control and interworking with EPC

If EPS counting is required for a network dlice, the network performs network slice admission control for the S-
NSSAI(s) subject to NSAC to monitor and control the number of UES per network slice and number of PDU sessions
per network dlice during the PDN connection establishment procedure. If the maximum number of UEs on a network
slice associated with an S-NSSAI or the maximum number of PDU sessions on a network dlice associated with an S
NSSAI have already been reached, the network rejects the PDN connectivity request using ESM cause #26 "insufficient
resources’ as specifed in 3GPP TS 24.301 [15].

NOTE: If there are more than one S-NSSAI associated with the APN used in the PDN connectivity request and
some of but not all associated SSNSSAIs are not available due to either maximum number of UEs reached
or maximum number of PDU sessions reached, the network can use the associated S-NSSAI for which
maximum number of UEs and maximum number of PDU sessions have not reached to avoid PDN
connectivity request rejection.

4.6.3.3 Session management based network slice data rate limitation control

A serving PLMN or the HPLMN can perform network slice data rate limitation control for the S-NSSAI(s) subject to
network slice data rate limitation control to monitor and control the total data rate of established PDU sessions per
network slice as specified in 3GPP TS 23.503 [10]. If the maximum data rate of PDU sessions on a network slice
associated with an S-NSSAI has been exceeded during the PDU session establishment procedure, the SMF may reject
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the PDU session establishment request using S-NSSAI based congestion control as specified in subclause 6.2.8 and
6.4.1.4.2.

A serving PLMN or the HPLMN can perform management of Slice-Maximum Bit Rate per UE (UE-SliceeMBR) as
specified in 3GPP TS 23.503 [10]. When the UE-Slice-MBR for the UE and S-NSSAI to which the PDU sessionis
alocated is exceeded during the PDU session establishment procedure, the SMF may reject the PDU session
establishment request using S-NSSAI based congestion control as specified in subclause 6.2.8 and 6.4.1.4.2.

NOTE 1. Based on operator policy, the network slice data rate limitation control can be not applicable for the S-
NSSAI(s) used for emergency services or priority services.

NOTE 2: The network dice datarate limitation control and UE-Slice-MBR management are performed by the PCF.

4.6.3.4 Session management based network slice replacement
If:
a) the UE and network support network slice replacement;

b) the UE is provided with the mapping information between the S-NSSAI to be replaced and the alternative S-
NSSAI; and

¢) the UE decidesto establish a new PDU session with the S-NSSAI to be replaced,

the UE provides both the S-NSSAI to be replaced and the alternative S-NSSAI during PDU session establishment
procedure. If the timer T3584 or timer T3585 is running for the S-NSSAI to be replaced, the UE should not stop the
timer during PDU session establishment procedure. If the SMF receives both the S-NSSAI to be replaced and the
aternative S-NSSAI during PDU session establishment procedure, the SMF proceeds with the PDU session
establishment procedure with the alternative S-NSSAII. If the PDU session establishment request is accepted, the SMF
includes the alternative S-NSSAI in the PDU session establishment accept message. The S-NSSAI for the established
PDU session isthe S-NSSAI to be replaced and the alternative S-NSSAI on the UE side.

If the UE is provided with the mapping of the VPLMN S-NSSAI to aVPLMN alternative SSNSSAI, the UE provides
both the VPLMN alternative S-NSSAI and the VPLMN S-NSSAI during PDU session establishment procedure. The
AMF sends both VPLMN alternative S-NSSAI and VPLMN S-NSSAI to the SMF. If the UE is provided with the
mapping of the HPLMN S-NSSAI to aHPLMN Alternative S-NSSAI, the UE provides both the HPLMN alternative S-
NSSAI and the HPLMN S-NSSAI during PDU session establishment procedure. The AMF sends both HPLMN
aternative S'NSSAI and HPLMN S-NSSAI to the SMF.

If the SMF receives from the AMF an alternative S-NSSAI for existing PDU session and:

a) if the SMF decides to retain the existing PDU session (i.e. the SMF can serve both the alternative S-NSSAI and
the S-NSSAI to be replaced with), the SMF sends the alternative S-NSSAI to the UE during network-requested
PDU session modification procedure; or

b) if the SMF decides to re-activate the existing PDU session and:

1) if the SSC mode of the PDU session is SSC mode 3, the SMF initiates PDU session modification procedure
to trigger PDU session reactivation by the UE; or

2) if the SSC mode of the PDU session is SSC mode 1 or SSC mode 2, the SMF initiates PDU session release
procedure to trigger PDU session reactivation by the UE, and the UE provides both the SSNSSAI to be
replaced and the alternative SSNSSAI during PDU session establishment procedure.

When the replaced S-NSSAI becomes available again, if the SMF receives from the AMF the replaced S-NSSAI for the
existing PDU session and:

a) if the SMF decidesto retain the existing PDU session (i.e. the SMF can serve the replaced S-NSSAI), the SMF
sends the replaced S-NSSAI to the UE during network-regquested PDU session modification procedure; or

b) if the SMF decides to re-activate the existing PDU session and:

1) if the SSC mode of PDU session is SSC mode 3, the SMF sends the replaced S-NSSAI to the UE during
PDU session modification procedure to trigger PDU session reactivation by the UE; or
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2) if the SSC mode of the PDU session is SSC mode 1 or SSC mode 2, the SMF sends the replaced S-NSSAI to
the UE during PDU session release procedure to trigger PDU session reactivation by the UE; and the UE
provides the replaced S-NSSAI during PDU establishment procedure.

If the timer T3584 or timer T3585 is running for the replaced S-NSSAI and the replaced S-NSSAI in alternative NSSAI
is available and the AMF provides the updated allowed NSSAI and configured NSSAI to the UE, the UE should stop
the timer.

4.6.3.5 Session management for optimized handling of temporarily available network
slices

A network slice can be available temporarily. Subclause 4.6.2.8 addresses how the allowed NSSAI and partially
allowed NSSAI| are managed based on the S-NSSAI time validity information.

If the SINSSAI time validity information indicates that the S-NSSAI is available, the UE may initiate a UE-requested
PDU session establishment procedure to establish a PDU session associated with the SSNSSAI.

If the SINSSAI time validity information indicates that the S-NSSAI is not available, then the UE shall:

a) initiate UE-requested PDU session release procedure to release any PDU session associated with the S-NSSAI, if
the UE isin 5GMM-CONNECTED mode or in 5GMM-CONNECTED mode with RRC inactive indication; or

b) localy release any PDU session associated with the S-NSSAI, if the UE isin 5 GMM-IDLE mode.

When the S-NSSAI time validity information in the AMF indicates that the S NSSAI is not available, independent of
whether the UE isin 5GMM-CONNECTED mode, 5GMM-CONNECTED mode with RRC inactive indication or in
5GMM-IDLE mode, the AMF shall request the SMF to release any PDU session associated with the S-NSSAI.
4.6.3.6 Session management for partial network slice

If the SSNSSAI isincluded in the partially allowed NSSAI and:

a) if thecurrent TAl isinthelist of TAsfor which the SINSSAI is alowed, the UE may initiate the UE-requested
PDU session establishment procedure for the S-NSSAII; or

b) if the current TAI isnot in the list of TAsfor which the SSNSSAI is alowed, the UE shall not initiate the UE-
reguested PDU session establishment procedure for the S-NSSAL.

If an existing PDU session is established for the S-SNSSAI included in the partially allowed NSSAI and the current TAI
isinthelist of TAs for which the S-NSSAI is allowed:

a) theUE:

1) may initiate the service request procedure to re-establish the user plane resources for the established PDU
session; or

2) may initiate either the UE-initiated NAS transport procedure to send CloT user datato the SMF (see
subclause 5.4.5.2.1 case h) or the service request procedure to send CloT user datato the SMF (see
subclause 5.6.1.1 case d); and

b) the SMF may initiate the network-initiated NAS transport procedure to send CloT user data to the UE (see
subclause 5.4.5.3.1 case |).

If an existing PDU session is established for the S-SNSSAI included in the partially allowed NSSAI and the current TAI
isnot in thelist of TAsfor which the S-NSSA is allowed:

a) theUE:
1) shall maintain the 5GSM contexts for the established PDU session;

2) shall not initiate the UE-initiated NA S transport procedure to send CIoT user datato the SMF (see
subclause 5.4.5.2.1 case h) nor the service request procedure to send CloT user datato the SMF (see
subclause 5.6.1.1 case d); and

3) may initiate:
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i) the UE-requested PDU session release procedure; or

ii) the UE-requested PDU session modification procedure to set the 3GPP PS data off status to "deactivated”
as specified in 3GPP TS 24.008 [13]; and

b) the SMF:
1) shall maintain the 5GSM contexts for the established PDU session;

2) shall not initiate the network-initiated NAS transport procedure to send CloT user data to the UE (see
subclause 5.4.5.3.1 case|); and

3) may initiate the network-requested PDU session release procedure.

If the SMF cannot determine that the UE islocated in a TA within the list of TAs associated with the S-NSSAI of an
existing PDU session established for this SSNSSAI, the SMF may according to operator's policy:

a) attempt to establish the user plane resources for the PDU session; or

b) initiate the network-initiated NAS transport procedure to send CloT user data to the UE (see subclause 5.4.5.3.1
casel).

NOTE: The session management for partial network slice is not applicable to the PDU session established for
onboarding servicesin SNPN.

4.6.3.7 Session management aspect of handling network slices with NS-AoS not
matching deployed tracking areas

If aUE isoutside the NS-AoS of an S-NSSAI (see subclause 4.6.2.10), the UE shall not:

a) attempt to request the establishment of user plane resources of any PDU session associated with the SSNSSAI;
and

b) initiate the UE-initiated NAS transport procedure to send CloT user datato the SMF (see subclause 5.4.5.2.1
case h) nor the service regquest procedure to send CloT user datato the SMF (see subclause 5.6.1.1 case d).

If aUE isoutside the NS-AoS of an S-NSSAI (see subclause 4.6.2.10), the SMF shall not:
a) attempt to establish user plane resources of any PDU session associated with the SSNSSAI; and

b) initiate the network-initiated NA S transport procedure to send CloT user data to the UE (see subclause 5.4.5.3.1
casel).

If aUE isoutside the NS-AoS of an S-NSSAI (see subclause 4.6.2.10), the UE may initiate the UE-initiated NAS
transport procedure carrying the following 5GSM messages for the PDU session associated with the S-NSSAL:

a) aPDU SESSION RELEASE REQUEST message; or

b) aPDU SESSION MODIFICATION REQUEST message to set the 3GPP PS data off status to "deactivated" as
specified in 3GPP TS 24.008 [13].

NOTE: A PDU session associated with an S-NSSAI is not released solely because a UE is outside the NS-AoS of
the S-NSSAII.

If the SMF cannot determine that the UE is located inside the NS-AoS of the SSNSSAI of an existing PDU session
established for this SSNSSAI, the SMF may according to operator's policy:

a) attempt to establish the user plane resources for the PDU session; or

b) initiate the network-initiated NAS transport procedure to send CloT user datato the UE (see subclause 5.4.5.3.1
casel).
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4.7 NAS over non-3GPP access

4.7.1 General

From the UE's NAS perspective, in general the procedures and messages defined for 56MM and 5GSM are used over
non-3GPP access as over 3GPP access. However, a number of aspects are different as described in the following
subclauses.

4.7.2 5GS mobility management aspects

4721 General

The mobility management procedures defined over 3GPP access are re-used over non-3GPP access with the following
exceptions:

a) theregistration status, and the 5GMM parameters of the UE's 3GPP access and non-3GPP access 5GMM state
machine instances are independent in each of these accesses and can be different;

b) single-registration mode and dual-registration mode do not apply for 5GMM over non-3GPP access;

¢) the RPLMN over non-3GPP access can be different from the RPLMN over 3GPP access. The MCC of the
RPLMN over 3GPP access and the MCC of the RPLMN over the non-3GPP access can also be different;

d) theregistration for 3GPP access and for non-3GPP access are performed separately. Like for 3GPP access, an
access stratum connection exists before the UE can perform the registration procedure for non-3GPP access. As
at registration over non-3GPP access the UE is allocated a registration area, which is associated with asingle
TAI, list management of registration areas is not required, and registration updating due to registration area
change with the registered PLMN is not performed. Furthermore, the registration procedure for periodic
registration update is also not performed. New registration at change of PLMN isrequired,;

€) the 5GMM over non-3GPP access in the UE considers that the N1 NAS signalling connection is established
when the lower layersindicate that the access stratum connection is established succcessfully;

f) the UE-initiated service request procedure via non-3GPP access is supported. Upon indication from the lower
layers of non-3GPP access, that the access stratum connection is established between the UE and the network,
the UE in 5GMM-REGISTERED state and in 5GMM-IDLE mode over non-3GPP access shall initiate the
service request procedure via non-3GPP access. The UE may indicate with the service request message the PDU
session(s) associated with non-3GPP access to re-establish user-plane resources for which the UE has pending
user datato be sent;

g) paging procedure is not performed via non-3GPP access;

h) service arearestrictions do not apply for non-3GPP access other than the wireline access;
i) the establishment cause for non-3GPP access is determined according to subclause 4.7.2.2;
j) eCall inactivity procedure is not performed via non-3GPP access;

k) local area data network (LADN) does not apply for non-3GPP access,

[) the Allowed PDU session |E shall not be included in the REGISTRATION REQUEST message or the
SERVICE REQUEST message sent over non-3GPP access,

m) DRX parameters do not apply for non-3GPP access;

n) Mobileinitiated connection only mode (M1CO) does not apply for non-3GPP access;
0) CloT 5GS optimizations do not apply for non-3GPP access;

p) unified access control does not apply for non-3GPP access,

g) UE radio capability signalling optimisation (RACS) does not apply for non-3GPP access,
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r) Closed access group (CAG) does not apply for non-3GPP access;

s) the N1 NAS signalling connection release, the paging indication for voice services and reject the paging request
do not apply for non-3GPP access. The Paging restriction 1E shall not be included in the REGISTRATION
REQUEST message, the SERVICE REQUEST message or the CONTROL PLANE SERVICE REQUEST
message sent over non-3GPP access. The AMF shall not delete any stored paging restriction preferences for the
UE and shall not stop restricting paging when receiving REGISTRATION REQUEST message, SERVICE
REQUEST message or CONTROL PLANE SERVICE REQUEST message over non-3GPP access;

t) thepartialy allowed NSSAI and the partialy rejected NSSAI do not apply for non-3GPP access; and

u) support for unavailability period (see subclause 5.3.26) does not apply for non-3GPP access.

4.7.2.2 Establishment cause for non-3GPP access
When establishment of an N1 NAS signalling connection over non-3GPP accessisinitiated, the UE shall:

a) determine one or more access identities to be associated with the establishment of the N1 NAS signalling
connection as specified in subclause 4.5.2 and table 4.5.2.1;

b) select the establishment cause for non-3GPP access from the determined one or more access identities and the
event which triggered initiation of the N1 NAS signalling connection over non-3GPP access by checking the
rules specified in table 4.7.2.2.1; and

c) provide the selected establishment cause for non-3GPP access to the lower layers.
While an MMTEL voice call is ongoing:
- any:
1) servicerequest procedure; or
2) registration procedure;
initiated in 5GMM-IDLE mode is mapped to "MO MMTel voice cal” type access attempt.
While an MMTEL video call isongoing and no MMTEL voice call is ongoing:
- any:
1) servicerequest procedure; or
2) registration procedure;
initiated in 5GMM-IDLE mode is mapped to "MO MMTel video call" type access attempt.
While an SM SolP is ongoing, no MMTEL video call is ongoing and no MMTEL voice call is ongoing:
- any:
1) servicerequest procedure; or
2) registration procedure;
initiated in 5GMM-IDLE mode is mapped to "MO SMS over IP' type access attempt.

If the access attempt matches more than one rule, the establishment cause for non-3GPP access of the lowest rule
number shall be used.
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Table 4.7.2.2.1: Mapping table for determination of establishment cause for non-3GPP access

Rule # Access identities Type of access Requirements to be Establishment cause
attempt met for non-3GPP access
1 1 Any Any mps-PriorityAccess
2 2 Any Any mcs-PriorityAccess
3 11, 15 Any Any highPriorityAccess
4 12,13,14, Any Any highPriorityAccess
5 0 Emergency UE is attempting emergency
access for an
emergency session
(NOTE 1)
UE NAS initiated Access attempt is for mo-Signalling
5GMM specific MO signalling
procedures
UE NAS initiated Access attempt is for mo-Data
5GMM connection MO data
management
procedures or 5GMM
NAS transport
procedure
MO SMS over NAS or | Access attempt is for mo-SMS
MO SMS over IP MO SMS over NAS or
MO SMS over IP
MO MMTel voice call | Access attempt is for mo-VoiceCall
MO MMTel voice call
MO MMTel video call | Access attempt is for mo-Videocall
MO MMTel video call
NOTE 1: This includes 5GMM specific procedures while the service is ongoing and 5GMM connection management
procedures required to establish a PDU session with request type = "initial emergency request" or "existing
emergency PDU session", or to re-establish user-plane resources for such a PDU session.
NOTE 2: See subclause 4.5.2, table 4.5.2.1 for use of the access identities of 0, 1, 2, and 11-15.
4.7.3 5GS session management aspects

The session management procedures defined over 3GPP access are re-used over non-3GPP access with the following

exceptions:

a) Serving PLMN rate control does not apply for non-3GPP access,

b) Small datarate control does not apply for non-3GPP access,

¢) Handling of 5GSM cause value #32 "maximum data rate per UE for user-plane integrity protection istoo low"

does not apply for non-3GPP access;

d) MBS does nhot apply for non-3GPP access;

€) Support of redundant PDU sessions does not apply for non-3GPP access; and

f) PDU set handling does not apply for non-3GPP access.

4.7.4

Limited service state over non-3GPP access

There are anumber of situationsin which the UE is unable to obtain normal service from a PLMN over non-3GPP
access and the UE enters the limited service state over non-3GPP access. These include:

a) no USIM inthe ME;

b) an"illegal UE" or "illegal ME" is received when registration, network-initiated de-registration or service request
is performed (any USIM in the ME is then considered "invalid");

c) a"5GS servicesnot allowed” is received when aregistration, network-initiated de-registration or service request

is performed;
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d) a"PLMN not allowed" is received when registration, network-initiated de-registration or service request is
performed;

€) a"Tracking areanot allowed" is received when a registration, network-initiated de-registration or service request
is performed;

f) a"Roaming not allowed in thistracking area" is received when a registration, network-initiated de-registration or
service request is performed;

g) void; or
h) a"Serving network not authorized" is received when aregistration or service request is performed.

In limited service state with avalid USIM in the UE, the network selection is performed as defined in
3GPP TS 24.502[18].

With the exception of performing initial registration for emergency services, no registration requests are made until a
valid USIM is present. For registration for emergency services, the PLMN of the current N3IWF or TNGF is considered
asthe selected PLMN for the duration the UE is registered for emergency services.

4.7.5 NAS signalling using trusted WLAN access network

A trusted WLAN interworking function (TWIF) provides functionalities for anon-5G capable over WLAN (N5CW)
device to access 5GCN, including:

a) NASsignalling over N1 NAS signalling connection with AMF; and

b) PDU session establishment, modification and rel ease on behalf of the NSCW device, over N2 connection with
the AMF.

The TWIF registers on behalf of the NSCW device to an AMF according to subclause 5.5.1 by populating the
parameters for the registration by using implementation specific default values which are the same for NSCW devices.

The TWIF may request to establish a PDU session as specified in subclause 6.4.1.2 on behalf of the NSCW device upon
receipt of an IP configuration request from the NSCW device by populating either al the required parameters or part of
the required parameters for the PDU session establishment by using implementation specific default values from the
TWIF's configuration. Only one PDU session is supported when N5SCW device accessing 5GCN viathe TWIF.

NOTE 1: If part of the required parameters for the PDU session establishment is provided by the TWIF, the
remaining of the required parameters are determined by the AMF or the SMF based on the NSCW
device's subscription information.

Upon loss of the I P address of the NSCW device, the TWIF acting on behalf of the NSCW device shal initiate the UE-
requested PDU session rel ease procedure as defined in subclause 6.4.3.

NOTE 2: The established PDU session on behalf of the NSCW device can be modified by the TWIF or the
network.

4.8 Interworking with E-UTRAN connected to EPC

48.1 General

In order to interwork with E-UTRAN connected to EPC, the UE supporting both S1 mode and N1 mode can operate in
single-registration mode or dual-registration mode (see 3GPP TS 23.501 [8]). Support of single-registration mode is
mandatory for UES supporting both S1 mode and N1 mode.

During the EPS attach procedure (see 3GPP TS 24.301 [15]) or initia registration procedure (see subclause 5.5.1.2), the
mode for interworking is selected if the UE supports both S1 mode and N1 mode, and the network supports
interworking. The mode for interworking may also be selected during the EPS tracking area updating procedure (see
3GPP TS 24.301 [15]) or registration procedure for mobility and periodic registration update (see subclause 5.5.1.3).
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For interworking between E-UTRAN connected to EPC and TNGF or N3IWF connected to 5GCN, the UE shall
operate as specified in either subclause 4.8.2.3 or subclause 4.8.3. Which subclause the UE follows is chosen by the UE
irrespective of the interworking without N26 interface indicator.

4.8.2 Single-registration mode

4821 General

If the UE receives the indication that "interworking without N26 interface not supported” (see 3GPP TS 24.301 [15]),
the UE operates as described in subclause 4.8.2.2.

If the UE receives the indication that "interworking without N26 interface supported” and
a) the UE does not support dual-registration mode; or
b) the UE supporting dua -registration mode determines to operate in single-registration mode,

the UE operates as described in subclause 4.8.2.3.

4.8.2.2 Single-registration mode with N26 interface

See subclause 5.1.4.2 for coordination between 5GMM and EMM and subclause 6.1.4.1 for coordination between
5GSM and ESM.

4.8.2.3 Single-registration mode without N26 interface

48231 Interworking between NG-RAN and E-UTRAN
At inter-system change from N1 mode to S1 mode in EMM-IDLE mode when:
a) the UE supports non-IP PDN type and at least one PDU session of Unstructured PDU session typeis active;
b) the UE supports IPv4 PDN type and at least one PDU session of IPv4 PDU session typeis active;
c) the UE supports IPv6 PDN type and at least one PDU session of |Pv6 PDU session type is active;
d) the UE supports IPv4v6 PDN type and at least one PDU session of |Pv4v6 PDU session type is active; or
€) at least one PDU session of Ethernet PDU session type is active and:
1) the UE supports non-IP PDN type; or
2) the UE and the network support Ethernet PDN type in S1 mode;
the UE shall proceed as follows:

a) if the UE supports sending an ATTACH REQUEST message containing a PDN CONNECTIVITY REQUEST
message with request type set to "handover” or "handover of emergency bearer services' to transfer aPDU
session from N1 mode to S1 mode and the UE has received an "interworking without N26 interface supported"
indication from the network, the UE shall:

1) enter substates EMM-DEREGISTERED.NORMAL-SERVICE and 56MM- DEREGISTERED.NO-CELL-
AVAILABLE for 3GPP access,

NOTE: Since MM context transfer is not possible between MME and AMF in a network that indicates
"Interworking without N26 supported”, it is up to the UE implementation as to how to keep the 5GMM
and EMM statesin the UE in sync.

2) map the PDU session(s) which the UE intends to transfer to EPS to the default EPS bearer context of the
corresponding PDN connection(s) as specified in subclause 6.1.4.2; and

3) initiate an EPS attach procedure and include in the ATTACH REQUEST message aPDN CONNECTIVITY
REQUEST message with:
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- therequest type set to "handover of emergency bearer services' to activate a default EPS bearer context
for an active emergency PDU session, if the session to be transferred is an emergency PDU session; or

- therequest type set to "handover" message to activate a default EPS bearer context for an active non-
emergency PDU session, if the session to be transferred is a non-emergency PDU session. If the selected
PDU session isan MA PDU session established over 3GPP access, the UE shall include the ATSSS
reguest parameter in the Protocol configuration options | E or the Extended protocol configuration options
|E of the ESM INFORMATION RESPONSE message.

After successful completion of the EPS attach procedure, the UE shall reset the registration attempt counter for
3GPP access and the attach attempt counter (see 3GPP TS 24.301 [15]), enter substates EMM-
REGISTERED.NORMAL-SERVICE and 5GMM-REGISTERED.NO-CELL-AVAILABLE for 3GPP access
and attempt to activate each of the other default EPS bearer contexts, if any, by initiating a stand-alone PDN
connectivity procedure with request type set to "handover" for non-emergency PDU session or "handover of
emergency bearer services' for emergency PDU session in the PDN CONNECTIVITY REQUEST message. If
the EPS attach procedure is unsuccessful the UE shall enter substates EMM-DEREGISTERED.NORMALL -
SERVICE and 5GMM-DEREGISTERED.NO-CELL-AVAILABLE for 3GPP access; and

b) otherwise, enter substates EMM-REGISTERED.NORMAL-SERVICE and 5GMM-REGISTERED.NO-CELL-
AVAILABLE for 3GPP access and initiate a tracking area update procedure (see 3GPP TS 24.301 [15]).

At inter-system change from N1 mode to S1 mode in EMM-IDLE mode when;
a) the UE does not support non-1P PDN type or no PDU session of Unstructured PDU session typeis active;
b) the UE does not support IPv4 PDN type or no PDU session of 1Pv4 PDU session typeis active;
c) the UE does not support IPv6 PDN type or no PDU session of |Pv6 PDU session typeis active;
d) the UE does not support IPv4ve PDN type or no PDU session of 1Pv4v6 PDU session typeis active; and
€) no PDU session of Ethernet PDU session typeis active or:
1) the UE does not support hon-1P PDN type; and
2) the UE, the network or both do not support Ethernet PDN type in S1 mode;

the UE shall enter substates EMM-DEREGISTERED.NORMAL-SERVICE and 5GMM-DEREGISTERED.NO-CELL-
AVAILABLE for 3GPP access, and initiate an attach procedure.

At inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, the UE shall:

a) enter substate 5SGMM-REGISTERED.NORMAL-SERVICE for 3GPP access and substate EMM -
REGISTERED.NO-CELL-AVAILABLE;

b) map the default EPS bearer context(s) of the PDN connection(s) which the UE intends to transfer to 5GS, if any,
to the corresponding PDU session(s) as specified in subclause 6.1.4.2; and

c) initiate the registration procedure for mobility and periodic registration update over 3GPP access indicating
"mobility registration updating" in the 5GS registration type | E of the REGISTRATION REQUEST message
(see subclause 5.5.1.3).

After having successfully registered in N1 mode over 3GPP access, the UE shall reset the registration attempt counter
for 3GPP access, and the attach attempt counter or tracking area updating attempt counter (see 3GPP TS 24.301 [15])
and:

a) if the UE supportsthe PDU session establishment procedure with request type set to "existing PDU session” or
"existing emergency PDU session” to transfer a PDN connection from S1 mode to N1 mode and the UE has
received an "interworking without N26 interface supported” indication from the network, attempt to transfer the
PDN connection(s) which the UE intendsto transfer to 5GS, if any, from S1 mode to N1 mode by:

- if the PDN connection which the UE intends to transfer isa PDN connection for emergency bearer services,
initiating the PDU session establishment procedure with request type set to "existing emergency PDU
session” to transfer the PDN connection for emergency bearer services; and
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- if the PDN connection which the UE intends to transfer is a non-emergency PDN connection, initiating the
PDU session establishment procedure with request type set to:

1) "MA PDU request", if the PDN connection to be transferred is a user-plane resource of an MA PDU
session; or
2) "existing PDU session" to transfer the non-emergency PDN connection; and

b) otherwise, establish PDU session(s) corresponding to the PDN connection(s) which the UE intends to transfer to
5GS, if any, by initiating the PDU session establishment procedure with request type set to "initial request".

See subclause 5.1.4.3 for coordination between 5GMM and EMM and subclause 6.1.4.2 for coordination between
5GSM and ESM.

4.8.2.3.2 Interworking between TNGF or N3IWF connected to 5GCN and E-UTRAN

If:
a) the UE hasregistered in neither N1 mode over 3GPP access nor S1 mode yet; and

b) the UE has at |east one active PDU session associated with non-3GPP access which the UE intends to transfer to
EPS,

the UE shall initiate an EPS attach procedure and include a PDN CONNECTIVITY REQUEST message with a request
typeinthe ATTACH REQUEST message to activate a default EPS bearer context for one of the active PDU sessions
which the UE intends to transfer to EPS (see 3GPP TS 24.301 [15]). The request typeis set as follows:

- if the PDU session which the UE intends to transfer is a non-emergency PDU session, the request typeis set to
"handover"; and

- if the PDU session which the UE intends to transfer is an emergency PDU session, the request typeis set to
"handover of emergency bearer services' and the default bearer to be activated is the default EPS bearer context
for the emergency PDU session.

NOTE 1: Itisnecessary for the UE to support sending an ATTACH REQUEST message containing a PDN
CONNECTIVITY REQUEST message with request type set to "handover" or "handover of emergency
bearer services' to transfer a PDU session from N1 mode to S1 mode for interworking between TNGF or
N3IWF connected to 5GCN and E-UTRAN.

NOTE 2: The order of PDU sessions to be tranferred to EPS is up to UE implementation.

After successful completion of the EPS attach procedure where the activated default EPS bearer context is not for
emergency service, the UE shall initiate a UE requested PDN connectivity procedure with request type set to
"handover" for non-emergency PDU session or "handover of emergency bearer services' for emergency PDU sessionin
the PDN CONNECTIVITY REQUEST message to transfer each of the other PDU sessions which the UE intends to
transfer to EPS, if any.

If:
a) the UE has not registered in N1 mode over non-3GPP access yet; and

b) the UE has at least one active PDN connection which the UE intends to transfer to TNGF or N3IWF connected
to 5GCN,

the UE shdll initiate an initial registration procedure over non-3GPP access (see subclause 5.5.1.2).

After successful completion of the 5GSinitial registration in N1 mode over non-3GPP access, the UE shall initiate a
UE-requested PDU session establishment procedure with arequest type to transfer each of the PDN connections which
the UE intends to transfer to TNGF or N3IWF connected to 5GCN, if any. The request typeis set as follows:

- if the PDN connection which the UE intends to transfer isa PDN connection for emergency bearer services, the
request typeis set to "existing emergency PDU session” to transfer the PDN connection for emergency bearer
services; and

- if the PDN connection which the UE intends to transfer is a non-emergency PDN connection, the request typeis
set to "existing PDU session” to transfer the non-emergency PDN connection.
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NOTE 3: If the UE has no active PDU session associated with non-3GPP access which the UE in N1 mode intends
to transfer to EPS or no active PDN connection associated with 3GPP access which the UE in S1 mode
intends to transfer to TNGF or N3IWF connected to 5GCN, the interworking between TNGF or N3IWF
connected to 5GCN and E-UTRAN is not supported.

See subclause 6.1.4.2 for coordination between 5GSM and ESM.

4.8.3 Dual-registration mode

If both 5GMM and EMM are enabled, a UE, operating in the dual-registration mode shall maintain independent
contexts for 5GMM and EMM and this includes independent lists of equivalent PLMNSs. Coordination between 5GMM
and EMM is not needed, except as specified in the present subclause, subclause 5.1.5 and 5.3.13A.

For dual-registration mode the following applies:

a) aUE operating in the dual-registration mode may register to N1 mode only, S1 mode only, or to both N1 mode
and S1 mode;

b) when the UE decides to operate in dual-registration mode (see subclause 5.5.1.2.4), NAS informs the lower
layers about this;

¢) if aUEisregistered in N1 mode only, then for registration in S1 mode the UE shall use:
1) thesame PLMN to which it isregistered in N1 mode; or
2) anequivaent PLMN; and

d) if aUEisregistered in S1 mode only, then for registration in N1 mode the UE shall use:
1) thesame PLMN to whichit isregistered in S1 mode; or
2) anequivalent PLMN.

NOTE 1: Itisup to UE implementation how to handle the case when the UE isregistered in both N1 mode and S1
mode and the PLMNs to which the UE is registered, are not equivalent, e.g. search for aPLMN which is
the same or equivalent to any of the registered ones.

When no PDU session is active and the UE has not registered to S1 mode yet, the UE may initiate the EPS attach
procedure with PDN connection establishment if EMM-REGISTERED without PDN connection is not supported by the
MME. If EMM-REGISTERED without PDN connection is supported by the MME, the UE may initiate either the EPS
attach procedure without PDN connection establishment or the attach procedure with PDN connection establishment.

When at least one PDU session is active and the UE has not registered to S1 mode yet, the UE may initiate the EPS
attach procedure. If necessary, the UE may transfer an active PDU session from N1 mode to S1 mode by initiating the
EPS attach procedure with request type set to "handover” in the PDN CONNECTIVITY REQUEST message. After
successfully attached in S1 mode, if necessary, the UE may transfer other active PDU sessions from N1 mode to S1
mode by initiating the PDN connectivity procedure with request type set to "handover" in the PDN CONNECTIVITY
REQUEST message.

NOTE 2: It isup to UE implementation to determine which active PDU session is transferred from N1 mode to S1
mode.

When the UE has not registered to N1 mode, the UE may initiate the initial registration procedure. After successfully
registered in N1 mode, if necessary, the UE may transfer one or more active PDN connections from S1 mode to N1
mode by initiating the PDU session establishment procedure with request type set to "existing PDU session”.

NOTE 3: Itisup to UE implementation to determine which active PDN connection is transferred from S1 mode to
N1 mode.

If the MME supports EMM-REGISTERED without PDN connection, the UE that transferred all PDN connections to
the 5GS, may stay in state EMM-REGISTERED. Otherwise, the UE shall enter state EMM-DEREGISTERED upon
transferring all PDN connection to the 5GS.

NOTE 4: When the UE has registered in both N1 mode and S1 mode, it is up to UE implementation to maintain the
registration update to date in both N1 mode and S1 mode.
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See subclause 6.1.4 for coordination between 5GSM and ESM.

See subclause 4.8.2.3.2 for interworking between TNGF or N3IWF connected to 5GCN and E-UTRAN.

4.8.4  Core Network selection for UEs not using CloT 5GS optimizations

If the UE is capable of both N1 mode and S1 mode, when the UE needs to use one or more functionalities not supported
in 5GS but supported in EPS and the UE isin 5GMM-IDLE mode, the UE may disable the N1 mode capability for
3GPP access (see subclause 4.9.2).

If the UE is capable of both N1 mode and S1 mode and lower layers provide an indication that the current E-UTRA cell
is connected to both EPC and 5GCN without also providing an indication that a target core network type was received
from the NG-RAN, the UE shall select a core network type (EPC or 5GCN) based on the PLMN selection procedures as
specified in 3GPP TS 23.122 [5] and provide the selected core network type information to the lower layer during the
initial registration procedure.

If the UE is capable of both N1 mode and S1 mode and the lower layers have provided an indication that the current E-
UTRA cell is connected to both EPC and 5GCN and an indication of whether the network supports IMS emergency
services viaeither EPC or 5GCN or both (see 3GPP TS 36.331 [25A]), the UE selects a core network type (EPC or
5GCN) as specified in 3GPP TS 23.167 [6] annex H.2 for initiating emergency calls when in the state 5GM M-
DEREGISTERED.LIMITED-SERVICE or EMM-DEREGISTERED.LIMITED-SERVICE.

NOTE 1: If the PLMN selection information provisioned in the USIM does not contain any prioritization between
E-UTRAN and NG-RAN for aPLMN, which core network type to select for that PLMN isup to UE
implementation.

If the UE is capable of both N1 mode and S1 mode and lower layers provide an indication that the current E-UTRA cell
is connected to both EPC and 5GCN with:

1) anindication that target core network type EPC was received from the NG-RAN, the UE shall select the EPC
and proceed with the appropriate EMM procedure as specified in 3GPP TS 24.301 [15]; or

2) anindication that target core network type 5GCN was received from the NG-RAN, the UE shall select the 5GCN
and proceed with the appropriate 5GMM procedure.

NOTE 2: The NG-RAN can provide atarget core network type to the UE during RRC connection release with
redirection (see 3GPP TS 36.331 [25A] and 3GPP TS 38.331 [30]).

4.8.4A Core Network selection and redirection for UEs using CloT
optimizations

4.8.4A.1 Core network selection

A UE that supports CloT optimizations performs core network selection (i.e. it selects EPC or 5GCN) if the lower
layers have provided an indication that the current E-UTRA cell is connected to both EPC and 5GCN as specified in
3GPPTS23.501[8].

When selecting a PLMN as described in 3GPP TS 23.122 [5], the UE shall select a core network type (EPC or 5GCN)
based on:

a) indication from the lower layers about the CloT EPS optimizations supported in EPC,;
b) indication from the lower layers about the CloT 5GS optimizations supported in 5GCN;
¢) the CloT EPS optimizations supported by the UE;

d) the CloT 5GS optimizations supported by the UE;

€) the UE'spreferred CloT network behaviour for EPC; and

f) the UE's preferred CloT network behaviour for 5GCN.
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The UE shall provide the selected core network type information to the lower layer during the initial registration
procedure.

4.8.4A.2 Redirection of the UE by the core network

The network that supports CloT optimizations can redirect a UE between EPC and 5GCN as specified in

subclause 5.31.3 of 3GPP TS 23.501 [8]. The network can take into account the UE's N1 mode capability or S1 mode
capability, the CloT network behaviour supported and preferred by the UE or the CloT network behaviour supported by
the network to determine the redirection.

NOTE: Itisassumed that the network would avoid redirecting the UE back and forth between EPC and 5GCN.

The network redirects the UE to EPC by rejecting the registration request or service request with the 5GMM cause #31
"Redirection to EPC required" as specified in subclause 5.5.1.2.5, 5.5.1.3.5 and 5.6.1.5. Upon receipt of reject message,
the UE disables the N1 mode capability for 3GPP access as specified in subclause 4.9.2 and enables the E-UTRA
capability if it was disabled in order to move to EPC.

When there is no ongoing registration procedure or service request procedure for a UE in 5GMM-CONNECTED mode,
if the AMF determines to redirect the UE to EPC, the AMF shall initiate the generic UE configuration update procedure
to indicate registration requested and release of the N1 NAS signalling connection not requested as described in
subclause 5.4.4. The network then redirects the UE to EPC by rejecting the registration request as specified in
subclause 5.5.1.3.5.

The network that supports CloT optimizations can a so redirect a UE from EPC to 5GCN as specified in
subclause 5.3.19.2 of 3GPP TS 24.301 [15].

4.9 Disabling and re-enabling of UE's N1 mode capability

49.1 General

The UE shall re-enable the N1 mode capability when the UE powers off and powers on again, the USIM isremoved or
an entry of the "list of subscriber data" with the SNPN identity of the SNPN is updated.

4.9.2 Disabling and re-enabling of UE's N1 mode capability for 3GPP
access

The UE shall only disable the N1 mode capability for 3GPP access when in 5GMM-IDLE mode.

When the UE is disabling the N1 mode capability for 3GPP access for aPLMN not due to redirection to EPC, it should
proceed as follows:

a) select an E-UTRA cell connected to EPC, or for the UE which supports CloT EPS optimization select a satellite
E-UTRA cell connected to EPC via"WB-E-UTRAN(LEO)", "WB-E-UTRAN(MEOQO)", or "WB-E-
UTRAN(GEQ)", of the registered PLMN or aPLMN from the list of equivalent PLMNSs, if the UE supports S1
mode and the UE has not disabled its E-UTRA capability as specified in 3GPP TS 24.301 [15];

b) if an E-UTRA cell connected to EPC, or for the UE which supports CloT EPS optimization if a satellite E-
UTRA cell connected to EPC via"WB-E-UTRAN(LEO)", "WB-E-UTRAN(MEO)", or "WB-E-
UTRAN(GEQO)", of the registered PLMN or aPLMN from the list of equivalent PLMNSs cannot be found, the
UE does not support S1 mode or the UE has disabled its E-UTRA capability as specified in
3GPP TS 24.301 [15], the UE may select another RAT of the registered PLMN or aPLMN from the list of
equivaent PLMNSs that the UE supports;

c) if another RAT of the registered PLMN or aPLMN from the list of equivalent PLMNs cannot be found, then
enter the state 5SGMM-REGISTERED.PLMN-SEARCH or 5GMM-DEREGISTERED.PLMN-SEARCH, or the
UE does not have aregistered PLMN, then enter the state 5SGMM-DEREGISTERED.PLMN-SEARCH and
perform PLMN selection as specified in 3GPP TS 23.122 [5]. If disabling of the N1 mode capability for 3GPP
access was not due to a UE-initiated de-registration procedure for 5GS services over 3GPP access not due to
switch-off, the UE may re-enable the N1 capability for this PLMN selection. As an implementation option, if the
UE does not have aregistered PLMN, instead of performing PLMN selection, the UE may select another RAT
of the selected PLMN if the UE has chosen a PLMN and the RAT is supported by the UE; or
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d) if no other allowed PLMN and RAT combinations are available, then the UE may re-enable the N1 mode
capability for 3GPP access and indicate to lower layers to remain camped in NG-RAN or satellite NG-RAN of
the registered PLMN, and may periodically scan for another PLMN and RAT combination which can provide
EPS services or non-EPS services (if the UE supports EPS services or non-EPS services). How this periodic
scanning is done, is UE implementation dependent.

When the UE is disabling the N1 mode capability for 3GPP access for an SNPN, it should proceed as follows:

a) enter the state 5GMM-REGISTERED.PLMN-SEARCH or 5GMM-DEREGISTERED.PLMN-SEARCH and
perform SNPN selection as specified in 3GPP TS 23.122 [5]. If disabling of the N1 mode capability for 3GPP
access was not due to a UE-initiated de-registration procedure for 5GS services over 3GPP access not due to
switch-off, the UE may re-enable the N1 capability for this SNPN selection; or

b) if no other SNPN is available, then the UE may re-enable the N1 mode capability for 3GPP access and indicate
to lower layersto remain camped in NG-RAN of the registered SNPN.

When the UE is disabling the N1 mode capability upon receiving cause value #31 " Redirection to EPC required" as
specified in subclauses 5.5.1.2.5, 5.5.1.3.5 and 5.6.1.5, it should proceed as follows:

a) If the UEisin NB-N1 mode:

1) if lower layers do not provide an indication that the current E-UTRA cell is connected to EPC or lower layers
do not provide an indication that the current E-UTRA cell supports CloT EPS optimizations that are
supported by the UE, search for a suitable NB-10T cell connected to EPC according to
3GPP TS 36.304 [25C];

2) if lower layers provide an indication that the current E-UTRA cell is connected to EPC and the current E-
UTRA cell supports CloT EPS optimizations that are supported by the UE, perform a core network selection
to select EPC as specified in subclause 4.8.4A.1; or

3) if lower layers cannot find a suitable NB-10T cell connected to EPC or there is no suitable NB-1oT cell
connected to EPC which supports CloT EPS optimizations that are supported by the UE, the UE, asan
implementation option, may indicate to lower layers to remain camped in E-UTRA cell connected to 5GCN,
may then start an implementation-specific timer and enter the state 5SGMM-REGISTERED.LIMITED-
SERVICE. The UE may may re-enable the N1 mode capability for 3GPP access at expiry of the
implementation-specific timer, if the timer had been started, and may then proceed with the appropriate
5GMM procedure.

b) If the UEisin WB-N1 mode:

1) if lower layers do not provide an indication that the current E-UTRA cell is connected to EPC or lower layers
do not provide an indication that the current E-UTRA cell supports CloT EPS optimizations that are
supported by the UE, search for a suitable E-UTRA cell connected to EPC, or for the UE which supports
CloT EPS optimization select a satellite E-UTRA cell connected to EPC via"WB-E-UTRAN(LEO)", "WB-
E-UTRAN(MEO)", or "WB-E-UTRAN(GEO)", according to 3GPP TS 36.304 [25C];

2) if lower layers provide an indication that the current E-UTRA cell is connected to EPC and the current E-
UTRA cell supports CloT EPS optimizations that are supported by the UE, then perform a core network
selection to select EPC as specified in subclause 4.8.4A.1; or

3) if lower layers cannot find a suitable E-UTRA cell connected to EPC, or if the lower layers cannot find a
suitable satellite E-UTRA cell via"WB-E-UTRAN(LEO)", "WB-E-UTRAN(MEO)", or "WB-E-
UTRAN(GEO)", or thereis no suitable E-UTRA cell connected to EPC, or there is no suitable satellite E-
UTRA cell connected to EPC via"WB-E-UTRAN(LEO)", "WB-E-UTRAN(MEO)", or "WB-E-
UTRAN(GEO)", which supports CloT EPS optimizations that are supported by the UE, the UE, asan
implementation option, may indicate to lower layers to remain camped in E-UTRA cell connected to 5GCN,
may then start an implementation-specific timer and enter the state 5SGMM-REGISTERED.LIMITED-
SERVICE. The UE may re-enable the N1 mode capability for 3GPP access at expiry of the implementation-
specific timer, if the timer had been started, and may then proceed with the appropriate 5GMM procedure.

When the UE supporting both N1 mode and S1 mode needs to stay in E-UTRA connected to EPC (e.g. due to the
domain selection for UE originating sessions as specified in subclause 4.3.2), in order to prevent unintentional handover
or cell reselection from E-UTRA connected to EPC to NG-RAN connected to 5GCN, the UE operating in single-
registration mode shall disable the N1 mode capability for 3GPP access and:
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a) shall set the N1mode bit to "N1 mode for 3GPP access not supported” in the UE network capability |E (see
3GPP TS 24.301 [15]) of the ATTACH REQUEST message and the TRACKING AREA UPDATE REQUEST
message in EPC; and

b) the UE NAS layer shall indicate the access stratum layer(s) of disabling of the N1 mode capability for 3GPP
access.

If the UE isrequired to disable the N1 mode capability for 3GPP access and select E-UTRA or another RAT, and the
UE isin the 5GMM-CONNECTED mode,

- if the UE has a persistent PDU session, then the UE waits until the radio bearer associated with the persistent
PDU session has been released;

- otherwise the UE shall locally release the established NAS signalling connection;
and enter the 5SGMM-IDLE mode before selecting E-UTRA or another RAT.

If the UE is disabling its N1 mode capability for 3GPP access before selecting E-UTRA or another RAT, the UE shall
not perform the UE-initiated de-registration procedure of subclause 5.5.2.2.

The UE shall re-enable the N1 mode capability for 3GPP access when the UE performs PLMN selection, SNPN
selection or SNPN selection for onboarding services over 3GPP access, unless:

a) disabling of the N1 mode capability for 3GPP access was due to a UE-initiated de-registration procedure for 5GS
services over 3GPP access not due to switch-off;

b) the UE has already re-enabled the N1 mode capability for 3GPP access when performing items c) or d) above; or

¢) the UE disablesthe N1 mode capability for 3GPP access for cases described in subclauses 5.5.1.2.7 and
55.1.3.7.

If the disabling of N1 mode capability for 3GPP access was due to IMS voice is not available over 3GPP access and the
UE's usage setting is "voice centric", the UE shall re-enable the N1 mode capability for 3GPP access when the UE's
usage setting is changed from "voice centric" to "data centric", as specified in subclauses 4.3.3.

The UE should memorize the identity of the PLMN or SNPN where N1 mode capability for 3GPP access was disabled
and should use that stored information in subsequent PLMN or SNPN selections as specified in 3GPP TS 23.122 [5].

If the disabling of N1 mode capability for 3GPP access was due to successful completion of an emergency services
fallback, the criteriato enable the N1 mode capability again are UE implementation specific.

The UE shall disable the N1 mode capability for 3GPP access if requested by the upper layers (e.g. see

subclause U.2.2.6.4 in 3GPP TS 24.229 [14]). If the UE disabled the N1 mode capability for 3GPP access based on the
request from the upper layers (e.g. see subclause U.2.2.6.4 in 3GPP TS 24.229 [14]), the criteriato re-enable the N1
mode capability for 3GPP access after the completion of an emergency service are UE implementation specific.

If the N1 mode capability for 3GPP access was disabled due to the UE initiated de-registration procedure for 3GPP
access or for 3GPP access and non-3GPP access and the UE is operating in single-registration mode (see

subclause 5.5.2.2.3), upon request of the upper layersto re-register for 5GS services over 3GPP access or the UE needs
to come out of unavailability period and resume normal services, the UE shall enable the N1 mode capability for 3GPP
access again.

As an implementation option, the UE may start atimer for enabling the N1 mode capability for 3GPP access when the
UE disables the N1 mode capahility for 3GPP access. The UE should memorize the identity of the PLMNs or SNPNs
where N1 mode capability for 3GPP access was disabled. On expiry of thistimer:

a) if the UEisinlu mode or A/Gb mode and isin idle mode as specified in 3GPP TS 24.008 [13], the UE should
enable the N1 mode capability for 3GPP access;

b) if the UEisin lu mode and a PS signalling connection exists, but no RR connection exists, the UE may abort the
PS signalling connection before enabling the N1 mode capability for 3GPP access;

¢) ifthe UEisin S1 modeandisin EMM-IDLE mode as specified in 3GPP TS 24.301 [15], the UE should enable
the N1 mode capability for 3GPP access; and
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d) If the UEisinlumode or A/Gb mode and an RR connection exists, the UE should delay enabling the N1 mode
capability for 3GPP access until the RR connection isreleased. If the UE isin S1 mode and isin EMM-
CONNECTED mode as specified in 3GPP TS 24.301 [15], the UE should delay enabling the N1 mode capability
for 3GPP access until the NAS signalling connection in S1 modeis released.

When the UE enables the N1 mode capability for 3GPP access, the UE shall remove the PLMN or SNPN from the
memorized identity of the PLMNs or SNPNs where N1 mode capability for 3GPP access was disabled.

NOTE 1: Asdescribed in 3GPP TS 23.122 [5], if the UE isin automatic PLMN selection mode or automatic SNPN
selection mode, the UE does not consider the memorized PLMNs as PLMN selection candidates for NG-
RAN access technology or satellite NG-RAN access technology or the memorized SNPN as SNPN
selection candidates till the timer expires.

The UE may disable the N1 mode capability for currently camped PLMN or SNPN over 3GPP access (see

3GPP TS 23.122 [5]) if no network dlice is available for the camped PLMN or SNPN (see subclauses 5.5.1.2.5 and
5.5.1.3.5). If the disabling of N1 mode capability for 3GPP access was due to no network dlices available, the UE
should memorize the identity of the PLMN or SNPN where N1 mode is disabled due to no available network slices or
the list of SNPNs where N1 mode is disabled due to no available network dlices, respectively. As an implementation
option, the UE may start atimer Tnsy for enabling the N1 mode capahility that was disabled due to no available
network slices for the 3GPP access. The value of timer Tnsu is UE implementation specific. The UE should remove the
memorized identity of the PLMNs or SNPNs where N1 mode is disabled due to no available network slice upon:

a) theexpiry of thetimer TNSU; or

b) receiving REGISTRATION ACCEPT message containing the Network slicing indication | E with the Network
slicing subscription change indication set to “Network slicing subscription changed”.

NOTE 1A: If anetwork slice istemporarily unavailable to the UE due to the S-NSSAI time validity information
or the S-NSSAI location validity information as described in subclauses 4.6.2.8 and 4.6.2.10 respectively,
and no other network dlice isavailable to the UE for the camped PLMN or SNPN, as an implementation
option the UE can keep the N1 mode capability enabled for currently camped PLMN or SNPN over 3GPP
access.

If the UE receives ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message provided with S-NSSAI
and the PLMN ID in the Protocol configuration options |E or Extended protocol configuration options | E (see
subclause 6.5.1.3 of 3GPP TS 24.301 [15]), the UE may remove the PLMN ID from the memorized identity of the
PLMNs where N1 mode is disabled due to no available network dlices.

If the UE attempts to establish an emergency PDU session in a PLMN or SNPN where N1 mode capability was
disabled due to the UE's registration attempt counter have reached 5, the UE may enable N1 mode capability for that
PLMN memorized by the UE.

NOTE 2: If N1 mode capability is disabled due to the UE's registration attempt counter reaches 5, the value of the
timer for re-enabling N1 mode capability is recommended to be the same as the value of T3502 which
follows the handling specified in subclause 5.3.8. If the value of T3502 isindicated as zero by the
network, an implementation specific non-zero value can be used for the timer for re-enabling N1 mode
capability.

If the UE supports access to an SNPN providing access for localized servicesin SNPN and access for localized services
in SNPN is enabled, then:

- the UE may re-enable the N1 mode capability for 3GPP accessif disabled for that SNPN when:

1) thevalidity information of the SNPN contained in the "credentials holder controlled prioritized list of
preferred SNPNs for access for localized servicesin SNPN" changes from not met to met; or

2) thevalidity information of a GIN broadcasted by an SNPN contained in the "credentials holder controlled
prioritized list of preferred GINs for access for localized servicesin SNPN" changes from not met to met;
and

- the UE need not re-enable N1 mode capability for 3GPP access for that SNPN if the N1 mode capability for
3GPP access for that SNPN was disabled due to 5GMM cause value #27 (N1 mode not allowed).

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 133 ETSI TS 124 501 V18.8.0 (2024-10)

NOTE 3: If the UE receives areject message with a5GMM cause value and the N1 mode capability is disabled
again for the SNPN, it is up to UE implementation whether to re-enable N1 mode capability for the SNPN
if the validity information of the SNPN is still met.

4.9.3 Disabling and re-enabling of UE's N1 mode capability for non-3GPP
access

When the UE disables the N1 mode capability for non-3GPP access, the UE NAS layer shall not initiate any 5GS NAS
procedures towards the network over non-3GPP access.

When the UE supporting both N1 mode and S1 mode needs to stay in non-3GPP access connected to EPC (e.g. dueto
the domain selection for UE originating sessions as specified in subclause 4.3.2), in order to prevent unintentional
selection of a non-3GPP access network connected to 5GCN, the UE operating in single-registration mode shall not
transfer any PDN connection to a non-3GPP access network connected to the 5GCN.

If the disabling of N1 mode capability for non-3GPP access was due to IMS voiceis hot available over non-3GPP
accessin 5GS and the UE's usage setting is "voice centric”, the UE shall re-enable the N1 mode capability for non-
3GPP access when the UE's usage setting is changed from "voice centric” to "data centric” as specified in
subclauses 4.3.3.

The UE shall re-enable the N1 mode capability for non-3GPP access when a new PLMN or SNPN is selected over non-
3GPP access.

The UE may disable the N1 mode capability for the currently camped PLMN or SNPN over non-3GPP accessif no
network slice isavailable for the camped PLMN or SNPN.

As an implementation option, the UE may start atimer for re-enabling the N1 mode capability for non-3GPP access,
after the N1 mode capability for non-3GPP access was disabled. On the expiry of this timer, the UE should re-enable
the N1 mode capability for non-3GPP access.
4.9.4 Disabling and re-enabling of UE's satellite NG-RAN capability
Disable of the satellite NG-RAN capability shall only be performed when the UE isin 5GMM-IDLE mode.
When disabling the satellite NG-RAN capability, the UE:

a) may disablethe NR NTN access capability (see 3GPP TS 38.304 [28] and 3GPP TS 38.306 [28A]);

b) shall memorize the identity of the PLMN where the satellite NG-RAN capability was disabled; and

c) shall use that stored information in subsequent PLMN selections as specified in 3GPP TS 23.122 [6].

NOTE: Asanimplementation option, the UE can disable satellite NG-RAN capability by disabling N1 mode
capability for satellite NG-RAN access.

As an implementation option, the UE may start atimer for enabling satellite NG-RAN capability and on expiry of this
timer UE shall remove the PLMN from the memorized identity of the PLMNs where the satellite NG-RAN capability
was disabled.

4.10 Interworking with ePDG connected to EPC

In order to interwork with ePDG connected to EPC, the UE shall operate as specified in either subclause 4.8.2.3 or
subclause 4.8.3. Which subclause the UE follows is chosen by the UE irrespective of the interworking without N26
interface indicator.

The UE shall not attempt to transfer PDU sessions with PDU session type "Ethernet” or "Unstructured” to an ePDG
connected to EPC.

NOTE 1: PDU sessions with PDU session type "Ethernet" or "Unstructured” cannot be transferred to an ePDG
connected to EPC because PDN connections with PDN type "non-1P" or PDN type "Ethernet" are not
supported over ePDG connected to EPC.
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The UE shall not attempt to transfer PDU sessions with the selected SSC mode set to "SSC mode 2" or "SSC mode 3"
to an ePDG connected to EPC.

NOTE 2: Interworking between N1 mode over non-3GPP access and ePDG connected to EPC is not specified in
this release of the specification.

4.11  UE configuration parameter updates

The5GSin aPLMN supports updating UE parameters viaNAS signalling. The feature enables the HPLMN to securely
and dynamically re-configure the UE configuration parameters stored on the USIM and the ME.

- Inthisrelease of the specification, updates of the following USIM configuration parameters are supported:
- routing indicator.

- Inthisrelease of specification, updates of the following ME configuration parameters are supported:
- default configured NSSAL.
- disaster roaming information.

The 5GS in an SNPN supports updating UE parameters via NAS signalling. The feature enables the SNPN to securely
and dynamically re-configure the UE configuration parameter stored on the USIM if the UE used the USIM for
registration to the SNPN.

- Inthisrelease of the specification, updates of the following USIM configuration parameters are supported:
- routing indicator.

- Inthisrelease of specification, updates of the following ME configuration parameters are supported:
- routing indicator.
- default configured NSSAI.

The update of UE configuration parameters is initiated by the network using the network-initiated downlink NAS
transport procedure as described in subclause 5.4.5.3. The ME acknowledgement of successful reception of the updated
UE configuration parameter information is sent back to the network using the UE-initiated uplink NAS transport
procedure as described in subclause 5.4.5.2.

4.12  Access traffic steering, switching and splitting (ATSSS)
The ATSSS feature is an optional feature that may be supported by the UE and the 5GCN.

The ATSSS feature enables a multi-access PDU connectivity service, which can exchange PDUs between the UE and a
data network by simultaneously using one 3GPP access hetwork and one non-3GPP access network. The multi-access
PDU connectivity serviceisrealized by establishing a multi-access PDU session, i.e. a PDU session that can have user-
plane resources on two access networks.

NOTE 1. MA PDU session is not applicable for CloT 5GS optimization in this release of specification.

The UE can request an MA PDU session when the UE isregistered via both 3GPP and non-3GPP accesses, or when the
UE isregistered via one access only. The MA PDU session management is performed based on the PDU session
management procedures.

The detailed description of the procedures for ATSSS between the UE and the network across one 3GPP access
network and one non-3GPP access network are specified in 3GPP TS 24.193 [13B].

NOTE 2: Inthisversion of the specification, PDU set handling is not supported in an MA PDU session.
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4.13  Support of NAS signalling using wireline access network

A 5G-RG, aW-AGF acting on behalf of an FN-RG or a W-AGF acting on behalf of an NSGC device can use wireline
access network to access the 5GCN by using NAS signalling procedures as described in 3GPP TS 23.501 [8],
3GPP TS 23.502[9] and 3GPP TS 23.316 [6D].

Wireline access is atype of hon-3GPP access.

A 5G-RG simultaneoudly connected to the same 5GCN of a PLMN over a 3GPP access and a wireline access is
connected to asingle AMF.

5G-RG maintains the N1 NAS signalling connection with the AMF over the wireline access network after all the PDU
sessions for the 5G-RG over that access have been released or handed over to 3GPP access.

The 5G-RG connected to 5GCN via NG-RAN is specified in 3GPP TS 23.316 [6D].

When accessing the 5GCN over 3GPP access, in addition to requirements specified for the 5G-RG in the present
document, the 5G-RG shall aso perform requirements specified in the present document for a UE accessing 5GCN over
3GPP access. When accessing the 5GCN over wireline access, in addition to requirements specified for the 5G-RG in
the present document, the 5G-RG shall also perform requirements specified in the present document for a UE accessing
5GCN over non-3GPP access. If arequirement specified for the 5G-RG in the present document contradicts a
requirement specified for the UE in the present document, the 5G-RG shall perform the requirement specified in the
present document for the 5G-RG.

For the scenario of FN-RG, which does not support N1 mode, the W-AGF acting on behalf of the FN-RG exchanges
NAS signalling messages with an AMF.

For the scenario of N5GC device, which does not support N1 mode, the W-AGF acting on behalf of the NSGC device
exchanges NAS signalling messages with an AMF.

For the scenario of AUN3 device, which does not support N1 mode, the 5G-RG acting on behalf of the AUN3 device
exchanges NAS signalling messages with an AMF. If the 5G-RG is not registered and connected to the 5GCN over
wireline access, the 5G-RG acting on behalf of an AUNS device shall not initiate the initial registration procedure on
behalf of the AUN3 device.

NOTE 1: The 5G-RG acting on behalf of an AUN3 device maintains a 5GMM context for each AUN3 device
behind it. The AMF maintains a5GMM context for each AUN3 device. The AMF is not aware of any
association between the 5GMM context of the 5G-RG and the 5GMM context of the AUN3 device.

When the 5G-RG acting on behalf of an AUN3 device initiates the initial registration procedure on behalf of the AUN3
device, the 5G-RG shall not include the requested NSSAI in the REGISTRATION REQUEST message.

For the scenario of NAUN3 device, which does not support N1 mode, the 5G-RG acting on behalf of a connectivity
group consisting of one or more NAUNS3 devices exchanges NAS signalling messages with an AMF.

NOTE 2: Itisalso possible for 5G-RG that is connected to 5GCN via NG-RAN to act on behalf of a connectivity
group consisting of one or more NAUN3 devices as specified in 3GPP TS 23.316 [6D].

In addition to requirements specified for the W-AGF acting on behalf of the FN-RG (or on behalf of the NSGC device)
in the present document, the W-AGF acting on behalf of the FN-RG (or on behalf of the N5GC device) shall also
perform requirements specified in the present document for a UE accessing 5GCN over non-3GPP access. If a
requirement specified for the W-AGF acting on behalf of the FN-RG (or on behalf of the N5SGC device) in the present
document contradicts a requirement specified for the UE in the present document, the W-AGF acting on behalf of the
FN-RG (or on behalf of the NSGC device) shall perform requirement specified in the present document for the W-AGF
acting on behalf of the FN-RG (or on behalf of the NSGC device).

The PDU session authentication and authorization procedure is not supported in a PDU session established by the W-
AGF acting on behalf of the FN-RG or on behalf of the NSGC device.

The W-AGF acting on behalf of the N5SGC device requests the establishment of a PDU Session on behalf of the N5GC
device upon registration. Only one PDU session per N5GC device is supported.

The 5G-RG acting on behalf of an AUN3 device requests the establishment of a PDU Session on behalf of the AUN3
device upon registration. Only one PDU session per AUNS is supported.
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The 5G-RG acting on behalf of a connectivity group consisting of one or more NAUN3 devices requests the
establishment of a PDU Session on behalf of the connectivity group. Only one PDU session per the connectivity group
is supported, where all the NAUN3 devicesin the connectivity group share the sasme PDU session.

A 5G-RG or an FN-RG provide a non-3GPP access network to UEs. A UE connected to a non-3GPP access network
provided by the 5G-RG or the FN-RG can access to the 5GCN viathe N3IWF or viathe TNGF as described in
3GPP TS 23.316 [6D].

The 5G-RG or the W-AGF acting on behalf of the FN-RG shall indicate "ANDSP not supported by the UE" in the UE
policy classmark |E during the UE-initiated UE state indication procedure as specified in subclause D.2.2.

The 5G-RG or the W-AGF acting on behalf of the FN-RG shall indicate "Reporting URSP rule enforcement not
supported by the UE" in the UE policy classmark | E during the UE-initiated UE state indication procedure as specified
in subclause D.2.2.

The Non-3GPP QoS Assistance Information (N3QAI) isintroduced to enable a 5G-RG to perform the QoS
differentiation for the UE behind the 5G-RG, the AUNS3 device behind the 5G-RG or the NAUN3 device behind the
5G-RG. The network may provide the N3QAI associated with the QoS flow during the PDU session establishment
procedure as defined in subclause 6.4.1 or during the PDU session modification procedure as defined in subclause 6.4.2.

NOTE 3: How the 5G-RG applies N3QAI is outside the scope of the present document.

If the AMF receives an indication from the W-AGF that there is no 5G-RG connected to the same wireline for an
AUNS3 device as specified in 3GPP TS 23.316 [6D], the AMF shall locally de-register the AUN3 device.

4.14  Non-public network (NPN)

4.14.1 General

Two types of NPN can be deployed using 5GS. SNPN (see subclause 4.14.2) and PNI-NPN (see subclause 4.14.3).

4.14.2 Stand-alone non-public network (SNPN)

If the UE isnot SNPN enabled, the UE is always considered to be not operating in SNPN access operation mode. If the
UE is SNPN enabled, the UE can operate in SNPN access operation mode. Details of activation and deactivation of
SNPN access operation mode at the SNPN-enabled UE are up to UE implementation.

The functions and procedures of NAS described in the present document are applicable to an SNPN and an SNPN-
enabled UE unlessindicated otherwise. The key differences brought by the SNPN to the NAS layer are as follows:

a) instead of the PLMN selection process, the SNPN selection processis performed by a UE operating in SNPN
access operation mode (see 3GPP TS 23.122 [5] and 3GPP TS 24.502 [18] for further details on the SNPN
selection);

b) a"permanently forbidden SNPNs" list and a"temporarily forbidden SNPNSs" list are managed per access type
independently (i.e. 3GPP access or non-3GPP access) and, if the UE supports access to an SNPN using
credentials from a credentials holder, equivalent SNPNs or both, per entry of the "list of subscriber data' or, if
the UE supports access to an SNPN using credentials from a credentials holder, per the PLMN subscription, by a
UE operating in SNPN access operation mode instead of forbidden PLMN lists. If the UE supports onboarding
servicesin SNPN, an additional " permanently forbidden SNPNs for onboarding servicesin SNPN" list and an
additional "temporarily forbidden SNPNs for onboarding servicesin SNPN" list are managed. If the UE supports
access to an SNPN providing access for localized servicesin SNPN, an additional "permanently forbidden
SNPNs for access for localized servicesin SNPN" list and an additional "temporarily forbidden SNPNs for
access for localized servicesin SNPN" list per entry of the "list of subscriber data" and per the PLMN
subscription are managed for 3GPP access only. These lists shall be maintained across activation and
deactivation of SNPN access operation mode;
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NOTE 0: Ontimer T3245 expiry when the UE supports access to an SNPN using credentials from a credentials
holder using PLMN subscription, and the UE is not operating in SNPN access operation mode, as an
implementation option the UE can delete the list of "temporarily forbidden SNPNs" and " permanently
forbidden SNPNs" and additionally the list of "permanently forbidden SNPNs for access for localized
servicesin SNPN" and list of "temporarily forbidden SNPNs for access for localized servicesin SNPN" if
the UE supports access to an SNPN providing access for localized servicesin SNPN.

c) inter-system change to and from S1 mode is hot supported;
d) void;

€) CAG isnot supported in SNPN access operation mode;

f) with respect to the 5GMM cause values.

1) 5GMM cause values #74 "Temporarily not authorized for this SNPN" and #75 "Permanently not authorized
for this SNPN" are supported whereas these 5GMM cause values cannot be used ina PLMN; and

2) 5GMM cause values #11 "PLMN not allowed", #31 "Redirection to EPC required", #73 " Serving network
not authorized", and #76 "Not authorized for this CAG or authorized for CAG cells only" are not supported
whereas these 5GMM cause values can be used inaPLMN;

g) alist of "5GS forbidden tracking areas for roaming" and alist of "5GS forbidden tracking areas for regional
provision of service" are managed per SNPN and, if the UE supports access to an SNPN using credentials from a
credentials holder, equivalent SNPNs or both, entry of the "list of subscriber data" or, if the UE supports access
to an SNPN using credentials from a credential s holder,PLMN subscription (see 3GPP TS 23.122 [5]);

h) when accessing SNPN servicesviaa PLMN using 3GPP access, access to 5GCN of the SNPN is performed
using 5GMM procedures for non-3GPP access, 5GMM parameters for non-3GPP access, the UE is performing
access to SNPN over non-3GPP access and the UE is not operating in SNPN access operation mode over 3GPP
access. When accessing PLMN services viaa SNPN using 3GPP access, accessto 5GCN of the PLMN is
performed using 5GMM procedures for non-3GPP access, 56MM parameters for non-3GPP access, the UE is
not performing access to SNPN over non-3GPP access, and the UE is operating in SNPN access operation mode
over 3GPP access. From the UE's NAS perspective, accessing PLMN services viaan SNPN and accessing
SNPN servicesviaaPLMN are treated as untrusted non-3GPP access. If the UE is accessing the PLMN using
non-3GPP access, the access to 5GCN of the SNPN viaPLMN is not specified in this release of the
specification.

Emergency services are not supported in an SNPN when a UE accesses SNPN servicesviaa PLMN;
i) when registered to an SNPN, the UE shall use only the UE policies provided by the registered SNPN;

j) inclusion of a TAI of an SNPN other than the registered SNPN, into the registration areais not supported. The
AMF of an SNPN shall only include into the registration area one or more TAls of the registered SNPN;

j1) inclusion of a TAI of an SNPN other than the registered SNPN, into the LADN service areais not supported.
The AMF of an SNPN shall only include one or more TAIs of the registered SNPN into the LADN service area;

j2) inclusion of a TAI of an SNPN other than the registered SNPN, into the allowed area or the non-allowed area, of
the 3GPP access service arearestrictionsis not supported. The AMF of an SNPN shall include only one or more
TAlsof the registered SNPN into the allowed area or the non-allowed area, of the 3GPP access service area
restrictions,

k) void;
[) void;

m) UE mobility between SNPNsin 5GMM-CONNECTED mode is supported when the SNPNs are equivalent
SNPNs for the selected entry of the "list of subscriber data' or the selected PLMN subscription. UE mobility
between SNPNsin 5GMM-IDLE mode is supported when the UE supports access to an SNPN using credentials
from a credentials holder or when the SNPNs are equivalent SNPNs or both for the selected entry of the "list of
subscriber data’ or the selected PLMN subscription. UE mobility between an SNPN and a PLMN is not
supported;

n) CloT 5GS optimizations are not supported;
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0) void;

p) when registering or registered to an SNPN, the UE shall handle the 5GS mobile identity as described in
subclause 5.5.1.2.2;

g) when registering or registered to an SNPN, the UE shall only consider:
1) alast visited registered TAI visited in the same SNPN as an available last visited registered TAI; or

2) alast visited registered TAI visited using the same entry of the "list of subscriber data" or the same PLMN
subscription as an available last visited registered TAI, if the UE supports access to an SNPN using
credentials from a credentials holder, equivalent SNPNs or both;

NOTE 1: If thelast visited registered TAI isassigned by an SNPN other than the current SNPN, the serving AMF
can determine the SNPN assigning the last visited registered TAI using the NID provided by the UE.

r) emergency service fallback is not supported;

s) when registering or registered for onboarding servicesin SNPN, the UE shall not provide the requested NSSAI
to the network;

s1) when performing initial registration for onboarding servicesin SNPN, the UE shall set the 5GS registration type
value to "SNPN onboarding registration";

t) when registering or registered for onboarding servicesin SNPN, the AMF shall not provide the configured
NSSAI, the allowed NSSAI or the rejected NSSAI to the UE, shall use the S-NSSAI included in the AMF
onboarding configuration data for onboarding servicesin SNPN and shall not perform NSSAA procedure for S-
NSSAI used for onboarding servicesin SNPN;

u) the UE can access an SNPN indicating that onboarding is alowed using default UE credentials for primary
authentication in order for the UE to be configured with one or more entries of the "list of subscriber data’;

x) eCall over IMSis not supported in SNPN access operation mode and the UE ignores any USIM configuration
for eCall only mode;

y) when registering or registered for onboarding servicesin SNPN, the AMF shall store in the 5GMM context of
the UE an indication that the UE isregistered for onboarding servicesin SNPN;

z) aUE with multiple valid entries of "list of subscriber data’, or one or more valid USIMs and one or more valid
entries of "list of subscriber data’, capable of initiating and maintaining simultaneous separate registration states
over 3GPP access with PLMN(s) or SNPN(s), using identities and credentials associated with those entries of
"list of subscriber data", or USIMs and entries of "list of subscriber data", and supporting one or more of the N1
NAS signalling connection release, the paging indication for voice services, the reject paging request, the paging
restriction and the paging timing collision control may use procedures defined for MUSIM UE, even if the UE
does not include multiple valid USIMs;

za) when the UE is registering or registered for onboarding servicesin SNPN, the network dice admission control is
not performed;

NOTE 2: If the network determines that the UE cannot register to the onboarding SNPN due to lack of resources
for the network dlice used for onboarding, the AMF can reject the UE with 5GMM cause #22
"congestion”.

zb) when the UE is registered for onboarding servicesin SNPN (as specified in subclause 3.1), the UE determines
that the number dialled is an emergency number, and emergency services are not supported in the SNPN, the UE
shall perform alocal de-registration and utilize the procedures specified in 3GPP TS 23.167 [6] and
3GPP TS 24.229 [14] to select a domain for the emergency session attempt; and

NOTE 3: The UE can select PS domain for emergency session attempt.
v) proximity based services (5G ProSe as specified in 3GPP TS 24.554 [19E]) are not supported.
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4.14.3 Public network integrated non-public network (PNI-NPN)

A PNI-NPN is made available by means of e.g. dedicated DNNs or by one or more S-NSSAls allocated for it. A CAG
can be optionally used in order to prevent UESs not allowed to access a PNI-NPN from accessing the PNI-NPN. The key
enablers for the CAG in the NAS layer are as follows:

a) CAG selection (see 3GPP TS 23.122 [5]); and

b) provisioning of a"CAG information list" as specified in 3GPP TS 23.122 [5], from network to UE viathe
generic UE configuration update procedure, the registration procedure, the service request procedure, and the
network-initiated de-registration procedure.

The"CAG information list" provisioned by the network, if available, is stored in the non-volatile memory in the ME as
specified in annex C. The "CAG information list" stored in the ME is kept when the UE enters 5GMM -
DEREGISTERED state. Annex C specifies condition under which the "CAG information list" stored inthe ME is
deleted. Additionally, when aUSIM isinserted, if:

- no"CAG information list" is stored in the non-volatile memory of the ME; or

- the SUPI from the USIM does not match the SUPI stored together with the "CAG information list" in the non-
volatile memory of the ME;

and the UE hasa"CAG information list" stored in the USIM (see 3GPP TS 31.102 [22)]), the UE shall storethe "CAG
information list" from the USIM into the ME, as specified in annex C. The "Allowed CAG list" included in the entry for
the HPLMN or EHPLMN in"CAG information list" stored in the USIM can contain arange of CAG-1Ds.

The UE supporting CAG may perform the initial registration for emergency services viaanon-CAG cell inaPLMN for
which the UE has an "indication that the UE is only allowed to access 5GS via CAG cells’ or viaa CAG cell for which
none of CAG-1D(s) is authorized based on the "Allowed CAG list" (see 3GPP TS 23.122 [5]) for the selected PLMN. If
a UE supporting CAG having an emergency PDU session is camping on:

a) aCAG cell and none of the CAG-ID(s) of the CAG cell is authorized based on the "Allowed CAG ligt" for the
current PLMN in the UE's subscription; or

b) anon-CAG cell inaPLMN for which the UE's subscription contains an "indication that the UE is only allowed
to access 5GS via CAG cdlls’;

the AMF shall behave as specified in subclause 5.4.4.2,5.5.1.3.4 or 5.6.1.4.1.

NOTE: Theemergency servicesinaPLMN for which the UE's subscription contains an "indication that the UE is
only allowed to access 5GS via CAG cells' can be subject to local regulation.

Proximity based services (5G ProSe as specified in 3GPP TS 24.554 [19E]) are not supported in this release of the
specification when a UE is camping on a CAG cell.

If a UE supporting enhanced CAG information isin a CAG cell with a CAG-ID which:

a) was authorized based on the "Allowed CAG list" associated with the current PLMN in the "CAG information
list" stored in the ME; and

b) becomes not authorized based on the "Allowed CAG list" (e.g., time validity information no longer matches
UE's current time); and

none of the CAG-1D(s) supported by the current CAG cell is currently authorized based on the "Allowed CAG list" of
the entry for the current PLMN in the stored "CAG information list", and:

a) theentry for the current PLMN in the "CAG information list" does not include an "indication that the UE is only
allowed to access 5GS via CAG cells’, then the UE shall abort ongoing UE initialted 5GMM procedures, if any,
locally release the NAS signalling connection, if any, enter the state 5SGMM-REGISTERED.LIMITED-
SERVICE and shall search for a suitable cell according to 3GPP TS 38.304 [28] or 3GPP TS 36.304 [25C] with
the stored "CAG information list"; or

b) the entry for the current PLMN in the stored "CAG information list" includes an "indication that the UE isonly
allowed to access 5GS via CAG cells' and:
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1) oneor more CAG-1D(s) are authorized based on the "Allowed CAG list" of the entry for the current PLMN
in the stored "CAG information list", the UE shall abort ongoing UE initialted 5GMM procedures, if any,
locally release the NAS signalling connection, if any, enter the state 5SGMM-REGISTERED.LIMITED-
SERVICE and shall search for a suitable cell according to 3GPP TS 38.304 [28] or 3GPP TS 36.304 [25C]
with the stored "CAG information list"; or

2) no CAG-ID isauthorized based on the "Allowed CAG ligt" of the entry for the current PLMN in the stored
"CAG information list" and:

i) the UE does not have an emergency PDU session, then the UE shall abort ongoing UE initialted 5GMM
procedures, if any, locally release the NAS signalling connection, if any, enter the state 5SGMM-
REGISTERED.PLMN-SEARCH and shall apply the PLMN selection process defined in
3GPP TS 23.122 [5] with the stored "CAG information list"; or

ii) the UE has an emergency PDU session, then the UE shall perform alocal release of all PDU sessions
associated with 3GPP access except for the emergency PDU session and enter the state 5GM M-
REGISTERED.LIMITED-SERVICE;

4.15  Time synchronization and time sensitive communication

4151 General

A 5GS can support time synchronization and TSC (see 3GPP TS 23.501 [8], 3GPP TS 23.502 [9], and
3GPP TS 23.503[10]). This subclause describes NAS-specific aspects of the 5GS features to support time
synchronization and TSC. Interworking with EPSis not supported for a PDU session for time synchronization or TSC.

4.15.2 Void
4.15.2.1 Void
4.15.2.2 Void

4.15.2.3 Void

4.15.3 Time synchronization

Two types of synchronization processes are supported by the 5GS: 5GS synchronization and (g)PTP domain
synchronization (see 3GPP TS 23.501 [8]).

For 5GS synchronization, the lower layers provide the 5G internal system clock signalled viathe NG-RAN (see
3GPP TS 38.331[30]) and the UE forwards the 5G internal system clock to the DS-TT(s).

For (g)PTP domain synchronization, the UE supports forwarding (g)PTP messages (see 3GPP TS 23.501 [8],
3GPP TS 23.502[9], and 3GPP TS 24.535 [19A]). For al (g)PTP domains associated with a PDU session:

a) if the UE receives (g)PTP message viathe PDU session, the UE forwards the (g)PTP messagesto the DS-TT
associated with the PDU session; or

b) if the UE receives (g)PTP messages from the DS-TT associated with the PDU session, the UE forwards the
(g)PTP messages via the PDU session.

Depending on the 5G access stratum-based time distribution or (g)PTP-based time distribution, the network timing
synchronization status of the nodes involved in the operation (e.g., NG-RAN nodes, NW-TTs) may change. Using the
5GMM protocol, the network can regquest a supporting UE to reconnect to the network upon receiving an indication of a
change in the RAN timing synchronization status.
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4.15.4 User plane node management

A 5G system (5GS) can act as a user plane node of an external network (e.g. IEEE TSN bridge) or a 5GS can be
independently used to enable TSC. For these purposes, information available at a UE is provided to the network and
port management information containers are exchanged between aDS-TT and a TSN AF or aTSCTSF (see

3GPP TS 24.539 [19BA]).

During a UE-requested PDU session establishment procedure, if the UE supports transfer of port management
information containers, then the UE indicates that transfer of port management information container is supported and
the UE providesa DS-TT Ethernet port MAC address (if the PDU session type is Ethernet), port management
information container, and a UE-DS-TT residence time (if available) to the network (see subclause 6.4.1.2).

Once the UE has successfully established a PDU session and the UE hasindicated that transfer of port management
information container is supported during the UE-requested PDU session establishment procedure (see

subclause 6.4.1.2), then port management information containers are exchanged via a UE-requested PDU session
modification procedure and a network-requested PDU session modification procedure (see subclauses 6.3.2 and 6.4.2).
The UE receiving a port management information container from the network shall forward the port management
information container to the DS-TT. The SMF receiving a port management information container from the UE shall
operate as described in 3GPP TS 23.502 [9].

4.16  UE radio capability signalling optimisation

UE radio capability signalling optimisation (RACS) is afeature that is optional at both the UE and the network and
which aims to optimise the transmission of UE radio capability over the radio interface (see 3GPP TS 23.501 [8]).
RACS works by assigning an identifier to represent a set of UE radio capabilities. Thisidentifier is called the UE radio
capability ID. A UE radio capability ID can be either manufacturer-assigned or network-assigned. The UE radio
capability ID is an aternative to the signalling of the radio capabilities container over the radio interface.

In thisrelease of the specification, RACS is applicable to neither NB-N1 mode nor non-3GPP access.
If the UE supports RACS:

a) the UE shall indicate support for RACS by setting the RACS bit to "RACS supported” in the 5GMM capability
|E of the REGISTRATION REQUEST message;

b) if the UE performs aregistration procedure for initia registration and the UE has an applicable UE radio
capability 1D for the current UE radio configuration in the selected network, the UE shall include the UE radio
capability 1D in the UE radio capability ID |IE as a non-cleartext |E in the REGISTRATION REQUEST
message. |f both a network-assigned UE radio capability ID and a manufacturer-assigned UE Radio Capability
ID are applicable, the UE shall include the network-assigned UE radio capability ID in the REGISTRATION
REQUEST message,

¢) if theradio configuration at the UE changes (for instance because the UE has disabled a specific radio capability)
then:

1) if the UE has an applicable UE radio capability 1D for the new UE radio configuration, the UE shall initiate a
registration procedure for mobility and periodic registration update. The UE shall include the applicable UE
radio capability ID in the UE radio capability ID IE of the REGISTRATION REQUEST message and shall
include the 5GS update type | E in the REGISTRATION REQUEST message with the NG-RAN-RCU hit set
to "UE radio capability update needed". If both a network-assigned UE radio capability ID and a
manufacturer-assigned UE Radio Capability ID are applicable, the UE shall include the network-assigned UE
radio capability ID in the REGISTRATION REQUEST message; and

2) if the UE does not have an applicable UE radio capability ID for the new UE radio configuration, the UE
shall initiate a registration procedure for mobility and periodic registration update and include the 5GS
update type |IE in the REGISTRATION REQUEST message with the NG-RAN-RCU bit set to "UE radio
capability update needed";

NOTE: Performing the registration procedure for mobility and periodic registration update and including the 5GS
update type IE in the REGISTRATION REQUEST message with the NG-RAN-RCU hit set to "UE radio
capability update needed" without a UE radio capability ID included in the REGISTRATION REQUEST
message can trigger the network to assign a new UE radio capability ID to the UE.
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d) upon receiving a network-assigned UE radio capability ID in the REGISTRATION ACCEPT message or the
CONFIGURATION UPDATE COMMAND message, the UE shall store the network-assigned UE radio
capability ID and the PLMN ID or SNPN identity of the serving network and, if the UE supports access to an
SNPN using credentials from a credentials holder, equivalent SNPNs or both, the selected entry of the "list of
subscriber data" or the selected PLMN subscription along with a mapping to the current UE radio configuration
in its non-volatile memory as specified in annex C. The UE shall be able to store at least the last 16 received
network-assigned UE radio capability IDs with the associated PLMN ID or SNPN identity and, if the UE
supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the selected
entry of the "list of subscriber data" or the selected PLMN subscription and the mapping to the corresponding
UE radio configuration;

€) the UE shall not use a network-assigned UE radio capability ID assigned by aPLMN in PLMNs equivalent to
the PLMN which assigned it or by an SNPN in SNPNs equivalent to the SNPN which assigned it;

f) upon receiving a UE radio capability ID deletion indication | E set to "Network-assigned UE radio capability IDs
deletion requested"” in the REGISTRATION ACCEPT message or the CONFIGURATION UPDATE
COMMAND message, the UE shall delete all network-assigned UE radio capability |Ds stored at the UE for the
serving network, initiate a registration procedure for mobility and periodic registration update and include an
applicable manufacturer-assigned UE radio capability ID for the current UE radio configuration, if available at
the UE, in the UE radio capability ID |E of the REGISTRATION REQUEST message; and

g) if the UE performs aregistration procedure for mobility and periodic registration update due to entering a
tracking areathat is not in the list of tracking areas that the UE previoudly registered in the AMF and the UE has
an applicable UE radio capability ID for the current UE radio configuration in the selected network, the UE shall
include the UE radio capability ID in the UE radio capability ID |E as anon-cleartext |E in the
REGISTRATION REQUEST message. If both a network-assigned UE radio capability 1D and a manufacturer-
assigned UE Radio Capability ID are applicable, the UE shall include the network-assigned UE radio capability
ID inthe REGISTRATION REQUEST message.

If the network supports RACS:

a) the network may assign a network-assigned UE radio capability 1D to a UE which supports RACS by including a
UE radio capability ID IE in the REGISTRATION ACCEPT message or in the CONFIGURATION UPDATE
COMMAND message;

b) the network may trigger the UE to delete all network-assigned UE radio capability IDs stored at the UE for the
serving network by including a UE radio capability ID deletion indication | E set to "Network-assigned UE radio
capability IDs deletion requested” in the REGISTRATION ACCEPT message or in the CONFIGURATION
UPDATE COMMAND message; and

c) the network may send an IDENTITY REQUEST message to the UE that supports RACS to retrieve the PEI, if
not available in the network.

4.17  5GS mobility management in NB-N1 mode

A UE in NB-N1 mode (see 3GPP TS 36.331 [25A]) shall calculate the value of the applicable NAS timer indicated in
table 10.2.1 plus 240s.

The timer value obtained is used as described in the appropriate procedure subclause of this specification. The NAS
timer value shall be calculated at start of a NAS procedure and shall not re-calculate the use of the NAS timer value
until the NAS procedure is compl eted, restarted or aborted.

When an AMF that supports NB-N1 mode performs NAS signalling with a UE, which is using NB-N1 mode, the AMF
shall calculate the value of the applicable NAS timer indicated in table 10.2.2 plus 240s.

The timer value obtained is used as described in the appropriate procedure subclause of this specification. The NAS
timer value shall be calculated at start of a NAS procedure and shall not re-calculate the use of the NAS timer value
until the NAS procedure is completed, restarted or aborted.
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4.18 5GS session management in NB-N1 mode

A UE in NB-N1 mode (see 3GPP TS 36.331 [25A]) shall calculate the value of the applicable NAS timer indicated in
table 10.3.1 plus 180s.

The timer value obtained is used as described in the appropriate procedure subclause of this specification. The NAS
timer value shall be calculated at start of a NAS procedure and shall not re-calculate the use of the NAS timer value
until the NAS procedure is completed, restarted or aborted.

When an SMF that supports NB-N1 mode performs NAS signalling with a UE, which is using NB-N1 mode, the SMF
shall calculate the value of the applicable NAS timer indicated in table 10.3.2 plus 180s.

The timer value obtained is used as described in the appropriate procedure subclause of this specification. The NAS
timer value shall be calculated at start of a NAS procedure and shall not re-calculate the use of the NAS timer value
until the NAS procedure is completed, restarted or aborted.

4.19 5GS mobility management in WB-N1 mode for loT

In WB-N1 mode, a UE operating in category CE can operate in either CE mode A or CE mode B (see
3GPP TS 36.306 [25D]). If a UE that supports CE mode B and operatesin WB-N1 mode, the UE's usage setting is not
set to "voice centric” (see 3GPP TS 23.501 [8]), and:

a) the use of enhanced coverage is not restricted by the network; or
b) CE mode B is not restricted by the network (see 3GPP TS 23.501 [8]);
the UE shall apply the value of the applicable NAS timer indicated in table 10.2.1 for WB-N1/CE mode.

A UE that supports CE mode B and operatesin WB-N1 mode shall not apply the value of the applicable NAS timer
indicated in table 10.2.1 for WB-N1/CE mode before receiving an indication from the network that the use of enhanced
coverage is not restricted, or CE mode B is not restricted, as described in this subclause.

The NAS timer value obtained is used as described in the appropriate procedure subclause of this specification. The
NAS timer value shall be calculated at start of a NAS procedure, and shall not be re-calculated until the NAS procedure
is completed, restarted or aborted.

The support of CE mode B by a UE isindicated to the AMF by lower layers and shall be stored by the AMF. When an
AMF that supports WB-N1 mode performs NAS signalling with a UE, which supports CE mode B and operates in WB-
N1 mode, the UE's usage setting is not set to "voice centric" (see 3GPP TS 23.501 [8]) and the AMF determines that:

a) the use of enhanced coverage is not restricted for the UE; or
b) CE mode B is not restricted for the UE (see 3GPP TS 23.501 [8]);
the AMF shall calculate the value of the applicable NAS timer indicated in table 10.2.2 for WB-N1/CE mode.

The NAS timer value obtained is used as described in the appropriate procedure subclause of this specification. The
NAS timer value shall be calculated at start of a NAS procedure and shall not be re-calculated until the NAS procedure
is completed, restarted or aborted.

4.20 5GS session management in WB-N1 mode for 1oT

In WB-N1 mode, a UE operating in category CE can operate in either CE mode A or CE mode B (see
3GPP TS 36.306 [25D]). If a UE that supports CE mode B and operates in WB-N1 mode and the UE's usage setting is
not set to "voice centric" (see 3GPP TS 23.501 [8]), and:

a) the use of enhanced coverage is not restricted by the network; or
b) CE mode B is not restricted by the network (see 3GPP TS 23.501 [8]);
the UE shall apply the value of the applicable NAS timer indicated in table 10.3.1 for WB-N1/CE mode.
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A UE that supports CE mode B and operatesin WB-N1 mode shall not apply the value of the applicable NAS timer
indicated in table 10.3.1 for WB-N1/CE mode before receiving an indication from the network that the use of enhanced
coverage is not restricted, or CE mode B is not restricted, as described in this subclause.

The NAS timer value obtained is used as described in the appropriate procedure subclause of this specification. The
NAS timer value shall be calculated at start of a NAS procedure, and shall not be re-calculated until the NAS procedure
is completed, restarted or aborted.

If the use of extended NAS timer isindicated by the AMF (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]), the SMF
shall calculate the value of the applicable NAS timer indicated in table 10.3.2 for WB-N1/CE mode.

The NAS timer value obtained is used as described in the appropriate procedure subclause of this specification. The
NAS timer value shall be calculated at start of a NAS procedure and shall not be re-calculated until the NAS procedure
is completed, restarted or aborted.

4.21  Authentication and Key Management for Applications
(AKMA)

The UE may support AKMA.

The purpose of AKMA isto provide authentication and key management to applications based on 3GPP credentials
used for 5GS access as specified in 3GPP TS 33.535 [24A], which allows the UE to securely exchange data with an
AKMA application function.

Upon receiving a request from the upper layersto obtain AKMA Anchor Key (Kakma) and AKMA Key Identifier (A-
KI1D), the UE supporting AKMA shall derive the Kakma and the AKMA Temporary Identifier (A-TID) from the valid
Kausr if available as specified in 3GPP TS 33.535 [24A], shall further derive the A-KID from the A-TID as specified in
3GPP TS 33.535 [24A] and shall provide Kakma and A-KID to the upper layers.

The UE supporting AKMA shall notify the upper layers whenever there is a change of the K ause upon reception of an
EAP-success message in subclauses 5.4.1.2.2.8, 5.4.1.2.3.1 and 5.4.1.2.3A.1 or upon reception of SECURITY MODE
COMMAND message in subclauses 5.4.2.3.

During an ongoing primary authentication and key agreement procedure (see subclause 5.4.1), if the UE receives a
request from upper layersto obtain Kakma and A-KID, the UE shall derive the Kakma and A-TID after the completion
of the ongoing primary authentication and key agreement procedure, shall further derive the A-KID from the A-TID as
specified in 3GPP TS 33.535 [24A] and shall provide Kakma and A-KID to the upper layers.

NOTE 1. The upper layers derive the AKMA Application Key (Kar) from Kakma as specified in
3GPP TS 33.535 [24A].

NOTE 2: The knowledge of whether a certain application needsto use AKMA or not is application specific and is
out of the scope of 3GPP.

NOTE 3: The exact method of securing the data exchange at the upper layers using K ar is application specific and
isout of the scope of 3GPP.

NOTE 4: The upper layers request the UE NAS layer to provide Kakma and A-KID before the upper layersinitiate
communication with an AKMA application function.

NOTE 5: Upon receiving arequest from the upper layers to obtain Kakma and A-KID, if thereis no Kause
available, the UE NAS layer cannot derive the Kakma and A-KID and provides an indication to the upper
layersthat Kakma and A-KI1D cannot be generated.
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4.22 Uncrewed aerial vehicle identification, authentication, and
authorization

4.22.1 General

A 5GS can support UAV identification, authentication, and authorization (see 3GPP TS 23.256 [6AB]). This subclause
describes NA S-specific aspects of the 5GS features to support UAV identification, authentication, authorization and C2
communication authorization.

Before accessing 5GS for UAS services, the UE supporting UAS services must have an assigned CAA-level UAV ID.
The UE can be registered to 5GS for UAS servicesif thereisavalid aerial subscription in the UE's subscription.

4.22.2 Authentication and authorization of UAV

The 5GS supports the USS UAV Authorization and Authentication (UUAA) procedure for a UE supporting UAS
services. Depending on operator policy or regulatory requirements, the UUAA-MM procedure can be performed by the
UE and the AMF at aregistration procedure as specified in subclause 5.5.1.2, the UUAA-SM procedure can be
performed by the UE and the SMF at a PDU session establishment procedure as specified in subclause 6.4.1.2, or both
can be performed. The UE shall support UUAA-MM and UUAA-SM, and the network shall support UUAA-SM and
may optionally support UUAA-MM. The UUAA procedure needs to be performed by 5GS with USS successfully
before the connectivity for UAS servicesis established.

During the registration procedure as described in subclause 5.5.1.2, the UE supporting UAS services provides CAA-
level UAV ID to the AMF, and the AMF may trigger the UUAA-MM procedure. If the UE supporting UAS services
does not provide CAA-level UAV ID to the AMF and the network is configured to perform UUAA-MM at registration
procedure, the AMF may accept the registration request and shall mark in the UE's 5GMM context that the UE is not
allowed to request UAS services. If the UE wants to use the UAS services by providing the CAA-Level UAV D later
on, the UE shall perform the registration procedure for mobility and periodic registration update.

When a UE supporting UAS services requests to establish a PDU session as described in subclause 6.4.1.2 for USS
communication, the UE provides CAA-level UAV ID to the network, and the SMF may trigger the UUAA-SM
procedure based on the DNN and S-NSSAI combination for aerial services according to the user's subscription data and
the CAA-level UAV ID provided by the UE.

If the UE does not provide CAA-level UAV ID and the user’ s subscription data for the UE requires the UUAA-SM, the
network rejects the UE-requested PDU session establishment procedure for the UAS services.

The UE supporting UAS services shall not provide CAA-level UAV D to the network over non-3GPP access, and the
network shall not perform UUAA procedure for non-3GPP access and shall ensure that the UE is not allowed to access
any aerial servicesin non-3GPP access.

If provided by the upper layers, the UE supporting UAS services provides to the network the USS address during the
registration procedure or PDU session establishment procedure so that the network uses the information to discover the
uss.

NOTE: The parameters (e.g., CAA-level UAV ID or USS address) sent by a UE supporting UAS services to the
network for UAS services are included in the Service-level-AA container | E which is a non-cleartext | E.

After successful UUAA procedure, either the AMF or the SMF may initiate re-authentication of the UAV when
required by the USS. If UUAA-MM fails during a re-authentication and there are PDU sessions established using UAS
services, the AMF shall request the SMF to perform the release of these PDU sessions and may trigger a network-
initiated de-registration procedure based on operator policy. If UUAA-SM fails during a re-authentication, the SMF
shall release the PDU session related to re-authentication.

If the UUAA isrevoked, the PDU session related to the UAS services shall be released by the SMF. Based on operator
policy, the AMF may decide to keep the UE registered or trigger a de-registration procedure.

4.22.3 Authorization of C2 communication

The 5GS supports USS authorization of C2 communication for pairing of UAV and UAV-C. The pairing of UAV and
UAYV-C needs to be authorized by USS successfully before the user plane connectivity for C2 communication (over Uu
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or over NR-PC5) is enabled. For C2 authorization procedure, the UE supporting UAS services provides to the network
with CAA-level UAV ID.

The USS authorization of UAV flight can also be performed during the C2 authorization procedure. The UE supporting
UAS services provides the UAV flight authorization information to the network if provided by upper layers.

NOTE 1: The C2 authorization payload in the service-level-AA payload can include one, some or all of the pairing
information for C2 communication, an indication of the request for direct C2 communication, pairing
information for direct C2 communication, and the UAV flight authorization information (see
subclauses 6.4.1.2 and 6.4.2.2).

The UE supporting UAS services can establish a PDU session for the C2 communication by providing the CAA-
level UAV ID and the C2 authorization payload. The SMF upon reception of the UE's request for the PDU session
establishment, determines that authorization is required based on the DNN and S-NSSAI combination of the PDU
session is for aeria services according to user's subscription data and the CAA-level UAV 1D included in the request.

If a UE supporting UAS services uses a common PDU session for both USS communication and C2 communication,
the C2 communication can be authorized using UUAA-SM procedure during the PDU session establishment procedure
or during the PDU session modification procedure. If the pairing of UAV and UAV-C is revoked, the network shall
disable C2 communication for the PDU session. The SMF upon reception of the UE's request for the PDU session
establishment, determines that authorization is required based on the DNN and S-NSSAI combination of the PDU
session is for aerial services according to user's subscription data and the CAA-level UAV ID included in the request.

NOTE 2: The network can disable C2 communication for the PDU session e.g., by removing the QoS flow for C2
communication during PDU session modification procedure as decribed in subclauses 6.3.2.2.

If a UE supporting UAS services uses separate PDU sessions for, respectively, USS communication and C2
communication, the C2 communication is authorized using UUAA-SM during the PDU session establishment
procedure. If the pairing of UAV and UAV-C isrevoked, the PDU session for C2 communication shall be released by
the SMF.

During the registration procedure for UAS services, direct C2 communication can be authorized as described in
subclause 5.5.1.2. A UE supporting A2X over NR-PC5 can perform registration procedure for UAS servicesincluding a
request for authorization of direct C2 communication by providing CAA-level UAV ID and C2 authorization payload.

4.22.4 Void

4.23 NAS over Non-Terrestrial Network

4.23.1 General

A 5GS can support 3GPP satellite NG-RAN access technology (see 3GPP TS 23.501 [8]). This subclause describes
NAS-specific aspects of the 5GS features to support 3GPP satellite NG-RAN access technol ogy.

4.23.2 List of "PLMNs not allowed to operate at the present UE location"

For 3GPP satellite NG-RAN the UE shall store alist of "PLMNSs not allowed to operate at the present UE location”.
Each entry consists of:

a) the PLMN identity of the PLMN which sent a message including 5GMM cause value #78 "PLMN not allowed to
operate at the present UE location” via satellite NG-RAN access technology; and

b) the geographical location, if known by the UE, where 5GMM cause value #78 was received on satellite NG-
RAN access technology; and

¢) if the geographical |ocation exists, a UE implementation specific distance value.

Before storing anew entry in the list, the UE shall delete any existing entry with the sasme PLMN identity. Upon storing
anew entry, the UE starts atimer instance associated with the entry with an implementation specific value that shall not
be set to avalue smaller than the timer value indicated by the network in the Lower bound timer value IE, if any. If the
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Lower bound timer value |E was not provided by the network, the value of the timer shall be set based on the UE
implementation.

The UE is alowed to attempt to accessa PLMN via satellite NG-RAN access technology which is part of the list of
"PLMNs not allowed to operate at the present UE location” only if:

a) thecurrent UE location is known, a geographical location is stored for the entry of this PLMN, and the distance
to the current UE location is larger than a UE implementation specific value; or

b) the accessisfor emergency services (see 3GPP TS 23.122 [5] for further details).

NOTE 1: When the UE is accessing network for emergency services, it is up to operator and regulatory policies
whether the network needs to determine if the UE isin alocation where network is not alowed to
operate.

NOTE 2: While location determination is ongoing to ensure that operator and regulatory policies are met, the AMF
can perform DNN-based or S-NSSAI based congestion control as specified in subclauses 5.3.10 and
5.3.11 to prevent the UE from accessing network.

The list shall accommodate three or more entries. The maximum number of entriesis an implementation decision.
When the list isfull and a new entry has to be inserted, the oldest entry shall be deleted.

Each entry shall be removed if for the entry:

a) the UE successfully registers via satellite NG-RAN access technology to the PLMN stored in the entry except
when the UE registers for emergency services; or

b) thetimer instance associated with the entry expires.

The UE may delete the entry in the list, if the current UE location is known, a geographical location is stored for the
entry of this PLMN, and the distance to the current UE location is larger than a UE implementation specific value.

If the UE isin 5GMM-DEREGISTERED.LIMITED-SERV ICE state and an entry from the list of "PLMNSs not allowed
to operate at the present UE location” is removed, the UE shall perform PLMN selection according to
3GPPTS23.122[5].

When the UE is switched off, the UE shall keep thelist of "PLMNs not allowed to operate at the present UE location”
inits non-volatile memory. The UE shall delete the list of "PLMNs not allowed to operate at the present UE location” if
the USIM isremoved.

If the UE is switched off when the timer instance associated with the entry in the list is running, the UE shall behave as
follows when the UE is switched on and the USIM in the UE remains the same:

let t1 be the time remaining for timer instance associated with the entry in the list to timeout at switch off and let
t be the time elapsed between switch off and switch on. If t1 is greater than t, then the timer shall be restarted
with thevaluetl —t. If t1l isequal to or lessthan t, then the timer need not be restarted and considered expired. If
the UE is not capable of determining t, then the UE shall restart the timer with the value t1.

4.23.3 5GS mobility management via a satellite NG-RAN cell

For 5GS mobility management via a satellite NG-RAN cell the UE shall apply the value of the applicable NAS timer
indicated in table 10.2.1 for access via a satellite NG-RAN cell.

NOTE 1. The applied NAS timer values are based on the current satellite NG-RAN access RAT type determined
based on information from lower layers.

The NAS timer value obtained by the UE is used as described in the appropriate procedure subclause of this
specification. The NAS timer value shall be calculated at start of a NAS procedure, and shall not be re-calculated until
the NAS procedure is completed, restarted or aborted.

The access via a satellite NG-RAN cell by a UE isindicated to the AMF by lower layers and shall be stored by the
AMF. When an AMF that supports access via satellite NG-RAN cells performs NAS signalling with a UE via satellite
NG-RAN cells, the AMF shall calculate the value of the applicable NAS timer indicated in table 10.2.2 for accessviaa
satellite NG-RAN cell.
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NOTE 2: The applied NAS timer values are based on the current satellite NG-RAN access RAT type determined
based on information from lower layers.

The NAS timer value obtained by the network is used as described in the appropriate procedure subclause of this
specification. The NAS timer value shall be calculated at start of a NAS procedure and shall not be re-calculated until
the NAS procedure is completed, restarted or aborted.

4.23.4 5GS session management via a satellite NG-RAN cell

For 5GS session management via a satellite NG-RAN cell the UE shall apply the value of the applicable NAS timer
indicated in table 10.3.1 for access via a satellite NG-RAN cell.

NOTE 1. The applied NAS timer values are based on the current satellite NG-RAN access RAT type determined
based on information from lower layers.

The NAS timer value obtained by the UE is used as described in the appropriate procedure subclause of this
specification. The NAS timer value shall be calculated at start of a NAS procedure, and shall not be re-calculated until
the NAS procedure is completed, restarted or aborted.

If the use of extended NAS timer for access via a satellite NG-RAN cell isindicated by the AMF (see
3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]), the SMF shall calculate the value of the applicable NAS timer indicated
in table 10.3.2 for access via a satellite NG-RAN cell.

The NAS timer value obtained by the network is used as described in the appropriate procedure subclause of this
specification. The NAS timer value shall be calculated at start of a NAS procedure and shall not be re-calculated until
the NAS procedure is completed, restarted or aborted.

4.23.5 Handling multiple tracking area codes from the lower layers

When a UE camps on a satellite NG-RAN cell, the UE may receive multiple TACs from the lower layers. The UE shall
construct TAlsfrom the multiple TACs (i.e. concatenate the identity of the current PLMN and each of the TACs) and
select aTAI asfollows:

a) if at least one TAI belongsto the current registration area of the UE, the UE shall select a TAI which belongs to
the current registration area of the UE according to the followings.

If there are multiple TAls which belong to the current registration area of the UE, the UE shall select aTAI as
follows:

1) if thereisa TAI which belongsto the list of "allowed tracking area" (if any) and does not belong to the list of
"non-allowed tracking areas’ (if any), the UE shall select a TAI which belongsto the list of "allowed tracking
area" (if any) and does not belong to the list of "non-allowed tracking areas’ (if any). In this case, if there are
multiple TAlswhich belong to the list of "allowed tracking area" (if any) and does not belong to the list of
"non-allowed tracking areas’ (if any), then the UE shall consider each of these TAls equal and select a TAI
in an implementation-specific way (e.g. taking into account LADN service areainformation). If these
multiple TAls contain the previous current TAI, the current TAI can be left unchanged.

2) if thereisno TAI which belongsto the list of "allowed tracking area" (if any) and does not belong to the list
of "non-allowed tracking areas’ (if any) or neither the list of "allowed tracking area" nor the list of "non-
allowed tracking areas" is available, then the UE shall consider each of these TAlsequal and select aTAI in
an implementation-specific way (e.g. taking into account LADN service areainformation). If these multiple
TAls contain the previous current TAI, the current TAI can be left unchanged.

b) if the current registration areais not available in the UE or no TAI belongs to the current registration area of the
UE and:

1) thereisaTAIl which belongsto neither the list of "5GS forbidden tracking areas for roaming” nor the list of
"5GS forbidden tracking areas for regional provision of service", the UE shall select a TAI which belongs to
neither the list of "5GS forbidden tracking areas for roaming” nor the list of "5GS forbidden tracking areas
for regional provision of service". Inthis case, if there are multiple TAls which belong to neither the list of
"B5GS forbidden tracking areas for roaming" nor the list of "5GS forbidden tracking areas for regiona
provision of service", then the UE shall consider each of these TAls egual and select aTAl inan
implementation-specific way.
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2) dl TAlIsbelong to thelist of "5GS forbidden tracking areas for roaming" or the list of "5GS forbidden
tracking areas for regional provision of service", then the UE shall consider each of these TAls equal and
select a TAI in an implementation-specific way.

The UE shall consider the selected TAI asthe current TAI. The UE shall select aTAI when:
a) the UE receives multiple TACsfrom the lower layers; or

b) the UE has received multiple TACs from the lower layers upon starting to camping on the current cell and the
registration area, the list of "allowed tracking areas’, thelist of "non-allowed tracking areas’, the list of "5GS
forbidden tracking areas for roaming", or the list of "5GS forbidden tracking areas for regional provision of
service" is updated.

Handling of thelist of "5GS forbidden tracking areas for roaming" and the list of "5GS forbidden tracking areas for
regional provision of service" is specified in subclause 5.3.13.

4.24  Minimization of service interruption

The UE and the network may support Minimization of service interruption (MINT). MINT aimsto enable a UE to
obtain service from a PLMN offering disaster roaming services when a disaster condition applies to the UE determined
PLMN with disaster condition.

If the UE supports MINT, the indication of whether disaster roaming is enabled in the UE, the indication of
‘applicability of "lists of PLMN(Ss) to be used in disaster condition™ provided by aVPLMN', the one or more "list of
PLMN(s) to be used in disaster condition”, disaster roaming wait range and disaster return wait range provisioned by
the network, if available, are stored in the non-volatile memory in the ME as specified in annex C and are kept when the
UE enters 56MM-DEREGISTERED state. Annex C specifies condition under which the indication of whether disaster
roaming is enabled in the UE, the indication of ‘applicability of "lists of PLMN(s) to be used in disaster condition”
provided by aVPLMN', the one or more "lists of PLMN(s) to be used in disaster condition", disaster roaming wait
range and disaster return wait range stored in the ME are deleted.

Upon selecting a PLMN for disaster roaming as specified in 3GPP TS 23.122 [5]:

a) if the UE does not have a stored disaster roaming wait range, the UE shall perform aregistration procedure for
disaster roaming services on the selected PLMN as described in subclause 5.5.1; and

b) if the UE has a stored disaster roaming wait range, the UE shall generate a random number within the disaster
roaming wait range and start a timer with the generated random number. While the timer is running, the UE shall
not initiate registration on the selected PLMN except if the UE needs to request an emergency PDU session, in
which case the UE shall initiate the registration procedure, set the 5GS registration type | E to "emergency
registration” in the REGISTRATION REQUEST message and keep the timer running. Upon expiration of the
timer, if the UE does not have an emergency PDU session, the UE shall perform aregistration procedure for
disaster roaming services as described in subclause 5.5.1 if still camped on the selected PLMN. If the UE has an
emergency PDU session when the timer expires, the registration procedure for disaster roaming services as
described in subclause 5.5.1 shall be performed after the release of the emergency PDU session, if the UE is still
camped on the selected PLMN.

If the UE is switched off when the timer for disaster roaming wait range is running, the UE shall behave as follows
when the UE is switched on, the USIM in the UE remains the same and the UE selects the PLMN for disaster roaming:

- let t1 be the time remaining for the timer for disaster roaming wait range timeout at switch off and let t be the
time elapsed between switch off and switch on. If t1 is greater than t, then the timer shall be restarted with the
valuetl —t. If t1lisequal to or lessthan t, then the timer need not be restarted. If the UE is not capable of
determining t, then the UE shall restart the timer with the value t1.

Upon determining that a disaster condition has ended as specified in 3GPP TS 23.122 [6]:

a) the UE shall stop the timer started with a generated random number within the disaster roaming wait range, if
running;

b) the UE shall perform PLMN selection as specified in 3GPP TS 23.122 [5], except if the UE already selected an
allowable PLMN as specified in 3GPP TS 23.122 [6]; and
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c) if the UE selects the UE determined PLMN with disaster condition and has a stored disaster return wait range,
whichis

1) provided by the PLMN providing disaster roaming services, or
2) provided by the selected PLMN,

the UE shall generate a random number within the disaster return wait range, start atimer with the generated
random number value and enter 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION state or 5GMM-
REGISTERED.ATTEMPTING-REGISTRATION-UPDATE state, if registered. While the timer is running, the
UE shall not initiate registration on the selected PLMN except if the UE needs to request an emergency PDU
session, in which case the UE shall initiate the registration procedure, set the 5GS registration type |E to
"emergency registration” in the REGISTRATION REQUEST message and keep the timer running. Upon
expiration of the timer, if the UE does not have an emergency PDU session, the UE shall perform aregistration
procedure if still camped on the selected PLMN. If the UE has an emergency PDU session when the timer
expires, the registration procedure as described in subclause 5.5.1 shall be performed after the release of the
emergency PDU session, if the UE is still camped on the selected PLMN.

Otherwise, the UE shall perform registration procedure in the selected PLMN.

If the UE is switched off when the timer for disaster return wait range is running, the UE shall behave as follows when
the UE is switched on, the USIM in the UE remains the same and the UE selects the UE determined PLMN with
disaster condition:

- let t1 be the time remaining for the timer for disaster return wait range timeout at switch off and let t be the time
elapsed between switch off and switch on. If t1 is greater than t, then the timer shall be restarted with the value
t1—t. If tlisequal to or lessthan t, then the timer need not be restarted. If the UE is not capable of determining
t, then the UE shall restart the timer with the value t1.

When the AMF assigns a registration area to the UE registered for disaster roaming services, the AMF shall only
include TAIs covering the area with the disaster condition.

When the AMF determines that the disaster condition has ended and the UE which is registered for disaster roaming
services has an emergency PDU session, the AMF shall initiate the generic UE configuration update procedure to
indicate that the UE is registered for emergency services as described in subclause 5.4.4.2.

Interworking with EPS is not supported for UES that are registered for disaster roaming services. When registering for
disaster roaming services, the UE indicates to the network that S1 mode is not supported as described in

subclause 5.5.1.2.2. While registered for disaster roaming services and upon a need to establish an emergency PDU
session or perform emergency services fallback, the UE initiates the registration procedure for mobility and periodic
registration update and indicates that S1 mode is supported as described in subclause 5.5.1.3.2.

If the UE isregistered for disaster roaming services and the registered PLMN is removed from forbidden PLMN lists
due to reasons specified in 3GPP TS 23.122 [5] subclause 4.4.6 or in 3GPP TS 23.122 [5] Annex C, then UE shall
initiate the de-registration procedure and perform PLMN selection as specified in 3GPP TS 23.122 [5].

4.25  Support of MUSIM features

A network and aMUSIM UE may support one or more of the MUSIM features (i.e. the N1 NAS signalling connection
release, the paging indication for voice services, the reject paging request, the paging restriction and the paging timing
collision control).

If MUSIM UE supports one or more MUSIM features, the UE indicates support of one or more MUSIM features
(except for the paging timing collision control) during the registration procedure. If the UE has indicated support of the
N1 NAS signalling connection release or the reject paging request or both and the UE supports the paging restriction,
the UE indicates support of the paging restriction.

If the UE indicates support of one or more MUSIM features and the network decides to accept one or more MUSIM
features, the network indicates the support of one or more MUSIM features during the registration procedure. The
network only indicates the support of the paging restriction together with the support of either N1 NAS signalling
connection release or the reject paging request.

The network does not indicate support for any MUSIM feature to the UE during the registration for emergency services.
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If the UE is not currently registered for emergency service and the UE receives the CONFIGURATION UPDATE
COMMAND message with the 5GS registration result | E value set to "Registered for emergency services', then UE
shall behave asif the network did not indicate support for any MUSIM feature in the last registration procedure. If the
network has sent CONFIGURATION UPDATE COMMAND message with the 5GS registration result 1E value set to
"Registered for emergency services', then network shall behave asif it did not indicate support for any MUSIM feature
in the last registration procedure.

If a UE stops fulfilling the condition to be considered aMUSIM UE as defined in subclause 3.1, and the UE has
negotiated support of one or more MUSIM features, then the UE shall initiate a registration procedure for mobility and
periodic registration update to indicate that all the MUSIM features are not supported (except for the paging timing
collision control) as specified in subclause 5.5.1.3.

A MUSIM UE operating in NB-N1 mode or in WB-N1 mode CE mode B does not indicate the support for paging
indication for voice services during the registration procedure towards the network.

4.26  Support for Personal IoT Network service

The 5GS can support the personal 10T network (PIN) service (see 3GPP TS 23.501 [9]).

The PIN enables the personal 10T network elements (PINES) to communicate with each other via PIN direct
communication, PIN indirect communication or PIN-DN communication. For the PIN indirect communication and PIN-
DN communication, a UE acting as a PIN element with gateway capability (PEGC) enables the PINES behind the
PEGC to connect to the network and to communicate with other PINEs within the PIN or with the DN viathe PDU
session established for PIN. A PEGC may serve one or more PINs, The PEGC establishes only one PDU session for
each PIN. The PEGC establishes different PDU sessions for different PINs based on different DNNs and S-NSSAIls.
The PEGC may establish only one PDU session for multiple PINs if traffic differentiation for multiple PINsis not
required in 5GS.

NOTE 1: ThePIN direct communication is out of the scope of 3GPP.

The PIN, PEGC, and PINEs are managed by PIN element with management capability (PEMC) and optionally the
corresponding application function. Each PIN contains at least one PEGC and at |east one PEMC. The PIN architecture
is captured in 3GPP TS 23.501 [8].

The 5GS supports the delivery of URSP rules which include the PIN ID to a PEGC registered to 5GS (see
3GPP TS 23.501 [8] and 3GPP TS 23.503 [10]). The 5GS is enhanced to support the PDU session management for PIN
to ensure the end-to-end QoS requirement.

The end-to-end QoS reguirement for each PINE over PIN indirect communication and over PIN-DN communication
includes:

a) the QoS requirement in the 3GPP access network; and
b) the QoS requirement in the non-3GPP access network.

The N3QAI isintroduced to enable a PEGC to perform the QoS differentiation for the PINEs in the non-3GPP access
network. If the UE supports receiving the N3QAI, the network may provide the N3QAI associated with the QoS flow

during the PDU session establishment procedure as defined in subclause 6.4.1 or during the PDU session modification
procedure as defined in subclause 6.4.2.

NOTE 2: How the PEGC applies N3QAI is outside the scope of the present document.

The non-3GPP delay budget refers to the delay budget between the PEGC and the PINE in the non-3GPP access
network. If the UE supports providing the non-3GPP delay budget, the UE may provide the network with the non-3GPP
delay budget for the one or more QoS flows associated with the PDU sessions for a PIN during the PDU session
modification procedure as defined in subclause 6.4.2. The network takes into account the received non-3GPP delay
budget to ensure the end-to-end QoS requirement of a PINE.

NOTE 3: The support of a5G-RG or a FN-RG acting as a PEGC is not specified in this release of specification.

NOTE 4: The support of redundant PDU sessions does not apply for PIN.
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4.27  Mobile base station relay support

A 5GS can support a MBSR-UE and a UE accessing to MBSR (see subclause 5.35A of 3GPP TS 23.501 [8]). This
subclause describes NAS-specific aspects of the 5GS features to support the authorization of the MBSR-UE, and the
control of the UE access viaMBSR.

The AMF authorizes the UE's request to act as a MBSR based on the subscription information. The AMF can indicate
to the MBSR-UE that it is allowed or not allowed to operate as MBSR during registration procedure as specified in
subclause 5.5.1.2.

Enhanced CAG information can be used for the control of UE's access via MBSR. CAG identifier is used to control the
access of UE viaMBSR. The 5GCN supports the UE access control based on the PLMND ID and CAG identifier
broadcast by the MBSR and the CAG-ID authorized based on "Allowed CAG list" in the PLMN's entry of "CAG
information list" stored in the UE. Time validity information can be provided to the UE together with the CAG
identifier for accessing to MBSR in order to control that UE not accessing the MBSR cell outside of the time validity
information. For the UE not supporting CAG functionality, the 5GCN can control the access of the UE with managing
the forbidden tracking area.

5 Elementary procedures for 5GS mobility
management
5.1 Overview

51.1 General

The main function of the 5GS mobility management (5GMM) sublayer isto support the identification, security,
mobility of a UE as well as generic message transport.

A further function of the 5GMM sublayer isto provide connection management services to the other sublayer(s).

NOTE: Inasatellite NG-RAN access, a GNSSfix time in lower layers can delay transmission of aninitial UL
NAS message by up to 100 seconds (GNSS cold state).

5.1.2 Types of 5GMM procedures

Depending on how they can beinitiated, three types of 5GMM procedures can be distinguished:
a) 5GMM common procedures:

5GMM common procedure can always be initiated when the UE isin 5GMM-CONNECTED mode. The
procedures belonging to this type are:

1) Initiated by the network:

i) network-initiated NAS transport;

ii) primary authentication and key agreement;

iii) security mode control;

iv) generic UE configuration update;

v) identification; and

vi) network slice-specific authentication and authorization;
2) Initiated by the UE:

UE-initiated NAS transport.
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b)

©)

3) Initiated by the UE or the network and used to report certain error conditions detected upon receipt of 5GMM
protocol data:

5GMM dtatus.
5GMM specific procedures:

At any time only one UE initiated 5GMM specific procedure can be running for each of the access network(s)
that the UE is camping in. The procedures belonging to this type are:

1) Initiated by the UE and used e.g. to register to the network for 5GS services and establish a 5GMM context,
to update the location/parameter(s) of the UE:

registration.

2) Initiated by the UE or the network and used to deregister from the network for 5GS services and to release a
5GMM context:

de-registration.

3) Initiated by the UE and used to deregister from the network for 5GS services and to release a5GMM context:
eCall inactivity procedure.

5GMM connection management procedures:

1) Initiated by the UE and used to establish a secure connection to the network or to request the resource
reservation for sending data, or both:

service request.

The service request procedure can only beinitiated if no UE initiated 5GMM specific procedure is ongoing
for each of the access network(s) that the UE is camping in.

2) Initiated by the network and used to request the establishment of an N1 NAS signalling connection or to
request re-establishment of user-plane resources for the PDU session(s) associated with 3GPP access or to
reguest re-establishment of user-plane resources of the PDU session(s) associated with non-3GPP access over
3GPP access; not applicable for the non-3GPP access network:

paging.

3) Initiated by the network and used to regquest re-establishment of user-plane resources of the PDU session(s)
associated with non-3GPP access over 3GPP access or to deliver 5GSM downlink signalling messages
associated with non-3GPP access over 3GPP access, when the UE isin 5 GMM-CONNECTED mode over
3GPP access and in 5GMM-IDLE mode over non-3GPP access; or

Initiated by the network and used to request re-establishment of user-plane resources of the PDU session(s)
associated with 3GPP access over 3GPP access or to deliver downlink signalling associated with 3GPP
access over 3GPP access, when the UE isin 5GMM-CONNECTED mode over non-3GPP access, and when
the UE isin 5GMM-IDLE mode over 3GPP access and not in M1CO mode:

notification.

NOTE 1. In NB-N1 mode, the UE NAS using 5GS services with control plane CloT 5GS optimization can wait for

the lower layers to complete the transmission of the previous UL NAS TRANSPORT messages carrying
control plane user data before providing subsequent NAS messages. Other implementations are possible.

NOTE 2: When providing NAS messages to the lower layers for transmission, the UE NAS using 5GS services

with control plane CloT 5GS optimization can prioritize sending NAS signalling messages over the UL
NAS TRANSPORT messages carrying control plane user data. How the UE performs this prioritization is
implementation specific.
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5.1.3 5GMM sublayer states

5.1.3.1 General
In the following subclauses, the 5GS mobility management (5GMM) sublayer of the UE and the network is described

by means of different state machines. The 5GMM sublayer states is managed per access type independently, i.e. 3GPP
access or non-3GPP access. In subclause 5.1.3.2, the states of the 5GMM sublayer are introduced.

5.1.3.2 5GMM sublayer states

5.1.3.2.1 5GMM sublayer states in the UE

5.1.3.2.1.1 General

In the following subclauses, the possible 5GMM sublayer states of the UE are described and shown in
Figure5.1.3.2.1.1.1.

5GMM-
DEREGISTERED-

INITIATED \

- Deegistration accepted - Deregistration requested (not power off)
Nl mode
dI le
N1 mode

- NW-initiated deregistration
requested
SGMM DEREGISTERED - Locd derggistration —

- Initial registration rejected or failed . T

- Non-initial registration rejected - Initial registration accepted /
- Initial registration (e.q. #3, #6, #7) - Nor-initial registraion accepted
requested - NW-initiated deregistration - Norinitial registration rejected

requested or failed (other causes)
- SR accepted
- Daegistration - SR rejected or failed
requested ( power off) (eg. #22, #28)

- Non-initial T

registration

5GMM- / r;?]lueSeld 5GMM-SERVI CE-

Ay state REGISTERED- REQUEST-INITIATED
INITIATED

NOTE: Not all possible transitions are shown in this figure.
Figure 5.1.3.2.1.1.1: 5GMM main states in the UE

5.1.3.2.1.2 Main states

5.1.3.2.1.2.1 5GMM-NULL

5GS services are disabled in the UE. No 5GS mobility management function shall be performed in this state.

5.1.3.2.1.2.2 5GMM-DEREGISTERED

In the state 5GMM-DEREGISTERED, no 5GMM context has been established and the UE location is unknown to the
network and hence it is unreachable by a network. In order to establish a 5GMM context, the UE shall start the initial
registration procedure.

5.1.3.2.1.2.3 5GMM-REGISTERED-INITIATED

A UE entersthe state 5SGMM-REGISTERED-INITIATED d&fter it has started the initial registration procedure or the
registration procedure for mobility and periodic registration update, and is waiting for a response from the network.
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5.1.3.2.1.2.4 5GMM-REGISTERED

In the state 5GMM-REGISTERED, a 5GMM context has been established. Additionally, one or more PDU session(s)
may be established at the UE. The UE may initiate the non-initial registration procedure for mobility and periodic
registration update and the service request procedure. The UE in the state 5SGMM-REGISTERED over non-3GPP
access shall not initiate the periodic registration update procedure.

5.1.3.2.1.2.5 5GMM-DEREGISTERED-INITIATED
A UE entersthe state 5S6GMM-DEREGISTERED-INITIATED after it has requested release of the 5GMM context by
starting the de-registration procedure and is waiting for a response from the network.

5.1.3.2.1.2.6 5GMM-SERVICE-REQUEST-INITIATED
A UE entersthe state 5S6GMM-SERVICE-REQUEST-INITIATED after it has started the service request procedure and
iswaiting for aresponse from the network.

5.1.3.2.1.3 Substates of state 5GMM-DEREGISTERED

5.1.3.2.1.3.1 General

The state 5GMM-DEREGISTERED is subdivided into a number of substates as described in this subclause. The
following substates are not applicable to non-3GPP access:

a) 5GMM-DEREGISTERED.PLMN-SEARCH:
b) 5GMM-DEREGISTERED.NO-CELL-AVAILABLE; and
¢) 5GMM-DEREGISTERED.eCALL-INACTIVE.

Valid subscriber data are available for the UE before it enters the substates, except for the substate 5GM M-
DEREGISTERED.NO-SUPI.

5.1.3.2.1.3.2 5GMM-DEREGISTERED.NORMAL-SERVICE

The substate 5GMM-DEREGISTERED.NORMAL-SERVICE is chosen in the UE when a suitable cell has been found
and the PLMN, SNPN, or tracking areais not in the forbidden list.

5.1.3.2.1.3.3 5GMM-DEREGISTERED.LIMITED-SERVICE

The substate 5SGMM-DEREGISTERED.LIMITED-SERVICE is chosen in the UE, when it is known that a selected cell
for 3GPP access or TA for non-3GPP access is unable to provide normal service (e.g. the selected cell over 3GPP
accessisin aforbidden PLMN or SNPN or isin aforbidden tracking area or TA for non-3GPP access is forbidden) or
the selected cell isa CAG cell for which none of CAG-1D(s) is authorized based on the "Allowed CAG list" in the entry
of the"CAG information list" for the PLMN, or the selected cell isanon-CAG cell inaPLMN for which there exists an
"indication that the UE is only allowed to access 5GS via CAG cells" in the entry of the "CAG information list” for the
PLMN, or the selected cell isa CAG cell belonging to aPLMN and the "CAG information list" does not contain an
entry for the PLMN.

5.1.3.2.1.3.4 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION

The substate 5GMM-DEREGISTERED.ATTEMPTING-REGISTRATION is chosen in the UE if theinitial registration
procedure failed due to a missing response from the network or due to the circumstances described in
subclauses 5.2.2.3.7,5.5.1.2.4,5.5.1.25,5.5.1.2.7,5.5.1.3.4,5.5.2.3.2 and 5.5.2.3.4.

5.1.3.2.1.3.5 5GMM-DEREGISTERED.PLMN-SEARCH

The substate 5SGMM-DEREGI STERED.PLMN-SEARCH is chosen in the UE, if the UE is searching for PLMNSs or
SNPNSs. This substate is left either when a cell has been selected (the new substate is NORMAL-SERVICE or
LIMITED-SERVICE) or when it has been concluded that no cell is available at the moment (the new substate is NO-
CELL-AVAILABLE).
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This substate is not applicable to non-3GPP access.

5.1.3.2.1.3.6 5GMM-DEREGISTERED.NO-SUPI

The substate 5GMM-DEREGI STERED.NO-SUPI is chosen in the UE, if the N1 mode is enabled and the UE has no
valid subscriber data available (USIM not available, the USIM is considered invalid by the UE or an entry of the "list of
subscriber data" with the SNPN identity of the SNPN is considered invalid by the UE).

5.1.3.2.1.3.7 5GMM-DEREGISTERED.NO-CELL-AVAILABLE

No 5G cell can be selected. This substate is entered either after afirst intensive search failed when in substate 5GMM -
DEREGISTERED.PLMN-SEARCH or unavailahility period is activated for 3GPP access. Cells are searched for at a
low rhythm. No 5GS services are offered.

This substate is not applicable to non-3GPP access.

5.1.3.2.1.3.8 5GMM-DEREGISTERED.eCALL-INACTIVE
The substate SGMM-DEREGI STERED.eCALL-INACTIVE is chosen in the UE when:
a) the UE is configured for eCall only mode as specified in 3GPP TS 31.102 [22];
b) timer T3444 and timer T3445 have expired or are not running;
¢) aPLMN has been selected as specified in 3GPP TS 23.122 [5];
d) the UE does not need to perform an eCall over IMS; and

€) the UE does not need to perform a call to a non-emergency MSISDN or URI for test or terminal reconfiguration
service.

In this substate, the UE shall not initiate any signalling towards the network, except to originate an eCall over IMS, or a
call to anon-emergency MSISDN or URI for test or terminal reconfiguration service.

This substate is not applicable to non-3GPP access.

5.1.3.2.1.3.9 5GMM-DEREGISTERED.INITIAL-REGISTRATION-NEEDED

Valid subscriber data are avail able for the UE and for some reason aregistration procedure for initial registration hasto
be performed as soon as possible. This substate can be entered if the accessis barred due to unified access control, (see
subclause 4.5.4) or if the network rejects the N1 NAS signalling connection establishment.

5.1.3.2.1.4 Substates of state 5GMM-REGISTERED

5.1.3.2.1.4.1 General

The state 5GMM-REGISTERED is subdivided into a number of substates as described in this subclause. The following
substates are not applicable to non-3GPP access:

a) 5GMM-REGISTERED.PLMN-SEARCH:
b) 5GMM-REGISTERED.NON-ALLOWED-SERVICE; and
¢) 5GMM-REGISTERED.NO-CELL-AVAILABLE.

5.1.3.2.1.4.2 5GMM-REGISTERED.NORMAL-SERVICE

The substate 5GMM-REGISTERED.NORMAL-SERVICE is chosen by the UE as the primary substate when the UE
enters the state 5SGMM-REGISTERED, and:

- for 3GPP access, the cell the UE selected is known to be in an allowed area (see subclause 5.3.5.2); or

- for wireline access, the wireline access service area restrictions are not enforced.
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5.1.3.2.1.4.3 5GMM-REGISTERED.NON-ALLOWED-SERVICE
The substate 5SGMM-REGISTERED.NON-ALLOWED-SERVICE is chosen in the UE, if:
- for 3GPP access, the cell the UE selected is known to be in anon-allowed area (see subclause 5.3.5.2); or
- for wireline access, the wireline access service area restrictions are enforced.

This substate is applicable only to 3GPP access and to wireline access.

5.1.3.2.1.4.4 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE

The substate 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE is chosen by the UE if the
registration procedure for mobility and periodic registration update failed due to a missing response from the network,
or due to the circumstances described in subclauses 5.3.9, 5.5.1.3.5 and 5.5.1.3.7. No 5GMM procedure except
registration procedure for mobility and periodic registration update (i.e. the 5GS registration type | E set to "mobility
registration updating" or "periodic registration updating" in the REGISTRATION REQUEST message) and de-
registration procedure, shall beinitiated by the UE in this substate. No data shall be sent or received.

NOTE 1. Theregistration procedure for mobility and periodic registration update over non-3GPP access can be
triggered by, e.g. the change of S1 UE network capability or renegotiating some parameters.

NOTE 2: Thissubstate is entered irrespective whether:

a) the UE iscamped on acell which isin the registration area, and the current TAI isnot in the list of
"allowed tracking areas’; or

b) the current TAl isinthelist of "non-allowed tracking areas’.

5.1.3.2.1.4.5 5GMM-REGISTERED.LIMITED-SERVICE

The substate 5GMM-REGISTERED.LIMITED-SERVICE is chosen in the UE, if the cell the UE selected is known not
to be able to provide normal service.

NOTE: When the UE isregistered to the network via CAG cell and none of the CAG-1D(s) supported by the
current CAG cell isauthorized based on the "Allowed CAG list" of the entry for the registered PLMN in
the received "CAG information list”, then the cell the UE selected is not able to provide normal service.

5.1.3.2.1.4.6 5GMM-REGISTERED.PLMN-SEARCH

The substate 5GMM-REGISTERED.PLMN-SEARCH is chosen in the UE, while the UE is searching for PLMNs or
SNPNs.

This substate is not applicable to non-3GPP access.

5.1.3.2.1.4.7 5GMM-REGISTERED.NO-CELL-AVAILABLE

5G coverage has been lost, MICO modeis active in the UE or unavailability period is activated for 3GPP access. If
MICO modeis active, the UE can deactivate MICO mode at any time by activating the AS layer when the UE needsto
send mobile originated signalling or user data. Otherwise, the UE shall not initiate any 5GMM procedure except for cell
and PLMN reselection.

This substate is not applicable to non-3GPP access.

5.1.3.2.1.4.8 5GMM-REGISTERED.UPDATE-NEEDED

This state can be entered if the UE has to perform a registration procedure for mobility and periodic registration update
but:

a) theaccessisbarred due to unified access control when in 3GPP access;

b) the network rejectsthe N1 NAS signalling connection establishment when in 3GPP access or in non-3GPP
access, or
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¢) the UEin 5GMM-CONNECTED mode with RRC inactive indication receives an indication from the lower
layers that the resumption of the RRC connection has failed and for access is barred for all categories except
categories'0' and '2' as specified in subclause 5.3.1.4.

No 5GMM procedure except:
a) registration procedure for mobility and periodic registration update;
b) service regquest procedure as a response to paging or notification; and
¢) de-registration procedure

shall beinitiated by the UE in this substate.
NOTE: Thissubstate isentered irrespective whether:

a) theUE iscamped on acell whichisin theregistration area, and the current TAI isnot in thelist of
"allowed tracking areas"; or

b) thecurrent TAl isin thelist of "non-allowed tracking areas’.

5.1.3.2.2 5GS update status in the UE
In order to describe the detailed UE behaviour, the 5GS update (5U) status pertaining to a specific subscriber is defined.

If the UE is not operating in SNPN access operation mode (see 3GPP TS 23.501 [8]), the 5GS update status is stored in
anon-volatile memory in the USIM if the corresponding fileis present in the USIM, else in the non-volatile memory in
the ME, as described in annex C.

If the UE is operating in SNPN access operation mode, the 5GS update status for each SNPN whose SNPN identity is
included in the "list of subscriber data’ configured in the ME (see 3GPP TS 23.122 [5]) is stored in the non-volatile
memory in the ME as described in annex C.

The 5GS update status value is changed only after the execution of a registration, network-initiated de-registration, 5GS
based primary authentication and key agreement, service request, paging procedure or due to change in the current TAI
which does not belong to the current registration area while T3346 is running.

5U1: UPDATED
The last registration attempt was successful.
5U2: NOT UPDATED

The last registration or service request attempt failed procedurally, e.g. no response or reject message was
received from the AMF.

5U3: ROAMING NOT ALLOWED
The last registration, service request, or registration for mobility or periodic registration update attempt was

correctly performed, but the answer from the AMF was negative (because of roaming or subscription
restrictions).

5.1.3.2.3 5GMM sublayer states in the network side

5.1.3.2.3.1 General

In the following subclauses, the possible 5GMM sublayer states of the network are described and shown in
Figure5.1.3.2.3.1.1.
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5GMM-
DEREGISTERED-
INITIATED

- Deregistretion accepted |

I - NW-initiated deregistration requested |

- UE-initiated deregistration requested

- Non-initial registration rejected (e.g. #3, #6,
#7)

- SR rejected (e.g. #3, #6, #7)

- - Implicit deregistretion
5GMM-DEREGISTERED " o
_| - Initial registration successful | g

- Common procedure requested |

- Common procedure
requested

- Common procedure failed
- Lowe laye failure

- Common procedure successful
- Initial registration successful

5GMM-
COMM ON-PROCEDURE-
INITIATED

NOTE: Not all possible transitions are shown in this figure.
Figure 5.1.3.2.3.1.1: 5GMM main states in the network
5.1.3.2.3.25GMM-DEREGISTERED

In the state 5GMM-DEREGISTERED, no 5GMM context has been established or the 5SGMM context is marked as
deregistered. The UE is deregistered. The network may answer to an initial registration procedure initiated by the UE.
The network may also answer to a de-registration procedure initiated by the UE.

5.1.3.2.3.3 5GMM-COMMON-PROCEDURE-INITIATED

The network enters the state 5GMM-COMMON-PROCEDURE-INITIATED, after it has started a common 5GMM
procedure and is waiting for a response from the UE.

5.1.3.2.3.4 5GMM-REGISTERED

In the state 5GMM-REGISTERED, a 5GMM context has been established. Additionally, one or more PDU session(s)
may be established at the network.

5.1.3.2.3.5 5GMM-DEREGISTERED-INITIATED
The network enters the state 5GMM-DEREGISTERED-INITIATED after it has started a de-registration procedure and
iswaiting for aresponse from the UE.

514 Coordination between 5GMM and EMM

514.1 General

If both 5GMM and EMM are enabled, a UE, operating in single-registration mode, shall maintain one common
registration for 5GMM for 3GPP access and EMM.

Coordination between 5GMM for 3GPP access and EMM for a UE, which is capable of N1 mode and S1 mode and
operates in dua-registration mode, is not needed, except as specified in subclause 4.8.3.

The coordination between 5GMM for 3GPP access and EMM in subclauses 5.1.4.2 and 5.1.4.3 only applies to the UEs
operating in single-registration mode.

Regarding the coordination of "SIM/USIM considered invalid" and "USIM considered invalid for 5GS services'
between the various mobility management entities see subclause 5.1.5.
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5.1.4.2 Coordination between 5GMM for 3GPP access and EMM with N26 interface

A UE that is not registered shall be in state EMM-DEREGISTERED and state 56MM-DEREGISTERED for 3GPP
access.

In N1 mode, upon successful completion of aregistration procedure over 3GPP access, the UE operating in single-
registration mode shall enter substates 5SGMM-REGISTERED.NORMAL-SERVICE or 5GMM-REGISTERED.NON-
ALLOWED-SERVICE as described in subclause 5.3.5.2 for 3GPP access and EMM-REGISTERED.NO-CELL -
AVAILABLE. The UE shall reset the registration attempt counter for 3GPP access and the attach attempt counter (see
3GPP TS 24.301 [15]).

At inter-system change from S1 mode to N1 mode, the UE shall enter substates 5GMM-REGISTERED.NORMAL-
SERVICE or 5GMM-REGISTERED.NON-ALLOWED-SERVICE as described in subclause 5.3.5.2 for 3GPP
accessand EMM-REGISTERED.NO-CELL-AVAILABLE and initiate a registration procedure for mobility and
periodic registration update over 3GPP access indicating "mobility registration updating” in the 5GS registration type |IE
of the REGISTRATION REQUEST message (see subclause 5.5.1.3).

In S1 mode, upon successful completion of an attach or tracking area updating procedure, the UE operating in single-
registration mode shall enter substates 5GMM-REGISTERED.NO-CELL-AVAILABLE for 3GPP access and EMM-
REGISTERED.NORMAL-SERVICE. The UE shall reset the registration attempt counter for 3GPP access and the
attach attempt counter or tracking area updating attempt counter (see 3GPP TS 24.301 [15]).

At inter-system change from N1 mode to S1 mode when there is no active PDU session for which interworking with
EPS is supported as specified in subclause 6.1.4.1, and EMM-REGISTERED without PDN connection is not supported
by the UE or the MME, the UE shall enter state 5GMM-DEREGISTERED for 3GPP access and state EMM-
DEREGISTERED and then initiate the EPS attach procedure. If EMM-REGISTERED without PDN connection is
supported by the UE and the MME, the UE shall enter substates EMM-REGISTERED.NORMAL-SERVICE and
5GMM-REGISTERED.NO-CELL-AVAILABLE for 3GPP access and initiate a tracking area updating procedure.

At inter-system change from N1 mode to S1 mode when there is at least one active PDU session for which interworking
with EPSis supported as specified in subclause 6.1.4.1, the UE shall enter substates EMM-REGISTERED.NORMAL -
SERVICE and 5GMM-REGISTERED.NO-CELL-AVAILABLE for 3GPP access and initiate a tracking area updating
procedure (see 3GPP TS 24.301 [15]).

5.1.4.3 Coordination between 5GMM for 3GPP access and EMM without N26
interface

A UE operating in the single-registration mode that is not registered over 3GPP access shall be in state EMM-
DEREGISTERED and in state 56GMM-DEREGISTERED for 3GPP access.

In N1 mode, upon successful completion of aregistration procedure over 3GPP access, the UE operating in the single-
registration mode shall enter substates 5SGMM-REGISTERED.NORMAL-SERVICE or 5GMM-REGISTERED.NON-
ALLOWED-SERVICE as described in subclause 5.3.5.2 for 3GPP access and EMM-REGISTERED.NO-CELL-
AVAILABLE.

At inter-system change from N1 mode to S1 mode in 5GMM-IDLE mode, the UE shall behave as specified in
subclause 4.8.2.3.

In S1 mode, upon successful completion of an attach or tracking area updating procedure, the UE operating in the
single-registration mode shall enter substates 5GMM-REGISTERED.NO-CELL-AVAILABLE for 3GPP access and
EMM-REGISTERED.NORMAL-SERVICE.

At inter-system change from S1 mode to N1 mode in 5GMM-IDLE mode, the UE operating in the single-registration
mode:

a) if the UE isregistered for normal servicein S1 mode, the UE shall enter substates EMM-REGISTERED.NO-
CELL-AVAILABLE and 5GMM- REGISTERED.NORMAL-SERVICE for 3GPP access and then initiate the
registration procedure for mobility and periodic registration update over 3GPP access indicating "mobility
registration updating” in the 5GS registration type | E of the REGISTRATION REQUEST message (see
subclause 5.5.1.3); or

b) if the UE isregistered for emergency bearer servicesin S1 mode, the UE shall initiate the initial registration for
emergency services.
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5.1.5  Coordination between 5GMM and GMM
Coordination between 56GMM and GMM statesis not required.
Regardless whether the UE is operating in single-registration mode or dual-registration mode,

a) if the UE considersthe SIM/USIM invalid for any of: 3GPP accessin N1 mode, S1 mode, A/Gb mode or lu
mode, then it considers the SIM/USIM invalid for all of them; and

b) if the UE considersthe USIM invalid for 5GS services for any of: 3GPP accessin N1 mode, S1 mode, A/Gb
mode or lu mode, then it considers the USIM invalid for 5GS services for al of them.

5.2 Behaviour of the UE in state 5 GMM-DEREGISTERED and
state 5 GMM-REGISTERED

5.2.1 General

In this subclause, the detailed behaviour of the UE in the states 5GMM-DEREGISTERED and 5GMM-REGISTERED
is described.

52.2 UE behaviour in state 5GMM-DEREGISTERED

5.2.2.1 General
The state 5SGMM-DEREGISTERED is entered in the UE, when:
a) thede-registration is performed either by the UE or by the network (see subclause 5.5.2);
b) theregistration request is rejected by the AMF (see subclause 5.5.1.2.5 and 5.5.1.3.5);
c) theservicerequest isrejected by the AMF (see subclause 5.6.1);
d) the UE is switched on; or

€) the UE registered for emergency servicesisin 5GMM-IDLE mode and its periodic registration update timer
expires (see subclause 5.3.7).

In state 5GMM-DEREGISTERED, the UE shall behave according to the substate as explained in subclause 5.2.2.3.
5.2.2.2 Primary substate selection

5.2.2.21 Selection of the substate after power on

For a UE configured for eCall only mode as specified in 3GPP TS 31.102 [22], timers T3444 and T3445 are considered
to have expired at power on. When the UE is switched on, the substate shall be PLMN-SEARCH if the USIM is
available and valid or there are valid entriesin the "list of subscriber data'. See 3GPP TS 23.122 [5] for further details.

The substate chosen after PLMN-SEARCH, following power onis:
a) if no cell can be selected, the substate shall be NO-CELL-AVAILABLE;

b) if the UE isnot operating in SNPN access operation mode, and no USIM is present, or the USIM is considered
invalid by the UE, the substate shall be NO-SUPI;

¢) if the UE isoperating in SNPN access operation mode, and:

1) the selected entry in the "list of subscriber data" does not contain subscription identifier, and no USIM is
present, or the USIM is considered invalid by the UE; or

2) novalid entry in the "list of subscriber data' exists;
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the substate shall be NO-SUPI;
d) if asuitable cell has been found:
1) the PLMN identity of the cell isnot in one of the forbidden PLMN lists;

2) the SNPN is not an SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]), the UE is not to
performinitial registration for onboarding servicesin SNPN, and the SNPN identity of the cell isnot in one
of the "permanently forbidden SNPNs" list or the "temporarily forbidden SNPNs" list which are, if the MS
supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both,
associated with the selected entry of the "list of subscriber data" or the selected PLMN subscription ;

3) the SNPN isan SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]), and the SNPN
identity of the cell is not in one of the "permanently forbidden SNPNs for access for localized servicesin
SNPN" list or "temporarily forbidden SNPNs for access for localized servicesin SNPN" list, associated with
the selected entry of the "list of subscriber data' or the selected PLMN subscription; or

4) the UE isto performinitial registration for onboarding servicesin SNPN and the SNPN identity of the cell is
not in the " permanently forbidden SNPNs for onboarding servicesin SNPN" list and the "temporarily
forbidden SNPNs for onboarding servicesin SNPN" list;

and the tracking areaiis not in one of the lists of 5GS forbidden tracking areas, then the substate shall be
NORMAL-SERVICE;

e) if the selected cell is known not to be able to provide normal service, then the UE shall enter the substate
LIMITED-SERVICE;

f) if the UE isin manual network selection mode and no cell of the selected PLMN or SNPN has been found, the
UE shall enter the substate NO-CELL-AVAILABLE; and

g) if the UE isconfigured for eCall only mode as specified in 3GPP TS 31.102 [22], the substate shall be eCALL-

INACTIVE.
5.2.2.3 Detailed description of UE behaviour in state 5GMM-DEREGISTERED
5.2.2.3.1 NORMAL-SERVICE

The UE shall initiate an initial registration procedure if the timer T3346 is not running. If timer T3346 is running, the
UE shall initiate an initial registration procedure on the expiry of timer T3346.

The UE may initiate an initial registration procedure for emergency services or for a UE configured for high priority
accessin selected PLMN or SNPN, even if timer T3346 is running.

5.2.2.3.2 LIMITED-SERVICE
The UE shdll initiate an initial registration procedure when entering a cell which provides normal service.

The UE may initiate initial registration for emergency services.

5.2.2.3.3 ATTEMPTING-REGISTRATION
The UE in 3GPP access:
a) shal initiate aninitial registration procedure on the expiry of timers T3502, T3511 or T3346;

b) may initiate an initial registration procedure for emergency services even if timers T3502, T3511 or T3346 are
running;

bl) may initiate aninitial registration procedure even if timer T3502, T3346 or T3447 isrunning, if the UE isaUE
configured for high priority accessin selected PLMN;

b2) may initiate an initial registration procedure even if timer T3502, T3346 is running, if the UE isa UE configured
for high priority accessin selected SNPN;
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c) shal initiate an initial registration procedure when entering a new PLMN or SNPN, except if:

i) timer T3346 isrunning and the new PLMN or SNPN is equivaent to the PLMN or SNPN where the UE
started timer T3346;

i) the PLMN identity of the new cell isin the forbidden PLMN lists;

iii) the SNPN is not an SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]), the UE is not to
performinitia registration for onboarding servicesin SNPN, the SNPN identity of the new cell isin the
"permanently forbidden SNPNs" list or the "temporarily forbidden SNPNSs" list which are, if the M'S supports
access to an SNPN using credentials from a credential s holder, equivalent SNPNs or both, associated with the
selected entry of the "list of subscriber data" or the selected PLMN subscription;

iv) the SNPN isan SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]), the SNPN identity
of the new cell isin the "permanently forbidden SNPNs for access for localized servicesin SNPN" list or the
"temporarily forbidden SNPNs for access for localized servicesin SNPN" list, associated with the selected
entry of the "list of subscriber data" or the selected PLMN subscription;

v) the UE isto performinitia registration for onboarding servicesin SNPN, the SNPN identity of the new cell
isin the "permanently forbidden SNPNs for onboarding servicesin SNPN" list or the "temporarily forbidden
SNPNs for onboarding servicesin SNPN" list; or

vi) the current TAI isin one of the lists of 5GS forbidden tracking areas;
d) shall initiate an initial registration procedure when the current TAI has changed, if timer T3346 is not running,
1) the PLMN identity of the new cell isnot in one of the forbidden PLMN lists;

2) the SNPN isnot an SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]), the UE ishot to
performinitial registration for onboarding servicesin SNPN, and the SNPN identity of the new cell isin
neither the "permanently forbidden SNPNs' list nor the "temporarily forbidden SNPNs" list which are, if the
M S supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both,
associated with the selected entry of the "list of subscriber data” or the selected PLMN subscription;

3) the SNPN isan SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]) and the SNPN
identity of the cell isin neither the "permanently forbidden SNPNs for access for localized servicesin
SNPN" list nor the "temporarily forbidden SNPNs for access for localized servicesin SNPN" list, associated
with the selected entry of the "list of subscriber data" or the selected PLMN subscription; or

4) the UE isto performinitia registration for onboarding servicesin SNPN, and the SNPN identity of the cell is
in neither the " permanently forbidden SNPNs for onboarding servicesin SNPN" list nor the "temporarily
forbidden SNPNs for onboarding servicesin SNPN" list;

and the current TAI isnot in one of the lists of 5GS forbidden tracking areas;

€) shal initiate an initial registration procedure if the 5GS update statusis set to 5U2 NOT UPDATED, and timers
T3511, T3502 and T3346 are not running;

f) may initiate aninitial registration procedure for UE in NB-N1 mode upon receiving a request from upper layers
to transmit user data related to an exceptional event and the UE is allowed to use exception data reporting (see
the ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17]) or the USIM
file EFnasconmic in 3GPP TS 31.102 [22]) if timer T3346 is not already running for "MO exception data' and
even if timer T3502 or timer T3511 is running; and

g) may initiate an initial registration procedure with 5GS registration type | E set to "initial registration” for
initiating of an emergency PDU session, upon request of the upper layers to establish the emergency PDU
session.

The UE in non-3GPP access:
a) shal initiate an initial registration procedure on the expiry of timers T3502, T3511 or T3346;

b) may initiate aninitial registration procedure for emergency services even if timers T3502, T3511 or T3346 are
running;
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bl)may initiate an initial registration procedure even if timer T3502 or T3346 isrunning if the UE isa UE
configured for high priority accessin selected PLMN;

¢) shal initiate aninitial registration procedure when entering anew PLMN or SNPN, except if timer T3346 is
running and the new PLMN or SNPN is equivalent to the PLMN or SNPN where the UE started timer T3346;

d) shal initiate aninitial registration procedure if the 5GS update statusis set to 5U2 NOT UPDATED, and timers
T3511, T3502 and T3346 are not running; and

€) may initiate an initial registration procedure with 5GS registration type | E set to "initial registration” for
initiating of an emergency PDU session, upon request of the upper layers to establish the emergency PDU
session.
5.2.2.34 PLMN-SEARCH

The UE shall perform PLMN selection or SNPN selection. If anew PLMN or SNPN is selected, the UE shall reset the
registration attempt counter and initiate the registration procedure for initial registration (see subclause 5.5.1.2.2).

If the selected cell in the new PLMN is known not to be able to provide normal service, the UE may initiate the
registration procedure for initial registration for emergency services.

5.2.2.35 NO-SUPI

The UE may initiate the registration procedure for initial registration for emergency services.

5.2.2.3.6 NO-CELL-AVAILABLE

The UE shall perform cell selection and choose an appropriate substate when a cell is found.

5.2.2.3.7 eCALL-INACTIVE

The UE camps on a suitable cell or an acceptable cell inaPLMN selected as specified in 3GPP TS 23.122 [5] but
initiates no 5GMM signalling with the network and ignores any paging requests.

The UE shall leave substate 5SGMM-DEREGISTERED.eCALL-INACTIVE state only when one of the following
events occur:

a) if the USIM isremoved, the UE enters substate 5GMM-DEREGISTERED.NO-SUPI;
b) if coverageislost, the UE enters substate 5GMM-DEREGISTERED.PLMN-SEARCH;
c) if the UE isdeactivated (e.g. powered off) by the user, the UE enters state 5GMM-NULL;

d) if the UE receives arequest from upper layersto establish an eCall over IMS, the UE enters state 5GMM-
DEREGISTERED.ATTEMPTING-REGISTRATION. The UE then uses the relevant 56GMM and 5GSM
procedures to establish the eCall over IMS at the earliest opportunity; or

e) if the UE receives arequest from upper layers to establish a call to an HPLMN designated non-emergency
MSISDN or URI for test or terminal reconfiguration service, the UE enters state 5GM M-
DEREGISTERED.ATTEMPTING-REGISTRATION. Once the registration procedure is completed, the UE
uses the relevant 5GMM and 5GSM procedures to establish the non-emergency call.

5.2.2.3.8 INITIAL-REGISTRATION-NEEDED

The UE shall initiate theinitial registration procedure, if still needed, as soon as the access is allowed in the selected cell
for the UE.

The UE may initiate registration procedure for emergency services.
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5224 Substate when back to state 5GMM-DEREGISTERED from another 5GMM
state

When returning to state 5GMM-DEREGISTERED, the UE shall select acell as specified in 3GPP TS 38.304 [28] or
3GPP TS 36.304 [25C].

The substate depends on the result of the cell selection procedure, the outcome of the previously performed 5GMM
specific procedures, on the 5GS update status of the UE, on the tracking area data stored in the UE, on the presence of
the USIM, on the UE configuration and on the reason for moving to 5GMM-DEREGI STERED:

a) If no cell has been found, the substate is NO-CELL-AVAILABLE, until acedll isfound;
b) If no USIM ispresent or if the inserted USIM is considered invalid by the UE, the substate shall be NO-SUPI;

c) If asuitable cell has been found and the PLMN or tracking areais not in one of the forbidden lists, the substate
shall be NORMAL-SERVICE;

d) If aninitial registration shall be performed (e.g. network-requested re-registration), the substate shall be
ATTEMPTING-REGISTRATION;

e) If aPLMN reselection or SNPN reselection (according to 3GPP TS 23.122 [5]) is heeded, the substate shall be
PLMN-SEARCH,;

f) If the selected cell is known not to be able to provide normal service, the substate shall be LIMITED-SERVICE;
and

g) If the UE isconfigured for eCall only mode as specified in 3GPP TS 31.102 [22], T3444 and T 3445 have
expired or are not running, and substate PLMN-SEARCH is not required, the substate shall be eCALL-
INACTIVE.

523 UE behaviour in state 5GMM-REGISTERED

5.23.1 General

The state 56GMM-REGISTERED is entered at the UE, when the initial registration procedure is performed by the UE
(see subclause 5.5.1.2.2).

In state 5GMM-REGISTERED, the UE shall behave according to the substate as explained in subclause 5.2.3.2.

5.2.3.2 Detailed description of UE behaviour in state 5GMM-REGISTERED
5.2.3.2.1 NORMAL-SERVICE
The UE:

a) shall initiate the mobility or the registration procedure for periodic registration update (according to conditions
given in subclause 5.5.1.3.2), except that the registration procedure for periodic registration update shall not be
initiated over non-3GPP access,

b) shall initiate the service request procedure (according to conditions given in subclause 5.6.1);
¢) shall respond to paging;
NOTE 1. Paging isnot supported over non-3GPP access.

NOTE 2: Asan implementation option, the MUSIM UE is allowed to not respond to paging based on the
information available in the paging message, e.g. voice service indication.

d) if configured for eCall only mode as specified in 3GPP TS 31.102 [22], shall perform the eCall inactivity
procedure at expiry of timer T3444 or timer T3445 (see subclause 5.5.3); and

e) shal initiate aregistration procedure for mobility and periodic registration update on the expiry of timer T3511,;
and
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f) if acting asa5G ProSe UE-to-network relay UE as specified in 3GPP 24.554 [19E], shall initiate the
authentication and key agreement procedure (according to the conditions given in subclause 5.5.4).

5.2.3.2.2 NON-ALLOWED-SERVICE
The UE shall behave as specified in subclause 5.3.5.

The UE in 5GMM-REGISTERED.NON-ALLOWED-SERVICE substate, if configured for eCall only mode as
specified in 3GPP TS 31.102 [22], shall perform the eCall inactivity procedure at expiry of timer T3444 or timer T3445
(see subclause 5.5.3).

5.2.3.2.3 ATTEMPTING-REGISTRATION-UPDATE
The UE in 3GPP access:
a) shall not send any user data;

b) shall initiate a registration procedure for mobility and periodic registration update on the expiry of timers T3502,
T3511, T3346 or discontinuous coverage maximum time offset timer;

¢) shal initiate aregistration procedure for mobility and periodic registration update when entering a new PLMN or
SNPN, if timer T3346 is running and the new PLMN or SNPN is not equivalent to the PLMN or SNPN where
the UE started timer T3346, the PLMN identity of the new cell is not in the forbidden PLMN lists, and the
current TAI is not in one of the lists of 5GS forbidden tracking areas;

d) shall initiate aregistration procedure for mobility and periodic registration update when the current TAI has
changed, if timer T3346 is not running and:

1) the PLMN identity of the new cell is not in one of the forbidden PLMN lists;

2) the SNPN is not an SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]), the UE is not
registered for onboarding servicesin SNPN, and the SNPN identity of the new cell isin neither the
"permanently forbidden SNPNs" list nor the "temporarily forbidden SNPNs" list which are, if the UE
supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both,
associated with the selected entry of the "list of subscriber data” or the selected PLMN subscription;

3) the SNPN isan SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]), and the SNPN
identity of the new cell isin neither the " permanently forbidden SNPNs for access for localized servicesin
SNPN" list nor the "temporarily forbidden SNPNs for access for localized servicesin SNPN" list, associated
with the selected entry of the "list of subscriber data” or the selected PLMN subscription; or

4) the UE isregistered for onboarding servicesin SNPN, and the SNPN identity of the cell isin neither the
"permanently forbidden SNPNs for onboarding servicesin SNPN" list nor the "temporarily forbidden SNPNs
for onboarding servicesin SNPN" list;

and the current TAI isnot in one of the lists of 5GS forbidden tracking areas;

€) may initiate aregistration procedure for mobility and periodic registration update upon request of the upper
layers to establish an emergency PDU session or perform emergency service fallback;

el) may initiate a registration procedure for mobility and periodic registration update upon request of the upper
layersto establish a PDU session, even if timer T3502, T3346 or T3447 isrunning, if the UE is a UE configured
for high priority accessin the selected PLMN;

€2) may initiate a registration procedure for mobility and periodic registration update upon request of the upper
layersto establish a PDU session, even if timer T3502, T3346 isrunning, if the UE isaUE configured for high
priority accessin selected SNPN;

f) may perform de-registration locally and initiate a registration procedure for initial registration for emergency
services even if timer T3346 is running;

g) shal initiate registration procedure for mobility and periodic registration update upon reception of paging, or
upon reception of NOTIFICATION message with access type indicating 3GPP access;
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NOTE: Asanimplementation option, the MUSIM UE is allowed to not respond to paging based on the

h)

K)

information available in the paging message, e.g. voice service indication.

may initiate a registration procedure for mobility and periodic registration update upon request for an MMTEL
voice call, MMTEL video call, or an MO IM Sregistration related signalling from the upper layers, and none of
the following conditionsis met:

1) timer T3346 isrunning;

2) the UE has stored alist of "non-allowed tracking areas' and the current TAI isin thelist of "non-allowed
tracking areas"; or

3) the UE has stored alist of "allowed tracking areas’, the UE is camped on a cell which isin the registration
area and the current TAl isnot in the list of "allowed tracking areas’;

shall initiate aregistration procedure for mobility and periodic registration update if the 5GS update statusis set
to 5U2 NOT UPDATED, and timers T3511, T3502 and T3346 are not running;

if configured for eCall only mode as specified in 3GPP TS 31.102 [22], shall perform the eCall inactivity
procedure at expiry of timer T3444 or timer T3445 (see subclause 5.5.3);

may initiate a registration procedure for mobility and periodic registration update for UE in NB-N1 mode upon
receiving areguest from upper layersto transmit user data related to an exceptional event and the UE is allowed
to use exception data reporting (see the ExceptionDataReportingAllowed leaf of the NAS configuration MO in
3GPP TS 24.368[17]) or the USIM file EFnasconmic in 3GPP TS 31.102 [22]) if timer T3346 is not already
running for "MO exception data" and even if timer T3502 or timer T3511 is running;

shall not initiate the signalling for the de-registration procedure with de-registration type "normal de-
registration” unlessthe current TAI is part of the TAI list; and

m) shall initiate a registration procedure for mobility and periodic registration update if the UE supports the

reconnection to the network due to RAN timing synchronization status change and receives an indication of a
changein the RAN timing synchronization status, even if timer T3502 is running.

The UE in non-3GPP access:

a)

b)

©)

shall not send any user data;

shall initiate the registration procedure for mobility and periodic registration update on the expiry of timers
T3502, T3511 or T3346;

may initiate a registration procedure for mobility registration update upon request of the upper layers to establish
an emergency PDU session;

cl) may initiate aregistration procedure for mobility and periodic registration update upon request of the upper

d)

€)

layersto establish a PDU session, if the UE is a UE configured for high priority accessin selected PLMN even if
timer T3346 or T3502 is running;

may perform de-registration locally and initiate a registration procedure for initial registration for emergency
services even if timer T3346 is running;

may initiate a registration procedure for mobility and periodic registration update upon request for an MMTEL
voice call, MMTEL video cal, or an MO IMS registration related signalling from the upper layers, if timer
T3346 is hot running;

f) shal initiate aregistration procedure for mobility and periodic registration update if the 5GS update statusis set
to 5U2 NOT UPDATED, and timers T3511, T3502 and T3346 are not running; and
g) shal not initiate the signalling for the de-registration procedure unless timer T3346 is running.
5.2.3.2.4 LIMITED-SERVICE
The UE:
a) shall perform cell selection/reselection;
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b) may perform de-registration locally and initiate an initial registration for emergency services, and

¢) if configured for eCall only mode as specified in 3GPP TS 31.102 [22], shall perform the eCall inactivity
procedure at expiry of timer T3444 or timer T3445 (see subclause 5.5.3).

5.2.3.25 PLMN-SEARCH

The UE shall perform PLMN selection or SNPN selection. If anew PLMN is selected, the UE shall reset the
registration attempt counter and initiate a registration procedure for mobility and periodic registration update (see
subclause 5.5.1.3). If anew SNPN is selected, the UE shall reset the registration attempt counter and initiate a mobility
registration update if the UE supports access to an SNPN using credentials from a credentials holder or when the
SNPNs are equivalent SNPNs or both (see subclause 4.14.2) and the last registered SNPN and the newly selected SNPN
are both identified by globally-unique SNPN identities. Otherwise the UE, may perform de-registration locally and shall
initiate a registration procedure for initial registration (see subclause 5.5.1.2.2).If the selected cell in the new PLMN is
known not to be able to provide normal service, the UE may perform de-registration locally and initiate an initial
registration for emergency services.

5.2.3.2.6 NO-CELL-AVAILABLE

The UE shall perform cell selection and choose an appropriate substate when a cell is found.

5.2.3.2.7 UPDATE-NEEDED
The UE:
a) shall not send any user data;

b) shall not send signalling information, unlessit is a service request as a response to paging or to initiate signalling
for emergency services or emergency services fallback;

c) shall perform cell selection/reselection;

d) shall enter the appropriate new substate as soon as the lower layersindicate that the barring is alleviated for the
access category with which the access attempt for the registration procedure for mobility and periodic
registration update was associated and, if still needed, start the registration procedure for mobility and periodic
registration update or the signalling for the de-registration procedure (see subclauses 5.5.1.3.7, item |, and
5.5.2.2.6, item b); and

e) if configured for eCall only mode as specified in 3GPP TS 31.102 [22], shall perform the eCall inactivity
procedure at expiry of timer T3444 or T3445 (see subclause 5.5.3).

5.3 General on elementary 5GMM procedures

5.3.1 5GMM modes and N1 NAS signalling connection

5.3.1.1 Establishment of the N1 NAS signalling connection

When the UE isin 5GMM-IDLE mode over 3GPP access and needs to transmit an initial NAS message, the UE shall
request the lower layer to establish an RRC connection. Upon indication from the lower layers that the RRC connection
has been established, the UE shall consider that the N1 NAS signalling connection over 3GPP access is established and
enter 5GMM-CONNECTED mode over 3GPP access.

When the UE isin 5GMM-IDLE mode over non-3GPP access, and the UE receives an indication from the lower layers
of non-3GPP access, that the access stratum connection is established between the UE and the network, the UE shall
send an initial NAS message, consider the N1 NAS signalling connection is established and enter 5GMM-
CONNECTED mode over non-3GPP access.

Initial NAS messages are:
a) REGISTRATION REQUEST message;
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b) DEREGISTRATION REQUEST message;
¢) SERVICE REQUEST message; and
d) CONTROL PLANE SERVICE REQUEST.

If the UE is capable of both N1 mode and S1 mode and lower layers provide an indication that the current E-UTRA cell
is connected to both EPC and 5GCN, for the routing of the REGISTRATION REQUEST message during theinitial
registration procedure to the appropriate core network (EPC or 5GCN), the UE NAS provides the lower layers with the
selected core network type information.

For the routing of theinitial NAS message to the appropriate AMF, if the UE holds a 5G-GUTI or 4G-GUTI, the UE
NAS provides the lower layers with the UE identity according to the following rules:

a) if theregistration procedure for mobility and periodic registration update was triggered due to the last
CONFIGURATION UPDATE COMMAND message containing the Configuration update indication | E with the
Registration hit set to "registration requested” and including:

1) no other parameters;
2) oneor both of the Allowed NSSAI |E and the Configured NSSAI |E; or

3) the Network dlicing indication |E with the Network slicing subscription change indication set to " Network
slicing subscription changed”;

the UE NAS shall not provide the lower layers with the 5G-S-TMSI or the registered GUAMI;

b) if the service request procedure was initiated over non-3GPP access, the UE NAS shall provide the lower layers
with the registered GUAMI, but shall not provide the lower layers with the 5G-S-TMSI;

c) if theinitial NAS message other than the SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST
message was initiated over untrusted non-3GPP access, the UE NAS shall provide the lower layers with the
GUAMI of the 5G-GUTI that the UE NAS has selected as specified in the subclause 5.5.1.2.2 and 5.5.1.3.2, but
shall not provide the lower layers with the 5G-S-TMSI;

if theinitial NAS message other than the SERVICE REQUEST or CONTROL PLANE SERVICE REQUEST
message was initiated over trusted non-3GPP access, the UE NAS shall provide the lower layers with the 5G-
GUTI, if available, otherwise shall provide the lower layers with the SUCI;

if the UE isthe 5G-RG and theinitial NAS message other than the SERVICE REQUEST or CONTROL PLANE
SERVICE REQUEST message was initiated over wireline access, the UE NAS shall provide the lower layers
with the GUAMI of the 5G-GUT] that the UE NAS has selected as specified in the subclause 5.5.1.2.2 and
5.5.1.3.2, if available, otherwise shall not provide the lower layers with any UE identity;

d) if the UE does not hold a 5G-GUTI that was previously assigned by the same PLMN with which the UE is
performing the registration procedure and if:

1) the UE operating in the single-registration mode performs a registration procedure for mobility and periodic
registration update indicating "mobility registration updating” following an inter-system change from S1
mode to N1 mode; or

2) the UE which was previously registered in S1 mode before entering state EMM-DEREGISTERED, performs
aninitial registration procedure, the UE has received the interworking without N26 interface indicator set to
"interworking without N26 interface not supported” from the network, and the UE holds a 4G-GUTI;

then the UE NAS provides the lower layers with a GUAMI part of the 5G-GUTI mapped from 4G-GUTI as
specified in 3GPP TS 23.003 [4] with an indication that the GUAMI is mapped from EPS; or

€) otherwise:

1) if thetracking area of the current cell isin the registration area, the UE NAS shall provide the lower layers
with the 5G-S-TM S, but shall not provide the registered GUAMI to the lower layers; or

2) if thetracking area of the current cell is not in the registration area, the UE NAS shall provide the lower
layers with the GUAMI of the 5G-GUTI that the UE NAS has selected as specified in the
subclauses 5.5.1.2.2 and 5.5.1.3.2, but shall not provide the lower layers with the 5G-S-TMSI.
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For 3GPP access, if:

a) the UE isoperating in single-registration mode, the UE does not hold a 5G-GUTI and the UE does not hold a
4G-GUTI; or

b) the UE is operating in dual-registration mode and the UE does not hold a 5G-GUTI;
the UE NAS does not provide the lower layers with the 5G-S-TMSI or the registered GUAMI.

For untrusted non-3GPP access, if the UE does not hold a 5G-GUTI and the UE does not hold a4G-GUTI, the UE NAS
does not provide the lower layers with the 5G-S-TM S| or the registered GUAMI. For trusted non-3GPP access, if the
UE does not hold a 5G-GUTI and the UE does not hold a4G-GUTI, the UE NAS provides the lower layers with the
SuUCl.

For 3GPP access, if a UE operating as an | AB-node performs a registration procedure or service request procedure (see
3GPP TS 23.501[8]), the UE NAS shall indicate to the lower layers that the establishment of the NAS signalling
connection is for a UE operating as an |AB-node.

The UE NAS aso provides the lower layers with the identity of the selected PLMN (see 3GPP TS 38.331 [30]) if the
UE is not operating in SNPN access operation mode. If the UE is operating in SNPN access operation mode, the UE
NAS provides the lower layers with the SNPN identity of the selected SNPN. In a shared network, the UE shall choose
one of the PLMN identity(ies) or SNPN identity(ies) as specified in 3GPP TS 23.122 [5] and 3GPP TS 24.502 [18].

The UE NAS layer may provide the lower layers with an NSSAI as specified in subclause 4.6.2.3.

If the UE performsinitial registration for onboarding servicesin SNPN or is registered for onboarding servicesin
SNPN, the UE NAS layer shall provide the lower layers with an indication that the connection is for onboarding.

5.3.1.2 Re-establishment of the N1 NAS signalling connection

When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and
the UE has no pending NAS procedure and no pending uplink user data for PDU session(s) with user-plane resources
aready established, the UE shall:

a) enter 5GMM-IDLE mode; and

b) initiate the registration procedure for mobility and periodic registration update and include the Uplink data status
IE inthe REGISTRATION REQUEST message indicating the PDU session(s) for which user-plane resources
were active prior to receiving the fallback indication, if any (see subclause 5.5.1.3 for further details).

When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and
the UE has pending uplink user datafor PDU session(s) with user-plane resources already established but no pending
NAS procedure, the UE shall:

a) enter 5GMM-IDLE mode; and

b) initiate the service request procedure and include the Uplink data status |E in the SERVICE REQUEST message
or the CONTROL PLANE SERVICE REQUEST message indicating the PDU session(s) for which user-plane
resources were active prior to receiving the fallback indication (see subclause 5.6.1 for further details).

When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and
the UE has a pending registration procedure, a service request procedure, or a de-registration procedure, the UE shall:

a) enter 5GMM-IDLE mode;
b) proceed with the pending procedure; and

c) if the pending procedure is a service request or registration procedure and the SERVICE REQUEST message,
the CONTROL PLANE SERVICE REQUEST message or the REGISTRATION REQUEST message does not
include UE request type |E with Request type value set to "NAS signalling connection release”, the UE shall
include the Uplink data status IE in the SERVICE REQUEST message, the CONTROL PLANE SERVICE
REQUEST message, or in the REGISTRATION REQUEST message, indicating the PDU session(s) for which
user-plane resources were not active prior to receiving a fallback indication from the lower layers and the UE has
pending user data to be sent over 3GPP access, if any, and the PDU session(s) for which user-plane resources
were active prior to receiving the fallback indication, if any (see subclauses 5.5.1.3 and 5.6.1 for further details).
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When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and
the UE has a pending NAS procedure other than a registration procedure, a service request procedure, or a de-
registration procedure, the UE shall:

a) enter 5GMM-IDLE mode;

b) initiate the service request procedure and include the Uplink data status |E in the SERVICE REQUEST message
or the CONTROL PLANE SERVICE REQUEST message indicating the PDU session(s) for which user-plane
resources were active prior to receiving the fallback indication, if any (see subclause 5.6.1 for further details);
and

¢) upon successful service request procedure completion, proceed with any pending procedure.

When the UE in 5GMM-CONNECTED mode over 3GPP access receives a fallback indication from lower layers, and
the UE has no pending NAS procedure and no pending uplink user data for PDU session(s) with user-plane resources
already established, and the UE was using network resources for 5G ProSe direct discovery over PC5 or 5G ProSe
direct communication over PC5 (see 3GPP TS 23.304 [6E]), the UE shall:

a) enter 5GMM-IDLE mode; and

b) initiate the service request procedure and include the Uplink data status |E in the SERVICE REQUEST message
or the CONTROL PLANE SERVICE REQUEST message indicating the PDU session(s) for which user-plane
resources were active prior to receiving the fallback indication, if any (see subclause 5.6.1 for further details).

The UE which supports S-NSSAI location validity information, and which has received S-NSSAI location validity
information from the AMF, shall include the Uplink data status |E in the REGISTRATION REQUEST message, the
SERVICE REQUEST message, or the CONTROL PLANE SERVICE REQUEST message, to indicate the PDU
session(s) for which user-plane resources were active prior to receiving the fallback indication, as described above, only
if the UE isinside the NS-AoS with respect to the S-NSSAI which is associated with a PDU session.

The cases above apply when the UE isin an alowed area or when the UE is not in a non-allowed area.
When the UE:

a) isinanon-allowed areaor isnot in an allowed areg;

b) isin 5 GMM-CONNECTED mode over 3GPP access,

c) receives afallback indication from lower layers; and

d) does not have signalling pending,
the UE shall:

a) enter 5GMM-IDLE mode; and

b) initiate the registration procedure for mobility and periodic registration update. The UE shall not include the
Uplink data status IE in the REGISTRATION REQUEST message except if the PDU session for which user-
plane resources were active is an emergency PDU session, or if the UE is configured for high priority accessin
selected PLMN or SNPN.

In the above cases when the UE receives a fallback indication from lower layers, if the UE isin non-allowed area or not
in allowed area, the UE shall behave as specified in subclause 5.3.5.

5.3.1.3 Release of the N1 NAS signalling connection
The signalling procedure for the release of the N1 NAS signalling connection isinitiated by the network.

In N1 mode, upon indication from lower layers that the access stratum connection has been released, the UE shall enter
5GMM-IDLE mode and consider the N1 NAS signalling connection released.

If the UE in 3GPP accessis configured for eCall only mode as specified in 3GPP TS 31.102 [22] then:

- if the N1 NAS signalling connection that was released had been established for eCall over IMS was released, the
UE shall start timer T3444; and
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- if the N1 NAS signalling connection that was released had been established for a call to an HPLMN designated
non-emergency MSISDN or URI for test or terminal reconfiguration service was released, the UE shall start
timer T3445.

The UE shall start the timer T3447 if not already running when the N1 NAS signalling connection is released as
specified in subclause 5.3.17.

To alow the network to release the N1 NAS signalling connection, the UE:

a) shall start the timer T3540 if the UE receives any of the 5GMM cause values #7, #11, #12, #13, #15, #27, #31,
H#HE2, #72, #73, #74, #75, #76, #78and the UE does not consider the received 5GMM cause val ue as abnormal
case as specified in subclauses 5.5.1.2.7, 5.5.1.3.7 and 5.5.2.3.4;

al) shall start the timer T3540 if the UE receives a SERVICE REJECT, casei) in subclause 5.6.1.7 is applicable and
the procedure was started from 5GMM-IDLE mode;

b) shall start the timer T3540 for a UE in 3GPP accessiif:

1)

2)

3)

4)

5)

6)

7)

8)
9)

the UE receives a REGISTRATION ACCEPT message which does not include a Pending NSSAI |E or UE
radio capability ID deletion indication IE;

the UE has set the Follow-on request indicator to "No follow-on request pending” in the REGISTRATION
REQUEST message,

the UE has not included the Uplink data status |E in the REGISTRATION REQUEST message, or the UE
has included the Uplink data status |E in the REGISTRATION REQUEST message but the
REGISTRATION ACCEPT message indicates that no user-plane resources of any PDU sessions are to be re-
established;

the UE has not included the Allowed PDU session status | E or has included the Allowed PDU session status
|E indicating there is no PDU session(s) for which the UE allowed the user-plane resource to be re-
established over 3GPP accessin the REGISTRATION REQUEST message, or the UE has included the
Allowed PDU session status |E in the REGISTRATION REQUEST message but the REGISTRATION
ACCEPT message does not indicate that any user-plane resources of any PDU sessions are to be re-
established;

the registration procedure has been initiated in 5SGMM-IDLE mode, or the UE has set Request type to "NAS
signalling connection release" in the UE request type | E in the REGISTRATION REQUEST message and
the N1 NAS signalling connection release bit is set to "N1 NAS signalling connection release supported” in
the 5GS network feature support |1E of the REGISTRATION ACCEPT message;

the user-plane resources for PDU sessions have not been set up, except for the case the UE has set Request
type to "NAS signalling connection release” in the UE request type |E in the REGISTRATION REQUEST
message and the N1 NAS signalling connection release bit is set to "N1 NAS signalling connection release
supported” in the 5GS network feature support | E of the REGISTRATION ACCEPT message;

the UE need not request resources for V2X communication over PC5 reference point (see
3GPP TS 23.287 [6C));

void;

the UE need not request resources for 5G ProSe direct discovery over PC5 or 5G ProSe direct
communication over PC5 (see 3GPP TS 23.304 [6E]); and

10) the UE need not request resources for A2X communication over PC5 reference point (see

3GPP TS 23.256 [6AB]);

NOTE 1: The lower layers indicate when the user-plane resources for PDU sessions are successfully established or

released.

bl)may start the timer T3540 at completion of the registration procedure if the UE has included unavailability
information and has not included a start of the unavailability period in the REGISTRATION REQUEST
message;

c) shall start the timer T3540 if the UE receives a REGISTRATION REJECT message indicating:
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the 5GMM cause value #9 or #10;

d) shall start the timer T3540 if the UE receives a SERVICE REJECT message indicating:

the 5GMM cause value #9, #10; or

the 5GMM cause value #28 and with no emergency PDU session has been established;

€) shall start the timer T3540 if:

f)

1) the UE receivesa CONFIGURATION UPDATE COMMAND message containing the Configuration update
indication |E with the Registration bit set to "registration requested” and with:

i) either new allowed NSSAI information or new configured NSSAI information or both included;
ii) the network slicing subscription change indication; or
iii) no other parameters; and

2) the user-plane resources for PDU sessions have not been set up;

shall start the timer T3540 for a UE in 3GPP accessiif:

1) the UE receivesa SERVICE ACCEPT message;

2) for the case that the UE sent the:

i) SERVICE REQUEST message, the UE did not set the Service type |E to "signalling” or "high priority
access', the UE has not included the Uplink data status |E in the SERVICE REQUEST message, or the
UE has included the Uplink data status | E in the SERVICE REQUEST message but the SERVICE
ACCEPT message indicates that no user-plane resources of any PDU sessions are to be re-established; or

ii) CONTROL PLANE SERVICE REQUEST message, the UE did not set the Control plane service type |lE
to "emergency services fallback", the UE has not included the Uplink data status IE in the CONTROL
PLANE SERVICE REQUEST message, or the UE hasincluded the Uplink data status |E in the
CONTROL PLANE SERVICE REQUEST message but the SERVICE ACCEPT message indicates that
no user-plane resources of any PDU sessions are to be re-established;

3) the UE has not included the Allowed PDU session status |E or has included the Allowed PDU session status
IE indicating there is no PDU session(s) for which the UE allowed the user-plane resource to be re-
established over 3GPP access in the SERVICE REQUEST message or the CONTROL PLANE SERVICE
REQUEST message, or the UE has included the Allowed PDU session status |E in the SERVICE REQUEST
message or the CONTROL PLANE SERVICE REQUEST message but the SERVICE ACCEPT message
does not indicate that any user-plane resources of any PDU sessions are to be re-established;

4) the service request procedure has been initiated in 5GMM-IDLE mode;
5) the user-plane resources for PDU sessions have not been set up;

6) the UE need not request resources for V2X communication over PC5 reference point (see
3GPP TS 23.287 [6C));

7) the UE need not request resources for 5G ProSe direct discovery over PC5 or 5G ProSe direct
communication over PC5 (see 3GPP TS 23.304 [6E]); and

8) the UE need not request resources for A2X communication over PC5 reference point (see
3GPP TS 23.256 [6AB]);

NOTE 2: The lower layers indicate when the user-plane resources for PDU sessions are successfully established or

released.

g) may start the timer T3540 if the UE receives any of the 5GMM cause values #3 or #6 or if it receives an

AUTHENTICATION REJECT message;

h) shall start the timer T3540 for a UE in 3GPP access upon completion of the configuration update procedure or

the registration procedure if the UE does not have an emergency PDU session and:
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1) the UE received a CONFIGURATION UPDATE COMMAND message or a REGISTRATION ACCEPT
message while camping on a CAG cell and none of the CAG-1D(s) supported by the current CAG cell is
authorized based on "Allowed CAG list" of the entry for the current PLMN in the received "CAG
information list";

2) the UE received a CONFIGURATION UPDATE COMMAND message or a REGISTRATION ACCEPT
message while camping on a non-CAG cell and the entry for the current PLMN in the received "CAG
information list" includes an "indication that the UE is only allowed to access 5GS via CAG cells'; or

3) the UE received a CONFIGURATION UPDATE COMMAND message while camping on a CAG cell and
the entry for the current PLMN in not included in the received "CAG information list"; or

shall start the timer T3540 for a UE in 3GPP accessiif:
1) the UE receives a SERVICE ACCEPT message; and
2) the UE:

- has set Request type to "NAS signalling connection release” in the UE request type |E in the SERVICE
REQUEST message or CONTROL PLANE SERVICE REQUEST message; or

- has set Request type to "Rejection of paging” in the UE request type IE in the SERVICE REQUEST
message or CONTROL PLANE SERVICE REQUEST message and the UE receives a
CONFIGURATION UPDATE COMMAND message;

j) shall start the timer T3540 if:

1) the UE receives the 5GMM cause value #22 along with a T3346 value in the SERVICE REJECT message, the

value indicates that the timer T3346 is neither zero nor deactivated and the service request procedure has been
initiated in 5GMM-IDLE mode; or

2) the UE receivesthe 5GMM cause value #22 along with a T3346 value in the message different from the

SERVICE REJECT message, and the value indicates that the timer T3346 is neither zero nor deactivated; or

k) shall start the timer T3540 if the UE receives a DEREGISTRATION ACCEPT message.

[) shal start the timer T3540 after the completion of the de-registration procedure, if the UE receives a

DEREGISTRATION REQUEST message and the de-registration type indicates "re-registration required”.

Upon expiry of T3540,

in cases a), al), b), bl), f), g), h), i), j) and k) the UE shall locally release the established N1 NAS signalling
connection;

in cases ¢) and d) the UE shall locally release the established N1 NAS signalling connection and the UE shall
initiate the registration procedure as described in subclause 5.5.1.3 or 5.6.1.5; or

in case €), the UE shall locally release the established N1 NAS signalling connection and perform a new
registration procedure as specified in subclause 5.5.1.3.2.

in casel), the UE shall locally release the established N1 NAS signalling connection and initiate the registration
procedure as specified in subclause 5.5.1.2.2.

In case a),

upon receiving a request from the upper layers to perform emergency services fallback only for a UE in 3GPP
access or establishing an emergency PDU session, the UE shall stop timer T3540 and shall locally release the N1
NAS signalling connection, before proceeding as specified in subclause 5.5.1.

In case b) and f),

upon an indication from the lower layers that the user-plane resources for PDU sessions are set up, the UE shall
stop timer T3540 and may send uplink signalling viathe existing N1 NAS signalling connection or user datavia
user plane. If the uplink signalling is associated with emergency services fallback only for a UE in 3GPP access
or establishing an emergency PDU session, the UE shall stop timer T3540 and send the uplink signalling viathe
existing N1 NAS signalling connection;
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In case b), f) and i),

upon receipt of a DEREGISTRATION REQUEST message, the UE shall stop timer T3540 and respond to the
network-initiated de-registration request via the existing N1 NAS signalling connection as specified in
subclause 5.5.2.3;

upon receipt of a message of a network-initiated 5GMM common procedure except a CONFIGURATION
UPDATE COMMAND message without requesting acknowledgement or a5GMM status message, the UE shall
stop timer T3540 and respond to the network-initiated 5GMM common procedure viathe existing N1 NAS
signalling connection as specified in subclause 5.4;

if there is no user-plane resources established for PDU sessions, upon receiving a request from the upper layers
to perform emergency services fallback only for a UE in 3GPP access or establishing an emergency PDU
session, the UE shall stop timer T3540 and shall locally release the N1 NAS signalling connection, before
proceeding as specified in subclause 5.6.1;

if there is no user-plane resources established for PDU sessions, upon receiving a request from the upper layers
to perform services other than emergency services fallback only for a UE in 3GPP access or establishing an
emergency PDU session, the UE shall wait for the local release of the established N1 NAS signalling connection
upon expiry of timer T3540 or wait for timer T3540 being stopped, before initiating NAS signalling;

upon receipt of aDL NAS TRANSPORT message, the UE shall stop timer T3540 and may send uplink
signaling viathe existing N1 NAS signalling connection;

upon reception of NOTIFICATION message as specified in subclause 5.6.3.1 case a), the UE shall stop timer
T3540 and send uplink signalling via the existing N1 NAS signalling connection; or

upon initiation of registration procedure for mobility and periodic registration update as specified in
subclause 5.5.1.2.7 for cases h), i), j), subclause 5.5.1.3.7 for casesj), k) or subclause 5.5.1.3.2 for case @), the
UE shall stop timer T3540.

In casec) and d),

upon an indication from the lower layers that the access stratum connection has been rel eased, the UE shall stop
timer T3540 and perform a new registration procedure as specified in subclause 5.5.1.3.5 or 5.6.1.5.

upon receiving a request from the upper layersto perform emergency services fallback only for a UE in 3GPP
access or establishing an emergency PDU session, the UE shall stop timer T3540 and shall locally release the N1
NAS signalling connection, before proceeding as specified in subclause 5.5.1.

In case e),

upon an indication from the lower layers that the access stratum connection has been released, the UE shall stop
timer T3540 and perform a new registration procedure as specified in subclause 5.5.1.3.2.

upon an indication from the lower layers that the user-plane resources for PDU sessions are set up, the UE shall
stop timer T3540 and may send user data via user plane.

NOTE 3: Inthis case, the new registration procedure is performed when the UE moves to the 5GMM-IDLE mode.

upon receiving a request from the upper layersto perform emergency services fallback only for a UE in 3GPP
access or establishing an emergency PDU session, the UE shall stop timer T3540 and shall locally release the N1
NAS signalling connection, before proceeding as specified in subclause 5.5.1.

If the UE had set the Follow-on request indicator to "Follow-on request pending” in the REGISTRATION REQUEST
message due to pending uplink signalling but cannot send the pending signalling due to new service area restrictions
received or due to network not supporting the feature as indicated in the REGISTRATION ACCEPT message (for
example UE set the "Follow-on request pending” to send SMS over NAS but AMF notified "SMS over NAS not
allowed") and if there is no further pending data or signalling and user plane resources have not been set up, the UE
may locally release the established N1 NAS signalling connection upon completion of the registration procedure.

NOTE 4: the UE is allowed to inform the lower layers that there is no 5GMM or 5GSM messages need to be sent

over non-3GPP accessif the UE receives a REGISTRATION REJECT message over non-3GPP access or
a SERVICE REJECT message over non-3GPP access.
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If the timer T3540 is not running when the UE enters state 5SGMM-DEREGISTERED.PLMN-SEARCH or 5GMM-
REGISTERED.PLMN-SEARCH, the UE may locally release the N1 NAS signalling connection.

If the timer T3540 is not running and the UE has included unavailability information and has not included the start of
unavailability period:

- inthe DEREGISTRATION REQUEST message, then at completion of the de-registration procedure the UE
shall locally release the N1 NAS signalling connection and enter 5GMM-DEREGISTERED.NO-CELL-
AVAILABLE dtate; or

- inthe REGISTRATION REQUEST message, then at completion of the registration procedure the UE shall
locally release the N1 NAS signalling connection and enter 5GMM-REGISTERED.NO-CELL-AVAILABLE
state.

5.3.14 5GMM-CONNECTED mode with RRC inactive indication

This subclause is only applicable for UE's 56MM mode over 3GPP access. The 56MM-CONNECTED mode with
RRC inactive indication is not supported when the UE isin NB-N1 mode.

The UE isin 5GMM-CONNECTED mode with RRC inactive indication when the UE isin:
a) 5GMM-CONNECTED mode over 3GPP access at the NAS layer; and
b) RRC_INACTIVE state at the AS layer (see 3GPP TS 38.300 [27]).

Unless stated otherwise, the UE behaviour in 5GMM-CONNECTED mode with RRC inactive indication follows the
UE behaviour in 56MM-CONNECTED over 3GPP access, except that:

a) the UE shall apply the mobility restrictions; and
b) the UE shall perform the PLMN selection procedures
asin 5GMM-IDLE mode over 3GPP access.

The UE shall transition from 5GMM-CONNECTED mode over 3GPP access to 56GMM-CONNECTED mode with
RRC inactive indication upon receiving an indication from the lower layers that the RRC connection has been
suspended.

NOTE 1: Any pending procedure or uplink data packet when receiving an indication from the lower layers that the
RRC connection has been suspended, triggers arequest to the lower layersto transition to
RRC_CONNECTED dtate. Thisis aso the case when the pending procedure or uplink data packet
triggered a previous request to the lower layersto transition to RRC_CONNECTED state.

If the UE in 3GPP accessis configured for eCall only mode as specified in 3GPP TS 31.102 [22] then:

- if the UE with the N1 NAS signalling connection established for eCall over IMS moved to 5GMM-
CONNECTED mode with RRC inactive indication, the UE shall start timer T3444; and

- if the UE with the N1 NAS signalling connection established for acall to an HPLMN designated non-emergency
MSISDN or URI for test or terminal reconfiguration service moved to 5SGMM-CONNECTED mode with RRC
inactive indication, the UE shall start timer T3445.

Upon:

a) atrigger of aprocedure which requires sending of a NAS message different from a REGISTRATION
REQUEST message with the NG-RAN-RCU hit of the 5GS update type | E set to "UE radio capability update
needed”;

b) an uplink user data packet to be sent for a PDU session with suspended user-plane resources;

c) atrigger to request resources for 5G ProSe direct discovery over PC5 or 5G ProSe direct communication over
PC5;

d) atrigger to request resources for V2X communication over PC5 (see 3GPP TS 23.287 [6C]); or

€) atrigger to request resources for A2X communication over PC5 (see 3GPP TS 23.256 [6AB]);
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the UE in 5GMM-CONNECTED mode with RRC inactive indication over 3GPP access shall request the lower layers
to transition to RRC_CONNECTED state (see 3GPP TS 38.300 [27]).

For case a) above, if the trigger of the procedure is to request the establishment of a PDU session associated with an S-
NSSAI included in the partially allowed NSSAI, the UE shall request the lower layersto transition to
RRC_CONNECTED state only if the current TA isin thelist of TAs where the SSNSSAI is allowed.

For case a) above, if the trigger of the procedure is to request the establishment of a PDU session associated with an S-
NSSAI which has S-NSSAI location validity information, the UE shall request the lower layers to transition to
RRC_CONNECTED state only if the current cell isin the NS-AoS of the S-NSSAI.

For case b) above, the UE which supports S-NSSAI location validity information, and which has received S-NSSAI
location validity information from the AMF, shall request the lower layersto transition to RRC_CONNECTED state
only if the UE isinside the NS-AoS with respect to the S-NSSAI which is associated with the PDU session with
suspended user-plane resources.

For case b) above, if the PDU session is associated with an S-NSSAI included in the partially allowed NSSAI, the UE
shall request the lower layersto transition to RRC_CONNECTED state only if the current TA isin thelist of TAs
where the S-NSSA is allowed.

NOTE 2: If the UE supports Small Data Transmission (SDT) (see 3GPP TS 38.300 [27]), the following applies:

a) if the UE due to pending uplink NAS messages or user data packets is requesting the lower layers
to transition to RRC_CONNECTED state, but has not received aresponse from the lower layers,
the UE can send the pending NAS messages or user data packets to the lower layers, and can
receive multiple downlink NAS messages or multiple downlink user data packets from the lower
layers while the UE remainsin 5GMM-CONNECTED mode with RRC inactive indication over
3GPP access (i.e., without transitioning to 5GMM-CONNECTED mode). When the NAS layer
triggers the transmission of pending uplink NAS messages or user data packets, and if the SDT is
ongoing, the NAS layer will receive the response from the lower layers only after the SDT session
has completed or failed;

b) the NASlayer is not aware of the classification of NAS messages or the user data packets as
belonging to the SDT session at the lower layers; and

¢) the setting of access category and the RRC establishment cause indicated to the lower layers when
sending the pending uplink user data packets while the UE remainsin 5GMM-CONNECTED
mode with RRC inactive indication, is |eft to implementation.

Upon atrigger to send a REGISTRATION REQUEST message with the NG-RAN-RCU bit of the 5GS update type |IE
set to "UE radio capability update needed”, the UE in 5GMM-CONNECTED mode with RRC inactive indication shall
move to 5GMM-IDLE mode over 3GPP access and proceed with the registration procedure for mobility and periodic
registration update as specified in subclause 5.5.1.3.2.

The UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 56GMM-CONNECTED
mode over 3GPP access upon receiving an indication from the lower layers that the UE has transitioned to
RRC_CONNECTED state (see 3GPP TS 38.300 [27]).

NOTE 3: The AMF can be aware of the transition between 5GMM-CONNECTED mode and 5GMM-
CONNECTED mode with RRC inactive indication for a UE (see 3GPP TS 23.502 [9]).

The UE shall trigger atransition from 5GMM-CONNECTED mode with RRC inactive indication to 5SGMM-IDLE
mode upon selection of aPLMN or SNPN that is not an equivalent PLMN or SNPN to the registered PLMN or SNPN.
The UE shall not trigger atransition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE
mode upon entering anew PLMN or SNPN whichisin thelist of equivalent PLMNs or SNPNSs.

The UE shall trigger atransition from 5GMM-CONNECTED mode with RRC inactive indication to 5SGMM-IDLE
maode upon receiving REFRESH command from the UICC as specified in subclause 5.4.5.3.3.

If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives an indication from the lower layers
that the RRC connection has been suspended, the UE shall stay in 5GMM-CONNECTED mode with RRC inactive
indication. The UE shall re-initiate any pending procedure that had triggered the request to the lower layersto transition
to RRC_CONNECTED state, if still needed.
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When the UE in 5GMM-CONNECTED mode with RRC inactive indication receives a fallback indication from lower
layers, and the UE has no pending NAS procedure and no pending uplink user data for PDU session(s) with user-plane
resources already established, the UE shall:

a) enter 5GMM-IDLE mode; and

b) initiate the registration procedure for mobility and periodic registration update as specified for case 0) in
subclause 5.5.1.3.2.

If the UE requests the lower layersto transition to RRC_CONNECTED state at initiation of aregistration procedure, a
service reguest procedure or a de-registration procedure, upon fallback indication from lower layers, the UE shall:

- enter 5GMM-IDLE mode;
- proceed with the pending procedure; and

- if the pending procedure is a service regquest or registration request procedure and the SERVICE REQUEST
message, the CONTROL PLANE SERVICE REQUEST message or the REGISTRATION REQUEST message
does not include UE request type | E with Request type value set to "NAS signalling connection release”, the UE
shall include the Uplink data status IE in the SERVICE REQUEST message, the CONTROL PLANE SERVICE
REQUEST message or in the REGISTRATION REQUEST message, indicating the PDU session(s) without
active user-plane resources for which the UE has pending user data to be sent, if any, and the PDU session(s) for
which user-plane resources were active prior to receiving the fallback indication, if any (see subclauses 5.5.1.3
and 5.6.1 for further details).

If the UE requests the lower layersto transition to RRC_CONNECTED state for other reason than initiation of a
registration procedure, or for other reason than a service request procedure, or for other reason than a de-registration
procedure, upon fallback indication from lower layers, the UE shall:

1) enter 5GMM-IDLE mode;

2) initiate the service request procedure and include the Uplink data status | E in the SERVICE REQUEST message
or the CONTROL PLANE SERVICE REQUEST message indicating the PDU session(s) for which user-plane
resources were active prior to receiving the fallback indication, if any (see subclause 5.6.1 for further details). If
the procedure that triggered the request to the lower layersto transition to RRC_CONNECTED stateis the UE-
initiated NAS transport procedure and the UE had SM S, location services message, or CloT user data to send,
the UE shall also include the SMS, location services message, or CloT user datain the CONTROL PLANE
SERVICE REQUEST message as described in subclause 5.6.1.2.2; and

3) upon successful service request procedure completion, proceed with any pending procedure.

If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives a fallback indication from lower
layers, and the UE has pending uplink user data for PDU session(s) with user-plane resources already established but no
pending NAS procedure, the UE shall:

1) enter 5GMM-IDLE mode; and

2) initiate the service request procedure and include the Uplink data status | E in the SERVICE REQUEST message
or the CONTROL PLANE SERVICE REQUEST message indicating the PDU session(s) for which user-plane
resources were active prior to receiving the fallback indication (see subclause 5.6.1 for further details).

In the above cases when the UE receives a fallback indication from lower layers, if the UE isin non-allowed area or not
in alowed area, the UE shall behave as specified in subclause 5.3.5.

If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives an indication from the lower layers
that the resumption of the RRC connection has failed, and:

a) if thelower layersindicate that access barring is applicable for all access categories except categories 0 and 2, or
access barring is applicable for all access categories except category 0, the UE shall:

1) stay in 5GMM-CONNECTED mode with RRC inactive indication;
b) else, the UE shall:

1) enter 5GMM-IDLE mode; and
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2) if the UE

- does not have pending uplink user data for PDU session(s) with user-plane resources already established,
initiate the registration procedure for mobility and periodic registration update used for mobility (i.e. the
5GS registration type | E set to "mobility registration updating” in the REGISTRATION REQUEST
message) for N1 NAS signalling connection recovery as specified for case f) in subclause 5.5.1.3.2; or

- has pending uplink user data for PDU session(s) with user-plane resources already established or has
pending NAS procedure other than aregistration, service request, or de-registration procedure, then
initiate the service request procedure for N1 NAS signalling connection recovery as specified for casei)
orj)insubclause 5.6.1.1.

NOTE 4: Anindication from the lower layer that the RRC connection has been released with cause "RRC resume
failure" can be considered as an indication that the resumption of the RRC connection has failed.

The UE shall transition from 5GMM-CONNECTED mode with RRC inactive indication to 5GMM-IDLE mode over
3GPP access upon receiving from the lower layers:

a) indication of transition from RRC_INACTIVE state to RRC_IDLE state; or
b) indication of cell selection to E-UTRAN or another RAT that the UE supports.

If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives an indication from the lower layers
about the cell (re-)selection to different RAT that the UE supports, the UE shall initiate the registration procedure for
mobility or periodic registration update used for mobility (i.e. the 5GS registration type | E set to "mobility registration
updating” in the REGISTRATION REQUEST message) as specified in subclause 5.5.1.3.2.

If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives an indication from the lower layers of
atransition from RRC_INACTIVE state to RRC_IDLE state and 5GMM-REGISTERED.LIMITED-SERVICE is
entered, the UE shall subsequently upon entering state 5GMM-REGISTERED.NORMAL-SERVICE and if thereis no
uplink user data or signalling pending, initiate the registration procedure for mobility and periodic registration update
used for mobility (i.e. the 5GS registration type | E set to "mobility registration updating” in the REGISTRATION
REQUEST message) for N1 NAS signalling connection recovery as specified in subclause 5.5.1.3.2.

If the UE in 5GMM-CONNECTED mode with RRC inactive indication receives an indication from the lower layers
about RAN paging and the MUSIM UE decides not to initiate the service request procedure with service type set to
"mobile terminated services" or control plane service type set to "mobile terminating request” to respond to the RAN
paging, the UE may initiate the service request procedure and set request type to "NAS signalling connection release” in
the UE request type | E and service type to "signalling” in the SERVICE REQUEST message or set request type to
"NAS signalling connection release" in the UE request type | E and control plane service type set to "mobile originating
request” in the CONTROL PLANE SERVICE REQUEST message to reject the RAN paging as specified in

subclause 5.6.1.2 for case o of subclause 5.6.1.1. The UE may include its paging restriction preferences in the Paging
restriction | E in the SERVICE REQUEST message or CONTROL PLANE SERVICE REQUEST message as specified
in subclause 5.6.1.2 for case o of subclause 5.6.1.1.

NOTE 5: Theinterworking between the NAS layer and the AS layer triggered by RAN paging is up to UE
implementation.

NOTE 6: As an implementation option, the MUSIM UE is allowed to not respond to RAN paging based on the
information available in the paging message, e.g. voice service indication.

Upon receiving AMF paging indication from the lower layers, the UE shall transition from 5GMM-CONNECTED
mode with RRC inactive indication to 5SGMM-IDLE mode over 3GPP access and handle the AMF paging same as the
paging request received in the 5GMM-IDLE mode over 3GPP access as specified in subclause 5.6.1.

If the UE supporting the reconnection to the network due to RAN timing synchronization status change has been
requested to reconnect to the network upon receiving an indication of a change in the RAN timing synchronization
status (see subclauses 5.4.4.2, 5.5.1.2.4, and 5.5.1.3.4) and the UE receives an indication of a change in the RAN timing
synchronization status, the UE in 5GMM-CONNECTED mode with RRC inactive indication shall request the lower
layersto transition to RRC_CONNECTED state.
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5.3.1.5 Suspend and resume of the N1 NAS signalling connection

Suspend of the N1 NAS signalling connection can be initiated by the network in 5GMM-CONNECTED mode when
user plane CloT 5GS optimization is used. Resume of the suspended N1 NAS signalling connection is initiated by the

UE.

In the UE, when user plane CloT 5GS optimization is used:

Upon idle suspend indication from the lower layers, the UE shall enter 5GMM-IDLE mode with suspend
indication, shall not consider the N1 NAS signalling connection released and shall not consider the secure
exchange of NAS messages terminated (see subclause 4.4.2.5 and 4.4.5).

Upon trigger of a procedure using aninitial NAS message when in 5GMM-IDLE mode with suspend indication,
the UE shall:

i) if theinitial NAS message is a REGISTRATION REQUEST message with the NG-RAN-RCU bit of the
5GS update type | E set to "UE radio capability update needed", enter 5GMM-IDLE mode without suspend
indication and proceed with the registration procedure; or

ii) otherwise, request the lower layer to resume the RRC connection.

NOTE 1: In NB-N1 mode, in the request to the lower layer the data volume information of the initiadl NAS message

is provided to the lower layers. Interactions between the NAS and the lower layersin order to obtain the
data volume information of the initial NAS message (see 3GPP TS 36.321 [25E], 3GPP TS 36.331
[25A]) isleft to implementations.

Upon indication from the lower layers that the RRC connection has been resumed when in 5GMM-IDLE mode
with suspend indication, the UE shall enter 5GMM-CONNECTED mode. If the pending NAS message is:

i) aSERVICE REQUEST message, the service type |E is not set to "emergency services fallback", and the UE
did not include the NAS message container |E in the SERVICE REQUEST message; or

ii) aCONTROL PLANE SERVICE REQUEST message, and the UE did not include the CloT small data
container |E or the NAS message container |E in the CONTROL PLANE SERVICE REQUEST message,

the message shall not be sent. Otherwise the UE shall cipher the message as specified in subclause 4.4.5 and send

the pending initial NAS message upon entering 5GMM-CONNECTED mode;

NOTE 2: If aNAS messageis discarded and not sent to the network, the uplink NAS COUNT value corresponding

to that message is reused for the next uplink NAS message to be sent.

Upon fallback indication from the lower layers at RRC connection resume when in 5GMM-IDLE mode with
suspend indication, the UE shall enter 5GMM-IDLE mode without suspend indication, send any pending initial
NAS message and proceed as if RRC connection establishment had been requested,;

Upon indication from the lower layers that the RRC connection resume has failed and indication from the lower
layers that the RRC connection is suspended, the UE shall enter 5GMM-IDLE mode with suspend indication and
restart the ongoing NAS procedure if required; and

Upon indication from the lower layers that the RRC connection resume has failed and indication from the lower
layers that the RRC connection is not idle suspended, the UE shall enter 5GMM-IDLE mode without suspend
indication and restart the ongoing NAS procedure if required.

In the network, when user plane CloT 5GS optimization is used:

Upon idle suspend indication from the lower layers, the network shall enter 5GMM-IDLE mode with suspend
indication, shall not consider the N1 NAS signalling connection released and shall not consider the secure
exchange of NAS messages terminated; and

Upon indication from the lower layersthat it has received the NGAP UE context resume request message as
specified in 3GPP TS 38.413 [31] when in 5GMM-IDLE mode with suspend indication, the network shall enter
5GMM-CONNECTED mode.
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5.3.2 Permanent identifiers

A globally unique permanent identity, the 5G subscription permanent identifier (SUPI), is allocated to each subscriber
for 5GS-based services. The IMSI, the network specific identifier, the GCI and the GLI1 are valid SUPI types. When the
SUPI contains a network specific identifier, a GCI or a GLI, it shall take the form of a network access identifier (NAI).
When the UE performsinitial registration for onboarding servicesin SNPN or isregistered for onboarding servicesin
SNPN, the SUPI contains the onboarding SUPI derived from the default UE credentials for primary authentication. The
UE derives the onboarding SUPI before or during the initial registration for onboarding servicesin SNPN and uses the
derived onboarding SUPI in the initial registration for onboarding servicesin SNPN and while registered for
onboarding servicesin SNPN.

The structure of the SUPI and its derivatives are specified in 3GPP TS 23.003 [4].

The UE provides the SUPI to the network in concealed form. The SUCI isaprivacy preserving identifier containing the
concealed SUPI. When the SUPI contains a network specific identifier, a GCl or a GLI, the SUCI shall take the form of
an NAI as specified in 3GPP TS 23.003 [4].

A UE supporting N1 mode includes a SUCI:

a) inthe REGISTRATION REQUEST message when the UE is attempting initial registration procedure and avalid
5G-GUTI is not available;

b) inthe IDENTITY RESPONSE message, if the SUCI is requested by the network during the identification
procedure; and

¢) inthe DEREGISTRATION REQUEST message when the UE initiates a de-registration procedure and a valid
5G-GUTI is not available.

If the UE uses the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI, the SUCI contains the
unconcealed SUPI.

When:
- not operating in SNPN access operation mode; or

- operating in SNPN access operation mode but not performing initial registration for onboarding services and not
registered for onboarding services;

the UE shall use the "null-scheme” if:
a) the home network has not provisioned the public key needed to generate a SUCI;
b) the home network has configured "null-scheme" to be used for the UE;

¢) the UE needsto perform aregistration procedure for emergency services and the USIM is still considered as
valid after the failure of authentication procedure or after reception of a REGISTRATION REJECT message
with the 5GMM cause #3 "lllegal UE", #6 "lllegal ME" or #7 "5GS services not alowed", or to initiate a de-
registration procedure before the registration procedure for emergency services was completed successfully, and
the UE does not have avalid 5G-GUTI for the selected PLMN; or

d) the UE receives an identity request for SUCI during a registration procedure for emergency services or during a
de-registration procedure that was initiated before the registration procedure for emergency services was
completed successfully.

When operating in SNPN access operation mode and:
- performing initia registration for onboarding services; or
- registered for onboarding services,

the UE shall use the "null-scheme” if:

a) thepublic key needed to generate a SUCI is not configured as part of the default UE credentials for primary
authentication; or

b) "null-scheme" usageis configured as part of the default UE credentials for primary authentication.
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a) the UE usesthe "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI;
b) the UE operatesin SNPN access operation mode and:

1) anindication to use anonymous SUCI which is associated with the selected entry of the "list of subscriber
data’, is configured in the ME, if the UE is not registering or registered for onboarding servicesin SNPN; or

2) anindication to use anonymous SUCI which is associated with the default UE credentias for primary
authentication, is configured in the ME, if the UE isregistering or registered for onboarding servicesin
SNPN;

NOTE 1: The ME can be configured with an indication to use anonymous SUCI associated with an entry of "list of
subscriber data* when the EAP method associated with the credentials of the entry supports SUPI privacy
at the EAP layer, or can be configured with an indication to use anonymous SUCI associated with the
default UE credentials for primary authentication when the EAP method associated with the default UE
credentials for primary authentication supports SUPI privacy at the EAP layer, or both.

c) the UE does not need to perform aregistration procedure for emergency services, or to initiate a de-registration
procedure before the registration procedure for emergency services was completed successfully; and

d) the UE does not receive an identity request for SUCI during aregistration procedure for emergency services or
during a de-registration procedure that was initiated before the registration procedure for emergency services
was completed successfully;

then the UE shall use anonymous SUCI as specified in 3GPP TS 23.003 [4].

A W-AGF acting on behalf of an FN-RG shall use the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a
SUCl.

A W-AGF acting on behalf of an NSGC device shall use the "null-scheme" as specified in 3GPP TS 33.501 [24] to
generate a SUCI.

If the 5G-RG acting on behalf of the AUN3 device has not obtained a SUCI from the AUN3 device, the 5G-RG acting
on behalf of the AUN3 device shall use the "null-scheme" as specified in 3GPP TS 33.501 [24] to generate a SUCI for
the AUN3 device.

If aUEisaMUSIM UE, the UE shall use a separate permanent equipment identifier (PEI) for each USIM, if any, and
each entry of "list of subscriber data’, if any, the UE operates for accessing 5GS-based services; otherwise, a UE
contains and uses a permanent equipment identifier (PEI) for accessing 5GS-based services. When the UE is registered
with anetwork by using aUSIM or an entry of "list of subscriber data’, and has provided a PEl, then until the UE is de-
registered from the network using the USIM or the entry of "list of subscriber data’, the UE shall keep using that PEI in
the registration using the USIM or the entry of "list of subscriber data" and shall not provide that PEI in registration
using another USIM or another entry of "list of subscriber data".

In this release of the specification, the IMEI, the IMEISV, the MAC address together with the MAC address usage
restriction indication and the EUI-64 are the only PEI formats supported by 5GS. The structure of the PEI and its
formats are specified in 3GPP TS 23.003 [4].

Each UE supporting at least one 3GPP access technology (i.e. satellite NG-RAN, NG-RAN, satellite E-UTRAN, E-
UTRAN, UTRAN or GERAN) contains a PEI in the IMEI format and shall be able to provide an IMEI and an IMEISV
upon request from the network.

Each UE not supporting any 3GPP access technologies and supporting NAS over untrusted or trusted non-3GPP access
shall have a PEI in the form of the Extended Unique Identifier EUI-64 [48] of the access technology the UE usesto
connect to the 5GC.

A UE supporting N1 mode includes a PEI:

a) when neither SUPI nor valid 5G-GUTI is available to use for emergency servicesin the REGISTRATION
REQUEST message with 5GS registration type |E set to "emergency registration”;

b) when the network requests the PEI by using the identification procedure, in the IDENTITY RESPONSE
message; and
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¢) when the network requests the IMEISV by using the security mode control procedure, in the SECURITY MODE
COMPLETE message.

Each 5G-RG supporting only wireline access and each FN-RG shall have a permanent MAC address configured by the
manufacturer. For 5G-CRG, the permanent MAC address configured by the manufacturer shall be a cable modem MAC
address.

When the 5G-RG contains neither an IMEI nor an IMEISV, the 5G-RG shall use as a PEI the 5G-RG's permanent MAC
address configured by the manufacturer and the MAC address usage restriction indication set to " no restrictions’.

The W-AGF acting on behalf of the FN-RG shall use as a PEIl the MAC address provided by the FN-RG and if the
MAC address provided by the FN-RG is not unique or does hot correspond to the FN-RG's permanent MAC address
according to W-AGF's configuration, the MAC address usage restriction indication set to "MAC addressis not usable as
an equipment identifier" otherwise the MAC address usage restriction indication set to "no restrictions'.

The 5G-RG, when acting on behalf of an AUN3 device, shall use the MAC address provided by the AUN3 deviceas a
PEI.

The 5G-RG containing neither an IMEI nor an IMEISV or the 5G-RG acting on behalf of the AUN3 device shall
include the PEI containing the MAC address together with the MAC address usage restriction indication:;

a) when neither SUPI nor valid 5G-GUTI is available to use for emergency servicesin the REGISTRATION
REQUEST message with 5GS registration type |E set to "emergency registration";

b) when the network requests the PEI by using the identification procedure, in the IDENTIFICATION RESPONSE
message; and

¢) when the network requests the IMEISV by using the security mode control procedure, in the SECURITY MODE
COMPLETE message.

NOTE 2: In case c) above, the MAC addressis provided even though AMF requests the IMEISV.

The W-AGF acting on behalf of the FN-RG shall include the PEI containing the MAC address together with the MAC
address usage restriction indication:

a) when the network requests the PEI by using the identification procedure, in the IDENTIFICATION RESPONSE
message; and

b) when the network requests the IMEISV by using the security mode control procedure, inthe SECURITY MODE
COMPLETE message.

NOTE 3: In case b) above, the MAC address is provided even though AMF requests the IMEISV.

The W-AGF acting on behalf of the NSGC device shall use as a PEI the MAC address provided by the N5SGC device
and the MAC address usage restriction indication set to "no restrictions'. Based on operator policy, the W-AGF acting
on behalf of the N5SGC device may encode the MAC address of the N5GC device using the EUI-64 format as specified
in [48] and use as a PEI the derived EUI-64.

NOTE 4: The MAC address of an N5GC device is universally/globally unique.
The AMF can request the PEI at any time by using the identification procedure.

If the TWIF acting on behalf of the NSCW device receives the decorated NAI for NSCW device as defined in
subclause 28.7.7.1 or 28.7.7.2 of 3GPP TS 23.003 [4] from the NSCW device, the TWIF shall first convert the
decorated NAI into an NAI as specified in TS 23.502 [9], i.e., for decorated NAI taking the form

"homerealm! username@otherrealm":

a) replace the 'otherrealm’ part with the 'homerealm' part; and
b) remove 'homerealm!'.

As aresult of specified above, the converted NAI takes the form "username@homeream". The TWIF shall include the
converted NAI as a SUPI with SUPI format "network specific identifier" in the REGISTRATION REQUEST message.
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5.3.3 Temporary identities

A temporary user identity for 5GS-based services, the 5G globally unique temporary identity (5G-GUTI), is used for
identification within the signalling procedures. In case of PLMN the 5G-GUTI is globally unique and in case of SNPN
the 5G-GUTI is unique within an SNPN. When the UE isregistered to the same PLMN or SNPN over 3GPP and non-
3GPP access, the UE and the AMF maintain one 5G-GUTI that is common to both 3GPP and non-3GPP access. When
the UE isrequired to delete the 5G-GUTI according to aNAS procedure, the UE shall delete the 5G-GUTI only if itis
not registered to the same PLMN or SNPN through other access. When the UE isregistered to different PLMNs or
SNPNs over 3GPP access and non-3GPP access, the UE maintains two 5G-GUTIs, a5G-GUTI for the registration with
aPLMN or SNPN over the 3GPP access and another 5G-GUT] for the registration with another PLMN or SNPN over
the non-3GPP access. In the paging and service request procedures, a shortened form of the 5G-GUTI, the 5G S
temporary mobile subscriber identity (5G-S-TMSl), is used to enable more efficient radio signalling. The purpose of the
5G-GUTI and 5G-S- TMSI isto provide identity confidentiality, i.e., to protect a user from being identified and located
by an intruder. The structure of the 5G-GUTI and its derivatives are specified in 3GPP TS 23.003 [4]. The 5G-GUTI
has two main components (see 3GPP TS 23.501 [8]):

a) the GUAMI; and

b) the 5G-TMSI that provides an unambiguous identity of the UE within the AMF(s) identified by the GUAMI.
The 5G-S- TM S| has three main components:

a) the AMF set ID that uniquely identifies the AMF set within the AMF region;

b) the AMF pointer that identifies one or more AMFs within the AMF set; and

c) the5G-TMSI.

A UE supporting N1 mode includes avalid 5G-GUTI, if any is available, in the REGISTRATION REQUEST and
DEREGISTRATION REQUEST messages. In the SERVICE REQUEST message, the UE includes avalid 5G-S-TMSI
as user identity. The AMF shall assign a new 5G-GUT] for aparticular UE:

a) during asuccessful initial registration procedure;
b) during a successful registration procedure for mobility registration update;

c) after asuccessful service regquest procedure invoked as a response to a paging regquest from the network and
before the:

1) release of the N1 NAS signalling connection; or

2) suspension of the N1 NAS signalling connection due to user plane CloT 5GS optimization i.e. before the UE
and the AMF enter 5GMM-IDLE mode with suspend indication;

as specified in subclause 5.4.4.1; and

d) after the AMF receives an indication from the lower layers that it has received the NGAP UE context resume
reguest message as specified in 3GPP TS 38.413 [31] for aUE in 5GMM-IDLE mode with suspend indication
and this resumption is aresponse to a paging request from the network, and before the:

1) release of the N1 NAS signalling connection; or

2) suspension of the N1 NAS signalling connection due to user plane CloT 5GS optimization i.e. before the UE
and the AMF enter 5GMM-IDLE mode with suspend indication;

as specified in subclause 5.4.4.1.

The AMF should assign a new 5G-GUTI for a particular UE during a successful registration procedure for periodic
registration update. The AMF may assign anew 5G-GUTI at any time for a particular UE by performing the generic UE
configuration update procedure.

If anew 5G-GUTI isassigned by the AMF, the UE and the AMF handle the 5G-GUT]I as follows:

a) Upon receipt of a5GMM message containing a new 5G-GUT], the UE considers the new 5G-GUTI asvalid and
the old 5G-GUTI asinvalid, stopstimer T3519 if running, and deletes any stored SUCI. The new 5G-GUTI is
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stored in a non-volatile memory in the USIM if the corresponding file is present in the USIM, elsein the non-
volatile memory in the ME, as described in annex C.

b) The AMF considersthe old 5G-GUTI asinvalid as soon as an acknowledgement for a registration or generic UE
configuration update procedure is received.

5.34 Registration areas

Within the 5GS, the registration areais managed independently per access type, i.e., 3GPP access or non-3GPP access.
The AMF assigns aregistration area to the UE during the registration procedure. A registration areais defined as a set
of tracking areas and each of these tracking areas consists of one or more cellsthat cover a geographical area. Within
the 5GS, the concept of "registration to multiple tracking areas’ applies:

a) A tracking areaisidentified by a TAIl which is broadcast in the cells of the tracking area. The TAI is constructed
fromaTAC and aPLMN identity. In case of a shared network:

1) oneor more TACs; and
2) any of the following:

i) multiple PLMN identities;

ii) multiple SNPN identities; or

iii) one or more PLMN identities and one or more SNPN identities;
are broadcast.

b) In order to reduce the tracking area update signalling within the 5GS, the AMF can assign several tracking areas
to the UE. These tracking areas construct alist of tracking areas which isidentified by a TAI list. When
generating the TAI list, the AMF shall include only TAlsthat are applicable on the access where the TAI listis
sent. The AMF shall be ableto allocate a TAI list over different NG-RAN access technologies. The AMF shall
not allocate a TAI list containing both tracking areasin NB-N1 mode and tracking areas not in NB-N1 mode.

¢) The UE considersitself registered to alist of tracking areas and does not need to trigger the registration
procedure for mobility and periodic registration update used for mobility (i.e. the 5GS registration type | E set to
"mobility registration updating” in the REGISTRATION REQUEST message) as long as the UE stays in one of
the tracking areas of the list of tracking areas received from the AMF.

d) The UE will consider the TAI list stored in the UE as valid, until it receives anew TAI list in the next
registration procedure for mobility and periodic registration update or generic UE configuration update
procedure, or the UE is commanded by the network to delete the TAI list by areject message or it is deregistered
from the 5GS. If the registration request is accepted or the TAI list isreallocated by the AMF, the AMF shall
provide at least one entry in the TAI list. If the new and the old TAI list are identical, the AMF does not need to
provide the new TAI list to the UE during mobility registration update or periodic registration update.

€) TheTAl list can be reallocated by the AMF.
f)

g) The UEincludesthe last visited registered TAI, if available, to the AMF. Thelast visited registered TAI is stored
in anon-volatile memory in the USIM if the corresponding file is present in the USIM, else in the non-volatile
memory in the ME, as described in annex C.

When the UE is deregistered from the 5GS, the UE shall delete the TAI list stored in the UE.

535 Service area restrictions

5.35.1 General
Service area restrictions are applicable only to 3GPP access and to wireline access.
Subclause 5.3.5.2 applies when the UE accesses 5GCN over 3GPP access.

Subclause 5.3.5.3 applies when the 5G-RG or the W-AGF acting on behalf of an FN-CRG (or on behalf of the NSGC
device) access 5GCN over wireline access.
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NOTE: Service arearestrictions are not applicable for the W-AGF acting on behalf of the FN-BRG.

5.35.2 3GPP access service area restrictions

The service arearestrictions consist of tracking areas forming either an allowed area, or anon-allowed area. The
tracking areas belong to the registered PLMN, its equivalent PLMNs in the registration area, or the registered SNPN.
The allowed area can contain up to 16 tracking areas or include al tracking areas in the registered PLMN and its
equivalent PLMN(s) in the registration area, or in the registered SNPN. The non-allowed area can contain up to 16
tracking areas. The network conveys the service arearestrictions to the UE by including either an allowed area, or a
non-allowed area, but not both, in the Service arealist IE of a REGISTRATION ACCEPT message or a
CONFIGURATION UPDATE COMMAND message.

If the network does not convey the service arearestrictions to the UE in the Service arealist |IE of aREGISTRATION
ACCEPT message, the UE shall treat all tracking areasin the registered PLMN, its equivalent PLMN(s) in the
registration area, or in the registered SNPN, as allowed area and delete the stored list of "allowed tracking areas" or the
stored list of "non-allowed tracking areas".

When the UE receives a Service arealist |E with an allowed areaindication during a registration procedure or a generic
UE configuration update procedure:

a) if the"Typeof list" included in the Service arealist IE does not indicate "al TAls belonging to the PLMNsin
the registration area are allowed area', the UE shall delete the old list of "allowed tracking areas" and store the
tracking areasin the allowed area as the list of "allowed tracking areas’. If the UE has a stored list of "non-
allowed tracking areas’, the UE shall delete that list; or

b) if the"Type of list" included in the Service arealist |E indicates "all TAls belonging to the PLMNsin the
registration area are allowed area’, the UE shall treat all tracking areas in the registered PLMN and its equivalent
PLMN(s), or in the registered SNPN, as alowed area and delete the stored list of "alowed tracking areas" or the
stored list of "non-allowed tracking areas”.

When the UE receives a Service arealist |E with a non-allowed area indication during a registration procedure or a
generic UE configuration update procedure, the UE shall delete the old list of "non-allowed tracking areas" and store
the tracking areas in the non-allowed area as the list of "non-allowed tracking areas'. If the UE has a stored list of
"allowed tracking areas’, the UE shall delete that list.

If the UE is successfully registered to aPLMN or SNPN and has a stored list of "allowed tracking areas':

a) whilethe current TAl isinthelist of "allowed tracking areas’, the UE shall stay in, or enter, the state 5GMM-
REGISTERED.NORMAL-SERVICE and is alowed to initiate any 5GMM and 5GSM procedures; and

b) while the UE is camped on acell whichisin the registration area, and the current TAI is not in the list of
"alowed tracking areas’, the UE shall enter the state 5GMM-REGISTERED.NON-ALLOWED-SERVICE, and:

1) if the UEisin 5GMM-IDLE mode or 5SGMM-IDLE mode with suspend indication over 3GPP access, the
UE:

i) shall not include the Uplink data status | E in the registration procedure for mobility and periodic
registration update except for emergency services or for high priority access;

i) shall not perform the registration procedure for mobility and periodic registration update with Follow-on
reguest indicator set to "Follow-on request pending”, except for:

- emergency services,

- high priority access;

- indicating a change of 3GPP PS data off UE status;
- sending an SOR transparent container;

- sending a UE policy container; or

- sending a UE parameters update transparent container;
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2)

iii) shal not initiate a service request procedure or request the lower layers to resume a suspended

connection, except for:

- emergency services,

- emergency services fallback;

- high priority access;

- responding to paging;

- responding to notification received over non-3GPP access,
- indicating a change of 3GPP PS data off UE status;

- sending an SOR transparent container;

- sending a UE policy container; or

- sending a UE parameters update transparent container.

The UE shall not include the Uplink data status | E in the SERVICE REQUEST message or CONTROL
PLANE SERVICE REQUEST message except for emergency services or for high priority access. In case
of emergency services, the UE shall indicate that uplink datais pending only for the PDU session for
emergency Services,

iv) if the UE responds to a paging which includes an indication for non-3GPP access type, the UE shall

include the Allowed PDU session status | E in the SERVICE REQUEST, CONTROL PLANE SERVICE
REQUEST or REGISTRATION REQUEST message. For a UE with an emergency PDU session
established or a UE configured for high priority access, the UE shall indicate the PDU session(s) for
which the UE alows the user-plane resources to be re-established over 3GPP access in the Allowed PDU
session status | E that re-establishment of the user-plane resources via 3GPP access is allowed; for al
other cases, the UE shall indicate for each PDU session in the Allowed PDU session status | E that re-
establishment of the user-plane resources via 3GPP access is not allowed; and

if the UE isin 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication
over 3GPP access, the UE:

i)

i)

shall not perform the registration procedure for mobility and periodic registration update with Uplink data
status | E except for emergency services or for high priority access;

shall not initiate a service request procedure except for:

- emergency services,

emergency services fallback;

high priority access;
- responding to paging or responding to a notification.

The UE shall not include the Uplink data status | E in the SERVICE REQUEST message or CONTROL
PLANE SERVICE REQUEST message except for emergency services or for high priority access. In case
of emergency services, the UE shall indicate that uplink data is pending only for the PDU session for
emergency services,

iii) shall not initiate a 5GSM procedure except for:

- emergency Services,
- high priority access; or
- indicating a change of 3GPP PS data off UE status,

iv) shall not perform the NAS transport procedure except for the sending:

- BGSM messages for UE-requested 5GSM procedures allowed iniii) above;
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NOTE 1.

- BGSM messages for network-requested 5GSM procedures,
- SMS

- an LPP message;

- aUPP-CMI container;

- an SLPP message;

- alocation services message;

- an SOR transparent container;

- aUE policy container;

- aUE parameters update transparent container; or

- aCloT user data container; and

The contents of CloT user data container can be data that is not for exception reports, or data that is for
exception reportsif allowed for the UE (see subclause 6.2.13).

if the UE responds to a notification which includes an indication for non-3GPP access type, the UE shall
include the Allowed PDU session status |E in the SERVICE REQUEST, CONTROL PLANE SERVICE
REQUEST or REGISTRATION REQUEST message. For a UE with an emergency PDU session
established or a UE configured for high priority access, the UE shall indicate the PDU session(s) for
which the UE allows the user-plane resources to be re-established over 3GPP accessin the Allowed PDU
session status | E that re-establishment of the user-plane resources via 3GPP access is allowed; for al
other cases, the UE shall indicate for each PDU session in the Allowed PDU session status |E that re-
establishment of the user-plane resources via 3GPP access is not allowed.

If the UE is successfully registered to aPLMN or an SNPN and has a stored list of "non-allowed tracking areas":

a) whilethe UE is camped on acell which isin the registration area and the current TAl is not in the list of "non-
alowed tracking areas’, the UE shall stay in, or enter, the state 5GMM-REGISTERED.NORMAL-SERVICE
and is alowed to initiate any 5GMM and 5GSM procedures; and

b) whilethe current TAl isinthelist of "non-allowed tracking areas’, the UE shall enter the state 5GMM-
REGISTERED.NON-ALLOWED-SERVICE, and:

1) if the UE isin 5GMM-IDLE mode or 5GMM-IDLE mode with suspend indication over 3GPP access, the
UE:

i)

i)

shall not include the Uplink data status | E in the registration procedure for mobility and periodic
registration update except for emergency services or for high priority access,

shall not perform the registration procedure for mobility and periodic registration update with Follow-on
reguest indicator set to "Follow-on request pending”, except for:

- emergency services,

- high priority access;

- indicating a change of 3GPP PS data off UE status,
- sending an SOR transparent container;

- sending a UE policy container; or

- sending a UE parameters update transparent container; and

iii) shal not initiate a service request procedure or request the lower layers to resume a suspended

connection, except for:

- emergency services,
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- emergency services fallback;

- high priority access;

- responding to paging;

- responding to notification received over non-3GPP access;
- indicating a change of 3GPP PS data off UE status,

- sending an SOR transparent container;

- sending a UE policy container; or

- sending a UE parameters update transparent container.

The UE shall not include the Uplink data status | E in the SERVICE REQUEST message or CONTROL
PLANE SERVICE REQUEST message except for emergency services or for high priority access. In case
of emergency services, the UE shall indicate that uplink datais pending only for the PDU session for
emergency Services,

iv) if the UE responds to a paging which includes an indication for non-3GPP access type, the UE shall
include the Allowed PDU session status |E in the SERVICE REQUEST, CONTROL PLANE SERVICE
REQUEST or REGISTRATION REQUEST message. For a UE with an emergency PDU session
established or a UE configured for high priority access, the UE shall indicate the PDU session(s) for
which the UE alows the user-plane resources to be re-established over 3GPP access in the Allowed PDU
session status | E that re-establishment of the user-plane resources via 3GPP access is allowed; for al
other cases, the UE shall indicate for each PDU session in the Allowed PDU session status | E that re-
establishment of the user-plane resources via 3GPP access is not allowed; and

2) if the UE isin 5GMM-CONNECTED mode or 5GMM-CONNECTED mode with RRC inactive indication
over 3GPP access, the UE:

i) shall not perform the registration procedure for mobility and periodic registration update with the Uplink
data status | E except for emergency services or for high priority access;

ii) shall not initiate a service request procedure or request the lower layers to resume a suspended
connection, except for:

- emergency services,

- emergency services fallback;

- high priority access; or

- responding to paging or responding to a notification.

The UE shall not include the Uplink data status | E in the SERVICE REQUEST message or CONTROL
PLANE SERVICE REQUEST message except for emergency services or for high priority access. In case
of emergency services, the UE shall indicate that uplink datais pending only for the PDU session for
emergency services,

iii) shal not initiate a 5GSM procedure except for:
- emergency services,
- high priority access; or
- indicating a change of 3GPP PS data off UE status,
iv) shall not perform the NAS transport procedure except for the sending:
- 5GSM messages for UE-requested 5GSM procedures allowed iniii) above;
- 5GSM messages for network-requested 5GSM procedures;
- SMS
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- an LPP message;

- aUPP-CMI container;

- an SLPP message;

- alocation services message;

- an SOR transparent container;

- aUE policy container;

- aUE parameters update transparent container; or
- aCloT user data container; and

NOTE 2: The contents of CloT user data container can be data that is not for exception reports, or data that is for
exception reports if alowed for the UE (see subclause 6.2.13).

v) if the UE responds to a notification which includes an indication for non-3GPP access type, the UE shall
include the Allowed PDU session status |E in the SERVICE REQUEST, CONTROL PLANE SERVICE
REQUEST or REGISTRATION REQUEST message. For a UE with an emergency PDU session
established or a UE configured for high priority access, the UE shall indicate the PDU session(s) for
which the UE allows the user-plane resources to be re-established over 3GPP access in the Allowed PDU
session status | E that re-establishment of the user-plane resources via 3GPP access is allowed; for al
other cases, the UE shall indicate for each PDU session in the Allowed PDU session status |E that re-
establishment of the user-plane resources via 3GPP access is not allowed.

Thelist of "allowed tracking areas’, as well asthelist of "non-allowed tracking areas" shall be erased when:
a) theUE isswitched off; and

b) the UICC containing the USIM isremoved or an entry of the "list of subscriber data" with the SNPN identity of
the SNPN is updated.

When atracking areais added to the list of "5GS forbidden tracking areas for roaming" or to the list of "5GS forbidden
tracking areas for regional provision of service" as specified in the subclauses 5.5.1.2.5 or 5.5.1.3.5, the tracking area
shall be removed from the list of "allowed tracking areas’ if the tracking areais already present in the list of "allowed
tracking areas’ and from the list of "non-allowed tracking areas’ if the tracking areais aready present in the list of
"non-allowed tracking areas’.
5.3.5.3 Wireline access service area restrictions
If:

a) aSERVICE REJECT message with the 5GMM cause #28 "Restricted service area’;

b) aDL NAS TRANSPORT message with the Payload container type |E set to "N1 SM information” and the
5GMM cause #28 "Restricted service ared’; or

¢) aREGISTRATION ACCEPT message includes the PDU session reactivation result error cause | E with the
5GMM cause #28 "Restricted service ared’;

isreceived over wireline access then the 5G-RG or the W-AGF acting on behalf of the FN-CRG (or on behalf of the
N5GC device) shall start enforcing the wireline access service area restrictions and shall enter the state 5GMM -
REGISTERED.NON-ALLOWED-SERVICE.

Whilein the state 5 GMM-REGISTERED.NON-ALLOWED-SERVICE, the 5G-RG or the W-AGF acting on behalf of
the FN-CRG (or on behalf of the N5GC device) shall:

a) if in5GMM-IDLE mode over wireline access:

1) shal not perform the registration procedure for mobility and periodic registration update with Uplink data
status | E except for emergency services or for high priority access; and

2) shall not initiate a service request procedure except for:
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- emergency services,
- emergency services fallback; or
- high priority access; and
b) if in 5GMM-CONNECTED mode over wireline access:

1) shall not perform the registration procedure for mobility and periodic registration update with Uplink data
status | E except for:

- emergency services,
- emergency services fallback; or
- high priority access;
2) shall not initiate a service request procedure except for emergency services, or high priority access; and
3) shall not initiate a 5GSM procedure except for emergency services or high priority access;
over the wireline access.

When the 5G-RG is switched off, the UICC containing the USIM is removed or the 5G-RG starts using another
wireline access network, the 5G-RG shall stop enforcing the wireline access service arearestrictions, if enforced.

NOTE: When the 5G-RG acting on behalf of the AUN3 device determines that the AUN3 device is switched off
or the UICC containing the USIM of AUN3 device isremoved, the 5G-RG acting on behalf of the AUN3
device stops enforcing the wireline access service arearestrictions, if enforced.

When the W-AGF acting on behalf of the FN-CRG determines that the FN-CRG is switched off, the W-AGF acting on
behalf of the FN-CRG stops enforcing the wireline access service area restrictions, if enforced.

When the W-AGF acting on behalf of the N5GC device determines that the FN-CRG serving the N5GC deviceis
switched off, the W-AGF acting on behalf of the NSGC device stops enforcing the wireline access service area
restrictions, if enforced.

5.3.6 Mobile initiated connection only mode

The UE can request the use of mobile initiated connection only (M1CO) mode during the registration procedure (see
3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]). The UE shall not request use of MICO mode over non-3GPP access.
Furthermore, the UE in 3GPP access shall not request the use of M1CO mode during:

a) aregistration procedure for initial registration for emergency services (see subclause 5.5.1.2);
b) aregistration procedure for initial registration for initiating an emergency PDU session (see subclause 5.5.1.2);

c) aregistration procedure for mobility and periodic registration update (see subclause 5.5.1.3) for initiating an
emergency PDU session if the UE isin the state 5SGMM-REGISTERED.ATTEMPTING-REGISTRATION-
UPDATE; or

d) aregistration procedure for mobility and periodic registration update (see subclause 5.5.1.3) when the UE has an
emergency PDU session established.

If the UE requests the use of M1CO mode, the network can accept the use of MICO mode by providing aMICO
indication when accepting the registration procedure. The UE may use MICO mode only if the network has provided
the MICO indication | E during the last registration procedure. The UE may also request an active time val ue together
with the MICO mode indication during the registration procedure. If the UE requests an active time by including an
active time value, the UE may also include the Requested T3512 value | E to request a particular T3512 value to be
allocated.

If the network accepts the use of MICO mode and does not include an active time value in T3324 | E to the UE, the
AMF may include an "all PLMN registration area alocated" indication in the MICO indication | E to the UE. If the UE
indicated the support for strictly periodic registration timer in the MICO indication | E to the network, the network may
include a"strictly periodic registration timer supported” indication in the MICO indication | E to the UE.
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If the UE requested the use of active time by including an active time value and the network accepts the use of MICO
mode and the use of active time, the AMF shall include an active time value in the T3324 IE to the UE. If the AMF
indicates active time value to the UE, AMF should not indicate "all PLMN registration area allocated" indication in the
MICO indication |E to the UE. Upon entering 56MM-IDLE mode, AMF shall start the active timer with the active time
value indicated to the UE and shall consider the UE is reachable for paging as long as the timer is running. If the UE
enters 5GMM-CONNECTED mode over 3GPP access when the active timer is running, the AMF shall stop the active
timer.

NOTE 1: The active time value assigned by AMF can be different from the active time val ue requested by the UE.
AMF assigns the active time value based on several factors, e.g. local configuration, expected UE
behaviour, UE reguested active time value, UE subscription information, network policies etc.

If the UE requested an active time and a requested T3512 value and the network accepts the use of MICO mode, the
AMF shall take the UE requested T3512 value into consideration when assigning a value of timer T3512 to the UE.

If the network accepts the use of MICO mode, the UE may deactivate the AS layer and activate MICO mode by
entering the state 5SGMM-REGISTERED.NO-CELL-AVAILABLE if:

a) theUEisin 5GMM-IDLE mode over 3GPP access;

b) the UEisinthe 5GMM-REGISTERED.NORMAL-SERVICE or 5GMM-REGISTERED.NON-ALLOWED-
SERVICE (as described in subclause 5.3.5.2) state for 3GPP access; and

¢) no T3324 vaueisreceived from the network.

If the network accepts the use of MICO mode and indicates an active time value to the UE in a successful registration
procedure, the UE shall start the timer T3324 with the value received from the network after entering 56GMM-IDLE
mode over 3GPP access. At the expiry of the timer T3324, the UE may deactivate the AS layer and activate MICO
mode by entering the state 5SGMM-REGISTERED.NO-CELL-AVAILABLE if the UE isin the 5GMM-
REGISTERED.NORMAL-SERVICE or 5GMM-REGISTERED.NON-ALLOWED-SERVICE (as described in
subclause 5.3.5.2) state for 3GPP access. If the UE enters 5GMM-CONNECTED maode over 3GPP access when the
timer T3324 isrunning, the UE shall stop the timer T3324.

When MICO mode is activated, all NAS timers are stopped and associated procedures aborted except for timers T3512,
T3346, T3447, T3448, T3396, T3526, T3584, T3585, T3587 any back-off timers, T3245, T3247, any dice
deregistration inactivity timers, the timer T controlling the periodic search for HPLMN or EHPLMN or higher
prioritized PLMNSs (see 3GPP TS 23.122 [5]) and the timer Tsense controlling the periodic search for PLMNSs satisfying
the operator controlled signal level threshold (see 3GPP TS 23.122 [5]).

NOTE 2: When MICO mode is activated and if the UE is also registered over the non-3GPP access, the AMF will
not send a NOTIFICATION message with access type indicating 3GPP access over the non-3GPP access
for PDU sessions associated with 3GPP access.

The UE may deactivate MICO mode and activate the AS layer at any time. Upon deactivating MICO mode, the UE
may initiate 5GMM procedures (e.g., for the transfer of mobile originated signalling or user data).

When an emergency PDU session is successfully established after the MICO mode was enabled, the UE and the AMF
shall locally disable MICO mode. The UE and the AMF shall not enable MICO mode until the AMF accepts the use of
MICO mode in the next registration procedure. To enable an emergency call back, the UE should wait for aUE
implementation-specific duration of time before requesting the use of MICO mode after the completion of the
emergency Services.

If the AMF accepts the use of MICO mode and does not indicate "strictly periodic registration timer supported” in the
MICO indication |E to the UE, the AMF starts the implicit de-registration timer for 3GPP access when entering
5GMM-IDLE mode for 3GPP access. If AMF accepts the use of MICO mode and indicates "strictly periodic
registration timer supported” in the MICO indication |E to the UE, AMF shall start the strictly periodic monitoring
timer with T3512 value indicated in the T3512 value | E after the registration procedure is completed. The AMF shall
neither stop nor reset the strictly periodic monitoring timer when the NAS signalling connection is established or
released for the UE. If the strictly periodic monitoring timer expires when NAS signalling connection is established for
the UE, AMF shall restart the strictly periodic monitoring timer with the T3512 value, otherwise AMF shall start the
implicit de-registration timer.

When an emergency PDU session is successfully established and the MICO mode is disabled, the UE shall stop timer
T3512 if running and the AMF shall stop strictly periodic monitoring timer if running. The UE and the AMF shall
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behave asif no "strictly periodic registration timer supported" indication was given to the UE in the last registration
attempt.

Upon successful completion of an attach procedure or tracking area updating procedure after inter-system change from
N1 mode to S1 mode (see 3GPP TS 24.301 [15]), the UE operating in single-registration mode shall locally disable
MICO mode. After inter-system change from S1 mode to N1 mode, the UE operating in single-registration mode may
re-negotiate M1CO mode with the network during the registration procedure for mobility and periodic registration
update.

When MICO mode is activated for a UE that has joined one or more multicast MBS sessions, the UE may deactivate
MICO mode and activate the AS layer at the MBS start time and at any of the scheduled activation times of a multicast
MBS session, if any of those times are available as specified in 3GPP TS 23.247 [53].

When MICO mode is activated for a UE, the UE may deactivate MICO mode and activate the AS layer at the broadcast
start time and at any of the scheduled broadcast activation times of a broadcast MBS session if any of those times are
available as specified in 3GPP TS 23.247 [53].

NOTE 3: The UE can obtain via the service announcement an MBS start time, a sequence of scheduled activation
times (e.g. afirst time and a periodicity) or both, of amulticast MBS session as described in
3GPP TS 23.247 [53], or both, which is out of scope of this specification. Similarly, the UE can obtain
viathe service announcement a broadcast start time, a sequence of scheduled broadcast activation times
(e.g. afirst time and a periodicity) or both, of a broadcast MBS session as described in
3GPP TS 23.247 [53], which is out of scope of this specification.

NOTE 4: Deactivating MICO mode and activating the AS layer at the MBS start time and the scheduled multicast
activation times of amulticast MBS session allows the UE to listen to paging for a multicast MBS session
which the has UE joined and to respond to it if received. How long the UE needs to listen to paging is up
to UE implementation. Similarly, deactivating MICO mode and activating the AS layer at the broadcast
start time and the scheduled broadcast activation times of a broadcast MBS session allows the UE to
acquire the traffic of the broadcast MBS session. If the UE fails to receive paging or data for a multicast
MBS session which the UE has joined or data for a broadast MBS session, the UE can asan
implementation option initiate 5SGMM procedures (e.g. for the transfer of mobile originated signalling or
user data) to enter 5GMM-CONNECTED mode over 3GPP access and obtain via the service
announcement a new start time, a sequence of scheduled activation times or both.

When MICO mode is activated, the UE is allowed to join one or more multicast MBS sessions. In that case, the UE can
deactivate MICO mode and activate the AS layer at the MBS start time and at any of the scheduled activation times of a
multicast MBS session if any of those times are available as specified in 3GPP TS 23.247 [53], and the UE joins one or
more multicast MBS sessions by using the UE-requested PDU session establishment procedure or the UE-requested
PDU session modification procedure (see subclauses 6.4.1.2 and 6.4.2.2).

NOTE5: It isup to UE implementation whether to leave one or more multicast MBS sessions after each
deactivation of each multicast MBS session and to re-join again at the next activation time or to keep a
multicast MBS session that the UE has joined for the whole period of the session, as described in
3GPP TS 23.247 [53].

5.3.7 Handling of the periodic registration update timer and mobile
reachable timer

The registration procedure for periodic registration update is used over 3GPP access to periodically notify the
availability of the UE to the network. The procedure is controlled in the UE by the periodic registration update timer,
T3512.

If the UE isregistered over the 3GPP access, the AMF maintains an implicit de-registration timer to control when the
UE is considered implicitly de-registered over the 3GPP access. If the UE is registered over the non-3GPP access, the
AMF also maintains a non-3GPP implicit de-registration timer to control when the UE is considered implicitly de-
registered over the non-3GPP access. The UE registered over the non-3GPP access maintains a non-3GPP de-
registration timer to control when the UE is considered implicitly de-registered for the non-3GPP access.

The AMF shall start anon-3GPP implicit de-registration timer for the UE registered over non-3GPP access when the
N1 NAS signalling connection over non-3GPP accessis rel eased.
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The UE registered over non-3GPP access shall reset and start a non-3GPP de-registration timer when the N1 NAS
signalling connection over non-3GPP accessis released. The non-3GPP de-registration timer is stopped when the UE
enters 5GMM-CONNECTED mode over non-3GPP access or the 56MM-DEREGISTERED state over non-3GPP
access.

The non-3GPP implicit de-registration timer shall be longer than the non-3GPP de-registration timer.

The value of timer T3512 is sent by the network to the UE in the REGISTRATION ACCEPT message. The UE shall
apply thisvaluein al tracking areas of the list of tracking areas assigned to the UE until a new value isreceived. The
periodic registration update timer only applies to the UE registered to the 5GS services over 3GPP access.

If timer T3512 received by the UE in a REGISTRATION ACCEPT message contains an indication that the timer is
deactivated or the timer value is zero, then timer T3512 is deactivated and the UE shall not perform the periodic
registration update procedure.

NOTE 1: The UE does not perform the registration procedure for periodic registration update for non-3GPP access.

If during the registration procedure, the AMF does not indicate "strictly periodic registration timer supported” in the
MICO indication |E to the UE, timer T3512 isreset and started with itsinitial value, when the UE changes from
5GMM-CONNECTED over 3GPP access to 5GMM-IDLE mode over 3GPP access. Timer T3512 is stopped when the
UE enters 56MM-CONNECTED mode over 3GPP access or the 56GMM-DEREGISTERED state over 3GPP access.

If during the registration procedure, the AMF indicates "strictly periodic registration timer supported” in the MICO
indication IE to the UE, timer T3512 is started with itsinitial value after the completion of the registration procedure.
The UE shall neither stop nor reset the timer T3512 when the UE enters 5GMM-CONNECTED or when changing from
5GMM-CONNECTED mode to 5GMM-IDLE mode. If the timer T3512 expires,

a) the UEin 5GMM-CONNECTED mode over 3GPP access shall reset and start the timer T3512 with itsinitial
value; or

b) the UE in 5GMM-IDLE mode over 3GPP access shall perform the periodic registration procedure.

If the UE isregistered for emergency services, and timer T3512 expires, the UE shall not initiate a periodic registration
update procedure, but shall locally de-register from the network. When the UE is camping on a suitable cell, it may re-
register to regain normal service.

When a UE is not registered for emergency services, and timer T3512 expires when the UE isin 5GMM-IDLE mode,
the registration procedure for periodic registration update shall be started.

If the UE is not registered for emergency services, and isin a state other than 5GMM-REGISTERED.NORMALL -
SERVICE or 5GMM-REGISTERED.NON-ALLOWED-SERVICE over 3GPP access when timer T3512 expires, the
registration procedure for periodic registration update is delayed until the UE returns to 5GMM-
REGISTERED.NORMAL-SERVICE or 5GMM-REGISTERED.NON-ALLOWED-SERVICE over 3GPP access.

NOTE 2: When the UE returns to 5GMM-REGISTERED.NORMAL-SERVICE or 5GMM-REGISTERED.NON-
ALLOWED-SERVICE and it needsto initiate other 5GMM procedure than the registration procedure for
periodic registration update then, based on UE implementation, the 5GMM procedure can take
precedence.

The network supervises the registration procedure for periodic registration update of the UE by means of the mobile
reachable timer.

If the UE is not registered for emergency services, the mobile reachable timer shall be longer than the value of timer
T3512. In this case, by default, the mobile reachable timer is 4 minutes greater than the value of timer T3512.

The network behaviour upon expiry of the mobile reachable timer is network dependent, but typically the network stops
sending paging messages to the UE on the first expiry, and may take other appropriate actions.

If the UE isregistered for emergency services, the AMF shall set the mobile reachable timer with a value equal to timer
T3512. When the mobile reachable timer expires, the AMF shall locally de-register the UE.

The mobile reachable timer shall be reset and started with the value as indicated above, when the AMF releases the
NAS signalling connection for the UE. The mobile reachable timer shall be stopped when a NAS signalling connection
is established for the UE.
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Upon expiry of the mobile reachable timer the network shall start the implicit de-registration timer over 3GPP access.
The value of theimplicit de-registration timer over 3GPP access is network dependent. If MICO mode is activated, the
network shall start the implicit de-registration timer over 3GPP access when the UE enters 5GMM-IDLE mode at the
AMF over 3GPP access. The default value of the implicit de-registration timer over 3GPP accessis 4 minutes greater
than the value of timer T3512.

If the implicit de-registration timer expires before the UE contacts the network, the network shall implicitly de-register
the UE. The implicit de-registration timer shall be stopped when a NAS signalling connection is established for the UE.

If the non-3GPP implicit de-registration timer expires before the UE contacts the network over the non-3GPP access,
the network shall implicitly de-register the UE and enter the state 5GMM-DEREGISTERED over non-3GPP access for
the UE. The non-3GPP implicit de-registration timer shall be stopped when a NAS signalling connection over non-
3GPP access is established for the UE.

If the non-3GPP de-registration timer expires before the UE contacts the network over the non-3GPP access, the UE
shall enter the state 5GMM-DEREGISTERED over non-3GPP access. The non-3GPP de-registration timer shall be
stopped when a NAS signalling connection over non-3GPP accessis established for the UE.

If the AMF provides T3346 value |E in the DEREGISTRATION REQUEST message with Access type set to "Non-
3GPP access' in Deregistration type |E, REGISTRATION REJECT message during a registration procedure for
mobility and periodic registration update or SERVICE REJECT message and the value of timer T3346 is greater than
the value of timer T3512, the AMF sets the mobile reachable timer and the implicit de-registration timer such that the
sum of the timer valuesis greater than the value of timer T3346.

If the AMF provides T3346 value |E in the DEREGISTRATION REQUEST message with Access type set to "3GPP
access' in Deregistration type |IE, REGISTRATION REJECT message during a registration procedure for mobility and
periodic registration update or SERVICE REJECT message and the value of timer T3346 is greater than the value of the
non-3GPP de-registration timer, the AMF sets the non-3GPP implicit de-registration timer value to be 8 minutes greater
than the value of timer T3346.

If the UE receives T3346 value |E in the DEREGISTRATION REQUEST message with Access type set to "3GPP
access' in Deregistration type |IE, REGISTRATION REJECT message during aregistration procedure for mobility and
periodic registration update or SERVICE REJECT message and the value of timer T3346 is greater than the value of the
non-3GPP de-registration timer, the UE sets the non-3GPP de-registration timer value to be 4 minutes greater than the
value of timer T3346.

5.3.8 Handling of timer T3502

The value of timer T3502 can be sent by the network to the UE in the REGISTRATION ACCEPT message. The UE
shall apply thisvauein al tracking areas of the registration area assigned to the UE, until anew valueis received.

The value of timer T3502 can be sent by the network to the UE in the REGISTRATION REJECT message during the
initia registration. If a REGISTRATION REJECT message including timer T3502 value was received integrity
protected, the UE shall apply this value until a new valueis received with integrity protection or anew PLMN or SNPN
is selected. Otherwise, the default value of thistimer is used.

The default value of thistimer isaso used by the UE in the following cases:

a) REGISTRATION ACCEPT message is received without a value specified, and the 5GS registration type IE in
the REGISTRATION REQUEST message is not set to "periodic registration updating”;

b) the UE does not have a stored value for thistimer;

¢) anew PLMN whichisnot inthelist of equivalent PLMNs or anew SNPN has been entered, the initial
registration procedure fails, the registration attempt counter is equal to 5 and no REGISTRATION REJECT
message was received from the new PLMN or SNPN;

d) the network indicates that the timer is " deactivated"; or

€) anew PLMN which isnot inthelist of equivalent PLMNs or anew SNPN has been entered, the registration
procedure for mobility and periodic registration update fails and the registration attempt counter is equal to 5.

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 196 ETSI TS 124 501 V18.8.0 (2024-10)

5.3.9 Handling of NAS level mobility management congestion control

The AMF may detect 5GMM signalling congestion and perform general NAS level congestion control. Under the
5GMM signalling congestion conditions the AMF may reject 5GMM signalling requests from UES as specified in
3GPP TS 23.501 [8]. The AMF should not reject the following:

a) requests for emergency services,

b) requests for emergency services fallback;

¢) requests from UEs configured for high priority accessin selected PLMN or SNPN;

d) DEREGISTRATION REQUEST message;

€) reguests for mobile terminated services, triggered by paging or a notification procedure;

f) requestsfor initial registration or mobility and periodic registration update, when emergency isindicated by
lower layers; and

g) requests for mobility registration update when the UE is reporting unavailability information due to
discontinuous coverage.

When general NAS level congestion control is active, the AMF may include a value for the mobility management back-
off timer T3346 in the reject messages. The UE starts the timer T3346 with the value received in the 5GMM reject
messages. To avoid that large numbers of UES simultaneously initiate deferred requests, the AMF should select the
value for the timer T3346 for the rejected UES so that timeouts are not synchronised.

When general NAS level congestion control is active, if the current SNPN isan SNPN selected for localized servicesin
SNPN (see 3GPP TS 23.122 [5]), the AMF may include an appropriate cause value other than 5GMM cause #22
"congestion” (e.g., #74 "Temporarily not authorized for this SNPN") in the reject messages without including timer
T3346 value, to alow the UE to enter state 5GMM-REGISTERED.PLMN-SEARCH or 5GMM-
DEREGISTERED.PLMN-SEARCH and perform SNPN selection according to 3GPP TS 23.122 [5].

If the UE isregistered in the same PLMN over the 3GPP access and non-3GPP access, and the UE receives the timer
T3346 from the AMF, the timer T3346 shall apply to both 3GPP access and non-3GPP access.

If the UE receives the paging message or NOTIFICATION message when timer T3346 is running and the UE is
registered to the same PLMN over 3GPP access and non-3GPP access, the UE shall stop the timer T3346 for both
accesses and respond to the paging message or NOTIFICATION message as specified in subclause 5.6.2 and
subclause 5.6.3.

NOTE 1: Asanimplementation option, MUSIM UE is allowed to not respond to paging based on the information
available in the paging message, e.g. voice service indication.

If the timer T3346 is running when the UE enters state 5SGMM-DEREGISTERED, the UE remains switched on, and the
USIM in the UE remains the same, then the timer T3346 is kept running until it expires or it is stopped.

If the UE is switched off when the timer T3346 is running, the UE shall behave as follows when the UE is switched on
and the USIM in the UE remains the same;

let t1 be the time remaining for T3346 timeout at switch off and let t be the time elapsed between switch off and
switch on. If t1 is greater than t, then the timer shall be restarted with the valuetl —t. If t1 isequal to or less than
t, then the timer need not be restarted. If the UE is not capable of determining t, then the UE shall restart the
timer with the value t1.

If the UE entersanew PLMN or SNPN while timer T3346 is running, and the new PLMN or SNPN is not equivalent to
the PLMN or SNPN where the UE started timer T3346, the UE shall stop timer T3346 when initiating 5GMM
procedures in the new PLMN or SNPN.

After achangein registration area, if the timer T3346 is running and 5GS update status is 5U1 UPDATED then the UE
shall set the 5GS update status to 5U2 NOT UPDATED and enter state 5GMM-REGISTERED.ATTEMPTING-
REGISTRATION-UPDATE.

If timer T3346 isrunning or is deactivated, and:

a) theUE isaUE configured for high priority accessin selected PLMN or SNPN;
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b) the UE needsto initiate signalling for emergency services or emergency services fallback; or
¢) the UE needsto report unavailability information due to discontinuous coverage,
then the UE is alowed to initiate 5SGMM procedures.

NOTE 2: UE can, based on implementation, restrict lower layers of non-3GPP access from establishing access
stratum connection on a registered PLMN when timer T3346 is running for the same PLMN.

5.3.10 Handling of DNN based congestion control

The AMF may detect and start performing DNN based congestion control when one or more DNN congestion criteria
as specified in 3GPP TS 23.501 [8] are met. If the UE does not provide a DNN for a non-emergency PDU session, then
the AMF uses the selected DNN or the DNN associated with the PDU session corresponding to the 5GSM procedure.

When DNN based congestion control is activated at the AMF, the AMF performs the congestion control as specified in
subclause 5.4.5 and the UE performs the congestion control as specified in subclause 5.4.5 and subclause 6.2.7.

5.3.11 Handling of S-NSSAI based congestion control

The AMF may detect and start performing S-NSSAI based congestion control when one or more S-NSSAI congestion
criteriaas specified in 3GPP TS 23.501 [8] are met. If the UE does not provide a DNN for a non-emergency PDU
session, then the AMF uses the selected DNN or the DNN associated with the PDU session corresponding to the 5GSM
procedure. If the UE does not provide an S-NSSAI for a non-emergency PDU session, then the AMF uses the selected
S-NSSAI or the SSNSSAI associated with the PDU session corresponding to the 5GSM procedure.

The AMF may detect and start performing S-NSSAI based congestion control when the UE that does not support S-
NSSAI location validity information requests a PDU session establishment for an S-NSSAI limited by NS-AoS and the
UE is outside the NS-AoS of an S-NSSAI.

When S-NSSAI based congestion control is activated at the AMF, the AMF performs the congestion control as
specified in subclause 5.4.5 and the UE performs the congestion control as specified in subclause 5.4.5 and
subclause 6.2.8.

5.3.12 Handling of local emergency numbers

The additional requirementsin subclause 5.3.12A apply to a UE supporting registration or attach procedures via 3GPP
access and registration procedures via non-3GPP access.

In case of PLMN, the network may send alocal emergency numbers list or an extended local emergency numbers list or
both, in the REGISTRATION ACCEPT message, by including the Emergency humber list |E and the Extended
emergency number list |E, respectively. The Local emergency numbers list can be updated as described in

3GPP TS 24.301 [15], subclause 5.3.7.

In case of SNPN, the network may send an extended local emergency numberslist, in the REGISTRATION ACCEPT
message, by including the Extended emergency number list |E. The network shall set the Extended Emergency Number
List Validity (EENLV) field within the Extended emergency number list |E to "Extended Local Emergency Numbers
Listisvalid only in the PLMN from which this |E isreceived”. The UE shall consider the emergency number(s)
received in the Extended emergency number list |E valid only in the SNPN from which this|E is received regardless of
the received value of the EENLV field within the Extended emergency number list IE.

The UE shall store the local emergency numbers list and the extended local emergency numbers list, as provided by the
network. The local emergency numbers list stored in the UE shall be replaced on each receipt of the Emergency number
list IE. The extended local emergency numberslist stored in the UE shall be replaced on each receipt of the Extended
emergency number list |E. The received local emergency numberslist or the received extended local emergency
numberslist or both shall be provided to the upper layers.

The emergency number(s) received in the Emergency number list |E are valid only in PLMNSs in the same country as
the PLMN from which this IE is received. If no Emergency number list IE is contained in the REGISTRATION
ACCEPT message, then the stored local emergency numbers list in the UE shall be kept, except if the UE has
successfully registered to aPLMN in a country different from that of the PLMN that sent the list.

The emergency number(s) received in the Extended emergency number list |E are valid only in:
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a) PLMNsin the same country asthe PLMN from which this | E is received, if the Extended Emergency Number
List Validity (EENLV) field within the Extended emergency number list |E indicates "Extended Local
Emergency Numbers List isvalid in the country of the PLMN from which this |E is received"; and

b) the PLMN from which thislE isreceived, if the EENLV field within the Extended emergency number list IE
indicates "Extended Local Emergency Numbers List isvalid only inthe PLMN from which this|E is received”;
and

c) the SNPN from which this|E isreceived, regardless of the value of the EENLV field within the Extended
emergency number list |E.

If no Extended Local Emergency Numbers List is contained in the REGISTRATION ACCEPT message, and the
registered PLMN or the registered SNPN has not changed, then the stored Extended Local Emergency Numbers List in
the UE shall be kept. If no Extended Local Emergency Numbers List is contained in the REGISTRATION ACCEPT
message, but the registered PLMN or the registered SNPN has changed, then:

a) if thelast received indication in the EENLV field within the Extended emergency number list |E indicates
"Extended Local Emergency Numbers List isvalid only in the PLMN from which this|E is received", the stored
Extended Local Emergency Numbers List in the UE shall be deleted; and

b) if thelast received indication in the EENLV field within the Extended emergency number list IE indicates
"Extended Local Emergency Numbers List isvalid in the country of the PLMN from which this |E is received”
the list shall be kept except if the UE has successfully registered to aPLMN in a country different from that of
the PLMN that sent the stored list.

NOTE: To prevent the misrouting of emergency calls, all operators within a country need to follow the regulation
or agree on the setting of the Extended emergency number list | E in accordance to national agreement —
either to indicate validity within a country or to indicate validity only within the PLMN.

Thelocal emergency numbers list and the extended local emergency numbers list shall be deleted at switch off or
removal of the USIM. The UE shall be able to store up to ten entriesin the local emergency numberslist and up to
twenty entries in the Extended local emergency numbers list, received from the network.

For the use of the local emergency numbers list and the extended local emergency numbers list by the UE see
3GPP TS 24.301 [15], subclause 5.3.7.

5.3.12A Handling of local emergency numbers received via 3GPP access
and non-3GPP access

5.3.12A.1 General

The requirements in subclause 5.3.12 with the clarifications and additional conditionsin subclause 5.3.12A apply to a
UE supporting:

a) attach procedures (see 3GPP TS 24.301 [15]) or registration procedures via 3GPP access; and
b) registration procedures via non-3GPP access.

The UE shall ignore the presence or absence of local emergency humbers list, extended local emergency numbers list or
both, in a REGISTRATION ACCEPT message received via non-3GPP access and keep the stored local emergency
numbers list and the extended local emergency numberslist, if available, unless conditions in subclause 5.3.12A.2 are
met.

For the purposes of subclause 5.3.12A, the UE is considered neither registered nor attached over 3GPP access if:
1) the UE supports 3GPP access to EPC, the UE does not support 3GPP access to 5GC, and:

a) the EMM sublayer isinthe EMM-NULL state, EMM-DEREGISTERED state or EMM-DEREGISTERED-
INITIATED state; or

2) the UE supports 3GPP access to 5GC, the UE does not support 3GPP access to EPC, and:

a) the 5GMM sublayer isin the 5SGMM-NULL state, 5GMM-DEREGISTERED state or 5GMM-
DEREGISTERED-INITIATED state; or
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3) supports both 3GPP access to EPC and 3GPP access to 5GC, and:

a) the EMM sublayer isinthe EMM-NULL state, EMM-DEREGISTERED state or EMM-DEREGISTERED-
INITIATED state; and

a) the 5GMM sublayer isin the 5SGMM-NULL state, 5GMM-DEREGISTERED state or 5GMM-
DEREGISTERED-INITIATED state.

5.3.12A.2 Receiving a REGISTRATION ACCEPT message via non-3GPP access

If the UE can determine the current country and after switch on or after removal of the USIM, has not been registered or
has not been attached via 3GPP access in the current country, then the UE shall store the local emergency numbers list
or the extended local emergency numbers list or both, as provided by the network with an MCC matching the current
country via non-3GPP access.

NOTE: The UE determines, as the current country, the country in which it islocated in accordance with
3GPP TS 24.502 [18].

The UE shall replace a previoudly stored local emergency numbers list or a previously stored extended local emergency
numberslist or both with alocal emergency numbers list or an extended local emergency numbers list or both received
inaREGISTRATION ACCEPT message via non-3GPP access, if the previousdly stored local emergency numberslist
was a so received via non-3GPP access or the previously stored extended local emergency numbers list was also
received via non-3GPP access.

The UE shall replace a previously stored extended local emergency numbers list with an extended local emergency
numbers list received in a REGISTRATION ACCEPT message via non-3GPP access, if:

a) the UE isneither registered nor attached over 3GPP access;

b) the REGISTRATION ACCEPT message is received from a PLMN different from which the stored list was
received; and

c) thestored indication in the EENLV field within the Extended emergency number list | E indicates " Extended
Local Emergency Numbers List isvalid only inthe PLMN from which thisIE is received".

If no extended local emergency numberslist is contained in a REGISTRATION ACCEPT message received via non-
3GPP access and the UE is neither registered nor attached over 3GPP access, the stored extended local emergency
numbers list in the UE shall be discarded if:

a) the UE can determine the current country and the UE has successfully registered to aPLMN in the country and
that country is different from that of the PLMN that sent the stored list; or

b) the REGISTRATION ACCEPT message is received from a PLMN different from which the stored list was
received, and the stored indication in the EENLV field within the Extended emergency number list | E indicates
"Extended Local Emergency Numbers List isvalid only inthe PLMN from which this|E is received".

5.3.13 Lists of 5GS forbidden tracking areas

If the UE is not operating in SNPN access operation mode, the UE shall store alist of "5GS forbidden tracking areas for
roaming", aswell asalist of "5GS forbidden tracking areas for regional provision of service". Otherwise the UE shall
store alist of "5GS forbidden tracking areas for roaming'":

a) per SNPN; and

b) if the UE supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, per
entry of the "list of subscriber data" or, if the UE supports access to an SNPN using credentials from a
credentials holder, PLMN subscription;

and store alist of "5GS forbidden tracking areas for regional provision of service":

a) per SNPN; and
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b) if the UE supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, per
entry of the "list of subscriber data" or, if the UE supports access to an SNPN using credentials from a
credentials holder, PLMN subscription.

Within the 5GS, these lists are managed independently per accesstype, i.e., 3GPP access or wireline access. These lists
shall be erased when:

a) the UE isswitched off, the UICC containing the USIM is removed, an entry of the "list of subscriber data" with
the subscribed SNPN identity identifying the current SNPN is updated or, if the UE supports access to an SNPN
using credentials from a credentials holder, the entry of the "list of subscriber data” associated with thelistsis
updated; and

b) periodically (with aperiod in the range 12 to 24 hours).

Over 3GPP access, when the lists are erased, the UE performs cell selection according to 3GPP TS 38.304 [28] or
3GPP TS 36.304 [25C]. If the UE is not operating in SNPN access operation mode a tracking area shall be removed
from the list of "5GS forbidden tracking areas for roaming", as well asthe list of "5GS forbidden tracking areas for
regional provision of service", if the UE receives the tracking areain the TAI list or the Service arealist of "allowed
tracking areas’ in REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message.

The UE operating in SNPN access operation mode shall remove atracking area from the list of "5GS forbidden tracking
areas for roaming" as well asthe list of "5GS forbidden tracking areas for regional provision of service" for:

a) the selected SNPN; and

b) when the UE supports access to an SNPN using credentials from a credential s holder, equivalent SNPNs or both,
for the selected entry of the "list of subscriber data" or, when the UE supports access to an SNPN using
credentials from a credentials holder, the selected PLMN subscription;

if the UE receives the tracking areain the TAI list or the Service arealist of "allowed tracking areas’ in
REGISTRATION ACCEPT message or a CONFIGURATION UPDATE COMMAND message.

The UE shall not remove the tracking area from "5GS forbidden tracking areas for roaming” or "5GS forbidden tracking
areas for regional provision of service" if the UE isregistered for emergency services.

In N1 mode over 3GPP access, the UE shall update the suitable list whenever a REGISTRATION REJECT, SERVICE
REJECT or DEREGISTRATION REQUEST message is received with the 5GMM cause #12 "tracking area not
allowed", #13 "roaming not allowed in thistracking area’, #15 "no suitable cellsin tracking area’, or #62 "no network
dlices available".

In N1 mode over 3GPP access, if the UE receives the "5GS forbidden tracking areas for roaming” |E or the "5GS
forbidden tracking areas for regiona provision of service" |E inthe REGISTRATION REJECT, SERVICE REJECT,
DEREGISTRATION REQUEST, REGISTRATION ACCEPT or SERVICE ACCEPT message, the UE update the
suitable list with the received TAI(s) belonging to the serving PLMN or equivalent PLMN(s) and ignore the TAI(S)
which do not belong to the serving PLMN or equivalent PLMN(s) included in the | E.

If the UE receives ACTIVATE DEFAULT EPS BEARER CONTEXT REQUEST message provided with S-NSSAI
and the PLMN ID in the Protocol configuration options |E or Extended protocol configuration options IE (see
subclause 6.5.1.3 of 3GPP TS 24.301 [15]), the UE may remove the corresponding tracking area from the "5GS
forbidden tracking areas for roaming".

Over wireline access, the 5G-RG, the W-AGF acting on behalf of an FN-RG or the W-AGF acting on behalf of an
N5GC device shall update the suitable list whenever aREGISTRATION REJECT, SERVICE REJECT or
DEREGISTRATION REQUEST message is received with the 5GMM cause #12 "tracking area not allowed" or #13
"roaming not allowed in thistracking area’.

NOTE: Inthisrelease of the specification, for untrusted non-3GPP access and trusted non-3GPP access, neither
thelist of "5GS forbidden tracking areas for roaming” nor the list of "5GS forbidden tracking areas for
regional provision of service" is maintained by the UE since the UE is not able to determine the
corresponding TAL.

Each list shall accommodate 40 or more TAIs. When thelist isfull and a new entry has to be inserted, the oldest entry
shall be deleted.
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5.3.13A Forbidden PLMN lists

In N1 mode, two lists of forbidden PLMN are managed independently per access type, i.e., 3GPP access or non-3GPP
access:

a) thelist of "forbidden PLMNS' as defined in 3GPP TS 23.122 [5] is applicable for 3GPP accessin N1 mode. The
samelist is used by 5GMM for 3GPP access, EMM, GMM and MM (see 3GPP TS 24.301 [15] and
3GPP TS 24.008[12]), regardless whether the UE is operating in single-registration mode or dual-registration
mode.

b) thelist of "forbidden PLMNs for non-3GPP access to 5GCN" as defined in 3GPP TS 24.502 [18] is applicable
for 5GMM for non-3GPP access.

Thelist of "forbidden PLMNSs for GPRS service" as defined in 3GPP TS 23.122 [5] and 3GPP TS 24.008 [12] is
applicable for 3GPP accessin N1 mode. The samelist is used by 5GMM for 3GPP access, EMM and GMM (see
3GPP TS 24.301 [15] and 3GPP TS 24.008 [12]), regardless whether the UE is operating in single-registration mode or
dual-registration mode.

The forbidden PLMN lists shall be maintained across activation and deactivation of SNPN access operation mode.

NOTE: Ontimer T3245 expiry when the UE supports access to an SNPN using credentials from a credentials
holder using PLMN subscription, and the UE is operating in SNPN access operation mode, as an
implementation option the UE can delete the list of "forbidden PLMNS", "forbidden PLMNs for non-
3GPP access to 5GCN" and "forbidden PLMNSs for GPRS service".

5.3.14 List of equivalent PLMNs

The UE shall store alist of equivalent PLMNSs. These PLMNSs shall be regarded by the UE as equivalent to each other
for PLMN selection and cell selection/re-selection. The samelist is used by 5GMM, EMM, GMM and MM (see
3GPP TS 24.301 [15] and 3GPP TS 24.008 [12]) except for the case when the UE operates in dual-registration mode
(see subclause 4.8.3).

The UE shall update or delete thislist at the end of each registration procedure. The stored list consists of alist of
equivalent PLMNSs as downloaded by the network plus the PLMN code of the registered PLMN that downloaded the
list. When the UE is switched off, the UE shall keep the stored list so that it can be used for PLMN selection after
switch on. The UE shall delete the stored list if the USIM isremoved or when the UE registered for emergency services
enters the state 5 GMM-DEREGISTERED. The maximum number of possible entriesin the stored list is 16.

If the UE registersto different PLMNs over 3GPP and non-3GPP accesses, the UE shall store an additional list of
equivalent PLM Ns associated with non-3GPP access. The UE manages the two lists of equivalent PLMNSs per access
type independently.

5.3.14A List of equivalent SNPNs

The UE may support equivalent SNPNSs.
If the UE supports equivalent SNPNs, the ME shall store alist of equivalent SNPNs:
a) per entry of "list of subscriber data"; or
b) per the PLMN subscription, if the UE supports access to an SNPN using credentials from a credentials hol der.

SNPNsin the list of equivalent SNPNs associated with the selected entry of "list of subscriber data’ or the selected
PLMN subscription shall be regarded by the UE as equivalent to each other for SNPN selection, cell selection and cell
re-selection.

Thelist of equivalent SNPNs associated with the selected entry of "list of subscriber data”’ or the selected PLMN
subscription is created, replaced or deleted at the end of each registration procedure. The stored list consists of alist of
equivalent SNPNs as provided by the network plus the SNPN identity of the registered SNPN that provided thelist.

When the UE is switched off, the UE shall keep the stored list(s) so that they can be used for SNPN selection after
switch on.
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The UE shall delete the stored list associated with an entry of "list of subscriber data' or the PLMN subscription, when
the USIM is removed, the associated entry of "list of subscriber data" is updated, or the UE registered for emergency
services enters the state 5GMM-DEREGISTERED.

The maximum number of possible entries in each stored list is 16.

NOTE 1: To enable UE mobility between the registered SNPN and an equivalent SNPN, the SNPN identity of the
registered SNPN providing alist of equivalent SNPNs and the SNPN identity(ies) in the list of equivalent
SNPNs are assumed to be globally-unique SNPN identities.

NOTE 2: The MS can provide the list of equivalent SNPNs associated with the selected entry of "list of subscriber
data" or the selected PLMN subscription to the lower layers.

If the UE supports equivalent SNPNs and registers to different SNPNs over 3GPP and non-3GPP accesses, the UE shall
store an additional list of equivalent SNPNs associated with non-3GPP access. The UE manages the two lists of
equivalent SNPNs per access type independently.

5.3.15 Transmission failure abnormal case in the UE

The abnormal case 5GMM uplink message transmission failure indication by lower layers can be identified for 5SGMM
procedures:

When it is specified in the relevant procedure that it is up to the UE implementation to re-run the ongoing
procedure that triggered that procedure, the procedure can typically be re-initiated using a retransmission
mechanism of the uplink message (i.e. the one that has previously failed to be transmitted) with new sequence
number and message authentication code information thus avoiding to re-start the whole procedure.

NOTE: Thetransmission failure can happen dueto TAI change. The lower layer might take some time to read the
system information and determine if the current TAI is changed. Therefore, the information of TAI
change can be sent to the NAS layer alittle after receiving the transmission failure indication from the
lower layer. How to handle the retransmission procedure caused by the possible delayed TAI change
information is up to UE implementation.

5.3.16 Extended DRX cycle for UEs in 5GMM-IDLE and 5GMM-
CONNECTED mode with RRC inactive indication

Extended DRX (eDRX) cycle is supported for aUE in N1 mode. When eDRX is requested by the UE and accepted by
the network:

a) if the UEisnotin NB-N1 mode, eDRX is used when the UE isin 5GMM-IDLE mode or in 5GMM-
CONNECTED mode with RRC inactive indication; or

b) if the UE isin NB-N1 mode, eDRX is used when the UE isin 5GMM-IDLE mode.

The UE may request the use of eDRX cycle during aregistration procedure by including the Requested extended DRX
parameters |E (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]). The UE shall not request the use of eDRX during a
registration procedure for emergency services. The UE may use the extended idle mode DRX cycle length stored in the
USIM (see 3GPP TS 31.102 [22]) when requesting the use of eDRX.

The UE and the network may negotiate eDRX parameters during a registration procedure when the UE has an
emergency PDU session.

The network accepts the request to use the eDRX by providing the Negotiated extended DRX parameters |E when
accepting the registration procedure. The UE shall use eDRX only if it received the Negotiated extended DRX
parameters | E during the last registration procedure and the UE does not have an emergency PDU session.

NOTE 1: If the UE wants to keep using eDRX, the UE includes the Extended DRX parameters |E in each
registration procedure.

If the UE received the Negotiated extended DRX parameters IE during the last registration procedure, upon successful
completion of the PDU session rel ease procedure of the emergency PDU session, the UE shall resume eDRX.
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If the network has provided the Negotiated extended DRX parameters |E during the last registration procedure, upon
successful completion of the PDU session rel ease procedure of the emergency PDU session, the network shall resume
eDRX.

If the UE or the network locally releases an emergency PDU session, the UE or the network shall not use eDRX until
the UE receives eDRX parameters during a registration procedure with PDU session context synchronization or upon
successful completion of a service request procedure with PDU session context synchronization.

If the UE did not receive the Negotiated extended DRX parameters |E, or if the UE has an emergency PDU session, the
UE shall use the stored UE specific DRX parameter, if available.

If the network did not accept the request to use eDRX, or if the UE has an emergency PDU session, the network shall
use the stored UE specific DRX parameter, if available.

If the network provided the Negotiated extended DRX parameters | E and also assigned a new 5G-GUT] for the UE as
described in subclause 5.5.1.3.4 during the last registration procedure, the network shall use the stored UE specific
DRX parameter, if available, with the old 5G-GUTI and use the eDRX provided by the network with the new 5G-GUTI
until the old 5G-GUTI can be considered as invalid by the network (see subclauses 5.4.4.4 and 5.5.1.3.4).

NOTE 2: If the UE using eDRX has joined one or more multicast MBS sessions or wants to receive the traffic of
broadcast MBS sessions, the upper layers of the UE provide the lower layers with the MBS start time and
the scheduled activation times of the respective MBS session if any of those times are obtained via the
service announcement as specified in 3GPP TS 23.247 [53]. This interaction between the upper layers and
the lower layersis out of scope of the present document. If the UE fails to receive paging or datafor a
multicast MBS session which the UE has joined or data for a broadast MBS session, the UE can asan
implementation option initiate 5SGMM procedures (e.g. for the transfer of mobile originated signalling or
user data) to enter 5GMM-CONNECTED mode over 3GPP access and obtain via the service
announcement a new start time, a sequence of scheduled activation times or both.

5.3.17 Service Gap Control
Service gap control (SGC) only applies to 3GPP access.

The network may control the frequency with which UEs can transition from 5GMM-IDLE mode to 5GMM-
CONNECTED mode via the SGC as specified in 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]. If the network supports
SGC and the service gap time value i.e. T3447 value is available in the 5GMM context of the UE, the AMF shall
consider SGC as active for the UE.

The UE and the network negotiate usage of SGC during the registration procedure for initial registration and
registration procedure for mobility and periodic registration update:

a) the UE supporting SGC indicates its support in the REGISTRATION REQUEST message. If the UE supports
SGC and the SGC is active for the UE, the AMF includes T3447 value |E in the REGISTRATION ACCEPT
message (see subclause 5.5.1.2 and subclause 5.5.1.3). The UE stores the T3447 value; and

b) for UEsthat do not support SGC when the network rejects mobility management signalling requests because
SGC is active in the network, the mechanism for general NAS level mobility management congestion control as
specified in subclause 5.3.9 applies.

The network can provide a new T3447 value to the UE to be used next time it is started or stop timer T3447 in the UE if
running with the Generic UE configuration update procedure as specified in subclause 5.4.4.

The UE shall start timer T3447 when the N1 NAS signalling connection is released and if:
a) the UE supports SGC, and the T3447 value is available in the UE and does not indicate zero; and
b) the N1 NAS signalling connection released was not established for:
1) paging;

2) registration procedure for initia registration with Follow-on reguest indicator set to "No follow-on request
pending";

3) registration procedure for mobility and periodic registration update with Follow-on request indicator set to
"No follow-on request pending” and without Uplink data status | E included;
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4) requests for emergency services; or

5) requests for exception data reporting.

If the SGC is active in the network, after the UE transitions from 5GMM-CONNECTED mode to 5GMM-IDLE mode
except when the UE was in 5GMM-CONNECTED mode due to:

a)

b)

©)

d)

€)

paging;

registration procedure for initial registration with Follow-on request indicator set to "No follow-on request
pending”;

registration procedure for mobility and periodic registration update with Follow-on request indicator set to "No
follow-on request pending" and without Uplink data status | E included,

requests for emergency services; or

reguests for exception data reporting,

the network shall start timer T3447 if not already running:

with the T3447 value available in the 5GMM context minus 4 minutes, if the UE supports SGC and the T3447
value has been sent to the UE with anon-zero value; or

with the T3447 value available in the 5GMM context if the UE does not support SGC.

When timer T3447 is running, the network allows:

a)
b)
c)
d)

€)

f)

9)

reguests for emergency service;

reguests for emergency services fallback;
requests for high priority access;
requests for exception data reporting;

registration procedure for initial registration with Follow-on request indicator set to "No follow-on request
pending";

registration procedure for mobility and periodic registration update without Uplink data status | E included and
with Follow-on request indicator set to "No follow-on request pending"; or

service regquest procedure or registration procedure for mobility and periodic registration update triggered by
paging and subsequent MO signalling or MO data, if any, until the UE enters 5GMM-IDLE mode.

The UE or the network with a running T3447 timer keeps the timer running when the UE transits from 5GMM-IDLE
mode to 5GMM-CONNECTED mode.

NOTE: If the UE transitions from 5GMM-IDLE mode to 5GMM-CONNECTED mode due to registration

procedure for initial registration with Follow-on request indicator set to "No follow-on request pending”
or mobility and periodic registration update request without Uplink data status |E and with Follow-on
request indicator set to "No follow-on request pending”, the UE initiates no further MO signalling except
for mobility and periodic registration update requests without Uplink data status and with Follow-on
reguest indicator set to "No follow-on request pending” until the UE receives mobile terminated
signalling (e.g. DL NAS TRANSPORT message for MT SMS) or MT data over user plane, or after the
UE has moved to 5GMM-IDLE state and the service gap timer is not running.

If timer T3447 is running when the UE changes PLMN or enters state 5GMM-DEREGISTERED, the UE remains
switched on, and the USIM in the UE remains the same, then timer T3447 is kept running until it expires.

If the AMF determines that the UE operating in single-registration mode has performed an inter-system change from N1
mode to S1 mode and the timer T3447 isrunning in the AMF, the AMF stops the T3447.

Upon inter-system change from S1 mode to N1 mode, if the UE supports service gap control, T3447 is running in the
UE, and the T3447 value |IE isincluded in the REGISTRATION ACCEPT message received from the AMF (see
subclause 5.5.1.2 and subclause 5.5.1.3), the UE shall keep T3447 running. Additionally, the UE shall store and replace
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the currently stored service gap time value with the received T3447 value. Upon expiry of the running T3447 timer, the
UE shall use the new value when starting T3447 again.

If the UE is switched off when the timer T3447 is running, the UE shall behave as follows when the UE is switched on
and the USIM in the UE remains the same:

- lettl be the time remaining for timer T3447 timeout at switch off and let t be the time elapsed between switch
off and switch on. If t1 is greater than t, then the timer shall be restarted with the value t1 —t. If t1 isequal to or
less than t, then the timer need not be restarted. If the UE is not capable of determining t, then the UE shall
restart the timer with the value t1.

5.3.18 Restriction on use of enhanced coverage

In order to deal with use of extensive resources from the network, the operator may prevent specific subscribers from
using enhanced coverage (see 3GPP TS 23.501 [8]). When in NB-N1 mode, the UE shall indicate support for restriction
on use of enhanced coverage. When in WB-N1 mode, the UE supporting either CE mode A or CE mode B shall
indicate support for restriction on use of enhanced coverage. The UE supporting restriction on use of enhanced
coverage indicates its support for restriction on use of enhanced coverage in the REGISTRATION REQUEST message.
If the UE supports restriction on use of enhanced coverage, the AMF indicates in the REGISTRATION ACCEPT
message (see subclause 5.5.1.2 and subclause 5.5.1.3) that:

a) whenin WB-N1 mode, whether CE mode B isrestricted for the UE, or both CE mode A and CE mode B are
restricted for the UE, or both CE mode A and CE mode B are not restricted for the UE; or

b) whenin NB-N1 mode, whether the use of enhanced coverageis restricted or not for the UE.

a) the use of enhanced coverage is restricted;
b) the use of CE mode B isrestricted; or
¢) theuseof CE mode A and CE mode B isrestricted,

the UE shall not use enhanced coverage in the registered PLMN and in any PLMN which isin the list of equivalent
PLMNSs.

If the UE supports CE mode B and the network determines that

a) the use of enhanced coverage is not restricted for the UE; or

b) CE mode B is not restricted for the UE,
the applicable NAS timer values shall be calculated by the network as described in subclause 4.19 and subclause 4.20.
For a UE that supports restriction on use of enhanced coverage or CE mode B, if:

a) the AMF determinesto enforce a change in restriction on the use of enhanced coverage or a changein the
restriction on the use of CE mode B as described in 3GPP TS 23.501 [8]; and

b) the UEisin 5 GMM-CONNECTED mode and there is no ongoing registration procedure,

the AMF shdll initiate the generic UE configuration update procedure to indicate registration requested and release of
the N1 NAS signalling connection not requested as described in subclause 5.4.4. After the successful completion of the
registration procedure for mobility registration update including change of the restriction on the use of enhanced
coverage, for any SMF with which the UE has an established PDU session, the AMF updates the SMF with the
indication on the use of extended NAS timer setting as described in 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9].

5.3.19 Handling of congestion control for transport of user data via the
control plane

The network may activate congestion control for transport of user data via the control plane, as specified in
3GPPTS23.501[8].
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If the UE has indicated support for the control plane CloT 5GS optimizations and the network decidesto activate the
congestion control for transport of user data via the control plane, the network may include a value for the control plane
data back-off timer T3448 in REGISTRATION ACCEPT, SERVICE ACCEPT or SERVICE REJECT message, and
shall store a control plane data back-off time on a per UE basis. The UE starts the timer T3448 with the value informed
in the message. To avoid that large numbers of UEs simultaneoudly initiate deferred requests, the network should select
the value for the timer T3448 for the informed UESs so that timeouts are not synchronised. Based on local policy, the
network need not include avalue for the control plane data back-off timer T3448 in REGISTRATION ACCEPT,
SERVICE ACCEPT or SERVICE REJECT message to a UE configured for high priority accessin selected PLMN.

The network sends REGISTRATION ACCEPT message or SERVICE ACCEPT message without T3448 value | E to
stop the timer T3448 running in the UE as specified in subclause 5.5.1.3.4 and subclause 5.6.1.4.

Based on the stored control plane data back-off time for the UE, the network may reject the transfer of user data viathe
control planeinitiated by the UE. Based on local policy, the network shall not reject the transfer of user data via the
control plane initiated by a UE configured for high priority accessin selected PLMN.

While the timer T3448 is running, the UE in 5GMM-IDLE mode does not initiate the transport of user data viathe
control plane procedure, except if the UE is allowed to use exception data reporting (see the
ExceptionDataReportingAllowed leaf of the NAS configuration MO in 3GPP TS 24.368 [17] or the USIM file
EFnasconmic in 3GPP TS 31.102 [22]) and the user datais related to an exceptional event.

The UE is allowed:
a) to respond to paging with CONTROL PLANE SERVICE REQUEST message without uplink data; or

b) tosend aCONTROL PLANE SERVICE REQUEST message for emergency services or for emergency services
fallback;

even if the timer T3448 isrunning.
Upon entering the state 5SGMM-DEREGISTERED or a new PLMN which is not equivalent to the PLMN where the UE
started the timer T3448, or upon being switched off while the timer T3448 is running, the UE stops the timer T3448.

5.3.19A Specific requirements for UE configured to use timer T3245

5.3.19A.1 UE not operating in SNPN access operation mode

The following regquirements apply for a UE that is configured to use timer T3245 (see 3GPP TS 24.368 [17] or
3GPP TS 31.102 [22)).

When the UE adds a PLMN identity to the "forbidden PLMN list" or setsthe USIM asinvalid for 5GS services for
3GPP access or non-3GPP access, and timer T3245 (see 3GPP TS 24.008 [12]) is hot running, the UE shall start timer
T3245 as specified in 3GPP TS 24.008 [12], subclause 4.1.1.6.

Upon expiry of the timer T3245, the UE shall erase the "forbidden PLMN list" and "forbidden PLMNSs for GPRS
service" list and set the USIM to valid for 5GS services for 3GPP access and non-3GPP access. When the lists are
erased, the UE performs cell selection according to 3GPP TS 38.304 [28] or 3GPP TS 36.304 [25C].

If the UE is switched off when the timer T3245 is running, the UE shall behave as follows when the UE is switched on
and the USIM in the UE remains the same:

- lettl be the time remaining for T3245 timeout at switch off and let t be the time elapsed between switch off and
switch on. If t1 is greater than t, then the timer shall be restarted with the valuetl —t. If t1 is equal to or less than
t, then the UE will follow the behaviour as defined in the paragraph above upon expiry of the timer T3245. If the
UE is not capable of determining t, then the UE shall restart the timer with the valuet1.

5.3.19A.2 UE operating in SNPN access operation mode
The following requirements apply for a UE that is configured to use timer T3245 (see 3GPP TS 24.368 [17]).

When the UE adds an SNPN to the "permanently forbidden SNPNSs" list or "temporarily forbidden SNPNs" list which
are, if the MS supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both,
associated with the selected entry of the "list of subscriber data” or the selected PLMN subscription, or sets the selected
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entry of the "list of subscriber data' or the selected PLMN subscription as invalid for 3GPP access or non-3GPP access,
and timer T3245 (see 3GPP TS 24.008 [12]) is hot running, the UE shall start timer T3245 with arandom value,
uniformly drawn from the range between 12h and 24h.

When the UE adds an SNPN to the "permanently forbidden SNPNs for access for localized servicesin SNPN" list or
"temporarily forbidden SNPNs for access for localized servicesin SNPN" list which are associated with the selected
entry of the "list of subscriber data" or the selected PLMN subscription for 3GPP access or non-3GPP access, and timer
T3245 isnot running:

a) if thereisno next valid time period for the SNPN, the UE shall start timer T3245 with arandom value, uniformly
drawn from the range between 12h and 24h; or

b) if thereisnext valid time period for the SNPN, the UE shall start timer T3245 with arandom value uniformly
drawn from the range between the start time point and the end time point of the next valid time period for
localized servicesin SNPN.

NOTE 1: Therandom value to calculate the value of timer T3245 can be UE implementation-specific value for the
UE to perform SNPN selection for localized servicesin SNPN and receive localized servicesin the SNPN
before the valid time of localized services ends.

Upon expiry of the timer T3245, the UE shall erase the "permanently forbidden SNPNs" list(s) and "temporarily
forbidden SNPNs' list(s) and set the selected entry of the "list of subscriber data' or the selected PLMN subscription to
valid for 3GPP access and non-3GPP access. When the lists are erased, the UE performs cell selection according to
3GPP TS 38.304 [28].

If the UE is switched off when the timer T3245 is running, the UE shall behave as follows when the UE is switched on
and the selected entry of the "list of subscriber data" or the selected PLMN subscription remain the same:

- lettl be the time remaining for T3245 timeout at switch off and let t be the time elapsed between switch off and
switch on. If t1 is greater than t, then the timer shall be restarted with the valuet1 —t. If t1 isequal to or less than
t, then the UE will follow the behaviour as defined in the paragraph above upon expiry of the timer T3245. If the
UE is not capable of determining t, then the UE shall restart the timer with the value t1.

5.3.20 Specific requirements for UE when receiving non-integrity protected
reject messages

5.3.20.1 General

This subclause specifies the requirements for a UE that is not configured to use timer T3245 (see 3GPP TS 24.368 [17]
or 3GPP TS 31.102 [22]) and receives aREGISTRATION REJECT or SERVICE REJECT message without integrity
protection with specific 5GMM causes.

NOTE: Additional UE regquirements for this case, requirements for other 5GMM causes, and requirements for the
case when the UE receives an integrity protected reject message are specified in subclauses 5.5.1 and
5.6.1.

5.3.20.2 Requirements for UE in a PLMN

The UE shall maintain:

a) alist of PLMN-specific attempt counters (see 3GPP TS 24.301 [15]). The maximum number of possible entries
in thelist isimplementation dependent. Thislist is applicable to access attempts via 3GPP access only;

b) alist of PLMN-specific attempt counters for non-3GPP access, if the UE supports non-3GPP access. The
maximum number of possible entriesin the list isimplementation dependent. Thislist is applicable to access
attempts via non-3GPP access only;

c) alist of PLMN-specific N1 mode attempt counters for 3GPP access. The maximum number of possible entriesin
the list isimplementation dependent. Thislist is applicable to access attempts via 3GPP access only;

d) alist of PLMN-specific N1 mode attempt counters for non-3GPP access, if the UE supports non-3GPP access.
The maximum number of possible entriesin the list isimplementation dependent. Thislist is applicable to access
attempts via non-3GPP access only;
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€) one counter for "SIM/USIM considered invalid for GPRS services' events (see 3GPP TS 24. 008 [12]);

f) one counter for "USIM considered invalid for 5GS services over non-3GPP access' events, if the UE supports
non-3GPP access; and

0)- alist of PLMN-specific attempt counters for the UE determined PLMN with disaster condition, if the UE
supports MINT. The maximum number of possible entriesin the list isimplementation dependent. Thislist is
applicable to access attempts via 3GPP access only.

A UE supporting non-EPS services shall maintain one counter for "SIM/USIM considered invalid for non-GPRS
services' events (see 3GPP TS 24.008 [12]).

The UE shall store the above lists of attempt counters and the event countersin its non-volatile memory. The UE shall
erase the lists and reset the event counters to zero when the UICC containing the USIM is removed. The counter values
shall not be affected by the activation or deactivation of MICO mode or power saving mode (see 3GPP TS 24.301 [15]).

The UE implementati on-specific maximum value for any of the above counters shall not be greater than 10.
NOTE 1: Different counters can use different UE implementation-specific maximum values.

If the UE receives a REGISTRATION REJECT or SERVICE REJECT message without integrity protection with
5GMM cause value #3, #6, #7, #11, #12, #13, #15, #27, #31, #62, #72, #73 or #30 before the network has established
secure exchange of NAS messages for the N1 NAS signalling connection, the UE shall stop timer T3510 or T3517 if
running, and start timer T3247 (see 3GPP TS 24.008 [12]) with arandom va ue uniformly drawn from the range
between 30 minutes and 60 minutes, if the timer is not running, and take the following actions:

1) if the 5GMM cause value received is#3, #6 or #7, and:
a) if the 5GMM cause valueis received over 3GPP access, the UE shall:
i) if the UE isalready registered over another access:

- storethe current TAI inthelist of "5GS forbidden tracking areas for roaming", memorize the current
TAI was stored in the list of "5GS forbidden tracking areas for roaming” for non-integrity protected
NAS reject message and enter the state 5SGMM-DEREGISTERED.LIMITED-SERVICE; and

- search for asuitable cell in another tracking area according to 3GPP TS 38.304 [28] or
3GPP TS 36.304 [25C]; or

ii) otherwise, if the counter for "SIM/USIM considered invalid for GPRS services' events has avalue less
than a UE implementation-specific maximum val ue,

- set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to
subclause 5.1.3.2.2) and shall delete 5G-GUTI, last visited registered TAI, TAI list and ngKSI for
3GPP access,

- if the 5GMM cause value received is#3 or #6, delete the list of equivalent PLMNs if any;
- increment the counter for "SIM/USIM considered invalid for GPRS services' events;

- if the 5GMM cause value received is#3 or #6, and if the counter for "SIM/USIM considered invalid
for non-GPRS services' events has a value less than a UE implementation-specific maximum val ue,
increment the counter;

- if aregistration procedure was performed, reset the registration attempt counter and if a service
reguest procedure was performed, reset the service request attempt counter;

- if the UE is operating in single-registration mode, handle the EMM parameters EMM state, EPS
update status, EPS attach attempt counter, tracking area updating attempt counter or service request
attempt counter, 4G-GUTI, TAI list, eKSI as specified in 3GPP TS 24.301 [15] for the case when the
EPS attach, tracking area updating procedure or service request procedure is rejected with the EMM
cause of the same value in a NAS message without integrity protection;

- storethe current TAl inthelist of "5GS forbidden tracking areas for roaming”, memorize the current
TAI was stored in the list of "5GS forbidden tracking areas for roaming" for non-integrity protected
NAS reject message and enter the state 5SGMM-DEREGISTERED.LIMITED-SERVICE; and

ETSI



3GPP TS 24.501 version 18.8.0 Release 18 209 ETSI TS 124 501 V18.8.0 (2024-10)

- search for asuitable cell in another tracking area according to 3GPP TS 38.304 [28] or
3GPP TS 36.304 [25C]; and as a UE implementation option, the UE may perform registration attempt
over the non-3GPP access, if non-3GPP accessis available, and the USIM is not considered invalid
for 5GS services over non-3GPP access; and

iii) otherwise proceed as specified in subclauses 5.5.1 and 5.6.1;

b) if the 5GMM cause value is received over non-3GPP access, the UE shall:

i) if the UE isaready registered over another access:

- enter the state 5SGMM-DEREGISTERED.LIMITED-SERVICE; and

- may perform registration attempt over the non-3GPP access if another access point for non-3GPP
accessisavailable; or

ii) otherwise, if the counter for "USIM considered invalid for 5GS services over non-3GPP access' events

has a value less than a UE implementation-specific maximum value,

- set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to
subclause 5.1.3.2.2) and shall delete the 5G-GUTI, last visited registered TAI, TAI list and ngKSI for
non-3GPP access,

- enter the state 5SGMM-DEREGISTERED.LIMITED-SERVICE;

- increment the counter for "USIM considered invalid for 5GS services over non-3GPP access' events;
and as a UE implementation option, the UE may either perform registration attempt over the non-
3GPP accessif another access point for non-3GPP accessis available, or if 3GPP accessis available,
and the USIM is not considered invalid for 5GS services over 3GPP access, perform registration
attempt over the 3GPP access; and

NOTE 2: How to select another access point for non-3GPP access is implementation specific.

iii) otherwise proceed as specified in subclauses 5.5.1 and 5.6.1;

2) if the 5GMM cause value received is#12, #13 or #15, the UE shall proceed as specified in subclauses 5.5.1 and
5.6.1. Additionally, the UE may:

a) if the 5GMM cause value is received over 3GPP access, non-3GPP accessis available, the UE is not
registered over non-3GPP access yet, and the USIM is not considered invalid for 5GS services over non-
3GPP access, perform registration attempt over the non-3GPP access; or

b) if the 5GMM cause value is received over non-3GPP access, 3GPP accessis available, the UE is not
registered over 3GPP access yet, and the USIM is not considered invalid for 5GS services over 3GPP access,
perform registration attempt over the 3GPP access;

3) if the 5GMM cause value received is#11 or #73 and the UE isin itsHPLMN or EHPLMN:

a) if the 5GMM cause valueis received over 3GPP access, the UE shall:

set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to
subclause 5.1.3.2.2) and shall delete, the 5G-GUTI, last visited registered TAI, TAI list, ngK Sl for 3GPP
access and the list of equivalent PLMNs. Additionally, if aregistration procedure was performed, the UE
shall reset the registration attempt counter and if a service request procedure was performed, reset the
service request attempt counter;

if the 5GMM cause value received is#11 and the UE is operating in single-registration mode, handle the
EMM parameters EMM state, EPS update status, EPS attach attempt counter, tracking area updating
attempt counter or service request attempt counter, 4G-GUTI, TAI list, eKSl as specified in

3GPP TS 24.301 [15] for the case when the EPS attach, tracking area updating procedure or service
reguest procedure is rejected with the EMM cause of the same value in a NAS message without integrity
protection;

if the 5GMM cause value received is#73 and the UE is operating in single-registration mode, the UE
shall in addition set the EPS update status to EU3 ROAMING NOT ALLOWED and shall delete any 4G-
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GUTI, last visited registered TAI, TAI list and eKSI. Additionally, the UE shall reset the attach attempt
counter or tracking area updating attempt counter, and enter the state EMM-DEREGISTERED;

- dstorethe current TAI inthelist of "5GS forbidden tracking areas for roaming”, memorize the current TAI
was stored in the list of "5GS forbidden tracking areas for roaming” for non-integrity protected NAS
reject message and enter the state 5GMM-DEREGISTERED.LIMITED-SERVICE; and

- search for asuitable cell in another tracking area according to 3GPP TS 38.304 [28] or
3GPP TS 36.304 [25C]; and as a UE implementation option, the UE may perform registration attempt
over the non-3GPP access, if non-3GPP access is available, the UE is not registered over non-3GPP
access yet, and the USIM is not considered invalid for 5GS services over non-3GPP access,

b) if the 5GMM cause value is received over non-3GPP access, the UE shall:

- set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall storeit according to
subclause 5.1.3.2.2) and shall delete the 5G-GUTI, last visited registered TAI, TAI list and ngK S| for
non-3GPP access. Additionally, if aregistration procedure was performed, the UE shall reset the
registration attempt counter and if a service request procedure was performed, reset the service request
attempt counter; and

- enter the state 5GMM-DEREGISTERED.LIMITED-SERVICE. As a UE implementation option, the UE
may perform registration attempt over the non-3GPP access if another access point for non-3GPP access
isavailable, or if 3GPP accessis available, the UE is not registered over 3GPP access yet, and the USIM
isnot considered invalid for 5GS services over 3GPP access, perform registration attempt over the 3GPP
access,

4) if the 5GMM cause value received is#11 or #73 and the UE isnot in its HPLMN or EHPLMN, in addition to the
UE requirements specified in subclause 5.5.1 and 5.6.1:

5)

6)

if the message was received via 3GPP access and if the PLMN-specific attempt counter for the PLMN
sending the reject message has a value less than a UE implementati on-specific maximum value, the UE shall
increment the PLMN-specific attempt counter for the PLMN; or

if the message was received via non-3GPP access and if the PLMN-specific attempt counter for non-3GPP
access for the PLMN sending the reject message has a val ue less than a UE implementation-specific
maximum value, the UE shall increment the PL M N-specific attempt counter for non-3GPP access for the
PLMN;

if the 5GMM cause value received is#27, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1.
Additionally, if the PLMN-specific N1 mode attempt counter for the respective access type and for the PLMN
sending the reject message has a value less than a UE implementati on-specific maximum value, the UE shall
increment this counter for the PLMN;

if the 5GMM cause value received is#72, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1.
Additionally, if the PLMN-specific N1 mode attempt counter for non-3GPP access for the PLMN sending the
reject message has a value less than a UE implementation-specific maximum value, the UE shall increment this
counter for the PLMN;

if the 5GMM cause value received is#31 for a UE that has indicated support for CloT optimizations, the UE
may discard the message or alternatively the UE should:

set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to
subclause 5.1.3.2.2);

store the current TAI in thelist of "5GS forbidden tracking areas for roaming”, memorize the current TAI
was stored in the list of "5GS forbidden tracking areas for roaming" for non-integrity protected NAS reject

message; and

search for a suitable cell in another tracking area according to 3GPP TS 38.304 [28] or
3GPP TS 36.304 [25C]; and

8) if the 5GMM cause value received is#62, the UE may discard the message or alternatively the UE should:

set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to
subclause 5.1.3.2.2);
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- storethe current TAl inthelist of "5GS forbidden tracking areas for roaming”, memorize the current TAI
was stored in the list of "5GS forbidden tracking areas for roaming" for non-integrity protected NAS reject

message; and

- search for asuitable cell in another tracking area according to 3GPP TS 38.304 [28] or
3GPP TS 36.304 [25C].

9) if the 5GMM cause value received is#80, the UE shall proceed as specified in subclauses 5.5.1. If the PLMN-

specific attempt counter of the PLMN which sent the reject message for the UE determined PLMN with disaster
condition has a val ue | ess than a UE implementation-specific maximum value, the UE shall increment the
PLMN-specific attempt counter of the PLMN which sent the reject message for the UE determined PLMN with
disaster condition.

Upon expiry of timer T3247, the UE shall:

remove al tracking areas from the list of "5GS forbidden tracking areas for regional provision of service" and
thelist of "5GS forbidden tracking areas for roaming", which were stored in these lists for non-integrity
protected NAS reject message;

set the USIM to valid for 5GS services for 3GPP access, if:

- the counter for "SIM/USIM considered invalid for GPRS services' events has avalue less than a UE
implementati on-specific maximum value;

set the USIM to valid for 5GS services for non-3GPP access, if:

- the counter for "USIM considered invalid for 5GS services over non-3GPP access' events has avalue less
than a UE implementation-specific maximum value;

set the USIM to valid for non-EPS services, if:

- the counter for "SIM/USIM considered invalid for non-GPRS services' events has avalue less than aUE
implementation-specific maximum value;

for each PLMN-specific attempt counter that has a value greater than zero and less than a UE implementation-
specific maximum value, remove the respective PLMN from the extension of the "forbidden PLMNS' lit;

for each PLMN-specific attempt counter for non-3GPP access that has a value greater than zero and less than a
UE implementati on-specific maximum value, remove the respective PLMN from the list of "forbidden PLMNs
for non-3GPP access to 5GCN";

re-enable the N1 mode capability for 3GPP access and, for each PLMN-specific N1 mode attempt counter for
3GPP access that has a value greater than zero and less than a UE i mplementation-specific maximum value,
remove the respective PLMN from the list of PLMNs where N1 mode is not allowed for 3GPP access (see
3GPPTS23.122[5));

re-enable the N1 mode capability for non-3GPP access and, for each PLMN-specific N1 mode attempt counter
for non-3GPP access that has a value greater than zero and |ess than a UE implementation-specific maximum
value, remove the respective PLMN from the list of PLMNs where N1 mode is not alowed for non-3GPP
access,

if the UE is supporting A/Gb mode or lu mode, perform the actions as specified in 3GPP TS 24.008 [12] for the
case when timer T3247 expires,

if the UE is supporting S1 mode, perform the actions as specified in 3GPP TS 24.301 [15] for the case when
timer T3247 expires,

initiate a registration procedure, if still needed, dependent on 5GMM state and 5GS update status, or perform
PLMN selection according to 3GPP TS 23.122 [5]; and

for each PLMN-specific attempt counter of the PLMN which sent the reject message for the UE determined
PLMN with disaster condition that has a value greater than zero and less than a UE implementation-specific
maximum value, consider the PLMN which sent the reject message is available for disaster roaming service for
the respective UE determined PLMN with disaster condition.
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When the UE is switched off, the UE shall, for each PLMN-specific attempt counter that has a value greater than zero
and less than the UE implementati on-specific maximum value, remove the respective PLMN from the list of "forbidden
PLMNS". When the USIM is removed, the UE should perform this action.

When the UE is switched off, the UE shall, for each PLMN-specific attempt counter for non-3GPP access that has a
value greater than zero and | ess than the UE implementation-specific maximum value, remove the respective PLMN
from the list of "forbidden PLMNSs for non-3GPP access to 5GCN". When the USIM is removed, the UE should
perform this action.

When the UE is switched off, the UE shall, for each PLMN-specific attempt counter of the PLMN which sent the reject
message for the UE determined PLMN with disaster condition that has a value greater than zero and less than the UE
implementati on-specific maximum value, consider the PLMN is available for disaster roaming service for the respective
UE determined PLMN with disaster condition. When the USIM is removed, the UE should perform this action.

NOTE 3: If the respective PLMN was stored in the extension of the "forbidden PLMNS" list, then according to
3GPP TS 23.122 [5] the UE will delete the contents of this extension when the UE is switched off or the
USIM isremoved.

5.3.20.3 Requirements for UE in an SNPN

If the UE is operating in SNPN access operation mode, the UE shall maintain, for each of the entriesin the "list of
subscriber data":

a) one SNPN-specific attempt counter for 3GPP access. The counter is applicable to access attempts via 3GPP
accessonly;

b) one SNPN-specific attempt counter for non-3GPP access, if the UE supports access to SNPN over non-3GPP
access. The counter is applicable in case of accessto SNPN over non-3GPP access only;

NOTE 1: If the UE accessesto SNPN service directly over non-3GPP access or if the UE accesses to SNPN
services viaa PLMN, the SNPN-specific attempt counter for non-3GPP access is used.

c)one counter for "the entry for the current SNPN considered invalid for 3GPP access' events; and

d) one counter for "the entry for the current SNPN considered invalid for non-3GPP access' events, if the UE
supports access to SNPN over non-3GPP access. The counter is applicable in case of accessto SNPN over non-
3GPP access only.

NOTE 2: If the UE accessesto SNPN service directly over non-3GPP access or if the UE accessesto SNPN services
viaa PLMN, the counter for "the entry for the current SNPN considered invalid for non-3GPP access' eventsis
used.The UE shall store the above countersin its non-volatile memory. The UE shall erase the attempt counters and
reset the event countersto zero when the selected entry of the "list of subscriber data” is updated or USIM is removed
for the selected PLMN subscription. The counter values shall not be affected by the activation or deactivation of MICO
mode or power saving mode (see 3GPP TS 24.301 [15]).

The UE implementation-specific maximum val ue for any of the above counters shall not be greater than 10.
NOTE 3: Different counters can use different UE implementation-specific maximum val ues.

If the UE receives a REGISTRATION REJECT or SERVICE REJECT message without integrity protection with
5GMM cause value #3, #6, #7, #12, #13, #15, #27, #72, #74, or #75 before the network has established secure exchange
of NAS messages for the N1 NAS signalling connection, the UE shall stop timer T3510 or T3517, if running. If the
SNPN sending the message is an SNPN selected for localized servicesin SNPN (see 3GPP TS 23.122 [5]) and thereis
next valid time period(s) for the SNPN, the UE shall start timer T3247 (see 3GPP TS 24.008 [12]) with arandom value
uniformly drawn from the range between the start time point of the next valid time period for localized servicesin
SNPN and:

a) for 5GMM cause value #74:

1) 30 minutes after the start time point of the next valid time period for localized servicesin SNPN, if the next
valid time period is longer than 30 minutes; or

2) theend time point of the next valid time period for localized servicesin SNPN, if the next valid time period
is not longer than 30 minutes; or
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b) for other 5SGMM cause values:

1) 60 minutes after the start time point of the next valid time period for localized servicesin SNPN, if the next
valid time period is longer than 60 minutes; or

2) the end time point of the next valid time period for localized servicesin SNPN, if the next valid time period
is not longer than 60 minutes;

otherwise between:

a) 15 minutes and 30 minutes for 5GMM cause value #74; or

b) 30 minutes and 60 minutes for other 5GMM cause values,

if the timer is not running, and take the following actions:

a) if the 5GMM cause value received is#3, #6, or #7 and the UE is neither registered for onboarding servicesin
SNPN nor performing initial registration for onboarding servicesin SNPN:

1) if the 5GMM cause valueis received over 3GPP access:

i)

if the UE is already registered over another access, the UE shall:

A) store the current TAI in thelist of "5GS forbidden tracking areas for roaming" for the current SNPN
and, if the UE supports access to an SNPN using credentials from a credential s holder, equivalent
SNPNs or both the selected entry of the "list of subscriber data" or the selected PLMN subscription,
memorize the current TAI was stored in the list of "5GS forbidden tracking areas for roaming” for the
current SNPN and, if the UE supports access to an SNPN using credentials from a credentials hol der,
equivalent SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN
subscription, for non-integrity protected NAS reject message and enter the state 5GMM-
DEREGISTERED.LIMITED-SERVICE; and

B) search for asuitable cell in another tracking area according to 3GPP TS 38.304 [28]; or

otherwise if the counter for "the entry for the current SNPN considered invalid for 3GPP access' events
has a value less than a UE implementation-specific maximum value, the UE shall:

A) set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall store it according to
subclause 5.1.3.2.2) and shall delete 5G-GUTI, last visited registered TAI, TAI list, and ngKSI for
3GPP access,

Al) if the5GMM cause value received is#3 or #6, delete the list of equivalent SNPNs, if any;
B) increment the counter for "the entry for the current SNPN considered invalid for 3GPP access" events,

C) reset the registration attempt counter in case of a REGISTRATION REJECT message or reset the
service request attempt counter in case of a SERVICE REJECT message;

D) storethe current TAI inthelist of "5GS forbidden tracking areas for roaming" for the current SNPN
and, if the UE supports access to an SNPN using credentials from a credential s holder, equivalent
SNPNSs or both, the selected entry of the "list of subscriber data" or the selected PLMN subscription,
memorize the current TAI was stored in the list of "5GS forbidden tracking areas for roaming” for the
current SNPN and, if the UE supports access to an SNPN using credentials from a credentials holder,
equivalent SNPNs or both, the selected entry of the "list of subscriber data" or the selected PLMN
subscription, for non-integrity protected NAS reject message, and enter the state 5GMM -
DEREGISTERED.LIMITED-SERVICE; and

E) search for asuitable cell in another tracking area according to 3GPP TS 38.304 [28]. AsaUE
implementation option, if accessto SNPN over non-3GPP accessis available and the selected entry of
the "list of subscriber data" or the selected PLMN subscription is not considered invalid for non-3GPP
access, then the UE may perform registration attempt over non-3GPP access; or

iii) otherwise, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1;

2) if the 5GMM cause value is received over non-3GPP access:
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b)

©)

i) if the UE isaready registered over another access, the UE shall enter the state 5SGMM -
DEREGISTERED.LIMITED-SERVICE; or

ii) otherwiseif the counter for "the entry for the current SNPN considered invalid for non-3GPP access’
events has a value less than a UE implementati on-specific maximum value, the UE shall:

A) set the 5GS update status to 5U3 ROAMING NOT ALLOWED (and shall storeit according to
subclause 5.1.3.2.2) and shall delete the 5G-GUTI, last visited registered TAI, TAI list, and ngK S| for
non-3GPP access,

B) enter the state 5GMM-DEREGISTERED.LIMITED-SERVICE; and

C) increment the counter for "the entry for the current SNPN considered invalid for non-3GPP access'
events. As a UE implementation option, if 3GPP accessis available and the selected entry of the "list
of subscriber data" or the selected PLMN subscription is not considered invalid for 3GPP access, then
the UE may make a registration attempt over 3GPP access; or

iii) otherwise, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1;

if the 5GMM cause value received is#12, #13, or #15, the UE shall proceed as specified in subclauses 5.5.1 and
5.6.1. Additionally:

1) if the 5GMM cause value is received over 3GPP access, access to SNPN over non-3GPP accessis available,
the UE is not registered over non-3GPP access yet, and the selected entry of the "list of subscriber data' or
the selected PLMN subscription is not considered invalid for non-3GPP access, the UE may perform
registration attempt over non-3GPP access; or

2) if the 5GMM cause value is received over non-3GPP access, 3GPP accessis available, the UE is not
registered to the current SNPN over 3GPP access yet, and the selected entry of the "list of subscriber data" or
the selected PLMN subscription is not considered invalid for 3GPP access, the UE may make aregistration
attempt over 3GPP access,

if the 5GMM cause value received is#27, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1.
Additionally, if the SNPN-specific attempt counter for the respective access type and for the current SNPN has a
value less than a UE implementation-specific maximum value, the UE shall increment this counter for the
SNPN;

cl)if the 5GMM cause value received is#72, the UE shall proceed as specified in subclauses 5.5.1 and 5.6.1.

Additionally, if the SNPN-specific attempt counter for non-3GPP access for the current SNPN has avalue less
than a UE implementation-specific maximum value, the UE shall increment this counter for the SNPN; and

d) if:

1) the 5GMM cause value received is#74 or #75; or

2) the 5GMM cause value received is#3, #6, or #7 and the UE isregistered for onboarding servicesin SNPN or
performing initial registration for onboarding servicesin SNPN;

in addition to the UE requirements specified in subclauses 5.5.1 and 5.6.1:

1) if the message was received via 3GPP access and if the SNPN-specific attempt counter for 3GPP access for
the SNPN sending the reject message has a value less than a UE implementation-specific maximum value,
the UE shall increment the SNPN-specific attempt counter for 3GPP access for the SNPN; or

2) if the message was received via non-3GPP access and if the SNPN-specific attempt counter for non-3GPP
access for the SNPN sending the reject message has a value less than a UE implementation-specific
maximum value, the UE shall increment the SNPN-specific attempt counter for non-3GPP access for the
SNPN.

Upon expiry of timer T3247, the UE shall:

a) remove, for each SNPN, all tracking areas from the list of "5GS forbidden tracking areas for regional provision

of service" and the list of "5GS forbidden tracking areas for roaming” for the SNPN and, if the UE supports
access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, the selected entry of
the "list of subscriber data" or the selected PLMN subscription, which were stored in these lists for non-integrity
protected NAS reject message;
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b)

d)

set each entry of the "list of subscriber data' or the PLMN subscription to valid for 3GPP access, if the
corresponding counter for "the entry for the current SNPN considered invalid for 3GPP access' events has a
value less than a UE implementation-specific maximum value;

set each entry of the "list of subscriber data’ or the PLMN subscription to valid for non-3GPP access, if the
corresponding counter for "the entry for the current SNPN considered invalid for non-3GPP access' events has a
value less than a UE implementati on-specific maximum value;

remove each SNPN identity from:

1) the"permanently forbidden SNPNs" list for 3GPP access or “temporarily forbidden SNPNs' list for 3GPP
access, which are, if the UE supports accessto an SNPN using credentials from a credential s holder,
equivalent SNPNSs or both, associated with the selected entry of the "list of subscriber data" or the selected
PLMN subscription,

2) "permanently forbidden SNPNs for access for localized servicesin SNPN" list for 3GPP access or
"temporarily forbidden SNPNs for access for localized servicesin SNPN" list for 3GPP access, associated
with the selected entry of the "list of subscriber data" or the selected PLMN subscription; or

3) "permanently forbidden SNPNs for onboarding servicesin SNPN" list for 3GPP access or "temporarily
forbidden SNPNs for onboarding servicesin SNPN" list for 3GPP access,

if the corresponding SNPN-specific attempt counter for 3GPP access has a val ue greater than zero and less than
a UE implementation-specific maximum value and the SNPN identity isincluded in any of the " permanently
forbidden SNPNs' list for 3GPP access, "temporarily forbidden SNPNs' list for 3GPP access, "permanently
forbidden SNPNs for access for localized servicesin SNPN" list for 3GPP access "temporarily forbidden SNPNs
for access for localized servicesin SNPN" list for 3GPP access, "permanently forbidden SNPNs for onboarding
servicesin SNPN" list for 3GPP access, or "temporarily forbidden SNPNs for onboarding servicesin SNPN" list
for 3GPP access;

remove each SNPN identity from:

1) the"permanently forbidden SNPNs' list for non-3GPP access or "temporarily forbidden SNPNs' list for non-
3GPP access which are, if the MS supports access to an SNPN using credentials from a credentials holder,
equivalent SNPNs or both, associated with the selected entry of the "list of subscriber data" or the selected
PLMN subscription, or

2) "permanently forbidden SNPNs for onboarding servicesin SNPN" list for non-3GPP access or "temporarily
forbidden SNPNs for onboarding servicesin SNPN" list for non-3GPP access;

if the corresponding SNPN-specific attempt counter for non-3GPP access has a value greater than zero and less
than a UE implementation-specific maximum value and the SNPN identity isincluded in any of the
"permanently forbidden SNPNs" list for non-3GPP access, "temporarily forbidden SNPNSs" list for non-3GPP
access, "permanently forbidden SNPNs for onboarding servicesin SNPN" list for non-3GPP access or
"temporarily forbidden SNPNs for onboarding servicesin SNPN" list for non-3GPP access,

re-enable the N1 mode capability for 3GPP access and, for each SNPN-specific attempt counter for 3GPP access
that has a value greater than zero and less than a UE implementati on-specific maximum value, remove the
respective SNPN from the list of SNPNs for which the N1 mode capability was disabled due to receipt of areject
from the network with 5GMM cause #27 "N1 mode not allowed" (see 3GPP TS 23.122 [5]);

re-enable the N1 mode capability for non-3GPP access and, for each SNPN-specific attempt counter for non-
3GPP access that has a value greater than zero and less than a UE implementation-specific maximum value,
remove the respective SNPN from the list of SNPNs for which N1 mode capability was disabled for non-3GPP
access due to receipt of areject from the network with 5GMM cause #27 "N1 mode not allowed" or 5GMM
cause #72 "non-3GPP access to 5GCN not allowed"; and

initiate a registration procedure, if still needed, dependent on 5GMM state and 5GS update status, or perform
SNPN selection according to 3GPP TS 23.122 [5].

When the UE is switched off or a UICC containing the USIM is removed:

a)

for each SNPN-specific attempt counter for 3GPP access having a value greater than zero and less than the UE
implementati on-specific maximum value, the UE shall remove the respective SNPN identity from the
"permanently forbidden SNPNs" list(s) for 3GPP access, "temporarily forbidden SNPNs" list(s) for 3GPP
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access, "permanently forbidden SNPNs for access for localized servicesin SNPN" list(s) for 3GPP access,
"temporarily forbidden SNPNs for access for localized servicesin SNPN" list(s) for 3GPP access, "permanently
forbidden SNPNs for onboarding servicesin SNPN" list for 3GPP access or "temporarily forbidden SNPNs for
onboarding servicesin SNPN" list for 3GPP access, if available; and

b) for each SNPN-specific attempt counter for non-3GPP access having a value greater than zero and less than the
UE implementation-specific maximum value, the UE shall remove the respective SNPN identity from the
"permanently forbidden SNPNs" list(s) for non-3GPP access, "temporarily forbidden SNPNs" list(s) for non-
3GPP access, "permanently forbidden SNPNs for onboarding servicesin SNPN" list for non-3GPP access or
"temporarily forbidden SNPNs for onboarding servicesin SNPN" list for non-3GPP access, if available.

When an entry of the "list of subscriber data” is updated:

a) if the UE does not support access to an SNPN using credentials from a credentials holder and equivalent SNPNSs,
and the SNPN-specific attempt counter for 3GPP access for the SNPN corresponding to the entry has avalue
greater than zero and less than the UE implementation-specific maximum value, the UE shall remove the SNPN
identity corresponding to the entry from the " permanently forbidden SNPNs' list for 3GPP access or
"temporarily forbidden SNPNs" list for 3GPP access, if available;

b) if the UE does not support accessto an SNPN using credentials from a credentials holder and equivalent SNPNSs,
and the SNPN-specific attempt counter for non-3GPP access for the SNPN corresponding to the entry has a
value greater than zero and less than the UE implementati on-specific maximum value, the UE shall remove the
SNPN identity corresponding to the entry from the " permanently forbidden SNPNs' list for non-3GPP access or
"temporarily forbidden SNPNSs" list for non-3GPP access, if available;

¢) if the UE supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, and
the SNPN-specific attempt counter for 3GPP access for an SNPN in the "permanently forbidden SNPNs" list for
3GPP access or "temporarily forbidden SNPNs" list for 3GPP access, associated with the entry, has avalue
greater than zero and less than the UE implementati on-specific maximum value, the UE shall remove the SNPN
identity corresponding to the SNPN from the " permanently forbidden SNPNs" list for 3GPP access or
"temporarily forbidden SNPNs" list for 3GPP access, associated with the entry;

d) if the UE supports access to an SNPN providing access for localized servicesin SNPN, and the SNPN-specific
attempt counter for 3GPP access for an SNPN in the "permanently forbidden SNPNs for access for localized
servicesin SNPN" list or "temporarily forbidden SNPNs for access for localized servicesin SNPN" list,
associated with the entry, has a value greater than zero and less than the UE implementation-specific maximum
value, the UE shall remove the SNPN identity corresponding to the SNPN from the " permanently forbidden
SNPNs for access for localized servicesin SNPN" list or "temporarily forbidden SNPNs for access for localized
servicesin SNPN" list for 3GPP access, associated with the entry; and

e) if the UE supports access to an SNPN using credentials from a credentials holder, equivalent SNPNs or both, and
the SNPN-specific attempt counter for non-3GPP access for an SNPN in the "permanently forbidden SNPNs'
list for non-3GPP access or "temporarily forbidden SNPNs" list for non-3GPP access associated with the entry,
has a value greater than zero and | ess than the UE implementation-specific maximum value, the UE shall remove
the SNPN identity corresponding to the SNPN from the "permanently forbidden SNPNs" list for non-3GPP
access or "temporarily forbidden SNPNs' list for non-3GPP access, associated with the entry.

5.3.21 CloT 5GS optimizations

CloT 5GS optimizations provide improved support of small dataand SM S transfer. A UE supporting CloT 5GS
optimizations can indicate the 5GS CloT network behaviour the UE can support and prefers to use during the
registration procedure (see 3GPP TS 23.502 [9]). The UE may indicate the support for control plane CloT 5GS
optimization, user plane CloT 5GS optimization, N3 data transfer and header compression (see subclause 9.11.3.1).
Furthermore, the UE may, separately from the indication of support, indicate preference for control plane CloT 5GS
optimization or user plane CloT 5GS optimization (see subclause 9.11.3.9A). The indication of preferenceisalso
considered as the request to use. A UE supporting CloT EPS optimizations can also indicate the EPS CloT network
behaviour the UE can support during the registration procedure. Furthermore, the UE may, separately from the
indication of support, indicate preference for control plane CloT EPS optimization or user plane CloT EPS
optimization.

NOTE 1: CloT 5GS optimizations are not supported by NR connected to 5GCN.
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NOTE 2: If the UE does not support user plane CloT 5GS optimization, it does not indicate preference for user
plane CloT 5GS optimization.

The UE can be in NB-N1 mode or WB-N1 mode when requesting the use of CloT 5GS optimizations during the
registration procedure. A UE in NB-N1 mode always indicates support for control plane CloT 5GS optimization.

In NB-N1 mode, the UE, when requesting the use of CloT 5GS optimizations, does not:
a) reguest aninitial registration for emergency services,
b) request a PDU session establishment for emergency PDU session; or
¢) indicate UE's usage setting during the registration procedure.

The network does not indicate to the UE support of emergency services when the UE isin NB-N1 mode (see
subclause 5.5.1.2.4 and 5.5.1.3.4).

The control plane CloT 5GS optimization enables support of efficient transport of user data (1P, Ethernet and
Unstructured) or SM'S messages over control plane viathe AMF without triggering user-plane resources establishment.
The support of control plane CloT 5GS optimization is mandatory for the network in NB-N1 mode and optional in WB-
N1 mode. Optiona header compression of |P data and Ethernet data can be applied to PDU sessions with IP PDU
session type and Ethernet PDU session type that are configured to support header compression. For 1P header
compression, Robust Header Compression (ROHC) protocol specified in IETF RFC 5795 [39B] is used. For Ethernet
header compression, Ethernet Header Compression (EHC) protocol specified in 3GPP TS 38.323[29] is used.

For a UE that supports Location Services (LCS) notification mechanismsin N1 mode, the control plane CloT 5GS
optimization also enables the transport of location services messages from 5SGMM-IDLE mode using the CONTROL
PLANE SERVICE REQUEST message when location services are requested (see subclause 6.7.1in
3GPPTS23.273 [6B]).

The user plane CloT 5GS optimization enables support for change from 5GMM-IDLE mode over 3GPP accessto
5GMM-CONNECTED mode over 3GPP access without the need for using the service request procedure (see
subclause 5.3.1.5).

If the UE supports user plane CloT 5GS optimization, it shall also support N3 data transfer.

If the UE indicates support of one or more CloT 5GS optimizations and the network supports one or more CloT 5GS
optimizations and decides to accept the registration request, the network indicates the supported CloT 5GS
optimizations to the UE per registration area when accepting the UE request. Network indication of support is
interpreted by the UE as the acceptance to use the respective feature. After completion of the registration procedure, the
UE and the network can then use the accepted CloT 5GS optimizations for the transfer of user data (IP, Ethernet,
Unstructured and SMS).

A UE in NB-N1 mode or WB-N1 mode can request the use of SMS over NAS by setting the SM S requested bit of the
5GS update type |E in the REGISTRATION REQUEST message as specified in subclauses 5.5.1.2.2 and 5.5.1.3.2.

The AMF indicates whether it allows the use of SMS over NAS for a UE in NB-N1 mode or WB-N1 mode by setting
the SM S allowed bit of the 5GS registration result |E in the REGISTRATION ACCEPT message as specified in
subclauses 5.5.1.2.4 and 5.5.1.3.4.

If the UE and the network support both the control plane CloT 5GS optimization and N3 data transfer, then when
receiving the UE's request for a PDU session establishment, the AMF decides whether the PDU session should be NEF
PDU session or N6 PDU session as specified in 3GPP TS 23.501 [8] and then:

a) if NEF PDU session isto be established for unstructured data type, the AMF includes control plane only
indication for the requested PDU session to the SMF;

b) if N6 PDU session isto be established and the DNN or S-NSSAI of the newly requested N6 PDU session
supports interworking with EPS as specified in 3GPP TS 23.502 [9]:

1) if there are existing N6 PDU sessions supporting interworking with EPS for this UE that were established
with the control plane only indication, the AMF includes the control plane only indication for the newly
reguested N6 PDU session to the SMF; or
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2) if there are existing N6 PDU sessions supporting interworking with EPS for this UE that were established
without the control plane only indication, the AMF does not include the control plane only indication for the
newly requested N6 PDU session to the SMF;

3) if thereisno existing N6 PDU session supporting interworking with EPS for this UE, the AMF determines
whether to include the control plane only indication for the newly requested N6 PDU session to the SMF
based on local palicies, the UE's preferred CloT network behaviour and the supported CloT network
behaviour; and

c) if N6 PDU session isto be established and the DNN or S-NSSAI of the N6 PDU session does not support
interworking with EPS as specified in 3GPP TS 23.502 [9], the AMF determines whether to include the control
plane only indication for the newly requested N6 PDU session to the SMF based on local policies, the UE's
preferred CloT network behaviour and the supported CloT network behaviour.

In NB-N1 mode, if the UE or the network does not support N3 data transfer, then when receiving the UE's request for a

PDU session establishment, the AMF decides whether the PDU session should be NEF PDU session or N6 PDU session
as specified in 3GPP TS 23.501 [8] and then includes the control plane only indication for the requested PDU session to
the SMF.

If the network supports user plane CloT 5GS optimization, it shall aso support N3 data transfer.

Broadcast system information may provide information about support of CloT 5GS optimizations (see

3GPP TS 36.331 [25A]). At reception of new broadcast system information, the lower layers deliver it to the 5GMM
layer in the UE. The information provided by lower layersis per PLMN and used by the UE to determine whether
certain CloT 5GS optimizations are supported in the cell.

The UE shall not attempt to use CloT 5GS optimizations which are indicated as not supported.

In NB-N1 mode, at any given time, there cannot be user-plane resources established for a number of PDU sessions that
exceeds the UE' s maximum number of supported user-plane resources. The UE in NB-N1 mode shall not:

a) request the establishment of user-plane resources for a number of PDU sessions that exceeds the UE' s maximum
number of supported user-plane resources; or

b) initiate the establishment of a new PDU session, or request the transfer of a PDU session from the non-3GPP
access to the 3GPP access, if:

1) the UE hasindicated preference for user plane CloT 5GS optimization;
2) the network accepted the use of user plane CloT 5GS optimization; and

3) the UE currently has user-plane resources established fora number of PDU sessions that is equal to the UE' s
maximum number of supported user-plane resources.

The AMF enforces alimit on the number of PDU sessions with active user-plane resources for a UE in NB-N1 mode
based on the UE's maximum number of supported user-plane resources as follows:

a) there can be a maximum of one PDU session with active user-plane resources when the Multiple user-plane
resources support bit is set to "Multiple user-plane resources not supported", or

b) there can be a maximum of two PDU sessions with active user-plane resources when the Multiple user-plane
resources support bit is set to "Multiple user-plane resources supported”.

A PDU session for aUE in NB-N1 mode shall only have one QoS rule and that is the default QoS rule. Reflective QoS
is not supported in NB-N1 mode. Reflective QoS is not applicable for a PDU session with control plane only indication.

In NB-N1 mode, when the UE requests the lower layer to establish a RRC connection and the UE requests the use of
user plane CloT 5GS optimization, the UE shall pass an indication of the requested CloT 5GS optimizationsto the
lower layers. If the UE requests the use of N3 data transfer without user plane CloT 5GS optimization, then the UE
shall also pass an indication of user plane CloT 5GS optimization to lower layers.

In WB-N1 mode, when the UE requests the lower layer to establish a RRC connection and the UE requests the use of
control plane CloT 5GS optimization or user plane CloT 5GS optimization, the UE shall pass an indication of the
requested CloT 5GS optimizations to the lower layers.
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5.3.22 Interaction between MICO mode with active time and extended idle
mode DRX cycle

The UE can request the use of both MICO mode with active time and eDRX during a registration procedure but it isup
to the network to decide to enable none, one of them or both (see 3GPP TS 23.501 [8]).

If the network accepts the use of both MICO mode with active time (see subclause 5.3.6) and eDRX (see
subclause 5.3.16), the extended DRX parameters provided to the UE should allow for multiple paging occasions before
the active timer expires.

5.3.23 Forbidden wireline access area

The AMF shall send a REGISTRATION REJECT, SERVICE REJECT or DEREGISTRATION REQUEST message
over awireline access network with the 5GMM cause #77 "wireline access area not allowed", if conditions specified in
3GPP TS 23.316 [6D] for AMF's enforcement of forbidden area are fulfilled.

If aREGISTRATION REJECT, SERVICE REJECT or DEREGISTRATION REQUEST messageis received over a
wireline access network with the 5GMM cause #77 "wireline access area not allowed":

a) the 5G-RG shall not access 5GCN over the wireline access network until the 5G-RG is switched off, the UICC
containing the USIM isremoved, or the 5G-RG starts using another wireline access network;

NOTE: When the 5G-RG acting on behalf of the AUN3 device receives a REGISTRATION REJECT, SERVICE
REJECT or DEREGISTRATION REQUEST message over awireline access network with the 5GMM
cause #77 "wireline access area not alowed"”, the 5G-RG acting on behalf of the AUN3 device can
prevent reattempt of the same procedure until the AUN3 deviceis switched off or the UICC containing
the USIM of the AUN3 device is removed.

b) the W-AGF acting on behalf of the FN-CRG shall not access 5GCN until the W-AGF acting on behalf of the
FN-CRG determines that the FN-CRG is switched off; and

c) the W-AGF acting on behalf of the NSGC device shall not access 5GCN until the W-AGF acting on behalf of
the FN-CRG determines that the FN-CRG serving the NSGC device is switched off.

5.3.24 WUS assistance

A UE supporting reception of WUS assistance information indicates its capability for reception of WUS assistance
information during registration procedure (see 3GPP TS 23.501 [8]). The UE supporting WUS assistance information
may include its UE paging probability information in the Requested WUS assistance information |E in the
REGISTRATION REQUEST message (see 3GPP TS 23.501 [8]). The UE shall not include its UE paging probability
information during:

a) aregistration procedure for initial registration for emergency services (see subclause 5.5.1.2);
b) aregistration procedure for initial registration for initiating an emergency PDU session (see subclause 5.5.1.2);

c) aregistration procedure for mobility and periodic registration update (see subclause 5.5.1.3) for initiating an
emergency PDU session if the UE isin the state 5GMM-REGISTERED.ATTEMPTING-REGISTRATION-
UPDATE; or

d) aregistration procedure for mobility and periodic registration update (see subclause 5.5.1.3) when the UE has an
emergency PDU session established.

The UE and the network may negotiate the UE paging probability information during a registration procedure when the
UE does not have an emergency PDU session. The UE paging probability information is an assistance information used
to determine the WUS group for paging UE (see 3GPP TS 23.501 [8], 3GPP TS 36.300 [25B]).

NOTE 1: The determination of UE paging probability information is up to UE implementation.

If a UE supporting WUS assi stance information did not receive the Negotiated WUS assistance information | E during
the last registration procedure due to an active emergency PDU session over 3GPP access, the UE shall initiate a
registration procedure for mobility and periodic registration update to request WUS assi stance information after the
emergency PDU session is released over 3GPP access.
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If the UE does not have an emergency PDU session and the network accepts the use of the WUS assistance information
for the UE, the network determines the negotiated UE paging probability information for the UE based on the requested
UE paging probability information, if any, local configuration or previous statistical information for the UE, and then
indicates the negotiated UE paging probability information in the Negotiated WUS assistance information | E to the UE
in the REGISTRATION ACCEPT message. The network shall store the negotiated UE paging probability information
inthe 5GMM context of the UE for paging.

The UE shall use WUS assistance information only if the UE received the Negotiated WUS assi stance information |E
during the last registration procedure. If the UE did not receive the Negotiated WUS assistance information |E during
the last registration procedure, the UE shall delete any existing WUS assi stance information received from the network.

If the network did not accept the request to use WUS assistance information, the network shall delete the stored
negotiated UE paging probability information for the UE, if available.

When an emergency PDU session is successfully established after the UE received the Negotiated WUS assistance
information | E during the last registration procedure, the UE and the AMF shall not use WUS assistance information
until:

- the successful completion of the PDU session release procedure of the emergency PDU session;

- the UE receives WUS assi stance information during a registration procedure with PDU session status | E or upon
successful completion of a service request procedure, if the UE or the network locally releases the emergency
PDU session; or

- the successful completion of the handover of the emergency PDU session to non-3GPP access.

NOTE 2: WUS assistanceis not supported by NR connected to 5GCN.

5.3.25 Paging Early Indication with Paging Subgrouping Assistance

A UE may indicate its capability to support NR paging subgrouping during registration procedure when the UE:
- initiates aregistration procedure with 5GS registration type | E not set to "emergency registration”; and
- does not have an active emergency PDU session.
NOTE: The requirements for UE-ID based PEI are specified in 3GPP TS 38.300 [27].

If a UE supporting NR paging subgrouping did not indicate its capability to support NR paging subgrouping during the
last registration procedure due to an active emergency PDU session over 3GPP access, the UE shall initiate a
registration procedure for mobility and periodic registration update to indicate its capability to support NR paging
subgrouping after the emergency PDU session is released over 3GPP access.

If the UE indicates support of NR paging subgrouping the UE may include its paging probability information in the
Requested PEIPS assistance information 1E in the REGISTRATION REQUEST message. If the UE indicates support
of NR paging subgrouping and the network supports and accepts the use of the PEIPS assistance information for the
UE, the network provides to the UE the Negotiated PEIPS assistance information, including the Paging subgroup ID, in
the REGISTRATION ACCEPT message or the CONFIGURATION UPDATE COMMAND message. The Paging
subgroup ID is used to determine the NR paging subgroup for paging the UE. The UE NAS layer shall indicate the
Paging subgroup ID to the access stratum layer. The network shall store the Paging subgroup ID in the 56MM context
of the UE.

The UE shall use PEIPS assistance information only if the UE received the Negotiated PEIPS assistance information 1E
during the last registration procedure. If the UE did not receive the Negotiated PEIPS assistance information | E during
the last registration procedure, the UE shall delete any existing PEIPS assistance information received from the
network.

If the network did not accept the request to use PEIPS assistance information during the registration procedure, the
network shall delete the stored PEIPS assistance information for the UE, if available.

If the UE supports the use of the PEIPS assistance information and the network supports and accepts the use of the
PEIPS assistance information, the network may provide the PEIPS assistance information to the UE by including the
Updated PEIPS assistance information | E in the CONFIGURATION UPDATE COMMAND message.
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When an emergency PDU session is successfully established over 3GPP access after the UE received the Negotiated
PEIPS assistance information | E during the last registration procedure, the UE and the AMF shall not use PEIPS
assistance information until:

- the successful completion of the PDU session release procedure of the emergency PDU;

- the UE receives PEIPS assistance information during a registration procedure with PDU session status | E or
upon successful completion of a service request procedure, if the UE or the network locally releases the
emergency PDU session;

- the successful completion of handover of emergency PDU session to non-3GPP access; or

- the successful transfer of the emergency PDU session in 5GS to the EPS or ePDG connected to EPC.

5.3.26  Support for unavailability period

If the UE and network support unavailability period and an event is triggered in the UE making the UE unavailable for a
certain period of time and the unavailability is not due to discontinuous coverage, the UE may store its 5GMM and
5GSM context in USIM or non-volatile memory in the ME to be able to reuse it after the unavailability period.

NOTE 1: How and where the UE stores its contexts depends upon the UE implementation. The UE can store some
or al of its contextsin the ME or USIM using existing ME or USIM functionality.

To activate the unavailability period, either the UE provides unavailability information, including a type of
unavailability, an unavailability period duration if known, and the start of the unavailability period if known, during the
registration procedure or the UE includes the type of unavailability and the unavailability period duration if known,
during the de-registration procedure (see 3GPP TS 23.501 [8] and 3GPP TS 23.502 [9]). The support for the
unavailability period is negotiated in the registration procedure. If the UE isregistered to a PLMN via a satellite NG-
RAN cell, the AMF may provide the unavailability period duration of the UE or the start of the unavailability period or
both to the UE during the registration procedure. The AMF may consider the unavailability period duration provided by
the UE if available and determine the unavailability period duration of the UE as described in subclause 5.5.1.2.4 and
5.5.1.3.4. The AMF may also consider the start of the unavailability period provided by the UE, if available, and
determine the start of the unavailability period of the UE as described in subclause 5.5.1.3.4.

If the UE provided unavailability information in the last registration procedure for mobility registration or the de-
registration procedure, the AMF considers the UE unreachable until the UE registers for anormal service. If the UE did
not include a start of the unavailability period, the AMF shall consider the start of the unavailability period to be the
time at which AMF received the REGISTRATION REQUEST message or the DEREGISTRATION REQUEST
message from the UE. During the registration procedure, the AMF may determine the values of the negotiated extended
DRX parameters, the timer T3324, and the periodic registration update timer (T3512) to be provided to the UE based on
the discontinuous coverage maximum time offset, the unavailability period duration and the start of the unavailability
period based on their availability. The AMF should set the value of the mobile reachable timer and implicit de-
registration timer based on the unavailability period duration and the start of the unavailability period. The AMF
releases the N1 signalling connection after the completion of the registration procedure in which the UE provided
unavailability information without providing the start of the unavailability period.

NOTE 2: If the UE supports MUSIM and the UE is registered with the support of unavailability period, then the UE
can indicate a different unavailability periods to each registered network.

If for discontinuous coverage the UE has stored a discontinuous coverage maximum time offset as described in
subclause 5.4.4.3, 5.5.1.2.4, and 5.5.1.3.4, the UE shall set the discontinuous coverage maximum time offset value to a
random value up to and including the stored discontinuous coverage maximum time offset for this PLMN and satellite
NG-RAN RAT Type, determine atime point equal to the time when the UE is about to lose satellite coverage minus the
discontinuous coverage maximum time offset value, and send the REGISTRATION REQUEST message for mobility
and periodic registration update to the AMF indicating out of coverage at the determined time point.

If for discontinuous coverage the UE has stored a discontinuous coverage maximum time offset as described in
subclause 5.4.4.3, 5.5.1.2.4, and 5.5.1.3.4, upon returning in coverage of a TA in the current registration area after being
out of coverage due to discontinuous coverage, and in the last REGISTRATION ACCEPT message the end of
unavailability period report was set to "UE needs to report end of unavailability period", the UE shall start the
discontinuous coverage maximum time offset timer with a random value up to and including the stored maximum time
offset value, if available, for this PLMN and NR satellite access, and starts the discontinuous coverage maximum time
offset timer. The UE shall enter 5S6GMM-REGISTERED.ATTEMPTING-REGISTRATION-UPDATE state and shall
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not initiate any NAS signalling on that NR satellite access and PLMN while the discontinuous coverage maximum time
offset timer is running. The UE shall stop the discontinuous coverage maximum time offset timer and initiate NAS
signalling if the UE receives paging message receives aNOTIFICATION message over non-3GPP access as described
in case b) subclause 5.6.3.1, has pending emergency services, is establishing an emergency PDU session, is performing
emergency services fallback procedure, or when the UE enters a TAI outside the registration area. At expiry of the
discontinuous coverage maximum time offset timer, the UE shall perform a registration procedure for mobility
registration update.

If the AMF setsthe EUPR bit value in the Unavailability configuration | E to "UE does not need to report end of
unavailability period”, then upon returning to a TA in the current registration area the UE shall choose an appropriate
substate of 5GMM-REGISTERED and the UE is not required to trigger the registration procedure for mobility
registration update when the unavailability period duration has ended. If the AMF does not provide the Unavailability
configuration |E or the AMF sets the EUPR bit value in the Unavailability configuration | E to "UE needsto report end
of unavailability period", the UE should trigger registration procedure for mobility registration update when the
unavailability period duration has ended.

When the unavailability period is activated, all NAS timers are stopped and associated procedures aborted except for
timers T3512, T3324, T3346, T3444, T3445, T3447, T3448, T3396, T3526, T3584, T3585, T3587, any back-off timers,
T3245, T3247, thetimer T controlling the periodic search for HPLMN or EHPLMN or higher prioritized PLMNSs, the
timer Tsense controlling the periodic search for PLMNSs satisfying the operator controlled signal level threshold, the
timer TF, thetimer TG (see 3GPP TS 23.122 [5]), the timer Tnsu and the timer instance associated with the entry in the
list of "PLMNSs not allowed to operate at the present UE location™, slice deregistration inactivity timer when the UE
activates the unavailability period using registration procedure, the UE shall reset the registration attempt counter and
service request attempt counter.

When the UE activates the unavailability period using registration procedure without providing the start of the
unavailability period, then after successful completion of the procedure the UE shall enter the state 5SGMM -
REGISTERED.NO-CELL-AVAILABLE and may deactivate AS layer. Otherwise, if the UE provided the start of
unavailability period in the registration procedure, the UE shall enter the state 5GMM-REGISTERED.NO-CELL-
AVAILABLE and may deactivate AS layer only after the UE activates the unavailability period.

When the UE activates the unavailability period using the de-registration procedure, then after successful completion of
the procedure the UE shall enter the state 5 GMM-DEREGISTERED.NO-CELL-AVAILABLE and deactivate the AS

layer.

When the UE comes out of the unavailability period the UE shall activate the AS layer if deactivated and perform
registration procedure as described in subclause 5.5.1.2.2 and 5.5.1.3.2.

5.4 5GMM common procedures

54.1 Primary authentication and key agreement procedure

5411 General

The purpose of the primary authentication and key agreement procedure is to enable mutual authentication between the
UE and the network and to provide keying material that can be used between the UE and network in subsequent
security procedures, as specified in 3GPP TS 33.501 [24].

Two methods are defined:
a) EAP based primary authentication and key agreement procedure.
b) 5G AKA based primary authentication and key agreement procedure.

The UE and the AMF shall support the EAP based primary authentication and key agreement procedure and the 5G
AKA based primary authentication and key agreement procedure.
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5.4.1.2 EAP based primary authentication and key agreement procedure

541.2.1 General

The purpose of the EAP based primary authentication and key agreement procedure isto provide mutual authentication
between the UE and the network and to agree on the keys Kausr, Ksear and Kame (see 3GPP TS 33.501 [24]).

Extensible authentication protocol (EAP) as 