ETSI TS 126 234 v7.8.0 2009-06)

Technical Specification

Universal Mobile Telecommunications System (UMTS);
LTE;

Transparent end-to-end

Packet-switched Streaming Service (PSS);

Protocols and codecs

(B3GPP TS 26.234 version 7.8.0 Release 7)

G

—

D




3GPP TS 26.234 version 7.8.0 Release 7 1 ETSI TS 126 234 V7.8.0 (2009-06)

Reference
RTS/TSGS-0426234v780

Keywords
UMTS

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 4 93 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org

The present document may be made available in more than one electronic version or in print. In any case of existing or
perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF).
In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network drive
within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
http://portal.etsi.org/tb/status/status.asp

If you find errors in the present document, please send your comment to one of the following services:
http://portal.etsi.org/chaircor/ETSI_support.asp

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.

© European Telecommunications Standards Institute 2009.
All rights reserved.

DECT™, PLUGTESTS™, UMTS™, TIPHON™, the TIPHON logo and the ETSI logo are Trade Marks of ETSI registered
for the benefit of its Members.
3GPP™is a Trade Mark of ETSI registered for the benefit of its Members and of the 3GPP Organizational Partners.
LTE™ is a Trade Mark of ETSI currently being registered
for the benefit of its Members and of the 3GPP Organizational Partners.
GSM® and the GSM logo are Trade Marks registered and owned by the GSM Association.

ETSI


http://www.etsi.org/
http://portal.etsi.org/tb/status/status.asp
http://portal.etsi.org/chaircor/ETSI_support.asp

3GPP TS 26.234 version 7.8.0 Release 7 2 ETSI TS 126 234 V7.8.0 (2009-06)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

ETSI


http://webapp.etsi.org/IPR/home.asp
http://webapp.etsi.org/key/queryform.asp

3GPP TS 26.234 version 7.8.0 Release 7 3 ETSI TS 126 234 V7.8.0 (2009-06)

Contents

INtellectual Property RIGNES.... ..ottt b e b b nenn e 2
0 Yo (o OSSR 2
0= 11 o OSSPSR 8
LU0l [N o1 o] o [OOSR 8
1 o0 o< PSPPSR 9
2 REFEIBINCES ...ttt ettt b et b b et et et e st et e bt e b e e bt e b e sb et e st e neeneebesbeebeneenbentenees 9
3 Definitions and @DBreVIaLiONS...........coveieieieieiees et 13
31 D= T T (o) 13RS 13
3.2 F Y o] 1= V7= 0] 1 R 13
4 SYSEEM AESCIIPLION ...ttt h bbbt e s e e e e e e e st e st ebeanenbennenn e 15
5 010 oo ST 16
51 SESSION ESEAIDITSMENT. ...ttt b et s e bbbt bt et h e e e e e e b eh b e ne e e ennas 16
5.2 (0= 072 o Y= (e 7= 0T SRS 17
521 (€71 PSR 17
522 The device capability Profile SITUCTUE..........coiiieirie e 17
523 Yo To o LU F= T =S (o] = RS 17
5231 LT 07 | RPN 17
5232 PSS DASE VOCBDUIANY ...ttt ettt ettt s b et eb e e ne b e b e eneas 18
52321 PSSCOMIMON COMPONENT .......viiiiie ittt sttt st e st be e sb e s beesab e e s nbeesabeeebeeebeeenseeenes 18
52322 e ol o [ o 0] 7o) 1= o | PSR 20
5.2.3.2.3 ThreeGPFileFormat COMPONENL ...........coiiiie et e ettt e sraenreenneas 24
52324 LSS 1 o] 7] 1= | 26
5233 ALHDULES FrOM UAPTOT ...t bbbttt e e bbb 27
524 Extensions to the PSS sChemMa/VOCADUIAIY.........ccvcuiiieiesie ettt ettt e 29
5241 Vocabulary defiNITIONS.........coueiiiiiie bbbt 29
5242 Backward COMPELTDIHTTY ........coueiiiiiiee e b e eb e nnene 29
525 Signalling of profile information between client and SErVEr ..o 29
526 Merging device capability PrOfilES ..o e 30
527 Profile transfer between the PSS server and the device profile SErver ... 30
53 SESSION SEE-UP AN COMLION ...ttt ettt st b e bt b e e et b e et b et nb e et 31
531 (C= 0T o SO PRPSPS 31
532 RS ST 31
5321 The 3GPP-Link-Char NEAOEN .........oiieirieeee et 31
5.3.2.2 The 3GPP-Adaptation NEALEN...........ocee et e e st e be e aeeteeeeeneeenes 32
5.3.2.3 The Quality Of EXPErienCe NEAHEIS..........oceeiiee ettt 33
53231 Protocol initiation and terMINGLION ..........coiiiiirie e e e 33
5.3.23.2 L T oo R == | o 7= o PR 34
5324 Video DUFFEriNG NEATES. ......cuiciee bbb 35
533 S D TSRS 35
5331 LT 07 | RPN 35
5.3.32 Additional SDP fIEIOS .....oveeeiieiecice ettt st e ettt ae e 36
5333 The'alt' and "alt-default-id" atriDULES ...........ooiiiee e 38
5.3.34 The session level grouping attribute, "alt-groUp’.........ccveieeiieieie e e 39
5.3.35 The bit-rate adaptation support attribute, '3GPP-Adaptation-SUPPOIt'.........ccccveveerieecreie e 39
5.3.36 The Quality of Experience support attribute, " 3GPP-QOE-MELICS'........cccovviecieece e 40
5.3.3.7 The asset information attribute, "3GPP-ASSet-INformation” ............coeererieeree e 40
54 N 0T = 1Y 0= 41
55 Extension for Fast Content Switching and SEAr-Up .........cooeeiiieiiineciereeree s 42
551 11 0o 1 ' PSS 42
55.2 EXIENSIONSTO RTSP 1.0 ...ttt sttt a e e e e e ae s ae st e s e e e et e eeseesbesaeebeeneeneeneens 42
5521 gL 0o (1 1o o PR 42
5522 Capability HANAIING ...ttt b et n et b b nn s 43

ETSI



3GPP TS 26.234 version 7.8.0 Release 7 4 ETSI TS 126 234 V7.8.0 (2009-06)

55221 INEFOTUCTION <.ttt b bt e e e bbbt et e e b e se e b e saeebe e e e e s 43
55.22.2 Definition of the 'Supported’ RTSP Header Field..........ccoiieiieie e 43
55.23 SSRC inthe 'RTP-Info' RTSP Header Field .........cooiiieiiieirceres s 43
5524 Semantics Of RTSP PLAY MELNOT .......c.oiiiiiiieie et 44
55.3 Rtz 1 U TSP PSP ROPRRTRN 44
554 S B O] 11| BT (o o P 44
5541 gL 0o (1 1o o PR 44
55.4.2 'Switch-Stream’ RTSP Header FIEId .......coovoiieieeeeee ettt st 45
5543 Switching to new content with available SDP ..........ccoiiiiiii s 45
5544 Switching to new content WithOUE SDIP...........ccciiiiriiiicee e 46
5545 Switching Media descriBed iN ONE SDP ... 46
5.5.4.6 Adding Media Components to an ONQOI NG SESSION ......ccueeieereereeereeeeseeseeseeeeseeseesseesseesseessessessseans 47
55.4.7 Removing Media Components from an 0NgoiNg SESSION.........cecveeierrierieeieeseeseesseesseeseessesseesseesseessees 47
6 I e U010 S 47
6.1 Packet based NEIWOIK INEEITACE ..........ooiieeee e bbb e e ne e 47
6.2 RTP OVEr UDP/IP........ee ettt sttt ettt et e et e st e et e e te st e s aeesaeesbeesbeenteeaseeaeesbeesteesbeeseensesnnenans 48
6.2.1 (€71 PSR 48
6.2.2 RTP PIOFIIES. ...ttt bt bbbt b e bt b e e b e b e b e bt e b e s e et b e b et st e e 48
6.2.3 RTP aN0 RTCP EXEENSIONS .....oviiviitirieeieeeeiee st te sttt et eeeeeseeteseestessesseeseeseensessessessesseeseensessessessesneensessens 48
6.23.1 RTCP eXIENAEA FEPOITS ... .c.eceeieeeetiitereett ettt b bbb e b b e e bt s b e b e s b e ne e e ebesae e ebesbennenea 48
6.2.3.2 RTCP App packet for client buffer feedback (NADU APP PaCKEL) ........ccceereerereiene e 48
6.2.3.3 RTP FEIIANSIMISSION ...ttt b ettt e bbb et eese e s b e s bt eaeeb e e st e eese e s e besbeebesaeennennen 50
6.2.3.3.1 LC T g1 - ST 50
6.2.3.3.2 U] o = o R o = 50
6.2.3.3.3 RTCP retranSmiSSION FEOUESL .........ciueeieerieeieeeeeeeeseesteeteetesssesseesseesseesseeseassesseassesssenssenssesssessssnns 50
6.2.3.34 Congestion control and usage with rate adaptation ............ccccecvecrecinieseesee e e 50
6.24 RTP PAYI0BA FOMMBLS ......eveaeeteieeeete sttt b et b et b e et s b e et s b e e et b e 51
6.3 HT TP OVEN TCP/IP......ce ettt sttt ettt ettt e st e s be e s be e ebeebesaeesaeesaeaebeenbeenbeeaeeebeesbeebeensesnsesaeesans 51
6.4 TrANSPOIT OF RTSP.....ee ittt b e et b et b e et b e s e e e bt s b e e eb e s b e e eb e sb e e eb e sb e e ebesrennenens 52
7 L0 =01 TS 52
7.1 GBNENEL ...ttt bt e h e h R e R e e e R oAb R e R e Re R £ oA e e R e Rt SRt eh e e Rt eh e et e b e bt eReebe Rt ene e e ennn 52
7.2 S 0= o o OSSPSR 52
7.3 N 8o Lo OSSPSR 52
7.3a Y 18 1= (o (o [ o SRS 53
7.4 LY AT L= RSP SRSRN 53
75 SHTT TIMIBOES. ..ttt b et b et b e et b e s et b e s e e st eb e s e e ae e b e e e e Rt eb e b e Rt e b e e e e st eb e st e st eb e st et nbennene e 54
7.6 BiItIMa GFaPNICS. ...ttt h btk b e bR R R e bR a R Rt bt e bt e ens 54
7.7 VECLOE GrAPNICS ...ttt h b et b e bt b e e et bt s e et eb e s e e st eb e s b et eb e s b e et eb e e b e neebeebennene s 54
7.8 = SR 55
7.9 I8 0=: 1 (5 AP 55
7.10 BT o 1= 0] a2 PSSR 55
8 ol Y 0= o ] o1 o OSSPSR 55
8.1 GBNEYEL ...ttt bt e h e E R e h e e R oAb R e R R eh £ oA e e R e Rt ARt eh e e Rt R e e e e s e Rt eReebe s Rt ene e ennas 55
8.2 Synchronised Multimedia Integration LanQUAGE. .........ccovveiieriieieeieseeseese et eaeseesessaeesaeenaeesessaesseesseesseessens 56
8.3 Dynamic and Interactive MUltimedia SCENES.........coiriiiieirie e 56
9 3GPP file format (interchange format fOr MIMS) ........ooiiiiiiiieeee s 56
10  Adaptation Of CONtINUOUS MEAIAL..........cciiieeiiriieiese et e e seesee e e e estesreeeeseesseestesneesseseeeneeneessean 56
10.1 LC T g1 -SSR 56
10.2 TNz ("0 =10 = 1 oo S 56
10.21 LiNK-Tal@ ESHIMBEION ... ettt sttt e et e e s bt b e he bt et e e e e e sa e b e sbeeb e e st ese e e e nnesbesbesbe e e ennenren 56
10.2.11 INITIA] VBIUBS. ...ttt st st st s be st st bt b ettt e st et et e st e e s besee e nbentenees 57
10.2.1.2 Regular iNfOrmMation SOUMCES .........cuiuiriiirtiiieiete sttt ettt sttt sb e et sb e e bt be e b sae e b e sbeneeneas 57
10.2.2 TranSMiSSION BOAPTALTION ......co.eeeuiriiietirte et bbbt b et b et s b e e 57
10.2.3 Signalling for client buffer FeadDBCK ..o 57
10.3 I ssues with deriving adaptation information (iNfOrMatiVE) ...........cooeerireirinee s 58
R @ 1= 1 Y o o= = o= RSSO 60
111 LC T g1 -SSP 60
11.2 L@ 0] 17 0= SRS 60

ETSI



3GPP TS 26.234 version 7.8.0 Release 7 5 ETSI TS 126 234 V7.8.0 (2009-06)

11.2.1 (@e ¥l o1 1o g o (8= 1T ] 0 8 o 01 (o 60
11.2.2 R o LU= g Tl o [N Tic= oo I 4= U o 61
11.2.3 Initial buffering dUration MELTIC..........ccuviiecieseece et e st et e e be e reeteennesneeenes 61
11.2.4 SUCCESSIVE |0SS Of RTP PACKELS......cciuieiieeieciieeesties et e st et e e teentesnaesseesreesneenseensenns 61
11.25 Frame rale AEVIBLION .........oieiiiiee ittt et b bttt e e e e e sb e bt s bt e se et e nn e besbesb e e e enneneea 62
11.26 N 10 o (U= o o DSOS P TR PR UROSPP 62
11.2.7 (@0 115 A Y1 o T 0 = OSSR 62
11.3 THhE QOE PIOLOCOI .......eitieetiiteeeieet ettt b e et b e et b e e et ekt s e e e ek e s b e e eb e sb e e eb e s b e e ebeseennenens 63
11.31 (€71 SO 63
11.3.2 MEtricS iNItiation WIth SDP .......cc.ooiiieee ettt see st s e seenaeseesbesaeeseeneenseneens 64
11.33 Metrics initiation/termination With RTSP........ccooiiiieee et neen 65
11.34 Sending the metrics feedDaCk With RTSP........cciiiiieiie et sneenae e e 68
Annex A (informative): PrOLOCOIS ... e 70
N R B L SRRV RUSUPPP 70
E N 1 USSP 77
A2l GENETAL ...ttt h R R R R R AR R R Rt R R e R Rt R R e n e r s 77
A.2.2 IMPleMENtAioN GUITETTNES ...ttt bbbttt b bbb ens 82
A221 USA0E OF PEFSISIENT TCP ..ottt et b e bbbt bbb e et b e bbb 82
A.2.2.2 DeteCting [iINK @lIVENESS. .....c.o ittt bbb bbbt b e b 83
N T I SRRSOV RUSUPPP 83
A3l GENETA ...ttt R R R R R R R AR R R R R R e R Rt R b e n e 83
A.32 IMPIEMENtatioN QUIEITNES .......ocieie ettt et e s e e s ae e beenteesaeeseessaesseesseenseeneeeneennns 83
A321 MaximUuM RTP PACKEL SIZE.......uecieiee ettt sae e te e ae e e e re e st e e be e te e teenseeneesneennes 83
A.3.2.2 Sequence humber and timestamp in the presence of NPT JUMP......coooviieecieseeseeeee e see e 84
A.3.2.3 RTCP transmiSSION INTEIVEL ........c.eiiiiiieieee ettt e bbbt e e et saesbe e e enneneen 84
A.3.24 Timestamp handling after PAUSE/PLAY TEOUESES ......c.ciuiiririeieerieiee sttt 85
A.3.3 Examples of RTCP APP packets for client buffer feedback ..o 86
Y O o= o | LY=o g7 P 87
A4l OVEIVIBWW ...ttt h s R e b0 R R AR R E R e R R R R R et R b et R bt n b e n et n s 87
A.4.2 SCOPE Of the FPECITICALION. .....veeteeieee ettt e st e et e s ee s e e saeesaeenseenteenteeneeeneesseenrnas 89
A.4.3 The device capability Profile SITUCIUIE........ccueeie ettt et naenneesneas 90
Ad4 CCIPP VOCBUIBIIES. ...ttt bbbkt b bbbt n bt e n et n e 91
A.45 Principles of extending a SCheMa/VOCADUIBIY ............cueiieieiieie e st e sae e e e sreesne e seenseens 92
A.4.6 Signalling of profile information between client and SEIVEN ..o 92
A.4AT Example of a PSS device capability dESCIIPLION ........ccciirieiriieire e 93
Annex B (informative): SMIL authoring QUIdEIINES........ccuecee e 96
Annex C (nor mative): MIME MEAIATYPES ...ttt 97
{35 A (V0T ) TS 97
C.2 MIME MEiAtYPe SP-MIGI ..ottt sn e b e nenn e s 97
C.3 MIME mediatype MODIilE-XIME ..o 97
L3 Voo ) RSOSSN 98
Annex D (nor mative): 3GP files—codecs and identifiCation..........c.ccoerererereieeineee e 99
Annex E (normative): RTP payload format and file storage format for AMR and AMR-WB
=100 [ o SRS 100
Annex F (nor mative): RDF schemafor the PSSbase vocabulary...........cccceovinnncnencice 101
Annex G (normative): BUFfEring Of VIAEO.........coiiiiiiieececeee s 110
L R 1 11 [ 1 o o ST 110
G.2 PSS BUFfering Par@mELers..........ccocoiiiiiiiiiiiiiiii s 110
G.3 PSS server BUFfEriNG VENTIEr ..ot s st sre e re e 111

ETSI



3GPP TS 26.234 version 7.8.0 Release 7 6 ETSI TS 126 234 V7.8.0 (2009-06)

G.4 PSSclient buffering rEQUITEMENTS.........coi ittt sa e s re et e s resre e besaesreenesneens 112
Annex H (informative): Content creator guidelinesfor the synthetic audio medium type............ 113
Annex | (informative): (VOI) ettt et 114
Annex J (informative): Mapping of SDP parametersto UM TS QoS parameters..........cccceeuvneee. 115
Annex K (normative): Digital rights management eXteNSIONS .........ccceeceeveieereceecie e 116
K.1 RTP payload format fOr @NCryPtiON........c.ccoereieeieinisiisiesieste e 116
K.1.1 USBOE TUIES ...ttt b bt h bbb bt e b b e e e b £ 482 s b e E e A s eh e R e e e b e bt b e s e e bt e e st eb et e e e n e b e e ens 118
K.1.2 RTP payload format SPECITICALTION .......coereeeriiietirteet ettt ettt b e bbb neene s 118
K.1.21 RTP NEBHEN USBOE ...ttt bbbt bbbt bbb e et bbb b 118
K.1.2.2 RTP enCryption PAYIOAH ........cceeiee e ees e e e ae e ae et e saeesse e se et e estesnaesnaesnnesaeasneenseensenns 119
K.1.3 oY/ o L0 gl o] 1= (0] =TSSR 119
K.1.4 o =T 120
K.14.1 Y 1Y/ 0= =2 1 o) o PSR 120
K.14.11 AUIO/ITP-ENC-ESCIML28 ...ttt e e et esre e st e e s teesteeseeneesneesneesneenseensenns 120
K.1.4.1.2 VIdEO/ITP-ENC-ESCIMIL28.........oitiienietirieeetent ettt b et b bbbt bbb e b et s b e b et b b 121
K14 1.3 tEXU/IP-ENC-ESCML28 ...ttt b et bbbt bt b e e bt e b e et b et et e b e b et et be s 123
K.1.4.2 MapPING Of MIME 0 SDP .......oiuiiiiiitiieiiteeentee bbbttt bbb 124
K.1.4.3 SDP EXAIMPIE ...ttt b et b et b e e h e bt b e b e e e bt h e bt s E e Rt bRt eb et b a e bt re e 125
K.2 Integrity ProteCtion OF RTP ..ottt 126
K.2.1 INLEGIITY KEY EXCNANGE ... eeieeiecie ettt et e st e e e e e e tesaeesaeesaeesaeeseenteenteentesneesransnnas 126
K.2.2 SECUIitY ParamMELErS EXCHAINQE ... ...veiee e seesie ettt e ste et e e e s e s te et e s eesseesae e seenteenseaneesseesseesseenseeseeneennes 127
K.2.2.1 SDP integrity key information attribULE.............ooiiiiiee e 128
K.2.2.2 SDP SRTP configuration atribULE. ............c.viieiieice e 128
K.2.2.3 SDP authentiCation @IIDULE ...........coiieie ettt st s ene e e eneeseens 129
K.2.24 Freshness toKEN RTSP NEAEY ..........coeieeee et 130
K.2.3 MEQI@ SECUIITY PIOLOCO .......eeiueeteiteieete sttt ettt sttt et et eb e et eb e s e e e b e sa e eb e se et ebesb e e ebesbeneenenbeneeneas 130
K.24 SEIVEFS ANA CONLENE ......eeeietieeeieee ettt ettt e e et et e s aesbe s et et e saeemeeneessebeseeebeeneeneensesesaesaeeseeneenseneens 130
K.24.1 3GP flle fOrmMat EXIENSIONS ..ottt e e st eeese et e ee st e teseeseeseesaeeneeneenseneens 130
K.24.2 SEIVEN NANAIING ...ttt bbb bbbt b e et b e et b e bbb 131
K.25 = 1010 = S 132
Annex L (informative): SVG Tiny 1.2 content creation QUIdEliNES..........ccocevereieneieeieeeeese e 135
L.l FEBIUME BNEIYSIS. ... ettt bt ettt b bt bbb e et n e R et n e n e 135
I L 001007070 = 0] LS 136
L.21 LT 0T SRR 136
L.2.2 VAL 1= o= = 41 o | S 137
L.221 Inclusion of the video element iN SV G CONLENE ............ooiiiiiiieeeeee e 137
L.2.2.2 TransfOrmMation Of VIAEO ........cooiiiiiieeee ettt e st e teseeeae e e eneeneeneas 137
L.2.3 F N T 0= (ol = 0T o S 137
L.24 Y40 o S 138
L.25 Transparency, Stroking and gradientS...........c.vciieieiieiece e e s e e e e sseeaesaeesreesreenseenenns 138
L.2.6 EVBNES. ..t E R E AR R R R Rt R Rt ner e nen s 138
L.2.7 TEKE AATERL ..tttk et bbb e R e R b e R R e R R R R e R AR R R Rk e R Rt E R R n s 138
L.2.8 SV G FONES. ottt E R R R R R Rt b R bt n R ren s 138
L.2.9 LT 7= N 0] S 138
[ (O AN 1 07 o o PSPPSR 139
L.211  Userinteraction and CONtENt NAVIGALION ..........eiruiiruirieieiesieeei ettt ettt 139
I A 1 00 ) =T o OSSPSR 139
Annex M (informative): Examplesfor Fast Content Switching and Start-up.......cccceeeevveeeevecneenen. 139
M.1 Pipelined Start-up EXAMPIES .......coo ettt et b e st b e bbb e 139
M.1.1 SUCCESSTUl PIPEIINEH SEAM-UD ...veveeeteieeeete ettt ettt b e et 139
M.1.2 UNSUCCESSF Ul PIPEITNEA SEAM-UD ...ttt 140
M.2 Content SWILCh WIth SDIP...... .ottt ettt e e s ee st e saeese e e e seesaesaeeseeneeneeneens 141
M.2.1 Successful Content Switch with available SDP..........coiiiiiee e 141
M.2.2 Partial successful Content Switch with available SDP ..........ccooieiiiiiie e 141

ETSI



3GPP TS 26.234 version 7.8.0 Release 7 7 ETSI TS 126 234 V7.8.0 (2009-06)

M.2.3 Successful Content Switch with available SDP, but removal of media component ............cccccceveceveenen. 142
M.3 Content SWItCh WItROUL SDIP.........oouiiiei ettt se et e b e e 143
M.3.1 Successful Content Switch without available SDP...........ooiiiii e 143
M.3.2 Partial successful Content Switch without available SDP ... 143
M.3.3 Partial successful Content Switch without available SDP ... 144
M.4 S == TS (o o oo 145
M.4.1 SUCCESSF UL SLIEAM SWITCN ...t st eae et e beseesreeneeneeneens 145
M.4.2 Removal of Media Components from an ongoiNg SESSION ........c.urueerierieerenieesesiee e 146
Annex N (informative): ChangE hiStOrY .....ccociiieecece e e e 147
L TES 0] TSP UR TP 150

ETSI



3GPP TS 26.234 version 7.8.0 Release 7 8 ETSI TS 126 234 V7.8.0 (2009-06)

Foreword
This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the specification;

The 3GPP transparent end-to-end packet-switched streaming service (PSS) specification consists of six 3GPP TSs:
3GPPTS22.233[1], 3GPP TS 26.233[2], 3GPP TS 26.244 [50], 3GPP TS 26.245 [51], 3GPP TS 26.246 [52] and the
present document.

The TS 22.233 contains the service requirements for the PSS. The TS 26.233 provides an overview of the PSS. The TS
26.244 defines the 3GPP file format (3GP) used by the PSS and MM S services. The TS 26.245 defines the Timed text
format used by the PSS and MM S services. The TS 26.246 defines the 3GPP SMIL language profile. The present
document provides the details of the protocols and codecs used by the PSS.

The TS 26.244, TS 26.245 and TS 26.246 start with Release 6. Earlier releases of the 3GPP file format, the Timed text
format and the 3GPP SMIL language profile can be found in TS 26.234.

Introduction

Streaming refersto the ability of an application to play synchronised media streams like audio and video streamsin a
continuous way while those streams are being transmitted to the client over a data network.

Applications, which can be built on top of streaming services, can be classified into on-demand and live information
delivery applications. Examples of the first category are music and news-on-demand applications. Live delivery of radio
and television programs are examples of the second category.

The 3GPP PSS provides a framework for Internet Protocol (1P) based streaming applications in 3G networks.
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1 Scope

The present document specifies the protocols and codecs for the PSS within the 3GPP system. Protocols for control
signalling, capability exchange, mediatransport, rate adaptation and protection are specified. Codecs for speech, natural
and synthetic audio, video, still images, bitmap graphics, vector graphics, timed text and text are specified.

The present document is applicable to |P-based packet-switched networks.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

o References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

e For aspecific reference, subsequent revisions do not apply.

o For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TS 22.233: "Transparent End-to-End Packet-switched Streaming Service; Stage 1".

2] 3GPP TS 26.233: "Transparent end-to-end packet switched streaming service (PSS); General
description”.

[3] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[4] (void)

[5] IETF RFC 2326: "Real Time Streaming Protocol (RTSP)", Schulzrinne H., Rao A. and Lanphier
R., April 1998.

[6] IETF RFC 4566: "SDP: Session Description Protocol”, Handley M., Jacobson V. and Perkins C.,
July 2006.

[7] IETF STD 0006: "User Datagram Protocol”, Postel J., August 1980.

[8] IETF STD 0007: "Transmission Control Protocol”, Postel J., September 1981.

[9] IETF RFC 3550: "RTP: A Transport Protocol for Real-Time Applications’, Schulzrinne H. et d.,
July 2003.

[10] IETF RFC 3551: "RTP Profile for Audio and Video Conferences with Minimal Control",
Schulzrinne H. and Casner S., July 2003.

[11] IETF RFC 4867: "RTP Payload Format and File Storage Format for the Adaptive Multi-Rate
(AMR) Adaptive Multi-Rate Wideband (AMR-WB) Audio Codecs', Sjoberg J. et al., April 2007.

[12] (void)

[13] IETF RFC 3016: "RTP Payload Format for MPEG-4 Audio/Visua Streams’, Kikuchi Y. et al.,
November 2000.

[14] IETF RFC 4629: "RTP Payload Format for the ITU-T Rec. H.263 Video", Ott J. et a., January
2007.

[15] IETF RFC 2046: "Multipurpose Internet Mail Extensions (MIME) Part Two: Media Types', Freed

N. and Borenstein N., November 1996.
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IETF RFC 3236: "The 'application/xhtml+xml* Media Type", Baker M. and Stark P., January
2002.

IETF RFC 2616: "Hypertext Transfer Protocol — HTTP/1.1", Fielding R. et al., June 1999.

3GPP TS 26.071: "Mandatory Speech CODEC speech processing functions; AMR Speech
CODEC,; Genera description”.

(void)
3GPP TS 26.171: "AMR Wideband Speech Codec; General Description”.

I SO/IEC 14496-3:2005: "Information technology — Coding of audio-visual objects— Part 3:
Audio".

ITU-T Recommendation H.263 (01/05): "Video coding for low bit rate communication"”.
(void)

I SO/IEC 14496-2:2004: "I nformation technology — Coding of audio-visual objects — Part 2:
Visual".

(void)

ITU-T Recommendation T.81 (1992) | ISO/IEC 10918-1:1993: "Information technology — Digital
compression and coding of continuous-tone still images — Requirements and guidelines’.

C-Cube Microsystems: " JPEG File Interchange Format", Version 1.02, September 1, 1992.

W3C Recommendation: "XHTML Basic", http://www.w3.0rg/T R/2000/REC-xhtml-basic-
20001219, December 2000.

ISO/IEC 10646-1:2000: "Information technology — Universal Multiple-Octet Coded Character Set
(UCS) — Part 1. Architecture and Basic Multilingual Plane".

The Unicode Consortium: "The Unicode Standard”, Version 3.0 Reading, MA, Addison-Wedley
Developers Press, 2000, ISBN 0-201-61633-5.

W3C Recommendation: " Synchronized Multimedia I ntegration Language (SMIL 2.0)-[Second
Edition]", http://www.w3.0rg/TR/2005/REC-SM L 2-20050107/, January 2005.

CompuServe Incorporated: " GIF Graphics Interchange Format: A Standard defining a mechanism
for the storage and transmission of raster-based graphicsinformation”, Columbus, OH, USA,
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CompuServe Incorporated: " Graphics Interchange Format: Version 89a", Columbus, OH, USA,
1990.
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IETF RFC 2083: "PNG (Portable Networks Graphics) Specification Version 1.0", Boutell T., et
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W3C Recommendation: " Composite Capability/Preference Profiles (CC/PP): Structure and
Vocabularies 1.0", http://www.w3.0rg/TR/2004/REC-CCPP-struct-vocab-20040115/, January
2004.

Open Mobile Alliance: "User Agent Profile Version 2.0", February 2006.

W3C Recommendation: "RDF Vocabulary Description Language 1.0: RDF Schema”,
http://www.w3.0rg/TR/2004/REC-rdf-schema-20040210/, February 2004.
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3GPP TS 26.090: "Mandatory Speech Codec speech processing functions; Adaptive Multi-Rate
(AMR) speech codec; Transcoding functions'.

3GPP TS 26.073: "ANSI-C code for the Adaptive Multi Rate (AMR) speech codec”.
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Protocol (SDP)", Westerlund M., September 2004.
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3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the following terms and definitions apply:

continuous media: media with an inherent notion of time. In the present document speech, audio, video, timed text and
DIMS

discrete media: mediathat itself does not contain an element of time.In the present document all media not defined as
continuous media

device capability description: adescription of device capabilities and/or user preferences. Contains a number of
capability attributes

device capability profile: same as device capability description
kilobits: 1000 bits
kilobytes: 1024 bytes

presentation description: containsinformation about one or more media streams within a presentation, such as the set
of encodings, network addresses and information about the content

PSS client: client for the 3GPP packet switched streaming service based on the IETF RTSP/SDP and/or HTTP
standards, with possible additional 3GPP reguirements according to the present document

PSS server: server for the 3GPP packet switched streaming service based on the IETF RTSP/SDP and/or HTTP
standards, with possible additional 3GPP reguirements according to the present document

scene description: description of the spatial layout and temporal behaviour of a presentation. It can also contain
hyperlinks

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [3] and the following apply.

3GP 3GPP file format

AAC Advanced Audio Coding

ADU Application Data Unit

AVC Advanced Video Coding

CC/PP Composite Capability / Preference Profiles
DCT Discrete Cosine Transform

DIMS Dynamic and Interactive Multimedia Scenes
DLS Downloadable Sounds
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DRM Digital Rights Management
Enhanced aacPlus MPEG-4 High Efficiency AAC plus MPEG-4 Parametric Stereo
GIF Graphics Interchange Format
HTML Hyper Text Markup Language
ITU-T International Telecommunications Union — Telecommunications
JFIF JPEG File Interchange Format
MIDI Musical Instrument Digital Interface
MIME Multipurpose Internet Mail Extensions
MMS Multimedia Messaging Service
NADU Next Application Data Unit
PNG Portable Networks Graphics
PSS Packet-switched Streaming Service
QCIF Quarter Common Intermediate Format
RDF Resource Description Framework
RTCP RTP Control Protocol
RTP Real-time Transport Protocol
RTSP Real-Time Streaming Protocol
SBR Spectral Band Replication
SDP Session Description Protocol
SMIL Synchronised Multimedia Integration Language
SP-MIDI Scalable Polyphony MIDI
SRTP The Secure Real-time Transport Protocol
SVG Scalable Vector Graphics
UAProf User Agent Profile
UcCs-2 Universal Character Set (the two octet form)
UTF-8 Unicode Transformation Format (the 8-bit form)
W3C WWW Consortium
WML Wireless Markup Language
XHTML eXtensible Hyper Text Markup Language
XMF eXtensible Music Format
XML eXtensible Markup Language
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4 System description
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Figure 1. Functional components of a PSS client
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Figure 1 shows the functional components of a PSS client. Figure 2 gives an overview of the protocol stack used in a
PSS client and also shows a more detailed view of the packet based network interface. The functional components can
be divided into control, scene description, media codecs and the transport of media and control data.

The control related elements are session establishment, capability exchange and session control (see clause 5).

- Session establishment refers to methods to invoke a PSS session from a browser or directly by entering an URL
in the terminal’s user interface.

- Capability exchange enables choice or adaptation of media streams depending on different terminal capabilities.

- Session control deals with the set-up of the individual media streams between a PSS client and one or severa
PSS servers. It also enables control of the individual media streams by the user. It may involve VCR-like
presentation control functions like start, pause, fast forward and stop of a media presentation.

The scene description consists of spatial layout and a description of the temporal relation between different media that
isincluded in the media presentation. The first gives the layout of different media components on the screen and the
latter controls the synchronisation of the different media (see clause 8).

The PSS includes media codecs for video, still images, vector graphics, bitmap graphics, text, timed text, natural and
synthetic audio, and speech (see clause 7).

Transport of media and control data consists of the encapsulation of the coded media and control datain atransport
protocol (see clause 6). Thisis shownin figure 1 as the "packet based network interface” and displayed in more detail in
the protocol stack of figure 2.

Capability exchange
Scene description
Presentation description
Video Still images Capability exchange
Audio Bitmap graphics Presentation
Speech Vector graphics description
Timed Text Text
Scene description Timed text
Synthetic audio
Payload formats
HTTP RTSP
RTP
UDP TCP UDP
IP
Figure 2: Overview of the protocol stack
5 Protocols
5.1 Session establishment

Session establishment refers to the method by which a PSS client obtains the initial session description. Theinitial
session description can e.g. be a presentation description, a scene description or just an URL to the content.

A PSS client shall support initial session descriptions specified in one of the following formats: SMIL, SDP, or plain
RTSP URL.
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In addition to rtsp:// the PSS client shall support URLs[60] to valid initial session descriptions starting with file:// (for
locally stored files) and http:// (for presentation descriptions or scene descriptions delivered viaHTTP).

Examplesfor valid inputsto a PSS client are: file://temp/morning_news.smil, http://example.com/morning_news.sdp,
and rtsp://example.com/morning_news.

URLSs can be made available to a PSS client in many different ways. It is out of the scope of this specification to
mandate any specific mechanism. However, an application using the 3GPP PSS shall at least support URLs of the
above type, specified or selected by the user.

The preferred way would be to embed URLSs to initial session descriptions within HTML or WML pages. Browser
applications that support the HTTP protocol could then download the initial session description and pass the content to
the PSS client for further processing. How exactly thisis done is an implementation specific issue and out of the scope
of this specification.

As an aternative to conventional streaming, a PSS client should also support progressive download of 3GP files [50]
delivered viaHTTP. A progressive-download session is established with one or more HTTP GET requests. In order to
improve playback performance for 3GP files that are not authored for progressive download, a PSS client may issue
(multiple pipelined) HTTP GET requests with byte ranges [17]. Example of avalid URL is
http://example.com/morning_news.3gp.

5.2 Capability exchange

521 General

Capability exchange is an important functionality in the PSS. It enables PSS servers to provide awide range of devices
with content suitable for the particular device in question. Another very important task is to provide a smooth transition
between different releases of PSS. Therefore, PSS clients and servers should support capability exchange.

The specification of capability exchange for PSSis divided into two parts. The normative part contained in clause 5.2
and an informative part in clause A.4 in Annex A of the present document. The normative part gives all the necessary
requirements that a client or server shall conform to when implementing capability exchangein the PSS. The
informative part provides additional important information for understanding the concept and usage of the functionality.
It is recommended to read clause A.4 in Annex A before continuing with clauses 5.2.2-5.2.7.

5.2.2 The device capability profile structure

A device capability profileis an RDF [41] document that follows the structure of the CC/PP framework [39] and the
CC/PP application UAProf [40]. Attributes are used to specify device capabilities and preferences. A set of attribute
names, permissible values and semantics constitute a CC/PP vocabulary, which is defined by an RDF schema. For PSS,
the UAProf vocabulary is reused and an additional PSS specific vocabulary is defined. The details can be found in
clause 5.2.3. The syntax of the attributesis defined in the vocabulary schema, but also, to some extent, the semantics. A
PSS device capability profile is an instance of the schema (UAProf and/or the PSS specific schema) and shall follow the
rules governing the formation of a profile given in the CC/PP specification [39]. The profile schema shall also be
governed by the rules defined in UAProf [40] chapter 7, 7.1, 7.3 and 7.4.

523 Vocabularies for PSS

5.23.1 General
Clause 5.2.3 specifies the attribute vocabul aries to be used by the PSS capability exchange.

PSS servers supporting capability exchange shall support the attributes in the four PSS components of the PSS base
vocabulary. PSS servers should also support the recommended attributes from the UAProf vocabulary [40]. A server
may additionally support other UAProf attributes.
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5.2.3.2 PSS base vocabulary

The PSS base vocabulary contains four components called "PssCommon™, " Streaming”, " ThreeGPFileFormat" and
"PssSmil". The division of the vocabulary into these components is motivated by the fact that the PSS contains three
different base applications.

- pure RTSP/RTP-based streaming (described by the Streaming component);
- 3GPfile download or progressive download (described by the ThreeGPFileFormat component);
- SMIL presentation (described by the PssSmil component).

The last application can consist of downloadable images, text, etc., aswell as RTSP/RTP streaming and downl oadable
3GP files. Capabilities that are common to all PSS applications are described by the PssCommon component. The three
base applications are distinguished from each other by the source of synchronization: for pure streaming it is RTP, for
3GPfilesit isinherit in the 3GP file format, and for SMIL presentationstiming is provided by the SMIL file.

NOTE: DIMS presentations can be streamed (RTSP/RTP) or downloaded (as 3GP files). Capabilities for such
presentations are described by the Streaming component and the ThreeGPFileFormat component,
respectively. Seein particular the StreamingAccept and ThreeGPAccept attributes below.

The PSS base vocabulary is an extension to UAProf and is defined as an RDF schemain Annex F. Together with the
description of the attributes in the present clause, it defines the vocabulary. The vocabulary is associated with an XML
namespace, which combines a base URI with alocal XML element name to yield an URI. Annex F provides the details.

The PSS specific components contain a number of attributes expressing capabilities. The following subclauseslist all
attributes for each component.

52321 PssCommon Component
Attribute name: AudioChannels

Attribute definition: This attribute describes the stereophonic capability of the natural audio device.

Component: PssCommon
Type: Literal

Lega values: '‘Mono', 'Stereo'
Resolution rule: Locked

EXAMPLE 1: <AudioChannelssMono</AudioChannelss>

Attribute name: M axPolyphony

Attribute definition: The MaxPolyphony attribute refers to the maximal polyphony that the synthetic audio device
supports as defined in [44].

NOTE: The MaxPolyphony attribute is used to signal the maximum polyphony capabilities supported by the PSS
client. Thisis a complementary mechanism for the delivery of compatible SP-MIDI content and thus by
setting the MaxPolyphony attribute the PSS client is required to support Scalable Polyphony MIDI i.e.
Channel Masking defined in [44].

Component: PssCommon

Type: Number

Legal values: Integer between 5 and 24
Resolution rule: Locked

EXAMPLE 2: <MaxPolyphony>8</MaxPolyphony>
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Attribute name:

Attribute definition:

Component:
Type:
Lega values:

Resolution rule:

NumOfGM 1Voices

The NumOfGM 1V oices attribute refers to the maximum number of simultaneous GM 1 voices
that the synthetic audio engine supports.

PssCommon

Number

Integer greater or equal than 5
Locked

EXAMPLE 3:  <NumOfGMIVoices>24</NumOfGMIVoicess

Attribute name:

Attribute definition:

Component:
Type:
Legd values:

Resolution rule:

NumOfM obileDL SV oicesWithoutOptional Blocks

The NumOfMobileDL SV oicesWithoutOptional Blocks attribute refers to the maximum number
of simultaneous Mobile DLS[70Q] voices without optional group of processing blocks that the
synthetic audio engine supports.

PssCommon

Number

Integer greater or equal than 5
Locked

EXAMPLE 4: <NumOfMobileDLSVoicesWithoutOptionalBlocks>24
</NumOfMobileDLSVoicesWithoutOptionalBlocks>

Attribute name:

Attribute definition:

Component:
Type:
Legal values:

Resolution rule:

NumOfM obileDL SV oiceswWithOptional Blocks

The NumOfMobileDL SV oicesWithOptional Blocks attribute refers to the maximum number of
simultaneous Mobile DL S voices with optional group of processing blocks that the synthetic
audio engine supports. This attribute is set to zero for devices that do not support the optional
group of processing blocks.

PssCommon

Number

Integer greater than or equal to 0
Locked

EXAMPLE5: <NumOfMobileDLSVoicesWithOptionalBlocks>24
</NumOfMobileDLSVoicesWithOptionalBlocks>

Attribute name:
Attribute definition:
Component:

Type:

Legal values:

Resolution rule:

PssVersion

Latest PSS version supported by the client.

PssCommon

Literal

"3GPP-R4", "3GPP-R5", "3GPP-R6", "3GPP-R7" and so forth.
Locked
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EXAMPLE 6:

Attribute name:

<PssVersion>3GPP-R6</PssVersion>

RenderingScreenSize

Attribute definition: The rendering size of the device's screen in unit of pixels available for PSS media

Component:

Type:
Lega values:

Resolution rule:

EXAMPLE 7:

5.2.3.2.2

Attribute name:

presentation. The horizontal size is given followed by the vertical size.
PssCommon
Dimension

Two integer values equal or greater than zero. A value equal '0x0'means that there exists no
possibility to render visual PSS presentations.

Locked

<RenderingScreenSize>70x15</RenderingScreenSize>

Streaming component

StreamingAccept

Attribute definition: List of content types (MIME types) relevant for streaming over RTP supported by the PSS

Component:
Type:

Lega values:
Resolution rule:

EXAMPLE 1:

EXAMPLE 1b:

Attribute name:

application. Content types listed shall be possible to stream over RTP. For each content type a
set of MIME parameters can be specified to signal receiver capabilities. A content type that
supports multiple parameter sets may occur several timesin thelist.

Streaming

Literal (Bag)

List of MIME types with related parameters.
Append

<StreamingAccept>
<rdf :Bag>
<rdf:lis>audio/AMR-WB; octet-alignment=1</rdf:1i>
<rdf:1i>video/H263-2000; profile=0; level=45</rdf:1li>
</rdf :Bag>
</StreamingAccept >

<StreamingAccept>
<rdf :Bag>
<rdf:lis>audio/AMR-WB+</rdf:1i>
<rdf:li>video/H264; profile-level-id=42e00a</rdf:1i>
<rdf:lis>video/richmedia+xml; Version-profile=10</rdf:1li>
</rdf :Bag>
</StreamingAccept >

StreamingA ccept-Subset

Attribute definition: List of content types for which the PSS application supports a subset. MIME types can in most

cases effectively be used to express variations in support for different mediatypes. Many

MIME types, e.g. AMR-WB have several parameters that can be used for this purpose. There
may exist content types for which the PSS application only supports a subset and this subset
cannot be expressed with MIME-type parameters. In these cases the attribute
StreamingAccept-Subset is used to describe support for a subset of a specific content type. If a
subset of a specific content type is declared in StreamingA ccept-Subset, this means that
StreamingA ccept-Subset has precedence over StreamingA ccept. StreamingAccept shall always
include the corresponding content types for which StreamingA ccept-Subset specifies subsets
of.
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Subset identifiers and corresponding semantics shall only be defined by the TSG responsible
for the present document.

Component: Streaming

Type: Literal (Bag)

Lega values: No subsets defined.
Resolution rule: Append

Attribute name: ThreeGPPLinkChar

Attribute definition: Indicates whether the device supports the 3GPP-Link-Char header according to clause

10.2.1.1.
Component: Streaming
Type: Literal
Legal values: "Yes',"No"
Resolution rule: Override

EXAMPLE 2: <ThreeGPPLinkChar>Yes</ThreeGPPLinkChar>

Attribute name: AdaptationSupport

Attribute definition: Indicates whether the device supports client buffer feedback signaling according to clause

10.2.3.
Component: Streaming
Type: Literal
Legal values: "Yes', "No"
Resolution rule: Locked

EXAMPLE 3: <AdaptationSupport>Yes</AdaptationSupports>

Attribute name: QOESupport

Attribute definition: Indicates whether the device supports QoE signaling according to clauses 5.3.2.3, 5.3.3.6, and

11.
Component: Streaming
Type: Literal
Legal values: "Yes', "No"
Resolution rule: Locked
EXAMPLE 3: <QoESupport>Yes</QoESupport >

Attribute name: ExtendedRtcpReports

Attribute definition: Indicates whether the device supports extended RTCP reports according to clause 6.2.3.1.

ETSI



3GPP TS 26.234 version 7.8.0 Release 7 22 ETSI TS 126 234 V7.8.0 (2009-06)

Component: Streaming
Type: Literal
Legal values: "Yes',"No"
Resolution rule: Locked

EXAMPLE 4: <ExtendedRtcpReports>Yes</ExtendedRtcpReportss>

Attribute name: RtpRetransmission

Attribute definition: Indicates whether the device supports RTP retransmission according to clause 6.2.3.3.

Component: Streaming
Type: Literal
Legal values: "Yes',"No"
Resolution rule: Locked

EXAMPLE5: <RtpRetransmission>Yes</RtpRetransmission>

Attribute name: M ediaAlter natives

Attribute definition: Indicates whether the device interprets the SDP attributes "alt”, "alt-default-id", and "alt-
group”, defined in clauses 5.3.3.3 and 5.3.3.4.

Component: Streaming
Type: Litera
Legal values: "Yes', "No"
Resolution rule: Override

EXAMPLE 6: <MediaAlternatives>Yes</MediaAlternativess>

Attribute name: RtpProfiles

Attribute definition: List of supported RTP profiles.

Component: Streaming

Type: Literal (Bag)

Legal values: Profilt_e names registered through the Internet Assigned Numbers Authority (IANA),
www.iana.org.

Resolution rule: Append

EXAMPLE 7: <RtpProfiles>
<rdf :Bag>
<rdf:1i>RTP/AVP</rdf:1i>
<rdf:1i>RTP/AVPF</rdf:11i>
</rdf :Bag>
</RtpProfiles>

Attribute name: StreamingOmabDr m
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Attribute definition: Indicates whether the device supports streamed OMA DRM protected content as defined by

OMA and Annex K.
Component: Streaming
Type: Literal (Bag)
Lega values: OMA Version numbers supported as a floating number. 0.0 indicates no support.
Resolution rule: Locked

EXAMPLE 8: <StreamingOmaDrm>

<rdf :Bag>
<rdf:1i>2.0</rdf:11i>
</rdf :Bag>
</StreamingOmaDrm>

Attribute name: PSSIntegrity

Attribute definition: Indicates whether the device supports integrity protection for streamed content as defined by

Annex K.2.
Component: Streaming
Type: Literal
Legal values: "Yes', "No"
Resolution rule: Locked

EXAMPLE 9: <pssSIntegritysYes</PSSIntegritys

Attribute name: VideoDecodingByteRate

Attribute definition: If Annex G is not supported, the attribute has no meaning. If Annex G is supported, this
attribute defines the peak decoding byte rate the PSS client is able to support. In other words,
the PSS client fulfils the requirements given in Annex G with the signalled peak decoding byte
rate. The values are given in bytes per second and shall be greater than or equal to 16000.
According to Annex G, 16000 is the default peak decoding byte rate for the mandatory video
codec profile and level (H.263 Profile O Level 45).

Component: Streaming

Type: Number

Legal values: Integer value greater than or equal to 16000.
Resolution rule: Locked

EXAMPLE 10: <videoDecodingByteRate>16000</VideoDecodingByteRate>

Attribute name: Videol nitial PostDecoder BufferingPeriod

Attribute definition: If Annex G is not supported, the attribute has no meaning. If Annex G is supported, this
attribute defines the maximum initial post-decoder buffering period of video. Values are
interpreted as clock ticks of a 90-kHz clock. In other words, the value isincremented by one
for each 1/90 000 seconds. For example, the value 9000 corresponds to 1/10 of a second initial
post-decoder buffering.

Component: Streaming

Type: Number
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Lega values:

Resolution rule:

Integer value equal to or greater than zero.

Locked

EXAMPLE 11: <videoInitialPostDecoderBufferingPeriod>9000
</VideoInitialPostDecoderBufferingPeriods>

Attribute name:

Attribute definition:

Component:

Type:
Lega values:

Resolution rule:

VideoPreDecoder Buffer Size

This attribute signals if the optional video buffering requirements defined in Annex G are
supported. It also defines the size of the hypothetical pre-decoder buffer defined in Annex G. A
value equal to zero means that Annex G is not supported. A value equa to one means that
Annex G is supported. In this case the size of the buffer isthe default size defined in Annex G.
A value equal to or greater than the default buffer size defined in Annex G means that Annex
G is supported and sets the buffer size to the given number of octets.

Streaming
Number

Integer value equal to or greater than zero. Values greater than one but less than the default
buffer size defined in Annex G are not allowed.

Locked

EXAMPLE 12: <videoPreDecoderBufferSize>3072 0</VideoPreDecoderBufferSizes>

5.2.3.2.3 ThreeGPFileFormat component

Attribute name;
Attribute definition:
Component:

Type:

Lega values:
Resolution rule:

EXAMPLE1l: <B

Brands

List of supported 3GP profilesidentified by brand.
ThreeGPFileFormat

Literal (Bag)

Brand identifiers according to 5.3.4 and 5.4 in [50].
Append

rands>

<rdf :Bag>
<rdf:1i>3gp4</rdf:1i>
<rdf:1i>3gp5</rdf:1i>
<rdf:1i>3gp6</rdf:1i>
<rdf:1i>3gr6</rdf:1i>
<rfd:1i>3gp7</rdf:1i>
<rfd:1i>3gr7</rdf:1i>
<rfd:1i>3ge7</rdf:1i>

</rdf :Bag>

</Brands>

Attribute name:

Attribute definition:

ThreeGPAccept

List of content types (MIME types) that can be included in a 3GP file and handled by the PSS
application. The content types included in this attribute can be rendered in a3GP file or a
presentation contained therein. If the identifier " Streaming-Media" isincluded, streaming
media can be included within a contained presentation (e.g. in DIMS). Details on the streaming
support can then be found in the Streaming component. For each content type a set of
supported parameters can be given. A content type that supports multiple parameter sets may
occur severa timesin thelist.
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Component:
Type:

Legal values:
Resolution rule:

EXAMPLE 2:

EXAMPLE 2b:

Attribute name:

ThreeGPFileFormat

Literal (Bag)

List of MIME types with related parameters and the " Streaming-Media" identifier.
Append

<ThreeGPAccept>
<rdf:Bag>
<rdf:1i>video/H263-2000; profile=0; level=45</rdf:1li>
<rdf:lisaudio/AMR</rdf:1i>
</rdf :Bag>
</ThreeGPAccept>

<ThreeGPAccept >
<rdf :Bag>
<rdf:lisaudio/AMR</rdf:1i>
<rdf:lisaudio/AMR-WB+</rdf:1i>
<rdf:1li>video/H263-2000; profile=0; level=45</rdf:1li>
<rdf:li>video/H264; profile-level-id=42e00a</rdf:1li>
<rdf:li>image/jpeg</rdf:1i>
<rdf:li>video/richmedia+xml; Version-profile=10</rdf:1li>
<rdf:li>Streaming-Media</rdf:1i>
</rdf :Bag>
</ThreeGPAccept>

ThreeGPA ccept-Subset

Attribute definition: List of content types for which the PSS application supports a subset. MIME types can in most

Component:
Type:
Lega values:

Resolution rule:

Attribute name:

cases effectively be used to express variations in support for different media types. Many
MIME types have several parameters that can be used for this purpose. There may exist
content types for which the PSS application only supports a subset and this subset cannot be
expressed with MIME-type parameters. In these cases the attribute ThreeGPAccept-Subset is
used to describe support for a subset of a specific content type. If a subset of a specific content
type is declared in ThreeGPA ccept-Subset, this means that ThreeGPA ccept-Subset has
precedence over ThreeGPAccept. ThreeGPAccept shall aways include the corresponding
content types for which ThreeGPA ccept-Subset specifies subsets of.

Subset identifiers and corresponding semantics shall only be defined by the TSG responsible
for the present document.

ThreeGPFileFormat
Literal (Bag)
No subsets defined.

Append

ThreeGPOmabDrm

Attribute definition: List of the OMA DRM versionsthat is supported to be used for DRM protection of content

Component:
Type:
Lega values:

Resolution rule:

present in the 3GP file format.

ThreeGPFileFormat

Literal (Bag)

OMA DRM version numbers as floating point values. 0.0 indicates no support.

Locked
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EXAMPLE 3:  <3gpOMADRM>

<rdf:Bag>
<rdf:1i>2.0 </rdf:1li>
</rdf :Bag>

</3gpOMADRM>

5.2.3.2.4 PssSmil component

Attribute name:

Attribute definition:

Component:
Type:
Lega values:

Resolution rule:

SmilAccept

List of content types (MIME types) that can be part of a SMIL presentation. The content types
included in this attribute can be rendered in a SMIL presentation. If video/3gpp (or audio/3gpp)
isincluded, downloaded 3GP files can be included in a SMIL presentation. Details on the 3GP
file support can then be found in the ThreeGPFileFormat component. If the identifier
"Streaming-Media" isincluded, streaming media can be included in the SMIL presentation.
Details on the streaming support can then be found in the Streaming component. For each
content type a set of supported parameters can be given. A content type that supports multiple
parameter sets may occur several timesin thelist.

PssSmil
Literal (Bag)
List of MIME types with related parameters and the " Streaming-Media" identifier.

Append

EXAMPLE 1:  <smilaccepts>

<rdf :Bag>
<rdf:li>image/gif</rdf:1i>
<rdf:li>image/jpeg</rdf:1i>
<rdf:li>Streaming-Media</rdf:1i>

</rdf :Bag>

</SmilAccept>

Attribute name:

Component:

Type:
Lega values:

Smil Accept-Subset

Attribute definition: List of content types for which the PSS application supports a subset.
MIME types can in most cases effectively be used to express variationsin support for different
mediatypes. Many MIME types have several parameters that can be used for this purpose.
There may exist content types for which the PSS application only supports a subset and this
subset cannot be expressed with MIME-type parameters. In these cases the attribute

Smil Accept-Subset is used to describe support for a subset of a specific content type. If a
subset of a specific content type is declared in Smil Accept-Subset, this means that Smil Accept-
Subset has precedence over Smil Accept. Smil Accept shall always include the corresponding
content types for which Smil Accept-Subset specifies subsets of .

The following values are defined:

- "JPEG-PSS": Only the two JPEG modes described in clause 7.5 of the present document
are supported.

- "SVG-Tiny"
- "SVG-Basic"

Subset identifiers and corresponding semantics shall only be defined by the TSG responsible
for the present document.

PssSmil
Literal (Bag)
"JPEG-PSS", "SVG-Tiny", "SVG-Basic"
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Resolution rule: Append

EXAMPLE 2. <SmilAccept-Subsets>
<rdf :Bag>
<rdf:11i>JPEG-PSS</rdf:1i>
<rdf:11>SVG-Tiny</rdf:1i>
</rdf :Bag>
</SmilAccept-Subset>

Attribute name: SmilBaseSet

Attribute definition: Indicates a base set of SMIL 2.0 modules that the client supports.

Component: Streaming
Type: Literal
Lega values: Pre-defined identifiers. "SMIL-3GPP-R4" and "SMIL-3GPP-R5" indicate all SMIL 2.0

modules required for SMIL scene description support according to clause 8 of Release 4 and
Release 5, respectively, of TS 26.234. "SMIL-3GPP-R6"and "SMIL-3GPP-R7" indicate all
SMIL 2.0 modules required for SMIL scene-description support according to Release 6 and
Release 7, respectively, of clause 8 of the present document (TS 26.234) and of TS 26.246
[52].

Resolution rule: Locked

EXAMPLE 3: <smilBaseSet>SMIL-3GPP-R6</SmilBaseSet>

Attribute name: SmilModules

Attribute definition: This attribute defines alist of SMIL 2.0 modules supported by the client. If the SmilBaseSet is
used those modules do not need to be explicitly listed here. In that case only additional module
support needs to be listed.

Component: Streaming

Type: Literal (Bag)

Legal values: SMIL 2.0 module names defined in the SMIL 2.0 recommendation [31], section 2.3.3, table 2.
Resolution rule: Append

EXAMPLE 4: <smilModuless>
<rdf :Bag>
<rdf:lis>BasicTransitions</rdf:1i>
<rdf:1li>MulitArcTiming</rdf:1i>
</rdf :Bag>
</SmilModules>

5.2.33 Attributes from UAProf

In the UAProf vocabulary [40] there are several attributes that are of interest for the PSS. The formal definition of these
attributesis given in [40]. The following list of attributes is recommended for PSS applications:

Attribute name: BitsPer Pixel
Component: HardwarePlatform
Attribute description:  The number of bits of colour or greyscale information per pixel

EXAMPLE 1. <BitsPerPixel>8</BitsPerPixels

ETSI



3GPP TS 26.234 version 7.8.0 Release 7 28 ETSI TS 126 234 V7.8.0 (2009-06)

Attribute name: ColorCapable
Component: HardwarePlatform
Attribute description:  Whether the device display supports colour or not.

EXAMPLE 2: <ColorCapable>Yes</ColorCapable>

Attribute name: PixelAspectRatio
Component: HardwarePlatform
Attribute description:  Ratio of pixel width to pixel height

EXAMPLE 3: <PixelAspectRatio>1x2</PixelAspectRatio>

Attribute name: PointingResolution
Component: HardwarePlatform
Attribute description:  Type of resolution of the pointing accessory supported by the device.

EXAMPLE 4: <PointingResolution>Pixel</PointingResolution>

Attribute name: M odel
Component: HardwarePlatform
Attribute description:  Model number assigned to the terminal device by the vendor or manufacturer

EXAMPLE 5: <Model>Model B</Models>

Attribute name; Vendor
Component: HardwarePlatform
Attribute description:  Name of the vendor manufacturing the terminal device

EXAMPLE 6: <Vendor>TerminalManufacturer A</Vendor>

Attribute name: CcppAccept-Char set
Component: SoftwarePlatform
Attribute description:  List of character sets the device supports

EXAMPLE 7: <CcppAccept-Charset>
<rdf:Bag>
<rdf:1i>UTF-8</rdf:1i>
</rdf :Bag>
</CcppAccept-Charset >

Attribute name: CcppAccept-Encoding

Component: SoftwarePlatform
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Attribute description:  List of transfer encodings the device supports

EXAMPLE 8: <ccppAccept-Encodings
<rdf :Bag>
<rdf:lisbase64</rdf:1i>
</rdf :Bag>
</CcppAccept-Encoding>

Attribute name: CcppAccept-Language
Component: SoftwarePlatform
Attribute description:  List of preferred document languages

EXAMPLE 9: <CcppAccept -Language >
<rdf:Seqg>
<rdf:lisen</rdf:1li>
<rdf:lisse</rdf:1li>
</rdf :Seqg>
</CcppAccept -Language>

5.2.4 Extensions to the PSS schema/vocabulary

5.24.1 Vocabulary definitions

The use of RDF enables an extensibility mechanism for CC/PP-based schemas that addresses the evolution of new types
of devices and applications. The Release-6 PSS profile schema specification has been updated from Release 5 and has
thus been assigned a unique RDF schema. The sameistrue for the Release-7 PSS profile schema specification. The
following URIs uniquely identify the RDF schemas for Release 5, Release 6 and Release 7:

PSS Release 5 URI:  http://www.3gpp.org/profiles/PSS/ccppschema-PSS5#
PSS Release 6 URI:  http://www.3gpp.org/profiles/ PSS/ ccppschema-PSS6#

PSS Release 7 URI:  http://www.3gpp.org/profiles/PSS/ccppschema-PSS7#

In the future new usage scenarios might have need for expressing new attributes. If the base vocabulary is further
updated, a new unigque namespace will be assigned to the updated schema. The base vocabulary shall only be changed
by the TSG responsible for the present document. All extensions to the profile schema shall be governed by the rules
defined in [40] clause 7.7.

5.24.2 Backward compatibility

An important issue when introducing a new vocabulary is to ensure backward compatibility. PSS Release-6 clients
should seamlessly work together with PSS Release-5 servers and vice versa. To obtain backward compatibility, a
Release-6 client should provide servers with multiple device-capability profiles using PSS Release-5 and Release-6
vocabularies, respectively. This can be done by providing two URIs referring to two separate profiles or one URI
referring to one combined profile that uses both the Relase-5 and the Release-6 namespaces. PSS Release-6 servers
should handle both namespaces, whereas PSS Release-5 servers will ignore profiles with unknown namespaces.

5.2.5  Signalling of profile information between client and server

When a PSS client or server support capability exchange it shall support the profile information transport over both
HTTP and RTSP between client and server as defined in clause 9.1 (including its subsections) of the WAP 2.0 UAProf
specification [40] with the following amendments:

- The"x-wap-profile" and "x-wap-profile-diff" headers shall be present in at least one HTTP or RT SP request per
session. That is, the requirement to send this header in al requests has been relaxed.

- The defined headers may be applied to both RTSP and HTTP.

- The"x-wap-profile-diff" header isonly valid for the current request. The reason isthat PSS does not have the
W SP session concept of WAP.
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- Pushisnot relevant for the PSS.
The following guidelines concern how and when profile information is sent between client and server:

- PSS content servers supporting capability exchange shall be able to receive profile information in all HTTP and
RTSP requests.

- Thetermina should not send the "x-wap-profile-diff" header over the air-interface since there is no compression
scheme defined.

- RTSP: the client should send profile information in the DESCRIBE message. It may send it in any other request.

If the terminal has some prior knowledge about the file type it is about to retrieve, e.g. file extensions, the following
apply:

- HTTPand SDP: when retrieving an SDP with HTTP the client should include profile information in the GET
reguest. Thisway the HTTP server can deliver an optimised SDP to the client.

- HTTPand SMIL: When retrieving a SMIL file with HTTP the client should include profile information in the
GET request. Thisway the HTTP server can deliver an optimised SMIL presentation to the client. A SMIL
presentation can include links to static media. The server should optimise the SMIL file so that linksto the
referenced static media are adapted to the requesting client. When the "x-wap-profile-warning" indicates that
content selection has been applied (201-203) the PSS client should assume that no more capability exchange has
to be performed for the static media components. In this case it should not send any profile information when
retrieving static mediato be included in the SMIL presentation. This will minimise the HTTP header overhead.

5.2.6 Merging device capability profiles

Profiles need to be merged whenever the PSS server receives multiple device capability profiles. Multiple occurrences
of attributes and default values make it necessary to resolve the profiles according to a resolution process.

The resolution process shall be the same as defined in UAProf [40] clause 6.4.1.
- Resolve dl indirect references by retrieving URI references contained within the profile.

- Resolve each profile and profile-diff document by first applying attribute values contained in the default URI
references and by second applying overriding attribute val ues contained within the category blocks of that profile
or profile-diff.

- Determine the final value of the attributes by applying the resolved attribute values from each profile and profile-
diff in order, with the attribute values determined by the resolution rules provided in the schema. Where no
resolution rules are provided for a particular attribute in the schema, values provided in profiles or profile-diffs
are assumed to override values provided in previous profiles or profile-diffs.

When several URLs are defined in the "x-wap-profile" header and there exists any attribute that occurs more than once
in these profiles the rule is that the attribute value in the second URL overrides, or is overridden by, or is appended to
the attribute value from the first URL (according to the resolution rule) and so forth. Thisis what is meant with
"Determine the final value of the attributes by applying the resolved attribute values from each profile and profile-diff
in order, with..." in the third bullet above. If the profile is completely or partly inaccessible or otherwise corrupted the
server should still provide content to the client. The server is responsible for delivering content optimised for the client
based on the received profile in a best effort manner.

NOTE: For the reasons explained in Annex A clause A.4.3 the usage of indirect references in profiles (using the
CC/PP defaults element) is not recommended.

5.2.7 Profile transfer between the PSS server and the device profile
server

The device capability profiles are stored on adevice profile server and referenced with URLs. According to the profile
resolution processin clause 5.2.6 of the present document, the PSS server ends up with a number of URLs referring to
profiles and these shall be retrieved.

- Thedevice profile server shall support HTTP 1.1 for the transfer of device capability profilesto the PSS server.
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- If the PSS server supports capability exchange it shall support HTTP 1.1 for transfer of device capability profiles
from the device profile server. A URL shall be used to identify a device capability profile.

- Normal content caching provisions as defined by HTTP apply.

5.3 Session set-up and control

531 General

Continuous mediais mediathat has an intrinsic time line. Discrete media on the other hand does not itself contain an
element of time. In this specification speech, audio, video, timed text and DIM S belong to the first category and till
images and text to the | atter one.

Streaming of continuous media using RTP/UDP/IP (see clause 6.2) requires a session control protocol to set-up and
control the individual media streams. For the transport of discrete media (images and text), vector graphics, timed text
and synthetic audio this specification adopts the use of HTTP/TCP/IP (see clause 6.3). In this case there is no need for a
separate session set-up and control protocol since thisis built into HTTP. This clause describes session set-up and
control of continuous media.

5.3.2 RTSP

RTSP [5] shall be used for session set-up and session control. PSS clients and servers shall follow the rules for minimal
on-demand playback RTSP implementations in appendix D of [5]. In addition to this:

- PSS servers and clients shall implement the DESCRIBE method (see clause 10.2 in [5]);

- PSS serversand clients shall implement the Range header field (see clause 12.29 in [5]);

- PSS servers shall include the Range header field in all PLAY responses,

- PSS serversand clients should implement the SET_PARAMETER method (see clause 10.9 in [5]);
- PSS serversand clients should implement the Bandwidth header field (see clause 12.6 in [5].

Further additionsto RT SP are specified in the following subclauses.

5.3.2.1 The 3GPP-Link-Char header
PSS servers and clients should implement the 3GPP-Link-Char header field.

To enable PSS clients to report the link characteristics of the radio interface to the PSS server, the "3GPP-Link-Char"
RTSP header is defined. The header takes one or more arguments. The reported information should be taken from a
QoS reservation (i.e. the QoS profile as defined in [56]). Note that this information is only valid for the wireless link
and does not apply end-to-end. However, the parameters do provide constraints that can be used.

Three parameters are defined that can be included in the header, and future extensions are possible to define. Any
unknown parameter shall be ignored. The three parameters are:

- "GBW": the link's guaranteed bit-rate in kilobits per second as defined by [56];

"MBW": the link's maximum bit-rate in kilobits per second as defined by [56];

- "MTD": thelink's maximum transfer delay, as defined by [56] in milliseconds.
The "3GPP-Link-Char" header syntax is defined below using ABNF [53]:

3gpplinkheader ="3GPP-Link-Char" ":" link-char-spec *("," 0* 1SP link-char-spec) CRLF
link-char-spec = char-link-url *(";" 0* 1SP link-parameters)

char-link-url ="url" =" <" surl<>

link-parameters = Guaranteed-BW / Max-BW / Max-Transfer-delay / extension-type
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Guaranteed-BW "GBW" "=" 1*DIGIT ; kbps

Max-BW

"MBW" "=" 1*DIGIT ; kbps

Max-Transfer-delay ="MTD" "=" 1*DIGIT ; ms

extension-type = token "=" (token / quoted-string)
DIGIT = asdefined in RFC 2326 [5]
token = asdefined in RFC 2326 [5]
guoted-string = asdefined in RFC 2326 [5]
url = asdefined in RFC 2326 [5]

The "3GPP-Link-Char" header can be included in arequest using any of the following RTSP methods: SETUP, PLAY,
OPTIONS, and SET_PARAMETER. The header shall not be included in any response. The header can contain one or
more characteristics specifications. Each specification contains a URI that can either be an absolute or arelative, any
relative URI use the RTSP request URI as base. The URI points out the media component that the given parameters
apply to. This can either be an individual media stream or a session aggregate.

If 2 QoS reservation (PDP context) is shared by several media componentsin a session the 3GPP-Link-Char header
shall not be sent prior to the RTSP PLAY request. In this case the URI to use is the aggregated RTSP URI. If the QoS
reservation is not shared (one PDP context per media) the media stream URI must be used in the 3GPP-Link-Char
specification. If one QoS reservation (PDP context) per media component is used, the specification parameters shall be
sent per media component.

The "3GPP-Link-Char" header should beincluded in a SETUP or PLAY request by the client, to give theinitial values
for the link characteristics. A SET_PARAMETER or OPTIONS request can be used to update the 3GPP-Link-Char
valuesin a session currently playing. It is strongly recommended that SET_PARAMETER is used, asthis hasthe
correct semantics for the operation and also requires less overhead both in bandwidth and server processing. When
performing updates of the parameters, all of the previous signalled values are undefined and only the given onesin the
update are defined. This means that even if a parameter has not changed, it must be included in the update.

Example:
3GPP-LinkChar: url="rtsp://server.example.com/media.3gp"; GBW=32; MBW=128; MTD=2000

In the above example the header tells the server that its radio link has a QoS setting with a guaranteed bit-rate of 32
kbps, a maximum bit-rate of 128 kbps, and a maximum transfer delay of 2.0 seconds. These parameters are valid for the
aggregate of all media components, asthe URI is an aggregated RTSP URI.

5.3.2.2 The 3GPP-Adaptation header
PSS servers and clients should implement the 3GPP-Adaptation header field.

To enable PSS clients to set bit-rate adaptation parameters, a new RTSP request and response header is defined. The
header can be used in the methods SETUP, PLAY, OPTIONS, and SET_PARAMETER. The header defined in ABNF
[53] has the following syntax:

3GPP-adaptation-def = "3GPP-Adaptation” ":" adaptation-spec 0*(*," adaptation-spec)
adaptation-spec = url-def *adapt-params
adapt-params =";" buffer-size-def

[";" target-time-def

url-def ="url""="<">url <">
buffer-size-def ="size" "=" 1*9DIGIT ; bytes
target-time-def = "target-time" "=" 1*9DIGIT; ms
url = ((absoluteURI / relativeURI )
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absoluteURI and relativeURI are defined in RFC 3986 [60]. The base URI for any relative URI is the RTSP request
URI.

The "3GPP-Adaptation" header shall be sent in responses to requests containing this header. The PSS server shall not
change the values in the response header. The presence of the header in the response indicates to the client that the
server acknowledges the request.

The buffer size signalled in the "3GPP-Adaptation” header shall correspond to reception, de-jittering, and, if used, de-
interleaving buffer(s) that have this given amount of space for complete application data units (ADU), including the
following RTP header and RTP payload header fields: RTP timestamp, and sequence numbers or decoding order
numbers. The specified buffer size shall also include any Annex G pre-decoder buffer space used for this media, as the
two buffers cannot be separated.

Thetarget protection time signalled in the "target-time" parameter is the targeted minimum buffer level in milliseconds,
that is, the minimum amount of playback time the client perceives necessary for interrupt-free playback. This value
must be chosen such that the client is never in abuffering state if all media streams have reached or exceeded their
target-time in buffered data and playout delay. Once this desired level of target protection is achieved, the server may
utilize any additional resources to increase the quality of the media or to increase the buffer duration beyond that
required by the target-time, or it may continue sending at the mediarate in order to maintain a steady buffer state.

5.3.2.3 The Quality of Experience headers

5.3.2.3.1 Protocol initiation and termination

A new RTSP header is defined to enable the PSS client and server to negotiate which Quality of Experience (QoE)
metrics the PSS client should send, how often they should be sent and how to turn the metrics transmission off. This
header can be sent in requests and responses of RTSP methods SETUP, SET_PARAMETER, OPTIONS (with Session
ID) and PLAY . The exact usage of this header is defined in clause 11. The header is defined in ABNF [53] as follows
(see [53] for specifiers not defined here):

QoE-Header  ="3GPP-QoE-Metrics' ":" ("Off" / Measure-Spec *("," Measure-Spec)) CRLF

Measure-Spec = Stream-URL";" ((Metrics";" Sending-rate [";" Measure-Range] *([";" Parameter-Ext])) / 'Off")
Stream-URL ="url" "=" <>Rtsp-URL<>

Metrics ="metrics' "=" "{"Metrics-Name *("[" Metrics-Name) " }"

MetricssName = 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / 0x7€e) ;VCHAR except ';', ')', {' or }'
Sending-Rate  ='rate" "=" 1*DIGIT / "End"

Measure-Range ="range" ":" Ranges-Specifier

Parameter-Ext  ='On'/'Off'/ (1*DIGIT [ 1*DIGIT]) / (1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / Ox7c /
0x7e))

Ranges-Specifier = as defined in RFC 2326 [5]
Rtsp-URL = as defined in RFC 2326 [5]
There are two ways to use this header:
- Using only the "Off" parameter is an indication that either server or client wants to cancel the metrics reporting.
- Using other parameters indicates a request to start the metrics transmission.

If "Stream-URL" is an RTSP Session Control URL, then "Metrics' applies to the RTSP session. If "Stream-URL" isan
RTSP Media Control URL, then "Metrics' apply only to the indicated media component of the session.

QOE metrics with the same " Stream-URL", " Sending-rate" and "Measure-Range" shall be aggregated within asingle
"Measure-Spec" declaration. Otherwise, multiple "Stream-URL" declarations shall be used.

The"Metrics' field contains the list of names that describes the metrics/measurements that are required to be reported in
a PSS session. The names that are not included in the "Metrics' field shall not be reported during the session.
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The "Sending-Rate" shall be set, and it expresses the maximum time period in seconds between two successive QoE
reports. If the " Sending-Rate" value is 0, then the client shall decide the sending time of the reports depending on the
events occurred in the client. Values > 1 indicate a precise reporting interval. The shortest interval is one second and the
longest interval is undefined. The reporting interval can be different for different media, but it is recommended to
maintain a degree of synchronization in order to avoid extratraffic in the uplink direction. The value "End" indicates
that only one report is sent at the end of the session.

The optional "Measure-Range" field, if used, shall define the time range in the stream for which the QoE metrics will be
reported. There shall be only one range per measurement specification. The range format shall be any of the formats
alowed by the media. If the "Measure-Range” field is not present, the corresponding (media or session level) range
attribute in SDP shall be used. If SDP information is not present, the metrics range shall be the whole session duration.

There shall be only one "3GPP-QoE-Metrics' header in one RTSP request or response.

5.3.2.3.2 Metrics feedback

The QoE metrics feedback can be conveyed in requests to the PSS server using the SET_PARAMETER, PAUSE or
TEARDOWN methods by the "3GPP-QoE-Feedback™” header. The header is defined in ABNF [53] as follows (see[53]
for specifiers not defined here):

Feedbackheader = "3GPP-QoE-Feedback" ":" Feedback-Spec *("," Feedback-Spec) CRLF
Feedback-Spec = Stream-URL 1*(";" Parameters) [";" Measure-Range]

Stream-URL = as specified in clause 5.3.2.3.1

Parameters = Metrics-Name"=""{" SP/ (Measure *("[' Measure)) "}"
MetricsName = asdefined in clause5.3.2.3.1

Measure =Value [SP Timestamp]

Measure-Range = asdefined in clause5.3.2.3.1

Value =(["-"]12*DIGIT [*." *DIGIT]) / 1*((0x21..0x2b) / (0x2d..0x3a) / (0x3c..0x7a) / Ox7e) ;VCHAR
except ', ", {"or '}’

Timestamp = NPT-Time

NPT-Time = asdefined in RFC 2326 [5]

"Stream-URL" is the RTSP session or media control URL that identifies the media the feedback parameter appliesto.

The"Metrics-Name" field in the "Parameters’ definition contains the name of the metrics/measurements and uses the
same identifiers as the "3GPP-QoE-Metrics' header in clause 5.3.2.3.1.

The"Vaue" field indicates the results. Thereisthe possibility that the same event occurs more than once during a
monitoring period. In that case the metrics value may occur more than once indicating the number of eventsto the
server.

The optional "Timestamp" (defined in NPT time) indicates the time when the event occurred or when the metric was
calculated. If no events have occurred, it shall be reported with an empty set (only containing a space).

The optional "Measure-Range" indicates the actual reporting period, for which this report is valid.

QoE metrics reporting should be done by the PSS client by using the SET_PARAMETER method. However, for more
efficiency, RTSP PAUSE and TEARDOWN methods may also be used in particular cases, such as:

CASE 1: When sending the very last QoE report, the client should embed the QoE information into a
TEARDOWN message.

CASE 2: When the client wants to pause the streaming flow, QoE information should be embedded into a PAUSE
method. The PSS client should not send any QOoE reports to the PSS server when the system is paused, since thereis no
media flow.
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5.3.24 Video buffering headers
The following header fields are specified for the response of an RTSP PLAY request only:
- X-predechufsize:<size of the pre-decoder buffer>

- x-initpredecbufperiod:<initial pre-decoder buffering period>

x-initpostdecbufperiod:<initial post-decoder buffering period>
- 3gpp-videopostdecbufsize:<size of the video post-decoder buffer>

The header fields "x-predecbufsize", "x-initpredecbufperiod", "x-initpostdecbufperiod", and " 3gpp-postdecbufsize”
have the same definitions as the corresponding SDP attributes (see clause 5.3.3.2) " X-predecbufsize”, " X-
initpredecbufperiod”, " X-initpostdecbufperiod”, and " 3gpp-postdecbufsize", respectively, with the exception that the
RTSP video buffering header fields are valid only for the range specified in the RTSP PLAY response.

For H.263 and MPEG-4 Visual, the usage of these header fieldsis specified in Annex G.

For H.264 (AVC), PSS servers shall include these header fieldsin an RTSP PLAY response whenever the values are
available in the 3GP file used for the streaming session. If the values are not available in the 3GP file, it is optional for
the serversto signal the parameter valuesin RTSP PLAY responses.

5.3.3 SDP

5.33.1 General

RTSP requires a presentation description. SDP shall be used as the format of the presentation description for both PSS
clients and servers. PSS servers shall provide and PSS clients interpret the SDP syntax according to the SDP
specification [6] and appendix C of [5]. The SDP delivered to the PSS client shall declare the mediatypesto be used in
the session using a codec specific MIME mediatype for each media. MIME mediatypes to be used in the SDP file are
described in clause 5.4 of the present document.

The SDP [6] specification requires certain fields to always be included in an SDP file. Apart from this a PSS server
shall always include the following fieldsin the SDP:

- "a=control:" according to clauses C.1.1, C.2 and C.3in [5];
- "a=range:" according to clause C.1.5in[5];

- "a=rtpmap:" according to clause 6in [6];

- "a=fmtp:" according to clause 6 in [6].

When an SDP document is generated for media stored in a 3GP file, each control URL defined at the media-level
‘a=control:' field shall include a stream identifier in the last segment of the path component of the URL. The value of
the stream id shall be defined by the track-1D field in the track header (tkhd) box associated with the media track.
When a PSS server receives a set-up request for a stream, it shall use the stream identifier specified in the URL to map
the request to a media track with a matching track-1D field in the 3GP file. Stream identifiers shall be expressed using
the following syntax:

streamldentifier = <stream-id-token>"="<stream-id>
stream-id-token = 1*alpha
stream-id = 1*digit

The bandwidth field in SDP is needed by the client in order to properly set up QoS parameters. Therefore, a PSS server
shall include the 'b=AS:" and "b=TIAS." and "a=maxprate" [93] fields at the media level for each media streamin SDP,
and should include "b=TIAS" and "a=maxprate" at session level. A PSS client shall interpret all of these fields. If both
bandwidth modifiers are present, "b=TIAS" should be used, however it may be missing in content produced according
to earlier releases. When a PSS client receives SDP, it should ignore the session level 'b=AS:" parameter (if present),
and instead cal cul ate session bandwidth from the medialevel bandwidth values of the relevant streams. If "b=TIAS"
and "a=maxprate" is present at session level, it should be used in preference over the media level values, as session
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level can provide a more accurate description of the needed session bandwidth when aggregating several media streams
together. A PSS client shall also handle the case where the bandwidth parameters are not present, since this may occur
when connecting to a Release-4 server.

Note that for RTP based applications, "b=AS:" givesthe RTP "session bandwidth" (including UDP/IP overhead) as
defined in section 6.2 of [9].

The bandwidth for RTCP traffic shall be described using the "RS" and "RR" SDP bandwidth modifiers, as specified by
[55]. The"RS" SDP bandwidth modifier indicates the RTCP bandwidth allocated to the sender (i.e. PSS server) and
"RR" indicates the RTCP bandwidth allocated to the receiver (i.e. PSS client). A PSS server shall include the "b=RS:"
and "b=RR:" fields at the media level for each media stream in SDP, and a PSS client shall interpret them. A PSS client
shall also handle the case where the bandwidth modifier is not present according to section 3 of [55], since this may
occur when connecting to a Release-4 server.

There shall be alimit on the allowed RTCP bandwidth for senders and receiversin asession. Thislimit is defined as
follows:

- 4000 bpsfor the RSfield (at medialevel);
- 5000 bpsfor the RR field (at medialevel).

In Annex A.2.1 an example SDP in which the limit for the total RTCP bandwidth is 5% of the session bandwidth is
presented.

Media which has an SDP description that include an open ended range (format=startvalue-) in any time format in the
SDP attribute "a=range", e.g. "a=range: npt=now-", or "a=range: clock=20030825T 152300Z-", shall be considered
media of unknown length. Such a media shall be considered as non-seekable, unless other attributes override this

property.

The"t=", "r=", and "z=" SDP parameters are used to indicate when the described session is active and can be used to
filter out obsolete SDP files. PSS clients and servers shall support "t=", "r=", and "z=" as specified in [6].

When creating an SDP for a streaming session, one should try to come up with the most accurate estimate of time that
the sessionisactive. The "t=", "r=", and "z=" SDP parameters are used for this purposg, i.e., to indicate when the
described session is active. If the time at which a session is active is known to be only for alimited period, the "t=",
"r=", and "z=" attributes should be filled out appropriately (per [6], the "t=" shall be sent and usually contains non-zero
values, possibly using the "r=" and "z=" parameters). If the stop-timeis set to zero, the session is not bounded, though
it will not become active until after the start-time. If the start-time is also zero, the session is regarded as permanent. A
session should only be marked as permanent ("t=0 0") if the session is going to be available for a significantly long
period of time or if the start and stop times are not known at the time of SDP file creation. Recommendations for what
is considered a significant time is present in the SDP specification [6].

IPv6 addresses in SDP descriptions shall be supported according to RFC 4566 [6].

NOTE: The SDP parsers and/or interpreters shall be able to accept NULL valuesin the'c="field (e.g. 0.0.0.0in IPv4
case). This may happen when the media content does not have a fixed destination address. For more
details, see Section C.1.7 of [5] and Section 6 of [6].

5.3.3.2 Additional SDP fields
The following additional medialevel SDP fields are defined for PSS:

"a=X-predecbufsize:<size of the hypothetical pre-decoder buffer>"
If the field is an attribute for an H.263 or MPEG-4 Visual stream and rate adaptation (see clause 10.2) isnot in
use, this gives the suggested size of the Annex G hypothetical pre-decoder buffer in bytes.

If the field is an attribute for an H.263 or MPEG-4 Visua stream and rate adaptation isin use, this givesthe
suggested minimum size of a buffer (hereinafter called the pre-decoder buffer) that is used to smooth out
transmit time variation (compared to flat-bitrate transmission scheduling) and video bitrate variation.

If the field is an attribute for an H.264 (AV C) stream, the H.264 (AVC) bitstream is constrained by the val ue of
"CpbSize" equal to X-predechufsize * 8 for NAL HRD parameters, as specified in [90]. For the VCL HRD
parameters, the value of "CpbSize" is equal to X-predecbufsize * 40/ 6. The value of " X-predecbufsize” for
H.264 (AVC) streams shall be smaller than or equal to 1200 * MaxCPB, in which the value of "MaxCPB" is
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derived according to the H.264 (AVC) profile and level of the stream, as specified in [90]. If " X-predecbufsize”
is not present for an H.264 (AVC) stream, the value of "CpbSize" is calculated as specified in [90].

- "a=X-initpredecbufperiod:<initial pre-decoder buffering period>"
If the field is an attribute for an H.263 or MPEG-4 Visual stream and rate adaptation is not in use, this gives the
required initial pre-decoder buffering period specified according to Annex G. Vaues are interpreted as clock
ticks of a90-kHz clock. That is, the value is incremented by one for each 1/90 000 seconds. For example, value
180 000 corresponds to a two second initial pre-decoder buffering.

If the field is an attribute for an H.263 or MPEG-4 Visua stream and rate adaptation isin use, this givesthe
suggested minimum greatest difference in RTP timestamps in the pre-decoder buffer after any de-interleaving
has been applied. Note that X-initpredecbufperiod is expressed as clock ticks of a 90-kHz clock. Hence,
conversion may be required if the RTP timestamp clock frequency is not 90 kHz.

If the field is an attribute for an H.264 (AV C) stream, the H.264 (AV C) bitstream is constrained by the value of
the nominal removal time of the first access unit from the coded picture buffer (CPB), t.4( 0 ), equal to "X-
initpredecbufperiod” as specified in [90]. If "X-initpredecbufperiod" is not present for an H.264 (AVC) stream,
t.n( 0) shall be equal to the earliest time when the first access unit in decoding order has been completely
received.

- "a=X-initpostdechufperiod:<initial post-decoder buffering period>"
If the field is an attribute for an H.263 or MPEG-4 Visua stream and rate adaptation is not in use, this gives the
required initial post-decoder buffering period specified according to Annex G. Values are interpreted as clock
ticks of a 90-kHz clock.

If the field is an attribute for an H.263 or MPEG-4 Visua stream and rate adaptation isin use, this givesthe
initial post-decoder buffering period assuming that the hypothetical decoding and post-decoder buffering model
givenin points5to 10 in Annex G clause G.3 would be followed. Note that the operation of the post-decoder
buffer islogically independent from rate adaptation and is used to compensate non-instantaneous decoding of
pictures.

If the field is an attribute for an H.264 (AV C) stream, the H.264 (AV C) bitstream is constrained by the value of
dpb_output_delay for the first decoded picture in output order equal to " X-initpostdechufperiod” as specified in
[90] assuming that the clock tick variable, t., isequal to 1/ 90 000. If "X-initpostdecbufperiod" is not present for
an H.264 (AVC) stream, the value of dpb_output_delay for the first decoded picture in output order isinferred to
be equal to 0.

- "a=X-decbyterate:<peak decoding byte rate>"
If the field is an attribute for an H.263 or MPEG-4 Visua stream and rate adaptation is not in use, this gives the
peak decoding byte rate that was used to verify the compatibility of the stream with Annex G. Values are given
in bytes per second.

If the field is an attribute for an H.263 or MPEG-4 Visual stream and rate adaptation isin use, " X-decbyterate”
has no meaning.

Thisfield shall not be present for H.264 (AVC) streams.

- "a=3gpp-videopostdecbufsize:<size of the video post-decoder buffer>"
This attribute may be present for H.264 (AV C) streams and it shall not be present for other types of streams. If
the attribute is present, the H.264 (AV C) bitstream is constrained by the value of "max_dec_frame_buffering"
equal to Min( 16, Floor( 3gpp-videopostdecbufsize / ( PicwWidthinMbs * FrameHeightinMbs * 256 *
ChromaFormatFactor ) ) ) as specified in [90]. If "3gpp-videopostdecbufsize" is not present for an H.264 (AVC)
stream, the value of "max_dec_frame_buffering" isinferred as specified in [90].

If none of the attributes "a=X-predecbufsize:", "a=X-initpredecbufperiod:”, "a=X-initpostdecbufperiod:", and "a=x-
decbyterate:" is present for an H.263 or MPEG-4 Visual stream, clients should not expect a packet stream according to
Annex G. If at least one of the listed attributesis present for an H.263 or MPEG-4 Visual stream, and if the client does
not choose the usage of bit-rate adaptation via RT SP as described in clause 5.3.2.2, the transmitted video packet stream
shall conform to Annex G. If at least one of the listed attributes is present for an H.263 or MPEG-4 Visual stream, but
some of the listed attributes are missing in an SDP description, clients should expect a default value for the missing
attributes according to Annex G.
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If the interleaved packetization mode of H.264 (AVC) isin use, attributes "a=X-predecbufsize:", "a=X-

initpredecbufperiod:”, "a=X-initpostdecbufperiod:”, and " a=3gpp-videopostdecbufsize:" apply to an H.264 (AVC)
bitstream when de-interleaving of the stream from transmission order to decoding order has been done.

The following medialevel SDP field is defined for PSS:

"a=framesize:<payload type number> <width>-<height>"
This gives the largest video frame size of H.263 streams.

The frame size field in SDP is needed by the client in order to properly allocate frame buffer memory. For MPEG-4
Visual streams, the frame size shall be extracted from the "config" information in the SDP. For H.264 (AVC) streams,
the frame size shall be extracted from the sprop-parameters-sets information in the SDP. For H.263 streams, a PSS
server shall include the "a=framesize" field at the media level for each stream in SDP, and a PSS client should interpret
thisfield, if present. Clients should be ready to receive SDP descriptions without this attribute.

If this attribute is present, the frame size parameters shall exactly match the largest frame size defined in the video
stream. The width and height values shall be expressed in pixels.

If integrity protection is supported, the following SDP attributes shall be supported by the client and server:
"a=3GPP-Integrity-Key" according to annex K;
"a=3GPP-SRTP-Config" according to Annex K;
"a=3GPP-SDP-Auth" according to Annex K.

If RTP retransmission is supported, the following SDP attribute shall be supported by the client and server:

"a=rtcp-fb" according to clause 4.2 in [57].

5.3.3.3 The 'alt' and 'alt-default-id" attributes

The client should interpret the following two medialevel attributes: "alt" and "alt-default-id". A client from earlier
releases will ignore these attributes and can safely do so in a correctly formatted SDP. If the attributes are used by the
server they shall be used in a way that makes them backward compatible. When interpreted, they define a number of
aternatives from which the client can select the most appropriate one.

A non-extended SDP gives only one alternative for each media part (Annex A.1 Example 1). Thisisthe default
aternative for each media. The new SDP attributes defined here are used to modify the default attributes or to add new
attributes to the default attributes thus creating new alternatives. Each aternative is numerically identified.

The alternative attribute "at" is used to replace or add an SDP line to the default configuration. If the alternative
attribute contains an SDP line, for which the type and the modifier aready exist in the default alternative, the default
must be replaced with the given ling(s). In case there are multiple lines with the same type and modifier in the default
aternative, al of the lines must be replaced. Multiple aternative lines can be used to modify the default alternative. The
aternative lines that are used to form a certain alternative shall al carry the same numerical identifier (Annex A.1,
Examples 2-4).

The alternative identifier is aunique identifier that points out a single alternative in one media declaration. The
identifier must be unique between all media descriptions and their alternatives asit is used for creating combinations
between different medias with the grouping attribute (see 5.3.3.4).

The default configurationisin itself avalid aternative. Therefore an attribute (alt-default-id) is defined that assigns an
aternative identifier to the default alternative. Thisidentifier can then be used with the grouping attribute (see 5.3.3.4)
to create combinations of alternatives from different medias.

The aternative attribute is defined below in ABNF from RFC 4234 [53]. The SDP lineis any SDP line allowed at
medialevel except "m=".

alt =g "=""at" ":" dt-id ":" SDP-line CRLF
SDP-line = <type>=<value> ; See RFC 4566 [6]
at-id =1*DIGIT ; unique identifier for the aternative in whole SDP.
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To be able to assign an alternative ID to the default alternative, the following identification attribute is defined.
alt-default-id ="gd"'"=" "at-default-id" ":" at-id CRLF

5.3.34 The session level grouping attribute, "alt-group’

The client should handle the following attribute: "alt-group”. A client from earlier releases will ignore this attribute and
can safely do so. When interpreted, it defines a number of grouping alternatives from which the client can select the
most appropriate one. The identifiers defined in 5.3.3.3 are used together with the "alt-group™ attribute to create
combinations consisting of, e.g., one audio and one video aternative.

A grouping attribute is used to recommend certain combinations of media alternatives to the client. There may be more
than one grouping attribute at the session level aslong asthey are for different grouping types and subtypes.

alt-group = "a' "=" "at-group" ":" alt-group-type":" at-group-subtype ":" alt-grouping *(";" at-grouping) CRLF
at-group-type =token ;"token" definedin RFC 4566 [6]

alt-group-subtype = token

alt-grouping = grouping-value "=" alt-id *("," alt-id)

grouping-va ue = token

The alt-group attribute gives one or more combinations of alternatives through their IDs. Each grouping shall be given a
grouping value. The grouping value is used to determine if the alternatives within the grouping suits the client. New
types and subtypes can be added | ater.

The following grouping types and subtypes are defined:

- Type: BW, Subtype: All modifiers defined for the SDP "b=" attribute at session and medialevel. See
www.lANA.org for current list of registered attributes.

Grouping value: The bandwidth value defined for that modifier calculated over all the alternatives grouped
together in that grouping. For SDP bandwidth modifiers defined at session level the value shall be calculated
according to itsrule over the alternative part of the grouping. For media-level-only modifiers, the grouping value
shall be calculated as a sum of the media-level valuesin the grouped aternatives. For TIAS [93] the bandwidth
value aloneis not sufficient to provide areceiver with sufficient information to make a decision. The SDP
attribute "maxprate” is also needed. To provide this information in the grouping-val ue the following syntax shall
be used: <bit-rate>_<maxprate>, where <bit-rate> is the bit-rate value for TIAS and <maxprate> is the maxprate
value corresponding to the SDP attribute.

Grouping recommendations. Each grouping should only contain one aternative from each mediatype. Thereis
no need to give groupings for all combinations between the media alternatives, rather it is strongly recommended
to only give the most suitable combinations (Annex A.1 Example 5). The client can use the bandwidth val ues of
the grouping to estimate the minimum, guaranteed or maximum bandwidth that will be needed for that session.

- Type: LANG Subtype: RFC3066

Grouping value: A language tag as defined by RFC 3066 [54]. The grouping MUST contain all media
aternatives, which support that language tag.

Grouping recommendations: It is recommended that other mechanisms, like user profilesif existing, are
primarily used to ensure that the content has language suitable for the user (Annex A.1, Example 6).

Se aso Annex Al, Examples 7 through 16. In the examples al three new attributes "alt", "alt-default-id" and "alt-
group” are used.

5.3.35 The bit-rate adaptation support attribute, '3GPP-Adaptation-Support’
To signa the support of bit-rate adaptation, a medialevel only SDP attribute is defined in ABNF [53]:

sdp-Adaptation-line ="a" "=" "3GPP-Adaptation-Support" ":" report-frequency CRLF
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report-frequency = NonZeroDIGIT [ DIGIT ]
NonZeroDIGIT =%x31-39 ;19
A server implementing rate adaptation shall signal the "3GPP-Adaptation-Support” attribute in its SDP.

A client receiving an SDP description where the SDP attribute "3GPP-Adaptation-Support" is present knows that the
server provides rate adaptation. The client, if it supports bit-rate adaptation, shall then in its subsequent RTSP signalling
use the '3GPP-Adaptation’ header as defined in clause 5.3.2.2, as well as the RTCP Next Application Data Unit
(NADU) APP packet for reporting the next unit to be decoded, as defined in clause 6.2.3.2.

The SDP attribute shall only be present at the medialevel. The report frequency value, which shall be larger than zero,
indicates to the client that it shall include aNADU APP packet in at least every "report-frequency" compound RTCP
packet, except prior to receipt of RTP media packets, when the client is unable to generate avalid NADU APP packet.
For example, if thisvalueis 3, the client shall send the NADU APP packet in at least every 3 RTCP packet.

5.3.3.6 The Quality of Experience support attribute, "3GPP-QoE-Metrics"

PSS servers using QoE-Metrics in a session shall use SDP to initiate the QOE negotiation. The reason why SDPis
needed is to support the use cases where SDP is distributed through other methods than RTSP DESCRIBE, e.g. WAP,
HTTP or email. A new SDP attribute, which can be used either at session or medialevel, is defined below in ABNF
[53] based on RFC 4566 [6]:

QOE-Metrics-line  ="a""=" "3GPP-QoE-Metrics." att-measure-spec *("," att-measure-spec)) CRLF

att-measure-spec = Metrics";" Sending-rate [";" Measure-Range] *([";" Parameter-Ext])

Metrics = asdefined in clause 5.3.2.3.1.
Sending-Rate = asdefined in clause 5.3.2.3.1.
Measure-Range = asdefined in clause 5.3.2.3.1.
Parameter-Ext = asdefined in clause 5.3.2.3.1.

PSS servers using QoE-Metricsin a session shall use this attribute to indicate that QOE metrics are supported and will
be sent. When present at session level, it shall only contain metrics that apply to the complete session. When present at
medialevel, it shall only contain metrics that are applicable to individual media. The URI that is used in the
specification of the RT SP header "3GPP-QoE-Metrics." isimplicit by the RTSP control URI (a=control).

5.3.3.7 The asset information attribute, "3GPP-Asset-Information”

This asset information attribute is defined to transmit asset information in SDP. The attribute is defined ABNF [53]:

3GPP-Assets-Info ="a" "=" "3GPP-Asset-Information:" Asset 0*("," Asset) CRLF

Asset =({" "url" "=" <">URL<">"}") / ("{"AssetName "=" AssetBox "}")
URL = asdefined in [60]
AssetName ="Title" / "Description” / "Copyright" / "Performer" / " Author" / "Genre" / "Rating" /

"Classification” / "Keywords' / "Location" / "Album" / "RecordingY ear" / asset-extension

asset-extension = 1*((0x01..0x09) / 0x0b / 0x0Oc / (0x0e..0x1f) / (0x21..0x2b) / (0x2d..0x3c) / (0x3e..0x7a) /
0x7c/ (0x7d..0xff)) ;any byte except SP, NUL, CR, LF,"=","","{" or "}"
AssetBox = Base64 encoded version [69] of any asset box as defined in Clause 8 of [50].

This SDP attribute can be present at session level, medialevel or both. Multiple instances of the attribute are allowed.

The resource referenced by the URL can be any pre-formatted data, e.g. an XHTML page or XML file, containing any
asset information. It is up to the client"s capability and user"s preference to render the information pointed by the URL.

Example 17 in Clause A.1 shows an SDP file that includes the "3GPP-Asset-Information™ attribute.
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54 MIME media types

For continuous media the following MIME media types shall be used:
- AMR narrow-band speech codec (see clause 7.2) MIME mediatype as defined in [11];
- AMR wideband speech codec (see clause 7.2) MIME mediatype as defined in [11];
- Extended AMR-WB codec (see clause 7.3) MIME mediatype as defined in [85];

- Enhanced aacPlus and MPEG-4 AAC audio codecs (see clause 7.3) MIME mediatype as defined in RFC 3016
[13].
The following applies to servers when this MIME typeis used in SDP;

1. Configuration information is exclusively carried out-of-band in the SDP ‘config' parameter; this shall be
signaled by sending ‘cpresent=0'.

2. A PSS server serving implicitly signaled Enhanced aacPlus content shall include 'SBR-enabled=1"in the
‘a=fmtp' line; it shall include 'SBR-enabled=0'if it serves plain AAC content.

3. A PSS server serving explicitly signaled content is recommended not to include the 'SBR-enabled'
parameter in the 'a=fmtp’ line.

Therefore, the following applies to terminals:

1. The rtpmap rate parameter should not be considered definitive of the sampling rate (though it is, of course,
definitive of the timescale of the RTP timestamps).

2. If explicit signaling isin use, the StreamM uxConfig contains both the core AAC sampling rate and the
SBR sampling rate. The appropriate output sampling rate may be chosen dependant on Enhanced aacPlus
support.

3. If explicit signalling is not in use and no SBR-enabled parameter is present, the StreeamM uxConfig contains
the AAC sampling rate and the appropriate output sampling rate may be set to thisindicated rate.

4. If explicit signalling is not in use and the SBR-enabled parameter is present, terminal's supporting Enhanced
aacPlus should set the output sampling rate to either the core AAC sampling rate asindicated in the
StreamMuxConfig [21] (where 'SBR-enabled' is set to '0") or twice the indicated rate (where 'SBR-enabled'
issetto'l);

-  MPEG-4 video codec (see clause 7.4) MIME mediatype as defined in RFC 3016 [13]. When used in SDP the
configuration information shall be carried outband in the "config" SDP parameter and inband as stated in RFC
3016. As described in RFC 3016, the configuration information sent inband and the config information in the
SDP shall be the same except that first_half _vbv_occupancy and latter_half vbv_occupancy which, if exist, may
vary in the configuration information sent inband,;

- H.263[22] video codec (see clause 7.4) MIME mediatype as defined in clause 8.1.2 of [14]. In order to
guarantee backward compatibility with earlier Releases (before Release 7), MIME parameters other than 'profile’
and 'level’ should not be used;

- H.264 (AVC) [90] video codec (see clause 7.4) MIME mediatype as defined in [92];

- 3GPPtimed text format [51] MIME mediatype as defined in clause 7.1 of [80];

-  OMA DRM protected streaming media MIME media type as defined in clause K.1.4 in Annex K;;
- RTPretransmission payload format MIME media types as defined in clause 8 of [81];

- DIMSMIME mediatype as defined in [98].

MIME mediatypes for JPEG, GIF, PNG, SP-MIDI, Mohile DLS, Mobile XMF, SVG, timed text, 3GP and XHTML
can be used in the " Content-type" field in HTTP, "content_type" field in the item information box of 3GP files, and in
the "type" attribute in SMIL 2.0, SVG Tiny 1.2 and DIMS. The following MIME media types shall be used for these
media

- JPEG (seeclause 7.5) MIME mediatype as defined in [15];
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- GIF (see clause 7.6) MIME mediatype as defined in [15];

- PNG (see sub clause 7.6) MIME mediatype as defined in [38];

- SP-MIDI (see sub clause 7.3A) MIME mediatype as defined in clause C.2 in Annex C of the present document;
- DLSMIME mediatype to represent Mobile DL S (see sub clause 7.3A) as defined in [97];

- Mobile XMF (see sub clause 7.3A) MIME mediatype as defined in clause C.3 in Annex C of the present
document;

- SVG (seesub clause 7.7) MIME mediatype as defined in [42];
- XHTML (seeclause 7.8) MIME mediatype as defined in [16];
- Timed text (see subclause 7.9) MIME mediatype as defined in [79];
- 3GPfiles (see subclause 7.10) MIME mediatype as defined in [79].
MIME mediatype used for SMIL files shall be according to [31] and for SDP files according to [6].

NOTE: The3GP MIME mediatype[79] isused for al 3GP files, including 3GP files carrying timed text, DIMS,
images, etc.

5.5 Extension for Fast Content Switching and Start-up

55.1 Introduction

Applications which are built on top of packet switched streaming (PSS) services are classified into on-demand and live
information delivery applications. This clause defines procedures to allow faster start up and switching of content for
both on-demand and live applications by reducing the client/server interactions to a minimum. Additionally, clients are
enabled to reuse the existing RTSP control session and RTP resources while switching to new content.

55.2 Extensions to RTSP 1.0

5521 Introduction

Various general RTSP extensions are required for support of fast content start-up and switching. These extensions must
be implemented by PSS clients and servers wishing to support any of these features.

The following new RTSP feature tags are defined:
e '3gpp-pipelined feature-tag, section 5.5.3
e '3gpp-switch' feature-tag, section 5.5.4.3
e '3gpp-switch-reg-sdp’ feature-tag, section 5.5.4.4
e '3gpp-switch-stream' feature-tag, section 5.5.4.5
In addition the following new RTSP header fields are defined:
e 'Switch-Stream' header, section 5.5.4.2
o 'SDP-Requested' header, section 5.5.4.4

o 'Pipelined-Reguests header, section 5.5.3
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5.5.2.2 Capability Handling

55.2.2.1 Introduction

The PSS client shall determine the PSS server"s capabilities and indicate its own capabilities to the server using the
‘Supported' header field (see clause 5.5.2.2.2) asearly as possible (e.g. with the DESCRIBE request).

The 'Require’ header field is used as defined in RFC 2326 [5] to ensure that a certain feature is supported by the PSS
server. An unsupported feature shall cause the containing request to fail with a 551 reply code and 'Option not
supported' as the reason. The 551 reply shall also include the unsupported features in the 'Unsupported' header field.
The 'Require’ header field should not be used for probing support for features but rather to make sure that a specific
request is executed correctly with the specified features.

5.5.2.2.2 Definition of the 'Supported' RTSP Header Field
PSS clients and servers must support the ‘Supported’ RTSP header field.

The 'Supported' header field enumerates al the extensions supported by the client or server using feature tags. The
header carries the extensions supported by the message sending entity. The 'Supported' header may be included in any
request. When present in arequest, the server shall respond with its corresponding 'Supported' header.

If an RTSP request includes a 'Supported' header but the corresponding response does not include this header field, then
the PSS client shall assume that the PSS server does not support any of the indicated features

Note, the 'Supported' header must be included in error as well as success responses.

The Supported header field contains alist of feature-tags, described in Section 5.5.2.1, that are understood by the client
or server.

Example:

C->S.  OPTIONS rtsp://3gpp.org/ RTSP/1.0
CSeg: 1
Supported: 3gpp-pipelined

S>C: RTSP/1.0200 OK
CSeg: 1
Public: OPTIONS, DESCRIBE, SETUP, PLAY, PAUSE, TEARDOWN
Supported: 3gpp-pipelined, 3gpp-switch, 3gpp-switch-reg-sdp, 3gpp-switch-stream

55.23 SSRC in the 'RTP-Info' RTSP Header Field

The 'RTP-Info' response header field is used to set RTP-specific parametersin the PLAY response. For streams using
RTP as transport protocol the 'RTP-Info" header is aways part of a 200 responseto PLAY (asdefined in Annex A.2.1).
In addition to the parameters defined in RFC 2326 [5], the 'RTP-Info’ header may also include a synchronization source
(SSRC) parameter.

Note. The SSRC parameter is mandatory for some content switching procedurers defined in clause 5.5.4.

The SSRC parameter gives the synchronization source (SSRC) of the RTP flow to which the RTP timestamp and
sequence number apply. It isonly possible to describe one synchronization source (SSRC) per media resource.

After afast content switch (FCS) the SSRC source used on a specific RTP session may change. In the event that the
SSRC changes, it shall be included in the RTP-Info header. The PSS server shall change the SSRC value for a specific
RTP session after afast content switching operation is performed and

e if the payload type of the old and of the new media stream is the same but the media codec configuration is
different, or

o if the mapping of the new media stream is otherwise unknown to the PSS client.

In case the SSRC remains unchanged after a content switch, the RTP sequence number and timestamp should be
continuous and shall be monotonically increasing. Otherwise, arandom RTP sequence number and timestamp should be
used.
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Further details on the usage of the SSRC are described in clause 5.5.3 or clause 5.5.4. Note the SSRC may only be
included in the RTP Info header, if the client has requested one of the features defined in clause 5.5.3 or clause
5.5.4.The 'RTP-Info' header syntax in ABNF [53] is as follows:

RTP-Info = "RTP-Info" ":"rtsp-info-spec *("," rtsp-info-spec) CRLF
rtsp-info-spec = stream-url 1*parameter

stream-url = "url" "=" rtsp-url

parameter = """ssrc" "=" BHEX

/" "seq" "=" 1*DIGIT

/" riptime" "=" 1*DIGIT

5524 Semantics of RTSP PLAY method

The queued PLAY functionality described in RFC 2326 [5] isremoved. If aPLAY request isreceived for an RTSP
session that isin the Playing State, then the server shall immediately execute the new PLAY request and terminate the
old.

55.3 Start-up

In order to improve start-up times, a client may pipeline all necessary SETUP requests and the PLAY request. This
allows streaming to begin with a single RTSP round trip if the client already has the SDP (or other adequate content
description), or two round trips if it needsto first perform a DESCRIBE in order to receive the necessary information.

If the client uses RTSP DESCRIBE to fetch the SDP from the server, then the client shall probe the server capabilities
as described in clause 5.5.2.2 using the feature-tag value " 3gpp-pipelined”.

The client shall add the RTSP 'Require’ header to all but the first pipelined RTSP SETUP request with the value '3gpp-
pipelined”. Note that the first RTSP SETUP request shall not use a 'Require’ header. Thiswill allow the PSS client to
interoperate with minimal impact with older servers that do not support this feature.

Since the session does nhot yet exist when these pipelined messages are sent, a request header is defined which allows
the client to inform the server that these messages are to be carried on the same session once it is created. Clients
wishing to use pipelined start-up must implement the 'Pipelined-Requests header in order to signal the session grouping
to the server.
The syntax of the 'Pipelined-Requests header is defined in ABNF [53] as follows:

Pipe-Hdr = "Pipelined-Requests’ COLON startup-id

startup-id = 1*8DIGIT
The client should monitor whether the server behaves as declared.

A client unique 'startup-id' is required until the client receives the session ID. The 'startup-id' is unique for a particular
TCP connection. Pipelined requests using this header must be sent on the same TCP connection. The method through
which this D is generated is to be decided by the client.

554 Fast Content Switching

554.1 Introduction

In most cases, a content switch can be initiated with a single RTSP request. In order to preserve interoperability with
RTSP aware intermediate devices such as application layer gateways, PSS clients should ensure that SETUP requests
and responses are sent for each RTP/RTCP port pair to be used. Once a port pair has been negotiated, it may be reused
for subsequent content upon a switch.
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5542 'Switch-Stream' RTSP Header Field

The 'Switch-Stream' header field may be used in an RTSP PLAY request or an RTSP PLAY response message. Itis
used to describe the replacement of media streams after a content switch. The 'Switch-Stream' header field may be used
with aggregated control and with media control URLS.

The 'Switch-Stream' header syntax in ABNF [53] is asfollows:
Switch-Stream =" Switch-Stream” COLON switch-spec *(COMMA switch-spec) CRLF

switch-spec = old-stream ;" new-stream

old-stream ="old" "=" (DQ rtsp-url DQ) / (DQ DQ)
new-stream ="new" "=" (DQ rtsp-url DQ) / (DQ DQ)
rtsp-url = as defined in RFC 2326 [5]

DQ = %x22 ; US-ASCII double-quote mark (34)
LWS = [CRLF] 1*( SP/ HT)

SWS = [LWE] ; sep whitespace

COMMA = *(SP/HT)"," SWS, comma

COLON = *(SP/HT)":" SWS; colon

If both old media stream and new media stream URL s are indicated in the 'Switch-Stream’ header field of aPLAY
reguest from a PSS client to a PSS server, then the server shall interpret this as arequest to replace the old media stream
with the new media stream, hence reusing the transport parameters of the old media stream for the new media stream.

If the 'Switch-Stream’ header field isincluded in a PLAY response from a PSS server to a PSS client, then this header
informs the client about the media streams that are currently being streamed to the PSS client. The old media stream
may be omitted in this case.

If only the new media stream URL isindicated in the 'Switch-Stream' header field of aPLAY request from a PSS client
to a PSS server, then the PSS server shall interpret this as a request to switch to the new media stream. The PSS server
decides the mapping. The PSS server shall indicate the SSRC of the new media stream in the RTP-Info of the reply, in
order to enable the PSS client to locate the new stream.

If only the old stream URL isindicated in the 'Switch-Stream' header field of aPLAY request from a PSS client to a
PSS server, then the PSS server shall interpret this as a request for complete removal of the specified media stream. The
client and the server release the resources for this stream without explicit TEARDOWN signalling. The usage of the
switch-stream header is defined in clauses 5.5.4.3, 5.5.4.4 and 5.5.4.7.

5.5.4.3 Switching to new content with available SDP

This clause defines all necessary PSS client and PSS server features for fast content switching where the UE aready has
the SDP for the new content locally available. The UE may have fetched the SDP file using RTSP DESCRIBE or HTTP
GET or in any other method. Clients should assume that the herein defined fast content switching procedure is
supported for all content items offered by this server. This PSS feature reduces the switching to new content to asingle
client-server interaction.

The feature-tag indicating this feature is '3gpp-switch'. The client should probe the server capabilities as early as
possible in the communication using the '3gpp-switch' in the 'Supported' header as defined in 5.5.2.2.2. The client shall
use the 'Require’ header with this feature tag value, when requesting this behaviour from the server. The server shall use
the PLAY method as defined in 5.5.2.4 with the '3gpp-switch' feature tag in the 'Require’ header when the client
requests this feature. Thus, the server replaces the current RTSP PLAY request by the new request resulting in a switch
of streamed content.

When the PSS client wants to change the content of the RTSP session, the PSS client sendsa PLAY request with the
aggregated control URI of the new content to the PSS server. Note, the aggregated control URI is defined in the SDP
file by the session level ‘a=control:" attribute.
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The PSS client shall add the media control URIs of the new streamsin the 'Switch-Stream' header field to the RTSP
PLAY method request. Whenever possible, the PSS client shall map the media control URIs of the same mediatype
(e.g. audio or video) in the old content to the same mediatype of the new session. Note, thisis only applicable for
mediatypes, which are present in the old and new content. The server includes always the 'Switch-Stream' header in the
response. The 'Switch-Stream' header field is defined in 5.5.2.4.

If the SSRC have changed, then the server shall indicate the new SSRC values of the new media streams within the
'RTP-Info' header in the response. The SSRC entry for the 'RTP-Info' is defined in clause 5.5.2.3.

Note, if the new SDP contains more media components than the current session, the client may switch according to this
section, describing the desired components in the 'Switch-Stream' header, and add the missing components using the
method defined in 5.5.4.6.

If less media components are described in the new SDP than currently in use, the client and the server remove the
component as defined in 5.5.4.7.

5.54.4 Switching to new content without SDP

Clients should assume, that the here defined fast content switching procedure is supported for all content items offered
by this server. The client uses the URL of the SDP file as content URL to describe the new content item.

Without an SDP or other adequate content description, the client is unable to specify the streams to which it wishesto
subscribe. In order to initiate a content switch within a single RTSP round trip, the client may perform a PLAY request
to initiate a switch via content URL without specifying individual streams. This allows the client to request that the
server return the SDP, initiate a new session, setup all relevant media streams (or make an appropriate stream selection),
and begin playback. The content URL used inthe PLAY request is the same content URL used in aDESCRIBE. In
order to signal that it wishes to receive the description and make a switch, the client shall include the 'SDP-Requested'
header as defined below. This header is defined as follows:

SDP-Requested-Header = " SDP-Requested” COLON "1"

If aserver receivesaPLAY request and completes all actions successfully, the server responds with the SDP, Session-
ID, RTP-Info, and a 'Switch-Stream' descriptor and begins streaming immediately. Whenever possible, the PSS server
shall map the media control URIs of the same mediatype (e.g. audio or video) in the old content to the same media type
of the new session. Note, thisis only applicable for media types, which are present in the old and new content. The
RTP-Infointhe PLAY response must contain the SSRC for each stream as defined in 5.5.2.3. The server may issue a
new session D in the response, or it may re-use the existing session ID. The client must be prepared for either case.

If the server is not yet able to begin streaming, it responds with a 202 (Accepted) success code and with the SDP. The
client may then perform a switch as described in 5.5.4.3 specifying the streams it would like to receive. This condition
can occur if the server requires further client input regarding stream setup prior to beginning playback - for instance if
the content requested contains multiple language switch groups and the server does not have the information necessary
to choose alanguage.

If the server is not yet able to begin transmitting all the media streams, it can begin a subset of the streams and respond
with a 206 (Partial Data) success code and the SDP. The 'Switch-Stream' header and the 'RTP-Info’ header will indicate
which streams have been selected for playback.The client may then add additional media components as described in
5.5.4.6.

If fewer media components are described in the new SDP than currently in use, then the server responds with a 200
(OK). The terminal shall remove the ‘unused’ media components as defined in clause 5.5.4.7.

The client and the server shall release the resources for the unused streams without explicit TEARDOWN signalling.

The feature tag '3gpp-switch-reg-sdp' is defined to describe support for this feature. The client should probe the server
capabilities as early as possible in the communication using the 'Supported' header as defined in 5.5.2.2 and shall use
the 'Require’ header with this feature tag val ue when requesting this behaviour from the server. The server shall use the
PLAY method semantics defined in 5.5.2.4 when the client requests this feature.

5545 Switching Media described in one SDP

Some content may be available for streaming in different representations. An example of such ause caseisthelive
streaming of a sport event with multiple camera views. The SDP available at the receiver describes multiple options for
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one or several mediatypes (e.g. video, audio, or subtitles). Upon initial setup of the session, the player (or the user)
selects the preferred combination of the presentation to be consumed and sets up the corresponding media streams. At a
later point, the user may trigger a switch to a different media stream carrying an alternative representation of the media.

The PLAY request is sent with the 'Switch-Stream' header field as defined in clause 5.5.4.2 indicating the URLSs of both
the old media stream and the new replacement stream. Upon receiving aPLAY request with a'Switch-Stream' header
field for an active session, a PSS server that supports this feature switches to the new media stream using the same
transport parameters described in the initial SETUP request for the old media stream. After successfully processing the
request, the PSS server shall reply with an 'RTP-Info' header indicating all active media streamsin the changed session.
The'RTP-Info' header may include the SSRCs for each active media stream. The response may also include the
'‘Switch-Stream' header, indicating the stream switches that were successful. If the 'Switch-Stream’ header field is not
present in a successful response and the PSS server was identified to support the media switching functionality, the
receiver should assume that all requested switches were successful.

The feature tag '3gpp-switch-stream'’ is defined to describe support for this feature. This feature tag is different than the
feature tag '3gpp-switch' feature described in 5.5.4.3 indicating the support for content (aggregated stream) switch. The
client should use the '‘Require’ header with this feature tag value when requesting this behaviour from the server. The
server shall usethe PLAY method semantics as defined in 5.5.2.4 when the client requests this feature. Note that several
media streams of a presentation may be switched at the sametimeinasingle PLAY request.

5.5.4.6 Adding Media Components to an ongoing session

It may happen that the new content stream consists of more media components than the ongoing content stream. In such
acase, the client is recommended to switch to the new content with the already established resources and add further
components afterwards.

The client should pipeline the setup requests for the new components after the content switching request (see clause
5.5.4). The client shall issuea PLAY request to start al addition media components without interrupting the existing. If
the client and server support the "3gpp-pipelined” feature (see clause 5.5.3), then the client shall pipeling the PLAY
request with the SETUP requests. The 'RTP-Info’ header contains the synchronization information for all media
components.

The session id value of the already established session shall be part of the SETUP request header to indicate the relation
of the media component to the already established components.
5547 Removing Media Components from an ongoing session

A PSS client wishing to terminate the streaming of a specific media stream shall send aPLAY request with a'Switch-
Stream' header indicating the URL of the media stream to be torn down as the old media stream. No URL for the new
media stream should be specified.

Upon receiving aPLAY request with 'Switch-Stream’ header field indicating that one or more media streams are to be
terminated, the server shall stop streaming the indicated media streams and rel ease the used UDP ports for this media
component and free the associated resources. However, the other media streams should not be interrupted.

After successfully processing the request, the server shall reply with a success response message and a'Session' header
field, even if the session contains no more media streams.

The PSS client shall only use TEARDOWN to completely tear down the whole session.

6 Data transport

6.1 Packet based network interface

PSS clients and servers shall support an | P-based network interface for the transport of session control and media data.
Control and media data are sent using TCP/IP [8] and UDP/IP [7]. An overview of the protocol stack can be found in
figure 2 of the present document.
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6.2 RTP over UDP/IP

6.2.1 General

The IETF RTP [9] provides means for sending real-time or streaming data over UDP (see [7]). The encoded mediais
encapsulated in the RTP packets with media specific RTP payload formats. RTP payload formats are defined by IETF.
RTP aso provides a protocol called RTCP (see clause 6 in [9]) for feedback about the transmission quality.

RTP/UDP/IP transport of speech, audio and video shall be supported. RTP/UDP/IP transport of timed text should be
supported. Sending of RTCP shall be performed according to the used RTP profile, indicated RTCP bandwidth, and
other RTCP related parameters. The transmission times of RTCP shall be controlled by algorithms performing as the
ones specified in the RTP specification [9], and if AVPF is used according to [57]. For information on how the RTCP
transmission interval depends on different values of the RTCP parameters, see Annex A.3.2.3.

6.2.2 RTP profiles

For RTP/UDP/IP transport of continuous media the following RTP profile shall be supported:
- RTPProfilefor Audio and Video Conferences with Minimal Control [10], also called RTP/AVP;
For RTP/UDP/IP transport of continuous media the following RTP profile should be supported:

- Extended RTP Profile for RTCP-based Feedback (RTP/AVPF) [57], adso caled RTP/AVPF. A PSS client or
server shall support the generic NACK message specified in section 6.2.1 of [57] if RTP retransmission is
supported. A PSS client or server is not required to support the other feedback formats specified in section 6 of

[57].

Clause A.3.2.3in Annex A of the present document provides more information about the minimum RTCP transmission
interval.

For integrity protected RTP/UDP/IP transport of continuous media, the following RTP profile should be supported:
- The Secure Real-time Transport Protocol (SRTP) [72], aso called RTP/SAVP.

6.2.3 RTP and RTCP extensions

6.2.3.1 RTCP extended reports

A PSS client should implement the framework and SDP signalling of the RTP Control Protocol Extended Reports[58].
A PSS client should further implement the following report formats:

- Loss RLE Report Block defined in section 4.10f [58].

A PSS client should send the report block(s) indicated by SDP signalling from the PSS server. A PSS server may limit
the report blocks size using SDP signalling. For best utility the client should report in every packet and provide
redundancy by reporting also on past RTCP intervals. In cases where size restrictions prevent the client from both
reporting on all the RTP packets and providing redundancy, the client shall stop the redundant reporting to address this
restriction. If thisaction is till not enough to reduce the reports to satisfactory sizes, the client may then choose not to
send the report in every packet.

6.2.3.2 RTCP App packet for client buffer feedback (NADU APP packet)

A PSS client supporting Signalling for Client Buffer Feedback (see clause 10.2.3) shall report the next application data
unit to be decoded for buffer status reporting and rate adaptation by sending the RTCP APP packet. A NADU APP
packet shall be sent only after the client has received at least one RTP packet on the media stream and shall be
accompanied by a complementary RR packet. The RR and NADU packets shall contain information that represents a
single simultaneous 'snapshot’ of the media stream. The format of a generic RTCP APP packet is shown in Figure 3
below:
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0 1 2 3
01234567890123456789012345678901
e i S T e e e e e e e e

|v=2|P| subtype | PT=APP=204 | length |
+-+-F-+-F-F-F-F-F-F-F-F+—F-F-F-F-F-F-F-F-F-F-F-F-F—F-F-F-F-F+—-F-+-+
| SSRC/CSRC |

B T et R e R Tt s t T e e S e Tt e S Tt SR RS
| name (ASCII) |
B T et R e R Tt s t T e e S e Tt e S Tt SR RS
| application-dependent data

B e et T e T T s T T e T S S e e ik s A Tt SR I

Figure 3. Generic Format of an RTCP APP packet.

For rate adaptation the name and subtype fields must be set to the following values:

name: The NADU APP data format is detected through the name "PSS0", i.e. 0x50535330 and the subtype.

subtype: Thisfield shall be set to 0 for the NADU format.

length: The number of 32 bit words—1, as defined in RFC 3550 [9]. This meansthat the field will be 2+3*N, where N is
the number of sources reported on. The length field will typically be 5, i.e. 24 bytes packets.

application-dependent data: One or more of the following data format blocks (as described in Figure 4) can be included
in the application-dependent data location of the APP packet. The APP packets length field is used to detect how many
blocks of data are present. The block shall be sent for the SSRCs for which there are areport block as part of either a
Receiver Report or a Sender Report, included in the RTCP compound packet. A NADU APP packet shall not contain
any other data format than the one described in figure 4 below.

0 1 2 3
0123456789 0123456789012345¢672829°01
e o e T R el et ok e o et T SR
SSRC |
T e e T e e e T et Tl Tt Tk et Tk el R s
Playout Delay | NSN |
e o e T R el et ok e o et T SR

Reserved | NUN | Free Buffer Space (FBS)

T e e T e e e T et Tl Tt Tk et Tk el R s

+—+ —+ — +

Figure 4. Data format block for NADU reporting

SSRC: The SSRC of the media stream the buffered packets belong to.

Playout delay (16 bits): The difference in milliseconds between the scheduled playout time of the next ADU to be
decoded, (whose sequence number isindicated in the NSN field) and the current time when generating the RTCP packet
that contains the NADU APP block, both measured on the media playout clock. The client shall always indicate this
value, unlessit is not well defined, when it may use the reserved value (OXFFFF). When the buffer is empty (the client
has not yet received the packet with sequence number NSN), the playout delay is not well defined and the client should
use the reserved value OxFFFF for this field. When the media clock is not advancing (e.g. while paused or re-buffering),
the playout delay corresponds to the difference between the playout time of the next ADU and the mediatime at which
playout will resume.

The point at which the media playout clock is measured should be chosen such that, if the only packet in the buffer is
that with sequence number NSN, the playout delay indicates the time remaining until the media playout will 'starve' and
this stream might need re-buffering. In the calculations of playout delay above, this point is used to determine the
playout point of a media packet even though actual playout may occur later in the decoding chain. The target buffer
time (see clause 5.3.2.2) must be measured from the same point.

The playout delay allows the server to have a more precise value of the amount of time before the client will underflow.
The playout delay shall be computed until the actual media playout (i.e., audio playback or video display).
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NSN (16 bits): The RTP sequence number of the next ADU to be decoded for the SSRC reported on. In the case where
the buffer does not contain any packets for this SSRC, the next not yet received sequence number shall be reported, i.e.
an NSN value that is one larger than the least significant 16 bits of the RTCP SR or RR report block's " extended highest
sequence number received”.

NUN (5 bits): The unit number (within the RTP packet) of the next ADU to be decoded. The first unit in a packet hasa
unit number equal to zero. The unit number isincremented by one for each ADU in an RTP packet. In the case of an
audio codec, an ADU is defined as an audio frame. In the case of H.264 (AVC), an ADU is defined asa NAL unit. In
the case of H.263 and MPEG4 Visual Simple Profile, an ADU is defined as awhole or a part of an H.263 video picture
or MPEG4 VOP that isincluded in a RTP packet. In the specific case of H.263, each packet carriesa single ADU and
the NUN field shall be thus set to zero. Future additions of media encoding or transports capable of having more than
one ADU in each RTP payload shall define what shall be counted as an ADU for this format.

FBS (16 bit): The amount of free buffer space available in the client at the time of reporting. The reported free buffer
space shall be lessthan or equal to the buffer space that has been reported as available for adaptation by the 3GPP-
Adaptation RTSP header, see clause 5.3.2.2. The amount of free buffer space are reported in number of complete 64
byte blocks, thus allowing for up to 4194304 bytes to be reported as free. If more isavailable, it shall be reported as the
maximal amount available, i.e. 4194304 with a field val ue Oxffff.

Reserved (11 bits): These bits are not used and shall be set to 0 and shall be ignored by the receiver.
6.2.3.3 RTP retransmission

6.2.3.3.1 General

A PSS client should implement RTP retransmission. A PSS server should implement RTP retransmission. A PSS client
or server implementing RTP retransmission shall implement the payload format, SDP signalling and mechanisms of the
RTP retransmission payload format [81]. In addition to the specifications and recommendationsin [81], a PSS client
and server supporting RTP retransmission shall follow the definitions in the following clauses.

6.2.3.3.2 Multiplexing scheme

The RTP retransmission payload format [81] provides two different schemes for multiplexing the original and the
retransmission stream, i.e. session-multiplexing and SSRC-multiplexing. PSS servers shall use SSRC-multiplexing and
shall not use session-multiplexing.

6.2.3.3.3 RTCP retransmission request

PSS clients shall use the NACK feedback message format defined in the "Extended RTP Profile for RTCP-based
Feedback (RTP/AVPF)" [57] for requesting the retransmission of RTP packets.

Before requesting the retransmission of RTP packets the client should assess whether a requested packet can be decoded
in time by checking the latest receiver buffer status. If the client sends RTCP APP packets for client buffer feedback, as
defined in section 6.2.3.2, the same assessment should be performed by the server, according to the latest RTCP APP
packet it has received.

6.2.3.3.4 Congestion control and usage with rate adaptation

To avoid network congestion due to the additional bandwidth required for the retransmission of lost packets, a PSS
server or client implementing RTP retransmission shall estimate the available link rate and adapt the total transmission
rate of the RTP session, including retransmissions, to the available link rate. The actual agorithms providing link-rate
estimation and transmission-rate adaptation are implementation specific. Rules and information sources for the
estimation of the available link rate are described in clause 10.2.1 of the present document. To adapt the total
transmission rate including retransmissions, a PSS server can e.g. skip retransmissions, use the transmission rate
adaptation described in clause 10.2.2 of the present document or use any other suitable method.

If the server uses multiple streams for rate adaptation, the server may receive retransmission requests for a stream that is
different from the oneit is currently using. The server should thus not flush its retransmission buffer after switching
streams.
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6.2.4 RTP payload formats

For RTP/UDP/IP transport of continuous media the following RTP payload formats shall be used:

AMR narrow-band speech codec (see clause 7.2) RTP payload format according to [11]. A PSS client is not
required to support multi-channel sessions;

AMR wideband speech codec (see clause 7.2) RTP payload format according to [11]. A PSSclient is not
required to support multi-channel sessions;

Extended AMR-WB codec (see clause 7.3) RTP payload format according to [85];

Enhanced aacPlus and MPEG-4 AAC codec (see clause 7.3) RTP payload format according to [13]; the size of
audioMuxElements shall be limited to the maximum size of one audio frame, which is 6144 bits per AAC
channel; moreover multiplexing of multiple audio frames into one audioMuxElement should be avoided if this
would lead to fragmentation across RTP packets;

MPEG-4 video codec (see clause 7.4) RTP payload format according to RFC 3016 [13];
H.263 video codec (see clause 7.4) RTP payload format according to RFC 4629 [14];

H.264 (AVC) video codec (see clause 7.4) RTP payload format according to [92]. A PSS client isrequired to
support all three packetization modes. single NAL unit mode, non-interleaved mode and interleaved mode. For
the interleaved packetization mode, a PSS client shall support streams for which the value of the " sprop-deint-
buf-req" MIME parameter is less than or equal to MaxCPB * 1000/ 8, inclusive, in which "MaxCPB" isthe
value for VCL parameters of the H.264 (AVC) profile and level in use, as specified in [90]. Parameter sets shall
not be transmitted within the RTP payload, i.e., all parameter sets required for a session must be provided in the
SDP,

3GPP timed text format (see clause 7.9) RTP payload format according to [80];
DIMS (see subclause 8.3) RTP payload format according to [98];
DRM encrypted RTP payload format according to clause K.1in Annex K;

RTP retransmission payload format according to [81].

NOTE: The payload format RFC 3016 for enhanced aacPlus and MPEG-4 AAC specify that the audio streams

6.3

shall be formatted by the LATM (Low-overhead MPEG-4 Audio Transport Multiplex) tool [21]. It should
be noted that the references for the LATM format in the RFC 3016 [13] point to an older version of the
LATM format than included in [21]. In [21] a corrigendum to the LATM tool isincluded. This
corrigendum includes changes to the LATM format making implementations using the corrigendum
incompatible with implementations not using it. To avoid future interoperability problems,
implementations of PSS client and servers supporting enhanced aacPlus and/or AAC shall follow the
changesto the LATM format included in [21]. It should be noted further that the enhanced aacPlus
signalling mode ‘backwards compatible explicit signalling' (as defined in [21]) can not be used with
LATM.

HTTP over TCP/IP

The IETF TCP provides reliable transport of data over IP networks, but with no delay guarantees. It is the preferred way
for sending the scene description, text, bitmap graphics and still images. There is aso need for an application protocol
to control the transfer. The IETF HTTP [17] provides this functionality.

HTTP/TCP/IP transport shall be supported for:

still images (see clause 7.5);
bitmap graphics (see clause 7.6);
synthetic audio (see clause 7.3A);

vector graphics (see clause 7.7);
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- text (seeclause 7.8);
- timed text (see clause 7.9);
- SMIL scene description (see clause 8);
- presentation description (see clause 5.3.3).
HTTP/TCP/IP transport should be supported for:
- 3GPfilesfor download and progressive download (see clause 7.10).

NOTE: DIMS scene description can be provided either over RTP/UDP/IP (see clauses 5.4 and 6.2.4) or
contained in a 3GP file downloaded over HTTP/TCP/IP (see clauses 5.4 and this clause).

6.4 Transport of RTSP

Transport of RTSP shall be supported according to RFC 2326 [5].

7 Codecs

7.1 General

For PSS clients supporting a particular media type, corresponding media decoders are specified in the following
clauses.

7.2 Speech

If speech is supported, the AMR decoder shall be supported for narrow-band speech [18][63][64][65]. The AMR
wideband speech decoder, [20][66][67][68], shall be supported when wideband speech working at 16 kHz sampling
frequency is supported.

7.3 Audio

If audio is supported, then one or both of the following two audio decoders should be supported:
e Enhanced aacPlus [86] [87] [88]
e Extended AMR-WB [82] [83] [84]

Specifically, based on the audio codec selection test results Extended AMR-WB is strong for the scenarios marked with
blue, Enhanced aacPlusis strong for the scenarios marked with orange, and both are strong for the scenarios marked
with green colour in the table below:

Content type Music Speech over Music Speech between Speech
Music

Bit rate

14 kbps mono

18 kbps stereo

24 Kbps stereo

24 kbps mono

32 kbps stereo

48 kbps stereo
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More recent information on the performance of the codecs based on more recent versions of the codecs can be found in
TR 26.936 [95].

Enhanced aacPlus decoder is also able to decode AAC-LC content.

Extended AMR-WB decoder is also able to decode AMR-WB content.

In addition, MPEG-4 AAC Low Complexity (AAC-LC) and MPEG-4 AAC Long Term Prediction (AAC-LTP) object
type decoders [21] may be supported. The maximum sampling rate to be supported by the decoder is 48 kHz. The
channel configurations to be supported are mono (1/0) and stereo (2/0).

When a server offersan AAC-LC or AAC-LTP stream with the specified restrictions, it shall include the 'profile-level -
id' and 'object' MIME parametersin the SDP ‘a=fmtp' line. The following values shall be used:

Object Type | profile-level-id | object
AAC-LC 15 2
AAC-LTP 15 4

7.3a  Synthetic audio

If a PSS client supports synthetic audio both the Scalable Polyphony MIDI (SP-MIDI) content format defined in
Scalable Polyphony MIDI Specification [44] and the device requirements defined in Scalable Polyphony MIDI Device
5-to-24 Note Profile for 3GPP [45] should be supported.

SP-MIDI content is delivered in the structure specified in Standard MIDI Files 1.0 [46], either in format O or format 1.

In addition a PSS client supporting synthetic audio should also support both the Mobile DLS instrument format defined
in[70] and the Mobile XMF content format defined in [71].

A PSS client supporting Mobile DL S shall meet the minimum device requirements defined in [70] in section 1.3 and the
requirements for the common part of the synthesizer voice as defined in [70] in sections 1.2.1.2. If Mobile DLSis
supported, wavetables encoded with the G.711 A-law codec (wFormatTag value 0x0006, as defined in [70]) shall also
be supported. The optional group of processing blocks as defined in [70] may be supported. Mobile DL S resources are
delivered either in the file format defined in [70], or within Mobile XMF as defined in [71]. For Mobile DLSfiles
delivered outside of Mobile XMF, the loading application should unload Mobile DL S instruments so that the sound
bank required by the SP-MIDI profile [45] is hot persistently altered by temporary loadings of Mobile DLSfiles.

Content that pairs Mobile DLS and SP-MIDI resourcesis delivered in the structure specified in Mobile XMF [71]. As
defined in[71], aMobile XMF file shall contain one SP-MIDI SMF file and no more than one Mobile DL S file. PSS
clients supporting Mobile XM F must not support any other resource typesin the Mobile XMF file. Media handling
behaviours for the SP-MIDI SMF and Mobile DLS resources contained within Mobile XMF are defined in [71].

7.4 Video

If a PSS client supports video, ITU-T Recommendation H.263 profile O level 45 decoder [22] shall be supported. In
addition, a PSS client should support:

- H.263 Profile 3 Level 45 decoder [22];
- MPEG-4 Visual Simple Profile Level 3 decoder [24] with the following constraints:

Number of Visual Objects supported shall be limited to 1.

The maximum frame rate shall be 30 frames per second,;

The maximum f_code shall be 2;

Theintra_dc_vlc_threshold shall be 0;

The maximum horizontal luminance pixel resolution shall be 352 pelg/line;

The maximum vertical luminance pixel resolution shall be 288 pels/VOP;

If AC prediction is used, the following restriction applies: QP value shall not be changed within aVVOP (or
within a video packet if video packets are used in a VOP). If AC prediction is not used, there are no
restrictions to changing QP value;
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- H.264 (AVC) Baseline Profile Level 1.2 decoder [90][91] with constraint_setl flag=1 and without requirements
on output timing conformance (Annex C of [90]).

The video buffer model given in Annex G of the present document should be supported if H.263 or MPEG-4 Visua is
supported. It shall not be used with H.264 (AV C).

The H.264 (AVC) decoder in a PSS client shall start decoding immediately when it receives data (even if the stream
does not start with an IDR access unit) or aternatively no later than it receives the next IDR access unit or the next
recovery point SEI message, whichever is earlier in decoding order. Note that when the interleaved packetization mode
of H.264 (AVC) isin use, de-interleaving is done normally before starting the decoding process. The decoding process
for a stream not starting with an IDR access unit shall be the same as for avalid H.264 (AV C) bitstream. However, the
client shall be aware that such a stream may contain references to pictures not available in the decoded picture buffer.
The display behaviour of the client is out of scope of this specification.

A PSS client supporting H.264 (AV C) should ignore any VUI HRD parameters, buffering period SEI message, and
picture timing SEI messagein H.264 (AVC) streams or conveyed in the " sprop-parameter-sets' MIME/SDP parameter.
Instead, a PSS client supporting H.264 (AV C) shall follow buffering parameters conveyed in SDP, as specified in
clause 5.3.2.2, and in RTSP, as specified in clause 5.3.2.4. A PSS client supporting H.264 (AV C) shall also use the RTP
timestamp or NALU-time (as specified in [92]) of a picture as its presentation time, and, when the interleaved RTP
packetization modeisin use, follow the "sprop-interleaving-depth", " sprop-deint-buf-req”, " sprop-init-buf-time", and
"sprop-max-don-diff* MIME/SDP parameters for the de-interleaving process. However, if VUI HRD parameters,
buffering period SEI messages, and picture timing SEI messages are present in the bitstream, their contents shall not
contradict any of the parameters mentioned in the previous sentence.

NOTE: ITU-T Recommendation H.263 profile 0 has been mandated to ensure that video-enabled PSS supports a
minimum baseline video capability. Both H.263 and MPEG-4 Visual decoders can decode an H.263
profile O bitstream. It is strongly recommended, though, that an H.263 profile O bitstream is transported
and stored as H.263 and not as MPEG-4 Visual (short header), as MPEG-4 Visua is not mandated by
PSS.

7.5 Still images

If a PSS client supports still images, | SO/IEC JPEG [26] together with JFIF [27] decoders shall be supported. The
support requirement for 1SO/IEC JPEG only applies to the following two modes:

- baseline DCT, non-differential, Huffman coding, as defined in table B.1, symbol 'SOFQ' in [26];
- progressive DCT, non-differential, Huffman coding, as defined in table B.1, symbol 'SOF2' [26].

7.6 Bitmap graphics

If a PSS client supports bitmap graphics, the following bitmap graphics decoders should be supported:
- GIF873,[32];
- GIF89a, [33];
- PNG, [39].

7.7 Vector graphics
If a PSS client supports vector graphics, SVG Tiny 1.2 [42] [43] and ECMAScript [94] shall be supported.
NOTE 1: The compression format for SV G content is GZIP [59], in accordance with the SVG specification [42].

NOTE 2: Only codecs and MIME media types supported by PSS, as specified in clause 7 and in subclause 5.4,
respectively, shall be used. In particular, PSS clients are not required to support the Ogg V orbis format.

NOTE 3: Content creators of SVG Tiny 1.2 are strongly recommended to follow the content creation guidelines
provided in Annex L.

NOTE 4: A DIMSclient is capable of processing SVG Tiny 1.2 data.
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7.8 Text

The text decoder isintended to enable formatted text in a SMIL presentation.
If a PSS client supports text it shall support
- text formatted according to XHTML Mobile Profile [47];

- rendering a SMIL presentation where text is referenced with the SMIL 2.0 "text" element together with the
SMIL 2.0 "src" attribute.

If text is supported, the following character coding formats shall be supported:
- UTF-8, [30];
- UCs2,[29].

NOTE: Sinceboth SMIL and XHTML are XML based languages it would be possible to define a SMIL plus
XHTML profile. In contrast to the presently defined SMIL Language Profile that only contain SMIL
modules, such a profile would also contain XHTML modules. No combined SMIL and XHTML profileis
specified for PSS. Rendering of such documentsis out of the scope of the present document.

7.9 Timed text

PSS clients supporting timed text shall support [51]. Timed text may be transported over RTP or downloaded contained
in 3GP files using Basic profile.

NOTE: A PSS client supporting timed text shall receive and parse 3GP files containing the text streams. This
does not imply arequirement on PSS clients to be able to render other continuous media types contained
in 3GP files, e.g. AMR and H.263, if such mediatypes are included in a presentation together with timed
text. Audio and video are instead streamed to the client using RTSP/RTP (see clause 6.2).

7.10 3GPP file format

3GP files[50] can be used by both PSS clients and PSS servers. The following profiles are used:
- Basic profile shall be supported by PSS clientsif timed text is supported;

- Basic profile, Extended-presentation profile and Progressive-download profile should be supported by PSS
clients;

- Streaming server profile should be supported by PSS servers.

8 Scene description

8.1 General

There are several options for scene description in PSS

- SMIL presentation, where the SMIL fileis provided on its own or included as aprimary itemin a 3GP file
(Extended-presentation profile);

- DIMS, where DIMSisincluded as atrack in a 3GP file (Basic profile) or asaprimary item (possibly in
combination with atrack) in a 3GP file (Extended-presentation profile).

The usage of SMIL and DIMS in 3GP filesis defined in [50]. For pure RTSP/RTP-based streaming and 3GP files
containing continuous media only, no separate scene description is required.
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8.2 Synchronised Multimedia Integration Language

The 3GPP PSS uses a subset of SMIL 2.0 [31] asformat of the scene description. PSS clients and servers with support
for scene descriptions shall support the 3GPP SMIL Language Profile defined in [52]. This profileis a subset of the
SMIL 2.0 Language Profile, but a superset of the SMIL 2.0 Basic Language Profile. Document [52] also includes an
informative Annex A that provides guidelines for SMIL content authors.

NOTE: Theinterpretation of thisis not that all streaming sessions are required to use SMIL. For some types of
sessions, e.g. consisting of one single continuous media or two media synchronised by using RTP
timestamps, SMIL may not be needed.

8.3 Dynamic and Interactive Multimedia Scenes

The 3GPP PSS uses DIMS [98] as aformat of the scene description. PSS clients and servers with support for scene
description shall support DIMS Mobile Profile at level 10 [98].

9 3GPP file format (interchange format for MMS)

The 3GPP file format is defined in [50].

10 Adaptation of continuous media

10.1 General

The PSS includes a number of protocols and functionalities that can be utilized to allow the PSS session to adapt
transmission and content rates to the available network resources. The goal of thisis of course to achieve highest
possible quality of experience for the end-user with the available resources, while maintaining interrupt-free playback
of the media. This requires that the available network resources are estimated and that transmission rates are adapted to
the available network link rates. This can prevent overflowing network buffers and thereby avoid packet losses. The
real-time properties of the transmitted media must be considered so that media does not arrive too late to be useful. This
will require that media content rate is adapted to the transmission rate.

To avoid buffer overflows, resulting in that the client must discard useful data, while still allowing the server to deliver
as much data as possible into the client buffer, a functionality for client buffer feedback is defined. This alowsthe
server to closely monitor the buffering situation on the client side and to do what it is capable in order to avoid client
buffer underflow. The client specifies how much buffer space the server can utilize and the minimum target level of
protection the client perceives necessary to provide interrupt-free playback. Once this desired level of target protection
is achieved, the server may utilize any resources beyond what is needed to maintain that protection level to increase the
quality of the media or, the server may choose to leave the transmission rate alone and simply accrue additional timein
the client buffer at the present rate The server can also utilize the buffer feedback information to decide if the media
quality needsto be lowered in order to avoid a buffer underflow and the resulting play-back interruption.

10.2  Bit-rate adaptation

The bit-rate adaptation for PSS is server centric in the meaning that transmission and content rate are controlled by the
server. The server use RTCP and RT SP as the basic information sources about the state of the client and network. This
allows link-rate adaptation also when communicating with PSS clients of earlier releases, as long as they send RTCP
receiver reports frequently enough.

10.2.1 Link-rate estimation

The actual algorithm providing the link-rate estimation is implementation specific. However, this chapter describes and
givesrulesfor the different information sources that can be used for link-rate estimation.
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10.2.1.1 Initial values

A PSS client should inform the server the quality of service parameters for the used wireless link. The known
parameters should be included in the RTSP "3GPP-Link-Char" header (chapter 5.3.2.1) in either the RTSP SETUP or
PLAY request. This enables the server to set some basic assumption about the possible bit-rates and link response. If the
client hasinitially reported these parameters and they are changed during the session the client shall update these
parameters by including the "3GPP-Link-Char" header ina SET_PARAMETER or OPTIONS request.

A PSS client should inform the server about initial bit-rate available over the link, if known. This reporting shall be
done using the RTSP "Bandwidth" header in either the RTSP SETUP or PLAY request. The QoS negotiated guaranteed
bit-rate is the best estimate for the bandwidth value.

10.2.1.2 Regular information sources

The basic information source giving regular reports useful for bit-rate estimations is the RTCP receiver reports as
defined by [9]. The RTCP reporting interval is dependent on the RTP profile in use, the bit-rate assigned to RTCP, the
average size of RTCP packets, and the number of reporting entities. Most of these parameters can be set or affected by
the PSS server through signalling. This allows the server to configure the reporting interval to a desirable working
point. See chapter 5.3.3.1 for specification on how the RTCP bandwidth is signalled by the server.

In most PSS RTP sessions the server and the client only have one SSRC each, thus providing the highest possible
reporting rate. However some scenarios could result in that the number of used SSRC islarger, thereby possibly
lowering the effective reporting interval for client, server or both.

The average size of the RTCP packets cannot be tightly controlled, but aloose control is possible by controlling which
RTCP packet types that are used. Thiswill depend on which of the below-listed RTCP extensions are in use.

The PSS server can signal the PSS client in SDP, to request that "Loss RLE Report Block” in RTCP XR (section 6.2.3)
are used to report packet loss vectors.

10.2.2 Transmission adaptation

The transmission adaptation is implementation dependent. The 3GPP file format server extensions [50] provide a server
the possibility to store alternative encodings useful for stream switching.

A server doing transmission rate adaptation through content rate adaptation shall still deliver content according to the
SDP description of the media streams, e.g. a video stream delivered after content rate adaptation must still belong to the
SDP announced profile and be consistent with any configuration. Thiswill either put restrictions on the possible
aternatives or require declaration of several RTP payload types or media encodings that might not be used.

10.2.3 Signalling for client buffer feedback

The client buffer feedback signalling functionality should be supported by PSS clients and PSS servers. For PSS clients
and serversthat support the client buffer feedback signalling functionality, the following parts shall be implemented:

- SDP service support, as described in clause 5.3.3.5.

- Thesize (in bytes) of the buffer the client provides for rate adaptation. It is signalled to the server through RTSP,
as described in clause 5.3.2.2

- Thetarget buffer protection time (in milliseconds). It is signalled to the server through RTSP, as described in
clause 5.3.2.2.

- Theclient buffer status feedback information free buffer space, next ADU to be decoded and playout delay. It is
signalled to the server via RTCP, as described in clause 6.2.3.2.

If a PSS server supports client buffer feedback, it shall include the attribute " 3GPP-Adaptation-Support” in the SDP, as
described in clause 5.3.3.5. If a PSS client supports client buffer feedback, upon reception of an SDP containing the
"3GPP-Adaptation-Support" attribute, it shall include the "3GPP-Adaptation" header in the SETUP for each individual
media. Furthermore, upon reception of a successful SETUP response (including "3GPP-Adaptation” header), the PSS
client shall send NADU APP packets according to clause 5.3.3.5 and 6.2.3.2.
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The "3GPP-Adaptation” header may be included in PLAY, OPTIONS and SET_PARAMETER requestsin order to
update the target buffer protection time value during a session. However, the target-protection-time is intended to be
stable for the entire session with the server there are very few reasons for a client to modify the target buffer protection
time once a session is established. The buffer size value shall not be modified during a session.

With the total buffer size, and the reported amount of free buffer space, the server can avoid overflowing the buffer. A
server should assume that any sent RTP packet will consume receiver buffer space equal to the complete RTP packet
size. For interleaved or aggregated media, the actual buffer space consumption may be dlightly larger if buffering is
donein the ADU domain. Thisis because each ADU may save metadata corresponding to the RTP header and payload
fields, like timestamp and decoding sequence numbers individually. This should only be a problem if a server triesto
fill exactly to the last free memory block.

The server can determine the time to underflow by calculating the amount of media time present in the buffer. Thisis
done using the next ADU numbers, the highest received sequence number, and the playout delay, combined with the
server's view of the sent ADUs and their decoding order and playout time. The information about the ADUs for 3GP
filesthat are produced according to the streaming-server profile can be read from the "3gau” box [50]. It is also possible
to derive some of the information about the ADUs from the media track, or hint-track, or the actual RTP packets.

A client needs to choose the target-time and the point on the playout timeline from which it will measure PlayoutDelay
such that it will never re-buffer when the target-time is fulfilled. A client should typically begin rebuffering only when
it has reached 0 ms buffered data. Once rebuffering has begun, the client should resume playback when the target-time
has been fulfilled for al synchronized media streams.

The level of protection needed against transmission rate variations over awireless network can be substantial
(throughput variation because of network load, radio conditions, several seconds of interruption because of handovers,
possible extra buffering to perform retransmission). In order to minimise theinitial buffering delay, the client may
choose an initial buffering that is less than the reguired buffering it has determined would be satisfactory. The client
needs to take into account, however, that it may be unsafe to begin playback prior to fulfilling its target time. For this
reason, the target buffer protection time indicates the amount of playable media (in time), which the client perceives
necessary to have in its buffer. Therefore a server should not perform content adaptation towards higher content rates
until the given target time of media unitsis available in the buffer.

It isimportant to note that target-protection-timeis intended only to guide the server in its attempts to sustain or
improve the quality of the media. There are many situations in which the target-protection time may not be respected by
the server which will actually result in better media quality for the client. (e.g. client sends a target-protection-time
smaller than the perceived jitter or client sends a target-protection-time that is close to or exceeds the client buffer
maximum). The only requirement target-time places on the server is that the server shall not attempt to upshift prior to
attaining the target-time.

Furthermore, whileit is possible for the client to modify the target protection time in the 3GPP adaptation header with
each RTSP request that is sent to the server, the target protection time is intended to be a stable value for the entire
session with the server and should only be modified in circumstances where the client has a more accurate
understanding of network and transmission jitter and the efficiency of its ability to process the network buffer. Inthese
circumstances, adjusting the target time up could prevent buffer low points which will cause rebuffering or, adjusting
the target time down could provide more head room to allow the server to adapt to the most appropriate rate.

10.3  Issues with deriving adaptation information (informative)

This clause attempts to provide some insight into the functions and issues that exist in deriving client”s buffer statusin
the server. The issues and the complexity of the functions depend on the media format, but can be characterised by
media properties, in particular how much flexibility the media formats alows in transmission, decoding, and playout
order. Asthere are three orderings of encoded media data that are possible, there are two re-orderings:

a) Datamay beinterleaved (i.e. the transmission order of data differs from the decoding order), and it must be de-
interleaved before passing to the decoder.

b) There are forward referencesin the encoding, e.g. in avideo stream, then those references are decoded 'early'
(out of order) compared to playout order. Thus, the playout order in this case differs from the decode order. Thus
having a playout order that may be different than decoding order.

In buffer management, we are trying to ensure

1. that the client's receiver buffer does not get over-filled;
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2. that data does not arrive at an operation point after its need. Specificaly, this means that ADUs should not be
placed into the final playout queue with atimestamp that has already been passed in playout (thisis under-run).

The parameters supplied enable a server to deduce at least this much. The server can always protect against buffer over-
run by respecting the 'free space' that is periodically signalled by the client. This free-spaceistotalled over all data held
before the decoder (decoder and de-interleave buffers). |If the server desires more visibility, it can inspect the ADU that
has been reported as 'next to decode'. If there has been no interleaving, the client holds all data between that ADU and
the highest sequence number received, and will probably hold up to the last packet the server has sent. If interleaveis
used, then there may have been ADUs that were sent after the reported ADU, but which passed out of both the de-
interleaving and decoder buffers before that ADU. The server would have to analyze the de-interleave process to work
out which ADUs these are. The hint-track extension "3gau” to the 3GP file format [50] provides extended information
about both the decoding and playout order in relation to transmission order of the ADUSs. This extension does also
provide the size of the ADUs to the server.

Protection against under-run is more subtle. It isin general not possible for the client to know which ADUs that are yet
to be decoded (or yet to be received) that have earlier timestamps than ADUs aready received and decoded. Therefore
the client does not in fact know what is the 'latest playable timestamp’, up to which it has received al the ADUs in the
sequence to that time.

If the server does not adapt its transmission bit-rate and the transmission path has sufficient bit-rate, the parameters
supplied at stream setup (such as the initial buffering delay) are sufficient to protect against under-run. The simple
generalization of thisisthat if the server calculates its average hit-rate since starting the stream, and ensures that the
average never falls below the bit-rate that would have been used without rate adaptation, it must be safe. Put in another
way, the server may send a packet earlier than it would without rate-adaptation, but it might not be safe to send it | ater.

A more subtle analysis uses the reported information about the next-to-be-decoded ADU: the sequence number of the
packet that contained it, the ADU number within that packet, and the offset (playout delay) of its timestamp (playback
time) from the current playback time. Given the first pair of numbers, the server can find the ADU and therefore its
timestamp. By subtracting the reported play-out delay from this timestamp, the server can now estimate the current
playback time. It can find the earliest timestamp in the ADUs it has yet to transmit, and it can also examine the data
that has been sent that will still be in the de-interleave buffer, for the earliest timestamp still held in the client's de-
interleave buffer. If the earlier of these two timestampsis at, or close to, the current play time, the client has, or is about
to, under-run.

Consider now the following cases, in order of complexity:

1. simpledatathat is neither interleaved nor re-ordered for display (e.g. AMR without interleave, AAC, H.263,
MPEG-4 video).

2. datathat isinterleaved, but not re-ordered (e.g. AMR with interleave).
3. datathat isre-ordered, but not interleaved (AV C without interleave).
4. datathat isboth interleaved and re-ordered (AV C with interleave).

Consider now over-run and under-run protection for these streams. In all cases, the free-space can be used to protect
against over-run, and the maintenance of the average rate at or above the static rate protects against under-run.

1. By subtracting the reported free-space from the overall buffer size (reported in stream setup) the buffered data
can be calculated. If thisis nearly exhausted, the buffer is about to under-run. However for codecs with variable
bit-rate encoding, the buffered space may represent different amount of playout time. In these cases the playout
time present in the yet to be decoded part of the buffer can easily be calculated as the RTP timestamp difference
between the latest ADU received by the client as reported implicitly by Highest Received Sequence number and
the ADU reported by NADU.

2, The server can estimate the playback time as above. However to perform the calculation of the playout time of
the buffer before the decoding, the server may need to maintain alist of the ADUs in the decoding order, rather
than in transmission order. Also the data present in the de-interleaving buffer is not complete and would have
holesin it and should not be considered to be playable. The server can determine, by looking at the decoding
order of the different ADUs present in the transmitted packets, how far the client is expected to have areceiver
buffer without holes, due to not yet transmitted packets.

3, Inthiscaseitisfairly complicated to estimate the actual playout time of the un-decoded media. The reason is
that the present RTP timestamp associated with the ADUs may fluctuate widely in ADUs consecutive in both

ETSI



3GPP TS 26.234 version 7.8.0 Release 7 60 ETSI TS 126 234 V7.8.0 (2009-06)

transmission and decoding order, due to the early decoding of referenced ADUSs. Therefore to perform an
accurate estimate the server needs to make specia consideration of any ADU with early decoding so that it does
not skew the measurement.

4, As 3 above, but with the further consideration of needing to perform any investigation in decoding order and
consider the holes of the de-interleaving buffer.

11 Quality of Experience

11.1 General

The PSS Quality of Experience (QoE) metrics feature is optional for both PSS servers and clients, and shall not disturb
the PSS service. A PSS server that supports the QoE metrics feature shall signal the activation and gathering of client
QOE metrics when desired. A 3GPP PSS client supporting the feature shall perform the quality measurementsin
accordance to the measurement definitions, aggregate them into client QOE metrics and report the metrics to the PSS
server using the QoE transport protocol when so requested. The way the QOE metrics are processed and made available
is out of the scope of this specification.

11.2 QoE metrics

A PSS client should measure the metrics at the transport layer, but may also do it at the application layer for better
accuracy.

The reporting period for the metrics is the period over which a set of metricsis calculated. The maximum val ue of the
reporting period is negotiated via the QOE protocol asin clause 11.3. The reporting period shall not include any
voluntary event that impacts the actual play, such as pause or rewind, or any buffering or freezes/gaps caused by them.

The following metrics shall be derived by the PSS client implementing QoE. All the metrics defined below are only
applicable to at least one of audio, video, speech and timed text media types, and are not applicable to other media types
such as synthetic audio, still images, bitmap graphics, vector graphics, and text. Any unknown metrics shall be ignored
by the client and not included in any QoE report. Among the QOE metrics, corruption duration, successive loss of RTP
packets, frame-rate deviation and jitter duration are of medialevel, whereas initial buffering duration and rebuffering
duration are of session level.

11.2.1  Corruption duration metric

Corruption duration, M, isthe time period from the NPT time of the last good frame before the corruption, to the NPT
time of the first subsequent good frame or the end of the reporting period (whichever is sooner). A corrupted frameis

either an entirely lost frame, or amedia frame that has quality degradation and the decoded frameis not the same asin
error-free decoding. A good frame isa"completely received” frame X that

- dther it isarefresh frame (does not reference any previously decoded frames AND where none of the
subsequently decoded frames reference any frames decoded prior to X);

- or does not reference any previously decoded frames;

- or references previously decoded "good frames'.
"Completely received” means that all the bits are received and no bit error has occurred.
Corruption duration, M, in milliseconds can be cal culated as below:

a) M can be derived by the client using the codec layer, in which case the codec layer signals the decoding of a
good frame to the client. A good frame could also be derived by error tracking methods, but decoding quality
evaluation methods shall not be used.

b) In the absence of information from the codec layer, M is derived from the NPT time of the last frame before the
corruption and N, where N is optionally signalled from server to client and represents the maximum duration
between two subsequent refresh frames in milliseconds.
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¢) Inthe absence of information from the codec layer and if N isnot signalled, then M defaults to infinity (for
video) or to one frame duration (for audio), or the end of the reporting period (whichever is sooner).

The optional parameter N as defined in point b is used with the "Corruption_Duration” parameter in the "3GPP-QoE-
Metrics' header. Another optional parameter T is defined to indicate whether the client uses error tracking or not. The
value of T shall be set by the client. The syntax for N and T to be included in the "Measure-Spec" (clause 5.3.2.3.1) is
asfollows:

N ="N""="1*DIGIT

T ="T""=""On"/"Off"
The syntax for the "Metrics-Name Corruption_Duration" for the QoE-Feedback header is as defined in clause 5.3.2.3.2
The absence of an event is reported using the space (SP).

For the "Metrics-Name Corruption_Duration", the "Value" field in 5.3.2.3.2 indicates the corruption duration. The unit
of this metricsis expressed in milliseconds. There is the possibility that corruption occurs more than once during a
reporting period. In that case the value can occur more than once indicating the number of corruption events.

The value of "Timestamp" is equal to the NPT time of the last good frame inside the reporting period, in playback
order, before the occurrence of the corruption, relative to the starting time of the reporting period. If there is no good
frame inside the reporting period and before the corruption, the timestamp is set to the starting time of the reporting
period.

11.2.2 Rebuffering duration metric
Rebuffering is defined as any stall in playback time due to any involuntary event at the client side.

The syntax for the 'Metrics-Name Rebuffering_Duration" for the QoE-Feedback header is as defined in clause
53232

The absence of an event is reported using the space (SP).

For the "Metrics-Name Rebuffering_Duration”, the "Value" field in 5.3.2.3.2 indicates the rebuffering duration. The
unit of thismetricsis expressed in seconds, and can be a fractional value. There is the possibility that rebuffering occurs
more than once during a reporting period. In that case the metrics value can occur more than once indicating the number
of rebuffering events.

The optional "Timestamp" indicates the time when the rebuffering has occurred since the beginning of the reporting
period. The value of the "Timestamp" is equal to the NPT time of the last played frame inside the reporting period and
before the occurrence of the rebuffering, relative to the starting time of the reporting period. If there is no played frame
inside the reporting period, the timestamp is set to the starting time of the reporting period.

11.2.3 Initial buffering duration metric

Initial buffering duration is the time from receiving the first RTP packet until playing starts.

The syntax for the "Metrics-Name Initial_Buffering_Duration" for the QoE-Feedback header is as defined in clause
5.3.2.3.2 with the exception that "Timestamp" in "Measure" is undefined for this metric. If the reporting period is
shorter than the "Initial_Buffering_Duration" then the client should send this parameter for each reporting period as
long asit observesit. The "Value" field indicates the initial buffering duration where the unit of this metricsis
expressed in seconds, and can be a fractional value. There can be only one "Measure" and it can only take one "Value".
The absence of an event can be reported using the space (SP). "Initial_Buffering_Duration" is a session level parameter.

11.2.4 Successive loss of RTP packets
This parameter indicates the number of RTP packetslost in succession per media channel.
The syntax for the "Metrics-Name Successive L oss' for the QoE-Feedback header is as defined in clause 5.3.2.3.2.

The absence of an event can be reported using the space (SP).
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For the "Metrics-Name Successive _Loss', the "Value" field indicates the number of RTP packets lost in succession.
The unit of this metric is expressed as an integer equal to or larger than 1. There is the possibility that successive loss
occurs more than once during a reporting period. In that case the metrics value can occur more than once indicating the
number of successive losses.

The optional "Timestamp" indicates the time when the succession of lost packets has occurred. The value of the
"Timestamp" is equal to the NPT time of the last received RTP packet inside the reporting period, in playback order,
before the occurrence of the succession of lost packets, relative to the starting time of the reporting period. If thereis no
received RTP packet inside the reporting period and before the succession of loss, the timestamp is set to the starting
time of the reporting period.

If afull run length encoding of RTP losses with sequence number information is desired, RTCP XR [RFC 3611] Loss
RLE Reporting Blocks should be used instead of the successive loss metric.

11.2.5 Frame rate deviation

Frame rate deviation indicates the playback frame rate information. Frame rate deviation happens when the actual
playback frame rate during areporting period is deviated from a pre-defined value.

The actual playback frame rateis equal to the number of frames played during the reporting period divided by the time
duration, in seconds, of the reporting period.

The parameter FR that denotes the pre-defined frame rate value is used with the "Framerate_Deviation” parameter in
the "3GPP-QoE-Metrics' header. The value of FR shall be set by the server. The syntax for FR to be included in the
"Measure-Spec” (clause 5.3.2.3.1) isasfollows:

FR="FR""=" I*DIGIT "." 1*DIGIT

The syntax for the Metrics-Name "Framerate_Deviation" for the QoE-Feedback header is as defined in clause 5.3.2.3.2
with the exception that " Timestamp" in "Measure" is undefined for this metric. The absence of an event can be reported
using the space (SP).

For the Metrics-Name "Framerate_Deviation", "Value" field indicates the frame rate deviation value that is equal to the
pre-defined frame rate minus the actual playback frame rate. This metric is expressed in frames per second, and can be a
fractional value, and can be negative. The metric value can occur only once for this metric.

11.2.6 Jitter duration

Jitter happens when the absolute difference between the actual playback time and the expected playback time islarger
than a pre-defined value, which is 100 milliseconds. The expected time of aframe is equal to the actual playback time
of the last played frame plus the difference between the NPT time of the frame and the NPT time of the last played
frame.

The syntax for the Metrics-Name "Jitter_Duration” for the QoE-Feedback header is as defined in clause 5.3.2.3.2.
The absence of an event can be reported using the space (SP).

For the Metrics-Name "Jitter_Duration", the "Value" field in 5.3.2.3.2 indicates the time duration of the playback jitter.
The unit of this metrics is expressed in seconds, and can be afractional value. Thereis the possibility that jitter occurs
more than once during a reporting period. In that case the metric value can occur more than once indicating the number
of jitter events.

The optional "Timestamp” field indicates the time when the jitter has occurred since the beginning of the reporting
period. The value of the "Timestamp" is equal to the NPT time of the first played frame in the playback jitter, relative to
the starting time of the reporting period.

11.2.7 Content Switch Time

Fast content switching is defined in section 5.5 and allows for improving the switch time between different content
accessible viathe same RTSP server. Content switch time has a significant impact on the quality of experience for the
user. The content switch time metric is used to report the time that el apses between the initiation of the content switch
by the user and up to the time of reception of the first media packet from the new content or media stream.
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The syntax for the metric '‘Content_Switch_Time' for the QoE Feedback header is defined in clause 5.3.2.3.2.

The absence of a content switch event or the impossibility to determine the duration of a content switch can be reported
using the space (SP).

For the metric name 'Content_Switch_Time, the 'Value' field in 5.3.2.3.2 indicates the duration of the content switch as
defined above. The unit of this metric is expressed in milliseconds.

In case several content switch events have occurred during the reporting period, alist of valuesis reported each relating
to the corresponding old content or media URL.

The optional 'Timestamp' field indicates the time when the content switch event was triggered by the user. The value of
the 'Timestamp' is equal to the NPT time of the old content that corresponds to the content switch triggering time.

11.3  The QoE protocol

11.3.1 General

PSS clients and servers supporting QoE Metrics shall support the QoE protocol described below.

The RTSP and SDP based protocol extensions (see clauses 5.3.2.3 and 5.3.3.6) are used for transport and negotiation of
the QOoE metrics between the PSS client and the PSS server.

The QoE metrics negotiation starts with the response to the DESCRIBE request, if the metricsinformation is embedded
in the SDP data (as described in example 1 in clause 11.3.2). For the case of locally stored SDP which contains QoE-
Metrics attribute, the negotiation starts with client"s SETUP request. If the PSS client supports QoE metrics, then it
shall send a SETUP request containing the selected (i.e. accepted by client)/modified (for re-negotiation) QoE metrics
for either session level, or the medialevel, which is being set-up. Such a SETUP reguest is shown in example 2 in
clause 11.3.3.

Upon receiving this SETUP request, the server shall return the RT SP Response with the "accepted” QoE metrics (i.e.
metrics and metrics values which are identical to the onesin the client"s request and accepted by the server) and the "re-
negotiation” QOE metrics (i.e. metrics and metrics values which are not identical to the onesin the client"s request and
modified for re-negotiation by the server) .The echoing of the "accepted" QOE metricsis for re-acknowledging the
client. The server may a so reject the changes made by the client, i.e. reject the "re-negotiation” QoE metrics. If the
server rejects the changes, it shall either set new values and resend the modified metrics back to the client, or it shall
ignore the "re-negotiation" metrics and not re-acknowledge them. Any QOE metric that has been acknowledged as
"accepted” by the server shall not be re-negotiated, i.e., it shall not be resent in the "3GPP-QoE-Metrics' header in the
next RTSP request and shall not be re-acknowledged in the next RTSP response.

If the server does not approve the modifications done by the client, they should continue to re-negotiate. However,
negotiations shall not exceed 4 round trips, in order to bound the negotiation process. It must be noted that each time the
"QOE-Metrics' header field is sent in an RTSP request, it shall aso be present in the response corresponding to that
particular request. Otherwise, the receiver of the response shall assume that the other end does NOT support QoE
metrics.

If there is no DESCRIBE — RTSP Response pair sending at the beginning of the RTSP signalling (see Figure 11.2), it
means that the SDP description is received by other means. If such an SDP contains the "3GPP-QoE-Metrics" attribute,
the negotiation happens in the same way asit is described above, i.e. starts with SETUP request containing "3GPP-
QoE-Metrics" header. If the SDP does not contain the "3GPP-QoE-Metrics" attribute and the server would still like to
check whether the client supports QoE Protocol or not, the server shall include the "3GPP-QoE-Metrics' header
containing theinitial QOE metricsin the SETUP response. If the PSS client sends the QoE metrics information in the
next request (indicating that it supports QoE Protocol), the negotiation shall continue until the mutual agreement is
reached or the negotiation limit is reached. If pipelined startup is not in use and the client does not send QoE metrics
information in the next request to SETUP response, then the server shall assume that the client does not support QoE
metrics. In case pipelined startup isin use, the server may initiate QOE negotiation but it should not expect an answer
from the PSS client..

In case of switching without the SDP, the PSS client shall assume that the same QOE metrics as negotiated for the old
stream will be used for the new stream. In the PLAY response, the server includes the '3GPP-QoE-Metrics header to
acknowledge the QoE metric mapping to the new media streams or to change them.
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During fast content switching with SDP, the client shall indicate the QOE metrics to be used for the new content using
the '3GPP-QoE-Metrics header. The client should use the already negotiated parameters as much as possible to avoid
further negotiations. The server shall either acknowledge the proposed QoE metrics or continue negotiation beyond the
PLAY response message. It is possible to turn off the metrics during a streaming session. In clause 11.3 an example of
messages, where the metrics are set to "Off" is given. The metrics can be set to " Off" at session level or at medialevel.
The request url indicates what level is used. If no url is used, then 'Off' applies to session level. The server should use
OPTIONS (with Session ID) or SET_PARAMETER RTSP methods to turn off the QoE feedback.

A client should not send QoE feedback during RTSP ready state. After the ready state is ended (i.e., RTSP
state=playing), the periodic feedback and normal operations continue. This reduces the network load in the uplink and
downlink directions, and the processing overhead for the PSS client. When an RTSP PLAY request is sent by the PSS
client after a PAUSE, the clock for measuring the reporting period (based on the defined " Sending Rate") shall be reset.

If there are multiple non-aggregated sessions, i.e. each media delivery isinitiated by a different PLAY request, the QoE
metrics are negotiated and reported for each session separately.

All the QoE Metricsin the following examples are fictitious. Clause 11.2 defines the actual QOE Metrics.

11.3.2 Metrics initiation with SDP
QOE metrics initiation with SDP shall be done according to clause 5.3.3.6.

This following example shows the syntax of the SDP attribute for QOE metrics. The session level QOE metrics
description (Initial buffering duration and rebufferings) are to be monitored and reported only once at the end of the
session. Also video specific description of metrics (corruptions and decoded bytes) are to be monitored and reported
every 15 seconds from the beginning of the stream until the time 40s. Finally, audio specific description of metrics
(corruptions) is to be monitored and reported every 20 seconds from the beginning until the end of the stream.

EXAMPLE 1.

S>C RTSP/1.0 200 OK

Cseg: 1

Content-Type: application/sdp

Content-Base: rtsp://example.com/foo/bar/baz.3gp/
Content-Length: 800

Server: PSSR7 Server

v=0

0=- 3268077682 433392265 IN 1P4 63.108.142.6

s=QOE Enables Session Description Example

e=support@foo.com

c=IN 1P40.0.0.0

t=00

a=range:npt=0-83.660000

a=3GPP-QoE-Metrics:metrics={ Initial_Buffering_Duration|Rebuffering_Duration} ;rate=End
a=control:*

m=video O RTP/AVP 96

b=AS:28

a=3GPP-QoE-Metrics:metrics={ Corruption_Duration|Decoded_Bytes} ;rate=15;range:npt=0-40
a=control:trackID=3

a=rtpmap:96 MP4V-ES/1000

a=range:npt=0-83.666000
a=fmtp:96profile-level-id=8;config=000001b008000001b50900012000
m=audio 0 RTP/AVP 98

b=AS:13

a=3GPP-QoE-Metrics:metrics={ Corruption_Duration} ;rate=20
a=control:tracklD=5

a=rtpmap: 98 AMR/8000

a=range:npt=0-83.660000

a=fmtp:98 octet-align=1

a=maxptime: 200
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11.3.3 Metrics initiation/termination with RTSP
QOE Metricsinitiation with RTSP can be done according to clause 5.3.2.3.1
In the following example it is shown how to negotiate QOE metrics during RT SP session setup.

EXAMPLE 1 (QoE metrics negotiation):

Client Server
1. DESCRIBE

v

2.200 OK + SDP incl. QoE negotiation data

<
<

3. SETUP (incl. QoE negotiation data)

4. 200 OK (incl. QoE negotiation data) Negotiation

<
<

5. PLAY request (incl. QOE negotiation data)

6. 200 OK (incl. final QOE negotiation data)

<
<

7. RTSP messages incl. QOE metrics R } Feedback

Figure 11.1: QoE metrics negotiation

C->S SETUP rtsp://example.com/foo/bar/baz.3gp/trackl D=3 RTSP/1.0
Cseq: 2
3GPP-QoE-Metrics.url="rtsp://example.com/foo/bar/baz.3gp/trackl D=3,
metrics={ Corruption_Duration|Decoded Bytes} ;rate=10; Range:npt=0-40,
url="rtsp://example.com/foo/bar/baz.3gp’;
metrics={ Initial_Buffering_Duration|Rebuffering_Duration} ;rate=End

In the above SETUP request, the client modifies the sending rate of the QoE metrics for the control URL
'rtsp://example.com/foo/bar/baz.3gp/trackl D=3' from 15 to 10 (compared to the initial SDP description).

Assuming that the server acknowledged the changes, the server will send back a SETUP response as follows:

S>C RTSP/1.0 200 OK
Cseq: 2
Session: 17903320
Transport: RTP/AVP;unicast;client_port=7000-7001;server_port= 6970-6971
3GPP-QoE-Metrics.url="rtsp://example.com/foo/bar/baz.3gp/trackl D=3,
metrics={ Corruption_Duration|Decoded Bytes} ;rate=10;Range:npt=0-40,
url="rtsp://exampl e.com/foo/bar/baz.3gp’;
metrics={ Initial_Buffering_Duration|Rebuffering_Duration} ;rate=End

EXAMPLE 2 (QoE metrics negotiation — no DESCRIBE — 200/OK):

An exampleis shown in Figure 11.2 and can make use of the same RTSP header defined in clause 5.3.2.3.
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Server
1. SETUP
>
2. 200 OK (incl. QoE negotiation data)
<
3. PLAY request (incl. QOE negotiation data)
Negotiation
>
4. 200 OK (incl. final QoE negotiation data)
< J
5. RTSP messages incl. QoE metrics
> Feedback

Figure 11.2: QoE metrics negotiation (no DESCRIBE-200/0K)

EXAMPLE 3 (QoE metrics negotiation — fast content switching with the SDP)

C->S

Client

-

Media Data (video-ch1)

Server

-f}—————Media Data (audio-ch1)

PLAY rtsp://example.com/foo/bar/baz.3gp RTSP/1.0
Cseq: 3
Switch-Stream:old=rtsp://example.com/foo/bar/foo.3gp/tracklD=1;
new= rtsp://example.com/foo/bar/baz.3gp/tracklD=1;
old=rtsp://example.com/foo/bar/foo.3gp/trackiD=2;
new= rtsp://example.com/foo/bar/baz.3gp/tracklD=2;

RTSP/1.0 200 OK
Cseq: 3
Session: 17903320
- — RTP-Info: rtsp://example.com/foo/bar/baz. 3gp/trackID 1;
seqno=5000;timestamp=9873984

N\

/ now ).
< N

Media Data (video-ch2)

3GPP-QoE-Metrics:url="rtsp://example.com/foo/bar/baz.3gp/trackiD=1";
metrics={Corruption_Duration|Decoded_Bytes}; rate=10; Range:npt=0-40

3GPP-3GPP-QoE-Metrics=url=" rtsp://fexample.com/foo/bar/baz. 3gp/track|D=1;
metrics={Corruption_Duration|Decoded_Bytes};rate=10;Range:npt=0-40

4>

/\

% new )

Media Data (audio-ch2)

N/

SET_PARAMETER rtsp:llexa(r?ple‘cgmlfoolbarlbazv?:gp RTSP/1.0

seq:
Session: 17903320
3GPP-QoE-Feedback: url="rtsp://example. com/foo/bar/baz 3gp/trackID=
Corruption_Duration={200 12|1300 16};
Decoded_Bytes {750 20|1000 40}
Range:npt=0-40;
Content-length: 0

PLAY rtsp://example.com/foo/bar/baz.3gp RTSP/1.0
Cseq: 3
Session: 17903320

o

Figure 11.3: QoE metrics negotiation during content switch with SDP

Switch-Stream:old="rtsp://example.com/foo/bar/foo.3gp/trackl D=1";new="'

rtsp://example.com/foo/bar/baz.3gp/trackl D=1"
old="rtsp://example.com/foo/bar/foo.3gp/trackl D=2";new="'
rtsp://example.com/foo/bar/baz.3gp/trackl D=2,

3GPP-QoE-Metrics.url="rtsp://example.com/foo/bar/baz.3gp/trackl D=1,
metrics={ Corruption_Duration|Decoded Bytes} ;rate=10; Range:npt=0-40
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Inthe above PLAY request, the client reuses the aready negotiated sending rate of the QoE metrics for the control URL
'rtsp://exampl e.com/foo/bar/baz.3gp/tracklD=1" (compared to the above indicated range in the SDP description, which
is 15).

Assuming that the server acknowledged the changes, the server will send back aPLAY response as follows:

S>C RTSP/1.0 200 OK
Cseq: 3
Session: 17903320
RTP-Info: rtsp://example.com/foo/bar/baz.3gp/trackl D=1;seq=5000;rtptime=9873984 3GPP-
3GPP-QoE-Metrics=url="rtsp://example.com/foo/bar/baz.3gp/tracki D=1,
metrics={ Corruption_Duration|Decoded Bytes} ;rate=10;Range:npt=0-40

EXAMPLE 4 (QoE metrics negotiation — fast content switching without the SDP)

Client Server

l«)——————————Media Data (video-ch1)

R — Media Data (audio-ch1)

PLAY rtsp://fexample.com/foo/bar/baz.3gp RTSP/1.0
Cseq: 3
Sdp-Requested:1

RTSP/1.0 200 OK
Cseq: 3 Session: 17003320
RTP-nfo;tspy/example 00; 3984
p 3gpitrackiD=1";
s {Corrup!lon Duranonmecoaed Bytes};rate=10;Range:npt=0-40

- 3258077682 433392265 IN 1P4 63.108.142.6
$=QoE Enables Session Description Example
e=support@foo.com

c=IN'1P40.0.0.0

=00

a=rangeinpt=0-63.660000
KID=1

3gpit
f— - - - - — m vldeo o RTP/AVP 96 |
AS

28
2GR P-oE Metrics:{Corruption_Duration|Decoded_Bytes}rate=10;range:npt=0-40
a=contolirackiD=3

a=rtpmap:96 MPAV-£S/1000
a=rangenpt=0-83.6:
a=fmtp:96profile- voridn sconrg =000001b008000001b50900012000
meaudio O RTPIAV 98

=AS:1
o=eontal rtsp://example.com/foo/bar/baz 3gp/trackiD=2
a=rtpmap:98 AMR/8000

a=rangeinpt=0-83.660000

a=fmtp:98 octet-align=1

a=maxptime:200

<« ., Media Data (video-ch2)
N
TN
4%\ nev //% Media Data (audio-ch2)
SET_| PARAMETER rtsp: Ilexample com/foo/bar/baz.3gp RTSP/1.0

seq.
Session: 17903320
3GPP-QoE-Feedback: url=‘rtsp://fexample. com/foolbar/baz 3gp/tracklD=1"; »!
Corruption_Duration={200 12|1300 16};
Decoded_Bytes {750 20|1000 40}
Range:npt=0-40;
Content-length: 0

Figure 11.4: QoE metrics negotiation during content switch with SDP

C->S PLAY rtsp://example.com/foo/bar/baz.3gp RTSP/1.0
Cseq: 3
Session: 17903320
Sdp-Requested: 1

In the above PLAY request, the client switches to new content without having the SDP. By consequence, the client does
not have any information about the requested QoE parameters and cannot indicate those in the PLAY request.

In the case of a successful switch, the server indicates the QoE metrics in the SDP and in the 3GPP-QoE-Metrics
header. The server reuses the already negotiated feedback period of 10 seconds.

S>C RTSP/1.0 200 OK
Cseq: 3
Session: 17903320
RTP-Info: rtsp://example.com/foo/bar/baz.3gp/trackl D=1;seq=5000; rtptime=9873984 3GPP-
3GPP-QoE-Metrics=url="rtsp://example.com/foo/bar/baz.3gp/trackl D=1
metrics={ Corruption_Duration|Decoded Bytes} ;rate=10;Range: npt=0-40
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v=0

0=- 3268077682 433392265 IN 1P4 63.108.142.6

s=QoE Enables Session Description Example
e=support@foo.com

c=IN 1P40.0.0.0

t=00

a=range:npt=0-83.660000

a=control: rtsp://example.com/foo/bar/baz.3gp/trackl D=1
m=video O RTP/AVP 96

b=AS:28

a=3GPP-QoE-Metrics:{ Corruption_Duration|Decoded_Bytes} ;rate=10;range:npt=0-40
a=control:tracklD=3

a=rtpmap: 96 MP4V-ES/1000

a=range:npt=0-83.666000
a=fmtp:96profile-level-id=8;config=000001b008000001b50900012000
m=audio O RTP/AVP 98

b=AS:13

a=control: rtsp://example.com/foo/bar/baz.3gp/trackl D=2
a=rtpmap:98 AMR/8000

a=range:npt=0-83.660000

a=fmtp:98 octet-align=1

a=maxptime: 200

The client may further negotiate the offered QoE metrics using OPTIONS or SET_PARAMETER methods.

EXAMPLE 4 (setting the metrics off):
In this example, the metrics are switched off at session level (for al media).

C->S,S>C SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0
Cseq: 302
Session: 17903320
3GPP-QoE-Metrics. Off
Content-length: O

The response for setting the metrics off would be:
S>C, C->S RTSP/1.0 200 OK
Cseq: 302
Session: 17903320
3GPP-QoE-Metrics. Off
11.3.4 Sending the metrics feedback with RTSP
QoE Metric feedback with RTSP can be formatted and sent according to clause 5.3.2.3.2.

The following example shows that during the monitoring time 2 corruption periods have occurred. Each value indicates
the duration (in milliseconds) of each corruption period.

EXAMPLE 5 (Feedback):
C->S SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0
Cseq: 302

Session: 17903320

3GPP-QoE-Feedback:

url="rtsp://exampl e.com/foo/bar/baz.3gp/trackl D=3'";Corruption_Duration={ 200 1300}
Content-length: O

The following example shows that during the monitoring time 2 corruption periods have occurred. Each values couple
indicates the duration (in milliseconds) of each corruption period and the timestamp of the corruption (for example, the
first corruption occurred at second 12 and lasted 200 milliseconds).

EXAMPLE 6 (Feedback with timestamps and range):
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C->S

SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

3GPP-QoE-Feedback: url="rtsp://example.com/foo/bar/baz.3gp/trackl D=1
Corruption_Duration={ 200 12|1300 16} ;Range:npt=10-20;Content_Switch_Time={ 1055 34498}
Content-length: O

In the following example there are no events to report.

EXAMPLE 7 (Feedback with no events):

C->S

SET_PARAMETER rtsp://example.com/foo/bar/baz.3gp RTSP/1.0

Cseq: 302

Session: 17903320

3GPP-QoE-Feedback: url="rtsp://example.com/foo/bar/baz.3gp/trackl D=3';Corruption_Duration={

}
Content-length: O
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Annex A (informative):
Protocols

Al SDP

This clause gives some background information on SDP for PSS clients.

Table A.1 provides an overview of the different SDP fields that can be identified in a SDP file. The order of SDP fields
is mandated as specified in RFC 4566 [6].
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Table A.1: Overview of fields in SDP for PSS clients

Type Description Requirement Requirement
according to [6] according to
the present
document
Session Description
\Y Protocol version R R
(0] Owner/creator and session identifier R R
S Session Name R R
I Session information O O
U URI of description 0] 0]
E Email address (0] 0]
P Phone number 0] o
C Connection Information R R
B Bandwidth AS 0] 0]
information RS ND 0]
RR ND O
TIAS ND O
One or more Time Descriptions (See below)
Z Time zone adjustments (0] (0]
K Encryption key o o
A Session attributes | control (0] R
range (0] R
alt-group ND o
3GPP-QoE-Metrics ND O
3GPP-Asset-Information ND (0]
3GPP-Integrity-Key ND o
3GPP-SDP-Auth ND @]
maxprate ND 0]
One or more Media Descriptions (See below)
Time Description
T Time the session is active R R
R Repeat times o ®]
Media Description
M Media name and transport address R R
I Media title ®) o
C Connection information R R
B Bandwidth AS 0] R
information RS ND R
RR ND R
TIAS ND R
K Encryption Key (@) 6]
A Attribute Lines control ®) R
range (0] R
fmtp o] R
rtpmap ®) R
X-predecbufsize ND o
X-initpredecbufperiod ND 0]
X-initpostdecbufperiod ND (0]
X-decbyterate ND (0]
framesize ND R (see note 5)
alt ND O]
alt-default-id ND (0]
3GPP-Adaptation-Support ND (0]
3GPP-QoE-Metrics ND ®)
3GPP-Asset-Information ND O
3GPP-SRTP-Config ND o]
rtcp-fb o] o]
maxprate ND R
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Note 1: R = Required, O = Optional, ND = Not Defined

Note 2: The "c" type is only required on the session level if not present on the media level.

Note 3: The "c" type is only required on the media level if not present on the session level.

Note 4: According to RFC 4566, either an 'e' or 'p' field must be present in the SDP description. On the
other hand, both fields will be made optional in the future release of SDP. So, for the sake

of robustness and maximum interoperability, either an ‘e’ or 'p' field shall be present during
the server's SDP file creation, but the client should also be ready to receive SDP content

containing neither 'e' nor 'p' fields.

Note 5: The "framesize" attribute is only required for H.263 streams.

Note 6: The 'range’ attribute is required on either session or media level: it is a session-level attribute
unless the presentation contains media streams of different durations. If a client receives
‘range’ on both levels, however, media level shall override session level.

The example below shows an SDP file that could be sent to a PSS client to initiate unicast streaming of a H.263 video

sequence.

EXAMPLE 1:

v=0

o=ghost 2890844526 2890842807 IN 1P4 192.168.10.10

$=3GPP Unicast SDP Example
i=Example of Unicast SDP file
u=http://www.infoserver.com/ae600
e=ghost@mailserver.com

c=IN 1P40.0.0.0

t=00

a=range:npt=0-45.678
m=video 1024 RTP/AVP 96
b=AS:56

b=TIAS:52500

a=maxprate:11

a=rtpmap:96 H263-2000/90000
a=fmtp:96 profile=3;level=10

a=control:rtsp://mediaserver.com/movie.3gp/trackl D=1

a=framesize:96 176-144
a=recvonly

The following examples show some usage of the "alt" and the "alt-default-id" attributes (only the affected part of the

SDP is shown):

EXAMPLE 2:

m=audio 0 RTP/AVP 97
b=AS:12

b=TIAS:8500
a=maxprate: 10
a=rtpmap:97 AMR/8000
a=control:tracklD=1
a=fmtp:97 octet-align=1
a=range:npt=0-150.2
a=at-default-id:1
a=at:2.b=AS:16
a=alt:2:b=TIAS:12680
a=at:2:a=control:trackl D=2

The equivalent SDP for alternative 1 (default) is:

EXAMPLE 3:

m=audio 0 RTP/AVP 97
b=AS:12

b=TIAS:8500
a=maxprate:10
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a=rtpmap:97 AMR/8000
a=control:tracklD=1
a=fmtp:97 octet-align=1
a=range:npt=0-150.2

Alternative 2 is based on the default alternative but replacestwo lines, "b=AS" and "a=control”. Hence, the equivalent
SDP for dternative 2 is:

EXAMPLE 4: m=audio 0 RTP/AVP 97
b=AS:16
b=TIAS:12680
a=maxprate:10
a=rtpmap:97 AMR/8000
a=control:tracklD=2
a=fmtp:97 octet-align=1
a=range:npt=0-150.2

Below is an example on the usage of the "alt-group” attribute with the subtype "BW":
EXAMPLES: a=alt-group:BW:AS:32=1,4;56=2,4,64=3,5

The above line gives three groupings based on application-specific bitrate values. The first grouping will result in 32
kbps using media alternative 1 and 4. The second grouping has atotal bitrate of 56 kbps using media alternatives 2 and
4. The last grouping needs 64 kbps when combing media alternatives 3 and 5.

Here follows an example on the usage of the "alt-group” attribute with the subtype "LANG":
EXAMPLE 6:  a=alt-group:LANG:RFC3066:en-US=1,2,4,5;5¢=3,4,5

The above line claims that media alternatives 1,2,4, and 5 supports US English and that media alternative 3, 4 and 5
supports Swedish.

A more complex example where a combination of "alt", "alt-default-id" and "alt-group" are used is seen below. The
example allows aclient to select a bandwidth that is suitable for the current context in an RTSP SETUP message.

The client sends an RTSP DESCRIBE to the server and the server responds with the following SDP. A client, who
supports the "alt", "at-default-id" and "alt-group" attributes, can now select the most suitable alternative by using the
control URL s corresponding to the selected alternatives in the RTSP SETUP message. The server sets up the selected
aternatives and the client starts playing them. If the client is unaware of the attributes, they will be ignored. The result
will be that the client uses the default "a=control" URLSs at setup and receives the default alternatives.

EXAMPLE 7. v=0
o=ericsson_user 1 1IN 1P4 130.240.188.69
s=A basic audio and video presentation
c=IN 1P40.0.0.0
b=AS:56
b=TIAS: 47700
a=maxprate:25
a=control:*
a=range:npt=0-150.2
a=alt-group:BW:AS:28=1,3;56=1,4;60=2,4;120=2,5
a=alt-group:BW:TIAS:21300_20=1,3;47700_25=1,4;43880_25=2,4;112480 35=2,5
t=00
m=audio 0 RTP/AVP 97
b=AS:12
b=TIAS:8500
a=maxprate: 10
a=rtpmap:97 AMR/8000
a=control:trackl D=1
a=fmtp:97 octet-align=1
a=range:npt=0-150.2
a=dt-default-id:1
a=at:2:b=AS:16
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a=alt:2:b=TIAS:12680
a=at:2:a=control:trackl D=2

m=video O RTP/AVP 98

b=AS:44

b=TIAS:39200

a=maxprate:15

a=rtpmap:98 M P4V-ES/90000
a=control:trackiD=4

a=fmtp:98 profile-level-id=8; config=01010000012000884006682C2090A21F
a=range:npt=0-150.2
a=X-initpredecbufperiod:98000
a=dt-default-id:4

a=at:3:b=AS:16
a=alt:3:b=TIAS:12800
a=alt:3:a=maxprate: 10
a=at:3:a=control:trackl D=3

a=alt: 3:a=X-initpredecbufperiod:48000
a=at:5:b=AS:104
a=alt:5:b=TIAS:99800
a=at:5:a=maxprate:25
a=at:5:a=control:trackl D=5
a=alt:5:a=X-initpredecbufperiod: 150000

The above example has 5 alternatives, 2 for audio and 3 for video. That would alow for atotal of six combinations
between audio and video. However, the grouping attribute in this example recommends that only 4 of these
combinations be used. The equivalent SDP for the default alternatives (alternatives 1 and 4) with atotal session bitrate
of 56 kbps follows:

EXAMPLES8: v=0
o=ericsson user 1 1IN 1P4 130.240.188.69
s=Ericsson commercial
c=IN 1P40.0.0.0
b=AS:56
b=TIAS: 47700
a=maxprate:25
a=control:*
a=range:npt=0-150.2
t=00
m=audio 0 RTP/AVP 97
b=AS:12
b=TIAS:8500
a=maxprate:10
a=rtpmap:97 AMR/8000
a=control:tracklD=1
a=fmtp:97 octet-align=1
a=range:npt=0-150.2
m=video O RTP/AVP 98
b=AS:44
b=TIAS:39200
a=maxprate:15
a=rtpmap:98 M P4V-ES/90000
a=control:tracklD=4
a=fmtp:98 profile-level-id=8; config=01010000012000884006682C2090A21F
a=range:npt=0-150.2
a=X-initpredecbufperiod:98000

The equivalent SDP for the 28 kbps total session bitrate (alternatives 1 and 3) is:
EXAMPLE9: v=0
o=ericsson_user 1 1IN IP4 130.240.188.69

s=A basic audio and video presentation
c=IN IP40.0.0.0
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b=AS:28

b=TIAS:21300

a=maxprate:20

a=control:*
a=range:npt=0-150.2

t=00

m=audio 0 RTP/AVP 97
b=AS:12

b=TIAS:8500

a=maxprate: 10

a=rtpmap:97 AMR/8000
a=control:tracklD=1
a=fmtp:97 octet-align=1
a=range:npt=0-150.2

m=video O RTP/AVP 98
b=AS:16

b=TIAS:12800

a=maxprate: 10

a=rtpmap:98 M P4V-ES/90000
a=control:tracklD=3
a=fmtp:98 profile-level-id=8; config=01010000012000884006682C2090A 21F
a=range:npt=0-150.2
a=X-initpredecbufperiod:48000

The equivalent SDP for the grouping with a 120 kbps total session bandwidth (alternatives 2 and 5):

EXAMPLE 10: v=0

o=ericsson_user 1 1IN 1P4 130.240.188.69

s=A basic audio and video presentation

c=IN 1P40.0.0.0

b=AS:120

b=TIAS: 112480

a=maxprate:35

a=control:*

a=range:npt=0-150.2

t=00

m=audio 0 RTP/AVP 97

b=AS:16

b=TIAS:12680

a=maxprate: 10

a=rtpmap:97 AMR/8000

a=control:tracklD=2

a=fmtp:97 octet-align=1

a=range:npt=0-150.2

m=video O RTP/AVP 98

b=AS:104

b=TIAS:99800

a=maxprate:25

a=rtpmap:98 M P4V-ES/90000

a=control:trackl D=5

a=fmtp:98 profile-level-id=8; config=01010000012000884006682C2090A21F

a=range:npt=0-150.2

a=X-initpredecbufperiod: 150000
The recommendation for a session with atotal bitrate of 60 kbpsis as easily formed. A client will use the received SDP
and, as an example available bandwidth, to chose which aternatives to set up. If the client only has 32 kbps it selects
the media alternatives 1 and 3, which use 28 kbps. The client sets this up by sending two normal RTSP requests using
the control URL s from the chosen alternatives.

The audio SETUP request for the default (i.e. 56 kbps in the example above) looks like this:
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EXAMPLE 11: SETUP rtsp://media.example.com/examples/3G_systems.3gp/trackiD=1 RTSF/1.0
CSeqg: 2
Transport: RTP/AVP/UDP;unicast;client_port=3456-3457

The response from the server would be:

EXAMPLE 12: RTSP/1.0 200 OK
CSeq: 2
Session: jES. EAXCSKpB
Transport: RTP/AVP/UDP;unicast;client_port=3456-3457;server_port=4002-4003;ssrc=5199dcb1

Also the video is added to the RT SP session under aggregated control:

EXAMPLE 13: SETUP rtsp://media.example.com/examples/3G_systems.3gp/trackiD=3 RTSF/1.0
CSeq: 3
Transport: RTP/AVP/UDP;unicast;client_port=3458-3459
Session: jES.EdXCSKpB

And the response would be;

EXAMPLE 14: RTSP/1.0 200 OK
CSeg: 3
Session: jJEsS.EAXCSKpB
Transport: RTP/AVP/UDP;unicast;client_port=3458-3459;server_port=4004-4005;ssrc=ae75904f

Had the client had more available bandwidth it could have set up another pair of alternativesin order to get better
quality. The only change had been the RTSP URL s that had pointed at other media streams. For example the 120 kbps
version would have been received if the audio SETUP request had used:

EXAMPLE 15: rtsp://media.example.com/examples/3G_systems.3gp/trackl D=2
and the video request

EXAMPLE 16: rtsp://media.example.com/examples/3G_systems.3gp/trackl D=5
The following example shows an SDP file that contains asset information, defined in Clause 5.3.3.7.

EXAMPLE 17: v=0
o=ghost 2890844526 2890842807 IN P4 192.168.10.10
s=3GPP Unicast SDP Example
i=Example of Unicast SDP file
u=http://www.infoserver.com/ae600
e=ghost@mailserver.com
c=IN IP40.0.0.0
t=00
a=range:npt=0-45.678
a=3GPP-Asset-I nformation: { url="http://www.movie-database.com/title/thismovieinfo.xhtml"}
a=3GPP-Asset-Information: { Title=MjhDRTA2Nzl} ,{ Copyright=MjcOMkUwM UV GNDEZ2}
m=video 1024 RTP/AVP 96
b=AS:128
b=TIAS:118400
a=maxprate:30
a=rtpmap:96 H263-2000/90000
a=fmtp:96 profile=3;level=10
a=control:rtsp://mediaserver.com/movie.3gp/trackl D=1
a=framesize:96 176-144
a=recvonly
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A.2

RTSP

A.2.1 General

Clause 5.3.2 of the present document defines the required RT SP support in PSS clients and servers by making
references to Appendix D of [5]. It also defines the RTSP header fields that are specific to PSS. The current clause gives
an informative overview of these methods (see Table A.2) and headers (see Table A.3). Note that this overview does

not replace the information in Appendix D of [5] and Clause 5.3.2 of the present document, which must be consulted for
afull implementation of RTSP in PSS. Two examples of RTSP sessions are also given.

Table A.2: Overview of the RTSP method support in PSS

Method Requirement for a Requirement for a Requirement for a Requirement for a
minimal on-demand PSS client minimal on-demand PSS server

playback client according to the playback server according to the
according to [5]. present document. according to [5]. present document.

OPTIONS o o Respond Respond

REDIRECT Respond Respond o O

DESCRIBE o] Generate 0] Respond

SETUP Generate Generate Respond Respond

PLAY Generate Generate Respond Respond

PAUSE Generate Generate Respond Respond

TEARDOWN Generate Generate Respond Respond

SET_PARAMETER (6] @) 0o @)

NOTE 1: O = Support is optional

NOTE 2: 'Generate' means that the client/server is required to generate the request where applicable.

NOTE 3: 'Respond' means that the client/server is required to properly respond to the request.
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Table A.3: Overview of the RTSP header support in PSS

Header Requirement for a Requirement for a Requirement for a Requirement for a
minimal on-demand PSS client minimal on-demand PSS server

playback client according to the playback server according to the
according to [5]. present document. according to [5]. present document.

Bandwidth O O ) O

Connection include/understand include/understand include/understand include/understand

Content-Encoding understand understand include include

Content-Language understand understand include include

Content-Length understand understand include include

Content-Type understand understand include include

CSeq include/understand include/understand include/understand include/understand

Date include include include include

Location understand understand o] o

Public o o include include

Range o include/understand understand include/understand

Require (0] (0] understand understand

RTP-Info understand understand include include

Server® [¢) [¢) 0 o

Session include include understand understand

Timestamp 0] 0] include/understand include/understand

Transport include/understand include/understand include/understand include/understand

Unsupported include include include include

User-Agent” 0 0 0 0

3GPP-Adaptation N/A 0] N/A 0]

3GPP-Link-Char N/A o] N/A o]

3GPP-QoE-Metrics N/A 0 N/A 6]

NOTE 1:
NOTE 2:

applicable.
NOTE 3:

O = Support is optional
‘include’ means that the client/server is required to include the header in a request or response where

arequest or response.

NOTE 4:

‘'understand' means that the client/server is required to be able to respond properly if the header is received in

According to [5] the "Server" and 'User-Agent' headers are not strictly required for a minimal RTSP

implementation, although it is highly recommended that they are included with responses and requests. The

same applies to PSS servers and clients according to the present document.

The example below isintended to give some more understanding of how RTSP and SDP are used within the 3GPP PSS.
The example assumes that the streaming client has the RTSP URL to a presentation consisting of an H.263 video
sequence and AMR speech. RTSP messages sent from the client to the server are in bold and messages from the server
totheclient initalic. In the example the server provides aggregate control of the two streams.

EXAMPLE 1:
DESCRIBE rtsp://mediaser ver.com/movie.test RTSP/1.0
CSeg: 1
User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK

CSeq: 1

Content-Type: application/sdp
Content-Length: 435

v=0

0=- 950814089 950814089 IN 1P4 144.132.134.67

s=Example of aggregate control of AMR speech and H.263 video
e=foo@bar.com

c=IN1P40.0.0.0
b=AS:77
b=TIAS:69880

t=00
a=range:npt=0-59.3478
a=control:*
a=maxprate:20
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m=audio O RTP/AVP 97
b=AS:13

b=TIAS:10680

b=RR:350

b=RS:300

a=maxprate:5

a=rtpmap:97 AMR/8000
a=fmtp:97

a=maxptime: 200
a=control:streaml D=0
m=video O RTP/AVP 98
b=AS.64

b=TIAS:59200

b=RR:2000

b=RS:1200

a=maxprate:15

a=rtpmap:98 H263-2000/90000
a=fmtp:98 profile=3;level=10
a=control: streamlD=1

SETUP rtsp://mediaser ver.com/movie.test/streaml D=0 RTSP/1.0
CSeq: 2

Transport: RTP/AVP/UDP;unicast;client_port=3456-3457
User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK

CSeq: 2

Transport: RTP/AVP/UDP;unicast;client_port=3456-3457; server_port=5678-5679
Session: dfhyrio90l1k

SETUP rtsp://mediaser ver.com/movie.test/streamli D=1 RTSP/1.0
CSeg: 3

Transport: RTP/AVP/UDP;unicast;client_port=3458-3459
Session: dfhyrio90llk

User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK

CSeq: 3

Transport: RTP/AVP/UDP;unicast; client_port=3458-3459; server_port=5680-5681
Session: dfhyrio90llk

PLAY rtsp://mediaserver.com/movie.test RTSP/1.0
CSeq: 4

Session: dfhyrio90I1k

User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK

CSq: 4

Session: dfhyrio90I1k

Range: npt=0-

RTP-Info: url= rtsp://mediaserver.com/movie.test/streaml D=0; seg=9900; rtptime=4470048,
url= rtsp://mediaserver.comymovie.test/streaml D=1; seq=1004;rtptime=1070549

NOTE: Headerscan be folded onto multiple linesif the continuation line begins with a space or
horizontal tab. For more information, see RFC2616 [17].
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The user watches the movie for 20 seconds and then decides to fast forward to 10 seconds before
theend...

PAUSE rtsp://mediaser ver.com/movie.test RTSP/1.0
CSeq: 5

Session: dfhyrio90I1k

User-Agent: TheStreamClient/1.1b2

PLAY rtsp://mediaserver.com/movietest RTSP/1.0
CSeq: 6

Range: npt=50-59.3478

Session: dfhyrio90I1k

User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK
CSq: 5
Session: dfhyrio9011k

RTSP/1.0 200 OK

CSeq: 6

Session: dfhyrio9011k

Range: npt=50-59.3478

RTP-Info: url= rtsp://mediaserver.convmovie.test/stream D=0;
seq=39900; rtptime=44470648,

url= rtsp://mediaserver.com/movie.test/stream D=1;

seq= 31004, rtptime=41090349

After the movieis over the client issues a TEARDOWN to end the session...

TEARDOWN rtsp://mediaserver.com/movietest RTSP/1.0
CSeq: 7

Session: dfhyrio90llk

User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK
Cseq: 7

Session: dfhyrio90I1k
Connection: close

The example below contains a complete RTSP signalling for session set-up with rate adaptation support, where the
client buffer feedback functionality isinitialised and used. To allow the server to know that a client supports the buffer
feedback formats and signalling, the client includes a link to its UAProf description in its RTSP DESCRIBE request.

EXAMPLE 2:

DESCRIBE rtsp://mediaser ver.com/movietest RTSP/1.0

CSeq: 1

User-Agent: TheStreamClient/1.1b2

x-wap-profile: " http://uapr of .example.com/products/TheStreamClient1.1b2"
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RTSP/1.0 200 OK

CSeq: 1Date: 20 Aug 2003 15:35:06 GMT
Content-Base: rtsp://mediaserver.com/movie.test/
Content-Type: application/sdp

Content-Length: 500

v=0

=- 950814089 950814089 IN P4 144.132.134.67
s=Example of aggregate control of AMR speech and H.263 video
e=foo@bar.com
c=IN 1P40.0.0.0
b=AS:77
b=TIAS:69880
t=00
a=maxprate:20
a=range:npt=0-59.3478
a=control:*
m=audio 0 RTP/AVP 97
b=AS:13
b=TIAS:10680
b=RR:350
b=RS:300
a=maxprate:5
a=rtpmap:97 AMR/8000
a=fmtp:97 octet-align=1
a=control: streamlD=0
a=3GPP-Adaptation-Support:2
m=video O RTP/AVP 98
b=AS.64
b=TIAS:59200
b=RR:2000
b=RS:1200
a=maxprate:15
a=rtpmap:98 H263-2000/90000
a=fmtp:98 profile=3;level=10
a=control: streamlD=1
a=3GPP-Adaptation-Support: 1

SETUP rtsp://mediaser ver .com/movie.test/streaml D=0 RTSP/1.0

CSeq: 2

Transport: RTP/AVP/UDP;unicast;client_port=3456-3457

User-Agent: TheStreamClient/1.1b2

3GPP-Adaptation: url="rtsp://mediaser ver .com/movie.test/streaml D=0" ; size=14500; tar get-
time=5000

RTSP/1.0 200 OK

CSeq: 2

Transport: RTP/AVP/UDP;unicast;client_port=3456-3457;server_port=5678-
5679;ssrc=A432F9B1

Session; dfhyrio90l1k

3GPP-Adaptation: url="rtsp://mediaserver.com/movie.test/streaml D=0";size=14500;target-
time=5000
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SETUP rtsp://mediaser ver.com/movie.test/streamli D=1 RTSP/1.0

CSeq: 3

Transport: RTP/AVP/UDP;unicast;client_port=3458-3459

Session: dfhyrio90llk

User-Agent: TheStreamClient/1.1b2

3GPP-Adaptation: url="rtsp://mediaser ver.com/movie.test/streaml D=1" ;size=35000; tar get-
time=5000

RTSP/1.0 200 OK

CSeq: 3

Transport: RTP/AVP/UDP;unicast;client_port=3458-3459; server_port=5680-5681,;
ssrc=4D23AE29

Session: dfhyrio9011k

3GPP-Adaptation: url=" rtsp://mediaserver.com/movie.test/streaml D=1";size=35000; target-
time=5000

PLAY rtsp://mediaserver.com/movietest/ RTSP/1.0
CSeq: 4

Session: dfhyrio90I1k

User-Agent: TheStreamClient/1.1b2

RTSP/1.0 200 OK

CSeq: 4

Session: dfhyrio9011k

Range: npt=0-

RTP-Info: url= rtsp://mediaserver.com/movie.test/streaml D=0; seq=9900;rtptime=4470048, url=
rtsp://mediaserver.com/movie.test/streaml D=1; seq=1004;rtptime=1070549

If the client desires to change the target buffer protection time during the session, it can signal a new value to the server
by means of an RTSP SET_PARAMETER request.

SET_PARAMETER rtsp://mediaser ver .com/movietest/ RTSP/1.0

CSeq: 8

Session: dfhyrio90I1k

User-Agent: TheStreamClient/1.1b2

3GPP-Adaptation: url="rtsp://mediaser ver .com/movie.test/streaml D=0" ;tar get-
time=7000,ur [="rtsp://mediaser ver.com/movie.test/streaml D=1" ;tar get-time=7000

RTSP/1.0 200 OK

CSeq: 8

Session: dfhyrio9011k

3GPP-Adaptation: url="rtsp://mediaserver.com/movie.test/streaml D=0";target-
time=7000,url="rtsp://mediaserver.com/movie.test/streaml D=1";target-time=7000

A.2.2 Implementation guidelines

A.2.2.1 Usage of persistent TCP

Considering the potentially long round-trip-delays in a packet switched streaming service over UM TS it isimportant to
keep the number of messages exchanged between a server and a client low. The number of requests and responses
exchanged is one of the factors that will determine how long it takes from the time that a user initiates PSS until the
streams starts playing in aclient.
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RTSP methods are sent over either TCP or UDP for IP. Both client and server shall support RTSP over TCP whereas
RTSP over UDP is optional. For TCP the connection can be persistent or non-persistent. A persistent connection is used
for several RT SP request/response pairs whereas one connection is used per RT SP request/response pair for the non-
persistent connection. In the non-persistent case each connection will start with the three-way handshake (SYN, ACK,
SY N) before the RTSP request can be sent. Thiswill increase the time for the message to be sent by one round trip
delay.

For these reasons it is recommended that 3GPP PSS clients should use a persistent TCP connection, at least for the
initial RTSP methods until media starts streaming.

A.2.2.2 Detecting link aliveness

In the wireless environment, connection may be lost due to fading, shadowing, loss of battery power, or turning off the
terminal even though the PSS session is active. In order for the server to be able to detect the client"s aliveness, the PSS
client should send ‘wellness information to the PSS server for a defined interval as described in the RFC2326. There are
several ways for detecting link aliveness described in the RFC2326, however, the client should be careful about issuing
'PLAY method without Range header field' too close to the end of the streams, because it may conflict with pipelined
PLAY requests. Below isthelist of recommended 'wellness' information for the PSS clients and serversin aprioritised
order.

1. RTCP
2. OPTIONS method with Session header field
NOTE: Both serversand clients can initiate this OPTIONS method.

The client should send the same wellness information in "Ready” state asin "Playing" and "Recording” states, and the
server should detect the same client”s wellness information in "Ready"” state asin "Playing" and "Recording" states. In
particular, the same link aliveness mechanism should be managed following a"PAUSE" request and response.

A3 RTP

A.3.1 General

Void.

A.3.2 Implementation guidelines

A.3.2.1 Maximum RTP packet size

The RFC 3550 (RTP) [9] does not impose a maximum size on RTP packets. However, when RTP packets are sent over
theradio link of a 3GPP PSS system there is an advantage in limiting the maximum size of RTP packets.

Two types of bearers can be envisioned for streaming using either acknowledged mode (AM) or unacknowledged mode
(UM) RLC. The AM uses retransmissions over the radio link whereas the UM does not. In UM mode large RTP packets
are more susceptible to losses over the radio link compared to small RTP packets since the loss of a segment may result
in the loss of the whole packet. On the other hand in AM mode large RTP packets will result in larger delay jitter
compared to small packets asthereis alarger chance that more segments have to be retransmitted.

For these reasons it is recommended that the maximum size of RTP packets should be limited in size taking into
account the wireless link. This will decrease the RTP packet loss rate particularly for RLC in UM. For RLC in AM the
delay jitter will be reduced permitting the client to use a smaller receiving buffer. It should also be noted that too small
RTP packets could result in too much overhead if IPFUDP/RTP header compression is not applied or unnecessary load
at the streaming server.

In the case of transporting video in the payload of RTP packets it may be that a video frameis split into more than one
RTP packet in order not to produce too large RTP packets. Then, to be able to decode packets following alost packet in
the same video frame, it is recommended that synchronisation information be inserted at the start of such RTP packets.
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For H.263 thisimplies the use of GOBs with non-empty GOB headers and in the case of MPEG-4 video the use of
video packets (resynchronisation markers). If the optional Slice Structured mode (Annex K) of H.263 isin use, GOBs
are replaced by slices.

A.3.2.2 Sequence number and timestamp in the presence of NPT jump

The description below is intended to give more understanding of how RTP sequence number and timestamp are
specified within the 3GPP PSS in the presence of NPT jumps. The jump happens when aclient sendsaPLAY request
to skip media

The RFC 2326 (RTSP) [5] specifiesthat both RTP sequence numbers and RTP timestamps must be continuous and
monotonic across jumps of NPT. Thus when a server receives arequest for a skip of the mediathat causes a jump of
NPT, it shall specify RTP sequence numbers and RTP timestamps continuously and monotonically across the skip of
the mediato conform to the RTSP specification. Also, the server may respond with "seq" in the RTP-Info field if this
parameter is known at the time of issuing the response.

A.3.2.3 RTCP transmission interval

In RTP [9] when using the basic RTP profile AVP [10], Section 6.2 of [9] defines rules for the calculation of the
interval between the sending of two consecutive RTCP packets, i.e. the RTCP transmission interval. These rules consist
of two steps:

- Step 1: an agorithm that calculates atransmission interval from parameters such as the RTCP bandwidth defined
in section 5.3.3.1 and the average RTCP packet size. This algorithm is described in [9], with example codein
annex A.7.

- Step 2: Taking the maximum of the transmission interval computed in step 1 and a mandatory fixed minimum
RTCP transmission interval. The RTP/RTCP specification [9] gives arecommendation that the minimum
interval is set to 5 seconds, but it may be scaled to other values in unicast sessions for al participants (SSRCs),
see section 6.2 of [9] for further details. For PSS and the AV P profile the minimum interval shall be 5 seconds.

NOTE: Thealgorithmin Annex A.7 of [9] must be accordingly modified to enable usage of the explicit
bandwidth values given for the RTCP bandwidth, as provided by the SDP bandwidth modifiers (RR and
RS) that shall be used by PSS according to clause 5.3.3.1.

I mplementations conforming to this TS shall perform step 1 and may perform step 2. All other algorithms and rules of
[9] stay valid and shall be followed. Please note that the processing described in [9] include a randomisation with an
equally distributed random function resulting in a value somewhere between 0.5 to 1.5 times the calculated value prior
to further scaling with a factor of 1/(e-1.5). Those RTCP intervals either can be compared as the average value or asthe
maximum interval.

Therulesdefined in RTP [9] and AVP [10] are updated by the AV PF profile [57]. The new rules remove the minimum
transmission interval rule. It also provides SDP signalling that allows the server to configure the RTCP behaviour.
When using the AV PF profile the PSS client and server shall send RTCP according to the rulesin [57] and comply with
the signalled parameters.

Below are formulas for calculating the maximal RTCP interval for given input parameters. Normally the RTCP packets
will be sent with smaller intervals. The formulas below have been reduced as much as possible and utilize the rules
resulting in the largest interval . The formulas are not a replacement for implementing the algorithm in any stack, as
some of the input values are dynamic and will change during a session.

Variables:
RSv: The RTCP bandwidth in bits/s assigned to active data senders
RRv: The RTCP bandwidth in bits/s assigned to data receiver only.
members: The total number of participants (SSRCs) in the session.
avg_rtcp_size: The average RTCP packet size in bytes.

min_rtcp_interval:  The minimum RTCP transmission interval in seconds.

t_rr_interval: The minimum reporting interval in seconds when in regular RTCP mode for AVPF.
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The calculation for the AVP profile;

x =1.5* max((avg_rtcp_size* 8 * members/ min(RSv, RRv)), min_rtcp_interval) / 1.21828
The calculation for the AVPF profile;

x =1.5* max(2*(avg_rtcp_size* 8 * members/ min(RSv, RRv)) / 1.21828, t_rr_interval)

The above formulas are valid for both a PSS server and a PSS client, and either side can compute the maximum RTCP
interval of either of the two sides. For example, the PSS server can compute the maximum RTCP transmission interval
for the RTCP packets received by the PSS client just by replacing the expression min(RSv, RRv) with RRv in the
formula.

When using the AV PF profile the sending of RTCP reports is governed by the AVPF mode in use, the RTCP
bandwidth, the average RTCP packet size and possibly the minimal reporting interval (t_rr_interval). In AVPF the
RTCP sender will work in regular reporting mode, unless there are any events to report on. This means that the normal
bandwidth limitation ruleis used, possibly combined with suppression based onthet_rr_interval variable. The
t_rr_interval variable can be set using signalling in SDP with the "trr-int" parameter. Also, due to the transitions
between early RTCP mode and the regular reporting mode the reporting can be delayed a complete regular reporting
interval. The other modes will all send RTCP at least as often as for the transition between early and regular mode.

A.3.2.4 Timestamp handling after PAUSE/PLAY requests

The description below intends to clarify how RTP timestamps are specified within the 3GPP PSS when a client sends a
PLAY request following a PAUSE request. The RTP timestamp space must be continuous along time during a session
and then reflect the actual time elapsed since the beginning of the session. A server must reflect the actual timeinterval
elapsed between the last RTP packets sent before the reception of the PAUSE request and the first RTP packets sent
after the reception of the PLAY request in the RTP timestamp. A client will need to compute the mapping between NPT
time and RTP timestamp each time it receivesa PLAY response for on-demand content. This means that a client must
be able to cope with any gap in RTP timestamps after aPLAY request.

The PLAY request can include a Range header if the client wants to seek backward or forward in the media, or without
a Range header if the client only wants to resume the paused session.

Example:
In this example Client C plays amedia file from Server S. RTP timestamp rate in this example is 1000Hz for clarity.

C->S.  PLAY rtsp://lexample.com/mediastream RTSP/1.0
CSeq: 2
Session: 123456
Range: npt=1.125-

S->C: RTSP/1.0 200 OK
CSeq: 2
Session: 123456
Range: npt=1.120-
RTP-Info: url=rtsp://example.com/mediastream; seq=1000; rtpti me=5000

S->C: RTP packet - seq = 1000 - rtptime = 5000 - corresponding mediatime (NPT time) = 1120ms
S->C: RTP packet - seq = 1001 - rtptime = 5040 - corresponding mediatime (NPT time) = 1160ms
S->C: RTP packet - seq = 1002 - rtptime = 5080 - corresponding mediatime (NPT time) = 1200ms
S->C: RTP packet - seq = 1003 - rtptime = 5120 - corresponding mediatime (NPT time) = 1240ms

C -> S: PAUSE rtsp://example.com/mediastream RTSP/1.0
CSeq: 3
Session: 123456

S->C: RTSP/1.0200 OK
CSeq: 3
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Session: 123456
[10 seconds elapsed]

C->S.  PLAY rtsp://lexample.com/mediastream RTSP/1.0
CSeq: 4
Session: 123456

S->C: RTSP/1.0 200 OK
CSeq: 4
Session: 123456
Range: npt=1.280-
RTP-Info: url=rtsp://example.com/mediastream; seq=1004;rtptime=15160

S->C: RTP packet - seq = 1004 - rtptime = 15160 - corresponding mediatime (NPT time) = 1280ms
S->C: RTP packet - seq = 1005 - rtptime = 15200 - corresponding mediatime (NPT time) = 1320ms
S->C: RTP packet - seq = 1006 - rtptime = 15240 - corresponding mediatime (NPT time) =