ETS| TS 127 060 V3.4.0 (2000-03)

Technical Specification

Digital cellular telecommunications system (Phase 2+) (GSM);
Universal Mobile Telecommunications System (UMTS);
Mobile Station (MS) supporting Packet Switched Services
(3G TS 27.060 version 3.4.0 Release 1999)

|
|
EEEE®
A GLOBAL SYSTEM FOR

— MOBILE COMMUNICATIONS

ETSI




3G TS 27.060 version 3.4.0 Release 1999 1 ETSI TS 127 060 V3.4.0 (2000-03)

Reference
RTS/TSGN-0327060UR1

Keywords
GSM, UMTS

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +334 93 6547 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

Individual copies of the present document can be downloaded from:
http://www.etsi.org

The present document may be made available in more than one electronic version or in print. In any case of existing or
perceived difference in contents between such versions, the reference version is the Portable Document Format (PDF).
In case of dispute, the reference shall be the printing on ETSI printers of the PDF version kept on a specific network
drive within ETSI Secretariat.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at http://www.etsi.org/tb/status/

If you find errors in the present document, send your comment to:
editor@etsi.fr

Copyright Notification

No part may be reproduced except as authorized by written permission.
The copyright and the foregoing restriction extend to reproduction in all media.
© European Telecommunications Standards Institute 2000.

All rights reserved.

ETSI


http://www.etsi.org/
http://www.etsi.org/tb/status
editor@etsi.fr

3G TS 27.060 version 3.4.0 Release 1999 2 ETSI TS 127 060 V3.4.0 (2000-03)

Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in respect
of ETS standards®, which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web server
(http://www.etsi.org/ipr).

Pursuant to the ETSI IPR Policy, no investigation, including PR searches, has been carried out by ETSI. No guarantee
can be given asto the existence of other IPRs not referenced in SR 000 314 (or the updates on the ETS| Web server)
which are, or may be, or may become, essential to the present document.

Foreword
This Technical Specification (TS) has been produced by the ETSI 3™ Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UM TS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under www.etsi.org/key .

ETSI


http://www.etsi.org/ipr
http://www.etsi.org/key

3G TS 27.060 version 3.4.0 Release 1999 3 ETSI TS 127 060 V3.4.0 (2000-03)

Contents
FOMBWOIT ...t bbb bbb 6
011 0o [ Tox £ o o USSR 6
1 o0 0= RS 7
2 REFEIEINCES. ...ttt bbbttt h Rt bt s b e b e s e et et e Rt e bt e bt et e nb et et e e 7
3 Definitions abbreviations and SYMDOIS...........coo e nee s 9
31 D 1T o] OSSR 9
3.2 ADBIEVIBLIONS. ..ot bbbt bbb bbb et b b ne b 9
33 Y101 0] TSRS 10
4 ACCESS referenCe CONFIGUIALION.........cccueiiieeie ittt e st beere e te e eaesresreeanesrenns 10
5 FUNCLiONS 1O SUPPOIT JBEA SENVICES .....c.eeeee ettt ee ettt et e st esaesreeneesaesneeneenee e 10
6 Interface to Packet DOMaiN BEArEr SEIVICES ......c..eooviiiieieieee ettt eee e 11
6.1 1S ST 11
6.2 UM T S ettt sttt a e bt b e b et e sese e b e R e st eRe e e e b e R e s b eRe e b e R e b b e Re e e b e Re e At e e eeeRe e et et e et ene e rens 11
7 Functions common to all configurations of a M S supporting Packet Switched Services...................... 12
7.1 Mobile Station MOdes Of OPEIELION .........coceiuiiieie ettt e b sbe e e e e see st e sbe e e eneas 12
7.2 o )Y Lo 1 (= - 12
7.3 Terminal CONtEXE PrOCEAUIES .......cueiuiriereiee et eeeeestesteste s e s e sseseeseeeeseestessesresseeseessesensesee st ennsenseseessesseenennenns 12
731 SN 1 7 e o TR 12
732 S D = T 12
7.3.3 MS Originated PDP CONLEXt ACHVELION .......eeueeeeieesieresie e sresesresesee e se e e seesse e srestessesseeseseeseessesneenees 12
734 MS Originated Secondary PDP Context ACHIVAiON........ccccecvveiieereeeeerees e see e et e e e seeseeneas 12
7.35 Network Requested PDP CONteXt ACHVALTON. ........cccuiiiiiiie ettt b e e 13
7.3.6 MS-Initiated PDP Context MOdifiCatiON..........cooeoiiieiiee ettt et 13
7.3.7 PDP CONEXT DEACLIVALION ...ttt et b et e e et e et e s be s aesb e et e beseesbesaeebeennenean 13
7.3.8 PDP cONtext related PAraIMELEN'S .........c.oiiierieie ettt sttt b et e e e et see st e saesaeeae e e eseeseesbesaeeneeneeneas 13
7.38.1 2G-MS. ettt e A b oAt AR et bR et b e Re et b e Re et b e Re et eRene et ene et teneneerens 13
7.3.8.2 BGMIS et b ettt a et b oAt bRt R R e e b e Ae et e Re et b e Re et et eRe e bene et etenearerens 13
8 QW OID > ..t h ettt ettt e be e s bt e sae e ea et e be e be e he e eh et eRe e eaEeebeeebe e eheeeaeeeabeebeebeenreenreeas 14
9 [P BASEO SEIVICES.....ccuiieeiiieeeeeie ettt b et b e et b ettt b et e b e s b e nb et e e et be st et e b et ens 14
9.1 Example mapping of functions between the R reference point and the Packet Domain bearer for IP over

PP et b et b et b et b e R et b e Ae s A eRe AR eAe e R eRe b et e ReeeebeAe e At e e eeeRe e e tete et ene e rens 14
9.2 Example mapping of functions between the R reference point and the Packet Domain bearer for 1P over

IMICIVIL PPP ...ttt sttt ettt st et se 4t e e s b e s et et ene e s ke se b et e sesaebeae e bt e e seebene st et e e seene e erns 16
10 PPP BASEU SEIVICES ...eouiiitieeeeieeteeie st eee st steeseesee et e testeeseestesseeeeaseaneessesseeneeseeeseensesaeensensesneesesseeneeseennen 17
10.1 Example mapping of functions between the R reference point and the Packet Domain bearer

(transparent PPP NEJOLIALION) .......ccueiiriieresteeeeesees e stestesseeeesaesee e seessesseesaessessesaessesseessessessensessessessesseneenees 18
10.2 Example mapping of functions between the R reference point and the Packet Domain bearer (relayed

L 10 o (= 1o ) SRR PR S 19
11  Internet Hosted Octet Stream Service (IHOSS)... ..ot 20
111 [T oo 8 1o o U RUR SR 20
11.2 Example of protocol StaCkS @t the IMT ......eue et st ene e enean 21
11.3 IHOSS connection control and OSP PDP context Management.............ceeeereererereeseresesesseeseeseessesesssessessees 21
1131 Connection establishment and PDP cONtext aCtiVation ............ccoeiiieirenneserseseese e 21
11.3.2 Connection release and PDP context deaCtiVatioN ...........coeireriririenineseeese st 22
114 OSP:IHOSS SUDSEL Of OSP.......oicieieeieiisisieesesieeeesiee st esesesae e seseese e seeseesesesessesesessesesessesessssesesessesessssesesens 22
1141 LS (U TT = 0 (== 10 =P 22
11411 (O S0 v R 1 o[o) o ST URRUSR 22
11412 FLOW CONEFOL ...ttt bbbt e e et e bt s bt e b e e aeea e e seeneeneese e besaesbesneenneneens 22
11.4.2 OPLIONAl FEBLUMNES ...ttt et b e bt bt ae e e e s eese e be s bt ebeeae e e e ee st e besaesbeeneeneenes 22
11421 Break NaNAITING.....cce ettt e b et ae et e e b s b e b e a e et e e et et ebenneeneeneen 22

ETSI



3G TS 27.060 version 3.4.0 Release 1999 4 ETSI TS 127 060 V3.4.0 (2000-03)

11422 Packet ASSEmMbIer/DiSASSEMDIEN .........coiriiirererre e 22
11.4.2.3 GGSN maximum buffer Size NEGOLILION .........eceeeeeeese s nes 23
11.4.3 NOE-FEQUITEH FEALUIES........ ettt ettt b e bt e ae et e e e se e besee et e s aeeaeen e e e enbeseeebesaeeneennenean 23
115 ProtOCOl OPLION PAIAMELEIS.......e ettt h et e e e e be bt bt st e s e e e e aeesbesaeeaeeneeneeseeebesaeeneeneenean 23
1151 [ [0S 1= 0L PSPPSRSO 23
1152 Lo T B VLU0 o OSSPSR 23
1153 ProtoCOl TYPE - TCP OF UDP ...ttt sttt sttt a e e e e e e e besbeseeebesaeeneenneneas 23
1154 GGSN PAD parameters (maximum buffer SIZ€S ONlY) ..o 24
N o 10 7= 10 SR 24
12.1 GeNEral 0N AT COMIMENGS......cveireireierrereere sttt sttt e s st e e s et sesa et e s eseneer e e e e re s e nennese e nrenenens 24
1211 Interaction of AT commands, Packet Domain management and PDPS.........ccccocvereeieesenevese e 24
12111 AT COMMEANAS 8NGO FESPONSES ......eeveteeteeeeeeateete st eteeeeseseeatesteaaeaseesesesseasesaeeseaneansaasessessesseasesnesneensans 25
12112 PDP and layer 2 protoCOl OPEratiON........ccoiiiiieieeieeee sttt st sb e e e e et see b e neseesbesnesneeneens 25
12113 Management of Packet SWItChed SErVICES.........c.oii i 25
12.1.1.31 PS @ACHIMENT ...ttt s b e bbb 25
12.1.1.32 PDP CONEXE BCHVALTON. .....eeee ettt se et et eb e aeese e e e e e beseeebesneeneeneeneas 25
1212 Use of default context parameter VBIUES ...........ooii oottt et e e 25
12121 PP By ...ttt R R Rt r et nn s 26
12.1.2.2 PDP address (Of tNEMS) ..ottt e st a st sa et e e e aeene e e sresrenneeneenens 26
12.1.2.3 ACCESS POINE NBIME......ceiireeree ettt r e e 26
12.1.2.4 QOS REGUESEEM .......cuvriieeiies ettt r bt ne et eer e et eer e e nn s 26
12.1.25 PDP Configuration OPtiONS.........cceiueiueieriresesteseseeteseesieseestesesseeseessessessessessessessessessesseessessessessesnees 26
12.2 Example command sequences for dial-compatibility MOCe .........ccevvveiieieieiec e 26
1221 PPP in dial compatibility MOOE.........couiiieie ettt et eae e eas 26
12211 Mobile initiated |P CONtEXE BCHIVALTON. ........ciiieiieieie et e 26
12.21.2 Network requested 1P CONtEXE ACHVALTON .........cooeiieeiiie e 28
Annex A (informative): Summary of AT commandsfor the Packet Domain .........cccccceeevvieeinnen, 30
Annex B (informative): Octet Stream Protocol (OSP) PDP type.......ccccoeieieeieeenieeeeeesesieseseneens 31
0 oo o= R 31
B.2  SEIVICE PITMITIVES .....eiivecee ettt et st et e s b et e st e e aeesteebeentesaeeneeebetesaeensesteenneseennn 32
B.2.1 Service Primitives provided by the OSP Iayer ..o e 32
B.2.11 OS-DATATEUESL......ceeeeteeireieie ettt s et e e r st esa et s s e et r bt e e et e b et rer e e nn e nr s 33
B.2.1.2 OS-DATANAICALION ....vvieieiierteees et r e r et es e r et b e rer e nn et nrns 33
B.2.1.3 OS-UNITDATALTEOUESL ...ttt ese ettt r et sr et ese e ss et es e sn et se s r s nena et ne b e rer e e e n e nrns 33
B.2.14 OS-UNITDATANGICALION. ....ceteireiieeretisisreees et r e nn e nnns 33
B.2.15 OS-FLOWCONTROL .FEUESL....c.cveetrereiireereiesesresesesresessssesesessese s sess s ses e s e ssesesessesessssssssnens 33
B.2.1.6 OS-FLOWCONTROL .INQICALON .....cvveiieteesieieseresteesistesesesiesesesbesesessesesasse e sessesesessesesessesesssssssssssensssens 33
B.2.1.7 OS-BREAK .FEOUESL ...ttt sttt sttt sttt b et s b bt se bt b eb e ne e e bt b ke e e e b et b e b e e se e b et s bt et snebenesbes 33
B.2.1.8 OS-BREAK INICATON. ...ttt sttt sttt s b e sttt b bbb e b et bt e e b bt st 33
B.2.1.9 OS-CONTROL.FEOUESE ......cecttesereeteieststesesesteieseste e sesbasesesbe e sesbesesssbesesesbesessebe st seebesesesbeneseebenesbebenessesenessans 33
B.2.1.10 OS-CONTROL.INUICALION......vcvieietiirtrteseseeiee sttt se sttt sttt e bt e besesesbe e sesbebese b ese e sbenesbebe e saesenesees 33
B.2.1.11 OS-FORWARD .FEOUESE . ....c.ctterereeteaeststesesestesesesteesessasesesbe e sessasesesba e sessaseseebeseseebesesesbanesesbenesbebenssassenessans 33
B.2.2 Service Primitives Used by the OSP LAYES ......ccccceiiiiiicecesese sttt sa e e sttt sne e eneenes 33
B.221 SN-DATATEUESL......cceieeteitreieere ettt r et r et s e Rt e bt rer et e b et rer e e nnen et nnns 34
B.2.2.2 SN-DATATNAICALION ...ttt rer e nn e nrns 34
B.2.2.3 SN-UNITDATALTEOUESL ...ttt s e st n et b e a e b e rer e et nnns 34
B.2.24 SN-UNITDATAINAICAION.....ceiiireiiisreriseeees st 34
B.2.25 GT-DATATEOUESE ...ttt ettt r et r et se et s et ne Rt e Rt n e bt e R et e bt rer et et nnns 34
B.2.2.6 L D VAN W o Tz (o OSSPSR 34
B.2.2.7 GT-UNITDATATEUESE ......ctitiiietetsietesestete e bt sesae st sbesesesbe e seebesesssbe e sesbese s b eba e sseb et sbebabenesbebe e ssenenesbaes 34
B.2.2.8 GT-UNITDATAINAICAON. . .cveiieieisietesisieiee sttt sttt b et sb et se b et se b se s et e e se st e e bt e e saene e stes 35
B.3  OSP FUNCHONGl MOGEL ..ottt sttt sae e e be e e e e sreeneeseeens 35
B.4  OSP N-PDU (PACKEL) FOIMEL ........coveieeeeeeieieeieiee st nn e 35
B.4.1 L@ S 156 = PSSP PRSPPI 36
B.4.11 2 A e 1= TS L g I =) TSSO 36
B.4.1.2 Bit 2 - Ready to Receive (RTR) - fIOW CONEIOL ......cc.ooiiiie i 36
B.4.1.3 Bit 3 - Break REQUESE (BR) .....ciiiiirieiiririee sttt ettt sttt b et b bt st se et e nnenas 36

ETSI



3G TS 27.060 version 3.4.0 Release 1999 5 ETSI TS 127 060 V3.4.0 (2000-03)

B.4.14 Bit 4 - Break ACKNOWIEAGE (BA) ....voieeceieeee ettt sttt sttt sttt e e see st s se e s e e e e srestesneeneennenean 36
B.4.1.5 (o LRSIl o= 1Y/ o= o 1Y) o= (o ) P 36
B.A2  OSP PAYIOAO ...t 37
B.4.2.1 L0 LS g = - OSSR 37
B.4.2.2 (00511 7o) N o] Fo ot OSSOSO 37
B.5 Packet Assembly/Disassembly (PAD) fUNCHION .......cccooiiiieiiieeeceee et 37
B.5.1 o e AN 0] o = OSSPSR 37
B.51.1 2T 1= g 0 P 37
B.5.1.2 F = Tot A7 Y 00T = o Y SR 37
B.5.1.3 Maximum Buffer Delay timer expiry (OPtONAL) ......ccvieeeeeeiere st es 38
B.5.14 S o LC ol ot g =Tt = () 38
B.5.15 Change in fIOW CONEIOL SLALE...........eiueeieeieee ettt se e see et et e e besaeebe e e eneenes 38
B.5.1.6 Immediate fOrwarding FEQUESE..........o ettt ettt e et e et se et e s ae b e eae e e en e e seeebesaeeneenneneas 38
B.5.2 PaCKEL DISASSEMIDIEY ......cueiiiecieee ettt et et st e s be e sbeesbeetesaeesaeesbeanbeenbeenteentesseesaeesaeesseenseanseans 38
BB FIOW CONEIOL ...ttt ettt b bbbt ettt be bbb e b et et 39
2 A = = 1 7= T g SR 39
23S I @0 11 (o] I o] Koot =100 39
B.9  QUAILY OF SEIVICE ... bbbttt b e b sb e b e bt b bbbt e e 40
o 0 O T O 1 Y = = oo 40
B.11 Protocol Configuration OPLIONS........ccoiiierererereseere e e ee st e seeeseeseeeseeseeseeeeesaeeseeseesneensesseeneeseesnes 40
2 R @ 5 V= = T o SRRSO 40
B.11.2  GGSN PAD PAIAIMELENS. ... .couiiiieeteueieteesteeiteeieeeeseesaeesae e saeaaeeaseeaeesaeaab e e beesbeaabesaeesaeesaeesaeasesaseeaneeseanbeasbeesenn 41
Annex C (informative): Change NISLOrY ..ot 42

ETSI



3G TS 27.060 version 3.4.0 Release 1999 6 ETSI TS 127 060 V3.4.0 (2000-03)

Foreword

This Technical Specification (TS) has been produced by the 3" Generation Partnership Project (3GPP).

The present document defines the requirements for TE-MT interworking over the R-reference point for the Packet
Domain, within the GSM and 3GPP systems. In addition, annex B describes the Octet Stream Protocol (OSP) PDP type.

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where:
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

Introduction

The present document defines the requirements for TE-MT interworking over the R-reference point for the Packet
Domain, within the GSM and 3GPP systems. It is up to the manufacturer how to implement the various functions but
the present document and existing 3G TS 27.001, 27.002, and 27.003 shall be followed where applicable.

It isthe intention that the present document shall remain as the specification to develop aM S for support of Packet
Switched services and its text includes references to UMTS/GSM standards.
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1

Scope

The UMTS/GSM PLMN supports a wide range of voice and non-voice services in the same network. In order to enable
non-voice trafficinthe PLMN there is a need to connect various kinds of terminal equipments to the Mobile Station
(MS). The present document defines the requirements for TE-MT interworking over the R-reference point for the
Packet Domain , including the protocols and signalling needed to support Packet Switched services, as defined in

3G TS22.060 and 3G TS 23.060.

2

References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present

document.

» References are either specific (identified by date of publication, edition number, version number, etc.) or

non-specific.

» For aspecific reference, subsequent revisions do not apply.

» For anon-specific reference, the latest version applies.
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3 Definitions abbreviations and symbols

3.1 Definitions

For the purposes of the present document, the following terms and definitions given in 3G TS 22.060 and 3G TS 23.060
and the following apply:

2G- | 3G-: prefixes 2G- and 3G- refersto functionality that supports only GSM or UMTS, respectively, e.g., 2G-SGSN
refers only to the GSM functionality of an SGSN. When the prefix is omitted, reference is made independently from the
GSM or UMTS functionality.

3.2 Abbreviations

For the purposes of the present document, the following abbreviations apply:

APN
GGSN
GPRS
GSN
GTP-U
HDLC
ICMP
IETF
IHOSS
1P
IPv4
IPV6
LA
LCP
LLC
MAC
MCML
ME
MP
MS
MT
NCP
osP
OSP:IHOSS
PAD
PDCP
PDN
PDP
PDU
PPP
PS
PTM
PTP
PVC

Access Point Name

Gateway GPRS Support Node
General Packet Radio Service

GPRS Support Node

GPRS Tunnelling Protocol for user plane
High Level Data Link Control
Internet Control Message Protocol
Internet Engineering Task Force
Internet Hosted Octet Stream Service
Internet Protocol

Internet Protocol version 4

Internet Protocol version 6

Location Area

Link Control Protocol

Logical Link Control

Medium Access Control

Multi-Class Multi-Link PPP

Mobile Equipment

Multilink PPP

Mobile Station

Mobile Termination

Network Control Protocol

Octet Stream Protocol

Octet Stream Protocol for Internet Hosted Octet Stream Service
Packet Assembler/Disassembler
Packet Data Convergence Protocol
Packet Data Network

Packet Data Protocol , e.g., IP or PPP
Protocol Data Unit

Point-to-Point Protocol

Packet Switched

Point To Multipoint

Point To Point

Permanent Virtua Circuit
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RA
SGSN
SNDCP
TCP
TE
TFT
UDP

3.3

Routing Area

Serving GPRS Support Node

SubNetwork Dependent Convergence Protocol
Transmission Control Protocol

Terminal Equipment

Traffic Flow Template

User Datagram Protocol

Symbols

For the purposes of the present document, the following symbols apply:

Gb
Gi

Gn
Gp

Gs
lu
R

Um

Uu

Interface between a SGSN and aBSC.

Reference point between the Packet Domain and an external packet data network.

Interface between two GSNs within the same PLMN.

Interface between two GSNsin different PLMNSs. The Gp interface allows support of Packet
Domain network services across areas served by the co-operating PLMNSs.

Interface between an SGSN and MSC.

Interface between the RNS and the core network. It is also considered as a reference point.

The reference point between a non-ISDN compatible TE and MT. Typically this reference point
supports a standard serial interface.

The interface between the MS and the GSM fixed network part. The Um interface isthe GSM
network interface for providing packet data services over the radio to the MS. The MT part of the
MS s used to access the GSM services through thisinterface.

Interface between the mobile station (MS) and the UMTS fixed network part. The Uu interfaceis
the UMTS network interface for providing packet data services over theradio to the MS. The MT
part of the MSis used to access the UMTS services through thisinterface.

4

Access reference configuration

Figure 1 shows the relationship between the M S, its terminal equipment and the UMTS/GSM network in the overall
Packet Domain environment.

reference point

R Gi

Um or Uu

TE | MT|—

Packet Domain

other network

W_//

network 1

,,,,, N Gp

Packet Domain
network 2

Figure 1. Packet Domain Access Interfaces and Reference Points

MS

5

Functions to support data services

The main functions of the MT to support data services are;

- physical connection at the reference point R;

- flow control between TE and MT;

- mapping of user signalling to/from the Packet Domain bearer;
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- mapping of packets belonging to different flows to appropriate PDP contexts;
- support of dataintegrity between the terminal equipment and the Packet Domain bearer;
- functions to support character based data;

- functions to support packet based data.

6 Interface to Packet Domain Bearer Services

6.1 GSM

The following figure 2 shows the relationship of the GSM Packet Domain Bearer, terminating at the SNDCP layer, to
the rest of the GSM Packet Domain environment. It is shown for reference purposes only and detailed information can
be found in 3G TS 23.060.

Access Access

point point
\Rel

SNDCP SNDCP TP-U GTP-U

LLC LLC UDP UDP
\Rely
RLC RLC BSSGP BSSGP 5 B
MAC MAC | Network Network L2 L2
Service Service
GSM RF GSM RF| L1bis L1bis L1 L1
Um Gb Gn Gi

MS BSS SGSN GGSN

Figure 2: User Plane for Packet Domain services in GSM

6.2 UMTS

The following figure 2a shows the relationship of the UMTS Packet Domain Bearer, terminating at the PDCP layer, to
the rest of the UM TS Packet Domain environment. It is shown for reference purposes only and detailed information can
be found in 3G TS 23.060.

Access Access
point point

! !

Relay Relﬁy/
PDCP PDCP GTP-U GTP-U GTP-U GTP-U
RLC RLC UDP/IP UDP/IP | UDP/IP UDP/IP
MAC MAC AALS AALS L2 L2
L1 L1 ATM ATM L1 L1
Uu lu-PS Gn Gi
MS RNS 3G SGSN GGSN

Figure 2a: User Plane for Packet Domain services in UMTS
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7 Functions common to all configurations of a MS
supporting Packet Switched Services

7.1 Mobile Station Modes of Operation

Three GSM M S modes of operation are identified: Class A, B, and C. These modes of operation are described in
3G TS 23.060.

Three UMTS MS modes of operation are supported in UMTS: A PS/CS mode of operation correspondsto class-A
mode of operationin GSM. A PS mode of operation corresponds to class-C mode of operation in GSM. A CS mode of
operation is out of scope in the present document.

7.2 Physical Interface

The physical interface between the TE and the MT may conformto CCITT/ITU-T V.24/V .28, or to IrDA IrPHY
physical standard specification, or to PCMCIA PC-Card electrical specification. All signal levels and their operation
shall be as specified in 3G TS 27.001, 27.002, and 27.003.

7.3 Terminal context procedures
This subclause describes the relationships for PS Attach and Detach, and PDP Context Activation, Modification and
Deactivation. The procedures for these functions are described in 3G TS 23.060.

7.3.1 PS Attach

The PS Attach shall be performed prior to activating a PDP context. The PS Attach may be performed automatically or
manually depending on the manufacturer’s implementation and configuration.

7.3.2 PS Detach

The PS Detach may be performed automatically or manually depending on the manufacturer’s implementation and
configuration. The following cases are valid:

- if the connection between the TE and MT is broken then the MT may perform the PS Detach procedure;
- if the network originates a PS Detach the MT may inform the TE;
- if theradio connection is broken then the MT may inform the TE;

- if the TE deactivates the last PDP context then the MT may perform the PS Detach procedure.

7.3.3 MS Originated PDP Context Activation

The PDP Context Activation procedure may be performed automatically or manually depending on the manufacturer’s
implementation and configuration. Depending on the manufacturer’ s implementation and configuration, O, 1, or more
PDP contexts can be active simultaneoudly.

7.3.4 MS Originated Secondary PDP Context Activation

The Secondary PDP Context Activation procedure may be performed automatically or manually depending on the
manufacturer’ s implementation and configuration. Depending on the manufacturer’ s implementation and configuration,
0, 1, or more PDP contexts can be active simultaneoudly for the same PDP address.
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7.3.5 Network Requested PDP Context Activation.

The network can request a PS attached M S to activate a specific PDP context.

7.3.6 MS-Initiated PDP Context Modification

The MS-Initiated PDP Context Modification procedure may be performed automatically or manually depending on the
manufacturer’ s implementation and configuration.

7.3.7 PDP Context Deactivation

The PDP Deactivation may be performed automatically or manually depending on the manufacturer’ s implementation
and configuration. The following cases are valid:

- if the connection between the MT and the TE is broken then the MT may perform the PDP Context Deactivation
procedure;

- if theradio connection is broken then the MT may inform the TE;

- if the TE deactivates the last PDP context then the MT may perform the PS Detach procedure.

7.3.8 PDP context related parameters

7.3.8.1 2G-MS
It shall be possible to enquire and/or set the following parameters:

- requested quality of service;

traffic flow template;

- compression on or off;

- TCP/IP header compression on or off;
- PDP address,

- PDPtyps;

- Access Point Name (APN);

- protocol configuration options (if required by the PDP type).

7.3.8.2 3G-MS
It shall be possible to enquire and/or set the following parameters:
- requested quality of service;
- traffic flow template;
- protocol control information compression, on or off;
- PDP address;
- PDPtyps;
- Access Point Name (APN);

- protocol configuration options (if required by the PDP type).
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8 <VOID>

9 IP Based Services

All protocolsthat are supported by the underlying IP protocol are applicable in the Packet Domain environment.
However there may be some limitations due to the RF environment.

The IP protocol can be run over various underlying protocols as shown in the figure 6.

TE R ref MT
Applic. €« -—-—————"—"—"—"—"—"—"—"—"—"—"—"—"—"———-= >
P
IP RELAY
L2/PPP
L2/PPP Packet Domain
Bearer

L1 L1

Figure 6: IP Based Services

PPP isawidely supported protocol in numerous operating systems and this alleviates the need for any Packet Domain
specific protocol at the TE. PPP at the MT shall comply with the following specifications IETF STD 51 (RFC 1661,
RFC 1662), RFC 1570, RFC 1989, RFC 1332, and optionally RFC 2472 for IPv6. The Domain Name Server
information shall be delivered as defined in RFC 1877. The delivery of vendor-specific packets and options shall
conform to RFC 2153,

Asan dternative to PPP, an L2 protocol can be used which is defined as a manufacturer’ s operating system dependent
protocol capable of carrying IP frames over the R reference point. An example for such an L2 protocol isthe Multi-
Class Multi-Link (MCML) PPP. The MCML is defined in RFC 2686 and is based on Multi-Link (MP) PPP whichis
defined in RFC 1990.

9.1 Example mapping of functions between the R reference
point and the Packet Domain bearer for IP over PPP

The following example illustrates the case when the | P over PPP functionality is used in the MT. The example does not
include all the details of PPP, but only describes the logical operation of PPP connection establishment, host
authentication and |P configuration.

Each interface at the R reference point can support only one PPP connection and each PPP connection can support only
one |P session. Therefore, in PPP mode only one IP PDP context can be activated per interface at the R reference point.
However, it is possible for aPCMCIA card (or other multiplexed interfaces) to support multiple virtual interfaces
(communications ports) at the R reference point. Multiple PPP connections and | P contexts are possiblein this case.
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1

2)
3)

4)

5)

6)

7)

8)
9)

TE R MT Um/Uu

1. AT command

2. AT response

&

3. LCP Configure-Request

4. LCP Configure Ack

d

5. LCP Configure-Request

&

6. LCP Configure Ack

7. Host authentication

hl >

8. NCP Configure-Request

> 9. PS Attach

»
»

10. PDP context Activation

11. NCP Contigure Ack N i

Figure 7: IP Over PPP Based Service

The TE issues AT commands to set up parameters and enter PPP mode (refer to subclause on AT commands for
further details).

The MT sends AT responses to the TE.

The PPP protocol in the TE sends a LCP Configure-Request. This command is to establish a PPP link between
the TE and the MT.

The MT returns LCP Configure-Ack to the TE to confirm that the PPP link has been established. The MT might
previously have sent a LCP Configure-Nak in order to reject some options proposed by the TE. Thisin turn
might have triggered a retransmission of the L CP Configure-Request with different options.

The PPP protocol inthe MT sends a LCP Configure-Request in order to negotiate for the authentication protocol
used for authentication of the host TE towardsthe MT. The MT shall initially negotiate for CHAP, and if thisis
unsuccessful, for PAP.

The TE returns a LCP Configure-Ack to the M T to confirm the use of the specified authentication protocol. The
MT might previoudly have sent a LCP Configure-Nak in order to reject the protocol proposed by the TE. Thisin
turn might have triggered a retransmission of the L CP Configure-Request with different options.

If the negotiated authentication protocol is either of CHAP or PAP, the TE authenticates itself towardsthe M T
by means of that protocol. The MT stores the necessary authentication data and sends alocally generated
positive acknowledgement of the authentication to the TE. If none of the protocolsis supported by the host TE
no authentication shall be performed. Refer to 3G TS 29.061 for further details on the authentication.

The PPP protocol in the TE sendsto the MT a NCP Configure-Request. This command activates the | P protocol.
If the MSisnot yet PS attached, the MT performs the PS Attach procedure as described in 3G TS 23.060.
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10) The MT performs a PDP Context Activation as described in 3G TS 23.60. |P configuration parameters may be

carried between the MT and the network in the Protocol Configuration Options IE in PDP Context Activation
messages. The Protocol Configuration Options IE sent to the network may contain zero or one NCP Configure-
Request packet (in addition to any LCP and authentication packets). The Protocol Configuration Options |E
received from the network may contain zero or one NCP Configure-Ack, zero or one Configure-Nak and/or zero
or one Configure-Reject packets (in addition to any L CP and authentication packets).

11) Based on the information received in the Protocol Configuration Options IE, the MT acknowledges to the PPP

9.2

protocol in the TE that the IP protocol is now activated by sending a NCP Configure-Ack command. Before
sending a NCP Configure-Ack, the MT might previously have sent a NCP Configure-Nak and/or Configure-
Reject in order to reject some |P parameters proposed by the TE. Thisin turn might have triggered a
retransmission of the NCP Configure-Request with different parameter values. The decision to reject a specific
parameter or parameter value may be based on the information received from the network in the Protocol
Configuration Options |E. NCP Configure-Ack may also carry |P protocol related parameters such as dynamic
IP address to the TE. The MT shall also pass name server information to the TE if the TE has requested for it
and if thisinformation is provided by the GGSN. Other packet types and options may optionally be delivered.
The MT may choose to immediately deactivate the PDP context due to the information received from the
network in the Protocol Configurations Options | E.

Example mapping of functions between the R reference
point and the Packet Domain bearer for IP over MCML PPP

When MCML is used instead of standard PPP [34] at the R-reference point, it is possible to support multiple IP sessions
on one MCML connection. Thisis achieved by using an additional MP header after the standard PPP header. MCML
provides two different MP headers, a 2-byte header to have four |P sessions and a 4-byte header to have sixteen |P
sessions multiplexed over the MCML connection.

Since both MP and MCML closely follow the PPP connection establishment and negotiation model described in
subclause 9.1, it is not replicated in this subclause. The major difference isthe additional negotiation capabilities used
during the LCP configuration negotiation [44], [45].
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10 PPP Based Services

By means of the PDP type ‘PPP' the Packet Domain may support interworking with networks based on the point-to-
point protocol (PPP), aswell as with networks based on any protocol supported by PPP through one of its Network
Control Protocols (NCPs). It may also support interworking by means of tunnelled PPP, by e.g. the Layer Two
Tunnelling Protocol (L2TP). The protocol configurations are depicted in figures 8aand 8b.

TE R ref MT GGSN Gi ref

Application

L3

PPP PPP

L2 - —————p |2 .
Packet Domain

Bearer

L1 L1

Figure 8a: PPP Based Services (transparent PPP negotiation)

TE R ref MT GGSN Gi ref
Application
L3
[ ————— = - —————— - — = — ] > / ________ :
PPP PPP | PPP PPP Y !
L2 - ——————p| |2
Packet Domain Bearer
L1 L1

NOTE. In the above case the 'L2' protocol is compliant with [35].

Figure 8b: PPP Based Services (relayed PPP negotiation)

The ‘L3 protocol is anetwork layer protocol supported by one of the PPP NCP's. All protocols currently supported by
NCP'sarelisted in [36].

The PPP isawidely supported protocol in numerous operating systems and this alleviates the need for any Packet
Domain specific protocol at the TE. PPP at the GGSN shall comply with [34]. The Domain Name Server information
shall be delivered as defined in [40]. The delivery of any vendor-specific packets and options shall conform to [41].

The ‘L2 protocol may be the link layer protocol defined for the PPP suite [35]. As an alternative an ‘L2’ protocol can be
used which is defined as a manufacturer’s operating system dependent protocol capable of carrying PPP frames over the
R reference point. In case the link layer protocol defined for the PPP suite [35] isused as'L2' protocol, the MT may
negotiate LCP options related to the 'L 2' framing (e.g. 'ACCM' [35], 'ACFC' [34] and 'FCS-Alternatives [37]), with the
TE. The MT shall removethe'L1" and 'L 2" specific framing from PPP framesin the uplink direction and add it in the
downlink direction (see figure 8b).
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10.1  Example mapping of functions between the R reference

point and the Packet Domain bearer (transparent PPP
negotiation)

The following example illustrates the case when the PPP negotiation is carried out transparently between the TE and the
GGSN. The example does not include al the details of PPP, but only describes the logical operation of PPP LCP, host
authentication and PPP NCP negotiations.

1

2)
3)
4)

5)

6)

7)

TE R MT GGSN

1. AT command

2. PDP context Activation

d »

3. AT response

4. LCP Configure-Request

5. LCP Configure Ack

6. LCP Configure-Request

7. LCP Configure Ack

8. Host authentication

9. NCP Configure-Request

10. NCP Configure Ack

Figure 9a: PPP Based Service (transparent PPP negotiation)

The TE issues AT commands to set up parameters and activate a PDP Context (refer to sub-clause on AT
commands for further details).

The MT performs a PDP Context Activation as described in 3G TS 23.060.
The MT sends AT responses to the TE.

The PPP protocol in the TE sends an L CP Configure-Request. This command establishes a PPP link between the
TE and the GGSN.

The GGSN returns an LCP Configure-Ack to the TE to confirm that the PPP link has been established. The
GGSN might previously have sent an LCP Configure-Nak in order to reject some options proposed by the TE.
Thisin turn might have triggered a retransmission of the L CP Configure-Request with different options.

The PPP protocol in the GGSN sends an L CP Configure-Request in order to negotiate for the authentication
protocol used for authentication of the host TE towards the GGSN.

The TE returns an LCP Configure-Ack to the GGSN to confirm the use of the specified authentication protocol.
The GGSN might previously have sent an LCP Configure-Nak in order to reject the protocol proposed by the
TE. Thisin turn might have triggered a retransmission of the L CP Configure-Request with different options.
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8) The TE authenticates itself towards the GGSN by means of the negotiated protocol. If no authentication protocol
can be negotiated the GGSN may reject the PPP connection. Refer to GSM 09.61 for further details on the
authentication.

9) The PPP protocol in the TE sends to the GGSN an NCP Configure-Request. This command activates the
network layer protocol.

10) The GGSN acknowledges to the PPP protocol in the TE that the network layer protocol is now activated by
sending an NCP Configure-Ack command. Before sending an NCP Configure-Ack, the GGSN might previoudy
have sent an NCP Configure-Nak in order to reject some parameters proposed by the TE. Thisin turn might have
triggered a retransmission of the NCP Configure-Request with different parameter values.

10.2  Example mapping of functions between the R reference
point and the Packet Domain bearer (relayed PPP
negotiation)

The following example illustrates the case where the link layer protocol defined for the PPP suite [35] isused as'L2'

protocol. The LCP options related to the 'L2' framing (e.g. 'ACCM', 'ACFC' and 'FCS-Alternatives) are negotiated

between the TE and the MT. All other PPP negotiation is relayed transparently between the TE and the GGSN. The

example does not include all the details of PPP, but only describes the logical operation of PPP LCP, host authentication
and PPP NCP negotiations.

TE R MT GGSN

1. AT command

"| 2. PDP context Activation
3. AT resporise N 7

4. LCP Configpre-Request

5. LCP Configure Ack

d

6. LCP Configurg-Request

7. LCP Configurg Ack

> >

8. Host authenticption

9. NCP Configure¢-Request

> >

10. NCP Configure Ack

d d

Figure 9b: PPP Based Service (relayed PPP negotiation)

1) The TE issues AT commandsto set up parameters and activate a PDP Context (refer to sub-clauseon AT
commands for further details).

2) The MT performs a PDP Context Activation as described in 3G TS 23.060.
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3) The MT sends AT responsesto the TE.

4) The PPP protocol in the TE sends an LCP Configure-Request. If the request contains options related to the 'L2'
framing these are negotiated by the MT. The LCP Configure-Request shall subsequently be relayed to the
GGSN.

5) The GGSN returns an LCP Configure-Ack to the MT. The MT may change the value(s) of any options related to
'L 2" framing and thereafter return an LCP Configure-Ack to the TE to confirm that the PPP link has been
established. The MT might previously have sent an LCP Configure-Nak to the TE in order to reject some options
proposed by the TE. Thisin turn might have triggered a retransmission of the L CP Configure-Request with
different options.

6) The PPP protocol in the GGSN sends an L CP Configure-Request in order to negotiate for e.g. the authentication
protocol used for authentication of the host TE towards the GGSN. The request is relayed to the TE.

7) TheTE returns an LCP Configure-Ack to the M T to confirm the use of e.g. the specified authentication protocol.
The acknowledgement is relayed to the GGSN. The GGSN might previously have sent an LCP Configure-Nak in
order to rgject the protocol proposed by the TE. Thisin turn might have triggered a retransmission of the LCP
Configure-Request with different options.

8) The TE authenticates itself towards the GGSN by means of the negotiated protocol. The messages are relayed
transparently by the MT. If no authentication protocol can be negotiated the GGSN may reject the PPP
connection. Refer to 3G TS 29.061 for further details on the authentication.

9) The PPP protocol in the TE sends an NCP Configure-Request to the MT, which relaysiit transparently to the
GGSN.

10) The GGSN acknowledges to the PPP protocol in the TE that the network layer protocol is now activated, by
sending an NCP Configure-Ack command, transparently relayed by the MT. Before sending an NCP Configure-
Ack, the GGSN might previously have sent an NCP Configure-Nak in order to reject some parameters proposed
by the TE. Thisin turn might have triggered a retransmission of the NCP Configure-Request with different
parameter values.

11 Internet Hosted Octet Stream Service (IHOSS)

11.1 Introduction

This subclause describes the M S aspects of the Packet Domain Internet Hosted Octet Stream Service (IHOSS). Thisisa
MO-only, connection-oriented service that carries an unstructured octet (character) stream between aM S supporting
Packet Switched services and an Internet Host.

IHOSS uses OSP:IHOSS which is a subset of the Octet Stream Protocol (OSP) PDP type to provide a 'character pipe
between the M S and the GGSN. In the GGSN there is arelay function between the OSP and the Internet Host protocol
(usually TCP). An annex to the present document contains the generic description of OSP. The features of OSP that are
used by OSP:IHOSS are described later in this subclause.

Figure 10 shows the scope of IHOSS and OSP:IHOSS.

R Gi R
]
|
|

DTE 1 — e

/\ |
|
- . —{ Host

GPRS network
IHOSS = = = = OSP:IHOSS

Figure 10: Scope of the Internet Hosted Octet Stream Service and Octet Stream Protocol
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11.2 Example of protocol stacks at the MT

Figure 11 shows an example of the protocol stacks at the MT. The MT contains arelay function between OSP and an
asynchronous character interface.

DTE MT
NIV
Async Async OSP
chars chars
Packet
D omain
B earer
L1 L1
(e.g. (e.g.
vV .28) vV .28)
R Um

Figure 11: Example of protocol stacks for a MT with an asynchronous serial interface

11.3 IHOSS connection control and OSP PDP context
management

Establishing an IHOSS connection involves setting up two segments, the PLMN segment (using the OSP) between the
MS and GGSN, and the Internet segment between the GGSN and the Internet Host. There is a one-to-one mapping
between the PLMN segment of an IHOSS connection and an OSP:IHOSS context. When the IHOSS connection is
established, an OSP PDP context is activated. When the connection is released, the context is deactivated. It is possible
for asuitably designed MT to activate multiple simultaneous OSP PDP contexts (subject to any limitsimposed by the
Packet Domain network), each context supporting one IHOSS connection.

11.3.1 Connection establishment and PDP context activation
Establishing the PLMN segment of an IHOSS connection follows the normal procedures for PDP context activation

described in 3G TS 23.060 using messages described in 3G TS 24.008 (MS-SGSN) and 3G TS 29.060 (SGSN-GGSN).
Figure 12 illustrates the procedure when TCP is used over the Internet.

A ctivate PD P context request

»

_Activate PDP context accept

Figure 12: IHOSS connection establishment

The M S requests that an OSP PDP context be set up by sending an Activate PDP context request message. The PDP
typeis set to OSP:IHOSS. The PDP configuration options may provide information to enable the GGSN to set up a
connection to the Internet host (Alternatively thisinformation may be derived from subscription information in the HLR
and configuration information within the GGSN).

In the case where TCP is used over the Internet, the response accepting the context activation request is returned to the
MS only when the TCP connection to the Internet host has been established. If the TCP connection attempt fails, an
Activate PDP context reject message is returned.

In the case where UDP is used over the Internet, the response accepting the context activation request is returned to the
MS only when at least a successful DNS lookup of the Internet host name has been completed. If the lookup fails, an
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Activate PDP context reject message isreturned (The GGSN may perform additional checks before responding to the
context activation request).

The format of the Activate PDP context request message is shown below:
Activate PDP Context Request (
NSAPI = generated within MS,
PDP type = OSP:IHOSS,
PDP address = null,
APN = asrequired or null - this may be provided by the HLR,
QoS requested = as defined in the generic OSP specification or null - this may be provided by the HLR,

PDP configuration options = (Internet hostname, port number, protocol type, maximum GGSN buffer sizes, OSP
version number - all optional)

)

The format of the PDP configuration optionsis described in alater clause.

11.3.2 Connection release and PDP context deactivation

When the IHOSS connection is rel eased the OSP:IHOSS context is deactivated. The disconnection can be originated
either by the MT or the Internet host, or exceptionally by the SGSN under fault conditions. The MT initiates
disconnection by sending a Deactivate PDP context request. This is acknowledged by the receipt of a Deactivate PDP
context accept which indicates that the Internet connection has been cleared. An Internet host or SGSN initiated

disconnection is signalled to the MT by the receipt of a Deactivate PDP context request which it acknowledges by
sending a Deactivate PDP context accept.

11.4 OSP:IHOSS subset of OSP

11.4.1 Required features
The following features of OSP are required for the OSP:IHOSS subset of OSP.

11411 User data transport

Thisis as specified in the generic OSP description.

11.4.1.2 Flow control

This shall map on to the local flow control mechanism at the DTE-MT interface.

11.4.2 Optional features

The following features of OSP are optional for the OSP:IHOSS subset of OSP.

11421 Break handling

The OSP break procedure may be mapped on to the local break mechanism at the DTE-MT interface.

11.4.2.2 Packet Assembler/Disassembler

If the DTE-MT interface is character-oriented, a PAD is required in the OSP entity in the MT. The PAD may have pre-
set values for the forwarding criteria parameters or they may configurable using, for example, an AT command.
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If the interface to the application is block-oriented, for example in an embedded system, the PAD function is not
needed.

11.4.2.3 GGSN maximum buffer size negotiation

Although the OSP entity in the GGSN does not have a PAD, it still requires buffers to hold the relayed packets. The
following GGSN PAD parameters (in the Protocol Configuration Options) may be used to specify the maximum buffer
sizes for the two directions of data transfer.

PAD Parameter Direction;
Assembly buffer max size (253) GGSN to MS;
Disassembly buffer max size (254) MSto GGSN.

11.4.3 Not-required features
The following features of OSP are not required for the OSP:IHOSS subset of OSP:
- Control block transport;

- remote configuration of OSP PAD in the GGSN (appart from the optional GGSN buffer size configuration - see
above);

- OSP protocol version negotiation (OSP: IHOSS uses the default version (0) of OSP).

11.5 Protocol option parameters

All these parametersin the PDP context activation request are optional. If not provided by the M T, this information may
be derived from subscription information in the HL R and configuration information within the GGSN. The parameters
use the syntax described in 3G TS 24.008.

11.5.1 Hostname

Thisrefersto the Internet host to which the connection will be made.
OptionID  128.

Lengthnumber of charactersin the Hostname:

Contents an | A5 character string which isthe fully formed domain name extended hostname.

11.5.2 Port Number

Thisrefersto the TCP or UDP port on the host identified by Hostname, which forms the endpoint of the Internet side of
the connection.

OptionID  129.
Lengthnumber of charactersin the Port Number.
Contents an | A5 character string which is the Port Number in decimal.

NOTE: If no port number is specified, a default value of 23 is used by the GGSN.

11.5.3 Protocol Type - TCP or UDP

Thisrefersto the protocol used over IP on the GGSN to Internet host segment of the connection. The options available
are Transmission Control Protocol (TCP) or User Datagram Protocol (UDP).

OptionID  130.
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Length3.
Contents an | A5 character string which iseither “TCP” or “UDP”. All other values are reserved.

If no Protocol Typeis specified, TCPis used by the GGSN.

11.5.4 GGSN PAD parameters (maximum buffer sizes only)

The GGSN PAD options parameter is described in the generic OSP specification.

12 AT commands

3G TS 27.007 defines commands that a TE may use to control aMT supporting Packet Switched services, via either a
non-multiplexed character-stream interface or a mutliplexed character stream interface (27.010). A non-multiplexed
character stream interface places certain limitations on the functionality of the interface. For example, it is not possible
for the MT to send control information to the TE or for the TE to send commands to the MT whilst the interfaceisin
the V.250 online data state unless the layer 2 protocol itself supports this feature. However, a manufacturer-specific
escape mechanism may be provided to enable the TE to switch the MT into the V.250 online command state. It is
anticipated that MTswill vary widely in functionality. At one extreme, aclass A or PSSCS MT might support multiple
PDP types as well as circuit switched data, and use multiple external networks and QoS profiles. At the other extreme a
class C or PSMT might support only a single PDP type using a single external network, and rely on the HLR to contain
the context definition.

A comprehensive set of Packet Domain -specific AT commandsis defined in 3G TS 27.007 to provide the flexibility
needed by the more complex MT. The commands are designed to be expandable to accommodate new PDP types and
interface protocols, merely by defining new values for many of the parameters. Multiple contexts may be activated if
the interface link-layer protocol is able to support them. The commands use the extended information and error message
capabilities described in 3G TS 27.007.

For MTs of intermediate complexity, most commands have simplified forms where certain parameters may be omitted.

For the simplest MTs, and for backwards compatibility with existing communications software, it is possible to control
access to the Packet Domain using existing modem-compatible commands. A special dial-string syntax is defined for
use with the D command. This"modem compatible” mode of operation is described in 3G TS 27.007.

Subclause 12.2 contains examples of command sequences for a number of applications.

Annex A of the present document liststhe AT commands for the Packet Domain. They are fully defined in
3G TS 27.007.

12.1 General on AT commands

The following subclauses describe how the AT commands are used for the Packet Domain. The AT commands
themselves are fully described in 3G TS 27.007. Reference to the particular AT command names are shown only for
clarity. In all case refer to 3G TS 27.007 for the latest descriptions.

12.1.1 Interaction of AT commands, Packet Domain management and
PDPs

State machines may be used to describe the behaviour of:
- AT commands (ITU-T V.250);
- PDP context management (3G TS 23.060);
- PDP gtartup, data transfer and termination (Packet Data Protocol specifications);

- thelayer 2 protocol (if any) used acrossthe TE-MT interface (layer 2 protocol specifications).
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This subclause does not attempt to describe in detail how these state machines interact but rather to give some general
guidance on their relationships.

12.1.1.1 AT commands and responses

AT commands may be issued and responses received by the TE only when the TE and MT are in V.250 command state.

The possihility of suspending the PDP and/or layer 2 protocol and entering V.250 online command state is not
considered here; neither is the use of a multiplexed interface where the PDP and the AT commands use separate logical
channels.

12.1.1.2 PDP and layer 2 protocol operation

The PDP (acrossthe TE-MT interface) may startup, transfer data and terminate only when the TE and MT arein V.250
online data state. It may be necessary to startup alayer 2 protocol across the interface before starting the PDP. The PDP
startup procedure may provide information needed for the PDP context activation procedure (see subclause 10.1.1.3.2).

12.1.1.3 Management of Packet Switched services

A particular PDP may be used to transfer data only when a context is active for that PDP. Before a context can be
activated, the MT must be attached to the Packet Domain network.

In order to provide flexibility and support a variety of types of MT and PDP, AT commands are provided which give
the TE explicit control over attachment and detachment (+CGATT), and context activation and deactivation (+CGACT)
procedures. These commands allow the TE to retain control of the MT, and receive status information from the MT,
after these actions have been performed.

12.1.1.3.1 PS attachment

The MT may be attached and detached using the +CGATT command. However, it may not be necessary to use the
command since attachment may occur:

- On power up or reset;

- when an attempt is made to activate a context either explicitly (+CGACT) or as aresult of a PDP startup -
procedure;

- when the mobile classis changed (+CGCLASS).
Similarly, detachment may occur:
- asaresult of aPDP termination procedure (if no other Packet Switched services are active);

- when the mobile classis changed (+CGCLASS).

12.1.1.3.2 PDP context activation

Certain information must be provided to the network in order for a context activation attempt to be successful. The TE
may provide some of thisinformation to the M T during the PDP startup procedure rather than through AT command
procedures. In this case the context activation cannot be initiated by the +CGACT command but rather on receipt of the
appropriate information during the PDP startup.

12.1.2 Use of default context parameter values

The activate context request message sent by the MT to the network contains a number of parameters whose val ues can
usefully be set by the TE. Under certain circumstances the values for some or all of the parameters need not be provided
by the TE, either via AT commands or the PDP startup procedure. The storage of context information in the SIM is not
considered in the present document. Rules concerning what values shall be sent by the MT to the network under various
circumstances are given in 3G TS 23.060.

One particular rule that is designed to simplify operation in modem compatibility mode is that if there is only one PDP
context subscription in the HLR then all of PDP type, PDP address and APN may be omitted.

ETSI



3G TS 27.060 version 3.4.0 Release 1999 26 ETSI TS 127 060 V3.4.0 (2000-03)

12.1.2.1 PDP type

This may be omitted:
- when the MT supports only one PDP type (it will be provided by the MT); or
- according to the rules given in 3G TS 23.060.

12.1.2.2 PDP address (of the MS)
This shall be omitted when:
- adynamic addressis required; or

- according to the rules given in 3G TS 23.060.

12.1.2.3 Access Point Name
This may be omitted:

- according to the rules given in 3G TS 23.060.

12.1.2.4 QoS Requested

This may be omitted when:

- thedefault subscribed QoS is acceptable.

12.1.2.5 PDP Configuration Options
These shall be omitted:
- when none are required for the PDP concerned; or

- according to the rules given for the PDP.

12.2  Example command sequences for dial-compatibility mode

12.2.1 PPP in dial compatibility mode

12.2.1.1 Mobile initiated IP context activation

In this mode of operation, the MT behaves like an originating modem and accepts the normal V.250 commands
associated with placing and clearing a call to a dial-up PPP server. Although the procedures for setting up the IP context
areinitiated from the mobile end, |P-based sessions, for example the File Transfer Protocol (FTP), may be initiated
from either end once the context is active.

For thisexample it is assumed that:

- theuser has subscribed to only one PDP context (of type IP) and therefore no context parameter values are
needed;

- the MT supports only PPP at the MT-TE interface and therefore no layer 2 protocol need be specified.
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A possible sequence of eventsis:

the MT beginsin V.25 command state:
- TE->MT: AT<Packet Domain-specific configuration commands, if required>;
- MT->TE: OK.
the TE sends a dial command requesting the Packet Switched service:
- TE->MT: ATD*99%;
- MT->TE CONNECT.
the MT enters V.250 online data state:
- TE starts up PPP (LCP exchange);
- TE->MT: LCP Configure-request;
- MT->TE: LCP Configure-ack:
- PPP Authentication may take place (optional);
- TEstartsup IP (NCP for IP exchange):
- TE->MT: NCP(IP) Configure-request;
- MT <-> network: MT performs the PS-attach procedure if the MT is not currently attached;
- MT <-> network: MT performs the IP context activation procedure;
- MT->TE: NCP(IP) Configure-ack;
- TE<->MT< - > network: |P packets may now be transferred.
- TE stops|IP (optional):
- TE->MT: NCP(IP) Terminate-Request ); this
- MT<-> network: MT performsthe IP context deactivation procedure); is
- MT->TE NCP(IP) Terminate-Ack ) optional.
- TE stops PPP:
- TE-> MT:LCP Terminate-Request;
- MT <-> network: MT performs the | P context deactivation procedureif it has not already done so;

- MT <-> network: MT may perform the PS-detach procedure if no other Packet Switched services are
active;

- MT->TE: LCPTerminate-Ack.
the MT returnsto V.250 command state and issues the final result code :

- MT->TE NOCARRIER.
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The TE may recognise thisas a return to V.250 command state. However, if it is using procedures intended for
controlling modems, it may attempt to force a disconnect since in the modem case it cannot rely on the remote modem
dropping the carrier. It will use some combination of:

- TE->MT: TEdropscircuit 108/2 (Data Terminal Ready);
- TE->MT: escape sequence (e.g. +++);
- TE->MT: ATH.
The MT should respond according to V.250 even if it isalready in command state.

If the connection islost at any time, the MT shuts down PPP, returnsto V.250 command state and issues the final result
code:

- MT->TE NOCARRIER.

12.2.1.2 Network requested IP context activation

In this mode of operation, the MT behaves like an answering modem and accepts the normal V.250 commands
associated with answering a call to a PPP server. Although the procedures for setting up the IP context are initiated from
the network end, |P-based sessions, for example the File Transfer Protocol (FTP), may be initiated from either end once
the context is active.

Two example sequences of events are given, for the cases of automatic and manual answering:
Case 1. automatic answering
The MT beginsin V.250 command state:

- TE->MT: AT<Packet Domain -specific configuration commands, if required >.
The TE sets automatic answering mode:

- TE->MT: ATS0=1:

- MT <- > network: MT performs the PS-attach procedure if the M T is not currently attached.

Subsequently:

- network -> MT: Request PDP Context Activation message;

- MT->TE: RING.
The MT returns the intermediate result code;

- MT->TE CONNECT,
and enters V.250 online data state.

The TE and MT perform the PPP and IP startup procedures which include the MT requesting the network to activate
the IP context.

Case 2: manual answering
The MT beginsin V.250 command state:

- TE->MT: AT<Packet Domain -specific configuration commands, if required >.
The TE sets manual answering mode and requests a PS-attach (if necessary):

- TE->MT: ATS0=0;

- TE->MT: AT+CGATT=1,

- MT <- > network: MT performs the PS-attach procedure if the M T is not currently attached;
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- network -> MT: Request PDP Context Activation message;
- MT->TE: RING.
The TE answers manually:
- TE->MT: ATA;
- MT->TE CONNECT,

and enters V.250 online data state.
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The TE and MT perform the PPP and IP startup procedures which include the MT requesting the network to activate

the IP context:
or the TE rejects the connection:
- TE->MT: ATH.

and remainsin V.250 command state.
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Annex A (informative):
Summary of AT commands for the Packet Domain

Thisinformative annex liststhe AT commands for the Packet Domain that are fully described in 3G TS 27.007.

Table A.1: Summary of AT commands for the packet domain

Command Description
+CGACT PDP context activate or deactivate
+CGANS Manual response to a network request for PDP
context activation
+CGATT PS attach or detach
+CGAUTO Automatic response to a network request for PDP

context activation

+CGCLASS PS mobile station class

+CGCLOSP Configure local Octet Stream PAD parameters
+CGCLPAD <VOID>

+CGDATA Enter data state

+CGDCONT Define PDP context

+CGEREP Control unsolicited PS event reporting
+CGPADDR Show PDP address

+CGREG Packet Domain network registration status
+CGQMIN Quality of service profile (minimum acceptable)
+CGQREQ Quality of service profile (requested)

+CGSMS Select service for MO SMS messages

Table A.2: Summary of Packet Domain Extensions to existing GSM AT commands

Command Description
+CEER Extended error report (refer to 27.007)
+CMEE Report mobile equipment error (refer to 27.007)
+CR Service reporting control (refer to 27.007)
+CRC Cellular result codes (refer to 27.007)

Table A.3: Summary of AT commands for Packet Domain modem compatibility mode

Command Description

A Answer — manual acceptance of a network request
for PDP context activation

D Dial — request Packet Domain service

H On-hook - manual rejection of a network request for
PDP context activation

SO Automatic answering control - automatic acceptance
of a network request for PDP context activation
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Annex B (informative):
Octet Stream Protocol (OSP) PDP type

B.1  Scope

The Octet Stream Protocol (OSP) is used to carry an unstructured octet (character) stream between the M S and GGSN.
It is used to provide a'character pipe' to allow a MS to communicate (viathe GGSN) with an arbitrary Internet host, or
other character-based service. Unlike PDP types such as IP and X.25, OSP has no existence outside the PLMN. In the

MSthereis acharacter stream at the R reference point together with some optional control signals. In the GGSN there
isarelay function, carrying the same character stream and control signals between the OSP entity and a fixed network

protocol stack.

An OSP entity has two modes of operation. In octet mode, it uses a Packet Assembly function to assemble a number of
user octetsinto a single packet for more efficient transport by the underlying packet protocol. A complementary Packet
Disassembly function in the same OSP entity performs the reverse operation. In block mode, an OSP entity's Packet
Assembly and Disassembly functions are bypassed. Data is transferred between the OSP user and the OSP entity in
blocks of octets. Each block of octetsis carried in a single packet of the underlying protocol. The selection of octet or
block mode is made independently for each OSP entity as an implementation or configuration decision before a
connection is established and remains fixed for the duration of that connection.

An example of the use of block mode is when OSP is used for interworking with a fixed network where the octet stream
isalso carried in packets. The use of the block mode in the OSP entity in the GGSN avoids the use of back-to-back
PADs. Block mode could also be used in aMS where the MT function is embedded in alarger piece of equipment and
the application transfers data in blocks of octets.

OSP uses the services of SNDCP between the MS and SGSN, and the services of GTP between the SGSN and GGSN.
The Quality of Service is determined mainly by that provided by the underlying layers. However, the end-to-end delay
may be affected by the presence of the PAD (Packet Assembler/Disassembler) function. For most applicationsitis
anticipated that a reliable (acknowledged) service will be provided by the underlying layers.

In summary, the main functions of OSP are:
- transport of an unstructured octet stream;
- Packet Assembly/Disassembly (to make efficient use of network resources);
- end-to-end flow control.
In addition OSP may provide:
- trangport of a'break’ signal;

- transport of blocks of control information between the OSP users;

user control of packet assembly buffer forwarding;
- direct OSP user access to the underlying packet service, bypassing the PAD.

Figure B.1 shows how OSP fitsinto the overall Packet Domain protocol model.
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Figure B.1: Relationship of OSP to the rest of the packet domain protocol architecture

B.2  Service primitives

B.2.1 Service Primitives provided by the OSP layer

The service provided by the OSP layer to its user (the layer above) is described in terms of service primitives. An
example of the use of the OS-DATA..request and OS-DATA..indications primitives to transfer an octet or block of octets
from one OSP user to another is shown in figure B.2.

Sending Receiving
OSP user OSP user
OS-DATA.request +
+ OS-DATA.indication
Osp OSP
entity entity

Figure B.2: An example of the use of the OS-DATA primitives
The primitives provided by the OSP layer arelisted in table B.1.

Table B.1: OSP layer service primitives

Generic Type Parameters
Name Request | Indication | Response | Confirm

OSP User (MS or GGSN) <---> OSP

OS-DATA X X - - D-PDU (single octet or
block of octets)

OS-UNITDATA X X - - D-PDU (single octet or
block of octets)

OS-FLOWCONTROL X X - - Requested flow control
state (STOP or START)

OS-BREAK X X - - none

OS-CONTROL X X - - C-PDU (block of octets)

OS-FORWARD X - - - none
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B.2.1.1 OS-DATA.request

Request used by the OSP user for transmission of a D-PDU. In octet mode, the D-PDU consists of asingle octet. In
block mode the D-PDU consists of ablock of octets. This primitive is used when the underlying protocol layers are
providing areliable service.

B.2.1.2 OS-DATA.indication

Indication used by the OSP entity to deliver the received D-PDU to the OSP user. In octet mode, the D-PDU consists of
asingle octet. In block mode the D-PDU consists of a block of octets.

B.2.1.3 OS-UNITDATA.request

Request used by the OSP user for transmission of a D-PDU. In octet mode, the D-PDU consists of asingle octet. In
block mode the D-PDU consists of ablock of octets. This primitive is used when the underlying protocol layers are
providing an unreliable service.

B.2.1.4 OS-UNITDATA.indication

Indication used by the OSP entity to deliver the received D-PDU to the OSP user. In octet mode, the D-PDU consists of
asingle octet. In block mode the D-PDU consists of a block of octets.

B.2.1.5 OS-FLOWCONTROL.request

Request used by the OSP user for the peer OSP user to update its flow control state.

B.2.1.6 OS-FLOWCONTROL.indication

Indication used by the OSP entity to request the OSP user to update its flow control state.

B.2.1.7 OS-BREAK.request
Request used by the OSP user to send a break signal to the peer OSP user.

B.2.1.8 OS-BREAK.indication
Indication used by the OSP entity to deliver abreak signal to the OSP user.

B.2.1.9 OS-CONTROL.request

Request used by the OSP user to request transmission of a C-PDU. The C-PDU consists of ablock of octets. The
reliability of the transmission is determined by the lower layer protocols.

B.2.1.10 OS-CONTROL.indication

Indication used by the OSP entity to deliver areceived C-PDU to the OSP user.

B.2.1.11 OS-FORWARD.request

Request used by the OSP user to cause immediate forwarding of the OSP Packet Assembly buffer.

B.2.2 Service Primitives Used by the OSP Layer

The OSP layer uses the service primitives provided by the SNDCP layer (seetable B.2) and the GTP layer (see
table B.3). SNDCP s specified in GSM 04.65 and GTPin 3G TS 29.060.
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Table B.2: SNDCP service primitives used by the OSP entity

Generic Type Parameters
Name Request | Indication | Response | Confirm
OSP <---> SNDCP
SN-DATA X X - - N-PDU, NSAPI
SN-UNITDATA X X - - N-PDU, NSAPI,
protection mode

B.2.2.1 SN-DATA.request
Request used by the SNDCP user for acknowledged transmission of an N-PDU. The successful transmission of an

SN-PDU shall be confirmed by the LLC layer. The SN-DATA.request primitive conveys the NSAPI to identify the
PDP using the service.

B.2.2.2 SN-DATA.indication

Indication used by the SNDCP entity to deliver areceived N-PDU to the SNDCP user. Successful reception has been
acknowledged by the LLC layer.

B.2.2.3 SN-UNITDATA.request

Request used by the SNDCP user for unacknowledged transmission of an N-PDU. The SN-UNITDATA . .request
primitive conveys the NSAPI to identify the PDP using the service and protection mode to identify the requested
transmission mode.

B.2.2.4 SN-UNITDATA.indication

Indication used by the SNDCP entity to deliver areceived N-PDU to the SNDCP user.

Table B.3: GTP service primitives used by the OSP entity

Generic Type Parameters
Name Request | Indication | Response | Confirm
OSP <---> GTP
GT-DATA X X - - N-PDU, TID
GT-UNITDATA X X - - N-PDU, TID

B.2.2.5 GT-DATA.request

Request used by the GTP user for acknowledged transmission of an N-PDU. The successful transmission of an
SN-PDU shall be confirmed by the TCP layer. The SN-DATA..request primitive conveys TID to identify the PDP using
the service.

B.2.2.6 GT-DATA.indication

Indication used by the GTP entity to deliver the received N-PDU to the GTP user. Successful reception has been
acknowledged by the TCP layer.

B.2.2.7 GT-UNITDATA.request

Request used by the GTP user for unacknowledged transmission of an N-PDU. The SN-UNITDATA . .request primitive
conveys TID to identify the PDP using the service. This uses UDP as the path protocol.
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B.2.2.8 GT-UNITDATA.indication

Indication used by the GTP entity to deliver the received N-PDU to the GTP user.

B.3 OSP Functional model

Flow control, D-PDUs OSP Flow control, D-PDUs
break, C-PDUSs, (octet user break, C-PDUs, (octet mode),
D-PDUs (block mode) D-PDUs (block force forward
mode) mode)
N 1 !
Packet Packet
Disassembler Assembler
OSP
A 4 v
DEV M”/
I v
N-PDUs SNDCP or GTP N-PDUs

Figure B.3: OSP functional model

The main functions of the OSP entity are shown in figure B.3.

At the sending side, in octet mode, octets from the OSP user (D-PDUs) are accumulated by the Packet Assembler until
some forwarding criterion is satisfied. Forwarding can be forced by the user if required. The resulting packet is then
passed to the multiplexing function (MUX). In block mode, D-PDUs are passed directly to the MUX. The MUX
combines these packets of user data with flow control requests and optionally break requests and control blocks
(C-PDUS). (A control block is a delimited set of octets whose maximum size is determined by the limits imposed by the
underlying protocol.) The resulting stream of N-PDUs is passed to the SNDCP or GTP layer below.

At the receiving side, the N-PDUs from the SNDCP or GTP layer below are passed to the demultiplexing (DEMUX)
function. Here the packets of user data, flow control indications, and (if implemented) break indications and control
blocks (C-PDUSs) are separated out. In block mode, the packets of user data are passed directly to the OSP user. In octet
mode, they are passed to the Packet Disassembler which regenerates the original stream of octets (D-PDUS).

B.4 OSP N-PDU (packet) format

Each N-PDU shall contain an integral number of octets, and shall comprise a header part and a data part. An N-PDU
shall contain data from zero or more D-PDUs or asingle C-PDU (D-PDUs and C-PDUs may not be mixed in the same
N-PDU).

The bit and octet numbering convention used in the present document isillustrated in figure B.4. The bits are grouped
into octets. The bits of an octet are shown horizontally and are numbered from 1 to 8. Multiple octets are shown
vertically and are numbered from 1 to N.
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Figure B.4: Numbering convention

N-PDUs are transferred between the OSP layer and the SNDCP or GTP layer in ascending numerical octet order
(i.e.octet 1, 2, ..., N-1, N).

B.4.1 OSP header

The OSP header is contained in octet 1. The use of bits 1-4 and bit 8 are described below. Bits 5-7 are not used in this
version of the protocol and shall be set to zero by the sender and ignored by the receiver.

B.4.1.1 Bit1 - Extension (E)

Thisis provided to allow the OSP header in future versions of the protocol to consist of more than one octet. In this
version of the protocol E shall always be set to 1 by the sender and checked by the receiver.

B.4.1.2 Bit 2 - Ready to Receive (RTR) - flow control

Thishit indicates if the OSP entity that sent the N-PDU is able to receive data from its peer OSP entity.
RTR=0 not ready to receive.
RTR=1 ready to receive.

B.4.1.3 Bit 3 - Break Request (BR)

This bit requests that the receiving OSP entity shall signal a break to its user.
BR=0 no break.
BR=1 signal break.

B.4.1.4 Bit4 - Break Acknowledge (BA)

Thisbit indicates that the sending OSP entity has signalled a break to its user in response to a Break Request.
BA=0 no acknowledge break.
BA=1 acknowledge break.

B.4.1.5 bit 8 - payload type (PT)

This bit indicates whether the payload contains user data or a control block.
PT=0 data (zero or more D-PDUs).

PT=1 control (zero or one C-PDU).
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B.4.2 OSP payload

This consists of one of the following.

B.4.2.1 User data

This consists of zero or more (up to some maximum - TBD) octets of user data (zero or more D-PDUs).

B.4.2.2 Control block

This consists of the contents of zero or one C-PDU.

B.5 Packet Assembly/Disassembly (PAD) function

In order to make efficient use of the network resources, particularly the radio resource, D-PDUs (octets) received from
the OSP user are not forwarded immediately but are placed in a buffer. When some forwarding criterion is satisfied, the
contents of the buffer are forwarded in the payload of an N-PDU to the layer below. At the receiving end, the payload
of an N-PDU received from the layer below is placed in a buffer and the octets are delivered to the OSP user as a stream
of D-PDUs (octets). The PAD is used only when the OSP entity is operating in octet mode. It is not used when the OSP
entity is operating in block mode.

B.5.1 Packet Assembler

The packet assembler shall be able to detect the following forwarding criteria. When any one criterion is satisfied, the
contents of the buffer shall be forwarded in an N-PDU (of type User Data) to the layer below, subject to any flow
control condition. Whenever a buffer is forwarded, the inactivity timer is stopped (if it is running).

B.5.1.1 Buffer full

The buffer contents are forwarded when the number of octets in the buffer reaches the value of the maximum buffer size
parameter.

The maximum N-PDU sizeis egual to the maximum buffer size plusthe size of the OSP header. It should be chosen so
as to make efficient use of the network resources, particularly the radio resources. Although it is possible to calculate
the overhead imposed by the various underlying protocol layers, it is not possible to predict exactly how an N-PDU will
be mapped on to radio frames even if the channel coding is known. Thisis because the SNDCP layer may use data
compression, the efficiency of which depends on the compressibility of the data. However, since the SNDCP layer is
able to segment and reassemble long N-PDUSs, it is recommended that the maximum N-PDU size should be several
times the largest radio frame size, allowing for atypical compression ratio of, say, 2:1. Thiswill ensure that most radio
framesarefull.

The maximum size for the packet assembly buffer is specified by PAD parameter 253. The value isin the range
1-65 535 octets.

The maximum size for the packet disassembly buffer is specified by PAD parameter 254. The value isin the range
1-65 535 octets.
B.5.1.2 Inactivity timer expiry

Whenever an octet is placed in the buffer the inactivity timer shall be started, set to the value of the inactivity time
parameter. When the timer expires, the buffer contents are forwarded. The timer has the following functions:

1. to ensurethat octets don't remain in the buffer for ever;

2. to detect significant gapsin the stream of octets and try to ensure that these gaps match the N-PDU boundaries.
Thisisbeneficial for datathat at the user level isin blocks of octets, e.g. a PPP frame. It means that the trailing
octets of ablock do not get delayed (since they are forwarded when the timer expires). Also, because the timer is
restarted whenever a new octet appears, it ensures that blocks do not get split unless the buffer becomes full;
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3. togiveinteractive traffic areasonable response time.

Theinactivity time parameter should be set to be longer than the inter-octet time but shorter than the inter-block time to
ensure optimum forwarding of blocked data. It shall be possible to set it to an infinite time, i.e. the timer never expires.

The maximum buffer delay timer is specified by PAD parameter 4 and values shall be in the range 1-255 (units of
1/20 of a second). Additionally, the value O disables the timer. The default valueis 0.
B.5.1.3 Maximum Buffer Delay timer expiry (optional)

When the first octet is placed into the (empty) buffer, a maximum buffer delay timer may optionally be started, set to
the value of the maximum buffer delay parameter. When the timer expires, the buffer contents are forwarded. Thistimer
ensures that no octet is delayed in the buffer for more than the specified time.

The maximum buffer delay timer is specified by PAD parameter 255 and values shall be in the range 1-255 (units of
% of asecond). Additionally, the value O disables the timer. The default valueisO.
B.5.1.4 Special character(s)

Whenever an octet has been placed in the buffer, it is compared (lower 7 bits only) with alist of 'special characters. If
it matches, the buffer is forwarded.

The possible characters and combinations of characters are specified by PAD parameter 3. Permitted values are listed
below.

Value Characters

0 disabled

1 A-Z,az,0-9

2 CR

4 ESC, BEL, ENQ, ACK
8 DEL, CAN DC2

16 ETX, EOT
32 HT, LF, VT, FF
64 all characeters between NUL and US not listed above

Values may be added to create further combinations, e.g., 34 (=2+32) correspondsto CR, HT, LF, VT, FF.

B.5.1.5 Change in flow control state

An N-PDU (type User Data) carries flow control information in the OSP header as well as user data in the payload. If
there isaneed to signal a change in the Ready to Receive condition, the buffer shall be forwarded immediately with the
appropriate (new) value of RTR in the OSP header, unless the change has already been signalled using an N-PDU with
an empty payload.

B.5.1.6 Immediate forwarding request

When the OSP entity receives a OS-FORWARD.request primitive from its user, it shall immediately forward the buffer
unlessit is empty.

B.5.2 Packet Disassembler

The packet disassembler shall forward the contents of the N-PDU (type User data) payload to the OSP user, subject to
any local flow control condition.
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B.6 Flow control

The OSP entity maintains two variables indicating the readiness of the local OSP entity (itself) and the remote OSP
entity (its peer) to receive data.

Local - variable RTRL.

The value of RTRL is updated as a result of the receipt of OS-FLOWCONTROL.request primitives from the OSP user
and changes in buffer conditions within the OSP entity. When the user requests STOP, RTRL shall immediately be set
to 0. When the user requests START, RTRL may be set to 1 immediately or this may be delayed subject to buffer
conditions.

Thevalue of RTRL iscopied into the RTR bit of every N-PDU transmitted. Whenever RTRL changes, an N-PDU is
sent immediately to signal the change to the peer OSP entity. This may be done by either sending an N-PDU with an
empty payload or immediately forwarding the packetiser buffer.

RTRL may also be set to 0 or 1 by the OSP entity as aresult of buffer conditions within the OSP entity.
Remote - variable RTRR.

The value of RTRR is updated from the RTR bit of every N-PDU received. When RTRR changesto 0, an
OS-FLOWCONTROL.indication(STOP) primitive shall be sent immediately to the OSP user. When RTRR changes to
1, an OS-FLOWCONTROL.indication (START) primitive may be sent immediately to the OSP user or this may be
delayed subject to buffer conditions.

STOP and START indications may also be sent at any time asaresult of buffer conditions within the OSP entity.

B.7  Break handling

When an OSP entity receives an OS-BREAK .request from its user it shall immediately send an N-PDU (type User
Data) with the Break Request (BR) bit in the OSP header set to 'signal break' and an empty payload. Any datain the
packetiser buffer shall be discarded and not transmitted in the N-PDU. Further data received from the OSP user shall be
processed in the normal way. The OSP entity shall discard any buffered data already received from its peer entity and,
when operating over areliable service, shall continue discarding received N-PDUs (type user data) until it receives one
with the Break Acknowledge (BA) bit in the OSP header set to 'acknowledge break '. Any datain the received N-PDU
shall be processed in the normal way. N-PDUs (type control) are not discarded.

When operating over an unreliable service, the OSP entity sending ‘signal break’ shall protect itself from the risk of
lockup resulting from the loss of either or both of the N-PDUs containing ‘signal break’ or ‘break acknowledge'. Thisis
implementation-dependent. (A simple implementation could resume processing received N-PDUs immediately and
ignore any received ‘break acknowledge’.)When an OSP entity receives an N-PDU (type User Data) with the BR hit set
to 'signal break' it shall immediately signal abreak to its user with an OS-BREAK .indication. The OSP entity shall
discard all buffered data for both directions of flow and acknowledge the break by sending an N-PDU (type User Data)
with the Break Acknowledge (BA) hit in the OSP header set to 'acknowledge break'. This may either be sent
immediately with no data or wait until one of the forwarding criteriais satisfied.

B.8  Control block transport

An OSP user may use the OS-CONTROL .request primitive to send a C-PDU (block of control information) consisting
of zero or more octetsto its peer user. An N-PDU (type Control Block) is sent immediately, regardless of whether there
isany datain the packetiser buffer or flow control condition. If it is necessary to forward the buffer contents before
sending the control block, the OSP user should issue an OS-FORWARD.request before the OS-CONTROL .request.
The C-PDU isddivered immediately to the receiving OSP user with the OS-CONTROL .indication primitive,
regardless of the state of the depacketiser buffer or local flow control condition. The octet ordering within the block and
the block boundaries are preserved.

ETSI



3G TS 27.060 version 3.4.0 Release 1999 40 ETSI TS 127 060 V3.4.0 (2000-03)

B.9  Quality of Service

The Quality of Service (QoS) provided by the OSP layer is determined almost entirely by that provided by the
underlying protocol layers. However, the Packet Assembly and Disassembly functions introduce an additional variable
delay into the transmission path. This delay can be limited at the risk of making less efficient use of network resources
(particularly radio resources). The PAD function is described in detail in its own clause.

B.10 OSP version

In order to allow the possible coexistence in the future of multiple versions of OSP, each version shall be assigned a
version number. The use of a particular version may be negotiated by the peer OSP entities using the OSP version
subparameter of the protocol configuration options parameter in the PDP context activation request, accept and reject
messages. The default in the event of no negotiation taking placeisthisinitia version (0).

B.11 Protocol Configuration Options

The following generic OSP configuration options parameters are defined for use in the various PDP Context Activation
control messages. They use the syntax described in 3G TS 24008. Option IDs 0-127 are reserved for generic use.
Additional parameters with IDsin the range 128-255 may be defined for specific uses of the OSP.

Parameter values may be negotiated between the MT and GGSN OSP entities. Thisis atwo phase negotiation with the
MT making a set of proposals and the GGSN either accepting each value or proposing an alternative. The MT must
either accept the new set or the connection attempt fails. The alternative values are proposed in either a PDP context
activation accept or reject message.

The accept message should be used if there is areasonable likelihood that the alternative will be acceptable to the MT,
e.g. adowngrading of buffer size, since the connection may then immediately continue. If the alternative is
unacceptable the MT immediately deactivates the context.

The reject message should be used if it islikely that the alternative will not be acceptable, or if a significant charge
would beincurred if the context were to be activated by the GGSN and then immediately deactivated by the MT. If the
alternative is acceptable the MT may reattempt context activation using the values supplied by the GGSN.

B.11.1 OSP version

This parameter isoptional. It allowsthe MT and GGSN to negotiate a mutually acceptable version of OSP. If omitted,
theinitial (version 0) of OSP is assumed.

Option ID 0.
Lengthl.
Contents O indicates this (initial) version of OSP. Other values are reserved for future versions.
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B.11.2 GGSN PAD parameters

This options parameter is optional and may be used if the OSP entity in the GGSN contains a PAD function. It allows
the MT and GGSN to negotiate a mutually acceptable set of PAD parameters for the GGSN PAD. The maximum buffer
size parameters may be negotiated even when the OSP entity in the GGSN does not contain a PAD. If not relevant to
the GGSN OSP erntity, the PAD options parameter shall be ignored.

Option ID 1.
Length3n (n = number of PAD parameters).
Contents Pairs of (PAD parameter, value).
The PAD parameter is 1 octet in length. The valueis 2 octetsin length.

Valid PAD parameters are listed in the clause describing the Packet Assembly/Disassembly function.
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