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Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The information
pertaining to these essential I1PRs, if any, is publicly available for ETSI membersand non-members, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web
server (https://ipr.etsi.org/).

Pursuant to the ETSI IPR Palicy, no investigation, including IPR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not congtitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

Foreword

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities, UMTS identities or
GSM identities. These should be interpreted as being references to the corresponding ETSI deliverables.

The cross reference between GSM, UMTS, 3GPP and ETS! identities can be found under
http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall”, "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" are to be interpreted as described in clause 3.2 of the ETSI Drafting Rules (Verbal forms for the expression of
provisions).

"must" and "must not" are NOT allowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
http://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 29.122 version 15.0.0 Release 15 3 ETSI TS 129 122 V15.0.0 (2018-07)

Contents

INtellectual Property RIGNES. .......ooiiiiiieeeee bttt bt e e se b en e e nan 2
(=11 o PSSR 2
MOdal VEIDS TEIMINOIOQY ... veveeeeeteeee ettt et e et s bt st b et e e e e e e e st nn e b e nr e s e nnennas 2
01 Yo (o OSSR 15
1 o010 S 16
2 L= £ 101 SRS 16
3 Definitions and @DBreVIatiONS...........coueiiiiieeee e e 18
31 D= T 0T (1) 1 PSSR S 18
3.2 F Y o] = V7= 0] 18
4 L= 1= L= (= 111 0o 1 ) SO 18
4.1 L@ = TSP ST SR PR 18
4.2 REFEIENCE MOTEL ...t et e et s e n e n e n e r e nns 19
4.3 FUNCEIONGl BEIMENLS........eceiitieceei et et et nr e n s 19
431 S = SO PR P PSP PTPRRPURON 19
432 1S 01 N TSRS 20
4.4 Procedures OVer T8 FEfEreNCE POIN........cveiruieeiriei ettt sb e b e bbb e ens 20
441 0o 0 o) o O TRRSRS 20
442 MONITONING PrOCEAUIES ...ttt ettt ettt b e et b et b et b e e b et eb e b et b b 20
4421 LT 07 PSR 20
4422 Monitoring EVENtS CONFIQUIBLION .........coceiriirieiiteneetisie ettt sb e s sb e s b e s be e eb b nnenea 20
44221 GENETA ...ttt R R R R bR R R n b n s 20
44222 Monitoring Events Configuration VIAHSS............ccueiieiieicce e 21
442221 GENETA ...ttt R R 21
442222 Configuration Request for an individual UE ............ccoooeioiiii i 21
442223 Configuration Request for a group Of UES .......ccccveiiiieie et se e 21
44223 Monitoring Events Configuration directly Via MME/SGSN ........ccovevviiviieceseeeee e 22
44224 Monitoring Events Configuration VIa PCRE ............cccoiiiiireeseeese e 22
442241 GENENEL ...ttt a et et et e Rt ebeene st et e teteeteeteereeneeneenteneens 22
442242 Configuration Request for an individual UE ............c.ooiiiiiiiiiee e 23
442243 Configuration Request for agroup Of UES ..o e 23
4.4.2.3 Reporting of Monitoring EVENt ProCEAUIE.............coeiiiieerieeetesteeete et eb e 23
4424 Network-initiated Explicit Monitoring Event Deletion Procedure............cccevvecveesieseeneecesee e 24
4.4.3 Procedures for resource management of Background Data Transfer.........ccooevveceeceeciescn e 24
4.4.4 Procedures for changing the chargeable party at session set up or during the session..........c.ccccevveveeeenee. 25
445 Procedures for NON-IP Dala DEIIVENY ........cceeiieiicece ettt sae ettt te e e 25
4451 GENETA ...ttt E R R R R R R R Rt R bR r e 25
4452 NIDD CONFIQUIBLION .....eeeteeiieieeie ettt se e ste e te et e et e s saeste e te e teeteensesneesseesseesseeseenseensesnsessenssnessnns 26
4453 Mobile Terminated NIDD PrOCEAUIE.........cccoiiiriiieterieeete ettt eb e b e eb e b e b e e b seeneenens 26
44531 Mobile Terminated NIDD for @SiNgle UE ..........ccoiiiiiiiiniiieneeeereeeese e 26
44532 Mobile Terminated NIDD for agroup Of UES ..o 27
4454 Mobile Originated NIDD PrOCEAUNE ........c.ciirieuiriereeeesie sttt sttt sttt sre e eb et sre e b sb e ebesae e ebesrennenens 28
4455 NIDD Authorisation Update ProCEOUIE ..........coiiiiiirieeeie ettt sb e e sbe e nnene 28
4.4.6 Procedures for DEVICE TIOOENNG. .. c.eiueeeerrereeteriereeie sttt sttt sttt st b e bbbt b e se et b e et nb e e 28
447 Procedures for Group MeSSage DEIIVEIY .......ccveii ettt ae e e reete s ae e s 29
4471 GENETA ... .ottt E R R R R R R R e R Rt R b e Rt n s 29
4472 Group Message Delivery VIAIMBMS.........oooi ettt nnees 29
44721 GENETA ...ttt R R R R bR R R n b n s 29
44722 Group Message Delivery ViaMBMS by MB2.......cooiieceeeee et 29
447221 B I ] N o= 1 o o SRR 29
447222 I L R T= Fo T 1 o o OSSR 30
447223 Creation of group MESSAJE AEIVENY .....c.coi ettt 30
447224 Modification of previous submitted group message deliVEry ........c.coocovireininenneneeseeee 31
447225 Cancellation of previous submitted group Message deliVery .......occoiererneneineseieee e 31
4.4.72.3 Group message Delivery Via MBMS DY XIMB........coiiiiiiiieincienes e 31

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 4 ETSI TS 129 122 V15.0.0 (2018-07)

447231 S Yo T @ = 1] o PPN 31
447232 S Yo B = L (o] o PSP 31
4.4.7.2.3.3 Creation of group MESSAJE AEIVENY .......coi ittt 32
447234 Modification of previous submitted group message deliVEry ........c.coocovineinineineneeseeee 32
4.4.7.2.35 Cancellation of previous submitted group Message deliVery ... 33
4.4.8 Procedures for Reporting Of NEIWOIK SEEEUS..........c.ocueiieriereese et 33
4481 LCT 1< - TSP PSR RPTP 33
4482 Network Status Reporting SUDSCHIPLION..........ccuiiieiieieee ettt esraesreesnees 33
4483 Network Status Reporting NOtifICaLION..........cccuiiieiieice e nnees 34
4.4.9 Procedures for Communication Pattern Parameters ProOVISIONING .........covcveveeneeieeeseseesees e esee e s 34
4.4.10 Procedures for PFD ManagemMeENt .........cccoeieiriieieie ettt sttt sttt st sttt sb e 35
4411 Procedures for Enhanced Coverage Restriction CONIOl...........ooeiiirieiieneesereee e 36
4.4.12 Procedures for Network Parameter Configuration............ccoceeireienenieiene e 36
44121 LT 0T P RRRRRSUSR 36
4.4.12.2 Configuration Request for an individual UE..............coocoiiiniieee e 37
4.4.12.3 Configuration Request fOr agroup Of UES..........ccoiiiriiiieiece e 37
44.13 Procedures for setting up an AS session with required QOS..........cccooieeiieeneere e 38
4.4.14 Procedures for MSISDN-less Mobhile Originated SMS........ccoiiiiiiie e 39
44.14.1 LC T 11 - TSSOSO 39
4.4.14.2 Delivery of MSISDN-IESSIMO SMS...... .ot ene 39
5 QLIRS 37 TSRO 39
51 011 0o 1 o o PRSI 39
52 Information applicable tO SEVEIal APIS........coiiiiiec e 39
521 Dz k2 Bl 1Y 1= TSP U TP PSP 39
5211 01100 1 1 o o O 39
5212 Referenced SrUCtUred JalatyIBS........oiueieeieeieerie et eee et e et e te e s e e sne e te e teeseesraesnaesreeneens 39
52121 TYPE: SPONSOITNTOMMEBLION. ....c.teeieeieeiesie e see st este et e e e et esreesreesteseeeseesseesseesseesesnsessaesseessnns 39
52122 TYPE: USAGETNIESNOIM. ... ..ecueeiieieee ettt ettt e e et te et esae e saeesneesaeenseeneeenaennaesreennens 40
52.1.2.3 TYPE TIMEWINUOW. ... .eeeeeieeiecie ettt e s et este e e e e e stesneesaeesseesseeseenseenseenaeeneesseessens 40
52124 Type: ACKNOWIQAGEMENL.......cctieiieiece ettt ste e e re et e ee e e saeesse e teentesnaesraesreennens 40
5.2.1.25 TYPE: NOUTICAIONDE@LA. ... .c.eeieeerieesieesieeite et seeste et e e s e eetesseesaeesreesseeneesneeenseenaessaesseesrens 40
52126 TYPE EVENTREPOIT.......eoeee e e e e 40
52127 TYPE ACCUMUIBLEAUSAGE. ... vttt sttt sttt sttt st b ettt b e bbbt b et se et nb et 41
52128 TYPE FIOWINTO ...ttt sttt b e bbb e 41
52129 TYPE TESINOLIFICALTION. ...ttt bbb e 41
521210 Type: WEDSOCKNOLTCONTIQ ...ttt 41
521211 TYPE LOCALIONATEAL ....cveeueete ettt ettt sttt ettt b e et b et b e s et b e e e st e bene et b e st eb e b e 42
5.2.1.2.12 TYPE: ProbIEMDELAIIS. .......cceeeiieciiesieee ettt sre e saeeae s nee et e enaesraesreenneas 42
5.2.1.2.13 TYPE INVAITAPAIAIM ......eeeeeeceee ettt et e et e e teetesaeesseesaeesseenseenseentesraesreennens 43
5.2.1.2.14 B8 0= 210 o USSR 43
5.2.1.2.15 TYPE CONFIGRESUIT .....eeeeeee ettt e e et e st e et e saeesreesneesseenseenseenaesraesreeseeas 43
5.2.1.3 Referenced Simple datatypes and ENUMEraLiONS..........cccuveierieiieeree e eseessee e e e sre e eee e sseesreeseees 43
52131 11 0o 1 o o PP 43
52132 SIMPIE DBEATYPES. ...ttt bbbt bbb e bt e b et be b 43
52133 L T 0 = o Y o S 44
52134 Enumeration: RESUITREBSON .......ccuiiiiiiieieieieeerie ettt see b ene e e e e 45
5214 Conventions for documenting Structured datatyPeS ........cocerereereriiieeese e 45
522 USBOE OF HT TP ...ttt bbb bbbt b e bbb et b e e et b b et b e b 46
5221 LCT 1< - RSP T PSSP 46
5222 Usage of the HTTP PATCH MELNOU..........cccoiiiieiiencne s 46
523 L0011 0117/ o= TSP PP R OPSRPRNE 46
524 URI SITUCEUE ... bbb bbb e e 46
525 INOLITICBIIONS ... vttt ettt r e Rt R e r et R e et R et r e nn et e e e nn et nr e s n et r e r s 46
5251 LCT 11 - TSSO P TP 46
5252 Notification Delivery using a separate HTTP CONNECLION...........coiirieiierieiie et 47
5253 [N o L0 e (o T IS V= | USRS 47
5254 Notification Delivery Using WEDSOCKEL ...........coiiriiiiiieeree et 47
526 EITOr NANGITING ...ttt bbbt b b et b e ne et b e et b e 48
527 FEAEUIE NEGOTIALION .....cveeiecee ettt et et b et b e e b e b e bt et b e s bbb e b e b 50
528 HTTP CUSLOM NEAHEIS. ...ttt sttt ettt e et e sae bt e e eme e eeseesbesaeeseeneenseneens 50
5281 LCT 1< - RSP T PSSP 50

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 5 ETSI TS 129 122 V15.0.0 (2018-07)

5.2.8.2 Reused HTTP CUSLOM NEAOEIS ..ottt sttt ae e b e eneeneen 50
529 Conventions for Open APl SPeCifiCatioN filES .........ooiiiiiiiee e 50
5291 LT 07 S PRRRRSTSR 50
5292 Formatting Of OPENAPI FIIES......ccuiiiie bbb e b e eb e ene 50
5293 SITUCLUNEH BLA LYPES. ... vttt sttt bt e bbbt bbb e b s bbb e b nn e 50
5294 0] (o TP OSUP PR PSPPI 52
5295 EXEEINAIDIOCS.......e ettt Rt 52
5.2.9.6 S Y £ TSSOSO PP PRURTPRRRSSOIN 52
5.2.9.7 References to other 3GPP-defined Open API specification fil€S........ccocv v icv e 53
5298 Server-initiated COMMUNICELION .........orveeirireeenireeese e nn e 53
5299 Describing the body of HTTP PATCH FEQUESES.......c.eiuiirierieieierieeetesieeei et eenen 54
5.2.9.10 EITOr RESPDONSES ... s s e s e e 54
5.29.11 T 0= 0] PSR 55
52912 REBA ONIY GEEITDULE.......eeeceeeeee bbb et b e et b e bt b e b b nnenea 55
53 MONITOMTNGEVENT AP ...ttt bbbt b bbb et eb e s e bt bt b et e bt b e e eb e e e e ens 56
531 OVEBIVIBW ..ttt et e ettt e st e e e e e e seeebesaeeaeeae e e e eeeeeeEeeaeeeeene e eeeeseeebeeaeemeeneensesseseesaeeneeneensenses 56
532 (D = 1070 o [ USSP PR ST S 56
5321 (R ES oL et o= = L -SSR 56
53211 INEFOTUCTION ...ttt r e r e e r e nr e e r e e reneer e nr e e renreneerenrennenens 56
53212 Type: MonitoriNgEVENtSUDSCIIPLION ........ociiieeciecee ettt era e nnees 56
5.3.2.2 TN Tor= 1T e = = N0 == SR 59
53221 gL T I8 ot (g TSP P TSP PRPTRN 59
53222 Type: MONItOrTNGNOLITICAIION ..ot 59
5323 Referenced StrUCIUred JaLAtYPES. .......ooveueriiieeiieie ettt ettt b e sb e eb e e ebesrenneneas 59
53231 11 0o 1 o o PR 59
53232 Type: MONItONTNGEVENTREDONT .......oeiuiitiieiiieeee et 59
53233 TYPE TAIESEAIUSINTO .....cveeeeee ettt 61
53234 Type: UePerLOCat ONREPOIT........coiieiirieieeiete ettt sttt sttt sb bbb se e b e 61
5.3.235 BN/ 0= oo 1 o o] K o (o SRS 62
5.3.2.3.6 I8 = LU (= O U= RS 62
5324 Referenced simple data types and eNUMEraLioNS............ccveeiieieeiiese e e eee e eee e neees 63
53241 gL T I8 ot (g TSP P TSP PRPTRN 63
5.3.24.2 SIMPIE BLATYPES. ... e eeeieee sttt e e st e s e et e et e e teesaessaesteesteesesnaesnnesneesneenseesenns 63
53243 EnumMeration: MONITOITNGTYPE ......ceeueitiieiertire ettt sttt sb e 63
53244 Enumeration: ReaChaDIlity TYPE.......ceiieiiiee e 63
53245 ENUMEration: LOCAI ONTYPE ... .c.citirieirtirieiete ettt nb e 64
53246 ENUMEration: ASSOCTBLIONTYIE .....oueuiriiieiiitire ettt sttt s bbb e ens 64
53247 ENUMEIELioN: ACCUIBCY ....veiviueeiertiieiestese ettt sttt ettt b et b bbb s bt b s s st e b b s bt enis 64
533 RESOUICE SEIUCKUIE.......ceitei ettt ettt ettt ettt he e e be e e s s e e e be e e sae e e be e e aae e e be e e saneeaan e e smeeeamneesnneesnreeenneenares 65
5331 GBNETEL ...ttt bbb h R e R R R R e ae et et et e e e Re R e beeheebe e e nneeen 65
5.3.3.2 Resource: Monitoring Event SUDSCIIPLIONS. .........ciiieiieice ettt 65
53321 INEFOTUCTION <.ttt r e e b r e e bt e reseer e e e e er e nreseerenrennenens 65
53322 RESOUICE AEFINITION. ... ..ot 65
53.3.23 RESOUICE MELNOUS.......c.eceiitieci e 65
533231 L1 USSR TP P UPTVRURRPN 65
5.3.3.2.3.2 PU T ettt b E e R R e R E e R R R R e R R e bR R bt bene bt e e ens 66
5.3.32.33 PATCH .ottt bbbt bbbt h bbbt b et n e 66
533234 PO ST ettt h R R b e R R R Rt bbbt b et b n e 66
5.3.32.35 DELETE ...tttk b bbbt bt b st b e n e 66
5333 Resource: Individual Monitoring EVent SUDSCIIPLION...........coeiiereinerieene e 67
53331 11 0o 1 o o PP 67
53.33.2 RESOUICE AEFINITION. ...t 67
53.333 RESOUICE MELNOUS....... ettt 67
533331 L1 TSSOSO PR URTPRPRURTIN 67
5.3.3.332 PU T et bbb e AR R ke E R e e R e Rt Rt Rt R e Reen e e e R e bt eaeene e e nre e 67
533333 PATCH e bbb bt ae et e et b bt e b e he e h e et e b e e et bt et ene e re s 68
53.3.3.34 PO ST ettt h R R b e R R R Rt bbbt b et b n e 68
5.3.33.35 DELETE ...tttk b bbbt bt b st b e n e 68
5334 MONItOriNG NOLTICELON ......cueviietiieeiete ettt bt e b et er e b s aese b b snenea 68
53341 11 0o 1 o o PP 68
5.3.34.2 LRSS 0101 (o= o (= 1T 01T (1] o P 68
53343 RESOUICE MELNOUS.......eeeeeeeeeee ettt et et sbe e sbesaeene e e eneees 69

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 6 ETSI TS 129 122 V15.0.0 (2018-07)

533431 NOLTICALTION VIAPOST ...ttt ettt et e e st e e e et e e s st e e e s esabe s s seassessssbeeessasrenessnnenas 69
53.34.3.2 NOLIfICatION VIAWWEDSOCKEL. ...ttt et e e e et e e e saa e e s s eab e e s s are e e s snnneas 69
534 USEO FEALUIES...... e ieeee ettt ettt et e e e ettt e e et et e e eaeeessebaeessaseeeesasaseassabeeesesesssssesessssbeeesaassnsssassnesssnsenessnes 69
54 ResourceM anagementOfBAL AP ...t 70
54.1 OVEIVIEWW ...ttt ettt e e e ettt e e e e ee s s ebeeessaateseeesaaeessabaees e steeeseasseessabeeessanseeesensseessbaaessenbenessnesessssbenasan 70
54.2 (D71 r= 1 01010 (< TR 70
54.2.1 (R ES oL oY o= = L oSS 70
54211 {10 [ Tox 1 o] [ 70
54212 1577 <30 = T | S 71
54213 QIR 0= = 10 11 = o o SRS 71
5422 Referenced StrUCLUred daLAtYPES. .......ooveueiririeieie sttt sttt b bbbt b eb e se e ebesrennene 71
54221 (11100 [8Tox1 o] TR 71
54222 TYPE TrANSFEIPOIICY ...cveeeieeee ettt b e et b e 71
54.3 LSS 010 (0T 1 101 (= 72
5431 (1< 01C = TSR 72
5432 RESOUICE: BDT SUDSCIIPLIONS ....c.veeetiiteeetisteseett sttt sttt ettt sttt sb e et sb e et sbe e b se e ebesbennenen 72
54321 {10 [ Tox 1 o] [ 72
54322 (R (SS o 101 ge X0 <t 1T o TR (0] o T 72
54323 RESOUICE MELNOUS........c.eveiee ettt e e s ettt e e e et e e s sbb e e e s sabeeesesbbesssasteessbseeesanbenessnnes 73
543231 (] 73
54.3.2.3.2 {8 73
543233 [ O 73
543234 [ @ S TR 73
54.32.35 [T I I TR 73
5433 Resource: Individual BDT SUBSCITPIION ....cvoieiiiiiieeiiiienieesie sttt eb e 74
54331 (11100 (87011 o) TSR 74
54.3.3.2 RESOUICE I NITION.......eeeeee ittt et e e e e e s sttt e e s e be e e s seaeeeessabeeassssbessssssaessssssessebenessne 74
54.3.3.3 RESOUINCE MELNOUS.........eeeiee ettt et e e et e e s ettt e e e e sba e e e seaeeeessabaeassasbesssesbeessasssessssbenessnes 74
543331 L] 74
54.3.3.3.2 {8 74
54.33.33 [ O 75
543334 [ 5 [ 75
5.4.3.3.35 [0 I = 75
544 USEO FEALUIES....... v ieeie ettt ettt e et e e e ettt e e et e e e e eae e e s s ebaeessaseesesasaseassabeeeseseassssesessssbeeassssnsssassneessnsenessnes 76
55 ChargeabIEPaITY AP ... .ot et b et b et b e bbb et b et b e b e b 76
55.1 OVEIVIBWV ..ottt ettt et e e ettt e e e e ee s s ebaeeesaateseseaseeessabaeessasteeesaasseessseeessanbeeesensaeessbeaessassesessnesassssbenasan 76
55.2 (D F = 1001010 (< USRS 76
5521 RESOUICE TBLA LYPES. ...ttt sttt sttt b e et b e et b e et b e se et b e se et ebesb e e ebesbe e ebesbennenen 76
55211 (11100 [8Tox1 o] TSR 76
55.21.2 TYPE: ChargEablEPaITY ..........ccieiiiiiie ettt et te e sre e saeesteeaeeneesneesraesreeneens 76
55.3 RESOUICE SITUCTUI ...ttt ee et e e e e et e e e e e s et st b e e e eaesessaabareeeeeeesasbabaeeaeseseasabseeesesssansnsres 77
5531 (1< 0= =!I 77
5,5.3.2 Resource: Chargeable Party TranSaCtionS........c.ccvecierieiieeiesie e seesieeste e see e e se e e se e ssaessaesreeseees 78
55321 {10 [ Tox o] o IR 78
55322 (R (SS 0 10 ge X0 <t 1T o TR (T 0] o T 78
55.3.23 RESOUICE MELNOUS.........eeeeee ettt et e et e s e et e e e e e ebe e e s seaee e e s st aeasassbesssasseessssseessssbeneesne 78
553231 (] RO 78
55.3.2.3.2 2 TR 79
5,5.3.2.3.3 [N 1O TR 79
553234 [ @ S TR 79
55.3.2.35 DELETE ...ttt st e e et e e et e e st e e s e eab e e e s esaaee s s beeessesbaeessasaeessbeeessansanessanenas 79
5.5.3.3 Resource: Individual Chargeable Party TranSaCtioN ...........cccccevceeieeieeieese e e see e ee s e seesreeseees 79
55331 {10 [ Tox o] o IR 79
55.332 (R (SS o 101 ge X0 <t 1T o TR (0] o T 79
55333 RESOUICE MELNOUS........c.eveiec ettt et e s st e e e e e be e e s sbr e e e s sabeeesasbbesssasteessnbreeesanbenessnnes 79
55.33.3.1 (] 79
55.3.3.3.2 2 TR 80
5.5.3.3.3.3 [N 1O TR 80
5.5.3.3.34 [ @ S TR 80
5,5.3.3.35 DELETE ...ttt st e e et e e et e e st e e s e eab e e e s esaaee s s beeessesbaeessasaeessbeeessansanessanenas 80
55.34 EVENT INOUTICAIION ...ttt ettt e et e e et e e s et e e e e et e e e s saeeeesssbeeesabeeesasesessansnessasenessanes 81
55341 (11100 [8Tox1 o) TSR 81

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 7 ETSI TS 129 122 V15.0.0 (2018-07)

55.34.2 RESOUICE AEfINITION. .....c.eicie et ettt e et e et e e e e s te e be e beenreeaneenns 81
5.5.34.3 RESOUICE MELNOUS. ... .ccticie ettt sttt et sae e e ae e be e be e beenbeste e beebeenresnneenns 81
55.3431 NOtIfiCaiON VIAHTTP POST ...ttt sttt e st eb e et e sbeesraesneas 81
55.34.3.2 NOtIfication VIAWEDSOCKEL..........ccuieiiee ettt et et eae e s aee b eaeas 81
554 USE FEALUIES......ccetictecee ettt ettt ettt ettt et e et e e teesbe e beeabesasesaeesaeesaeeseenseaaeeeseesbeesteebaeseensesnsesnnesans 81
5.6 INIDD AP ettt bt bt h e h et et Ee e E e e b e e h e ek e e R e e a e e eE e R e ebeeh e e b e Rt eh e et e e e bt eheeb e e Rt ene e e enrees 82
56.1 OVEBIVIBIV ...ttt e bt h et e et et b ekt e b e e s e e s e b e £H e eE e e Reeh e e a e e e e b e Hh e eb e eheeh e e e et e nbeshenbeeneense s entes 82
56.2 DEIAMOTE ...ttt b et se bt h e e b e s bt ae e a e e e et sh e b Re e Rt et e e e bRt nb e e e nnennen 82
5.6.2.1 (R ES oL et o= = L -SSR 82
56.211 FEFOOUCTION ...ttt bbbt b e bt e bt s heeb e e e e e e e e eb e b e saeene e e e e es 82
56.2.1.2 Type: NiddCONFIGUIELION .......oeeiiiiiieeiite ettt bbb 82
56.2.1.3 Type: NiddDOWNIINKDEEATFANSFEN .....ccveiveiiiiireeieeie ettt sttt 84
56.214 Type: NiddUplinkDataNOLifi CaLION.........c.eieeirieeeiisiereeie s 86
56.2.15 Type: NiddDownlinkDataDeliveryStatusNOLifiCatiON..........cccoereiierrireeree e 86
56.2.16 Type: NiddConfigurationStatUSNOLIFiaiON ..........coveiierieiriereee e 86
56.2.1.7 Type: NiddConfigUrationNPaICR..........c.coiieiiiriere e 87
5.6.2.2 Referenced SrUCtUred JalatyIBS........oiueiie e erie et te et e te e te e s e e e s ne e te e e eseesnaessaesreeneens 88
56.221 FEFOOUCTION ...ttt bbbttt e b e bt bt he e bt et e s e b e sb e e b e s heene e e e e es 88
5.6.2.2.2 BN/ 0= (0 1 o USSR 88
5.6.2.3 Referenced simple data types and eNUMEraLioNS............ccveueiieieerieseese e see e eee s seees 88
56.231 TEFOOUCTION ...ttt bbbt b e bt bt heeb e e e e e e e e sb e b e saeene e e e e es 88
5.6.2.3.2 SIMPIE BLATYPES. ... e eeeieee ettt e st e s e e te e te e e astesseesteesteesesneesnnesneesneenseensenns 88
56.2.3.3 Enumeration: PANEStabliShmentOPLIONS..........coiiriiiiirieirreeseree s 88
56.234 ENUMEration: DElIVENYSIBLUS.........coueerrireeieeieieeeeteseeeei bbbt 88
5.6.2.35 ENUMEration: NIAASIAUS........ccieeiieie ettt ettt et s aae s beebeenesaneeas 89
5.6.3 RESOUICE SETUCTUN ... eeeeeieiee ettt st e e s eaee e e st e e e et e e e e sase e e e snbeeeeasteeesasseeeeanseeeeessaeeeanseneeassenenane 89
5.6.3.1 (1= 0T - OSSR UROPROS 89
56.32 Resource: NIDD CONfIQUIBLIONS. .....c.ciuiierirteietertereete ettt st ebe e e b e e b e e b see e b sae e ebesrennenens 90
56.3.2.1 FEFOOUCTION ...ttt bbbt e e bbbt s heeb e et e e b e sb e s b e sheene e e e e es 90
56.3.2.2 RESOUICE EFINITION. ...ttt bbbttt b e ettt bt b saeene e e e s 91
56.3.2.3 RESOUICE MELNOAS.......c.eeieeeieeeee et et b e sb e b et e e e e 91
56.3231 L1 TSSOSO PR URTPRPRURTIN 91
5.6.3.2.3.2 PU T ettt b e bt E oA E R ke E R £ R e R e Rt Rt R e Reea e e e e R e bt eaeene e e nre e 91
5.6.3.2.3.3 2 X SRS 91
5.6.3.2.34 ) SRR 91
5.6.3.2.35 DI S 92
56.3.3 Resource: Individual NIDD CONfigQUIaiON ........ccoieeueiirieinie ettt srere e neenen 92
5.6.3.3.1 (oo [N (T o OSSO 92
5.6.3.3.2 RESOUICE AEfINITION. .....c.eiciiciece et e e et e et e e e e s te e be e beenresaneenns 92
56.3.3.3 RESOUICE MELNOAS.......c.eeieeieee ettt et b b sa e bt e e s 92
56.333.1 L1 TSSOSO PR URTPRPRURTIN 92
5.6.3.3.3.2 PU T ettt b e bt E oA E R ke E R £ R e R e Rt Rt R e Reea e e e e R e bt eaeene e e nre e 93
56.3.3.33 PATCH e e b e e b a et e e et bt bt e b e ae R e et e b e b e b aeene e e 93
56.3.3.34 @ 5] LU O PR PP SPRRPP 93
56.3.3.35 DELETE ...ttt e bttt bbbt ae st e e e b b nr b aeene e re e 93
5.6.34 Resource: NIDD downlink data deliVEITES...........ooeiriieiieeieeee e 94
5.6.34.1 (oo [N (T o OSSO 94
5.6.34.2 RESOUICE AEfINITION. .....c.ei et et e st e e et e e e e s te e beebeenreeaneeans 94
5.6.34.3 RESOUICE MELNOUS. ... .ccticiecieee ettt s et e e sae e e ae e be e be e beenbesteesbeebeenresnnenans 94
56.34.3.1 1 PP PRRRSSSN 94
5.6.34.3.2 U SR 95
5.6.34.33 PATCH e bbb bt ae et e et b bt e b e he e h e et e b e e et bt et ene e re s 95
56.34.34 @ 5] LU O PR PP SPRRPP 95
56.34.35 DELETE ..ottt e e bttt e ke bt bt h e e h e et e b e bR bt aeene e ne e 95
5.6.35 Resource: Individual NIDD downlink data deliVErY .........ccceeeie e 96
56.35.1 TNEFOOUCTION ...ttt bbbt b e e bt e bt heeh e e e e e e e e sb e b e sheene e e e e es 96
5.6.35.2 RESOUICE AEfINITION. .....c.ei et et e st e e et e e e e s te e beebeenreeaneeans 96
5.6.35.3 RESOUICE MELNOUS. ... .ecticieceee ettt s et et e e e sae e e ae et e e be e beenbesbeesbeebeenresnreeans 96
5.6.35.3.1 1 PP PRRRSSSN 96
5.6.35.3.2 U SR 96
5.6.35.3.3 2 X SRS 97
5.6.35.34 1 SRS 97

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 8 ETSI TS 129 122 V15.0.0 (2018-07)

5.6.35.35 DI S 97
5.6.3.6 NIDD Configuration Update NOtifiCatiON. .........cciiirieirieinie et 97
5.6.3.6.1 11 (oo [N (oo OSSOSO 97
5.6.3.6.2 RESOUICE AEfINITION......c.uiciicece et e e st e et e e e e s te e beebeennesaneeans 97
5.6.3.6.3 RESOUICE MELNOUS. ... .ottt s et et e et e s e e e ae e be e be e beesbesteesbeeteenresnnesans 98
5.6.3.6.3.1 NOtIfication VIAHT TP POST ......ccoiiiiiiiiieie ettt st enas 98
56.3.6.4 NOtIfiCation VIAWEDSOCKEL .........c.oiiiiieieeeee e e 98
5.6.3.7 NIDD Downlink Data Delivery Status NOtifiCatiON ..........cccvvueiieiiesieiie s 98
56.3.7.1 FNEFOOUCTION ...ttt bbbttt b e bt bt he b e et e e e e e sbesbesheene e e e e es 98
56.3.7.2 RESOUICE EFINITION. ...ttt bbbttt ettt sr e sbesaeene e e e e s 98
5.6.3.7.3 RESOUICE MELNOUS. ... .ccticie ettt sttt et sae e e ae e be e be e beenbeste e beebeenresnneenns 99
5.6.3.7.3.1 NOtIfiCaiON VIAHTTP POST ...ttt sttt ettt b e et e ebeesreesreas 99
5.6.3.74 NOLIfiCation VIAWEDSOCKEL .........ccuiieeiieieece ettt ettt be et e te e e eaes 99
5.6.3.8 NIDD Uplink Data NOtfICATON........c.ceeitiietiiieiete ettt b e s eb e nnene 99
5.6.38.1 (oo [N (T o OSSO 99
5.6.3.8.2 RESOUICE AEfINITION. .....c.ui et e e st e b et e e e e ste e beebeenreenneeans 99
5.6.3.8.3 RESOUICE MELNOAS.......c.eeieieeiee et et b e b sa e b et e e e e 99
5.6.3.8.3.1 NOtIfication VIAHT TP POST .......coiiiiiiieisiee sttt st s 99
56.384 NOLIfiCation VIAWEDSOCKEL .........c.oiiiiieieeeee e e 100
5.6.3.9 Resource: Group Message Delivery VIANIDD ........c.ccoiieiieiiie et 100
56.39.1 TEFOOUCTION ...ttt b b et e bbbt e bt s ae e s e e e et e b e sheebesneenee e ennas 100
5.6.39.2 RESOUICE EFTNITION. ......eeiteitieeee et bbbt e e sa e bbb b ae e e e e e 100
5.6.3.9.3 RESOUICE MELNOUS. ... .cocuieiece ettt ettt et e st e s te e be e ebeeaseeaeeebeesbeeaseeneeeseesreesrnas 100
5.6.39.3.1 L PSSR 100
5.6.39.3.2 U PRSP 100
5.6.3.9.3.3 2 I PSS 100
5.6.39.34 1 ST 100
5.6.4 USE FEALUIES......ccutectee ettt ettt ettt et st e st e e be e besaeesaeesae e beeateeaseeseaebeebeesteentesnsesanesaeesaeenteentenns 101
5.7 DTSV oY I o = 1o 12 USSR 101
571 (@Y Y ST 101
572 (D= =1 07T [ TP PP USTUSRPT 101
5.7.2.1 e oL et o F= = L - 101
57211 (11100 0o 1ol WSO U PP USROS 101
57212 TYPE: DEVICETTIGGENING .. .veuvevereeneetertetetesteeese sttt sttt s b e et sb et b b et eb e bt b e et sbe b 102
57213 Type: DeviceTriggeringDeliveryRepOrtNOtifiCatioN. ...........cceiiirieinenesee e 102
5722 Referenced simple data types and enNUIMEIatioNS. ..........c.ceererieineneeesie s 103
57221 INEFOAUCTION ..ot te et s e e te e be et e e st e eaeesbeesbeesbeessesasesnnesaeeaseanseentenas 103
57222 SIMPIE DA LYPES. ...ttt bt b e bbbt et b et b et b e nn e ens 103
57223 Enumeration: DElIVEIYRESUIL ........cociiiiiiiieere ettt 103
57224 [0 0T o B o T USSR 104
573 RESOUICE SLIUCLUIE. ...ttt ettt r e e s s e s ae e st e e e ean e e be e s R e e b e e b e e ane s e e smnesaeenneenreennenns 104
5731 (€T o1 - OSSPSR 104
5.7.3.2 Resource: Device Triggering TranSaCiONS........cc.veiueeiereeieeseeseeeseeseeseesteesesseesseesreesseesesneesnsesnessnes 104
57321 TEFOOUCTION ...ttt b b et e bbbt e bt s ae e s e e e et e b e sheebesneenee e ennas 104
57322 RESOUICE EFTNITION......c.eeieeetieeee ettt e et et b bbb ae e e e e e e 105
5.7.3.2.3 RESOUICE MELNOUS. ... .ooteeiectecte ettt et et e st e s te e s te e sae e beeasesaeeebeesbeeaseeneesraesreesreas 105
573231 L PSSR 105
5.7.3.232 U OSSPSR 105
5.7.3.2.33 2 I PSS 105
573234 1 ST 105
573235 D = I S 106
5.7.3.3 Resource: Individual Device Triggering TranSaCtion .........cciceveeiiecesee e 106
57331 TEFOOUCTION ...ttt b b et e bbbt e bt s ae e s e e e et e b e sheebesneenee e ennas 106
5.7.33.2 RESOUICE EFINITION. ....c.ee ittt se et sa s bbb bt ae e e e e 106
57333 RESOUICE MELNOAS.......c.eeieeeeeee et e b e sa e sb et nn e 106
573331 L OSSR 106
5.7.33.32 U OSSPSR 107
5.7.3.3.33 2 I PSS 107
573334 ) SRS 107
573335 D = I S 107
5734 Device Triggering Delivery Report NOLifiCatioN ..........c.coeveririnince e 108
5734.1 1100 L1 1o o OO SRRTUSTORR 108

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 9 ETSI TS 129 122 V15.0.0 (2018-07)

57.34.2 RESOUICE I NITION.........eeiei ittt ettt e e et e e s e e e e s st b e e s s easeeessbaeesssabeeessatesssssseeesssreneesan 108
57.34.3 RESOUINCE MELNOUS.........ceeieeieeie ettt e e ettt e e e et e s et e e s s eaa e e s sbaeesssabeeesastesessssenesseseenesan 108
573431 NOEITICATON VIAHTTP POST ...ttt et e st e s st e e s s sae e e s saaresssnbaeesenes 108
57.34.3.2 NOLIfICatION VIAVWEDSOCKEL. ...ttt ettt e e e s et e e e e an e e s sabe e e s sbaeesenes 109
574 USEO FEALUIES........eeeieieeeee ettt ettt e e ettt e e ettt e s et e e e s eaaeeesasbeeesesaeeessbeeeseastesesassseessabeeessasbensssssnessssbenesan 109
5.8 GMD VIAMBMS FEIGIEA APIS.....cceeeeeeeie ittt ettt et e e st e st s s s bee s eba s s sbeeeabesssbessbesssbessnesssbessaresesns 109
5.8.1 (@ Y1 Y=Y 109
5.8.2 GMDVIABMBMSDYMB2 AP ...ttt sttt st st esa et e st e s tesaesteeseesaesessestesnesresnnenseneens 109
5.8.2.1 [ F =1 110 [ I 109
58211 e o LU ot o F= = 4 o= USSR 109
582111 g1 100 (8011 o] TR 109
582112 TYPE TMGIATIOCEON ...ttt ettt b et b et 110
5.8.21.13 Type: GMDVIaMBMSBYMD2...... .ot 110
582114 Type: GMDBYMB2NOLfICATON ..ot e 111
582115 Type: TMGIATOCATONPAICH ... e 111
582116 Type: GMDViaMBMSBYMDB2PAICH .........cceiiiieiiiice e 112
5.8.21.1.7 TYPE MBDMSLOCATEA.......ueeeteeiieieeieseesee st e st e ste e te e e et e st e st e st e e teseesaeesneesseeseenseentenneenrensneas 112
58.2.2 RESOUICE SITUCTUI ...ttt ettt e s e e e e s s e s b et e e e e e e s e sbabaaeeeessessabbaeeeesseesassrrreeeeas 112
5.8.2.2.1 (1< 1< =) T 112
5.8.222 [R(SSo L0 go A Y (] AN 1 o= (1 o] o R 113
5.8.2.2.21 g0 [ Tox 1o 1 113
5.8.2.2.2.2 R SS 0 1 (e =X o (LT o TR (T 0] o 113
58.2.2.2.3 RESOUICE MELNOUS ...ttt et e st e s et e e s e aae e e s eesbeesseaeeessasnessabensssanes 114
5.8.22.23.1 (] SRR 114
5.8.2.2.23.2 PU T ettt e e e et e e e e e e e e e s e e e e e a—e e e e e ——e e e e baeeseataeeee—neeeeabereeeaareesarers 114
5.8.22.23.3 PAT CH. ...ttt et e e s st e e e et e e e s eaaeeesebaeeseasbaeeseaeeessaraneesanbeeeeaanes 114
5.8.22.234 [ O S RSSO 114
5.8.2.2.2.35 DELETE . ...ttt et et e e e ettt e e s e e e s s st e e s saaaaeessbaeessabeeessanteeessanenas 114
5.8.223 Resource: Individual TMGI AIIOCALION......c.veiiieieie et et s s sbaeesbaee e 115
5.8.2.2.31 g0 [ Tox 1o 1 115
5.8.2.2.3.2 R SS 0 1 (e =X o (LT o TR (0] o 115
5.8.2.2.33 LSS 01| (0 1011100 115
5.8.2.2.33.1 [ I 115
5.8.2.2.3.3.2 PU T ettt e e e et e e e e e e e e e s e e e e e a—e e e e e ——e e e e baeeseataeeee—neeeeabereeeaareesarers 115
5.8.2.2.33.3 PAT CH. ...ttt et e e s st e e e et e e s s eaaeessebaeessasbaeesenaeeessaranessebeeeesanes 116
5.8.22.334 [ O S RSSO 116
5.8.2.2.3.35 DELETE . ...ttt et et e e e ettt e e s e e e s s st e e s saaaaeessbaeessabeeessanteeessanenas 116
58224 Resource: GMD VIaMBMS By MB2.......c.ooiiiiese ettt 116
58.2.24.1 g1 00 (87011 1o RO 116
5.8.2.2.4.2 R (SS 0 10 (e =X o (LT o TR (0] o 116
5.8.2.2.4.3 LSS 01| (0 1011100 117
5.8.22.43.1 [ I 117
5.8.2.2.43.2 0 117
5.8.2.2.4.3.3 NN I SRR 117
5.8.2.2.434 [ 1 SRR 117
5.8.2.2.4.35 DELETE . ...ttt et et e e e ettt e e s e e e s s st e e s saaaaeessbaeessabeeessanteeessanenas 117
58225 Resource: Individual GMD Via MBMS DY MB2........cccoiiiiiiinensiceeeseeeese e 118
58.2.251 1100 (87011 1o SRR 118
58.2.25.2 RESOUICE AEFINITION ...ttt e et e e et e e s eaae e e s sabeeessesanessassnesssbeeessanes 118
5.8.2.25.3 RESOUICE MELNOUS ...ttt et e st e s et e e s e aae e e s eesbeesseaeeessasnessabensssanes 118
5.8.2.253.1 (] SRR 118
5.8.2.2.5.3.2 6 118
5.8.2.2.5.3.3 NN I SRR 119
5.8.2.2534 O 1 OO 119
5.8.2.2535 ] I 119
5.8.2.2.6 Resource: GMD viaMBMS by MB2 NOtfiCaLON.........cccviierieciesecse et 120
58.2.2.6.1 1100 (87011 o) USRI 120
5.8.2.2.6.2 RESOUICE AEFINITION ...ttt e st e e e et e e s e ate e e s sebeeessesanessssseesssbenessanes 120
5.8.2.2.6.3 RESOUICE MELNOUS ...ttt e e st e s et e e s e aae e e s sabbeesseaneessasnesssbenessanes 120
58.2.26.3.1 NOELTICALTON VIAPOST ...ttt e et e e s et e e s s e e s e st e e e s eaaeessbenessssbenasannes 120
5.8.2.2.6.3.2 NOLIfICatiON VIAWWEDSOCKEL ...ttt ettt e et s e e e s s bee e s esbaeeseanes 121
58.2.3 USEO FEAIUMNES......eeeee ettt ettt e e ettt e s et e e s st et e s e steeesaaaeeessabeeesestesssasesaessabaeassasteeessssnassssbenasan 121

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 10 ETSI TS 129 122 V15.0.0 (2018-07)
5.8.3 GMDVIaMBMSDYXIMB AP ...ttt sttt e see et se s ee e e seesbesneseeeneeneeneens 121
5831 (DT = 101016 [ IR 121
58311 RESOUICE BLALYPES ...ttt sttt ettt bbbt b e e bt b e se et eb e e eb e b e e e b e sbenneneas 121
583111 1100 (8011 1o RO 121
583112 TYPE: SEVICECTEALION .....vieiieeiteeete sttt sttt b e bt b et b 121
5.8.3.1.1.3 Type: GMDVIAVIBMSBYXMB ........oooiiiiiieiieste et ee et enaeeneeenaesnaesseensens 122
583114 Type: GMDBYXMBNOLTICAION.......ciieieeiee et res 123
5.8.3.1.15 Type: GMDViaVIBMSBYXMBPEICH .........ccccoiiiieiiciecie ettt e e e 123
5.8.3.1.1.6 TYPE MBDMISLOCATEA.......eeeetieieeieeie e see st ste e ste e rte et e et e st et et e e teeeesaeesaeesseeseenseensenneesseesrens 124
5.8.3.2 RESOUICE SITUCTUI ...ttt ettt e e s et e e e e e s e s bt r e e e e e e s e sbabaaeeeaesessabbaeeeeseeesnnsrrreeeeas 124
58.3.21 (1< 01< ! [PPSO 124
5.8.3.2.2 RESOUICE: XIMB SEIVICES ...ttt ettt ettt e ettt e st e e s st a e e s saae e s seaaaesssbeeessesbessssseeesseseneesan 125
58.3.221 1100 (8011 1o RO 125
58.3.2.2.2 RESOUICE AEFINITION ...ttt e s et e e e et e e e s e aae e e s sebeeessesaneessssnesssbeneesanes 125
58.3.2.2.3 RESOUICE MELNOUS ...ttt e e st e s et e e s e aae e e s sabbeesseaneessasnesssbenessanes 125
5.8.3.2.23.1 (] SRR 125
5.8.3.2.2.3.2 0 R 126
5.8.3.2.233 N O ST 126
5.8.32.234 [ 5 [T 126
5.8.3.2.2.35 [0l =R 126
5.8.3.2.3 Resource: INAividual XIMB SEIVICE........couiiieeie ettt ete e s e e st e e e bae s s saae s sbaeeeean 126
5.8.3.2.3.1 g0 [ Tox 1o 1 126
58.3.2.3.2 RESOUICE EFINITION ...ttt e e e e e e e et e e s eaae e e s e ebaeessesanessessnesssbenessanes 126
5.8.3.2.3.3 RESOUICE MELNOUS ...ttt ettt eee e s st e e s et e e s eaae e e s esbbeesseaneessaanesssbensssanes 127
5.8.3.2.33.1 (] SRR 127
5.8.3.2.3.3.2 PU T ettt e e e e e et et e e e — e e e e e e e e eea—ae e e e ——e e e s bareseataeeeaaneeeeabereeeaareeearens 127
5.8.3.2.33.3 PAT CH. ...ttt et e s st e s e et e e e s eaaeeesebaeeseasbaeesanaeeessaraneesabeeessanes 127
5.8.3.2.334 [ O 1S TSRO 127
5.8.3.2.3.35 [0l =R 127
5.8.3.24 Resource: GMD VIaMBMS DY XIMB ........ooiieiecie ettt eeeas 128
5.8.3.24.1 g0 [ Tox 1o 1 128
5.8.3.2.4.2 R (SS 0 1 Lo =X (LT o TR (0] o 128
5.8.3.24.3 LSS 01| (0 1011 100 128
5.8.3.243.1 (] SRR 128
5.8.3.24.3.2 PU T ettt e e e e e et et e e e — e e e e e e e e eea—ae e e e ——e e e s bareseataeeeaaneeeeabereeeaareeearens 128
5.8.3.2.4.3.3 PAT CH. ...ttt et e s st e s e et e e e s eaaeeesebaeeseasbaeesanaeeessaraneesabeeessanes 128
5.8.3.2434 [ O 1S TSRO 128
5.8.3.24.35 DELETE . ...ttt e ettt e ettt e e s e e s s st e e s seataeessabaeessabeeessanseeessanenas 128
58325 Resource: Individual GMD ViaMBMS DY XMB.......ccoiiiiiieieeneeee e 129
5.8.3.25.1 g0 [ Tox 1o 1 129
5.8.3.25.2 R (SS 0 1 Lo =X (LT o TR (0] o 129
5.8.3.253 RESOUICE MELNOUS ...ttt e e e e et e s s s abe e e e e bt e e s sesaeesssbseessanbeeessnes 129
5.8.3.253.1 [ 129
5.8.3.25.3.2 8 R 129
5.8.3.253.3 N O TR 130
5.8.3.2534 [ O 1S TSRO 130
5.8.3.25.35 DELETE . ...ttt e ettt e ettt e e s e e s s st e e s seataeessabaeessabeeessanseeessanenas 130
58326 Resource: GMD viaMBMS by XMB NOIfiCatiON. .......cccceiiiiirieieereeee e 131
58.3.2.6.1 1100 (87011 1o SRR 131
5.8.3.2.6.2 RESOUICE EFINITION ...ttt e e e e e e e et e e s eaae e e s e ebaeessesanessessnesssbenessanes 131
5.8.3.2.6.3 RESOUICE MELNOUS ...ttt e e st e s et e e s e aae e e s sabbeesseaneessasnesssbenessanes 131
5.8.3.2.6.3.1 Lo ik e (o] g A/ = W O O 131
5.8.3.2.6.3.2 NOLIfICATION VIAWEDSOCKEL ......eeeiieeeee ettt ettt e e e s sbee e s esbee e e eanes 131
5.8.33 S0 s (0] (=T 131
5.9 REPOrtiNGNEIWOIKSLBLUS AP .......oeeeceeieee ettt e e te e te e e e s e e saeesre e seenseenseenaesneesnaesnnas 132
59.1 (@ V< VTR 132
59.2 (D F = 0101016 (< USRI 132
5921 RESOUICE TBLA LYPES. ...ttt sttt ettt ettt b e et b e st b et ae b e st b e et ebesb et b b 132
59.211 (g1 0o (87011 o) TR 132
59212 Type: NetworkStatusReportingSUDSCIIPLION ........c.eiviieiie e 132
5922 INOLIfi CBLION BLALYPES ...ttt etttk et st b e et b et b ettt b e 133
59.2.21 (g1 00 (87011 o) TSR 133

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 11 ETSI TS 129 122 V15.0.0 (2018-07)

59222 Type: NetworkStatusReportingNOL fiCaLION........cc.eeiiieirieeeee e 133
59.23 Referenced simple data types and enNUIMEIatioNS. ..........c.ceererieinerene e 134
5.9.23.1 11 0o 1 o P RSR 134
59232 SIMPIE DBLALYPES. ...ttt b e bbbt et b et s bt e b e enn 134
59233 Enumeration: COoNGEStIONTYPE.......cveiriiieiiiieriet sttt sttt sttt sttt eb e et e b saebesnenneneas 134
593 RESOUICE SLIUCLUIE. ...ttt ettt s et sae e s ae e n e e et esn e eae e e R e e b e e b e e anesnnesmnesaeenneenreenneens 134
5931 LC T o1 - OO SRRP SRR 134
5.9.3.2 Resource: Network Status Reporting SUDSCHIPLIONS..........ccvviieieeriece e 135
59321 NEFOOUCTION ...t h bttt b e bbbt st e a e e e e s e besreeb e e neenee e ennas 135
59322 RESOUICE EFTNITION. ......eeiteitieeee et bbbt e e sa e bbb b ae e e e e e 135
5.9.3.2.3 RESOUICE MELNOUS.......eee ettt se e e se st st esaesee e e enee e eneas 135
593231 L PSSR 135
5.9.3.232 U PRSP 136
59.3.233 N I PSS 136
593234 1 RS 136
59.3235 D I S 136
5.9.3.3 Resource: Individual Network Status Reporting SUDSCHPLION.......c.cccveverieniereer e 136
59331 (11100 0o 1ol USSP P PR PRORRRTP 136
59.33.2 RESOUICE EFINITION. ... ettt bbbt e e sa e bbbt b e e e e ennas 136
59333 RESOUICE MELNOAS.......c.eeieeeeeee e e et s eb e nn e 137
593331 L OSSR 137
5.9.3.3.32 PU T ettt bt b e R e Rt b e R e R etk e R et be R et benae e eteneeneeneeteneenea 137
5.9.3.3.33 2 I PSS 138
593334 1 ST 138
59.3.335 D I S 138
5934 Network Status Reporting NOLIfICAtON..........c.cciiiiiiieeereee e 138
5.9.34.1 11 0o 1 o PRSP 138
5.9.34.2 RESOUICE EFTNITION. ... ettt sttt e e e e et e beseeseeeneeneeneeneas 138
59.343 RESOUICE MELNOAS.......c.eeieeeeeee et e b e sa e sb et nn e 138
593431 NOLIfICEHON VIAPOST ..ottt se st st se b sseneens 138
593432 NOtIfiCation VI WEDSOCKEL. ........cc.eiiieeieeiee e 139
594 USEA FEBIUMES. ..ottt b et e st bt b et b e b et btk e e e s st et e ne st e teneebenbeneene 139
5.10 (0101 101V K= T 11 0T AN 139
5.10.1 OVEIVIBW ...ttt et e st et e bt e bt e aeeae e e e eeeeeebeeaeeaeeaeeneeneeseebeeaeeeeemeemeeneaneensenseseesaesneeneeneenseseens 139
5.10.2 D= = 1 010 [ RS 139
5.10.2.1 RESOUICE TBLA LYPES. ...ttt ettt ettt b et b e bbbt b e bt b e et bt e e bt 139
5.10.2.11 11 0o 1 o PSS 139
5.10.2.1.2 TYPE CPINTO ettt bbbt bbbt b et b e b 140
5.10.2.2 Referenced StrUCIUred daLAtYPES........oveuerieeeee ettt sb et 140
5.10.2.2.1 NEFOOUCTION ...ttt e b et b e b e s bt e bt e st s e e e e b e b sbenbeeneenee e ennas 140
5.10.2.2.2 TYPE: CPPAIAMELEISEL......cveeiiii ettt et sb e e sbe e e bae e nbee e baesnbeeesbaeenaeee e 140
5.10.2.2.3 Type: ScheduledCommMUNICaLIONTIME ......cveiieieeieee et e e e ree et esre e e e e e e sae e e etesneesanesnes 141
5.10.2.3 Referenced simple data types and eNUMEratioNS...........c.ueieererrieiieeseeseese et 141
5.10.2.3.1 11100 0o 1ol WSO U PP PRUSRRPON 141
5.10.2.3.2 S 0 L= = Y 0= 141
5.10.2.3.3 Enumeration: CommuNiCatiONINAICALON .........o.eeeiiieeieeee e 142
5.10.2.34 Enumeration: StationarylNAiCAtION. ..........ccciiiiiiieeeeeee e 142
5.10.3 RESDUICE SLIUCKUIE. ...ttt ettt sttt et e bt e st e e st e sab e e e aseesabe e e seesabe e e st e sabeeaneesbeeaneeesnneenneeens 142
5.10.3.1 LT 0T RS 142
5.10.3.2 Resource: CP Provisioning SUDSCIIPLIONS.......c.uietiirieire ettt et 143
5.10.3.2.1 11 0o 1 o PSR 143
5.10.3.2.2 RESOUICE AEFTNITION. ...ttt bbbt et bbbt b e e e e e 143
5.10.3.2.3 RESOUICE MELNOAS. ...ttt e b et sh e sb e e e 143
5.10.3.2.3.1 L OSSR 143
5.10.3.2.3.2 (U SRS TPSPRPSN 144
5.10.3.2.3.3 N 1O ST 144
5.10.3.2.34 1 SRS 144
5.10.3.2.35 DELETE ..ottt ettt sttt ettt ettt sttt e ae st e e e s e et e besaeeseeneemeeneeseseeseenbesneeneeneeneennens 144
5.10.3.3 Resource: Individual CP Provisioning SUDSCIIPLION ........ccoerieiriiee e 144
5.10.3.3.1 11 0o 1 o PSR 144
5.10.3.3.2 RESOUICE EFTNITION. ..ottt sttt a e e e e e e besbesaeseeeneeneeneeneas 144
5.10.3.3.3 RESOUICE MELNOUS. ...ttt a et se et st esaesee e e eneeneeneas 145

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 12 ETSI TS 129 122 V15.0.0 (2018-07)

5.10.3.3.3.1 L OO 145
5.10.3.3.3.2 1 R 145
5.10.3.3.3.3 AN IO R 145
5.10.3.3.34 [ O 1] IR 145
5.10.3.3.35 [ o I TSR 146
5.10.3.4 Resource: Individual CP Set ProViSIONING ........cccuveueriereeseeseeieessesseeseesseesseeseessessssssessseessssnsssnsssnes 146
5.10.34.1 [ gL 0 T (8702 o IR 146
5.10.3.4.2 (R (SS 0 10 ge X0 (LT o TR (T o] o T 146
5.10.34.3 RESOUICE MELNOUS.........eveieiiteeee ettt e e e e s et e e s e sate e e s sabeeesasbbeeesastesesanreeesarrenesan 146
5.10.3.4.3.1 L 146
5.10.3.4.3.2 1 R 147
5.10.3.4.3.3 AN IO R 147
5.10.3.4.3.4 [ O 1] IR 147
5.10.3.4.35 [ o I TSR 147
5104 USEO FEALUIES........eeieeieeiee et e ettt e et e e e et e e e et et e e et e e e s bee e e e stesesasaseessbeeesesbesssasaseessabesessasbensssssnessssbenesan 148
511 PAM@NEGEMENT AP ...ttt bbb bt bt s bbbt b et bt n e ens 148
5111 (@Y= Y=Y SRR 148
5.11.2 (D71 7= 1 .11010 (< R 148
51121 e o LU [ o F= = L - 148
511211 [ g1 0 T [ Tox 1o IR 148
511.2.1.2 BN 0 AV == 0 = 0 o 148
511.2.1.3 BN < 0|0 e 149
511214 BN L= o o PSPPSR PSRRI 149
511.2.15 TYPE PIAREPOIT ...ttt bbbt b et b et bt 150
51122 Referenced simple data types and eNUIMEIatioNS. ..........cccoeieirereiene e 150
511221 (g1 0o (87011 o] TR 150
511.2.2.2 SIMPIE DBLALYPES. ...ttt b bbb bbb bbbt s bbb e e ens 150
511.2.23 ENUMEration: FaITUrECOTE. ...ttt ettt st e et e et e e e ear e e s st e e e s eeateesssaseeesssraeeeean 151
5113 RESOUICE SITUCTUI ...ttt e e e e s et e e e e e s e s ba b e e e e e e e eesaaababeeeseeesassbabaeeeeesseasabbeneeaseeanan 151
51131 (1< 0= = [P 151
511.3.2 Resource: PFD Management TranSaCliONS ........ccuvcueiiereeieeseeiiesieeseesseesseeteseesseesseesseessesneesnsesnessnes 152
511321 [ g1 0 [ Tox 1 IR 152
5.11.3.2.2 (R SS 0 10 ge X0 (<L TT o TR (T o] o 152
511.3.23 RESOUICE MELNOUS.........eeeiei ittt ettt e e st e e e st e e s eeateeessabaeessssbeeesastesesessenesssseneesan 152
5.11.3.23.1 L OO 152
5.11.3.2.3.2 1 R 153
5.11.3.2.3.3 [ O 1] IR 153
5.11.3.234 AN IO R 153
5.11.3.2.35 [ = o IR 153
5.11.3.3 Resource: Individual PFD Management TranSaCtioN............cccveveeveeeieeeeeseeseeseeseseesessassneesneensesns 154
511331 [ g1 0 T [ Tox 1o IR 154
5.11.3.3.2 (R SS 0 10 ge X0 (<L TT o TR (T o] o 154
5.11.3.33 RESOUICE MELNOUS.........eveieiiteiie ettt e e s e e e et e e s e sate e e s sabeeesssbbeeesabtesesanreeesasreeesan 154
5.11.3.3.3.1 L 154
5.11.3.3.3.2 8 154
5.11.3.3.3.3 AN I 1 R 155
5.11.3.3.34 [ O 1] IR 155
5.11.3.3.35 [ o I TSR 155
51134 Resource: Individual Application PFD Management....... ..o 155
511341 (g1 0o (87011 o] TR 155
511.34.2 RESOUICE TEFINITION.......eeeiei ittt ettt e e s e e e e st e e s e st e e e s sabeeessssbeeesasbesessssneesseseneesan 155
5.11.34.3 RESOUICE MELNOUS.........eveieiiteiee ettt et e et e e e st e e s e st e e e s sabeeesaabbeeesastesssanseeesasrenesan 156
5.11.34.3.1 L 156
5.11.3.4.3.2 0 156
5.11.3.4.3.3 N N O o 156
5.11.3.4.34 [ 1 [ 157
5.11.3.4.35 [ o I TSR 157
5.11.4 USEO FEALUIES. .....ctee ettt cetee et etee e tee et e et e et s e besebeesbeseseesnbesenseesabesensessabesanseesnbesenseesbessaseessseeensenesns 157
512 O R Oa 011 (o) I ! TR 157
5121 (@< Y 1= AR 157
5.12.2 (D F = 1101016 (< IR 158
51221 Dz £ 1Y 01T 158

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 13 ETSI TS 129 122 V15.0.0 (2018-07)

512211 INEFOAUCTION ..ottt et st e s te et e et e eateeaeesbeesbeesbeesesasesneesaeesseenseentenas 158
5122.1.2 TYPE ECRCONIIOL ...ttt bbb bbbt b et b e 158
512213 TYPE ECRDEIA .....cueeueeiitiite ettt sreer et nn e sr e r e sr e n e e nennea 158
5123 Custom Operations WithOUt @SSOCIBLED FESOUICES.......c.ceutivereeieriereete sttt sttt be e bbb 159
51231 OVEIVIBW ...ttt et ettt e et e et e e be e be e teeabesaeesaeesaeesbeanbeenbeeabesasesaeesaeestesnsesnnesanesanesseanteenrenns 159
5.12.3.2 (@0 1< = 10] £ B0 0= oY SR 159
512321 015 (o) o PSR 159
5.12.3.2.2 (@] o1< = (0] 0 [T D= 11 o e o TS 159
5.12.3.3 (@0 1< = (0] g Moo 01 1T LU (= PR 160
5.12.3.3.1 01 o) o PSR 160
512.3.3.2 OpPEration DEFINITION. ......c.coiieiitireeeete ettt bbb 160
5.12.4 USE FEALUIES......euee ettt ettt ettt et et e e e te e atesaeesheesae e seeaseeaeeebeaebeesbeesbeensesnsesanesaeesseeteentenns 160
5.13 NPCONFIGUIBLTON AP ...ttt bbbt e b e e e bt b e bbbt b et e seeb et e e st b ens 161
5.13.1 OVEIVIEW ..ttt ettt et eete st e st e e bt e e bt e beeateeabesaeesheesheesheeseenseeaseeaseeseaabeenbenseeeseaebeebeesseesseensesnnennns 161
5.13.2 (DT vz W 1010 7o (= RO RRRRORRR 161
51321 RESOUICE TBLA LYPES. ...ttt sttt sttt ettt b et b e bt bbbt b e b et bt e e b b 161
513211 (11100 0o 1ol WU PSP U R PRURRSRPO 161
5.13.2.1.2 TYPE NPCONFIGUIALION ...ttt sre e sre e ae et e et e ssaesre e seeteenseenennnns 161
5.13.2.1.3 Type: NpConfiguratioNPaC.........cuiiee ettt e e e 162
5.132.1.4 Type: CoNfigUratiONRESUIL .......cccueiee et ree e ettt e estesaaesreeteeseeneeenes 163
5.13.3 RESOUICE SLIUCLUIE. ...ttt sttt ettt esee e s et e e e e e eae e e ne e s e e b e e reeane e e e smnesmeenneenneenneens 163
51331 GBNENEL ...t h e h b h e h e e bR R R R e ae e ke et e R e bRt beeaeene e et e 163
51332 RESOUICE: NP CONfIGUIBLIONS.......ecuiitiieiieierieie ettt sttt sb et b et b e e b b 164
5.13.3.2.1 INEFOAUCTION ..ottt et st e s te et e et e eateeaeesbeesbeesbeesesasesneesaeesseenseentenas 164
5.13.3.2.2 RESOUICE EfINITION. .....cuiiii et re e e ae e sae e s be et e eaeeeaeeeraesreesreas 164
5.13.3.2.3 RESOUICE MELNOUS. ... .coiuecie ettt ettt e et e et e e te s eesaeesaeesbeenteeaseeneesreesreesreas 164
5.13.3.231 L SR 164
5.13.3.2.3.2 U TSP 165
5.13.3.233 PATCH et b bbbttt e et b e sh e bt ae e ae et e b bRt bt e e e et 165
5.133.234 @ 5] LU PP PP PP 165
5.13.3.2.35 DELETE ..ottt bbbt b e bbbt e aeeh e e e e b e se e eb ekt saesbe e e e e e 165
5.13.3.3 Resource: Individual NP CONfiQUIaLION..........c.ecuiiiiiiesiese e sie st e s e et ete e e e sae e 165
513331 (11100 0o 1ol WS EP PP PRURORPO 165
5.13.3.3.2 RESOUICE EfINITION. .....cuieii ettt e s e s be e s be e b e eabeeneeeraesraesaeas 166
5.13.3.33 RESOUICE MELNOUS. ... .coticee ettt ettt e et e st e e be e eesaeesbeesbeenseeaseeneesraesreesrens 166
5.13.3.331 L SR 166
5.13.3.33.2 U TSP 166
5.13.3.3.3.3 N I SRS 167
5.13.3.334 1 SRS 167
5.13.3.3.35 DELETE ...ttt bbbttt e bbbt bt e ae e s e e e et e se e ee ekt s et ebe e e e nne e 167
5.13.3.4 Configuration NOLITICALION .......ccuveiici et e e e sraesaeesaeesreeseensenns 168
513341 (11100 0o 1ol USSP PP P PRSP 168
5.13.34.2 RESOUICE AEFTNITION. ...ttt ettt b et b e e bbbt bt ne e e e e 168
513343 RESOUICE MELNOAS. ...t e b bbb nn e 168
5133431 NOEIFICATON VIAPOST ...ttt b bttt se e sb e nnenas 168
5.13.3.4.3.2 NOtification VIAWEDSOCKEL..........ccueeiiieieiiece ettt reebeenreens 169
5.134 USE FEALUIES......euee ettt ettt ettt et et e e e te e atesaeesheesae e seeaseeaeeebeaebeesbeesbeensesnsesanesaeesseeteentenns 169
5.14 ASSESS ONWITNQOS AP ...ttt sttt et e e et e s e e sbeebe s et et e e e ene e e e ntesbesaesneeneeneeneenes 169
5.14.1 OVEIVIEW ..ttt ettt ettt e e te s e st e e bt e e te e beeateeatesaeesheesheesheeseeaseeaseeaeeebeaabeesbenseeeseesbeesbeesseenseensesnnennns 169
5.14.2 (DT vz W 1010 o (= RSP RRROPRSRORRR 169
51421 RESOUICE TBLA LYPES. .....eeeeee ettt ettt et b et b e bbbt b e bt b e b et bt e e b b 169
514211 11100 0o 1ol OSSP TP PR PRUSORP 169
5.14.2.1.2 Type: AsSessioNWithQOSSUDSCITPLION .......cccvieeieeeeeeiee et re et eae e e esree e 170
5.14.2.1.3 Type: AsSessionWithQOSSUDSCIPLIONPALCH ..........ccveiieeiece e s 170
5.14.3 RESOUICE SLIUCLUIE. ...ttt ettt she e s et e sae e e e e e e eae e e ne e e n e e b e e areeanesnnesanesaeenneenreenneens 170
51431 GBNETEL ...t bbb h bR h e bR R R ke h e e ke et e e e bRt be Rt ne e et e 170
5.14.3.2 Resource: AS Session with Required QO0S SUBSCHPLIONS.........cooiiiiiirnee e 171
514321 110 L1 7o o DRSSPSR 171
5.14.3.2.2 RESOUICE AEfiNITION. .....cueiii ettt et sae e ebe et e eabeeneesraesreesreas 171
5.14.3.2.3 RESOUICE MELNOUS. ... .coticie ettt ettt e st e et e st e e te e eesaeesbeesbeenresaseeneesaeesraesreas 171
5.14.3.231 L SR 171
5.14.3.2.3.2 U TSP 172

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 14 ETSI TS 129 122 V15.0.0 (2018-07)

5.14.3.2.3.3 N O o USRS 172
5.14.3.2.34 (5 TSRS 172
5.14.3.2.35 DL ETE ettt h ettt h et he e R et e e Re e e ear e e e e e e nae e e e e e e nnr e e e reenars 172
51433 Resource: Individual AS Session with Required QOS SUDSCIHPLION .....c.coviviriiinirieceeec e 173
5.14.3.3.1 11 0o 1 o PRSP 173
5.14.3.3.2 RESOUICE AEFTNITION. ...ttt b et b et e bbb b e e e e 173
5.14.3.3.3 RESOUICE MELNOAS. ...ttt b bbbt ne e 173
5143331 L OSSPSR PP PTR 173
5143332 PU T R R R Rt R 173
5.14.3.3.3.3 PATCH e b bR e R e 174
5143334 O 0] [PPSR 174
5.14.3.3.35 DL ETE ettt h ettt h et he e R et e e Re e e ear e e e e e e nae e e e e e e nnr e e e reenars 174
5.14.3.4 Y= 0 Lo ) 1= 4 o] 175
514341 11 0o 1 o PRSP 175
5.14.34.2 RESOUICE EFTNITION. ..ottt sttt a e e e e e e besbesaeseeeneeneeneeneas 175
5.14.3.4.3 RESOUICE MELNOUS. ...ttt et se et esbesaesre e e eneeneeneas 175
5143431 NOLIFICAON VIAPOST ...ttt 175
5.14.3.4.32 NOtifiCation VI WEDSOCKEL. ...........oiiricieeeee e e 175
5144 USEO FEBIUMES. ...ttt ettt bbbt b b e et b bt et b bt b bt b bt e bt nn e 176
5.15 MSISANLESSMOSITIS AP ...ttt bbb e bt bt e bt e b n b s 176
5151 OVEIVIBW ..ottt b et b a8 E e bt E b o8 h £ R b e e st e e e R et e b et b bt e b e ren s 176
5.15.2 DBEAMOUEL ...t E e R R Rt r e 176
515.21 INOLIfi CBLION BLALYPES ...ttt ettt et b e bbbt b e bbb 176
515211 11 0o 1 o P RS 176
515.21.2 Type: MSiSUNLeSSMOSMSNOLIfICALTON ......c..cueriiieeriiieiree e e 176
515213 Type: MsisdnLessMoSmMSNOtifiCatiONREPIY ........ccvuirieiriierieee e 177
5.15.3 RESDUICE SEIUCKUIE. ...ttt ettt ettt st e b e st e e bt e sab e e s aseesabe e e neesabe e e st e sabeeaneeabeeaneeennneenneeees 177
5.153.1 LT 0T RS 177
5.15.3.3 MSISDN-1€SSMO SMS NOFICAION. ....cveviieeiiirreiererie e 177
515331 (11100 0o 1ol WS EP PP PRURORPO 177
5.15.3.3.2 RESOUICE AEFTNITION. ...ttt b et b et sr e bbbt b ae e e e e 178
5.15.3.3.3 RESOUICE MELNOAS......c.ee ettt sb e eb e ne e 178
5153331 NOLIFICAON VIAPOST ...ttt 178
5.154 0SS o = (SRS 178
6 RS o 1 S 178
7 Using ComMMON APL FramEWOTK............ciiiieiiii et sttt a et sbesreetesneenaenresne e 178
Annex A (normative): OpenAPI representation for the APIs defined in the present

(0 oToi 01191 o | RS 180
Al GEMETAL ...ttt R R R R AR AR AR R R Rt R R Rt n e R ne s 180
A.2 Data Types appliCabI@ 10 SEVEIal APIS.........oi ettt et e re e be e te et e enaesneesraesaeas 180
A.3 YKo aTR o T 1| Y= USSR 185
A4 ResourceM anagementOTfBAL AP ...t b e b e b e sn e eb e b e 192
A5 ChargeabIEPAITY AP ... bbbt b et r e 195
A.6 NIDD AP ettt ettt e et e sk et e e he e e ek et e ke e ook et e Re e e eheeeahe e e eheeeane e eabeeeaneeebeeene e e aneeenee s 198
A7 DeVICETIIGUEITNG AP ..ottt b et b e et b e s et b e st b e s b e e et e sb e e eneebenneneas 206
A8 GMDVIAMBMS APIS......oee ettt ettt s e ettt et e st e teseeebesaeeseen e e e enteseesesaesaesseeneenseneens 210
A81 GMDVIaMBMSDYMB2 AP ...ttt sttt e e seeebe s e s ee e e seesbeseesreeneenseneens 210
A.8.2 GMDVIAMBMSDYXMB APL ..ottt 217
A9 REPOrtiNGNEIWOIrKSIBIUS AP ......ooeieee ettt te et e et e sae e eseesseenteensesnaesneesnaesnens 223
A.10 (0101 10V T 1T 0T AN 226
All PEAM@ANAGEMENT APl ... et st e ettt e e s e st e e s te e se e teeneesaeesaeesaeenteenseensenneenransaeas 231
A.12 ECRCONIION AP ...ttt b e bt b bt e bt ne bt nn bt e b 238
A.13 NPCONFIGUIBLTON AP ...ttt bbb b et b e e bbbt bt b e se b et se b nn e enis 239
A.l4 ASSESS ONWITNQOS AP ...ttt sttt et e e e s e e b e e be s et et e e e ene e e enteseesaesneeneeneeneenees 243
A.15 MSISONLESSMOSINIS AP ...ttt ettt e ettt eae e e et e beseeebesseese e e eseneeseeseesneeneeneanseses 246
Annex B (informative): ChangE NISIOrY .....cciiieieicee e 248
[ 11 (TP US PRSI 250

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 15 ETSI TS 129 122 V15.0.0 (2018-07)

Foreword

This Technical Specification has been produced by the 3 Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present specification describes the protocol for the T8 reference point between the SCEF and the SCS/AS. The T8
reference point and the related stage 2 functional regquirements are defined in 3GPP TS 23.682 [2].

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.682: " Architecture enhancements to facilitate communications with packet data
networks and applications’.

[3] 3GPP TS 23.032: "Universal Geographical Area Description (GAD)".

[4] IETF RFC 5246, "The Transport Layer Security (TLS) Protocol Version 1.2".

[5] IETF RFC 7159: "The JavaScript Object Notation (JSON) Data I nterchange Format”.

[6] Hypertext Transfer Protocol (HTTP) Status Code Registry at IANA,
http://www.iana.org/assignments/http-status-codes

[7] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

(8] IETF RFC 7807: "Problem Detailsfor HTTP APIs".

[9] 3GPP TS 29.154: " Service capability exposure functionality over Nt reference point".

[10] 3GPP TS 29.214: "Policy and Charging Control over Rx reference point”.

[11] 3GPP TS 29.336: "Home Subscriber Server (HSS) diameter interfaces for interworking with
packet data networks and applications’.

[12] 3GPP TS 29.128: "Mobility Management Entity (MME) and Serving GPRS Support Node
(SGSN) interfaces for interworking with packet data networks and applications”.

[13] 3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application
Function (AF) and Protocol Converter (PC)".

[14] 3GPP TS 23.003: "Numbering, addressing and identification".

[15] IETF RFC 3339: "Date and Time on the Internet: Timestamps".

[16] IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

[17] IETF RFC 7231: "Hypertext Transfer Protocol (HTTP/1.1): Semantics and Content".

[18] IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests'.

[19] IETF RFC 7233: "Hypertext Transfer Protocol (HTTP/1.1): Range Requests'.

[20] IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".

[21] IETF RFC 7235: "Hypertext Transfer Protocol (HTTP/1.1): Authentication™.
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IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

3GPP TS 29.155: "Traffic steering control; Representational state transfer (REST) over St
reference point”.

3GPP TS 29.368: "Tsp interface protocol between the MTC Interworking Function (MTC-IWF)
and Service Capability Server (SCS)".

3GPP TS 29.337: "Diameter-based T4 interface for communications with packet data networks
and applications".

3GPP TS 29.250: "Nu reference point between SCEF and PFDF for sponsored data connectivity".

Open API Initiative, "OpenAPI 3.0.0 Specification”, https://github.com/OAI/OpenAPI-
Specification/blob/master/versions/3.0.0.md.

IETF RFC 1166: "Internet Numbers'.

IETF RFC 5952: "A recommendation for |Pv6 address text representation”.

3GPP TS 29.153: " Service capability exposure functionality over Ns reference point".
3GPP TS 24.250: "Protocol for Reliable Data Service between UE and SCEF; Stage 3".
IETF RFC 6455: "The Websocket Protocol".

3GPP TS 29.272: "Mobility Management Entity (MME) and Serving GPRS Support Node
(SGSN) related interfaces based on Diameter protocol”.

3GPP TS 29.338: "Diameter based protocols to support Short Message Service (SMS) capable
M obile Management Entities (MMES)".

3GPP TS 33.187: " Security aspects of Machine-Type Communications (MTC) and other mobile
data applications communications enhancements’.

3GPP TS 29.468: " Group Communication System Enablersfor LTE (GCSE_LTE);MB2
Reference Point;Stage 3".

3GPP TS 29.116: "Presentational state transfer over XM B reference point between Content
Provider and BM-SC".

IETF RFC 5789: "PATCH method for HTTP".
IETF RFC 7386: "JSON Merge Patch".
IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

YAML (10/2009): "YAML Ain't Markup Language (YAML™) Version 1.2,
http://www.yaml.org/spec/1.2/spec.html.

3GPP TS 29.572: "5G System; Location Management Services,; Stage 3".

3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".
IETF RFC 6733: "Diameter Base Protocol”.

3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".

3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
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3 Definitions and abbreviations
3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

AF Application Function
AS Application Server
ASP Application Service Provider
BDT Background Data Transfer
CAPIF Common API Framework
CP Communication Pattern
DDN Downlink Data Notification
DL Downlink
eNB Evolved Node B
GMD Group Message Delivery
IWK-SCEF Interworking SCEF
JSON JavaScript Object Notation
MIME Multipurpose Internet Mail Extensions
MT Mobile Terminated
MTC Machine Type Communications
NIDD Non-IP Data Delivery
NP Network Parameter
PCRF Policy and Charging Rule Function
PDN Packet Data Network
PFD Packet Flow Description
PFDF Packet Flow Description Function
RCAF RAN Congestion Awareness Function
REST Representational State Transfer
SCEF Service Capability Exposure Function
SCS Services Capability Server
TAI Tracking Area ldentity
TLTRI T8 Long Term Transaction Reference ID
YAML YAML Ain't Markup Language
4 T8 reference point

4.1 Overview

The T8 reference point is between the SCS/AS and the SCEF. It specifies APIs that allow the SCS/AS to access the
services and capabilities provided by 3GPP network entities and securely exposed by the SCEF.

This document also specifies the procedures triggered at the SCEF by API requests from the SCS/AS and by event
notifications received from 3GPP network entities.

The stage 2 level requirements and signalling flows for the T8 reference point are defined in 3GPP TS 23.682 [2].
The T8 reference point supports the following procedures:

- Monitoring Procedures
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- Procedures for resource management of Background Data Transfer
- Procedures for changing the chargeable party

- Proceduresfor Non-IP Data Delivery

- Proceduresfor Device Triggering

- Proceduresfor Group Message Delivery

- Procedures for Reporting of Network Status

- Procedures for Communication Pattern Parameters Provisioning
- Procedures for PFD Management

- Procedures for Enhanced Coverage Restriction Control

- Procedures for Network Parameter Configuration

- Procedures for setting up an AS session with required QoS

- Proceduresfor MSISDN-less Mobile Originated SMS

4.2 Reference model

The T8 reference point resides between the SCEF and the SCS/AS as depicted in figure 4.2.1. The overall SCEF
architecture is depicted in subclause 4.2 of 3GPP TS 23.682 [2].

NOTE: The SCS/AS can be provided by the third party.

SCS/AS

T8

SCEF

Figure 4.2.1: T8 reference model

4.3 Functional elements
4.3.1 SCEF

The SCEF is afunctional element, which provides a means to securely expose the services and capabilities provided by
3GPP network interfaces. The SCEF provides access to network capabilities through homogenous application
programming interfaces.

Individual instances of SCEF may vary depending on what service capabilities are exposed and what API features are
supported.

The SCEF shall protect the other PLMN entities (e.g. HSS, MME) from requests exceeding the permission arranged in
the SLA with the third-party service provider.

When needed, the SCEF supports mapping between information exchanged with SCS/AS (e.g. geographical identifiers)
and information exchanged with internal PLMN functions (e.g. cell-1d, ENB-1d, TAl, MBMS SAI etc.). This mapping
is assumed to be provided by the SCEF based on local configuration data.
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4.3.2 SCS/AS

The SCSisthe entity, which connects MTC application servers to the 3GPP network to enable them to communicate
through specific 3GPP defined services with UEs used for MTC and with the SCEF in the HPLMN. The SCS offers
capabilities for use by one or multiple MTC application servers. The MTC applicationsin the external network are
hosted on one or more ASs.

An SCS/AS can get services from multiple SCEFs, and an SCEF can provide service to multiple SCSAS.
The SCSis controlled by the operator of the HPLMN or by aMTC Service Provider.

The AS can be controlled by a 3 party.
4.4 Procedures over T8 reference point
4.4.1 Introduction

All procedures that operate across the T8 reference point, as specified in 3GPP TS 23.682 [2], are specified in the
following subclauses.

4.4.2 Monitoring Procedures
4421 General

The procedures are used to perform event monitoring fucntion via the T8 inteface, which include:

- Monitoring event configuration as specified in subclause 4.4.2.2;

- Monitoring event report as specified in subclause 4.4.2.3; and

- Network initiated notification of monitoring event cancellation as specified in subclause 4.4.2.4.
4.4.2.2 Monitoring Events Configuration
44221 General

In order to subscribe a new monitoring event configuration, the SCS/AS shall send an HTTP POST message to the
SCEF to the resource "Monitoring Event Subscriptions’. The body of the HTTP POST message shall include SCS/AS
Identifier, Monitoring Type, Notification Destination Address and may include External Identifier or MSISDN or
External Group Identifier, Maximum Number of Reports, Monitoring Duration indicated by the property
"monitorExpireTime" and Group Reporting Guard Time, wherein, the External Identifier or MSISDN indicates the
subscription for an individual UE and the External Group Identifier indicates a group of UEs.

If the Subscription_modification feature is supported, the SCS/AS may send an HTTP PUT message, in order to update
an existing monitoring event subscription, the SCS/AS may send an HTTP PUT message to the resource " Individual
Monitoring Event Subscription” replacing al properties in the existing configuration.

For one-time monitoring request, the SCS/AS shall include the Maximum Number of Reports with the value be set to 1,
and shall not include the Monitoring Duration in the HT TP request message sent to the SCEF.

Upon receipt of the HTTP POST or PUT request message, if the SCS/AS is authorized to perform the request, the
SCEF shall check whether the parameters (e.g. Maximum Number of Reports, Monitoring Duration, Maximum
Latency, Maximum Response Time, Suggested number of downlink packets) in the HTTP request body are within the
range defined by operator policies, if one or more of these parameters are not within the range, the SCEF shall:

- ether rgject the request message by sending an HT TP response to the SCS/AS with a status code set to 403
Forbidden and indicate which parameters are out of the range in the "invalidParams" attribute of the
"ProblemDetails" structure; or

- modify the parameters which are not within the range by selecting different values which are in the range.

If the authorization is successful, the SCEF shall store the parameters and
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- may assign an SCEF Reference ID related to the created monitoring event subscription resource; and based on
operator policies, shall

- check the values of the Maximum Latency, Maximum Response Time or the Suggested number of downlink
packets within the allowed range according to the SLA and whether the Idle Status Indication isincluded for
UE reachability event;

- map the accuracy into permissible granularity for location reporting event;

- map thelocation areainto alist of cells, eNodeB(s) and/or RAI(s)/TAI(s) and derive the corresponding
MME(s)/SGSN(s), for number of UES present in a geographic area event.

In order to delete a previous active configured monitoring event subscription at the SCEF, the SCS/AS shall send an
HTTP DELETE message to the SCEF to the resource "Individual Monitoring Event Subscription” which isreceived in
the response to the request that has created the monitoring events subscription resource. The SCEF shall detemine the
SCEF Reference ID related to the active monitoring subscription resource.

44222 Monitoring Events Configuration via HSS
442221 General

The following monitoring events: Loss of connectivity, UE reachability, Location Reporting, Change of IMSI-
IMEI(SV) Association, Roaming Status, Communication Failure and Availability after DNN Failure are applicable for
the monitoring event configuration viaHSS for an individual UE or a group of UEs.

Only one-time reporting is supported if the "reachability Type" attribute setsto "SMS' for the event UE reachability, if
the "locationType" attribute setsto "LAST_KNOWN_LOCATION" for the event Location Reporting in the monitoring
event request.

442222 Configuration Request for an individual UE

Upon receipt of the request from the SCSAS, if the configuration request from the SCS/AS isfor an individual UE, the
SCEF shall interact with the HSS via S6t as specified in 3GPP TS 29.336 [11].

Upon receipt of the successful response from the HSS,

- if it isaone-time monitoring request and the monitoring event report is received, the SCEF shall delete the
associated configuration, send the HTTP POST response message to the SCS/AS with a”200 OK" status code
and including the received monitoring event report.

- otherwise, the SCEF shall,

- for HTTP POST request, create aresource "Individual Monitoring Event Subscription™ addressed by the URI
that contains the SCS/AS identifier and an SCEF-created subscription identifier, and send an HTTP POST
response to the SCS/AS with a" 201 Created" status code, the final suggested configuration parameter(s) (if
modified), the indication(s) for the discarded parameter(s) (if discarded), the monitoring event report if
received and alocation header field containing the URI for the created resource.

- for HTTP PUT request, update the active resource "Individual Monitoring Event Subscription™ addressed by
the URI and send an HT TP response to the SCS/AS with a"200 OK" status code, the final suggested
configuration parameter(s) (if modified), the indication(s) for the discarded parameter(s) (if discarded) and
the monitoring event report if received.

- for HTTP DELETE request, delete the active resource "Individual Monitoring Event Subscription” addressed
by the URI and send an HTTP response to the SCS/AS with a"204 No Content" status code, or a"200 OK"
status code and including the monitoring event report if received.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create, update or delete the
resource and shall respond to the SCS/AS with a status code set to "500 Internal Server Error".

44.2.2.2.3 Configuration Request for a group of UEs

Upon receipt of the request from the SCS/AS, if the External Group Identifier isincluded in the configuration request
from the SCS/AS, then the monitoring configuration is for a group of UEs. The SCEF shall interact with the HSS via
S6t as specified in 3GPP TS 29.336 [11].
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Upon receipt of the successful response indicating that group processing isin progress from the HSS before beginning
the processing of individual UEs, the SCEF shall,

- for HTTP POST request, create aresource "Individual Monitoring Event Subscription™ addressed by a URI that
contains the SCS/AS identity and an SCEF-created subscription identifier, and send an HTTP POST response to
the SCS/AS including alocation header field containing the URI for the created resource and "201 Created”
status code to acknowledge the SCS/AS of the successful group processing request.

- for HTTP PUT request, update the active resource "Individual Monitoring Event Subscription™ addressed by the
requested URL, and send "200 OK" status code to acknowledge the SCS/AS of the successful group processing
request.

- for HTTP DELETE request, delete the active resource "Individual Monitoring Event Subscription" addressed by
the requested URI and send an HTTP response to the SCS/AS with "204 No Content” status code.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create, update or delete the
resource and shall respond to the SCS/AS with a status code set to "500 Internal Server Error".

Upon receipt of the processing result of the individual UEs from the HSS, the SCEF shall perform as follows:

- if no Group Reporting Guard Time is received, the SCEF shall send an HTTP POST request message to the
SCS/AS including areference to the related monitoring subscription, alist of configuration failure result if
received for the group members, and the "monitoringEventReports' attribute including a list of monitoring event
reportsif received for the group members;

- otherwise, the SCEF shall accumulate al of the configuration results and/or monitoring event reports received
from the HSS for the group members until the Group Reporting Guard Time expires. Then the SCEF shall send
an HTTP POST request message to the SCS/AS including a reference to the related monitoring subscription, and
alist of configuration failure result if received for the group members at the Group Reporting Guard Time.

The SCS/AS shall send an HTTP POST response to acknowl edge the SCEF about the handling result of the received
HTTP POST request.

44223 Monitoring Events Configuration directly via MME/SGSN

The monitoring event Number of UESin a geographic areais applicable for the monitoring event configuration via
MME/SGSN. Only one-time reporting is supported for this event, the SCEF shall ignore the Monitoring Duration
indicated by "monitorExpireTime" and the Maximum Number of Reports indicated by "maximumNumberOfReports” if
received from the SCS/AS.

Upon receipt of the HTTP POST request from the SCS/AS, the SCEF shall
- resolve the location areato the involved SGSN(s)/MME(s) by local configuration;

- interact with the HSS via the S6t interface as specified in 3GPP TS 29.336 [11] if the External Group ID is
included; and

- interact with the SGSN(s)/MME(s) viathe T6alb inteface as specified in 3GPP TS 29.128 [12].

After collecting responses from the SGSN(s)/MME(s), if the SCEF does not receive any successful response from the
involved SGSN(s)/MME(s), the SCEF shall respond to the SCS/AS with a status code set to 500 Internal Server Error;
otherwise the SCEF should send 200 OK status code to acknowledge the SCS/AS with one aggregated report in the
requested area by including the total count of number of UEsin the "ueCount” attribute and the External |dentifier(s) (if
available) or the MSISDN(s) (if available) associated with External Group ID.

NOTE: Itispossible that the number of UES does not reflect the actual number of UEs in the designated area (e.g.
some SGSN(s)/MME(s) do not respond successfully). The SCEF still provides the result to the SCS/AS if
at least one SGSN/MME returns successful response.

44224 Monitoring Events Configuration via PCRF
442241 General

The following monitoring events: the location reporting event and communication failure event are applicable for the
monitoring event configuration via PCRF for an individua UE.
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If monitoring event configuration via PCRF is used for a subscription resource, the Subscription_modification feature
cannot be supported.

Only the location reporting event is applicabe for the monitoring event configuration via PCRF for a group of UEs.
Only one-time reporting is supported for the monitoring event configuration via PCRF.

HTTP PUT is not supported for the monitoring event configuration via PCRF. If it is received, the SCEF shall reject the
HTTP PUT message with 403 Forbidden during monitoring.

442242 Configuration Request for an individual UE

Upon receipt of the HTTP POST request from the SCS/AS, if the configuration request from the SCS/ASisfor an
individual UE, the SCEF shall:

- interact with the PCRF viathe Rx inteface by using existing AF session or establishing a new AF session as
specified in 3GPP TS 29.214 [10];

NOTE 1. The SCEF can derive the service information over the Rx interface based on SCS/AS ID for
communication failure event.

- dfter receiving the AAA message from the PCRF, create a resource which represents the monitoring event
configuration, addressed by a URI that contains the SCS/AS identifier and an SCEF-created subscription
identifier; and

- send acorresponding status code to acknowledge the SCS/AS of the successful processing request in the HTTP
response message.

Then the SCEF shall wait for the reporting from the PCRF as specified in 3GPP TS 29.214 [10].

NOTE 2: Different events can be reported in different messages according to 3GPP TS 29.214 [10], e.g. STR/RAR
for communication failure.

During configuration resource deletion, the SCEF shall also terminate the AF session if it was established and used only
for event monitoring.

442243 Configuration Request for a group of UEs

Upon receipt of the HTTP POST reguest from the SCS/AS, if the configuration request from the SCS/ASisfor agroup
of UEs, the SCEF shall:

- interact with all PCRFsin the same PLMN via Nta application of Nt inteface as specified in
3GPPTS29.154 [9];

- after collecting ECA message from all PCRFs, create a resource which represents the monitoring event
configuration, addressed by a URI that contains the SCS/AS identifier and an SCEF-created subscription
identifier; and

- send acorresponding status code to acknowledge the SCS/AS of the successful processing request inthe HTTP
response message.

Then the SCEF shall wait for the reporting from the PCRF(s) as specified in 3GPP TS 29.154 [9].

4.4.2.3 Reporting of Monitoring Event Procedure

Upon receipt of the Monitoring Event Report from the HSS or the MM E/SGSN as defined in subclause 5.6.3 or
subclause 5.6.8 of 3GPP TS 23.682 [2], from the PCRF as defined in subclause 5.6.5 or from the IWK-SCEF as defined
in subclause 5.6.8 of 3GPP TS 23.682 [2], the SCEF shall determine the monitoring event subscription associated with
the corresponding Monitoring Event Report.

If the monitoring event subscription refersto a Monitoring Event Configuration for a single UE or the monitoring event
subscription refers to a group-based Monitoring Event configuration, and if no Group Reporting Guard Time was set,
then the SCEF shall send an HTTP POST message including the SCEF-created subscription identifier, Cause and the
received Monitoring Event Report to the identified destination. If the monitoring event subscription refers to a group-
based Monitoring Event Configuration, and if Group Reporting Guard Time was provided during the Monitoring Event
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configuration procedure, then the SCEF shall accumulate all of the received Monitoring Event reports for the group of
UEs until the Group Reporting Guard Time expiry.

Upon expiration of Group Reporting Guard Time, the SCEF shall send an HTTP POST message to the identified
destination including the SCEF-created subscription identifier, Cause and alist of accumulated Monitoring Event
Reports for each UE identified by either External Identifier or MSISDN. The destination URL of the HTTP POST is
provided by the SCS/AS during the Monitoring Event Configuration procedure.

If the monitoring event subscription refers to a one-time monitoring request or a continuous monitoring request but the
maximum number of reportsis reached, the SCEF shall delete the corresponding subscription resource " Individual
Monitoring Event Subscription”. For continuous monitoring request but the maximum number of reportsis reached, the
SCEF shall also interact with the HSS to delete the event configuration if the event configuration was performed viathe
HSS but event reports were performed via the SGSN/MME.

When the monitoring duration indicated by the property "monitorExpireTime" is reached, the SCEF shall delete the
related event subscription and event configuration locally, the SCS/AS shall no longer address the corresponding
resource "Individual Monitoring Event Subscription”

4424 Network-initiated Explicit Monitoring Event Deletion Procedure

Upon receipt of an identifier for the event to be deleted from the HSS as defined in 3GPP TS 29.336 [11], the SCEF
shall determine the subscription identifier associated with the indicated active monitoring subscription. Then the SCEF
shall delete the related resource "Individual Monitoring Event Subscription”, send an HTTP POST message including
the subscription identifier and a cancellation indication to the identified destination. The cancellation indication shall set
to "true" indicating to cancel the configured monitoring subscription. The destination URL of the HTTP POST is
provided by the SCS/AS during the Monitoring Event Configuration procedure.

NOTE: The above procedure can be triggered from the HSS due to parameter overwritten by Network Parameter
Configuration.

4.4.3 Procedures for resource management of Background Data Transfer

These procedures are used by an SCS/AS to perform the resource management of background data transfer (BDT) to a
set of UEs, i.e. the SCS/AS requests a time window and related conditions from the SCEF viathe T8 interface.

In order to create a resource for the background data transfer policy, the SCS/AS shall send an HTTP POST message to
the SCEF to negotiate the transfer policy. The body of the HTTP POST message shall include SCS/AS Identifier,
Volume per UE (total volume for both DL and UL or separate volume for DL and/or UL), Number of UES, Desired
Time Window and optionally alocation area information. After receiving the HTTP POST message, if the SCS/ASis
authorized, the SCEF shall map the SCS/AS Identifier to ASP Identifier and negotiate the transfer policy with the PCRF
asdefined in 3GPP TS 29.154 [9]. After receiving the response including the determined transfer policies from the
PCRF, the SCEF shall create a resource which represents the BDT subscription, addressed by a URI that contains the
SCS/AS identity and an SCEF-created subscription identifier, and shall respond to the SCS/AS with a 201 Created
message, including a Location header field containing the URI for the created resource and a message body, which may
aso include Reference ID and a set of transfer policies. The SCS/AS shall use the URI received in the Location header
in subsequent requests to the SCEF to refer to this background data transfer subscription. If the SCEF receives a
response with an error code from the PCRF, the SCEF shall not create the resource and shall respond to the SCS/AS
with 500 Internal Server Error.

The SCS/AS may also send an HTTP PUT message to request starting an update for negotiation of background data
transfer policy. The body of the HTTP PUT message shall include data as described in the POST message. After
receiving such request, if the SCS/AS is authorized, the SCEF shall negotiate the transfer policy with the PCRF as
defined in 3GPP TS 29.154 [9]. After receiving the response including the determined transfer policies from the PCRF,
the SCEF shall send an HT TP response to the SCS/AS with a corresponding status code and may include Reference ID
and a set of transfer policies. If the SCEF receives a response with an error code from the PCRF, the SCEF shall not
update the resource and shall respond to the SCS/AS with 500 Internal Server Error.

NOTE 1: The SCEF startsanew BDT policy negotiation in the Nt interface by sending the request to the PCRF
without the previoudly associated BDT Reference ID.

If more than one policy isincluded in the HTTP response, the SCS/AS shall send an HTTP PATCH message to inform
the SCEF the transfer policy selected by the SCS/AS. After receiving the HTTP PATCH message, the SCEF shall send
an HTTP response to the SCS/AS with a corresponding status code and interact with the PCRF as defined in
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3GPP TS 29.154 [9]. If the SCEF identifies any error (e.g. selected policy is hot within the set of transfer policies), the
SCEF shall not update the resource and shall respond to the SCS/AS with 500 Internal Server Error.

The SCS/AS may also send an HTTP DELETE message to request to remove an individual resource identified by the
URI received in the response to the request that has created resource a URI. After receiving such request, the SCEF
shall delete the resource and send an HT TP response to the SCS/AS with a corresponding status code.

NOTE 2: The SCEF can aso remove the resource when the last window end time in transfer policies expires.

4.4.4 Procedures for changing the chargeable party at session set up or
during the session

This procedureis used by an SCS/AS to either request to sponsor the traffic from the beginning or to request becoming
the chargeable party at alater point in time viathe T8 interface.

When setting up the connection between the AS and UE, the SCS/AS may request to become the chargeable party for
the session to be set up by sending an HTTP POST message to the SCEF. The body of the HTTP POST message shall
include SCS/AS Identifier, UE I P address, Flow description, Sponsor ID, ASP ID, Sponsoring Status, time period
and/or traffic volume used for sponsoring. The SCS/AS may also request to activate a previously selected policy of
background data transfer by including Reference ID in the body of the HTTP POST message.

After receiving the HTTP POST message, if the authorization performed by the SCEF is successful, the SCEF shall act
as an AF to interact with the PCRF viathe Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] to
trigger a PCRF initiated IP-CAN Session Modification. The SCEF may map the SCS/AS Identifier to AF Application
Identifier and may request to be notified about the traffic plane status (e.g. USAGE_REPORT).

After receiving a successful response from the PCRF, the SCEF shall create a resource, which represents the chargeable
party transaction, addressed by a URI that contains the SCS/AS identity and an SCEF-created transaction identifier, and
shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the
created resource. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to
refer to this chargeable party transaction. If the SCEF receives a response with an error code from the PCRF, the SCEF
shall not create the resource and respond to the SCS/AS with a status code set to 500 Internal Server Error.

In order to update the sponsoring status of an established AS session, the SCS/AS shall send an HTTP PATCH message
to request to change Sponsoring Status. When receiving the HTTP PATCH message, the SCEF shall make the change
and interact with the PCRF to modify the Rx session as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]. After
receiving the response with successful result code from the PCRF, the SCEF shall send an HTTP response to the
SCS/AS with a corresponding status code and the result in the body of the HT TP response. The accumulated usage
received from the PCRF shall be included if the SCS/AS requested to disable the sponsoring. If the SCEF receives a
response with an error code from the PCRF, the SCEF shall not update the resource and respond to the SCSYAS with a
status code set to 500 Internal Server Error.

If the SCEF receives atraffic plane notification (e.g. the usage threshold is reached or transmission resource lost), or if
the SCEF getsinformed that the Rx session is terminated (e.g. due to arelease of PDN connection), the SCEF shall
send an HTTP POST message including the notified event (e.g. session terminated) and the accumulated usage to the
SCS/AS. The SCS/AS shall respond with an HTTP response to confirm the received notification.

In order to remove the established AS session, the SCS/AS shall send an HTTP DELETE message. After receiving the
HTTP DELETE message, the SCEF shall remove all properties of the resource and interact with the PCRF to terminate
the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the response from the
PCRF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code and the accumul ated

usage.
4.4.5 Procedures for Non-IP Data Delivery
4451 General

This procedure is used by an SCS/AS to support the Non-1P Data Delivery (NIDD) via SCEF. It performsthe NIDD
configuration viathe T8 interface. It also includes the mobile terminated (MT) and mobile originated (MO)
communication with UEs viathe T8 interface. It also includes the group message delivery viaMT NIDD viathe T8
interface.

Error handling for the proceduresin this subclause shall be handled based on subclause 5.2.6.
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4.45.2 NIDD Configuration

For aNIDD configuration creation, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the
HTTP POST message shall include External Identifier or MSISDN, SCS/AS Identifier and may include NIDD
Duration, PDN Connection Establishment Option and Reliable Data Service Configuration. In addition, the SCS/AS
may send non-IP data and its associated parameters (e.g. Priority) as described in subsclause 4.4.5.3.1in the NIDD
configuration creation request. The Reliable Data Service Configuration includes port numbers on UE and SCEF that
are used to identify specific applications for data transfer between UE and SCS/AS and an indication if reliable data
service acknowledgement is enabled or not.

Upon receipt of the HTTP POST request from the SCS/AS to create a NIDD configuration, the SCEF shall check
whether the SCS/AS is authenticated and authorized to create NIDD configuration, and a so authorize the NIDD
configuration. If authorization is successful, the SCEF shall create an NIDD configuration resource. Upon successful
creation of the NIDD configuration, the SCEF shall create a resource, which represents the NIDD configuration,
addressed by a URI that contains the SCS/AS identity and an SCEF-created NIDD configuration identifier, and shall
respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the
created resource. The body of the response message shall include Maximum Packet Size and may include Reliable Data
Service Indication. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent
requests to the SCEF to refer to thisNIDD configuration.

For aNIDD configuration modification, the SCS/AS shall send an HTTP PATCH message to the SCEF, using the URI
received in the response to the request that has created the NIDD configuration resource. Upon receipt of the HTTP
PATCH request from the SCS/AS to update the parameters of the NIDD configuration, the SCEF shall check whether
the SCS/AS is authenticated and authorized to update NIDD configuration. If the authorization is successful, the SCEF
shall verify that the resource to be modified already exists as identified by the URI. If the NIDD configuration resource
isfound, the SCEF shall update the NIDD configuration as requested. Upon successful update of the requested NIDD
configuration, the SCEF shall respond to the SCSYAS with a 200 OK success message indicating that the NIDD
configuration resource was successfully updated.

If the SCS/AS includes downlink non-1P data together with the NIDD configuration creation, the SCEF shall also create
an "Individual NIDD downlink data delivery" sub-resource before responding the SCS/AS. After sending the HTTP
response to NIDD configuration request, the SCEF shall perform the procedure for individual MT NIDD as described in
subclause 4.4.5.3.1.

NOTE: Any further interaction with the SCS/AS for the piggybacked individual MT NIDD is performed by the
notification of NIDD downlink data delivery status.

For aNIDD configuration cancellation, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the URI
received in the response to the request that has created the NIDD configuration resource. Upon receipt of the HTTP
DELETE message from the SCS/AS, the SCEF shall check whether the SCS/AS is authenticated and authorized to
delete NIDD configuration. If the authorization is successful, the SCEF shall verify that the NIDD configuration
resource identified by the URI already exists. If the configuration resource exists, the SCEF shall delete the requested
configuration, and perform related NIDD procedure to EPC network elements if applicable. Upon successful deletion of
requested NIDD configuration, the SCEF shall respond to the SCS/AS with a 200 OK success message indicating that
the NIDD configuration was successfully cancelled. As an alternative to the 200 OK success message, the SCEF may
send a 204 No Content success message without any message content to the SCS/AS.

When the NIDD Duration expires, the SCEF may remove the associated NIDD configuration resource and all
individual downlink data delivery resources under such NIDD configuration.

4.45.3 Mobile Terminated NIDD procedure

44531 Mobile Terminated NIDD for a single UE

If the SCS/AS needs to perform a downlink non-1P data delivery for asingle UE, the SCS/AS shall send an HTTP
POST message to the SCEF identifying an existing NIDD configuration resource. The body of the HTTP POST
message shall include External Identifier or MSISDN and non-1P data and may include Notification Destination
Address, PDN Connection Establishment Option, Reliable Data Service Configuration, Maximum Latency and Priority.
The Reliable Data Service Configuration includes port numbers on UE and SCEF that are used to identify a specific
application for data transfer between UE and SCS/AS and an indication if reliable data service acknowledgement is
enabled or not.

Upon receipt of aHTTP POST request from the SCS/AS for a downlink data delivery for asingle UE, the SCEF shall
verify the NIDD configuration resource already exists based on the URI passed, the SCEF shall also check whether the
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SCS/AS isauthorised to send NIDD requests. |n addition, if the SCS/AS has exceeded the quota or rate of data
submission considering the number of existing buffered non-I1P data and restriction in APN and serving PLMN rate
control, or if the non-1P packet sizeis larger than the Maximum Packet Size that was provided to the SCS/AS during
NIDD Configuration, the SCEF shall respond a HT TP response with a cause value indicating the reason for the failure
condition. If all checks are successful, the SCEF shall determine the EPS Bearer Context based on the APN associated
with the NIDD configuration and the User Identity. If the SCEF EPS bearer context is not found in the SCEF,
depending on PDN Connection Establishment Option received in the POST request or from NIDD configuration, the
SCEF may reject the request with an error message to the SCS/AS or may send a 202 Accepted message to accept the
request by buffering in SCEF (if buffering is enabled), and will deliver the non-I1P data when the non-1P PDN
connection is established. The response message also includes an indication of whether the Device Trigger procedure
(as described in subclause 4.4.6) was performed by the SCEF. If the SCEF EPS bearer context is found in the SCEF, the
SCEF shall continue the downlink non-I1P data delivery procedure as the defined 3GPP TS 29.128 [12].

Based on the delivery result from the MME/SGSN, the SCEF shall send a 200 OK message as response to the HTTP
POST request indicating the downlink non-1P data delivery is successful along with the acknowledge information, or
the SCEF shall send an error message for the delivery failure.

If the status code is 202 Accepted, which means the SCEF has buffered the non-1P data, a L ocation header shall be
included in the response that provides the URI of the resource identifying this individual downlink data delivery. The
response body shall include Requested Re-Transmission time to indicate the SCS/AS when the UE is expected to be
reachable. The SCS/AS shall use the URI received in the Location header in subsequent requests to the SCEF to refer to
thisindividual downlink data delivery.

When the SCS/AS decides to replace the pending downlink data delivery in the SCEF, the SCS/AS shall send an HTTP
PUT message to the SCEF, using the URI received in the response to the request that has created the individual
downlink data delivery resource. The External Identifier or MSISDN shall remain unchanged from previous values.
Upon receipt of the HTTP PUT request from the SCS/AS, the SCEF shall check whether a pending non-I1P data exists
with the same URI (i.e. resource exists). If it is found, the SCEF shall perform the downlink data delivery with the new
non-1P data and continue the same procedure as described for the POST request; otherwise the SCEF shall respond with
cause value indicating replacement failure.

When the SCS/AS decides to cancel the pending downlink data delivery in the SCEF, the SCSYAS shall send an HTTP
DELETE message to the SCEF, using the URI received in the response to the request that has created the individual
downlink data delivery resource. Upon receipt of the HTTP DELETE request from the SCS/AS, the SCEF shall check
whether a pending request exists with the same URI. If such non-1P data has not been delivered, the SCEF shall remove
the individual downlink data delivery resource and respond with an HTTP 204 No Content response; otherwise the
SCEF shall respond with 404 Not Found (i.e. data already delivered) or 409 Conflict (i.e. data delivery ongoing), and
include a cause value indicating cancellation failure.

If a pending non-1P datais delivered by the SCEF (e.g. due to non-IP PDN connection establishment), and the SCEF
gets the delivery result from the MM E/SGSN, the SCEF shall send an HTTP POST message to notify the delivery
result for the pending non-1P data. Upon receipt of the request, the SCS/AS shall acknowledge the notification with an
HTTP 200 OK or 204 No Content response.

44532 Mobile Terminated NIDD for a group of UEs

If the SCS/AS needs to perform a downlink non-I1P data delivery to a group of UEs and if both the SCS/AS and the
SCEF support GroupM esageDelivery feature as defined in sublcause 5.6.4, the SCS/AS shall send an HTTP POST
request message to the SCEF the resource " Group Message Delivery viaNIDD", identifying an existing NIDD
configuration resource as parent resource. The body of the HTTP POST request message shall include the SCS/AS
Identifier, the External Group Identifier, the non-1P data, Reliable Data Service Configuration.

Upon receipt of such an HTTP POST request from the SCS/AS requesting the group message delivery, the SCEF shall
contact with the HSS to obtain the list of the individual member IDs (i.e. External Identifiers) that are associated with
the External Group Identifier as defined in subclause 5.5.3 of 3GPP TS 23.682 [2]. When the SCEF receives the list of
the individual member IDs from the HSS, the SCEF shall send the response message to the SCS/AS including the
appropriate result code to indicate the acceptance of group message delivery request. The SCEF shall determine the
EPS Bearer Context based on the NIDD configuration resource that is associated with the SCS/AS Identifier and the
External Identifier.

For each External Identifier returned from the HSS, the SCEF checks whether the SCS/AS is authorised to send NIDD
requests and that the SCS/AS has not exceeded its rate control quota or rate of data submission to the SCEF EPS bearer.
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For each UE that passes these checks, the SCEF shall continue with the flow by executing steps 3-9 (except step 5) of
the Mobile Terminated NIDD Procedure of subclause 5.13.3 of 3GPP TS 23.682 [2] without buffering the non-IP data.

After delivering the data for each UE, the SCEF shall send an HTTP POST message to SCS/AS to indicate the result of
data delivery of each UE. The body of the HTTP POST request message shall include the NIDD configuration
identifier, a Hop-by-Hop Acknowledgment Indication, and a Cause value for each UE.

4454 Mobile Originated NIDD procedure

When the SCEF receives the non-I1P data from MME/SGSN (or IWK-SCEF) as defined in 3GPP TS 29.128[12], and
finds an SCEF EPS bearer context and the associated NIDD configuration, the SCEF shall determine the SCS/AS by the
corresponding NIDD configuration, and send an HTTP POST request to the SCS/AS identified by the Notification
Destination Address received in the NIDD configuration to notify the uplink non-1P data. The body of the HTTP POST
message shall include External Identifier or MSISDN, non-IP data, NIDD configuration identifier, Reliable Data
Service Configuration (if available). The Reliable Data Service Configuration includes port numbers on UE and SCEF
that are used to identify a specific application for data transfer between UE and SCS/AS and an indication if reliable
data service acknowledgement is enabled or not.

Upon receipt of the request, if the SCS/AS knows the NIDD configuration identified by the NIDD configuration
identifier, the SCS/AS shall acknowledge a 200 OK or 204 No Content message to the SCEF.

4455 NIDD Authorisation Update procedure

When the SCEF receives a NIDD Authorisation Update Request message from HSS to update a user's NIDD
authorisation as defined in 3GPP TS 29.336 [11], the SCEF shall determine the SCS/AS with the corresponding NIDD
Configuration, and send an HTTP POST message to the SCS/AS to notify it of the NIDD Authorisation Update. The
body of the HTTP POST message shall include External Identifier or MSISDN, NIDD configuration identifier and the
NIDD configuration status.

Upon receipt of the request, if the SCS/AS knows the corresponding NIDD configuration, then the SCS/AS shall
acknowledge the request with an HTTP 200 OK or 204 No Content response.

If the NIDD configuration is revoked by the HSS within the received NIDD Authorisation Update Request, the SCEF
shall release the corresponding T6a/b PDN connection as specified in 3GPP TS 29.128 [12]. In this case, the SCEF
shall reject any subsequent MT NIDD deliveries with a 403 Forbidden response. Or 404 Not Found is returned, if the
SCEF locally removed the associated NIDD configuration resource when the configuration was revoked.

4.4.6 Procedures for Device Triggering
The procedures are used by the SCS/AS to deliver the device trigger via T8 interface.

In order to create a new device trigger, the SCS/AS shall send an HTTP POST message to the SCEF. The body of the
HTTP POST message shall include the External Identifier or MSISDN, SCS/AS Identity, trigger reference number,
validity period, priority, Application Port 1D and trigger payload.

Upon receipt of the corresponding HTTP POST message, the SCEF shall check if the SCS/AS is authorised to send a
trigger request and if the SCS/A S has exceeded its quota or rate of trigger submission. The SCEF shall aso resolve the
Externa Identifier or MSISDN to IMSI and retrieve the "Routing Information” from HSS for the triggering delivery. If
the authorisation check fails, or if the quota or rate of trigger submission was exceeded, or if thereisno valid
subscription information or if the "Routing Information” cannot be found, then the SCEF shall reject the request with an
error message to the SCS/AS. Otherwise, the SCEF shall perform the device trigger procedure over Tsp as defined in
3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall
create a resource which represents the triggering transaction, addressed by a URI that contains the SCS/AS identity and
an SCEF-created transaction identifier, and shall respond to the SCSYAS with a 201 Created message, including the
trigger and a Location header field containing the URI for the created resource. The SCS/AS shall use the URI received
in the Location header in subsequent requests to the SCEF to refer to this device triggering transaction.

In order to replace an existing device trigger, the SCS/AS shall send an HTTP PUT message to the SCEF, using the
URI received in the response to the request that has created the device triggering transaction resource. The body of the
HTTP PUT message shall include SCS/AS Identity, trigger reference number, validity period, priority, Application Port
ID and trigger payload.

After receiving the corresponding HTTP PUT message from the SCS/AS, the SCEF shall check if the SCS/ASis
authorised to replace an existing device trigger and if the SCS/AS has not exceeded its quota or rate of trigger
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submission. If any of these checks fail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall
replace the device triggering with the SMS-SC by performing the device trigger replace procedure over Tsp as defined
in 3GPP TS 29.368 [24] and T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall
send an HTTP response to the SCS/AS to indicate trigger replace success or failure.

In order to recall an existing device trigger, the SCS/AS shall send an HTTP DELETE message to the SCEF, using the
URI received in the response to the request that has created the device triggering transaction resource.

After receiving the corresponding HTTP DELETE message from the SCS/AS, the SCEF shall check if the SCS/ASis
authorised to send arecall trigger request and if the SCS/AS has not exceeded its quota or rate of trigger submission.
The SCEF shall also check if the device triggering transaction resource referenced by the URI exists. If any of these
checksfail, then the SCEF shall reject the message with an error. Otherwise, the SCEF shall recall the device triggering
with the SMS-SC by performing the device trigger replace procedure over Tsp as defined in 3GPP TS 29.368 [24] and
T4 as defined in 3GPP TS 29.337 [25]. Upon completion of this procedure, the SCEF shall send an HTTP response to
the SCS/AS to indicate trigger recall success or failure.

When it receives the Message Delivery Report from the SMS/SC, the SCEF shall send an HTTP POST message to the
SCS/ASto report the trigger delivery result. The body of the HTTP POST message shall include the identifier if the
transaction and cause. The SCS/AS shall respond with an HTTP 200 OK or 204 No Content response.

4.4.7 Procedures for Group Message Delivery

4471 General

This procedure is used by an SCS/AS to deliver a payload to a group of UEs. Two methods of Group Message Delivery
viathe T8 are specified:

- Group Message Delivery viaMBMS which isintended to efficiently distribute the same content to the members
of agroup that are located in a particular geographical areawhen MBM S is used. This method further includes
two varieties:

- MB2isused as southbound interface;

- XMB is used as southbound interface.
- Group Message Delivery viaunicast MT NIDD for UEs which are part of the same External Group Identifier.
NOTE: Group Message Delivery viaMT NIDD isdefined in subclause 4.4.5.3.2.

Error handling for the procedures in the subsequent subclauses shall be handled based on subclause 5.2.6.
4.4.7.2 Group Message Delivery via MBMS
44721 General

This procedure is used by an SCS/AS to deliver a payload to a group of UEs viathe T8 interface. The SCEF use the
Group Message Delivery viaMBM S to efficiently distribute the same content to the members of a group that are
located in a particular geographical area when MBMS s used.

The procedure of Group message Delivery viaMBMS and MB2 used as southbound interface is described in
subcal use 4.4.7.2.2 and the procedure of Group message Delivery viaMBMS and xMB used as southbound interfaceis
described in subcaluse 4.4.7.2.3.

4.4.7.2.2 Group Message Delivery via MBMS by MB2
447221 TMGI Allocation

If the SCS/AS acts asa GCS ASin the application level and if thereis no assigned TMGI for an External Group
Identifier, the SCS/AS shall send an HT TP message to the SCEF to the resource "TMGI Allocation". The body of the
HTTP POST request message shall include the External Group Identifier. The SCS/AS may a so include the location
information in the body.

Upon receipt of the HTTP POST request from the SCS/AS to allocate a TMGI, the SCEF shall check whether the
SCS/AS s authorized to request TMGI allocation. If authorization is successful, the SCEF shall initiate TMGI
allocation by the BM-SC as defined in subclause 5.2.1 of 3GPP TS 29.468 [36]. Upon successful allocation of a TMGI,
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the SCEF shall create the resource which represents the TMGI allocation, addressed by a URI that contains the SCS
identity and TMGI, and shall respond to the SCS/AS with a 201 Created message including the TMGI and the TMGI
expiration.

In order to renew the TMGI, the SCS/AS shall send an HTTP PUT or PATCH message to the SCEF to the resource
"Individual TMGI Allocation”. Upon receipt of the HTTP PUT or PATCH request from the SCS/AS to renew TMGI,
the SCEF shall initiate TMGI renewal by the BM-SC as defined in subclause 5.2.1 of 3GPP TS 29.468 [36]. Upon
successful renewal of a TMGI, the SCEF shall update the resource and respond to the SCS/AS by sending an HTTP
response with 200 OK including the TMGI and the TMGI expiration.

If the SCEF receives the response with an error code from the BM-SC for the allocation or renewal of TMGI, the SCEF
shall not create or update the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server
Error.

Upon the TMGI expired, the SCEF may delete the resource of the TMGI locally.
44,7222 TMGI Deallocation

In order to deallocate the TMGI, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource
"Individual TMGI Allocation”. Upon receipt of the HTTP DELETE request from the SCS/AS to deallocate the TM G,
the SCEF shall initiate TMGI deallocation by the BM-SC as defined in subclause 5.2.2 of 3GPP TS 29.468 [36]. Upon
successful deallocation of a TMGI, the SCEF shall delete the resource "Individual TMGI Allocation” together with all
sub-resouces "GMD viaMBMS by MB2" if available,and shall respond to the SCS/AS by sending an HT TP response
with 204 No Content.

44.7.2.2.3 Creation of group message delivery

If the SCS/IAS acts asa GCS ASin the application level and if the SCS/AS has an assigned TMGI for the External
Group Identifier, in order to perform the group message delivery, the SCS/AS shall sendsan HTTP POST request
message to the SCEF to the resource "GMD viaMBMS by MB2". The body of the HTTP POST request message shal
include the External Group Identifier. The SCS/AS may also include the Group Message Payload, the location
information and a Message Delivery Start Time in the body.

The SCS/AS may also send an HTTP POST message to the SCEF directly to the resource "TMGI Allocation" without
previously requesting TMGI allocation as defined in subclause 4.4.7.2.2. The SCEF shall create the resource
"Individual TMGI Allocation" and perform the procedure as define in subclause 4.4.7.2.2, and shall also create resource
"GMD viaMBMS by MB2" and perform the procedure as mentioned in this subcaluse for MBMS bearer creation.

Upon receipt of the HTTP POST request from the SCS/ASto deliver the group message, the SCEF shall check whether
the SCS/AS is authorized to send a group message request. It also checksto see if the Message Delivery Start Time
does not start after the TMGI expiration. If authorization is successful, the SCEF shall initiate the Active MBM S Bearer
procedure as defined in subclause 5.3.2 of 3GPP TS 29.468 [36] with the difference that the SCEF acts asa GCS AS.
The SCEF shall include the location information based on the local configuration if the location information is not
provided in the HTTP POST request message.

Upon successful activation of MBMS bearer, the SCEF shall create resource which represents " Individual GMD via
MBMS by MB2", addressed by a URI that contains Transaction Id allocated by the SCEF and respond to the SCS/AS
by sending an HT TP response with a 201 Created status code, including a Location header field containing the URI for
the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent
requests to the SCEF to refer to this active MBMS bearer. If the Group Message Payload was not includeinthe HTTP
POST above, the HTTP response sent from the SCEF shall also include the SCEF message delivery |Pv4 address or
IPv6 address and port humber.

If the SCEF receives the response with an error code from the BM-SC for the activation of MBMS bearer, the SCEF
shall not create the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

If the Group Message Payload was included the HTTP POST above, the SCEF shall deliver to BM-SC the Group
Message Payload(s) as defined in 3GPP TS 29.468 [36] at Message Delivery Start Time.

If the Group Message Payload was not includein the HTTP POST above, the SCEF shall transfer the contents received
from the SCS/ASto the BM-CS at or after the requested Group Message Start Time, but before the TMGI Expiration
time. In this case, when the SCEF detects the group message delivery was triggered successful, the SCEF shall send an
HTTP POST request message to the SCS/AS.
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NOTE: If Group Message Payload was included, then at Message Delivery Start Time, the SCEF deliversto BM-
SC the Group Message Payload(s) to corresponding to MB2-U | P address and port number associated
with respective TMGI.

44.7.2.2.4 Modification of previous submitted group message delivery

If the SCS/AS determines that modification of previous accepted Group Message Delivery Request is required, the
SCS/AS shall send an HTTP PATCH or HTTP PUT request message to the SCEF to the resource "Individual GMD via
MBMS by MB2". The body of the HTTP PATCH request message shall include the Message Delivery Start Time. The
SCS/AS may also include the External Group Identifier, the Group Message Payload and the location information in the
body. The body of the HTTP PUT request message shall include the information as the information provided in the
HTTP POST in subclause 4.4.7.2.2.2.3. The body of the HTTP PATCH request message shall include the information
defined in the data type of GMDViaMBM SByMb2Patch as defined in subclause 5.8.2.1.1.6.

Upon receipt of the HTTP PATCH or HTTP PUT request from the SCS/AS to modify the previous group message
delivery subscription, the SCEF shall check whether the SCS/AS is authenticated and authorized to modify the
submitted group message delivery. If the authorization is successful, the SCEF shall initiate the Modify MBMS Bearer
procedure as defined in subclause 5.3.4 of 3GPP TS 29.468 [36] with the difference that the SCEF acts asa GCS AS.
The SCEF shall include the location information based on the local configuration if the location information is not
provided inthe HTTP PATCH or HTTP PUT request message.

Upon successful modification of MBMS bearer, the SCEF shall update the resource and respond to the SCS/AS with a
200 success message indicating that previous group message delivery subscription is successfully updated.

If the SCEF receives the response with an error code from the BM-SC for the modification of MBMS bearer, the SCEF
shall not update the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

447225 Cancellation of previous submitted group message delivery

If the SCS/AS determines that deletion of previous accepted Group Message Delivery Request is required, the SCS/AS
shall send an HTTP DELETE reguest message to the SCEF.

Upon receipt of the HTTP DELETE request from the SCS/AS to del ete the previous group message delivery, the SCEF
shall check whether the SCS/AS is authenticated and authorized to delete an existing group message delivery
subscription. If the authorization is successful, the SCEF shall initiate the Delete MBMS Bearer procedure as defined in
subclause 5.3.3 of 3GPP TS 29.468 [36] with the difference that the SCEF acts asa GCS AS.

Upon successful deletion of MBMS bearer, the SCEF shall respond to the SCS/AS with a message indicating that
submitted group message delivery is successfully deleted.

4.4.7.2.3 Group message Delivery via MBMS by xMB
447231 Service Creation

If the SCS/AS acts as a content provider in the application level and if there is no assigned Service ID for an External
Group Identifier, the SCS/AS shall send an HTTP POST message to the SCEF to the resource "xMB Services'. The
body of the HTTP POST request message shall include the External Group |dentifier.

Upon receipt of the HTTP POST request from the SCS/AS to create a service, the SCEF shall check whether the
SCS/AS s authorized to request service creation. If authorization is successful, the SCEF shall initiate service creation
by the BM-SC as defined in subclause 5.2.1.2.2 of 3GPP TS 29.116 [37]. Upon successful service creation, the SCEF
shall create the resource which represents the service creation, addressed by a URI that contains the SCS identity and
Service Id, and shall respond to the SCS/AS with a 201 Created message which may include the service announcement
information.

If the SCEF receives the response with an error status code from the BM-SC for the service creation, the SCEF shall not
create or update the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

4.47.2.3.2 Service Deletion

In order to delete the service, the SCS/AS shall send an HTTP DELETE message to the SCEF to the resource

"Individual XM B Service". Upon receipt of the HTTP DELETE request from the SCS/AS to delete the service, the
SCEF shall initiate service deletion by the BM-SC as defined in subclause 5.2.1.2.4 of 3GPP TS 29.116 [37]. Upon
successful deletion of a service, the SCEF shall delete the resource "Individual XM B Service" together with all sub-
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resouces "GMD viaMBMS by xMB" if available, and shall respond to the SCS/AS by sending an HT TP response with
204 No Content.

4.4.7.2.3.3 Creation of group message delivery

If the SCS/AS acts as a content provider in the application level, the SCS/AS may sends an HTTP POST request
message to the SCEF to the resource "GMD viaMBMS by xXMB". The body of the HTTP POST request message shall
include the External Group Identifier. The SCS/AS may also include the Group Message Payload, the location
information, a Message Delivery Start Time and Message Delivery Stop Time in the body.

Upon receipt of the HTTP POST request from the SCS/AS to deliver the group message, the SCEF shall check whether
the SCS/AS is authorized to send a group message request. It also checksto see if the Message Delivery Start Time
doesn't start after the Message Delivery Stop Time. If authorization is successful, the SCEF shall initiate the Create
Session procedure as defined in subclause 4.4.5.2 of 3GPP TS 29.116 [37] and the Update Session procedure as defined
in subclause 4.4.5.3 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content Provider, Session Start
is set accordiong to the Message Delivery Start Time and the Session Stop is set according to the Message Delivery
Stop Time. The SCEF shall include the location information based on the local configuration if the location information
is not provided and include the session type set to "Files' inthe HTTP POST request message.

Upon successful activation of MBMS bearer, the SCEF shall create resource which represents " Individual GMD via
MBMS by xMB ", addressed by a URI that contains Transaction Id allocated by the SCEF and respond to the SCS/AS
by sending an HTTP response with a 201 Created status code, including a Location header field containing the URI for
the created resource. When the SCS/AS receives the URI in the Location header, it shall use this URI in subsequent
requests to the SCEF to refer to this active MBMS bearer. If the Group Message Payload was not included inthe HTTP
POST above, the HTTP response sent from the SCEF shall a so include the SCEF message delivery |Pv4 address or
IPv6 address and port humber.

If the SCEF receives the response with an error code from the BM-SC for the activation of MBMS bearer, the SCEF
shall not create the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

If the Group Message Payload was included the HT TP POST above, the SCEF shall deliver to BM-SC the Group
Message Payload(s) as defined in 3GPP TS 29.468 [36] at Message Delivery Start Time.

If the Group Message Payload was not included in the HTTP POST above, the SCEF shall transfer the contents
received from the SCS/AS to the BM-CS at or after the requested Message Delivery Start Time, but before the Message
Delivery Stop Time. In this case, when the SCEF detects the group message delivery was triggered successful, the
SCEF shall send an HTTP POST request message to the SCS/AS.

4.4.7.2.3.4 Modification of previous submitted group message delivery

If the SCS/AS determines that modification of previous accepted Group Message Delivery Request is required, the
SCS/AS shall send an HTTP PATCH or HTTP PUT request message to the SCEF to the resource "Individual GMD via
MBMS by xMB ". The body of the HTTP PATCH request message shall include the Message Delivery Start Time and
Message Delivery Stop Time. The SCS/AS may a so include the External Group Identifier, the Group Message Payload
and the location information in the body. The body of the HTTP PUT request message shall include the information as
the information provided in the HTTP POST in subclause 4.4.7.2.3.3. The body of the HTTP PATCH request message
shall include the information defined in the data type of GMDViaMBM SByxM BPatch as defined in

subclause 5.8.3.1.1.4.

Upon receipt of the HTTP PATCH or HTTP PUT request from the SCS/AS to modify the previous group message
delivery subscription, the SCEF shall check whether the SCS/AS is authenticated and authorized to modify the
submitted group message delivery. If the authorization is successful, the SCEF shall initiate the Update Session
procedure as defined in subclause 4.4.5.3 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content
Provider, Session Start is set accordiong to the Message Delivery Start Time and the Session Stop is set according to the
Message Delivery Stop Time. The SCEF shall include the location information based on the local configuration if the
location information is not provided inthe HTTP PATCH or HTTP PUT request message.

Upon successful modification of MBM S bearer, the SCEF shall respond to the SCS/AS with a 200 success message
indicating that previous group message delivery subscription is successfully updated.

If the SCEF receives the response with an error code from the BM-SC for the modification of MBMS bearer, the SCEF
shall not update the resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 33 ETSI TS 129 122 V15.0.0 (2018-07)

4.4.7.2.35 Cancellation of previous submitted group message delivery

If the SCS/AS determines that deletion of previous accepted Group Message Delivery Request is required, the SCS/AS
shall send an HTTP DELETE request message to the SCEF.

Upon receipt of the HTTP DELETE request from the SCS/AS to del ete the previous group message delivery, the SCEF
shall check whether the SCS/AS is authenticated and authorized to delete an existing group message delivery
subscription. If the authorization is successful, the SCEF shall initiate the Delete Session procedure as defined in
subclause 4.4.5.4 of 3GPP TS 29.116 [37] with the difference that the SCEF acts as a Content Provider.

Upon successful deletion of MBMS bearer, the SCEF shall respond to the SCS/AS with a message indicating that
submitted group message delivery is successfully deleted.

4.4.8 Procedures for Reporting of Network Status
448.1 General

These procedures are used by an SCS/AS to perform reporting of network status via the T8 interface in one time or
continuous reporting cases. The SCEF uses the reporting procedures based on the network status information from one
or more RCAF(s). These procedures can also be used by the SCS/AS to indicate the removal of a previoudy subscribed
reporting request.

4.4.8.2 Network Status Reporting Subscription

In order to create a new subscription to request for notification about the network status, the SCS/AS shall send an
HTTP POST message to the SCEF. The body of HTTP POST message shall include a Notification destination address
and Location area, and may include time duration and threshold (s).

Upon receiving the HTTP POST message from the SCS/AS, the SCEF shall check:

- if the SCS/AS isauthorized to perform the request. If not the SCEF shall respond to the SCS/AS with a status
code set to 401 Unauthorized.

- if the SCS/AS has exceeded its quota or rate of submitting requests. If so the SCEF shall respond to the SCS/AS
with a status code set to 403 Forbidden.

After the SCEF authorized the HT TP request message, the SCEF shall create a resource which represents the
subscription, addressed by a URI that contains the SCS/AS identity and an SCEF-created subscription identifier, and
shall respond to the SCS/AS with a 201 Created message, including a Location header field containing the URI for the
created resource, to acknowledge to the SCS/AS the successful subscription. The SCS/AS shall use the URI received in
the Location header in subsequent requests to the SCEF to refer to this network status reporting subscription. Then, the
SCEF shall perform request of network status reporting procedure with the RCAF over Nsinterface as defined in
3GPP TS29.153[30].

In order to update an existing subscription of continuous network status reporting, the SCS/AS shall send an HTTP PUT
message to the SCEF, using the URI received in the response to the request that has created the network status reporting
subscription resource. After receiving the HTTP PUT message, the SCEF shall send an HTTP response to the SCS/AS
with a corresponding status code and include the result in the body of the HTTP response. Then, the SCEF shall make
the change and interact with the RCAF as defined in 3GPP TS 29.153 [30].

NOTE: Inorder to update an existing subscription, the SCEF needs to send a cancellation to the previously
associated RCAF(s) to remove the related SCEF instructions and then send a new reguest with updated
parameters.

In order to remove an existing subscription of continuous network status reporting, the SCS/AS shall send an HTTP
DELETE message to the SCEF, using the URI received in the response to the request that has created the network status
reporting subscription resource. Upon receipt of the HTTP DELETE message, the SCEF shall send an HTTP response
to the SCS/AS with a corresponding status code. Then, the SCEF shall interact with the RCAF to terminate the
continuous reporting of network status as defined in 3GPP TS 29.153 [30].
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4.48.3 Network Status Reporting Notification

After receiving reports from al the involved RCAF(s) as defined in 3GPP TS 29.153 [30], the SCEF shall send an
HTTP POST message to the SCS/AS using the identified destination URL, which is provided by the SCS/AS during the
network status reporting subscription. The body of HTTP POST message shall include the NSI.

4.4.9 Procedures for Communication Pattern Parameters Provisioning
One or more set of CP parameters may be provisioned by the SCS/AS for asingle UE or a group of UEs.

In order to create resources for one or more CP parameter set(s), the SCS/AS shall send an HTTP POST message to the
resource " CP provisioning Subscription”including one or more new provisioned CP parameter set(s). The body of
HTTP POST message shall include External Identifier or MSISDN for asingle UE or External Group 1D for a group of
UEs, SCS/AS Identifier and one or more set of CP information associated with CP parameter set 1d(s). If the
ExpectedUMT _5G feature is supported, the expected UE moving trgjectory within the "expectedUmts" attribute shall
also be included.

After receiving the HTTP POST message, the SCEF shall check if the SCS/AS is authorised. The SCEF may also check
if the number of CP parameter sets(s) reaches the limitation based on operator policy or configuration.

After validation, the SCEF shall for each received CP parameter set Id, assign an SCEF Reference ID which may be
derived from the CP parameter set Id, and send Update CP Parameter Request message to the HSS for delivering the CP
parameter set(s) as specified in 3GPP TS 29.336 [11].

After receiving successful result from the HSS, the SCEF shall create aresource "Individual CP Provisioning
Subscription” and all sub-resources "Individual CP set Provisioning" which represents a CP parameter set. The SCEF
shall respond to the SCS/AS with a 201 Created including Location header field containing the URI for the created
subscription resource "Individual CP Provisioning Subscription™ and the sub-resource(s) "Individual CP set
Provisioning" each within the "self" attribute in the "cpParameterSet" attribute; otherwise, the SCEF shall not create any
resource and shall respond to the SCS/AS with a status code set to 500 Internal Server Error..

In order to add new CP parameter set(s), update and/or remove the existing CP parameter set(s) for one or more CP
parameter set |d(s), the SCS/AS may send an HTTP PUT message to the resource "Individual CP Provisioning
Subscription™ to request to add new CP parameter set(s) by creating new resource(s), change some created properties
(e.g. Validity Time) of the existing resource(s), and/or remove some or entire properties of the existing resource(s).
After receiving the HTTP PUT message, the SCEF shall send the CP parameter changes to the HSS as specified in
3GPP TS 29.336 [11]. After receiving the response from the HSS with a successful code, the SCEF shall update the
resource(s) and send an HT TP response to the SCS/AS with a corresponding status code and include alist of CP
parameter set [d(s) and result(s) in the body of the HTTP response. Otherwise, the SCEF shall not update the resource
and shall send an HTTP response to the SCS/AS with a status code set to 500 Internal Server Error.

The SCS/AS may send aHTTP PUT message to the resource "Individual CP set Provisioning” to request to replace an
individual resource identified by the CP parameter set 1d. The body of the HTTP PUT message shall include set of CP
information. After receiving such request, the SCEF shall interact with the HSS as specified in 3GPP TS 29.336 [11].
After receiving the response from the HSS with a successful code, the SCEF shall update the resource and send an
HTTP response to the SCS/A S with a corresponding status code; otherwise, the SCEF shall not update the resource and
shall send an HTTP response to the SCS/AS with a status code set to 500 Internal Server Error.

The SCS/AS may send an HTTP DELETE message to request to delete an individual CP set resource "Individual CP
set Provisioning". After receiving such request, the SCEF shall determine the SCEF Reference ID for Deletion
associated with the CP parameter set Id, and interact with the HSS as specified in 3GPP TS 29.336 [11]. After receiving
the response from the HSS, the SCEF shall delete the addressed resource and send an HT TP response to the SCS/AS
with a corresponding status code.

The SCS/AS may send an HTTP DELETE message to the SCEF requesting to delete an individual subscription
resource "Individual CP Provisioning Subscription". After receiving such reguest, the SCEF shall determine the SCEF
Reference ID (s) for Deletion associated with the CP parameter set 1d(s) and interact with the HSS as specified in
3GPP TS 29.336 [11]. After receiving the response from the HSS, the SCEF shall delete the addressed resource and its
sub-resources addressed by "Individual CP set Provisioning” and send an HTTP response to the SCSYAS with a
corresponding status code.
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4.4.10 Procedures for PFD Management

The PFDs associated with application identifier(s) may be created, updated or removed by the third party SCS/AS as
defined in 3GPP TS 23.682 [2].

In order to create PFDs resources for one or more external Application Identifier(s), the SCS/AS shall send an HTTP
POST message to the request URL of the resource "PFD Management Transactions' including one or more set of PFDs
for external Application Identifier(s). The body of the HTTP POST message shall include external Application
Identifier(s) and PFDs associated with its PFD Identifier(s), an Allowed Delay may be included for the external
Application Identifier(s) as well.

After receiving the HTTP POST message, if the SCS/AS is authorized, the SCEF shall create an "Individual PFD
Management Transaction" resource for the request and one or more "Individua Application PFD Management" sub-
resource(s) for each external Application identifier, and shall provision the PFDs to the PFDF as defined in

3GPP TS 29.250 [26]. When receiving the response from the PFDF, the SCEF shall send an HT TP response to the
SCS/AS with a corresponding status code. The SCEF shall aso include PFD report(s) with alist of external Application
Identifier(s) and result(s) in the body of the HTTP response if the PFDF indicates that the PFDs of application(s) cannot
be provisioned successfully.

In order to update the PFDs for an existing individual transaction, the SCS/AS shall send an HTTP PUT message to
URL of the resource "Individual PFD Management Transaction" including one or more set of PFDs for external
Application Identifier(s). After receiving the HTTP PUT message, the SCEF shall make the change and send the change
to the PFDF (i.e. add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the
PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code. The SCEF shall also
include PFD report(s) with alist of external Application Identifier(s) and result(s) in the body of the HTTP response if
the PFDF indicates that the PFDs of application(s) cannot be provisioned successfully.

NOTE 1: When the PUT for "Individual PFD Management Transaction” is received in the SCEF, SCEF can use
partial update or full update towards the PFDF.

In order to remove the PFDs for an existing individual transaction, the SCS/AS shall send an HTTP DELETE message
to the URL of the resource "Individual PFD Management Transaction". After receiving such request, the SCEF shall
delete the "Individual PFD Management Transaction" resource and its "Individual Application PFD Management" sub-
resouce(s), and shall interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the
PFDF, the SCEF shall send an HTTP response to the SCS/AS with a corresponding status code.

After receiving the POST message to the resource "PFD Management Transactions' or the PUT message to the
resource "Individual PFD Management Transaction”, if one or more external Application Identifiersin the request are
already present in existing transactions, the SCEF shall respond with a corresponding status code, and include the
attribute "pfdReports" with the corresponding failure code as specified in table 5.11.2.2.3-1 and the external Application
Identifier(s) for which the provisioning has failed.

In order to update the PFDs for an existing external Application Identifier, the SCS/AS shall send an HTTP PUT
message to the resource "Individual Application PFD Management" to update the full set of PFDs of an existing
resource. After receiving the HTTP PUT message, the SCEF shall make the change and send the change to the PFDF
(i.e. add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the
SCEF shall send an HTTP response to the SCS/AS with a corresponding status code. The SCEF shall also include PFD
report(s) with alist of external Application Identifier(s) and result(s) in the body of the HTTP response if the PFDF
indicates that the PFDs of application(s) cannot be provisioned successfully.

NOTE 2: When the PUT for "Individual Application PFD Management" isreceived in the SCEF, SCEF can use
partial update or full update towards the PFDF.

In order to update the PFDs for an existing external Application Identifier, the SCS/AS may also send an HTTP
PATCH message to URL of the resource "Individual Application PFD Management" to partially update PFDs. After
receiving the HTTP PATCH message, the SCEF shall make the change and send the change to the PFDF (i.e.
add/update/remove PFDs) as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF, the SCEF
shall send an HTTP response to the SCS/AS with a corresponding status code.

In order to remove the PFDs for an existing individual application, the SCS/AS shall send an HTTP DELETE message
to the resource "Individual Application PFD Management". After receiving such request, the SCEF shall delete the
resource and interact with the PFDF as defined in 3GPP TS 29.250 [26]. After receiving the response from the PFDF,
the SCEF shall send an HTTP response to the SCS/A S with a corresponding status code.
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After receiving the PUT/PATCH message to the resource "Individual Application PFD Management”, if there isany
failure during processing the PATCH request (either received from the PFDF or something iswrong in the SCEF itself),
the SCEF shall reject the request with 500 status code, and include the attribute "pfdReports' with the corresponding
failure code as specified in table 5.11.2.2.3-1 and the external Application Identifier for which the provisioning has
failed.

4.4.11 Procedures for Enhanced Coverage Restriction Control

The procedures are used by an SCS/AS to query the status of, or to configure the enhanced coverage restriction for a
UE viathe T8 interface as defined in 3GPP TS 23.682 [2].

In order to query the current status of enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to
the SCEF using the query custom operation as defined in subclause 5.12.13.2. The body of the HTTP POST message
shall include External Identifier(s) or MSISDN(s).

In order to configure the enhanced coverage restriction, the SCS/AS shall send an HTTP POST message to the SCEF
using the configure custom operation as defined in subclause 5.12.13.3. The body of the HTTP POST message shall
include External Identifier(s) or MSISDN(s) and the Enhanced Coverage Restriction setting (i.e. allowed-PLMN-List or
restricted-PLMN-List).

Upon receiving the HTTP POST message from the SCS/AS, the SCEF shall check:

- if the SCS/AS is authorized to perform the request. If not the SCEF shall respond to the SCS/AS with a status
code set to 401 Unauthorized.

- if thereguest is malformed. If it is malformed, the SCEF shall respond to the SCS/AS with a status code set to
400 Bad Request.

- if the SCS/AS has exceeded its quota or rate of submitting requests. If so the SCEF shall respond to the SCS/AS
with a status code set to 403 Forbidden.

The SCEF shall send a Configuration Information Request to the HSS to query or configure the setting of Enhanced
Coverage Restriction as defined in 3GPP TS 29.336 [11].

Upon receipt of the response from the HSS, the SCEF shall send an HTTP response to the SCS/AS with a
corresponding status code. For the case of query custom operation, the SCEF shall include the Enhanced Coverage
Restriction Data from HSS into the HT TP response.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall respond to the SCS/AS with a status
code set to 500 Internal Server Error.

4.4.12 Procedures for Network Parameter Configuration
4.4.12.1 General

The procedures are used by an SCS/AS to request that the network consider setting the suggested network parameter
values which can influence certain aspects of UE/network behaviour. The procedures are applicable for an individual
UE or agroup of UEs.

In order to create a new network parameter configuration to configure suggested network parameters, the SCS/AS shall
send an HTTP POST request message to the SCEF to the resource "NP Configurations®. The body of the HT TP request
message shall include External Identifier(s) or MSISDN(s) or External Group Identifier, SCS/AS Identifier, and may
include Maximum Latency, Maximum Response Time and Suggested Number of Downlink Packets and Group
Reporting Guard Time, wherein, the External Identifier or MSISDN indicates the configuration for an individual UE
and the External Group Identifier indicates for a group of UEs. If the External Group Identifier isincluded, the SCS/AS
shall provide the Notification Destination Address in the request.

In order to update an existing Network Parameter Configuration, the SCS/AS may send an HTTP PUT message to the
resource "Individual NP Configuration" requesting the SCEF to replace all propertiesin the existing resource.

The SCS/AS may aso use an HTTP PATCH message to request to change some propertiesin the existing resource.

Upon receipt of the HTTP POST, PUT or PATCH message, if the SCS/AS is authorized to perform the request, the
SCEF shall check whether the Maximum Latency, Maximum Response Time and/or Suggested Number of Downlink
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Packetsin the HTTP request body are within the range defined by operator policies, if one or more of these parameters
are not within the range, the SCEF shall:

- ether rgject the request message by sending an HT TP response to the SCS/AS with a status code set to "403
Forbidden" and indicate which parameters are out of the range in the "invalidParams" attribute of the
"ProblemDetails" structure; or

- modify the parameters which are not within the range by selecting different values which are in the range.

If the authorization is successful, the SCEF shall perform the Network Parameter Configuration as described in
subclause 4.4.12.2 for an individual UE or in subclause 4.4.12.3 for a group of UEs.

In order to delete an existing Network Parameter Configuration at the SCEF, the SCS/AS shall send an HTTP DELETE
message to the corresponding resource "Individual NP Configuration” at the SCEF. The SCEF shall interact with the
HSS via S6t as defined in 3GPP TS 29.336 [11]. Upon receipt of the response from the HSS, the SCEF shall delete
active resource "Individual NP Configuration” addressed by the URI and send an HTTP response to the SCS/AS with a
"204 No Content" status code.

4.4.12.2 Configuration Request for an individual UE

If the configuration request from the SCS/AS is for an individual UE, the SCEF shall send the Configuration
Information Request command to the HSS via S6t as defined in 3GPP TS 29.336 [11].

Upon receipt of the response from the HSS, the SCEF shall,

- forthe HTTP POST message, create a new resource "Individual NP Configuration” addressed by a URI that
contains the SCS/AS identifier and an SCEF-created configuration identifier, and send an HTTP POST response
to the SCS/AS with "201 Created" status code, the final suggested configuration parameter(s) (if modified), the
indication(s) for the discarded parameter(s) (if discarded), and alocation header field containing the URI for the
created resource.

- forthe HTTP PUT or PATCH message, update the active resource "Individual NP Configuration”, and send an
HTTP response to the SCS/AS with "200 OK" status code, the final suggested network parameter(s) (if
modified), the indication(s) for the discarded parameter(s) (if discarded).

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create or update the resource and
shall respond to the SCS/AS with a status code set to "500 Internal Server Error".

4.4.12.3 Configuration Request for a group of UEs

If the configuration request from the SCS/AS is for agroup of UES, the SCS/AS shall provide the Notification
Dedtination Address, the SCEF shall send the Configuration Information Request command to the HSS via S6t as
defined in 3GPP TS 29.336 [11].

Upon receipt of the successful response indicating that group processing isin progress from the HSS before beginning
the processing of individual UEs, the SCEF shall,

- for the HTTP POST message, create aresource "Individual NP Configuration” addressed by a URI that contains
the SCS/AS identity and an SCEF-created configuration identifier. The SCEF shall send an HTTP POST
response to the SCS/AS including alocation header field containing the URI for the created resource and a 201
Created" status code to acknowledge the SCS/AS of the successful group processing reguest.

- forthe HTTP PUT or PATCH message, update the resource "Individual NP Configuration” addressed by the
requested URL, and shall send "200 OK" status code to acknowledge the SCS/AS of the successful group
processing request in the HT TP response message.

If the SCEF receives aresponse with an error code from the HSS, the SCEF shall not create or update the resource and
shall respond to the SCS/AS with a status code set to 500 Internal Server Error.

Upon receipt of the processing result of the individual UEs from the HSS, the SCEF shall perform as follows:

- if no Group Reporting Guard Timeis received, the SCEF shall send an HTTP POST request message with a
reference to the related network parameter configuration and alist of processing result for the group members to
the SCYAS;
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- otherwise, the SCEF shall accumulate all of the configuration results received from the HSS for the group
members until the Group Reporting Guard Time expires, and send an HT TP POST request message with a
reference to the related network parameter configuration, and alist of processing result for the group members
received at the Group Reporting Guard Time.

The SCS/AS shall send an HT TP response to acknowledge the SCEF about the handling result of the received request.

4.4.13 Procedures for setting up an AS session with required QoS
This procedure is used to set up an AS session with required QoS for the service as defined in 3GPP TS 23.682 [2].

For initial AS session creation, the SCS/AS shall send an HTTP POST message to the SCEF to the resource "AS
Session with Required QoS Subscriptions’. The body of HTTP POST message shall include SCS/AS Identifier, UE IP
address, Flow description, QoS reference and notification destination address. And it may also include time period
and/or traffic volume for sponsored data connectivity purpose.

After receiving the HTTP POST message, the SCEF shall authorize the request and may check if the total number of
requested QoS reference has exceeded the limit for the SCS/AS. If the authorization is successful, the SCEF shall map
the SCS/AS Identifier to AF Application Identifier, and if required, map the SCS/AS Identifier to ASP Identity and
Sponsor |dentity.

NOTE 1: Beforethe QoS reference is mapped to Rx parameters, the SCEF can perform a mapping from the name
space of the 3rd party SCS/AS to the name space of the operator.

NOTE 2: The QoS reference referring to pre-defined QoS information in the SCEF can be mapped to media
component descriptions (e.g. bandwidth, mediatype) according to SLA.

If the authorization performed by the SCEF is successful, then the SCEF shall act as an AF to interact with the PCRF
viathe Rx interface as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13] and trigger a PCRF initiated |P-CAN
Session Modification. The SCEF shall also request to be notified about the transmission resource status, i.e.
INDICATION_OF SUCCESSFUL_RESOURCES _ALLOCATION, INDICATION_OF RELEASE OF BEARER,
INDICATION_OF FAILED_RESOURCES ALLOCATION, and optionally

INDICATION_OF LOSS OF BEARER, INDICATION_OF RECOVERY_OF BEARER and USAGE_REPORT.

The SCEF, after receiving the AAA message over the Rx interface from the PCRF with successful result code, shall
create a resource which represents AS session, addressed by a URI that contains the SCS/AS identity and an SCEF-
created AS session identifier, and shall respond to the SCSAS with a 201 Created message, including the result in the
body of the HTTP response and a Location header field containing the URI for the created resource. The SCS/AS shall
use the URI received in the Location header in subsequent requests to the SCEF to refer to this AS session. Otherwise,
the SCEF shall send an HT TP response to the SCS/A S with a corresponding status code and include the result in the
body of the HTTP response. If the SCEF receives aresponse with an error code from the PCRF, the SCEF shall not
create the resource and respond to the SCS/AS with a status code set to 500 Internal Server Error.

In order to update the established AS session, the SCS/AS may send an HTTP PUT message to the resource "Individual
AS Session with Required QoS Subscription” requesting to replace all propertiesin the existing resource, addressed by
the URI received in the response to the request that has created the resource. The UE I P address shall remain unchanged
from previously provided values. After receiving such message, the SCEF shall make the change and interact with the
PCRF to modify the Rx session (as defined in 3GPP TS 29.214 [10] or 3GPP TS 29.201 [13]). After receiving the
response with successful result code from the PCRF, the SCEF shall replace all properties of the existing resource, send
an HTTP response to the SCS/AS with a corresponding status code, and include the result in the body of the HTTP
response. |f the SCEF receives a response with an error code from the PCRF, the SCEF shall not update the resource
and respond to the SCS/AS with a status code set to 500 Internal Server Error.

The SCS/AS may also send an HTTP PATCH message to the resource "Individual AS Session with Required QoS
Subscription” requesting to change some created properties (e.g. Flow Description). After receiving the HTTP PATCH
message, the SCEF shall make the change and interact with the PCRF to modify the Rx session (as defined in

3GPP TS 29.214[10] or 3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an
HTTP response to the SCS/A S with a corresponding status code and include the result in the body of the HTTP
response.

If the SCEF receives atraffic plane notification (e.g. the usage threshold is reached or transmission resource lost), or if
the SCEF gets informed that the Rx session is terminated (e.g. due to arelease of PDN connection), the SCEF shall
send an HTTP POST message including the notified event (e.g. session terminated) and the accumul ated usage (if
received from the PCRF) to the callback URI "notificationUri" provided by the SCS/AS during the creation of
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individual AS Session with Required QoS Subscription. The SCS/AS shall respond with an HTTP response to confirm
the received notification.

In order to remove the established AS session, the SCS/AS shall send an HTTP DELETE message to the resource
"Individual AS Session with Required QoS Subscription”. After receiving the HTTP DELETE message, the SCEF shall
remove all properties and interact with the PCRF to terminate the Rx session (as defined in 3GPP TS 29.214 [10] or
3GPP TS 29.201 [13]). After receiving the response from the PCRF, the SCEF shall send an HTTP response to the
SCS/AS with a corresponding status code and include the accumulated usage (if received from the PCRF).

4.4.14 Procedures for MSISDN-less Mobile Originated SMS
4.4.14.1 General

The procedures are used by the SCEF to send the MSISDN-less MO-SM S to the SCS/AS via T8 interface.

4.4.14.2 Delivery of MSISDN-less MO SMS

If the SCEF receives an MSISDN-less MO-SM S via T4 including an destination SME address (long/short code of the
SCS/AYS), the SCEF will use the IMSI of the UE and application port ID received over T4 to query the HSS/HLR for an
external 1D, and the SCEF shall then determine the notification destination URL of an SCS/AS based on configured
information on the mapping of SME addresses to destination URLs. The SCEF shall send to the determined destination
URL an HTTP POST request that shall include an MsisdnLessMoSmsNotification data type with:

- the short message transfer protocol data unit as received on the T4 interface.
- the Application Port as received on the T4 interface, and
- theexterna identifier of the UE that send the SM'S, as received from the HSS/HLR.

NOTE: The Notification Delivery using Websocket (see subclause 5.2.5.4) and the Notification Test Event (see
subclause 5.2.5.3) are not supported for the present API.

5 T8 APIs

5.1 Introduction

The T8 APIs are a set of APIs defining the related procedures and resources for the interaction between the SCEF and
the SCS/AS.

5.2 Information applicable to several APIs
5.2.1 Data Types
5.2.1.1 Introduction

This clause defines structured data types, simple data types and enumerations that are applicable to several APIs defined
in the present specification and can be referenced from data structures defined in the subsequent clauses. In addition,
data typesthat are defined in OpenAPI 3.0.0 Specification [27] can aso be referenced from data structures defined in
the subsequent clauses.

NOTE: Asaconvention, datatypesin the present specification are written with an upper-case letter in the
beginning. Parameters are written with alower-case letter in the beginning. As an exception, data types

that are also defined in OpenAPI 3.0.0 Specification [27] can use alower-case case letter in the beginning
for consistency.

5.2.1.2 Referenced structured data types
5.21.21 Type: Sponsorinformation

This type represents a sponsor information. It shall comply with the provisions defined in table 5.2.1.2.1-1.
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Table 5.2.1.2.1-1: Definition of the Sponsorinformation data type

Attribute name Data type Cardinality Description
sponsorld string 1 It indicates Sponsor ID.
aspld string 1 It indicates Application Service Provider ID.
5.2.1.2.2 Type: UsageThreshold

This type represents a usage threshold. It shall comply with the provisions defined in table 5.2.1.2.2-1.

Only one of DownlinkVolume, UplinkVolume and TotalVolume shall be provided. If the server supports both duration
and volume, then the first threshold that has been reached will apply.

Table 5.2.1.2.2-1: Definition of the UsageThreshold data type

Attribute name Data type Cardinality Description
duration DurationSec 0.1 Indicates the length of time in seconds
totalVolume Volume 0.1 Total data octets for both downlink and uplink
downlinkVolume Volume 0..1 Downlink data octets
uplinkVolume Volume 0.1 Uplink data octets

5.2.1.23

Type: TimeWindow

This type represents a start time and a stop time of atime window. It shall comply with the provisions defined in

table5.2.1.2.3-1.

Table 5.2.1.2.3-1: Definition of the TimeWindow data type

Attribute name Data type Cardinality Description
startTime DateTime 1 Indicates the absolute start time of the time window
stopTime DateTime 1 Indicates the absolute stop time of the time window
5.2.1.24 Type: Acknowledgement

This type represents a successful acknowledgement for a notification.

Table 5.2.1.2.4-1: Definition of the Acknowledgement data type

Attribute name

Data type

Cardinality

Description

details

string

1

acknowledgement

5.2.1.25

Type: NotificationData

This type represents the parameters which shall be notify the SCS/AS for bearer level event(s).

Table 5.2.1.2.5-1: Definition of the NotificationData data type

Attribute name Data type Cardinality Description
transaction Link 1 Link to the transaction resource to which this
notification is related.
eventReports array(EventReport) 1..N Contains the reported event and applicable information
52.1.2.6 Type: EventReport

This type represents an event report. It shall comply with the provisions defined in table 5.2.1.2.6-1.
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Table 5.2.1.2.6-1: Definition of the EventReport data type

Attribute name Data type Cardinality Description
event Event 1 Indicates the event reported by the SCEF.
accumulatedUsage | AccumulatedUsage 0.1 Contains the applicable information corresponding to the
event.
flowlds array(integer) 0..N Identifies the IP flows that were sent during event
subscription
5.2.1.2.7 Type: AccumulatedUsage

This type represents an accumulated usage. It shall comply with the provisions defined in table 5.2.1.2.7-1.

Table 5.2.1.2.7-1: Definition of the AccumulatedUsage data type

Attribute name Data type Cardinality Description
duration DurationSec 0.1 Indicates the length of time in seconds
totalVolume \olume 0.1 Total data octets for both downlink and uplink
downlinkVolume Volume 0..1 Downlink data octets
uplinkVolume Volume 0.1 Uplink data octets

5.2.1.2.8

Type: Flowlnfo

This type represents flow information. It shall comply with the provisions defined in table 5.2.1.2.8-1.

Table 5.2.1.2.8-1: Definition of the FlowInfo data type

Attribute name Data type Cardinality Description
flowld integer 1 Indicates the IP flow(s).
flowDescriptions array(string) 0.2 Indicates the packet filters of the IP flow(s).

Refer to subclause 5.3.8 of 3GPP TS 29.214 [10] for
encoding. It shall contain UL and/or DL IP flow
description.

5.2.1.2.9

Type: TestNaotification

This type represents a notification that can be sent to test whether a chosen notification mechanism works. It shall be
supported if the feature "Notification_test event”, as defined for APIs that use notifications, is supported.

Table 5.2.1.2.9-1: Definition of the TestNotification data type

Attribute name

Data type

Cardinality

Description

subscription

Link

1

Link of the subscription resource to which the notification
is related.

5.2.1.2.10

Type: WebsockNotifConfig

This type represents configuration for the delivery of notifications over Websockets. It shall be supported if the feature
"Notification_websocket", as defined for APIsthat use notifications, is supported.
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Table 5.2.1.2.10-1: Definition of the WebsockNotifConfig data type

Attribute name Data type Cardinality Description
websocketUri Link 0..1 Set by the SCEF to indicate to the SCS/AS the
Websocket URI to be used for delivering notifications.
(NOTE 1)
requestWebsocketU | boolean 0.1 Set by the SCS/AS to indicate that the Websocket

I

delivery is requested.
(NOTE 2)

NOTE 1: A Websocket URI should use the scheme "wss" (Websocket Secure) for encrypted delivery and may use the
scheme "ws" (Websocket) for unencrypted delivery. If the WebsockNotifConfig data type is used in an HTTP
response, this attribute shall be present. If the WebsockNotifConfig data type is used in an HTTP request, this
attribute shall not be set by the SCS/AS in a request to create a resource, and shall not be modified by the
SCSJ/AS in a request to modify a resource.

NOTE 2: In a request to create or update a resource, this attribute shall be set to true by the SCS/AS to request the SCEF
to provide a Websocket URI for the delivery of notifications, and shall be absent otherwise. In any HTTP
response, this attribute shall retain the value that was provided upon resource creation or update.

5.2.1.2.11 Type: LocationArea

This data type represents the user location area which is sent from the SCS/AS to the SCEF.

Table 5.2.1.2.11-1: Definition of the LocationArea data Type

Attribute name Data type Cardinality Description

cellld array(string) 0..N Indicates a Cell Global Identification of the user which
identifies the cell the UE is registered.

enodeBId array(string) 0..N Indicates an eNodeB in which the UE is currently located.

routingAreald array(string) 0..N Identifies a Routing Area ldentity of the user where the
UE is located.

. array(string) 0..N Identifies a Tracking Area Identity of the user where the
trackingAreald UE is located.
geographicArea array(GeographicArea) | 0..N Ilgggttlef:jes a geographic area of the user where the UE is
array(CivicAddress) 0..N Identifies a civic address of the user where the UE is

civicAddress

located.

5.2.1.2.12

Type: ProblemDetails

Table 5.2.1.2.12-1: Definition of the ProblemDetails data type

Attribute name Data type Cardinality Description

type Uri 0.1 A URI reference according to IETF RFC 3986 [6]
that identifies the problem type.

title string 0.1 A short, human-readable summary of the problem
type. It should not change from occurrence to
occurrence of the problem.

status integer 0.1 The HTTP status code for this occurrence of the
problem.

detall string 0.1 A human-readable explanation specific to this
occurrence of the problem.
This IE should be present and provide application-
related error information, if available.

instance Uri 0.1 A URI reference that identifies the specific
occurrence of the problem.

invalidParams array(InvalidPara |0..N Description of invalid parameters, for a request

m) rejected due to invalid parameters.

NOTE 1: See IETF RFC 7807 [8] for detailed information and guidance for each attribute.

NOTE 2: Additional attributes may be defined per API.
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5.2.1.2.13 Type: InvalidParam
Table 5.2.1.2.13-1: Definition of the InvalidParam data type

Attribute name Data type Cardinality Description
param string 1 Attribute's name encoded as a JSON Pointer, or
header's name.
reason string 0.1 A human-readable reason, e.g. "must be a positive
integer".
5.2.1.2.14 Type: PImnid

Table 5.2.1.2.14-1: Definition of the PImnld data type

Attribute name Data type Cardinality Description
mcc Mcc 1 Mobile Country Code
mnc Mnc 1 Mobile Network Code
5.2.1.2.15 Type: ConfigResult

This type represents one configuration processing result for the group members.

Table 5.2.1.2.15-1: Definition of the ConfigResult data type

Attribute name Data type |Cardinality Description Applicability
(NOTE 1)
externallds array(Extern |0..N Each element indicates an external identifier of the
alld) UE.
(NOTE 2)
msisdns array(Msisd |0..N Each element identifies the MS internal PSTN/ISDN
n) number allocated for the UE
(NOTE 2)
resultReason ResultReas |1 Identifies the configuration failure reason for the
on group members.
NOTE 1: Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2: Either "externalld" or "msisdn" shall be included for a group member.

5.2.1.3 Referenced Simple data types and enumerations

5.2.1.3.1 Introduction

This clause defines simple data types and enumerations that are referenced from data structures.
5.2.1.3.2 Simple data types

The reused datatypes defined in OpenAPI 3.0.0 [27] listed in table 5.2.1.3.2-1 and the simple data types defined in
table 5.2.1.3.2-2 apply to several T8 APIs.
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Table 5.2.1.3.2-1: Reused OpenAPI data types

Type name Description
boolean As defined in OpenAPI 3.0.0 [27], i.e. either value "true" or value "false" as defined in
IETF RFC 7159 [5].
integer As defined in OpenAPI 3.0.0 [27].
number As defined in OpenAPI 3.0.0 [27].
string As defined in OpenAPI 3.0.0 [27].

NOTE: Data type names defined in OpenAPI 3.0.0 [27] do not follow the convention to start with capital letters
otherwise used in this specification.

Table 5.2.1.3.2-2: Simple data types applicable to several APIs

Type name Description

Bandwidth integer indicating a bandwidth in bits per second.

BdtReferenceld string identifying a BDT Reference ID as defined in subclause 5.3.3 of 3GPP TS 29.154 [9].

Binary string with format "binary" as defined in OpenAPI Specification [27].

Bytes String with format "byte" as defined in OpenAPI Specification [27], i.e, base64-encoded
characters,

DayOfWeek integer between and including 1 and 7 denoting a weekday. "1" shall indicate "Monday", and the
subsequent weekdays shall be indicated with the next higher numbers. "7" shall indicate
"Sunday".

DateTime string with format "date-time" as defined in OpenAPI [27].

DurationSec Unsigned integer identifying a period of time in units of seconds. In an OpenAPI Specification [3]
schema, the format shall be designated as "DurationSec"..

DurationMin Unsigned integer identifying a period of time in units of minutes. In an OpenAPI Specification [3]
schema, the format shall be designated as "DurationMin".

Externalld string containing a local identifier followed by "@" and a domain identifier. Both the local

identifier and the domain identifier shall be encoded as strings that do not contain any "@"
characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for more information.

ExternalGroupld string containing a local identifier followed by "@" and a domain identifier. Both the local
identifier and the domain identifier shall be encoded as strings that do not contain any "@"
characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for more information.

Ipv4Addr string identifying a IPv4 address formatted in the "dotted decimal” notation as defined in
IETF RFC 1166 [28]. In an OpenAPI Specification [27] schema, the format shall be designated
as "lpv4Addr".

Ipv6Addr string identifying a IPv6 address formatted according to clause 4 in IETF RFC 5952 [29]. The

mixed IPv4 IPv6 notation according to clause 5 of IETF RFC 5952 [29] shall not be used. In an
OpenAPI Specification [27] schema, the format shall be designated as "lpv6Addr".

Link string formatted according to IETF RFC 3986 [7] identifying a referenced resource.

Mcc String encoding a Mobile Country Code part of the PLMN, comprising 3 digits, as defined in
3GPP TS 38.413 [11]. In an OpenAPI Specification [27] schema, the format shall be designated
as "Mcc".

Mnc String encoding a Mobile Network Code part of the PLMN, comprising 2 or 3 digits, as defined in
3GPP TS 38.413 [11]. In an OpenAPI Specification [27] schema, the format shall be designated
as "Mnc".

Msisdn string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes an MSISDN.

Port Unsigned integer with valid values between 0 and 65535.

Resourceld string chosen by the SCEF to serve as identifier in a resource URI.

ScsAsld string that identifies an SCS/AS.

TimeOfDay String with format "partial-time" or "full-time" as defined in subclause 5.6 of IETF RFC 3339 [15].

In an OpenAPI Specification [27] schema, the format shall be designated as "TimeOfDay".
Examples: "20:15:00", "20:15:00-08:00" (for 8 hours behind UTC).

Uri string providing an URI formatted according to IETF RFC 3986 [7]. In an
OpenAPI Specification [27] schema, the format shall be designated as "Uri".

Volume Unsigned integer identifying a volume in units of bytes.

5.2.1.3.3 Enumeration: Event

The enumeration Event represents event reported by the SCEF.

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 45 ETSI TS 129 122 V15.0.0 (2018-07)

Table 5.2.1.3.3-1: Enumeration Event

Enumeration value Description
SESSION TERMINATION Indicates that Rx session is terminated.
LOSS OF BEARER Indicates a loss of a bearer.
RECOVERY OF BEARER Indicates a recovery of a bearer.
RELEASE OF BEARER Indicates a release of a bearer.
USAGE_REPORT Indicates the usage report event.
5.2.1.3.4 Enumeration: ResultReason

The enumeration ResultReason represents a failure result reason.

Table 5.2.1.3.4-1: Enumeration ResultReason

Enumeration value Description
ROAMING NOT ALLOWED Identifies the configuration parameters are not allowed by roaming agreement.
OTHER_REASON Identifies the configuration parameters are not configured due to other reason.
5.2.1.4 Conventions for documenting structured data types

The structured data types shall represent an object (see IETF RFC 8259 [40]). The structured data types shall contain
attributes that are simple data types, structured data types, arrays (see below), maps (see below) or enumerations.

An array (see IETF RFC 8259 [40]) shall represent alist of values without keys and with significance in the order of
sequence. All values shall be of the same type.

A map shall represent an object (see IETF RFC 8259 [40]) with alist of key-value pairs (with no significance in the
order of sequence), where all keys are of type string and shall be unique identifiers assigned by the application rather
than by the schema, and where all values shall be of the same type.

NOTE: Maps are supported by the OpenAPI specification [27] as described at
https://swagger.io/docs/specifi cation/data-model s/dictionaries/. Maps can enable a faster lookup of
elementsidentified by some key in huge data structures compared to arrays that contain the key within the
elements. Maps can also be used instead of arrays to modify individual elements when modification
instructions of the PATCH method are compliant to IETF RFC 7396 [39].

Each structured data type shall be specified in a separate subclause asillustrated in table 5.2.1.4-1.

Table 5.2.1.4-1: Definition of type <Data type>

Attribute name Data type Cardinality Description
<attribute name> "<type>" or "0..1", "1", <only if applicable>
"array(<type>)" |or "M..N",
or
"map(<type>)"

Attribute name: Name of attributes that belong to the specified data type.

Data type: Datatype of the attribute. If the datatypeisindicated as"<type>", the attribute shall be of datatype

<type>. If the datatypeisindicated as "array(<type>)", the attribute shall be an array (see IETF RFC 8259 [40]) that
contains elements of data type <type>. If the datatypeisindicated as"map (<type>)", the attribute shall be an object
(see IETF RFC 8259 [40]) encoding a map (see OpenAPI specification [27]) that contains as values elements of data

type <type>. <type> can either be "integer", "number", "string" or "boolean" (as defined in the
OpenAPI specification [27]), or a datatype defined in a 3GPP specification.

Cardinality: Defines the allowed number of occurrence of data type <type>. A cardinality of "M..N", isonly alowed
for datatypes "array(<type>)" and "map(<type>)" and indicates the number of elements within the array or map; the
valuesM and N can either be the characters "M" and "N", respectively, or integer numbers with M being greater than or
equal 0, and N being greater than 1 and M, For datatype "<type>", the cardinality shall be set to "0..1" or "1". A lower
boundary of "0" for the cardinality also indicates that the attribute is optional. A lower boundary of "0" for the
cardinality indicates that the attribute is optional.
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Description: Describes the meaning and use of the attribute and may contain normative statements.

5.2.2 Usage of HTTP
5.2.2.1 General

For T8 APIs, support of HTTP/1.1 (IETF RFC 7230 [16], IETF RFC 7231 [17], IETF RFC 7232 [18],

IETF RFC 7233[19], IETF RFC 7234 [20] and IETF RFC 7235 [21]) over TLS (IETF RFC 5246 [4]) is mandatory and
support of HTTP/2 (IETF RFC 7540 [22]) over TLS (IETF RFC 5246 [4]) is recommended. An SCS/AS desiring to use
HTTP/2 shall use the HTTP upgrade mechanism to negotiate applicable HTTP version as described in

IETF RFC 7540 [22].

5.2.2.2 Usage of the HTTP PATCH method

The HTTP PATCH method, as defined in IETF RFC 5789 [38], allows for a partial update of previoudy sent data, e.g.
resources. For a complete replacement of previously sent data, the HTTP PUT method is used. It is defined separately
for each resource whether the HTTP PUT and/or the HTTP PATCH are applicable.

If the HTTP PATCH method is used, the JSON bodies within the PATCH request shall be encoded according to "JSON
Merge Patch”, as defined in IETF RFC 7386 [39].

NOTE: JSON merge patch is not able to modify individual elements of an array. Thisis not required in the
present release.

5.2.3 Content type

The bodies of HTTP request and successful HT TP responses shall be encoded in JSON format (see
IETF RFC 7159 [5]).

The MIME mediatype that shall be used within the related Content-Type header field is " application/json”, as defined
in IETF RFC 7159 [5].

NOTE: Thisrelease only supports the content type JSON.
524 URI structure

All resource URIs of T8 APIs should have the following root structure;
{apiRoot}/{apiName}/{apiVersion}/

"apiRoot" is configured by means outside the scope of the present document. "apiName" and "apiVersion" shall be set
dependent on the API, as defined in the corresponding subclauses below. All resource URIsin the subclauses below are
defined relative to the above root URI.

NOTE 1. The"apiVersion" will only be increased if the new API version contains not backward compatible
changes. Otherwise, the supported feature mechanism defined in subclause 5.2.7 can instead be used to
negotiate extensions.

NOTE 2: A different root structure can be used when the Resource URI is preconfigured in the SCS/AS.

The root structure may be followed by "api SpecificSuffixes" that are dependent on the API and are defined separately
for each API where they apply:

{apiRoot}/{apiName}/{apiVer sion}/{api SpecificSuffixes}
5.2.5 Notifications
5.25.1 General

The SCEF and SCS/AS shall support the delivery of Notifications using a separate HT TP connection towards an
address as assigned the SCS/AS described in subclause 5.2.5.2.
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An SCEF and SCS/AS may support testing a notification connection as described in subclause 5.2.5.3. An SCEF and
SCS/AS may support the delivery of Notification using Websocket (IETF RFC 6455 [32]) as described in
subclause 5.2.5.4.

5.25.2 Notification Delivery using a separate HTTP connection

If adelivery of notificationsis required for an API, the SCS/AS shall provide a URI in the "notificationDestination”
attribute defined in the data types that are passed in arequest to create a resource that represents a subscription to
notifications, designating where to send HTTP Notifications to the SCEF unlessit is specified for that API that a
preconfigured destination addressis used.

The SCS/AS may provide the same "notificationDestination” for several subscriptions, and the SCEF should then use
the same HT TP connection to deliver related notifications.

The SCEF shall take the role of the HTTP client on the HTTP connection for the delivery of Notifications.
Subclause 5.2.2 shall also apply for this HTTP connection with the exception that an SCEF (rather than an SCS/AS)
desiring to use HTTP/2 shall use the HT TP upgrade mechanism to negotiate applicable HTTP version.

5253 Notification Test Event

If the optional "Notification _test event" feature is supported, the SCS/AS may test whether notifications can be
received by subscribing to the notification of atest event by providing a"requestTestNotification" attribute set to "true"
inthe HTTP request to create or update a subscription for notifications. In any other HTTP request or response, this
attribute shall retain the value that was provided upon subscription resource creation.

Upon receiving the "requestTestNotification™ attribute as part of a subscription creation or update request, the SCEF
shall send immediately after establishing the notification delivery mechanism atest notification containing a body
formatted according to the "TestNotification" datatype as defined in subclause 5.2.1.2.12. If the SCS/AS does not
receive the test notification within a configured time, the SCS/AS knows that the notification delivery with the selected
method is not possible and may take corrective actions.

5.25.4 Notification Delivery using Websocket

The proceduresin the present subclause only apply if SCSYAS and SCEF support the "Notification_websocket”
featuture. If the feature "Notification_websocket", is supported, the feature "Notification test event" shall also be
supported.

If adelivery of notificationsis required for an APl and the SCS/AS does not know from previous interactions with the
SCEF whether delivery of notifications over a separate HT TP connection works, the SCS/AS should initially request
the SCEF to try to establish a separate HT TP connection for notification delivery according to subclause 5.2.5.2 by
providing a URI to the SCEF designating where to send HTTP Notifications, and shall also subscribe to the notification
of atest event as in to subclause 5.2.5.3.

If the SCS/AS does not receive the requested notification of the test event during a configured period after the
subscription, the SCS/AS may configure the subscription to request the SCEF to provide a URI for an HT TP connection
to upgrade to Websocket, setting the "requestWebsocketUri" attribute to "true" as specified in subclause 5.2.1.2.13. The
SCS/AS may also request the SCEF to provide a URI in a new subscription creation request, and should in this case
terminate the original subscription.

NOTE 1: If the SCS/AS has requested the delivery of notificationsto a separate entity, it needs to be informed by
that separate entity about the receipt of the test notification. That communication between the separate
entity and the SCS/ASis out of scope of the present document.

When the SCEF receives a subscription creation or update request to use Websockets to deliver notifications (i.e. with
the "requestWebsocketUri" attribute set to "true™), it shall assign a Websocket URI where to receive a Websocket
connection establishment and shall provide this URI in the "websocketUri" attribute in the response as defined in
subclause 5.1.2.1.13. Once such a Websocket URI has been assigned for a particular subscription resource, subsequent
update requests to this resource that ask for the assignment of a new Websocket URI for that subscription shall be
rejected by the SCEF.

Upon the reception of the Websocket URI from the SCEF in the "websocketUri" attribute as specified in
subclause 5.2.1.2.13-1 in the subscription creation or subscription update response, the SCS/AS or a separate entity that
isintended to receive the notification shall establish an HT TP connection towards that URI and shall upgrade that
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connection to the Websocket protocol (IETF RFC 6455 [32]) using the HTTP upgrade mechanism defined in
IETF RFC 7230 [16].

NOTE 2: For delivery of Notifications to a separate entity, the SCS/AS needs to provide the Websocket URI to that
separate entity. That communication between the SCS/AS and the separate entity is out of scope of the
present document.

The following framing of the request and response shall be used when delivering a notification or acknowledging its
delivery through Websockets.

NOTE 3: The framing is aligned as much as possible with HTTP delivery in order to simplify implementations.

To deliver anotification towards the SCS/AS, the SCEF shall embed the following structure in a separate Websocket
data frame with Ox2 (Binary) opcode in the following order:

1) Thestring "3GPP-WS-Notif-Seq:", followed by a blank, followed by a four-byte sequence number, encoded as
decimal number in ASCII, followed by CRLF

2) Thefollowing HTTP headersin any order, with the syntax and semantics as defined in IETF RFC 7230 [16] and
IETF RFC 7231 [17]: Content-Type (mandatory), Content-Encoding (optional), Content-Length (mandatory).
Every HTTP header line shall be ended by CRLF.

3) CRLF to end the headers section.
4) The payload body of the notification, as defined in theindividual APIs.

NOTE 4: The payload body is the same as the one that would be used if delivering the notification as defined in
subclause 5.2.5.3.

To acknowledge the reception of a notification message towards the SCEF, the SCS/AS shall embed the following
structure in a separate Websocket data frame with 0x2 (Binary) opcode in the following order:

1) Thestring "3GPP-WS-Notif-Seq:", followed by a blank, followed by the four-byte sequence number of the
notification to be confirmed, encoded as decimal number in ASCII, followed by CRLF.

2) The HTTP status code (e.g. 204) and status message (e.g. No Content) as defined for HTTP delivery of the
notification in the individual APIs, separated by a single blank character, and ended by CRLF.

3) Conditionally, as defined in IETF RFC 7230 [16] and IETF RFC 7231 [17], the following HTTP headersin any
order: Content-Type, Content-Encoding, and Content-Length. Every HT TP header line shall be ended by CRLF.

4) CRLF to end the headers section.5) The payload body of the response, if applicable based on the status code and
the HTTP headers, as defined in IETF RFC 7230 [16] and IETF RFC 7231 [17].

NOTE5: The status code, the status message and the payload body (if applicable), are the same asif delivering the
notification as defined in subclause 5.2.5.3.

Use of CRLF isdefined in IETF RFC 7230 [16].

The SCEF need not wait for the confirmation of each notification before delivering the next notification. The SCEF
shall determine whether a notification has been delivered successfully by correlating the sent notification with the
received acknowledgement by checking the sequence numbers of both for equality. The SCEF may re-send a
notification, using the same sequence number, if it has not received an acknowledgement with a matching sequence
number after a configurable time-out. The SCS/AS shall consider notifications with the same sequence number that
arrive within a configurable time interval as duplicates.

The SCS/AS should send periodic Websocket "PING" frames to keep the connection alive.
NOTE 6: the TCP layer will handle a possible fragmentation and reassembly of large messages.
The security related clause 6 shall also apply for the HTTP connection that is upgraded to Websocket.

5.2.6 Error handling

Table 5.2.6-1 lists response bodies that are applicable to all APIsand as responses for al requests in the present
specification unless otherwise specified.
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Table 5.2.6-1: Response bodies supported for responses to all requests.

Response Applied
Data type Cardinality Codes Remarks Methods
(NOTE 1)
ProblemDetails |0..1 400 Bad Incorrect parameters were passed in the GET,
Request request. POST
More information may be provided in the "detail" [PUT,
attribute of the "ProblemDetails" structure. PATCH,
(NOTE 2) DELETE
ProblemDetails |0..1 401 The SCS/AS is not authorized as described in  |GET,
Unauthorize [IETF RFC 7235 [21]. POST,
. . . . . |PUT,
d More information may be provided in the "detail" Y
; 8 o PATCH,
attribute of the "ProblemDetails" structure. DELETE
(NOTE 2)
ProblemDetails |0..1 403 This represents the case when the SCEF is able |GET,
Forbidden to understand the request but unable to fulfil the |POST,
request due to errors (e.g. the requested PUT,
parameters are out of range). PATCH,
DELETE

More information may be provided in the "detail"
attribute and/or the "invalidParams" attribute of
the "ProblemDetails" structure.

(NOTE 2, NOTE 3)

ProblemDetails |0..1 404 Not The resource URI was incorrect, for instance GET, PUT,
Found because of a wrong "scsAsld" field. PATCH,
DELETE

More information may be provided in the "detail"
attribute of the "ProblemDetails" structure.

(NOTE 2)
Response
body ProblemDetails |0..1 409 Conflict | The operation is not allowed given the current POST,
status of the resource. PUT,
This response shall be used when the creation |PATCH
of a resource with an SCS/AS identifier is
requested and a resource with the same such
identifiers already exists and has not been
deleted; or the change cannot be made due to
conflict with current state of the resource.
More information may be provided in the "detail”
attribute of the "ProblemDetails" structure.
ProblemDetails |0..1 412 Can be used according to IETF RFC 7232 [18]. |GET,
Precondition [Also used for the supported feature mechanism [POST,
Failed as described in subclause 5.2.7. PUT,
. . . . .. |PATCH,
More information may be provided in the "detail" DELETE
attribute of the "ProblemDetails” structure.
(NOTE 2)
ProblemDetails |0..1 500 Internal |The server encountered an unexpected GET,
Server Error |condition that prevented it from fulfilling the POST,
request. PUT,
PATCH,
More information may be provided in the "detail" |[DELETE
attribute of the "ProblemDetails" structure.
(NOTE 2)
ProblemDetails |0..1 503 Service |The server is unable to handle the request. GET,
Unavailable POST,
More information may be provided in the "detail" [PUT,
attribute of the "ProblemDetails" structure. PATCH,
(NOTE 2) DELETE

NOTE 1: In addition to the above response codes, the SCEF can also send other valid HTTP response codes, if
applicable. The list of all valid HTTP response codes can be found in HTTP Status Code Registry at IANA [6].
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NOTE 2: The MIME media type that shall be used within the related Content-Type header field is
"application/problem+json", as defined in IETF RFC 7807 [8].

NOTE 3: The information about which provided parameters are out of range shall be provided in the "invalidParams"
attribute of the "ProblemDetails" structure for the API of network parameter configuration.

5.2.7 Feature negotiation

The proceduresin subclause 6.6.2 of 3GPP TS 29.500 [44] shall be applicable for the APIs defined in the present
specification.

The supported features are negotiated seperately for each API. For each of the APIs defined in the present specification,
the applicable list of featuresis contained in the related API definition.

528 HTTP custom headers
5281 General

This subclause lists reused HT TP custom headers and defines any new HTTP custom headers introduced by this
specification.

5282 Reused HTTP custom headers

Table 5.2.8.2-1: Reused HTTP custom headers

Name Reference Description

5.2.9 Conventions for Open API specification files
5.29.1 General

T8 Open API specification files shall comply with the OpenAPI specification [27] and with the present subclause.

Each API shall be described in one Open API specification file. In addition, 3GPP specifications may contain Open API
specification file with common data types.

For the purpose of referencing (see subclause 5.2.9.7), it is assumed that each Open API specification file contained in a
3GPP specification is stored as separate physical, that all Open API specification files are stored in the same directory
on the local server, and that the files are named according to the conventions in subclause 5.2.9.7.

5.2.9.2 Formatting of OpenAPI files
The following guidelines shall be used when documenting OpenAPI files:

- OpenAPI specifications shall be documented using Y AML format (see YAML 1.2 [41]). For specific restrictions
on the usage of YAML in OpenAPI, see OpenAPI 3.0.0 Specification [27].

- The style used for the specification shall be "PL" (Programming Language).

- Thedifferent scopesin the YAML data structures representing collections (objects, arrays...) shall use an
indentation of two white spaces.

- Comments may be added by following the standard Y AML syntax ("#").
5.2.9.3 Structured data types

The OpenAPI specification [27] file shall contain a definition in the components/schemas section defining a schema
with the name of the structured data type as key.

The schema shall contain:

"type: object”;
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- If any attributes in the structured data type are marked as mandatory via a minimum cardinality greater than "0",
a"required" keyword listing those attributes;

- A "properties’ keyword containing for each attribute in the structured data type an entry with the attribute name
askey and;

1. if thedatatypeis"<type>"

a. if the datatype of the attribute is "string", "number", "integer", or "boolean", a type definition using that
data type as value ("type: <data type>"); or

b. otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. "$ref:
‘#/components/schemas/<data type>" if that data type schemais contained in the same
OpenAPI specification file and "$ref: '<filename>#/components/'schemas/< data type>"' if that data type
schemais contained in file <filename> in the same directory on the same server.

2. if thedatatypeis"array(<type>)":
a. atype definition "type: array";
b. an"items:" definition containing

i). if the datatype of the attribute is"string", "number", "integer", or "boolean", atype definition using
that data type as value ("type: <data type>"); or

ii). otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. "$ref:
‘#/components/schemas/< data type>"' if that data type schemais contained in the same
OpenAPI specification file and "$ref: '<filename>#/components/schemas/< data type>"' if that data
type schemais contained in file <filename> in the same directory on the same server.

c. if the cardinality contained an integer value <m> as lower boundary, "minltems. <m>"; and
d. if the cardinality contained an integer value <n> as upper boundary, "maxItems: <n>";
3. if the datatypeis"map(<type>)";
a. atype definition "type: object”; and
b. an "additional Properties:" definition containing

i). if the datatype of the attribute is"string", "number", "integer", or "boolean”, atype definition using
that datatype as value ("type: <data type>"); or

ii). otherwise areference to the data type schema for the data type <data type> of the attribute, i.e. "$ref:
‘#/components/schemas/<data type>" if that data type schemais contained in the same
OpenAPI specification file and "$ref: '<filename>#/components/schemas/< data type>"' if that data
type schemais contained in file <filename> in the same directory on the same server.

c. if the cardinality contained an integer value <m> as lower boundary, "min Properties: <m>"; and
d. if the cardinality contained an integer value <n> as upper boundary, "max Properties. <n>";

4. "description: <description>", where <description> isthe description of the attribute in the table defining the
structured data type.

NOTE: Anomission of the "minProperties’, and "maxProperties’ keywords indicates that no lower or upper
boundaries respectively, for the number of propertiesin an object are defined. An omission of the
"minltems’, and "maxItems" keywords indicates that no lower or upper boundaries, respectively, for the
number of itemsin an array are defined.

Example:
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Table 5.2.9.3-1: Definition of type ExampleStructuredType

Attribute name Data type Cardinality Description
exSimple ExSimple 1 exSimple attribute description
exArrayElements array(string) 0..10 exArrayElements attribute description
exMapElements map(ExStructure) [1..N exMapElements attribute description

The data structure in table 5.2.9.3-1 is described in an OpenAPI specification file as follows:

conponents:
schemas:
Exanpl eSt ruct ur edType:
type: object
required:
- exSinple
- exMapEl enent s
properties:
exSi nmpl e:
$ref: '#/ conponents/schemas/ ExSi npl e
description: exSinple attribute description
exArrayEl enent s:
type: array
items:
type: string
mnltems: O
max| tems: 10
description: exArrayEl enents attribute description
exMapEl enent s:
type: object
addi ti onal Properties:
$ref: ' #/ component s/ schemas/ ExStructure'
m nProperties: 1
description: exMapEl enents attribute description

5294 Info

The Open API specification file of an API shall contain an "info" field with the title and version set to the same values
as chosen for the corresponding URL parts (see subclause 5.2.4) of that API.

Example;

i nfo:
title: Nxxx_Yyy
version: vl

5295 externalDocs

Each OpenAPI specification shall providein an "externalDoc" field the reference to the 3GPP TS describing the API, as
illustrated below.

Example;

ext er nal Docs
description: 3GPP TS 29.122 T8 reference point for Northbound APIs
url: http://ww. 3gpp. org/ftp/ Specs/archive/ 29_series/29.122/

5.29.6 Servers

Asdefined in subclause 5.2.4, the base URI of an API consists of {apiRoot}/{apiName}/{apiVersion}. It shall be
encoded in the corresponding Open API specification file as "servers' field with {apiRoot} as variable.

Example;

servers:
- url: https://{api Root}/3gpp_Yyyy/vl
vari abl es:
api Root :
defaul t: https://denmohost.com
description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.
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5.2.9.7 References to other 3GPP-defined Open API specification files

For the purpose of referencing, it shall be assumed that each Open API specification file contained in a 3GPP
specification is stored as separate physical file, that all Open API specification files are stored in the same directory on
the local server, and that the files are named according to the following convention: The file name shall consist of (in
the order below):

- the 3GPP specification number in the format " TSxxyyy";

- an character;

- if the OpenAPI specification file contains an API definition, the API name as defined for corresponding base
URL parts (see subclause 4.4) of that API.

- if the OpenAPI specification file contains a definition of CommonData, the string " CommonData; and

the string ".yaml".
Examples:

Reference to Data Type "Xxx" defined in the same file

$ref: '#/ conponents/schemas/ Xxx

Reference to Data Type "Xxx" defined as Common Datain 3GPP TS 29.122:

$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ schemas/ Xxx

Reference to Data Type "Xxx" defined within APl "Nxxx_Yyy" in 3GPP TS ab.cde:

$ref: ' TSabcde_Nxxx_Yyy. yanl #/ conponent s/ schemas/ Xxx

5298 Server-initiated communication

If an API contains notifications as described in subclause 5.2.5, it should be described as " callback” in Open API
specification files.

Example:

pat hs:
/ subscri ptions
post :
request Body:
required: true
content:
application/json
schena
type: object
properties:
cal | backUrl: # Callback URL
type: string

format: uri
responses
'201
description: Success
cal | backs

myNotification: # arbitrary nane
"{$request. body#/ cal | backUr1}': # refers The callback URL in the POST
post :
request Body: # Contents of the callback nessage
required: true
content:
application/json
schena:
$ref: ' #/ conponents/schemas/ Noti ficati onBody
responses: # Expected responses to the call back message
' 200
description: xxx
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5.2.9.9 Describing the body of HTTP PATCH requests

In the OpenAPI Specification [27] file, the content field key of the Request Body Object shall contain
"application/merge-patch+json”. The content field value is a Media Type Object identifying the applicable patch body
Schema Object. The patch body Schema Object may contain structured data types derived from the data types used in
the schema to describe a complete representation of the resource in such a manner that attributes that are allowed to be
modified arelisted in the "properties' validation keyword.

NOTE 1: A derived structured data type is beneficial if the data types used to describe a complete representation of
the resource contains mandatory attributes, if attributes are allowed to be removed by the PATCH
operation, or if a checking by the OpenAPI tooling that only allowed modifications are done viathe
"additional Properties: false" keyword is desired. It also provides a clear description in the OpenAPI file to
devel opers which modifications need to be supported.

Asan dternative, the data types used in the schema to describe a complete representation of the resource may be used if
any attributes that are allowed to be removed are marked as "nullable: true" in that schema.

Any attributes that are allowed to be removed shall be marked as "nullable: true" in the patch body Schema Object.
The "additional Properties: false" keyword may be set.

NOTE 2: The "additional Properties. false" keyword enables the OpenAPI tooling to check that only allowed
modifications are done. Extensions of the object in future releases are till possible under the assumption
that the supported features mechanism is used to negotiate the usage of any new attribute prior to the
PATCH invocation. If new optional attributes are expected to be introduced without corresponding
supported feature or if PATCH can be used asfirst operation in an API, the usage of the
"additional Properties: false" keyword is not appropriate.

5.2.9.10 Error Responses

As described in subclause 5.2.6, T8 APIs use valid HT TP response codes as error codes in HT TP responses and may
include a"ProblemDetails" data structure specified in subclause 5.2.1.2.13 or an application-specific data structure.

Subclause 5.2.6 specifies HT TP status code per HTTP method. OpenAPI files should include at least the status codesin
that table.

For the purpose of referencing, HTTP error responses with "ProblemDetails' data structure are specified as part of the
CommonData OpenAPI filein Annex A.2.

Example;

In the example below, the 400, and 500 and default error response descriptions are referenced.

pat hs:
[ users:
get:
responses:

'200':

content:

application/json
schema:
$ref: '#/ conponents/schenas/ Exanpl eGet Body'

' 400" :

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ r esponses/ 400
' 500" :

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 500
defaul t:

$ref: 'TS29122_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

The following definitions provided in Annex A.2 are used in that example:

conponent s:
responses:
' 400" :
description: Bad request
content:
appl i cati on/ pr obl em+j son:
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schena:
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
' 500" :
description: Internal Server Error
content:
appl i cati on/ pr obl em+j son:
schena:
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
defaul t:

description: Generic Error
5.29.11 Enumerations

For enumerations, the OpenAPI specification [27] file shall contain a definition in the components/schemas section
defining a schema with the name of the enumeration as key.

The schema
- shall contain the "anyOf" keyword listing as aternatives:
1. the"type: string" keyword and the "enum" keyword with alist of all defined values for the enumeration; and

2. the"type: string" keyword and the "description” keyword with a description stating that the string is only
provided for extensibility and is not used to encode contents defined in the present version of the
specification. and

- may contain adescription listing the defined val ues of the enumeration together with explanations of those
values.

NOTE: The"enum" keyword restricts the permissible values of the string to the enumerated ones. This can lead
to extensibility problems when new values need to be introduced.

Example;
Table 5.2.9.11-1: Enumeration ExampleEnumeration
Enumeration value Description Applicability
One Value One description
Two Value Two description

The data structure in table 5.2.9.11-1 is described in an OpenAPI specification file as follows:

conponents:
schemas:
Exanpl eEnuner at i on:
anyCf :
- type: string
enum
- One
- Two
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- One: Value One description
- Two: Value Two description

5.2.9.12 Read only attribute

Each OpenAPI specification should include "readOnly: true" for those attributes that are only provided by the SCEF in
the HT TP response message to prevent the SCS/AS from provisioning those attributes which is not expected, if the
write and read operations (e.g. POST request and response) share the same data type which contains those attributes.

Example:
Ni ddsSt at us:

anyCf :
- type: string
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enum
- ACTI VE
- TERM NATED_UE_NOT_AUTHORI ZED
- TERM NATED
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- ACTIVE: The NIDD configuration is active.
- TERM NATED UE_NOT_AUTHORI ZED: The NI DD configurati on was term nated because the UE s
aut hori sati on was revoked.
- TERM NATED: The NI DD configuration was term nated.
readOnly: true

5.3 MonitoringEvent API

531 Overview

The MonitoringEvent API isa RESTful API that allows the SCS/AS to subscribe to notifications about specific events
in 3GPP networks. It aso allows the SCEF to report the event by sending notifications to the authorised users when the
corresponding event is detected. The APl also alows the SCEF to indicate the removal of a previously configured
monitoring request. The MonitoringEvent API defines a set of data models, resources and the related procedures for the
creation and management of the monitoring event subscription. The corresponding JSSON schema for the representation
of the resources and operations defined by the MonitoringEvent API is provided in its complete formin Annex A.3.

532 Data model

5.3.2.1 Resource data types
5.3.2.1.1 Introduction
This clause defines data structures to be used in resource representations, including subscription resources.

Table 5.3.2.1.1-1 specifies data types re-used by the MonitoringEvent API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the MonitoringEvent
API.

Table 5.3.2.1.1-1: MonitoringEvent API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |ldentifies the civic address information of the user(s).
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.3.4-1.

5.3.2.1.2 Type: MonitoringEventSubscription

This type represents a subscription to monitoring an event. The same structure is used in the subscription request and
subscription response.
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Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 3)

self

Link

0.1

Link to this resource. This parameter shall
be supplied by the SCEF in HTTP
responses.

supportedFeatures

SupportedFeatur
es

Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

externalld

Externalld

Identifies a user as defined in Clause 4.6.2
of 3GPP TS 23.682 [2].
(NOTE 1)

(NOTE 5)

msisdn

Msisdn

Identifies the MS internal PSTN/ISDN
number allocated for a UE.
(NOTE 1)

(NOTE 5)

externalGroupld

ExternalGroupld

Identifies a user group as defined in
Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 1)

ipv4Addr

Ipv4Addr

Identifies the IPv4 address.
(NOTE 1)

Location_notific
ation,
Communication
_failure_notific
ation

ipv6Addr

Ipv6Addr

Identifies the IPv6 address.
(NOTE 1)

Location_notific
ation,
Communication
_failure_notific
ation

notificationDestination

Link

An URI of a notification destination that T8
message shall be delivered to.

requestTestNotification

boolean

Set to true by the SCS/AS to request the
SCEF to send a test notification as defined
in subclause 5.2.5.3. Set to false or
omitted otherwise.

Notification_tes
t_event

websockNotifConfig

WebsockNotifCo
nfig

Configuration parameters to set up
notification delivery over Websocket
protocol as defined in subclause 5.2.5.4.

Notification_we
bsocket

monitoringType

MonitoringType

Enumeration of monitoring type. Refer to
clause 5.3.2.4.3.

maximumNumberOfRe
ports

integer

Identifies the maximum number of event
reports to be generated by the HSS,
MME/SGSN as specified in

subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)

monitorExpireTime

DateTime

Identifies the absolute time at which the
related monitoring event request is
considered to expire, as specified in
subclause 5.6.0 of 3GPP TS 23.682 [2].

(NOTE 2)

groupReportGuardTim
e

DurationSec

Identifies the time for which the SCEF can
aggregate the monitoring event reports

detected by the UEs in a group and report
them together to the SCS/AS, as specified
in subclause 5.6.0 of 3GPP TS 23.682 [2].

maximumDetectionTim
e

DurationSec

If "monitoring-Type" is
"LOSS_OF_CONNECTIVITY", this
parameter may be included to identify the
maximum period of time after which the
UE is considered to be unreachable.

Loss_of conne
ctivity _notificati
on

reachabilityType

ReachabilityTyp
e

If "monitoring-Type" is
"UE_REACHABILITY", this parameter
shall be included to identify whether the
request is for "Reachability for SMS" or
"Reachability for Data", or both.

Ue-
reachability_no
tification

maximumLatency

DurationSec

If "monitoring-Type" is

Ue-
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"UE_REACHABILITY", this parameter

reachability_no

"NUMBER_OF_UES_IN_AN_AREA", this
parameter shall be included to indicate the
area within which the SCS/AS requests
the number of UEs.

may be included to identify the maximum |tification
delay acceptable for downlink data
transfers.

maximumResponseTi  |DurationSec 0.1 If "monitoring-Type" is Ue-

me "UE_REACHABILITY", this parameter reachability_no
may be included to identify the length of tification
time for which the UE stays reachable to
allow the SCS/AS to reliably deliver the
required downlink data.

suggestedNumberOfDI |integer 0.1 If "monitoringType" is Ue-

Packets "UE_REACHABILITY", this parameter reachability-
may be included to identify the number of |notification
packets that the serving gateway shall
buffer in case that the UE is not reachable.

idleStatuslIndication boolean 0.1 If "monitoringType" is set to Ue-
"UE_REACHABILITY" or reachability_no
"AVAILABILITY_AFTER_DDN_FAILURE", |tification,
this parameter may be included to indicate |Availability_afte
the notification of when a UE, for which r_DDN_failure_
PSM is enabled, transitions into idle mode. |notification
- "true": indicate enabling of notification
- "false": indicate no need to notify
Default: "false".

locationType LocationType 0.1 If "monitoringType" is Location_notific
"LOCATION_REPORTING" or ation,
"NUMBER_OF_UES_IN_AN_AREA", this |Number_of UE
parameter shall be included to identify s_in_an_area_
whether the request is for Current notification
Location or Last known Location.

(NOTE 4)

accuracy Accuracy 0.1 If "monitoring-Type" is Location_notific
"LOCATION_REPORTING", this ation
parameter may be included to identify the
desired level of accuracy of the requested
location information, as described in
subclause 4.9.2 of 3GPP TS 23.682 [2].

minimumReportinterval |DurationSec 0.1 If "monitoring-Type" is Location_notific
"LOCATION_REPORTING", this ation
parameter may be included to identify a
minimum time interval between Location
Reporting notifications.

associationType AssociationType |0..1 If "monitoring-Type" is Change_of_IM
"CHANGE_OF_IMSI_IMEI_ASSOCIATIO |SI_IMEI_associ
N", this parameter shall be included to ation_notificatio
identify whether the change of IMSI-IMEI  |n
or IMSI-IMEISV association shall be
detected.

plmnindication boolean 0.1 If "monitoring-Type" is Roaming_statu
"ROAMING_STATUS", this parameter s_natification
may be included to indicate the notification
of UE's Serving PLMN ID.

- "true™ The value shall be used to
indicate enabling of notification;
- "false™ The value shall be used to
indicate disabling of notification.
Default: "false".
locationArea LocationArea 0.1 If "monitoring-Type" is Number_of_UE

s_in_an_area_
notification
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monitoringEventReport |MonitoringEvent |0..1 Identifies a monitoring event report which

Report is sent from the SCEF to the SCS/AS.

NOTE 1: One of the properties "externalld”, "msisdn”, "ipv4Addr", "ipv6Addr" or "externalGroupld" shall be included.
"ipv4Addr" or "ipv6Addr" is required for monitoring via the PCRF for an individual UE.

NOTE 2: Inclusion of either "maximumNumberOfReports” (with a value higher than 1) or "monitorExpireTime" makes
the Monitoring Request a Continuous Monitoring Request, where the SCEF sends Notifications until either
the maximum number of reports or the monitoring duration indicated by the property "monitorExpireTime" is
exceeded. The "maximumNumberOfReports" with the value higher than 1 makes the Monitoring Request a
One-time Monitoring Request. If both of the attributes are not provided, it means infinite reporting.

NOTE 3: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

NOTE 4: In this release, for feature "Number_of _UEs_in_an_area_notification", locationType shall be set to
"LAST_KNOWN_LOCATION".

NOTE 5: The property does not apply for the feature "Number_of UEs _in_an_area_notification".

5.3.2.2 Notification data types

53.2.21 Introduction

This clause defines data structures to be used in notifications.

5.3.2.2.2 Type: MonitoringNotification

This data type represents a monitoring notification which is sent from the SCEF to the SCS/AS.

Table 5.3.2.2.2-1: Definition of type MonitoringNotification

Attribute name Data type Cardinalit Description Applicability
y (NOTE)
subscription Link 1 Link to the subscription resource to which
this notification is related.
configResults array(configResul |0..N Each element identifies a notification of
t) grouping configuration result.
monitoringEventReports |array(Monitoring  [0..N Each element identifies a monitoring event
EventReport) report.
cancelind boolean 0..1 Indicates whether to request to cancel the
corresponding monitoring subscription. Set
to false or omitted otherwise.
NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.3.2.3 Referenced structured data types

53.2.3.1 Introduction

This clause defines structured data types that are referenced from data structures defined in the previous clauses.
5.3.2.3.2 Type: MonitoringEventReport

This data type represents a monitoring event notification which is sent from the SCEF to the SCS/AS.
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Table 5.3.2.3.2-1: Definition of type MonitoringEventReport

identify the reachability of the UE.

Refer to 3GPP TS 29.336 [11]
Subclause 8.4.20.

Attribute name Data type Cardinality Description Applicability
(NOTE 1)
imeiChange AssociationType 0.1 If "monitoring-Type" is Change_of |
"CHANGE_OF_IMSI_IMEI_ASSOC [MSI_IMEI_as
IATION", this parameter shall be sociation_noti
included to identify the event of fication
change of IMSI-IMEI or IMSI-
IMEISV association is detected.
Refer to 3GPP TS 29.336 [11]
Subclause 8.4.22.
array(Externalld) 0..N External identifier
externallds
(NOTE 2)

IdleStatusinfo 0.1 If "idleStatusIndication” in the Ue-
"MonitoringEventSubscription“sets  |reachability_n
to "true", this parameter shall be otification,

idleStatusinfo included to indicate the information |Availability_af
when the UE transitions into idle ter_DDN_fail
mode. ure_notificatio

n

locationinfo Locationinfo 0.1 If "monitoringType" is Location_notif
"LOCATION_REPORTING", this ication
parameter shall be included to
indicate the user location related
information.

lossOfConnectReason |integer 0.1 If "monitoring-Type" is Loss_of _conn
"LOSS_OF_CONNECTIVITY", this |ectivity_notific
parameter shall be included if ation
available to identify the reason why
loss of connectivity is reported.
Refer to 3GPP TS 29.336 [11]
Subclause 8.4.58.

DateTime 0.1 If "monitoring-Type" is Ue-
"UE_REACHABILITY", this reachability_n
parameter may be included to otification
identify the timestamp until which a

maXUEAVallabllltyTlm UE using a power Saving

€ mechanism is expected to be
reachable for SM delivery.
Refer to Subclause 5.3.3.22 of
3GPP TS 29.338 [34].

array(Msisdn) 0..N Identifies the MS internal

msisdns PSTN/ISDN number

(NOTE 2)
- MonitoringType 1 Identifies the type of monitoring

monitoringType type as defined in clause 5.3.2.4.3.

uePerLocationReport |UePerLocationReport 0.1 If "monitoringType" is Number_of_U
"NUMBER_OF_UES_IN_AN_ARE |[Es_in_an_are
A", this parameter shall be included |a_notification
to indicate the number of UEs
found at the location.

plmnid Pimnid 0.1 If "monitoringType" is Roaming_stat
"ROAMING_STATUS" and us_notificatio
"plmnlindication” in the n
"MonitoringEventSubscription" sets
to "true", this parameter shall be
included to indicate the UE's
serving PLMN.

reachabilityType ReachabilityType 0.1 If "monitoring-Type" is Ue-
"UE_REACHABILITY", this reachability_n
parameter shall be included to otification
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roamingStatus boolean 0.1 If "monitoringType" is Roaming_stat
"ROAMING_STATUS", this us_notificatio
parameter shall be set to "true" if n
the UE is on roaming status. Set to
false or omitted otherwise.

failureCause FailureCause 0.1 If "monitoringType" is Communicati
"COMMUNICATION_FAILURE", on_failure_no
this parameter shall be included to |tification

indicate the reason of
communication failure.

NOTE 1: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

NOTE 2: Identifies the user(s) for which the event occurred. Can be omitted if the event occurred for all users
identified by the surrounding structure.

5.3.2.3.3 Type: IdleStatusinfo

This data type represents the information when the UE transitions into idle mode. It is sent from the SCEF to the

SCY/AS.

Table 5.3.2.3.3-1: Definition of type IdleStatusinfo

Attribute name

Data type

Cardinality

Description

activeTime

DurationSec

0.1

Identifies the active time granted to the UE. It shall be
present if the idle status indication is requested by the
SCS/AS with "idleStatusindication™ in the
"monitoringEventSubscription"” sets to "true".

edrxCycleLength

DurationSec

0.1

Identifies the power saving interval. It shall be present if
the idle status indication is requested by the SCS/AS with
"idleStatusindication" in the "monitoringEventSubscription”
sets to "true”.

suggestedNumberOfD
IPackets

integer

0.1

Identifies the number of packets shall be buffered in the
serving gateway. It shall be present if the idle status
indication is requested by the SCS/AS with
"idleStatusindication" in the "monitoringEventSubscription"
sets to "true".

idleStatusTimestamp

DateTime

0.1

Identifies the timestamp at which the UE transitions into
idle mode. It shall be present if the idle status indication is
requested by the SCS/AS with "idleStatusindication” in the
"monitoringEventSubscription"” sets to "true".

periodicAUTimer

DurationSec

0.1

Identifies the subscribed periodic RAU/TAU timer value. It
shall be present if the idle status indication is requested by
the SCS/AS with "idleStatusIndication” in the
"monitoringEventSubscription" sets to "true".

5.3.2.34

Type: UePerLocationReport

This data type represents the number of UEs found at the indicated |ocation information. It is sent from the SCEF to the

SCY/AS.

Table 5.3.2.3.4-1: Definition of type UePerLocationReport

Attribute name Data type Cardinality Description
ueCount integer 1 Identifies the number of UEs.
Each element uniquely identifies a user.
externallds array(Externalld) 0..N
(NOTE)
Each element identifies the MS internal PSTN/ISDN
msisdns array(Msisdn) 0..N number allocated for a UE.

(NOTE)

NOTE: The property shall be included if received from the MME(s)/SGSN(s).
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5.3.2.35 Type: Locationinfo
This data type represents the user location information which is sent from the SCEF to the SCS/AS.

Table 5.3.2.3.5-1: Definition of LocationInfo data Type

Attribute name Data type Cardinality Description
DurationMin 0.1 Indicates the elapsed time since the last network contact of
. the UE.
ageOfLocationinfo eu
Refer to 3GPP TS 29.272 [33].
cellld string 0.1 Indicates the Cell Global Identification of the user which
identifies the cell the UE is registered.
enodeBId string 0.1 Indicates the eNodeB in which the UE is currently located.
routingAreald string 0.1 Identifies the Routing Area Identity of the user where the UE
is located.
. string 0.1 Identifies the Tracking Area Identity of the user where the UE
trackingAreald :
is located.
Immid string 0.1 Identifies the PLMN Identity of the user where the UE is
p located.
string 0.1 Identifies the TWAN Identity of the user where the UE is
twanld
located.
5.3.2.3.6 Type: FailureCause

This data type represents the reason of communication failure. It shall comply with the provisions defined in
table 5.3.2.3.6-1.

Table 5.3.2.3.6-1: Definition of type FailureCause

Attribute name Data type |Cardinality Description
Identifies a non-transparent copy of the BSSGP cause code.
bssgpCause integer 0.1 Refer to 3GPP TS 29.128 [12].
Identify the type of the S1AP-Cause.
causeType integer 0.1 Refer to 3GPP TS 29.128 [12].
Identifies a non-transparent copy of the GMM cause code.
gmmCause integer 0.1 Refer to 3GPP TS 29.128 [12].
Identifies a non-transparent copy of the RANAP cause code.
ranapCause integer 0.1 Refer to 3GPP TS 29.128 [12].
Indicates RAN and/or NAS release cause code information, TWAN
release cause code information or untrusted WLAN release cause
code information.
ranNasCause string 0-1 Refer to 3GPP TS 29.214 [10].
(NOTE)
Identifies a non-transparent copy of the S1AP cause code.
slApCause integer 0.1 Refer to 3GPP TS 29.128 [12].
Identifies a non-transparent copy of the SM cause code.
smCause integer 0.1 Refer to 3GPP TS 29.128 [12].
NOTE: If this property is provided in the "FailureCause" type, then other properties shall not be provided.
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This clause defines simple data types and enumerations that are referenced from data structures defined in the previous
clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.3.24.2

Simple data types

The simple data types defined in table 5.3.2.4.2-1 shall be supported.

Table 5.3.2.4.2-1: Simple data types

Type name

Description

5.3.2.4.3

Enumeration: MonitoringType

The enumeration MonitoringType represents a monitoring event type. It shall comply with the provisions defined in

table 5.3.2.4.3-1.

Table 5.3.2.4.3-1: Enumeration MonitoringType

Enumeration value

Description

Applicability (NOTE 1)

LOSS_OF _CONNECTIVI
TY

The SCS/AS requests to be notified when the 3GPP
network detects that the UE is no longer reachable for
signalling or user plane communication

Loss_of_connectivity_notification

UE_REACHABILITY

The SCS/AS requests to be notified when the UE
becomes reachable for sending either SMS or downlink
data to the UE

Ue-reachability _notification

LOCATION_REPORTING

The SCS/AS requests to be notified of the current
location or the last known location of the UE

_ocation_notification

CHANGE_OF_IMSI_IMEI
_ASSOCIATION

The SCS/AS requests to be notified when the
association of an ME (IMEI(SV)) that uses a specific
subscription (IMS]) is changed

Change_of IMSI_IMEI_associati
on_natification

ROAMING_STATUS

The SCS/AS queries the UE's current roaming status
and requests to get notified when the status changes

Roaming_status_notification

COMMUNICATION_FAIL
URE

The SCS/AS requests to be notified of communication
failure events

ICommunication_failure_notificati
on

AVAILABILITY_AFTER_D
DN_FAILURE

The SCS/AS requests to be notified when the UE has
become available after a DDN failure

Availability _after DDN_failure_n
otification

NUMBER_OF UES_IN_A
N AREA

The SCS/AS requests to be notified the number of UEs
in a given geographic area

Number_of UEs_in_an_area_no

tification

NOTE 1: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2: More monitoring types can be added in the future based on stage 2.

5.3.24.4

Enumeration: ReachabilityType

The enumeration Reachability Type represents a reachability type. It shall comply with the provisions defined in
table 5.3.2.4.4-1. If reachability Type set to "SMS", the monitoring event request from SCS/AS shall be only for one-

time monitoring request.
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Table 5.3.2.4.4-1: Enumeration ReachabilityType

Enumeration value Description Applicability (NOTE)

SMS The SCS/AS requests to be notified when the UE Ue-reachability _notification
becomes reachable for sending SMS to the UE

DATA The SCS/AS requests to be notified when the UE Ue-reachability _notification
becomes reachable for sending downlink data to the UE

SMS_AND_DATA The SCS/AS requests to be notified when the UE Ue-reachability_notification
becomes reachable for sending SMS and downlink data
to the UE

NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.3.2.45 Enumeration: LocationType

The enumeration LocationType represents a location type. It shall comply with the provisions defined in table 5.3.2.4.5-
1. If locationType set to "LAST_KNOWN_LOCATION", the monitoring event request from SCS/AS shall be only for
one-time monitoring request.

Table 5.3.2.4.5-1: Enumeration LocationType

Enumeration value Description Applicability (NOTE)
CURRENT LOCATION The SCS/AS requests to be notified for current location |Location notification
LAST_KNOWN_LOCATI The SCS/AS requests to be notified for last known Location_notification,

ON location Number_of UEs_in_an_area_no
tification

NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.3.2.4.6 Enumeration: AssociationType

The enumeration AssociationType represents an IMEI or IMEISV to IMSI association. It shall comply with the
provisions defined in table 5.3.2.4.6-1.

Table 5.3.2.4.6-1: Enumeration AssociationType

Enumeration value Description Applicability (NOTE)
IMEI The value shall be used when the change of IMSI-IMEI  [Change_of IMSI_IMEI_associati
association shall be detected on_notification
IMEISV The value shall be used when the change of IMSI- Change_of_IMSI_IMEI_associati
IMEISV association shall be detected on_notification

NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.3.24.7 Enumeration: Accuracy

The enumeration Accuracy represents a desired granularity of accuracy of the requested location information. It shall
comply with the provisions defined in table 5.3.2.4.7-1.

Table 5.3.2.4.7-1: Enumeration Accuracy

Enumeration value Description
CGl ECGI The SCS/AS requests to be notified at cell level location accuracy.
ENODEB The SCS/AS requests to be notified at eNodeB level location accuracy.
TA RA The SCS/AS requests to be notified at TA/RA level location accuracy.
PLMN The SCS/AS requests to be notified at PLMN level location accuracy.
TWAN ID The SCS/AS requests to be notified at TWAN identifier level location accuracy.
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"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to " 3gpp-monitoring-event” and "apiVersion”
shall be set to "v1" for the current version defined in the present document. All resource URIsin the subclauses below
are defined relative to the above root URI.

The following resources and HT TP methods are supported for this API:

Table 5.3.3.1-1: Resources and methods overview

Resource name Resource URI HTTP Meaning
method
Monitoring Event 3gpp-monitoring-event/v1/{scsAsld}/subscriptions/ |GET Read all subscriptions for a given

Subscriptions

SCS/AS

POST Create a new subscription to
monitoring an event

Individual Monitoring  |3gpp-monitoring- PUT Modify an existing subscription of
Event Subscription event/vl/{scsAsld}/subscriptions/{subscriptionld} monitoring event
GET Read a subscription of monitoring
event

DELETE |Delete a subscription of
monitoring event

Monitoring Notification

{natificationDestination}

POST Sent from the SCEF to the
SCS/AS about the notification of
grouping configuration result,
detected monitoring event
report(s) or notify the SCS/AS to
cancel a monitoring subscription

5.3.3.2 Resource: Monitoring Event Subscriptions

53321

Introduction

Thisresource allows an SCS/ASto read al of the active monitoring event subscriptions or create a new monitoring
event subscription for the SCS/AS at the SCEF.

5.3.3.2.2

Resource definition

Resource URI: {apiRoot}/3gpp-monitoring-event/v1/{scsAsl d}/subscriptions/

This resource shall support the resource URI variables defined in table 5.3.3.2.2-1.

Table 5.3.3.2.2-1: Resource URI variables for resource "Monitoring Event Subscriptions"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.3.3.2.3 Resource methods
5.3.3.23.1 GET

The GET method allows to read all active subscriptions for agiven SCS/AS. The SCS/AS shall initiatethe HTTP GET
request message and the SCEF shall respond to the message.
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This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.2.3.1-1 and table 5.3.3.2.3.1-2.

Table 5.3.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.3.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body [none
Response
Response Data type Cardinality | codes Remarks
body array(MonitoringEventSu |0..N 200 OK The subscription information for the SCS/AS in the
bscription) request URI are returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.3.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.
5.3.3.2.3.3 PATCH

This HTTP method is not supported for the resource.
53.3.234 POST

The POST method creates a new subscription resource to monitor an event for a given SCS/AS. The SCS/AS shall
initiate the HTTP POST request message and the SCEF shall respond to the message. The SCS/AS may provide the
TLTRI in the message body. The SCEF shall construct the URI of the created resource.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.2.3.4-1 and table 5.3.3.2.3.4-2.

Table 5.3.3.2.3.4-1: URI query parameters supported by the POST method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.3.3.2.3.4-2: Data structures supported by the POST request/response by the resource

R ¢ Data type Cardinality Remarks
eques - . . .y .
body |MonitoringEventSubscrip |1 Parameters to register a subscription to notifications about
tion monitoring event with the SCEF.
Response
Data type Cardinality | codes Remarks
MonitoringEventSubscrip |1 201 The subscription was created successfully.
tion Created .
Regggnse I The URI of the created resource shall be returned in
y the "Location" HTTP header.
MonitoringEventReport |1 200 OK The operation is successfully, and corresponding
monitoring event report is included.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.3.3.2.35 DELETE

ThisHTTP method is not supported for the resource.
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5.3.3.3 Resource: Individual Monitoring Event Subscription

5.3.3.3.1 Introduction

Thisresource allows an SCS/AS to read, update or delete an active monitoring event subscription at the SCEF.
5.3.3.3.2 Resource definition

Resource URI: {apiRoot}/3gpp-monitoring-event/v1/{scsAsl d}/subscriptions{subscriptionl d}

This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.

Table 5.3.3.3.2-1: Resource URI variables for resource "Individual Monitoring Event Subscription”

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
subscriptionld Identifier of the subscription resource of type string. The subscriptionld corresponds to the stage
2TLTRI.
5.3.3.3.3 Resource methods
5.3.3.3.31 GET

The GET method allows to read an active subscription resource to obtain details of the subscription. The SCS/AS shall
initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.3.3.1-1 and table 5.3.3.3.3.1-2.

Table 5.3.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.3.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body MonitoringEventSubscrip |1 200 OK The subscription information related to the request URI
tion is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.3.3.3.3.2 PUT

The PUT method modifies an existing subscription resource to update the subscription. The SCS/AS shall initiate the
HTTP PUT request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.3.3.2-1 and table 5.3.3.3.3.2-2.
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Table 5.3.3.3.3.2-1: URI query parameters supported by the PUT method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.3.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

Data type Cardinality Remarks
Request

body |MonitoringEventSubscrip |1 Parameters to register a subscription to notifications about
tion monitoring event with the SCEF.

Response
Response Data type Cardinality | codes Remarks

body  |MonitoringEventSubscrip |1 200 OK |The subscription was updated successfully.
tion

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.3.3.3.3.3 PATCH

This HTTP method is not supported for the resource.
5.3.3.3.34 POST

This HTTP method is not supported for the resource.
5.3.3.3.35 DELETE

The DELETE method del etes the related resource and terminates the related monitoring subscription. The SCS/AS shall
initiate the HTTP DELETE request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.3.3.5-1 and table 5.3.3.3.3.5-2.

Table 5.3.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.3.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body  |none
Response
Data type Cardinality | codes Remarks
Response [none 204 No The subscription was terminated successfully.
body Content
array(MonitoringEventRe |1..N 200 OK The subscription was terminated successfully, the
port) monitoring event report(s) shall be included if received.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.3.34 Monitoring Notification
5.3.34.1 Introduction

This resource allows the SCEF to send notification about grouping configuration result, monitoring event report(s) or a
monitoring subscription cancellation to the SCS/AS.

5.3.34.2 Resource definition
Resource URI: {notificationDestination}

Thisresource shall support the resource URI variables defined in table 5.3.3.4.2-1.
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Table 5.3.3.4.2-1: Resource URI variables for resource "Monitoring Event Notification"

Name Definition

notificationDestination [Callback reference provided by the SCS/AS during creation of the monitoring event subscription.

5.3.3.4.3 Resource methods
5.3.34.3.1 Notification via POST

The HTTP POST method reports the notification for a monitoring subscription. The SCEF shall initiate the HTTP
POST request message and the SCS/AS shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.3.3.4.3.1-1 and table 5.3.3.4.3.1-2.

Table 5.3.3.4.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.3.3.4.3.1-2: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body MonitoringNotification 1 The monitoring notification provided by the SCEF.
Response
Response Data type Cardinality | codes Remarks
body none 204 No The monitoring notification is received successfully.
Content
NOTE: In addition to the above response codes, the SCS/AS can also send the HTTP response codes in table 5.2.6-
1.
5.3.3.4.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the MonitoringNotification may alternatively be
delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

534 Used Features

The table below defines the features applicable to the MonitoringEvent API. Those features are negotiated as described
in subclause 5.2.7.
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Table 5.3.4-1: Features used by MonitoringEvent API

Feature Feature Description
Number
1 Loss_of_connectivity_notification The SCS/AS is notified when the 3GPP network
detects that the UE is no longer reachable for
signalling or user plane communication
2 Ue-reachability_noatification The SCS/AS is notified when the UE becomes
reachable for sending either SMS or downlink data to
the UE
3 Location_notification The SCS/AS is notified of the current location or the
last known location of the UE
4 Change_of_IMSI_IMEI_association_notification The SCS/AS is notified when the association of an
ME (IMEI(SV)) that uses a specific subscription (IMSI)
is changed
5 Roaming_status_notification The SCS/AS is notified when the UE's roaming status
changes
6 Communication_failure_notification The SCS/AS is notified of communication failure
events
7 Availability_after_ DDN_failure_notification The SCS/AS is notified when the UE has become
available after a DDN failure
8 Number_of UEs_in_an_area_notification The SCS/AS is notified the number of UEs present in
a given geographic area
9 Notification_websocket The delivery of notifications over Websocket is
supported according to subclause 5.2.5.4. This
feature requires that the Notification_test_event
featute is also supported.
10 Notification_test _event The testing of notification connection is supported
according to subclause 5.2.5.3.
11 Subscription_maodification Modifications of an individual subscription resource.
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

Description: A clear textual description of the feature.
54 ResourceManagementOfBdt API
541  Overview

The ResourceManagementOfBdt APl isa RESTful API that allows the SCS/AS to request background data transfer
related conditions for a set of UEs. The ResourceM anagementOfBdt API defines a set of data models, resources and the
related procedures for the creation and management of the background data transfer request. The corresponding JSON
schema for the representation of the resources and operations defined by the ResourceManagementOfBdt API is
provided in its complete form in Annex A.4.

5.4.2 Data model
5421 Resource data types
54211 Introduction

This clause defines data structures to be used in resource representations.

Table 5.4.2.1.1-1 specifies data types re-used by the ResourceM anagementOfBdt API from other specifications,
including a reference to their respective specifications and when needed, a short description of their use within the
ResourceM anagementOfBdt API.

Table 5.4.2.1.1-1: ResourceManagementOfBdt API re-used Data Types

Data type

Reference

Comments

GeographicArea
CivicAddress
SupportedFeatures

3GPP TS 29.572 [42]
3GPP TS 29.572 [42]
3GPP TS 29.571 [45]

Identifies the geographical information of the user(s).
Identifies the civic address information of the user(s).
Used to negotiate the applicability of the optional features
defined in table 5.4.4-1.
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5.4.2.1.2 Type: Bdt

Thistype represents aBDT subscription. The same structure is used in the subscription request and subscription

response.

Table 5.4.2.1.2-1: Definition of type Bdt

data transfer policy. Shall not be
present in initial message
exchange, can be provided by NF
service consumer in a subsequent
message exchange.

Attribute name Data type Cardinality Description Applicability
(NOTE)
self Link 0.1 Link to this resource. This
parameter shall be supplied by the
SCEF in HTTP responses that
include an object of Bdt type
supportedFeatures SupportedFeatures 1 Used to negotiate the supported
optional features of the API as
described in subclause 5.2.7.
volumePerUE UsageThreshold 1 Identifies the data volume expected
to be transferred per UE.
numberOfUEs integer 1 Identifies the number of UEs.
desiredTimeWindow  [TimeWindow 1 Identifies the time interval.
locationArea LocationArea 0.1 Identifies the area within which the
SCSJ/AS requests the number of
UE.
referenceld BdtReferenceld 0.1 Identifies a selected policy of
background data transfer.
transferPolicies array(TransferPolicy) 0..N Identifies an offered transfer policy.
selectedPolicy integer 0.1 Identity of the selected background

NOTE: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.4.2.1.3 Type: BdtPatch

Thistype representsa BDT request for the service provided by the SCS/AS to the SCEF via T8 interface. The structure
isused for PATCH request.

Table 5.4.2.1.3-1: Definition of type BdtPatch

Attribute name

Data type

Cardinality

Description

Applicability
(NOTE)

selectedPolicy

integer

1

Identity of the selected background
data transfer policy.

NOTE: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.4.2.2 Referenced structured data types

54221 Introduction

This clause defines structured data types that are referenced from data structures defined in the previous clauses.

54222

Type: TransferPolicy

This data type represents an offered transfer policy sent from the SCEF to the SCS/AS, or a selected transfer policy sent
from the SCS/AS to the SCEF.
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Table 5.4.2.2.2-1: Definition of type TransferPolicy

Attribute name Data type Cardinality Description Applicability
(NOTE)

bdtPolicyld integer 1 Identifier for the transfer policy

. . Bandwidth 0.1 Indicates the maximum aggregated bitrate
maxUplinkBandwidth in the uplink authorized by the PCRF.
maxDownlinkBandwidt |Bandwidth 0.1 Indicates the maximum aggregated bitrate
h in the downlink authorized by the PCRF.
ratingGroup integer 1 In_dicates the rating group during the time

window.

. . TimeWindow 1 Indicates the recommended time window
timeWindow

of the transfer policy
NOTE: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.4.3 Resource structure
5431 General

All resource URIs of this API should have the following root:
{apiRoot}/3gpp-bdt/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the
above root URI.

The following resources and HT TP methods are supported for this API:

Table 5.4.3.1-1: Resources and methods overview

Resource Resource URI HTTP Meaning
name method
BDT 3gpp-bdt/vl/{scsAsld}/subscriptions GET Read all active background data transfer
Subscription subscription resources for a given SCS/AS
POST Create a new background data transfer
subscription resource
Individual 3gpp- PATCH Modify a background data transfer
BDT bdt/v1/{scsAsld}/subscriptions/{subscriptiond subscription resource to select one of the
Subscription |} transfer policies offered by the SCEF
GET Read a background data transfer
subscription resource
DELETE Delete a background data transfer
resources

5.4.3.2 Resource: BDT Subscriptions

54321 Introduction

Thisresource allows the SCS/AS to read all active long-term transactions related to BDT resource management.
5.4.3.2.2 Resource definition

Resource URI: {apiRoot}/3gpp-bdt/v1/{scsAsl d}/subscriptions/

This resource shall support the resource URI variables defined in table 5.4.3.2.2-1.

Table 5.4.3.2.2-1: Resource URI variables for resource "BDT Subscriptions"

Name Definition

apiRoot See clause 5.2.4.

scsAsld Identifier of the SCS/AS of type ScsAsld.
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The GET method allows to read all active resources for agiven SCS/AS. The SCS/AS shall initiatethe HTTP GET
request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.4.3.2.3.1-1 and table 5.4.3.2.3.1-2.

Table 5.4.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.4.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  |none
Response
Response Data type Cardinality | codes Remarks
body array(Bdt) 0..N 200 OK The resource information for the SCS/AS in the request
URI are returned.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.4.3.2.3.2

PUT

This HTTP method is not supported for the resource.

54.3.2.3.3

PATCH

This HTTP method is not supported for the resource.

54.3.2.3.4

POST

The POST method creates a new background data transfer subscription resource for a given SCS/AS. The SCSAS shall
initiate the HTTP POST request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.4.3.2.3.4-1 and table 5.4.3.2.3.4-2.

Table 5.4.3.2.3.4-1: URI query parameters supported by the POST method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.4.3.2.3.4-2: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - —
body |Bdt 1 Parameters to register a subscription to request background data
transfer related information with the SCEF.
Response
Data type Cardinality | codes Remarks
ResholE Bdt 1 201 The resource was created successfully.
gl Created .
The URI of the created resource shall be returned in
the "Location" HTTP header.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.4.3.2.35

DELETE

ThisHTTP method is not supported for the resource.
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5.4.3.3 Resource: Individual BDT Subscription

54331 Introduction

This resource allows the SCS/AS to manage resources for BDT using along-term transaction.
5.4.3.3.2 Resource definition

Resource URI: {apiRoot}/3gpp-bdt/v1/{scsAsl d}/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 5.4.3.3.2-1.

Table 5.4.3.3.2-1: Resource URI variables for resource "Individual BDT Subscription"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
subscriptionld Identifier of the subscription resource of type string. The subscriptionld corresponds to the stage
2TLTRI.
5.4.3.3.3 Resource methods
543331 GET

The GET method allows to read an individual BDT subscription resource to obtain details of an active resource BDT
subscription. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.4.3.3.3.1-1 and table 5.4.3.3.3.1-2.

Table 5.4.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.4.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body [none
Response
Response Data type Cardinality | codes Remarks
body Bdt 1 200 OK The resource information related to the request URI is
returned.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.4.3.3.3.2 PUT

The PUT method allows the SCS/AS to modify an existing subscription resource completely. It isinitiated by the
SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the table 5.4.3.3.3.2-
1
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Table 5.4.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body Bdt 1 The SCS/AS requests to update the BDT policy subscription.
Response
Data type Cardinality | codes Remarks
Rezggcse Bdt 1 200 OK | The subscription was modified successfully.

The SCEF shall return an updated subscription in the
response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.4.3.3.3.3

PATCH

The PATCH method alows the SCS/AS to modify an existing subscription resource, in order to notify the SCEF about
the selected transfer policy. The SCS/AS shall initiate the HTTP PATCH message and the SCEF shall respond to the

message.
This method shall support request and response data structures, and response codes, as specified in the table 5.4.3.3.3.3-
1

Table 5.4.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

Request Data type Cardinality Remarks
body BdtPatch 1 Background data transfer policy selected by the SCS/AS.
Response
Data type Cardinality | codes Remarks

Reggg;se Bdt 1 200 OK The resource was modified successfully.

The SCEF shall return an updated subscription in the
response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.4.3.334

POST

This HTTP method is not supported for the resource.

5.4.3.3.35

DELETE

The DELETE method del etes the resource and terminates the BDT subscription. The SCS/AS shall initiate the HTTP
DELETE message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.4.3.3.3.5-1 and table 5.4.3.3.3.5-2.
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Table 5.4.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.4.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body  |none
Response
Response Data type Cardinality | codes Remarks
body  |none 204 No |The resource was terminated successfully.
Content
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

544 Used Features

The table below defines the features applicable to the ResourceM anagementOfBdt API. Those features are negotiated
as described in subclause 5.2.7.

Table 5.4.4-1: Features used by ResourceManagementOfBdt API

Feature Feature Description
Number

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.5 ChargeableParty API

55.1 Overview

The ChargeableParty APl isa RESTful API that allows the SCS/AS to either request to sponsor the traffic from the
beginning or to request becoming the chargeable party at alater point in time viathe T8 interface. The ChargeableParty
API defines a set of data models, resources and the related procedures for the creation and management of the AS
sessions with chargeable party change. The corresponding JSON schema for the representation of the resources and
operations defined by the Chargeable API is provided in its complete form in Annex A.5.

5.5.2 Data model
5521 Resource data types
55.2.1.1 Introduction

This clause defines data structures to be used in resource representations.

Table5.5.2.1.1-1 specifies data types re-used by the ChargeableParty API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the ChargeableParty
API.

Table 5.5.2.1.1-1: ChargeableParty API re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.5.4-1.

5.5.2.1.2 Type: ChargeableParty

This type represents the configuration of a chargeable party. The same structure is used in the configuration request and
configuration response.
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Table 5.5.2.1.2-1: Definition of type ChargeableParty

Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 1)

self

Link

0.1

Link to this resource. This parameter
shall be supplied by the SCEF in HTTP
responses that include an object of
ChargeableParty type.

supportedFeatures

SupportedFeatures

Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

notificationDestination

Link

Contains the URL to receive the
notification of bearer level event(s) from
the SCEF.

requestTestNotificatio
n

boolean

Set to true by the SCS/AS to request the
SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false
or omitted otherwise.

Notification_t
est_event

websockNotifConfig

WebsockNotifConfig

Configuration parameters to set up
notification delivery over Websocket
protocol as defined in subclause 5.2.5.4.

Notification_w
ebsocket

ipv4Addr

Ipv4Addr

Identifies the IPv4 address.
(NOTE 2)

ipv6Addr

Ipv6Addr

Identifies the IPv6 address.
(NOTE 2)

flowlnfo

array(FlowlInfo)

Describes the application flows.

sponsorinformation

Sponsorinformation

Describes the sponsor information such
as who is sponsoring the traffic.

sponsoringEnabled

boolean

Indicates sponsoring status.

referenceld

BdtReferenceld

The reference ID for a previously
selected policy of background data
transfer.

usageThreshold

UsageThreshold

0.1

Time period and/or traffic volume.

NOTE 1: Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: Either ipv4 or ipv6 address shall be provided.

5.5.3
5.5.3.1

All resource URIs of this API should have the following root:

Resource structure

General

{apiRoot}/3gpp-char geable-party/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIs in the subclauses below are defined relative to the

above root URI.

The following resources and HT TP methods are supported for this API:
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Table 5.5.3.1-1: Resources and methods overview

Resource Resource URI HTTP Meaning
name method
Chargeable |3gpp-chargeable-party/vl/{scsAsld}/transactions |GET Read all chargeable party transaction
Party resources for a given SCS/AS
Transaction POST Create a new chargeable party
s transaction resource
Individual 3gpp-chargeable- GET Read a chargeable party transaction
Chargeable |party/v1/{scsAsld}/transactions/{transactionld} resource
Party PATCH |Activate or Deactivate sponsoring by a
Transaction chargeable party.
DELETE |Delete an existing chargeable party
transaction resource
Event {notificationUrl} POST Notify the bearer level event(s) from
Notification the SCEF to the SCS/AS
5.5.3.2 Resource: Chargeable Party Transactions
5.5.3.2.1 Introduction

Thisresource allows the SCS/AS to read all active long-term transactions related to setting a chargeable party and
create individual long-term transactions.

5.5.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-char geable-party/v1/{scsAsl d}/transactions/
This resource shall support the resource URI variables defined in table 5.5.3.2.2-1.

Table 5.5.3.2.2-1: Resource URI variables for resource "Chargeable Party Transactions"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.5.3.2.3 Resource methods
5.5.3.23.1 GET

The GET method alowsto read al active chargeable party transactions for a given SCS/AS. The SCS/AS shall initiate

the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.5.3.2.3.1-1 and table 5.5.3.2.3.1-2.

Table 5.5.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.5.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body array(ChargeableParty) |0..N 200 OK The chargeable party transactions information for the
SCSJ/AS in the request URI are returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
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5.5.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.
5.5.3.2.3.3 PATCH

ThisHTTP method is not supported for the resource.
5.5.3.2.34 POST

The POST method creates a new chargeable party transaction resource for agiven SCS/AS. The SCS/AS shall initiate
the HTTP POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the
created resource.

This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.2.3.4-
1

Table 5.5.3.2.3.4-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body ChargeableParty 1 Parameters to create a chargeable party transaction with the SCEF.
Response
Data type Cardinality | codes Remarks
Response .
body ChargeableParty 1 201 The transaction was created successfully.
t .
Created The URI of the created resource shall be returned in
the "Location" HTTP header.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.5.3.2.35 DELETE

ThisHTTP method is not supported for the resource.
5.5.3.3 Resource: Individual Chargeable Party Transaction
5.5.3.3.1 Introduction

This resource alows the SCS/AS to configure a chargeable party for some application flows using along-term
transaction.

5.5.3.3.2 Resource definition
Resource URI: {apiRoot}/3gpp-char geable-party/v1/{scsAsl d}/transactions/{transactionl d}
This resource shall support the resource URI variables defined in table 5.5.3.3.2-1.

Table 5.5.3.3.2-1: Resource URI variables for resource "Individual Chargeable Party Transaction”

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
transactionld Identifier of the transaction of type string. The transactionld corresponds to the stage 2 TLTRI.
5.5.3.3.3 Resource methods
55.3.33.1 GET

The GET method allows to read a transaction resource to obtain details of an active. The SCS/AS shall initiate the
HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.5.3.3.3.1-1 and table 5.5.3.3.3.1-2.
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Table 5.5.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.5.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body ChargeableParty 1 200 OK The chargeable party transactions information related
to the request URI is returned.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.5.3.3.3.2

PUT

ThisHTTP method is not supported for the resource.

5.5.3.3.3.3

PATCH

The PATCH method allows to change the sponsoring status of an active chargeable party transaction. It also allowsto
activate a background data tranfer policy. The SCS/AS shall initiate the HTTP PATCH request message and the SCEF
shall respond to the message. Only the properties " sponsoringEnabled"”, "usageThreshold" and "referenceld” are

allowed to be changed.

This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.3.3.3-

1.
Table 5.5.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource
Data type Cardinality Remarks
Request
body ChargeableParty 1 Sponsor status change, usage threshold change and/or background
data transfer policy activation.
Response
Data type Cardinality | codes Remarks
Response ChargeableParty 1 200 OK The chargeable party transaction resource was
P modified successfully.
body
The SCEF shall return a representation of the updated
chargeable party transaction resource in the response
payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.5.3.3.34

POST

ThisHTTP method is not supported for the resource.

5.5.3.3.35

DELETE

The DELETE method allows to delete an active chargeable party transaction resource and to terminate the related
chargeabl e party transaction. The SCS/AS shall initiate the HTTP DELETE request message and the SCEF shall
respond to the message.

This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.3.3.5-

1
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Table 5.5.3.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body |none 204 No |The subscription was deleted successfully.
Content

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5534 Event Notification

55341 Introduction

This resource allows the SCEF to notify the SCS/AS of the bearer level event(s).
5.5.3.4.2 Resource definition

Resource URI: {notificationUr|}

This resource shall support the resource URI variables defined in table 5.5.3.4.2-1.

Table 5.5.3.4.2-1: Resource URI variables for resource "Event Notification"

Name Definition

notificationUrl Reference provided by the SCS/AS when the SCS/AS requests to sponsor the traffic from the
beginning or to become the chargeable party at a later point.

5.5.3.4.3 Resource methods
5.5.3.4.3.1 Notification via HTTP POST

The POST method alows to notify SCS/AS of the bearer level event(s) by the SCEF and the SCS/AS shall respond to
the message.

This method shall support request and response data structures, and response codes, as specified in the table 5.5.3.4.3.1-
1.

Table 5.5.3.4.3.1-1.: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body NotificationData 1 Representation of the bearer level notification.
Response
Response Data type Cardinality | codes Remarks
body n/a 1 200 OK This case represents a successful notification of bearer
level event(s).

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

55.3.4.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddConfigurationStatusNotification may
alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

554 Used Features

The table below defines the features applicable to the ChargeableParty API. Those features are negotiated as described
in subclause 5.2.7.
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Table 5.5.4-1: Features used by ChargeableParty API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event feature
is also supported.

2 Notification_test_event | The testing of notification connection is supported according to

subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".

Description: A clear textual description of the feature.

5.6 NIDD API
5.6.1 Overview

56.2 Data model

5.6.2.1 Resource data types
5.6.2.1.1 Introduction
This clause defines data structures to be used in resource representations, including subscription resources.

Table 5.6.2.1.1-1 specifies data types re-used by the NIDD API from other specifications, including areference to their
respective specifications and when needed, a short description of their use within the NIDD API.

Table 5.5.2.1.1-1: NIDD API re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.6.4-1.

5.6.2.1.2 Type: NiddConfiguration

This type represents the configuration for NIDD. The same structure is used in the configuration request and
configuration response.
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Attribute name Data type

Cardinality

Description

Applicability
(NOTE 1)

self Link

0.1

Link to this resource. This parameter shall
be supplied by the SCEF in HTTP
responses

supportedFeatures SupportedFeatures

Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

externalld Externalld

Each element uniquely identifies a user as
defined in Clause 4.6.2 of
3GPP TS 23.682 [2].

(NOTE 2)

msisdn Msisdn

Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.

(NOTE 2)

duration DateTime

Identifies the absolute time at which the
related NIDD Configuration request is
considered to expire, as specified in
subclause 5.13.2 of 3GPP TS 23.682 [2].
When omitted in the request, it indicates
the configuration is requested to be valid
forever by the SCS/AS. When omitted in
the response, it indicates the configuration
is set to valid forever by the SCEF.

reliableDataService boolean

The reliable data service (as defined in
clause 4.5.15.3 of 3GPP TS 23.682 [2]) to
indicate if a reliable data service
acknowledgment is enabled or not.

rdsPorts array(RdsPort)

Indicates the port configuration that is
used for reliable data transfer between
specific applications using RDS (as
defined in clause 5.2.4 and 5.2.5 of
3GPP TS 24.250 [31]).

PdnEstablishment
Options

pdnEstablishmentOpti
on

Indicate what the SCEF should do if the
UE has not established the PDN
connection and MT non-IP data needs to
be sent. (wait for the UE to establish the
PDN connection, respond with an error
cause, or send a device trigger; see step 2
of the MT NIDD Procedure in clause
5.13.3 of 3GPP TS 23.682 [2])

The SCEF will use the value as the default
preference from the SCS/AS when
handling all MT non-IP packets associated
with the NIDD connection.

notificationDestination |[Link

An URI of a notification destination that T8
message shall be delivered to.

requestTestNotificatio [boolean

n

Set to true by the SCS/AS to request the
SCEF to send a test notification as defined
in subclause 5.2.5.3. Set to false or
omitted otherwise.

Notification_t
est_event

WebsockNotifConfi
g

websockNotifConfig

Configuration parameters to set up
notification delivery over Websocket
protocol as defined in subclause 5.2.5.4.

Notification_w
ebsocket

maximumPacketSize |integer

The Maximum Packet Size is the
maximum NIDD packet size that was
transferred to the UE by the SCEF in the
PCO, see clause 4.5.14.1 of

3GPP TS 23.682 [2]. If no maximum
packet size was provided to the UE by the
SCEF, the SCEF sends a default
configured max packet size to SCS/AS.

Unit: bit.
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niddDownlinkDataTra |array(NiddDownlink |0..N The downlink data deliveries that needed
nsfers DataTransfer) to be executed by the SCEF. The
cardinality of the property shall be 0..1 in
the request and 0..N in the response (i.e.
response may contain multiple buffered
MT NIDD).
status NiddStatus 0.1 May be supplied by the SCEF

NOTE 1: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: One of the properties "externallds" or "msisdns" shall be included.

5.6.2.1.3 Type: NiddDownlinkDataTransfer

Thistype represents received NIDD downlink data from the SCS/AS.
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Attribute name

Data type

Cardinality

Description

Applicability
(NOTE)

externalld

Externalld

0.1

Each element uniquely identifies a user as
defined in Clause 4.6.2 of
3GPP TS 23.682 [2].

externalGroupld

ExternalGroupld

Identifies a user group as defined in
subclause 4.6.2 of 3GPP TS 23.682 [2].

GroupMessa
geDelivery

msisdn

Msisdn

Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.

self

Link

Link to this resource. This parameter shall
be supplied by the SCEF in HTTP
responses that include an object of
NiddDownlinkDataTransfer type

data

Binary

The non IP data that needed to be delivered
to UE from the SCS/AS.

reliableDataService

boolean

The reliable data service (as defined in
clause 4.5.15.3 of 3GPP TS 23.682 [2]) to
indicate if a reliable data service
acknowledgment is enabled or not.

rdsPort

RdsPort

Indicates the port configuration that is used
for reliable data transfer between specific
applications using RDS (as defined in
clause 5.2.4 and 5.2.5 of

3GPP TS 24.250 [31]).

maximumLatency

DurationSec

It is used to indicate maximum delay
acceptable for downlink data and may be
used to configure the buffer duration; a
Maximum Latency of 0 indicates that
buffering is not allowed. If not provided, the
SCEF determines the acceptable delay
based on local polices.

priority

integer

It is used to indicate the priority of the non-
IP data packet relative to other non-IP data
packets.

pdnEstablishmentOpti
on

PdnEstablishmen
tOptions

Indicate what the SCEF should do if the UE
has not established the PDN connection
and MT non-IP data needs to be sent (wait
for the UE to establish the PDN connection,
respond with an error cause, or send a
device trigger; see step 2 of the MT NIDD
Procedure in clause 5.13.3 of

3GPP TS 23.682 [2])

If PDN Connection Establishment Option is
not provided with the non-IP packet, the
SCEF uses the PDN Connection
Establishment Option that was provided
during NIDD Configuration to decide how to
handle the absence of a PDN connection.

deliveryStatus

DeliveryStatus

Indicates the MT NIDD delivery status.

requestedRetransmiss
ionTime

DateTime

oe
e

Identifies the absolute time at which the
SCEF is expected to retransmit the non-IP
data when the deliveryStatus indicates that
the non-IP data is buffered in the SCEF. If
no buffering indication is returned in the
deliveryStatus, it identifies the absolute time
at which the UE will be reachable.

This parameter may be supplied by the
SCEF for delivery status
"FAILURE_TEMORARILY_NOT_REACHAB
LE" or
"BUFFERING_TEMORARILY_NOT_REAC
HABLE"
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NOTE: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.6.2.1.4 Type: NiddUplinkDataNotification

This type represents NIDD uplink data to be notified to the SCS/AS.

Table 5.6.2.1.4-1: Definition of type NiddUplinkDataNotification

Attribute name Data type |Cardinality Description Applicability
(NOTE 1)
niddConfiguration Link 1 Link to the NIDD configuration resource to which
this notification is related.
externalld Externalld 0..1 Each element uniquely identifies a user as
defined in Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 2)
msisdn Msisdn 0.1 Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.
(NOTE 2)
data Binary 1 The non IP data that needed to be delivered from
the UE to the SCS/AS.
reliableDataService boolean 0.1 Indicates whether the reliable data service is
enabled.
rdsPort RdsPort 0.1 Indicates the port configuration that is used for
reliable data transfer between specific
applications using RDS (as defined in
clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
NOTE 1: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: One of the properties "externallds" or "msisdns" shall be included.
5.6.2.1.5 Type: NiddDownlinkDataDeliveryStatusNotification
This type represents the delivery status for a specific NIDD downlink data delivery.
Table 5.6.2.1.5-1: Definition of type NiddDownlinkDataDeliveryNotification
Attribute name Data type Cardinality Description Applicability
(NOTE)
niddDownlinkDataTra |Link 1 Link to the NIDD downlink data transfer

nsfer

resource to which this notification is related.

deliveryStatus

DeliveryStatus |1

Indicates the MT NIDD delivery status.

requestedRetransmiss
ionTime

DateTime 0.1

Identifies the absolute time at which the UE
will be reachable.

This parameter may be supplied by the SCEF
for delivery status
"FAILURE_TEMORARILY_NOT_REACHABL
=

NOTE: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.6.2.1.6 Type: NiddConfigurationStatusNotifiation

Thistype represents an NIDD configuration status notification.
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Table 5.6.2.1.6-1: Definition of type NiddConfigurationStatusNotification

Attribute name Data type |[Cardinality Description Applicability
(NOTE 1)
niddConfiguration Link 1 Link to the NIDD configuration resource to which
this notification is related.
externalld Externalld 0.1 Each element uniquely identifies a user as
defined in Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 2)
msisdn Msisdn 0.1 Each element identifies the MS internal
PSTN/ISDN number allocated for a UE.
(NOTE 2)
status NiddStatus |1 Indicates the NIDD configuration status.
NOTE 1: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: One of the properties "externalld" or "msisdn" shall be included.

5.6.2.1.7 Type: NiddConfigurationPatch

This type represents an NIDD configuration used in PATCH.Table 5.6.2.1.7-1: Definition of type
NiddConfigurationPatch

Attribute name Data type Cardinality Description Applicability
(NOTE)

duration DateTime 0.1 Identifies the absolute time at which the
related NIDD Configuration request is
considered to expire, as specified in
subclause 5.13.2 of 3GPP TS 23.682 [2].
When omitted in the request, it indicates the
configuration is requested to be valid forever
by the SCS/AS. When omitted in the
response, it indicates the configuration is set
to valid forever by the SCEF.
reliableDataServic |boolean 0.1 The reliable data service (as defined in

e clause 4.5.15.3 of 3GPP TS 23.682 [2]) to
indicate if a reliable data service
acknowledgment is enabled or not.

rdsPorts array(RdsPort) 0..N Indicates the port configuration that is used
for reliable data transfer between specific
applications using RDS (as defined in
clause 5.2.4 and 5.2.5 of

3GPP TS 24.250 [31]).

pdnEstablishment |PdnEstablishment |0..1 Indicate what the SCEF should do if the UE
Option Options has not established the PDN connection and
MT non-IP data needs to be sent. (wait for the
UE to establish the PDN connection, respond
with an error cause, or send a device trigger;
see step 2 of the MT NIDD Procedure in
clause 5.13.3 of 3GPP TS 23.682 [2])

The SCEF will use the value as the default
preference from the SCS/AS when handling
all MT non-IP packets associated with the
NIDD connection.

maximumPacketSi |integer 0.1 The Maximum Packet Size is the maximum
ze NIDD packet size that was transferred to the
UE by the SCEF in the PCO, see

clause 4.5.14.1 of 3GPP TS 23.682 [2]. If no
maximum packet size was provided to the UE
by the SCEF, the SCEF sends a default
configured max packet size to SCS/AS.

Unit: bit.
NOTE: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
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5.6.2.2 Referenced structured data types

5.6.2.2.1 Introduction

This clause defines structured data types that are referenced from data structures defined in the previous clauses.
5.6.2.2.2 Type: RdsPort

This type represents the port configuration for Reliable Data Transfer. It shall comply with the provisions defined in
table 5.6.2.2.2-1.

Table 5.6.2.2.2-1: Definition of RdsPort data Type

Attribute name Data type Cardinality Description

portUE Port 1 Indicates the port number on UE that is used for reliable data transfer
with a specific application on UE using RDS (as defined in
clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).

portSCEF Port 1 Indicates the port number on SCEF that is used for reliable data
transfer with a specific application on SCEF using RDS (as defined in
clause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).

5.6.2.3 Referenced simple data types and enumerations
5.6.2.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.6.2.3.2 Simple data types
The simple data types defined in table 5.6.2.3.2-1 shall be supported.
Table 5.6.2.3.2-1: Simple data types

Type name Description

5.6.2.3.3 Enumeration: PdnEstablishmentOptions

The enumeration PdnEstablishmentOptions represents PDN establishment options that describe the network behaviour
when there isno PDN connection towards the addressed UE.

Table 5.6.2.3.3-1: Enumeration PdnEstablishmentOptions

Enumeration value Description Applicability
(NOTE)
WAIT FOR UE wait for the UE to establish the PDN connection
INDICATE_ERROR respond with an error cause
SEND TRIGGER send a device trigger
NOTE:  Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.6.2.3.4 Enumeration: DeliveryStatus

The enumeration DeliveryStatus represents the status of adownlink NIDD data delivery resource.
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Enumeration value

Description

Applicability
(NOTE)

SUCCESS

Success but details not provided

SUCCESS_NEXT_HOP_ACKNOWLE
DGED

Successful delivery to the next hop with
acknowledgment.

SUCCESS_NEXT_HOP_UNACKNOW
LEDGED

Successful delivery to the next hop without
acknowledgment

SUCCESS_ACKNOWLEDGED

Reliable delivery was acknowledged by the UE

SUCCESS_UNACKNOWLEDGED

Reliable delivery was not acknowledged by the UE

TRIGGERING

The SCEF is triggering the device and buffering the
data.

BUFFERING

The SCEF is buffering the data due to no PDN
connection established.

BUFFERING_TEMPORARILY_NOT_R
EACHABLE

The SCEF has been informed that the UE is
temporarily not reachable but is buffering the data

SENDING

The SCEF has forwarded the data, but they may be
stored elsewhere

STOPPED_BUT_TRIGGERING

The SCEF is triggering the device but did not buffer
the data. The SCS AS may resubmit the data

FAILURE

Delivery failure but details not provided

FAILURE_QUOTA_EXCEEDED

Not enough quota for the MT NIDD

FAILURE_RATE_EXCEEDED

MT NIDD sending rate is exceeded.

FAILURE_DATA TOO_LARGE

The non-IP data size is larger than
"maximumPacketSize" of the NIDD configuration.

FAILURE_TEMORARILY_NOT_REAC
HABLE

The SCEF has aborted the delivery because the UE
is temporarily not reachable. The SCEF may in
addition indicate a requested re-submission time for
the data.

FAILURE_NEXT_HOP

FAILURE_TIMEOUT

NOTE: Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.6.2.35 Enumeration: NiddStatus

The enumeration NiddStatus represents the status of aNIDD configuration.

Table 5.6.2.3.5-1: Enumeration NiddStatus

Enumeration value Description Applicability
(NOTE)

ACTIVE The NIDD configuration is active.

TERMINATED_UE_NOT_ | The NIDD configuration was terminated because the UE’s

AUTHORIZED authorisation was revoked.

TERMINATED The NIDD configuration was terminated.

NOTE:  Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in

subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.6.3 Resource structure
5.6.3.1 General

All resource URIs of this API should have the following root:

{apiRoot}/3gpp-nidd/vl/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp-nidd" and "apiVersion" shall be set to

"v1" for the version defined in the present document. All resource URIs in the subclauses below are defined relative to

the above root URI.

The following resources and HTTP methods are supported for this API:
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Table 5.6.3.1-1: Resources and methods overview

Resource Resource URI HTTP . HTTP Meaning
name method | initiator
NIDD 3gpp-nidd/v1/{scsAsld}/configurations GET SCS/AS |Read all NIDD
configurations configuration resources
for a given SCS/AS
POST SCS/AS |Create a new NIDD
configuration resource.
Individual 3gpp- PATCH |SCS/AS |Modify an existing NIDD
NIDD nidd/v1/{scsAsld}/configurations/{configurationid} configuration resource
configuration GET SCS/AS |Read an NIDD
configuration resource
DELETE |SCS/AS |Delete an existing NIDD
configuration resource
NIDD 3gpp- GET SCS/AS |Read all pending NIDD
downlink data |nidd/v1/{scsAsld}/configurations/{configurationld}/dow downlink data delivery
deliveries nlink-data-deliveries resources related to a
particular NIDD
configuration resource.
POST SCS/AS |Create an NIDD downlink
data delivery resource
related to a particular
NIDD configuration
resource.
Individual 3gpp- POST SCS/AS |Create a new NIDD
NIDD nidd/v1/{scsAsld}/configurations/{configurationld}/dow downlink data delivery
downlink data |nlink-data-deliveries/{downlinkDataDeliveryld} resource
delivery PUT SCSIAS |Replace an NIDD
downlink data delivery
resource.
DELETE |SCS/AS |Delete an NIDD downlink
data delivery resource.
GET SCS/AS |Read pending NIDD
downlink data delivery
resource
NIDD {natification_uri} POST SCEF Send notifications about
Configuration the status of an NIDD
Update configuration to the
Notification SCS/AS.
NIDD {notification_uri} POST SCEF Report a specific NIDD
Downlink downlink data delivery
Data Delivery result to the SCS/AS.
Status
Notification
NIDD Uplink  |{notification_uri} POST SCEF Send an uplink non-I1P
Data data notification from the
Notification SCEF to the SCS/AS.
Group 3gpp-t8-nidd/v1/{scsAsid}/gmd-nidd POST SCS/AS |Send a group message
Message delivery request to the
Delivery via SCEF for the SCS/AS.
NIDD
5.6.3.2 Resource: NIDD Configurations
5.6.3.2.1 Introduction

Thisresource allows the SCS/AS to create an NIDD configuration at the SCEF, and read all NIDD configurationsin the

SCEF.
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5.6.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-nidd/v1/{scsAsl d}/configurations/
This resource shall support the resource URI variables defined in table 5.6.3.2.2-1.

Table 5.6.3.2.2-1: Resource URI variables for resource "NIDD Configurations”

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.6.3.2.3 Resource methods
5.6.3.2.3.1 GET

The GET method allows to read all active NIDD configurations for a given SCS/AS. The SCS/AS shall initiate the
HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.2.3.1-1 and table 5.6.3.2.3.1-2.

Table 5.6.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.6.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response

Response Data type Cardinality | codes Remarks

body array(NiddConfiguration) |0..N 200 OK The configuration information for the SCS/AS in the

request URI are returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.6.3.2.3.2 PUT

This HTTP method is not supported for the resource.
5.6.3.2.3.3 PATCH

This HTTP method is not supported for the resource.
5.6.3.2.34 POST

To create aNIDD configuration, the SCS/AS shall use the HTTP POST method on the "configurations' collection
resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.2-1.

The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful,
areshownin Table 5.6.3.2.3.4-1.
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Table 5.6.3.2.3.4-1: Data structures supported by the POST request/response by the resource

o ¢ Data type Cardinality Remarks
eques
b?)dy NiddConfiguration 1 Parameters to create and authorize a NIDD configuration with the
SCEF.
Response
Data type Cardinality | codes Remarks
NiddConfiguration 1 201 The NIDD configuration was created successfully.
Response Created
body The SCEF shall return a data structure of type
"NiddConfiguration" in the response payload body.
The URI of the created resource shall be returned in the
"Location" HTTP header.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.6.3.2.35

DELETE

ThisHTTP method is not supported for the resource.

5.6.3.3
5.6.3.3.1

Introduction

Resource: Individual NIDD Configuration

This resource allows the SCS/AS to query/update/cancel the specific NIDD configuration at the SCEF.

5.6.3.3.2

Resource definition

Resource URI: {apiRoot}/3gpp-nidd/v1/{scsAsl d}/configurations/{configurationl d}

This resource shall support the resource URI variables defined in table 5.6.3.3.2-1.

Table 5.6.3.3.2-1: Resource URI variables for resource "Individual NIDD Configuration”

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
configurationld Identifier of the configuration of type string. The transactionld corresponds to the stage 2 TLTRI.

5.6.3.3.3 Resource methods

5.6.3.3.3.1 GET

The GET method allowsto read a NIDD configuration resource to obtain details of an active configuration. The
SCS/AS shall initiate the HT TP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.3.3.1-1 and table 5.6.3.3.3.1-2.

Table 5.6.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified
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Table 5.6.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [None
Response
Response Data type Cardinality | codes Remarks
body NiddConfiguration 1 200 OK The configuration information related to the request URI
is returned.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.3.3.2

PUT

ThisHTTP method is not supported for the resource.

5.6.3.3.3.3

PATCH

Assuming that aNIDD configuration has been created using the HTTP POST method described in
subclause 5.6.3.2.3.4, partial updating of its properties can be performed by the SCS/AS by using the HTTP PATCH
method on the "configuration" instance resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.2-1

The possible response messages from the SCEF, depending on whether the PATCH request is successful or
unsuccessful, are shown in Table 5.6.3.3.3.3-1.

Table 5.6.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

Request Data type Cardinality Remarks
body NiddConfigurationPatch |1 Parameters to update a NIDD configuration with the SCEF.
Response
Data type Cardinality [ codes Remarks
Reggg;‘se NiddConfiguration 1 200 OK | The NIDD configuration was modified successfully.

The SCEF shall return an updated data structure of
type "NiddConfiguration" in the response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.3.34

POST

ThisHTTP method is not supported for the resource.

5.6.3.3.35

DELETE

To cancel aNIDD configuration, the SCS/AS shall use the HTTP DELETE method on the individual "NIDD
configuration” resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.6.3.3.3.5-1.
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Table 5.6.3.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality [ codes Remarks
NiddConfiguration 1 200 OK The NIDD configuration was cancelled successfully.
Response The SCEF shall return a full representation of the
bgdy deleted resource including a data structure of type

"NiddConfiguration" with a "TERMINATE" status in the
response body.

none 204 No The NIDD configuration was cancelled successfully.
Content

The response body shall be empty.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.34 Resource: NIDD downlink data deliveries

5.6.3.4.1 Introduction

This resource allows the SCS/AS to read all pending NIDD downlink data delivery resources for a particular NIDD
configuration resource.

Thisresource also alowsthe SCS/AS to create an NIDD downlink data delivery.

Thisresourceis applicable for asingle UE and a group of UESNIDD MT delivery.

5.6.3.4.2 Resource definition

Resource URI: {apiRoot}/3gpp-nidd/vL/{scsAsl d}/configurations/{configur ationl d}/downlink-data-deliveries
This resource shall support the resource URI variables defined in table 5.6.3.4.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource "NIDD Downlink Data Deliveries"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
configurationld Identifier of the configuration of type string.
5.6.3.4.3 Resource methods
5.6.34.3.1 GET

The GET method allows to read all pending NIDD downlink data deliveries for a given SCS/AS and NIDD
configuration. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.4.3.1-1 and table 5.6.3.4.3.1-2.

Table 5.6.3.4.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

ETSI



3GPP TS 29.122 version 15.0.0 Release 15

95

ETSI TS 129 122 V15.0.0 (2018-07)

Table 5.6.3.4.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [None
Response
Data type Cardinality | codes Remarks

Response 5 - - - —

body |array(NiddDownlinkData |0..N 200 OK | All pending NIDD downlink data deliveries for the

Transfer) SCS/AS and NIDD configuration in the request URI are
returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.6.3.4.3.2 PUT

ThisHTTP method is not supported for the resource.

5.6.3.4.3.3

PATCH

This HTTP method is not supported for the resource.

5.6.3.4.34

POST

To deliver the downlink non-IP data, the SCS/AS shall use the HTTP POST method on the "downlink-data-deliveries"
resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.3-1.

The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful,
areshown in Table 5.6.3.4.3.4-1.

Table 5.6.3.4.3.4-1: Data structures supported by the POST request/response by the resource

R . Data type Cardinality Remarks
eques
b%dy NiddDownlinkDataTransf | 1 The parameters and non-IP data for the MT delivery.
er
Response
Data type Cardinality | codes Remarks
NiddDownlinkDataTransf |1 200 OK The NIDD downlink data delivery was successful.
er
The SCEF shall return a data structure of type
"NiddDownlinkDataTransfer" in the response payload
Response body.
body NiddDownlinkDataTransf |1 202 The NIDD downlink data delivery request was accepted
er Accepted |by the SCEF, the NIDD will be performed later.

The SCEF shall return a data structure of type
"NiddDownlinkDataTransfer" in the response payload
body, and shall return the URI of the resource
representing the downlink data transfer in the
"Location" header.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.4.35

DELETE

This HTTP method is not supported for the resource.
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5.6.3.5 Resource: Individual NIDD downlink data delivery
5.6.35.1 Introduction

Thisresource allows the SCS/AS to read a pending NIDD downlink delivery resource, or to replace an NIDD downlink
data delivery resource related to an NIDD configuration resource. Thisresourceis applicable for asingle UE and a
group of UEsNIDD MT délivery.

5.6.3.5.2 Resource definition

Resource URI: {apiRoot}/3gpp-nidd/vl/{scsAsl d}/configurations/{ configur ationl d}/downlink-data-
deliveries/{downlinkDataDeliveryl d}

This resource shall support the resource URI variables defined in table 5.6.3.5.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource "Individual NIDD Downlink Data Delivery"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
configurationld Identifier of the configuration of type Identifier.
gownllnkDataDellveryI Identifier of the downlink data delivery of type string.
5.6.3.5.3 Resource methods
5.6.35.3.1 GET

The GET method allows to read aNIDD downlink data delivery resource to obtain details. The SCS/AS shall initiate
the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.6.3.5.3.1-1 and table 5.6.3.5.3.1-2.

Table 5.6.3.5.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.6.3.5.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [none

Response
Response Data type Cardinality | codes Remarks

body |NiddDownlinkDataTransf |1 200 OK |Individual NIDD downlink data delivery resource is
er returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.5.3.2 PUT

To replace the buffered downlink non-IP data, the SCS/AS shall use the HTTP PUT method on the individual
"downlink-data-delivery" resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.3-1.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,
areshown in Table 5.6.3.5.3.2-1.
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Table 5.6.3.5.3.2-1: Data structures supported by the PUT request/response by the resource

- ¢ Data type Cardinality Remarks
eques
b?)dy NiddDownlinkDataTransf | 1 The parameters and non-IP data for the MT delivery.
er
Response
Data type Cardinality [ codes Remarks
NiddDownlinkDataTransf |1 200 OK The NIDD downlink data delivery was successful.
er
The SCEF shall return a data structure of type
"NiddDownlinkDataTransfer" in the response payload
Response bod
body y.
NiddDownlinkDataTransf |1 202 The NIDD downlink data delivery was accepted by the
er Accepted [SCEF, the NIDD will be performed later.

The SCEF shall return a data structure of type
"NiddDownlinkDataTransfer" in the response payload

body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.5.3.3

PATCH

ThisHTTP method is not supported for the resource.

5.6.3.5.3.4

POST

This HTTP method is not supported for the resource.

5.6.3.5.3.5

DELETE

To cancel aNIDD downlink data delivery, the SCS/AS shall use the HTTP DELETE method on the individual
"downlink-data-delivery" resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.6.3.3.3.5-1.

Table 5.6.3.3.3.5-1.; Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality [ codes Remarks
Resggnse none 204 No The NIDD downlink data delivery was cancelled
y Content successfully.

The response body shall be empty.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.6
5.6.3.6.1

NIDD Configuration Update Notification

Introduction

This resource allows the SCEF to send notifications about the status of an NIDD configuration to the SCS/AS.

5.6.3.6.2

Resource definition

Resource URI: {notification_uri}

This resource shall support the resource URI variables defined in table 5.6.3.6.2-1.

ETSI




3GPP TS 29.122 version 15.0.0 Release 15 98 ETSI TS 129 122 V15.0.0 (2018-07)

Table 5.6.3.6.2-1: Resource URI variables for resource "NIDD Configuration Update Notification"

Name Definition

A URI indicating the notification destination where T8 notification requests shall be delivered.
This URI shall be provided within the "notificationDestination” attribute in the NiddConfiguration

notification_uri

type.
5.6.3.6.3 Resource methods
5.6.3.6.3.1 Notification via HTTP POST

To report the status of the NIDD configuration to the SCS/AS, the SCEF shall use the HTTP POST method on the
notification point as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.6-1.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or
unsuccessful, are shown in Table 5.6.3.6.3.1-1.

Table 5.6.3.6.3.1-1: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - - - - - ——
body |NiddConfigurationStatus |1 The NIDD configuration status notification.
Notification
Response
Data type Cardinality | codes Remarks
Response |Acknowledgement 1 200 OK The successful acknowledgement of the notification
body with a body.
(None) 204 No The successful acknowledgement of the notification
Content  |without a body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.6.4 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddConfigurationStatusNotification may
aternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.6.3.7
5.6.3.7.1

NIDD Downlink Data Delivery Status Notification

Introduction

This resource allows the SCEF to send notifications about the status of downlink NIDD data delivery to the SCS/AS.
Thisresourceis applicable for asingle UE and a group of UESNIDD MT delivery.

5.6.3.7.2 Resource definition
Resource URI: { notification_uri}
This resource shall support the resource URI variables defined in table 5.6.3.7.2- 1.

Table 5.6.3.7.2-1: Resource URI variables for resource "NIDD Downlink Data Delivery Status

Notification"
Name Definition
notification_uri A URI indicating the notification destination URI where T8 natification requests shall be
delivered.
This URI shall be provided within the "notificationDestination" attribute in the NiddConfiguration
type.
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To report the delivery status of the downlink non-1P data delivery, the SCEF shall use the HTTP POST method on the
notification endpoint as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.5-1.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or
unsuccessful, are shown in Table 5.6.3.7.3.1-1.

Table 5.6.3.7.3.1-1: Data structures supported by the POST request/response by the resource

. ¢ Data type Cardinality Remarks
eques
b?)dy NiddDownlinkDataDelive |1 The Down link data delivery status notification.
ryStatusNotification
Response
Data type Cardinality | codes Remarks
RESpoNSe |\ .\ nowled h ful acknowled f the notificati
body Acknowledgement 1 200 OK The successful acknowledgement of the notification.
(None) 204 No The successful acknowledgement of the notification
Content  |without a body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.7.4

Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddDownlinkDataDeliveryStatusNotification
may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.6.3.8
5.6.3.8.1

Introduction

NIDD Uplink Data Notification

This resource allows the SCEF to send notifications about received NIDD uplink data.

5.6.3.8.2

Resource URI: {notification_uri}

Resource definition

This resource shall support the resource URI variables defined in table 5.6.3.8.2-1.

Table 5.6.3.8.2-1: Resource URI variables for resource "NIDD Uplink Data Notification"

Name

Definition

notification_uri

delivered.

type.

A URI indicating the notification destination URI where T8 notification requests shall be

This URI shall be provided within the "notificationDestination” attribute in the NiddConfiguration

5.6.3.8.3
5.6.3.8.3.1

Resource methods

Notification via HTTP POST

To send the uplink non-1P datato the SCS/AS, the SCEF shall use the HTTP POST method on the notification endpoint
in SCS/AS asfollows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.4-1.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or
unsuccessful, are shown in Table 5.6.3.8.3.1-1.
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Table 5.6.3.8.3.1-1: Data structures supported by the POST request/response by the resource

. ¢ Data type Cardinality Remarks
eques
b((])dy NiddUplinkDataNotificati |1 The parameters and non-IP data for the NIDD uplink non-IP data
on notification.
Response
Data type Cardinality | codes Remarks
Response | Acknowledgement 1 200 OK The successful acknowledgement of the uplink data
body notification
(None) 204 No The successful acknowledgement of the notification
Content  |without a body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.6.3.8.4 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NiddUplinkDataNotification may aternatively
be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.6.3.9 Resource: Group Message Delivery via NIDD
5.6.3.9.1 Introduction

Thisresource allows the SCS/AS to delivery Non-1P datafor agroup UE to the SCEF.
5.6.3.9.2 Resource definition

Resource URI: {apiRoot}/3gpp_t8 nidd/v1/{scsAsld}/gmd-nidd

This resource shall support the resource URI variables defined in table 5.6.3.9.2-1.

Table 5.6.3.4.2-1: Resource URI variables for resource " Group Message Delivery Via NIDD "

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.6.3.9.3 Resource methods
5.6.3.9.3.1 GET

ThisHTTP method is not supported for the resource.
5.6.3.9.3.2 PUT

This HTTP method is not supported for the resource.
5.6.3.9.3.3 PATCH

This HTTP method is not supported for the resource.
5.6.3.9.34 POST

To deliver the downlink non-1P data for a group UE, the SCS/AS shall use the HTTP POST method on the "gmd-nidd"
resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.6.2.1.x-1.

The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful,
areshown in Table 5.6.3.9.3.4-1.
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Table 5.6.3.9.3.4-1: Data structures supported by the POST request/response by the resource

- ¢ Data type Cardinality Remarks
eques - - - -
body NiddDownlinkDataTransf |1 The parameters and non-IP data for the group message delivery via
er MT NIDD.
Response
Data type Cardinality [ codes Remarks
Response |NiddDownlinkDataTransf |1 200 OK | Group message delivery via MT NIDD was successful.
bod er
Y The SCEF shall return a data structure of type
"GroupMessageDeliveryViaNIDD" in the response
payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

56.4 Used Features

The table below defines the features applicable to the NIDD API. Those features are negotiated as described in
subclause 5.2.7.

Table 5.6.4-1: Features used by NIDD API

Feature Feature Description
Number
1 GroupMessageDelivery | This feature indicates the support of group message delivery via MT NIDD as
defined in subclause 5.5.3 of 3GPP TS 23.682 [2].
2 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test _event featute
is also supported.

3 Notification_test_event | The testing of notification connection is supported according to
subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.7 DeviceTriggering API

57.1 Overview

The DeviceTriggering APl isa RESTful API that allows the SCS/AS to deliver specific device trigger to the SCEF; it
allows the SCS/AS to replace or recall the pending device trigger viathe SCEF. If the corresponding device trigger
delivery report isreceived by the SCEF, it also allows the SCEF to indicate the trigger delivery result to the SCS/AS.

The DeviceTriggering APl defines a set of data models, resources and the related procedure for the creation and
management of the device triggering. The corresponding JSON schema for the representation of the resources and
operations defined by the DeviceTriggering API is provided in its complete form in Annex A.7.

57.2 Data model

5.7.2.1 Resource data types
5.7.2.1.1 Introduction
This clause defines data structures to be used in resource representations, including subscription resources.

Table5.7.2.1.1-1 specifies data types re-used by the DeviceTriggering API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the
DeviceTriggering API.
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Table 5.7.2.1.1-1: DeviceTriggering APl re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.7.4-1.

5.7.21.2 Type: DeviceTriggering
This type represents device triggering request. The same structure is used in the request and response.

Table 5.7.2.1.2-1: Definition of type DeviceTriggering

Attribute name Data type Cardinality Description Applicability
(NOTE)

self Link 0..1 Link to this resource. This parameter
shall be supplied by the SCEF in HTTP
responses that include an object of
DeviceTriggering type

externalld Externalld 0.1 Uniquely identifies a user as defined in
Clause 4.6.2 of 3GPP TS 23.682 [2].

(NOTE 2)
msisdn Msisdn 0..1 Identifies the MS internal PSTN/ISDN
number allocated for a UE.

(NOTE 2)

supportedFeatures SupportedFeatures |1 Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

validityPeriod DurationSec 1 The validity time in seconds for the

specific action requested.
priority Priority 0.1 Identifies the priority of the device

trigger.
applicationPortld Port 0.1 This is used to uniquely identify the

triggering application addressed in the

device.
triggerPayload Binary 1 The device triggering payload.
notificationDestination |Link 1 A URI indicating the notification

destination for T8 notifications.
requestTestNotificatio [boolean 0.1 Set to true by the SCS/AS to request the |Notification_t
n SCEF to send a test notification as est_event

defined in subclause 5.2.5.3. Set to false
or omitted otherwise.

websockNotifConfig WebsockNotifConfig [0..1 Configuration parameters to set up Notification_w
notification delivery over Websocket ebsocket
protocol as defined in subclause 5.2.5.4.

deliveryResult DeliveryResult 0.1 The delivery result shall be included in

the HTTP responses that indicate the
delivery status of the device triggering.
NOTE 1: Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in

subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: One of the properties "externalld" or "msisdn" shall be included.

5.7.2.1.3 Type: DeviceTriggeringDeliveryReportNotification

Thistype represents device triggering delivery report notification.
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Table 5.7.2.1.4-1: Definition of type DeviceTriggeringDeliveryReportNotification

Attribute name Data type Cardinality Description Applicability
(NOTE)

transaction Link 1 Link to the related device triggering

transaction resource to which this

notification is related.

result DeliveryResult 1 OK, unknown or diverse failures

NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.7.2.2 Referenced simple data types and enumerations
5.7.2.2.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.7.2.2.2 Simple data types
The simple data types defined in table 5.7.2.2.2-1 shall be supported.
Table 5.7.2.2.2-1: Simple data types

Type name Description

5.7.2.2.3 Enumeration: DeliveryResult
The enumeration Delivery Results represents the result of the delivery of a device triggering request

Table 5.7.2.2.3-1: Enumeration DeliveryResult

Enumeration Description Applicability
value (NOTE)
SUCCESS The SCEF includes this value in a device triggering notification.
The value indicates that the device action request was successfully
completed.

UNKNOWN The SCEF includes this value in a device triggering notification.

The value indicates any unspecified errors.

FAILURE The SCEF includes this value in a device triggering notification.

The value indicates that this trigger encountered a delivery error and is
deemed permanently undeliverable.

TRIGGERED The SCEF includes this value in the response for a successful device
triggering request.

The value indicates that device triggering request is accepted by the SCEF.

EXPIRED The SCEF includes this value in a device triggering notification.
The value indicates that the validity period expired before the trigger could be
delivered.

UNCONFIRM The SCEF includes this value in a device triggering notification.

ED The value indicates that the delivery of the device action request is not
confirmed.

REPLACED The SCEF includes this value in the response for a successful device

triggering replace request.

The value indicates that the device triggering replace request is accepted by

the SCEF.

TERMINATE The SCEF includes this value in the response for a successful device

triggering cancellation request.

The value indicates that the delivery of the device action request is

terminated by the SCS/AS.

NOTE: Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
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5.7.2.2.4 Enumeration: Priority
The enumeration Priority represents the priority indication for atrigger payload.

Table 5.7.2.2.4-1: Enumeration Priority

Enumeration value Description Applicability
(NOTE)

NO_PRIORITY This value indicates that the device trigger has no priority.

PRIORITY This value indicates that the device trigger has priority.

NOTE:  Properties marked with a feature as defined in subclause 5.7.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

57.3 Resource structure
5731 General

All resource URIs of this API should have the following root:
{apiRoot}/3gpp-device-triggering/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIsin the subclauses below are defined relative to the
above root URI.

The following resources and HTTP methods are supported for this API:

Table 5.7.3.1-1: Resources and methods overview

Resource name Resource URI HTTP . HTTP Meaning
method | initiator

Device Triggering  |3gpp-device-triggering/v1/{scsAsld}/transactions GET SCS/AS |Read all active device
Transactions triggering transaction
resources for a given
SCSI/IAS

POST SCS/AS |[Create a new device
triggering transaction

resource
Individual Device 3gpp-device- PUT SCS/AS |[Replace an existing
Triggering triggering/vl/{scsAsld}/transactions/{transactionld} device triggering
Transaction transaction resource

and the corresponding
device trigger request

GET SCS/AS |Read a device
triggering transaction
resource

DELETE [SCS/AS |Delete an existing
device triggering
transaction resource
and cancel the device

triggering
Device Triggering  |{notification_uri} POST SCEF Report a device
Delivery Report triggering delivery
Notification report to SCS/AS.
5.7.3.2 Resource: Device Triggering Transactions
5.7.3.2.1 Introduction

Thisresource allows the SCS/ASto read all active resources related to device triggering, and create a resource for a
device triggering transaction with the SCEF.
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5.7.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-device-triggering/v1/{scsAsl d}/transactions/
This resource shall support the resource URI variables defined in table 5.7.3.2.2-1.

Table 5.7.3.2.2-1: Resource URI variables for resource "Device Triggering Transactions™

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.7.3.2.3 Resource methods
5.7.3.23.1 GET

The GET method allows to read all active device triggering transactions for agiven SCS/AS. The SCS/AS shall initiate
the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in table 5.7.3.2.3.1-1 and table 5.7.3.2.3.1-2.

Table 5.7.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.7.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks

body |none

Response
Response Data type Cardinality | codes Remarks

body array(DeviceTriggering) |0..N 200 OK The device triggering transactions information for the
SCS/AS in the request URI are returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.7.3.2.3.2 PUT

This HTTP method is not supported for the resource.
5.7.3.2.3.3 PATCH

This HTTP method is not supported for the resource.
5.73.234 POST

To create along-term transaction for a device triggering, the SCS/AS shall use the HTTP POST method on the
"transactions" collection resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.2-1.

The possible response messages from the SCEF, depending on whether the POST request is successful or unsuccessful,
areshownin Table5.7.3.2.3.4-1.
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Table 5.7.3.2.3.4-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body DeviceTriggering 1 Parameters to request a device triggering delivery.
Response
Data type Cardinality | codes Remarks
DeviceTriggering 1 201 The long term transaction for the device triggering was
Response Created created successfully.
body The SCEF shall return a data structure of type
"DeviceTriggering" in the response payload body.
The URI of the created resource shall be returned in the
"Location" HTTP header
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.7.3.2.35

DELETE

This HTTP method is not supported for the resource.

5.7.3.3
5.7.33.1

Introduction

Resource: Individual Device Triggering Transaction

Thisresource allows the SCS/AS to operate a specific pending device triggering by using along-term transaction.

5.7.3.3.2

Resource definition

Resource URI: {apiRoot}/3gpp-device-triggering/v1/{scsAsl d}/transactions/{transactionl d}

This resource shall support the resource URI variables defined in table 5.7.3.3.2-1.

Table 5.7.3.3.2-1: Resource URI variables for resource "Individual Device Triggering Transaction”

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
transactionld Identifier of the transaction resource of type string. The transactionld corresponds to the stage 2
TLTRI.
5.7.3.3.3 Resource methods
5.7.3.3.3.1 GET

The GET method allowsto read an individual device triggering transaction resource to obtain details of an active
transaction. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.7.3.3.3.1-1 and table 5.7.3.3.3.1-2.

Table 5.7.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified
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Table 5.7.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body DeviceTriggering 1 200 OK The device triggering transaction information related to
the request URI is returned.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.7.3.3.3.2

PUT

A pending device triggering delivery can be replaced by the SCS/AS. To replace the pending device triggering, the
SCS/AS shall usethe HTTP PUT method on the "transaction" instance resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.2-1

The parameter "scsAsld" shall be unchanged. Meanwhile, a new "triggerReferenceNumber” shall be provided. And
other provided parameters in this request shall replace the parameters provided in previous request.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,

areshown in Table 5.7.3.3.3.2-1.

Table 5.7.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body DeviceTriggering 1 Parameters to replace a device triggering with the SCEF.
Response
Data type Cardinality [ codes Remarks
Response | DeviceTriggering 1 200 OK The device triggering was modified successfully.
body

The SCEF shall return an updated data structure of
type "DeviceTriggering" with the "DeliveryResult" field
in the response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.7.3.3.3.3

PATCH

ThisHTTP method is not supported for the resource.

5.7.3.3.34

POST

This HTTP method is not supported for the resource.

5.7.3.3.35

DELETE

To cancel an ongoing device triggering delivery, the SCS/AS shall use the HTTP DELETE method on the individual
"transaction" resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.7.3.3.3.5-1.
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Table 5.7.3.3.3.5-1: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks

body  [none

Response
Data type Cardinality [ codes Remarks
DeviceTriggering 1 200 OK The Device Triggering delivery was cancelled
successfully.

Response

body The SCEF shall return a data structure of type

"DeviceTriggering" with a "TERMINATE" status in the
response body.

none 204 No The Device Triggering was cancelled successfully. The
Content SCEF shall not return a response payload.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.7.3.4 Device Triggering Delivery Report Notification

5.7.34.1 Introduction

This resource allows the SCEF to send notifications about device triggering delivery report eventsto the SCS/AS.
5.7.3.4.2 Resource definition

Resource URI: {notification_uri}

This resource shall support the resource URI variables defined in table 5.7.3.4.2-1.

Table 5.7.3.4.2-1: Resource URI variables for resource "Device Triggering Delivery Report
Notification"

Name Definition

notification_uri |A URI indicating the notification destination URI where T8 notification requests shall be delivered.

This URI can be provided within the "notificationDestination" attribute in the DeviceTriggering type. If this
attribute is not provided within the DeviceTriggering type, then a preconfigured notification URI shall be
used by the SCEF.

5.7.3.4.3 Resource methods
5.7.3.4.3.1 Notification via HTTP POST

To report the delivery status of the device trigging delivery, the SCEF shall use the HTTP POST method on the
notification endpoint as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.7.2.1.4-1.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or
unsuccessful, are shown in Table 5.7.3.4.3.1-1.
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Table 5.7.3.4.3.1-1: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - - - - - - - -
body DeviceTriggeringDelivery |1 The Device Triggering delivery report.
ReportNotification
Response
Data type Cardinality | codes Remarks
Response P
body Acknowledgement 1 200 OK The successful acknowledgement of the notification.
(None) 204 No The successful acknowledgement of the notification
Content without a body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.7.3.4.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the DeviceTriggeringDeliveryReportNotification
may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

57.4 Used Features

The table below defines the features applicable to the DeviceTriggering API. Those features are negotiated as described
in subclause 5.2.7.

Table 5.7.4-1: Features used by DeviceTriggering API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test event featute
is also supported.

2 Notification_test_event | The testing of notification connection is supported according to
subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.8 GMD via MBMS related APIs

581  Overview

There are two Group Message Delivery viaMBMS related API's defined:
- GMDviaMBMSbyMB2 API;
-  GMDviaMBMSbyxMB API.

Both APIsare RESTful APIsthat allow the SCS/ASto deliver the group message to the SCEF. They define a set of
data models, resources and the related procedures for the creation and management of the group message delivery. The
corresponding JSON schema for the representation of the resources and operations defined by the

GMDviaMBM ShyMB2 APl and GMDviaMBM ShyxMB API are provided in its complete form in Annex A.8.1 and
Annex A.8.2, respectively.

5.8.2 GMDviaMBMSbyMB2 API

5.8.2.1 Data model
58.2.1.1 Resource data types
5.8.2.1.1.1 Introduction

This clause defines data structures to be used in resource representations.
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Table5.8.2.1.1.1-1 specifies data types re-used by the GMDviaMBM SbyMB2 API from other specifications, including
areference to their respective specifications and when needed, a short description of their use within the
GMDviaMBM SbyMB2 API.

Table 5.8.2.1.1.1-1: GMDviaMBMSbyMB2 API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |Identifies the civic address information of the user(s).
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.8.2.3-1.

5.8.2.1.1.2 Type: TMGIAllocation
Thistype represents TMGI Allocation request. The same structure is used in the request and response.

Table 5.8.2.1.1.2-1: Definition of type TMGIAllocation

Attribute name Data type Cardinality Description Applicability
(NOTE)

self Link 0.1 Link to this resource. This parameter shall
be supplied by the SCEF in HTTP
responses that include an object of
TMGIAllocation type

supportedFeatures |SupportedFeatures |1 Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

externalGroupld ExternalGroupld 0.1 Identifies a user group as defined in
subclause 4.6.2 of 3GPP TS 23.682 [2].

mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the group
message.

tmgi string 0.1 Identifies a particular MBMS bearer service.

tmgiExpiration DateTime 0.1 Identifies the absolute time at which the

TMGI is considered to expire.
NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.8.2.1.1.3 Type: GMDViaMBMSByMb2

This type represents the group message delivery viaMBMS by MB2.
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Table 5.8.2.1.1.3-1: Definition of type GMDViaMBMSByMb2

Attribute name Data type Cardinality Description Applicability
(NOTE)

self Link 0.1 Link to this resource. This parameter
shall be supplied by the SCEF in HTTP
responses that include an object of
GroupMessageDeliveryViaMBMS type
notificationDestination |Link 1 A URI indicating the notification
destination where T8 notification
requests shall be delivered
requestTestNotificatio [boolean 0.1 Set to true by the SCS/AS to request  |Notification_t
n the SCEF to send a test notification as |est_event
defined in subclause 5.2.5.3. Set to
false or omitted otherwise.
websockNotifConfig WebsockNotifConfig 0.1 Configuration parameters to set up Notification_w
notification delivery over Websocket ebsocket
protocol as defined in

subclause 5.2.5.4.

externalGroupld ExternalGroupld 0.1 Identifies a user group as defined in
subclause 4.6.2 of

3GPP TS 23.682 [2].

mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the group
message.

messageDeliveryStart |DateTime 0.1 Identifies the absolute time at which

Time the SCS/As starts to distribute the

data. If absent, it indicates the
message shall be sent immediately.

groupMessagePayloa |Binary 0.1 Indicates the payload the SCS/AS

d intends to deliver to the UEs.
scefMessageDeliveryl |[Ipv4Addr 0.1 Indicates the Ipv4 address where the
Pv4 SCEF wants to receive the data.
scefMessageDeliveryl |Ipv6Addr 0.1 Indicates the Ipv6 address where the
Pv6 SCEF wants to receive the data.
scefMessageDelivery |integer 0.1 Indicates the port number where the
Port SCEF wants to receive the data.

NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.8.2.1.1.4 Type: GMDByMb2Notification
This type represents the group message delivery notification.
Table 5.8.2.1.1.4-1: Definition of type GMDByMb2Notification

Attribute name Data type |Cardinality Description Applicability
(NOTE)

transaction Link 1 Link to the transaction resource to
which this notification is related.
Identifies the TMGI.
Indicates whether delivery of group
message payload corresponding to
the TMGI was successful or not
NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

tmgi string
deliveryTriggerStatus |boolean

0.1
0.1

5.8.2.1.15 Type: TMGIAllocationPatch

Thistype represents TMGI Allocation request. The structure is used for PATCH request.
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Table 5.8.2.1.1.5-1: Definition of type TMGIAllocationPatch

Attribute name Data type Cardinality Description Applicability
(NOTE)

externalGroupld ExternalGroupld 0.1 Identifies a user group as defined in

subclause 4.6.2 of

3GPP TS 23.682 [2].

mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the

group message.

NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.8.2.1.1.6 Type: GMDViaMBMSByMb2Patch
This type represents group message delivery viaMBMS request by MB2. The structure is used for PATCH request.
Table 5.8.2.1.1.6-1: Definition of the GMDViaMBMSByMb2Patch data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
externalGroupld ExternalGroupld |0..1 Identifies a user group as defined in
subclause 4.6.2 of 3GPP TS 23.682 [2].
mbmsLocArea MbmsLocArea 0..1 Restricts the distribution of the group
message.
messageDeliveryStart |DateTime 0.1 Identifies the absolute time at which the
Time SCS/As starts to distribute the data. If
absent, it indicates the message shall be
sent immediately.
groupMessagePayloa |[Binary 0.1 Indicates the payload the SCS/AS intends to
deliver to the UEs.

NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.8.2.1.1.7 Type: MbmsLocArea

This data type represents the user location area which is sent from the SCS/AS to the SCEF by group message delivery
viaMBMS request.

Table 5.8.2.1.1.7-1: Definition of the MbmsLocArea data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
cellld array(string) 0..N Indicates a Cell Global Identification of the user
which identifies the cell the UE is registered.
enodeBld array(string) 0..N Indicates an eNodeB in which the UE is
currently located.
. array(Geographic |0..N Identifies a geographic area of the user where
geographicArea Area) the UE is located.
mbmsServiceAreal |array(string) 0..N Identifies an MBMS Service Area ldentity of the
d user where the UE is located.
civicAddress array(CivicAddre |0..N Ider_ltlfles a civic address of the user where the
ss) UE is located.

NOTE:  Properties marked with a feature as defined in subclause 5.8.2.3 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.8.2.2 Resource structure

5.8.2.2.1 General
All resource URIs of this API should have the following root:

{apiRoot}/3gpp-group-message-delivery-mb2 /v1/
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"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to " 3gpp-group-message-delivery-mb2" and
"apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses
below are defined relative to the above root URI.

The following resources and HT TP methods are supported for this API:

Table 5.8.2.2.1-1: Resources and methods overview

Resource name Resource URI HTTP . HTTP Meaning
method | initiator
TMGI Allocation |3gpp-group-message-delivery- GET SCSI/AS Read all active TMGI resources
mb2/v1/{scsAsld} for a given SCS/AS
/tmgi-allocation POST SCS/AS Create a new TMGI resource for
a given SCS/AS
Individual TMGI |3gpp-group-message-delivery- PUT SCS/AS Replace an existing TMGI
Allocation mb2/v1/{scsAsld} resource for a given SCS/AS and
/tmgi-allocation/{tmgi} TMGI
PATCH |SCS/AS Modify an existing TMGI resource
for a given SCS/AS and TMGI
GET SCSI/AS Read a TMGI allocation resource
for a given SCS/AS and a TMGI
DELETE |SCS/AS Deallocate an existing TMGI
resource for agiven SCS/AS and
TMGI
GMD via MBMS |3gpp-group-message-delivery- GET SCS/AS Read all group message delivery
by MB2 mb2/v1/{scsAsld} resources for a given SCS/AS
/tmgi-allocation/{tmgi}/delivery-via-mbms and TMGI. :
POST SCS/AS Create a group message delivery
resource for given SCS/AS and
TMGI selected by the SCS/AS
when MB2 is used as a
southbound interface.
Individual GMD  |3gpp-group-message-delivery- PUT SCS/AS Replace a group message
via MBMS by mb2/v1/{scsAsld} delivery resource
MB2 /tmgi-allocation/{tmgi}/delivery-via-mbms/ |PATCH |SCS/AS  |Modify a group message delivery
{transactionld} resource. -
GET SCSI/AS Read a group message delivery
resource.
DELETE |SCS/AS Delete a group message delivery
resource.
GMD via MBMS [{notificationUrl} POST SCEF Report a specific group message
by MB2 delivery result to the SCS/AS for
Notification a given transaction Id selected by
the SCEF.
5.8.2.2.2 Resource: TMGI Allocation
5.8.2.2.2.1 Introduction

Thisresource allows the SCS/ASto read al active TMGI or request a TMGI allocation.

5.8.2.2.2.2

Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-mb2/v1/{scsAsl d}/tmgi-allocation/

Thisresource shall support the resource URI variables defined in table 5.8.2.2.2.2- 1.

Table 5.8.2.2.2.2-1: Resource URI variables for resource "TMGI Allocation"

Name

Definition

apiRoot

See clause 5.2.4.

scsAsld

Identifier of the SCS/AS of type ScsAsld.
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5.8.2.2.2.3 Resource methods
5.8.2.2.2.3.1 GET

The GET method read all TMGI Allocation resource for agiven SCS/AS. It isinitiated by the SCS/AS and answered by
the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.2.3.1-1.

Table 5.8.2.2.2.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body |array(TMGIAllocation)  |0..N 200 OK  |The TMGI allocation for the SCS/AS in the request URI
are returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.8.2.2.2.3.2 PUT

This HTTP method is not supported for the resource.
5.8.2.2.2.33 PATCH

This HTTP method is not supported for the resource.
58.2.2.234 POST

The POST method creates anew TMGI Allocation resource for agiven SCS/AS. It isinitiated by the SCS/AS and
answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.2.3.4-1.

Table 5.8.2.2.2.3.4-1:; Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body TMGIAllocation 1 Parameters to create a TMGI allocation resource
Response
Data type Cardinality| codes Remarks
TMGIAllocation 1 201 The creation of a TMGI allocation was created
Created successfully.
Response
body The SCEF shall return a data structure of type "TMGI

Allocation" in the response payload body.

On success, the HTTP response shall include a
"Location" HTTP header that points to the created
resource URI identified by the ScsAsld and the TMGI

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.8.2.2.2.3.5 DELETE

This HTTP method is not supported for the resource.
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Resource: Individual TMGI Allocation

Introduction

This resource allows the SCS/AS to read an active TMGI or renew an TMGI.

5.8.2.2.3.2

Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-mb2/v1/{scsAsl d}/tmgi-allocation/{tmgi}

This resource shall support the resource URI variables defined in table 5.8.2.2.3.2-1.

Table 5.8.2.2.3.2-1: Resource URI variables for resource "Individual TMGI Allocation"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
tmgi TMGI.
5.8.2.2.3.3 Resource methods
5.8.2.23.31 GET

The GET method reads a TMGI Allocation resource for agiven SCS/AS. It isinitiated by the SCS/AS and answered by

the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.3.3.1-1.

Table 5.8.2..2.3.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response

Response Data type Cardinality | codes Remarks

body  TmGIAllocation 1 200 OK  |A TMGI allocation for the SCS/AS in the request URI is

returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1
5.8.2.2.3.3.2 PUT

The PUT method replaces a TMGI Allocation resource for a given SCS/ASto renew an TMGI. It isinitiated by the

SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the

table 5.8.2.2.

3.3.2-1.

Table 5.8.2.2.3.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body |TMmGIAllocation 1 Parameters to replace a TMGI resource
Response
Response Data type Cardinality | codes Remarks
body |TMmGIAllocation 1 200 OK |The replace of a TMGI allocation was created

successfully.

NOTE:

In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1
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5.8.2.2.3.3.3 PATCH

The PATCH method modifies a TMGI Allocation resource for a given SCS/AS to renew an expired TMGI. It is
initiated by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.3.3.3-1.

Table 5.8.2.2.3.3.3-1: Data structures supported by the PATCH request/response by the resource

Request Data type Cardinality Remarks
body |TMmGIAllocationPatch 1 Parameters to modify a TMGI resource
Response

Response Data type Cardinality | codes Remarks

body TMGIAllocation 1 200 OK The modification of a TMGI allocation was created

successfully.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1
5.8.2.23.34 POST

ThisHTTP method is not supported for the resource.
5.8.2.2.3.35 DELETE

The DELETE method deletesa TMGI Allocation resource for agiven SCS/AS to deallocate a TMGI. It isinitiated by
the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.3.3.5-1.

Table 5.8.2.2.3.3.5-1: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response

Response Data type Cardinality | codes Remarks

body [none 200 OK  |The TMGI allocation resource was removed

successfully.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1
5.8.2.2.4 Resource: GMD via MBMS by MB2
582241 Introduction

This resource alows the SCS/AS to read all active group message delivery resources or create a group message delivery
when the MB2 is used as a southbound interface.

5.8.2.2.4.2 Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-mb2/v1/{scsAsl d}/tmgi-allocation/{tmgi}/delivery-via-
mbms/

This resource shall support the resource URI variables defined in table 5.8.2.2.4.2-1.
Table 5.8.2.2.4.2-1: Resource URI variables for resource "GMD via MBMS by MB2"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
tmgi TMGI
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5.8.2.2.4.3 Resource methods
5.8.2.24.3.1 GET

The GET method reads all group message delivery viaMBMS resources for agiven SCS/ASand aTMGI. Itisinitiated
by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.4.3.1-1.

Table 5.8.2.2.4.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks

body |none

Response
Response Data type Cardinality | codes Remarks

body |array(GMDViaMBMSBy |0..N 200 OK |The TMGI allocation for the SCS/AS in the request URI
Mb2) are returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.8.2.24.3.2 PUT

This HTTP method is not supported for the resource.
5.8.2.2433 PATCH

This HTTP method is not supported for the resource.
58.2.2434 POST

The POST method creates a new group message delivery viaMBMS resource for a given SCS/AS and TMGI selected
by the SCS/AS. It isinitiated by the SCS/AS and answered by the SCEF. The SCEF shall construct the URI of the
created resource using that URI.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.4.3.4-1.

Table 5.8.2.2.4.3.4-1: Data structures supported by the POST request/response by the resource

R . Data type Cardinality Remarks
eques
b((])dy GMDViaMBMSByMb2 1 Parameters to create and authorize a group message delivery via
MBMS with the SCEF.
Response
Data type Cardinality| codes Remarks
GMDViaMBMSByMb2 1 201 The creation of a group message delivery was created
Created successfully.
Response The SCEF shall return a data structure of type
body "GMDViaMBMSByMb2" in the response payload body.
On success, the HTTP response shall include a
"Location" HTTP header that points to the created
resource URI identified by the ScsAsld and the
Transaction Id.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.8.2.2.4.3.5 DELETE

This HTTP method is not supported for the resource.
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5.8.2.25 Resource: Individual GMD via MBMS by MB2

5.8.2.251 Introduction

This resource alows the SCS/AS to modify or delete a group message delivery viaMBMS by MB2 resource.
5.8.2.25.2 Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-mb2/v1/{scsAsl d}/tmgi-allocation/{tmgi}/delivery-via-
mbms/{transactionld}

This resource shall support the resource URI variables defined in table 5.8.2.2.5.2-1.
Table 5.8.2.2.5.2-1: Resource URI variables for resource "Individual GMD via MBMS by MB2"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
transactionld transactionld selected by the SCEF. The transactionld corresponds to the stage 2 TLTRI.
5.8.2.25.3 Resource methods
5.8.2.2531 GET

The GET method reads a group message delivery viaMBMS by MB2 resource for agiven SCS/AS, aTMGI and a
transactionld. It isinitiated by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.5.3.1-1.

Table 5.8.2.2.5.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response

Response Data type Cardinality | codes Remarks

body GMDViaMBMSbyMb2 0.1 200 OK The group message delivery resource for the SCS/AS

in the request URI is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1
5.8.2.25.3.2 PUT

Assuming that a group message delivery has been created using the HTTP POST method described in
subclause 5.8.2.2.4.3.4, replace of its properties can be performed by the SCS/AS by using the HTTP PUT method on
the "delivery_via_mbms" instance resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.8.2.2.5.3.2-1.

The content body of the group message delivery via MBMS update request shall contain updated full representation of
the group message delivery resource. Only the properties "locationinfo”, "accuracy", "messageDeliverystarttime" and

"groupM essagepayload” can be modified.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,
areshown in Table 5.8.2.2.5.3.2-1.
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Table 5.8.2.2.5.3.2-1: Data structures supported by the PUT request/response by the resource

- ¢ Data type Cardinality Remarks
eques - - .
body GMDViaMBMSByMb2 1 Parameters to replace group message delivery resource with the
SCEF.
Response
Data type Cardinality [ codes Remarks
Response | GMDViaMBMSByMb2 1 200 OK The group message delivery was modified successfully.
el The SCEF shall return an updated data structure of
type "GMDViaMBMSByMb2" in the response payload
body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.8.2.2.5.3.3 PATCH

Assuming that a group message delivery has been created using the HTTP POST method described in
subclause 5.8.2.2.4.3.4, partial updating of its properties can be performed by the SCS/AS by using the HTTP PATCH
method on the "delivery-via-mbms" instance resource.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.2.2.5.3.3-1.

Table 5.8.2.2.5.3.3-1: Data structures supported by the PATCH request/response by the resource

- ¢ Data type Cardinality Remarks
eques . - . -
body GMDViaMBMSByMb2Pa |1 Parameters to partially update a group message delivery with the
tch SCEF.
Response
Data type Cardinality [ codes Remarks
Response | GMDViaMBMSByMb2 1 200 OK The group message delivery was modified successfully.
el The SCEF shall return an updated data structure of
type "GMDViaMBMSByMb2" in the response payload
body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.8.2.25.3.4 POST
ThisHTTP method is not supported for the resource.
5.8.2.2.5.3.5 DELETE

To cancel agroup message delivery, the SCS/AS shall usethe HTTP DELETE method on the individual
"delivery_via_ mbms" resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.8.2.2.5.3.5-1.
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Table 5.8.2.2.5.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body none
Response
Data type Cardinality [ codes Remarks
Response |1°"e 204 No The group message delivery subscription was
bg dy Content cancelled successfully.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.8.2.2.6
5.8.2.2.6.1

Resource: GMD via MBMS by MB2 Notification

Introduction

This resource allows the SCEF report the delivery trigger status to the SCS/AS to indicate whether group message

delivery was triggered successful.

5.8.2.2.6.2

Resource URI: { notificationUrl}

Resource definition

This resource shall support the resource URI variables defined in table 5.8.2.2.6.2-1.

Table 5.8.2.2.6.2-1: Resource URI variables for resource "GMD via MBMS by MB2 Notification"

Name

Definition

notificationUrl

A URI indicating the notification destination where T8 notification requests shall be delivered.
This URI can be provided within the field "notificationUrl" in the GMDViaMBMSByMb?2 type. If
this field is not provided with the GMDViaMBMSByMb2, then preconfigured notification URI shall
be used by the SCEF.

5.8.2.2.6.3

5.8.2.2.6.3.

1

Resource methods

Notification via POST

To report the status of the delivery trigger statusto the SCS/AS, the SCEF shall use the HTTP POST method on the
notification point as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.8.2.1.1.4-1.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or
unsuccessful, are shown in Table 5.8.2.2.6.3.1-1.

Table 5.8.2.2.6.3.1-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body |GMDByMb2Notification |1 The delivery status notification.
Response
Data type Cardinality | codes Remarks
Response |Acknowledgement 1 200 OK The successful acknowledgement of the notification
body with a body.
(None) 204 No The successful acknowledgement of the notification
Content  |without a body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
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5.8.2.2.6.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the Group Message Delivery viaMBMS
Notification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

58.2.3 Used Features

The table below defines the features applicable to the GMDviaMBM SbyMB2 API. Those features are negotiated as
described in subclause 5.2.7.

Table 5.8.2.3-1: Features used by GMDviaMBMSbyMB2 API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event featute is
also supported.

2 Notification_test_event | The testing of notification connection is supported according to subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.8.3 GMDviaMBMSbyxMB API

5.8.3.1 Data model
5.8.3.1.1 Resource data types
5.8.3.1.1.1 Introduction

This clause defines data structures to be used in resource representations.

Table5.8.3.1.1.1-1 specifies data types re-used by the GMDviaMBM SbyxMB API from other specifications, including
areference to their respective specifications and when needed, a short description of their use within the
GMDviaMBM SbyxMB API.

Table 5.8.3.1.1.1-1: GMDviaMBMSbyxMB API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |ldentifies the civic address information of the user(s).

SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.8.3.3-1.

5.8.3.1.1.2 Type: ServiceCreation

This type represents the service resource.
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Table 5.8.3.1.1.2-1: Definition of the ServiceCreation data type

Attribute name Data type Cardinality Description Applicability
(NOTE)

self Link 0.1 Link to this resource. This parameter shall
be supplied by the SCEF in HTTP
responses that include an object of
ServiceCreation type

externalGroupld ExternalGroupld 1 Identifies a user group as defined in
subclause 4.6.2 of 3GPP TS 23.682 [2]
supplied by the SCS/AS.

userServiceld string 0.1 Identifies the MBMS User Service
supplied by the SCEF.

serviceClass string 0.1 The service class that service belongs to
supplied by the SCEF.

serviceLanguages array(string) 0.1 List of language of the service content

guag supplied by the SCEF.
serviceNames array(string) 0.1 ;ICS:tEcl):f Service Names supplied by the
boolean 0..1 When set to 'true’, the Content Provider

indicates that the service is a Receive

Only Mode service. This parameter is

supplied by the SCEF

serviceAnnouncement |string 0.1 Enumeration of Service Announcement

Mode Mode supplied by the SCEF.

NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

receiveOnlyMode

5.8.3.1.1.3 Type: GMDViaMBMSByxMB

This type represents the group message delivery viaMBMS by xMB.
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Table 5.8.3.1.1.3-1: Definition of type GMDViaMBMSByxMB

Attribute name Data type Cardinality Description Applicability
(NOTE)
self Link 0..1 Link to this resource. This
parameter shall be supplied by the
SCEF in HTTP responses that
include an object of
GroupMessageDeliveryViaMBMS
type
notificationDestination |Link 1 A URI indicating the notification
destination where T8 notification
requests shall be delivered
requestTestNotificatio [boolean 0.1 Set to true by the SCS/AS to Notification_t
n request the SCEF to send a test est_event
notification as defined in
subclause 5.2.5.3. Set to false or
omitted otherwise.
websockNotifConfig WebsockNotifConfig 0.1 Configuration parameters to set up [Notification_w
notification delivery over ebsocket
Websocket protocol as defined in
subclause 5.2.5.4.
mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the
group message.
messageDeliveryStart |DateTime 0.1 Identifies the absolute time at which
Time the SCS/As starts to distribute the
data. If absent, it indicates the
message shall be sent immediately.
messageDeliveryStop |DateTime 0.1 Identifies the absolute time at which
Time the SCS/As is expected to stop
distributing the data. If absent,
configuration time will be used.
groupMessagePayloa |Binary 0.1 Indicates the payload the SCS/AS
d intends to deliver to the UEs.
scefMessageDeliveryl |lpv4Addr 0.1 Indicates the Ipv4 address where
Pv4 the SCEF wants to receive the
data.
scefMessageDeliveryl |Ipv6Addr 0.1 Indicates the Ipv6 address where
Pv6 the SCEF wants to receive the
data.
scefMessageDelivery |integer 0.1 Indicates the port number where
Port the SCEF wants to receive the
data.
NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.8.3.1.14 Type: GMDByxMBNotification
This type represents the group message delivery notification.
Table 5.8.3.1.1.4-1: Definition of type GMDByxMbNotification
Attribute name Data type Cardinality Description Applicability
(NOTE)
transaction Link 1 Link to the transaction resource to
which this notification is related.
deliveryTriggerStatus |boolean 0.1 Indicates whether delivery of group
message payload was successful
or not

NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.8.3.1.15 Type: GMDViaMBMSByxMBPatch

This type represents group message delivery viaMBMS request. The structure is used for PATCH request.
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Table 5.8.3.1.1.5-1: Definition of the GMDViaMBMSByxMBPatch data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
mbmsLocArea MbmsLocArea 0.1 Restricts the distribution of the
group message.
messageDeliveryStart |DateTime 0.1 Identifies the absolute time at which
Time the SCS/As starts to distribute the
data. If absent, it indicates the
message shall be sent immediately.
messageDeliveryStop |DateTime 0..1 Identifies the absolute time at which
Time the SCS/As is expected to stop
distributing the data. If absent, the
configuration value will be used.
groupMessagePayloa |Binary 0.1 Indicates the payload the SCS/AS
intends to deliver to the UEs.
NOTE: Properties marked with a feature as defined in subclause 5.8.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
5.8.3.1.1.6 Type: MbmsLocArea

This data type represents the user location area which is sent from the SCS/AS to the SCEF by group message delivery
viaMBMS request.

Table 5.8.3.1.1.6-1: Definition of the MbmsLocArea data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
cellld array(string) 0..N Ind_icat_es a_(_:ell Global Identificgtion gf the user
which identifies the cell the UE is registered.
enodeBld array(string) 0..N Indicates an eNodeB in which the UE is

currently located.
Identifies a geographic area of the user where

array(Geographic |0..N
Area) the UE is located.

mbmsServiceAreal |array(string) 0..N Identifies an MBMS Service Area ldentity of the
d user where the UE is located.

array(CivicAddre |0..N Identifies a civic address of the user where the
Ss) UE is located.

geographicArea

civicAddress

NOTE: Properties marked with a feature as defined in subclause 5.8.2.3 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.8.3.2 Resource structure

5.8.3.2.1 General

All resource URIs of this API should have the following root:
{apiRoot}/3gpp-group-message-delivery-xmb /v1/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to " 3gpp-group-message-delivery-xmb" and
"apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIsin the subclauses
below are defined relative to the above root URI.

The following resources and HTTP methods are supported for this API:
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Table 5.8.3.2.1-1: Resources and methods overview

Resource name Resource URI HTTP . HTTP Meaning
method initiator
xMB Services 3gpp-group-message-delivery- POST SCSI/AS Create a service when xMB is
xmb/v1/{scsAsld} used as a southbound interface.
Iservices/
GET SCSI/AS Read all active service resource
for a given SCS/AS.
Individual xMB 3gpp-group-message-delivery- GET SCS/AS Read an active service resource
Service xmb/vi/{scsAsld} for a given SCS/AS and Service
Iservices/{serviceld} Id.
DELETE SCSI/AS Delete an existing service
resource for agiven SCS/AS and
Service Id.
GMD via MBMS 3gpp-group-message-delivery- GET SCS/AS Read all group message delivery
by xMB xmb/v1/{scsAsld} resources for a given SCS/AS
Iservices/{serviceld}/delivery-via- and Service Id.
b -
moms POST SCSI/AS Create a group message delivery
resource for given SCS/AS and
Service Id when XMB is used as
a southbound interface.
Individual GMD 3gpp-group-message-delivery- PUT SCSI/AS Replace a group message
via MBMS by xMB |xmb/v1/{scsAsld} delivery resource
Iservices/{serviceld}/delivery-via-  |PATCH SCS/IAS  |Modify a group message delivery
mbms/{transactionld} resource.
GET SCS/AS Read a group message delivery
resource.
DELETE SCS/AS Delete a group message delivery
resource.
GMD via MBMS {natificationUrl} POST SCEF Report a specific group message
by XMB delivery result to the SCS/AS for
Notification a given Transaction Id selected
by the SCEF.
5.8.3.2.2 Resource: XMB Services
5.8.3.2.2.1 Introduction

This resource allows the SCS/AS to create service resource when the xMB is used as a southbound interface.

5.8.3.2.2.2

Resource definition

Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-xmb/v1/{scsAsl d}/services

This resource shall support the resource URI variables defined in table 5.8.3.2.2.2-1.

Table 5.8.3.2.2.2-1: Resource URI variables for resource "GMD via MBMS by xMB"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.8.3.2.2.3 Resource methods
5.8.3.2.231 GET

The GET method allows the SCS/AS read al active service resources for agiven SCS/AS. It isinitiated by the SCS/AS
and answered by the SCEF.
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This method shall support request and response data structures, and response codes, as specified in the

table 5.8.3.2.2.3.1-1.

Table 5.8.3.2.2.3.1-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body  |none.
Response
Data type Cardinality| codes Remarks

Response - X - .

body array(ServiceCreation) |0..N 200 OK The service resource for the SCS/AS in the request URI

is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.8.3.2.2.3.2

PUT

This HTTP method is not supported for the resource.

5.8.3.2.2.3.3

PATCH

This HTTP method is not supported for the resource.

5.8.3.2.2.34

POST

The POST method creates a new service resource for agiven SCS/AS. It isinitiated by the SCS/AS and answered by

the SCEF.

This method shall support request and response data structures, and response codes, as specified in the

table 5.8.3.2.2.3.4-1.

Table 5.8.3.2.2.3.4-1:; Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - X - . -
body ServiceCreation 1 Parameters to create and authorize a service with the SCEF.
Response
Data type Cardinality| codes Remarks
ServiceCreation 1 201 The resource of a service was created successfully.
Created
Response The SCEF shall return a data structure of type
body "ServiceCreation" in the response payload body.
On success, the HTTP response shall include a
"Location" HTTP header that points to the created
resource URI identified by the ScsAsld and the
Serviceld.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.8.3.2.2.3.5

DELETE

ThisHTTP method is not supported for the resource.

5.8.3.2.3
5.8.3.23.1

Resource: Individual xMB Service

Introduction

This resource allows the SCS/AS to del ete a service resource.

5.8.3.2.3.2

Resource definition

Resource URI: {apiRoot}/3gpp_device triggering xmb/v1/{scsAsl d}/services/{servicel d}
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This resource shall support the resource URI variables defined in table 5.8.3.2.3.2-1.

Table 5.8.3.2.3.2-1: Resource URI variables for resource "Individual Service Creation"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
serviceld Identifier of the service.
5.8.3.2.3.3 Resource methods
5.8.3.2.3.3.1 GET

The GET method reads a active service resource for agiven SCSYAS and a service Id. It isinitiated by the SCS/AS and
answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.3.3.1-1.

Table 5.8.3.2.3.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body ServiceCreation 0.1 200 OK The service resource for the SCS/AS and Service Id in
the request URI is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.8.3.2.3.3.2 PUT

ThisHTTP method is not supported for the resource.
5.8.3.2.3.3.3 PATCH

This HTTP method is not supported for the resource.
5.8.3.2.3.34 POST

This HTTP method is not supported for the resource.
5.8.3.2.3.35 DELETE

To delete a service resource, the SCS/AS shall use the HTTP DELETE method on the " ServiceCreation™ resource
whichisindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.8.3.2.3.3.5-1.

Table 5.8.3.2.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality [ codes Remarks
body none 200 OK The group message delivery subscription was

cancelled successfully.
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5.8.3.24 Resource: GMD via MBMS by xMB
5.8.3.24.1 Introduction
This resource alows the SCS/AS to create a group message delivery when the xMB is used as a southbound interface.
5.8.3.2.4.2 Resource definition
Resource URI: {apiRoot}/3gpp-gr oup-message-deliver y-xmb/v1/{scsAsl d}/ser vices/{ ser vicel d}/delivery-via-mbms
This resource shall support the resource URI variables defined in table 5.8.3.2.4.2-1.

Table 5.8.3.2.4.2-1: Resource URI variables for resource "GMD via MBMS by xMB"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
Serviceld Identifier of the service
5.8.3.24.3 Resource methods
5.8.3.24.3.1 GET

ThisHTTP method is not supported for the resource.
5.8.3.2.4.3.2 PUT

This HTTP method is not supported for the resource.
5.8.3.24.33 PATCH

This HTTP method is not supported for the resource.
5.8.3.24.34 POST

The POST method creates a new group message delivery viaMBMS resource for a given SCS/AS and service Id
selected by the SCS/AS. It isinitiated by the SCS/AS and answered by the SCEF. This method shall support request
and response data structures, and response codes, as specified in the table 5.8.3.2.4.3.4-1.

Table 5.8.3.2.4.3.4-1: Data structures supported by the POST request/response by the resource

o ¢ Data type Cardinality Remarks
eques . . . -
body GMDViaMBMSByxMB 1 Parameters to create and authorize a group message delivery via
MBMS with the SCEF-.
Response
Data type Cardinality | codes Remarks
GMDViaMBMSByxMB 1 201 The creation of a group message delivery was created
Created successfully.
Response The SCEF shall return a data structure of type
body "GMDViaMBMSByYxMB" in the response payload body.
On success, the HTTP response shall include a
"Location" HTTP header that points to the created
resource URI identified by the ScsAsld and the
Transaction Id
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1
5.8.3.2.4.35 DELETE

ThisHTTP method is not supported for the resource.
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5.8.3.25 Resource: Individual GMD via MBMS by xMB

5.8.3.251 Introduction

This resource allows the SCS/AS to modify or delete a group message delivery viaMBM S resource.
5.8.3.2.5.2 Resource definition

Resource URI: {apiRoot}/3gpp-device-triggering-xmb/v1/{scsAsl d}/ser vices/{ser vicel d}/delivery-via-
mbms/{transactionld}

This resource shall support the resource URI variables defined in table 5.8.3.2.5.2-1.
Table 5.8.3.2.5.2-1: Resource URI variables for resource "Individual GMD via MBMS by xMB"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
serviceldld Identifier of the service selected by the SCEF. The transactionld corresponds to the stage 2
TLTRI.
5.8.3.25.3 Resource methods
5.8.3.25.3.1 GET

The GET method reads a group message delivery via MBM S resource for agiven SCS/AS, aserviceld and a
transactionld. It isinitiated by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.3.3.1-1.

Table 5.8.3.2.5.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body GMDViaMBMSByxMB 0.1 200 OK The group message delivery resource for the SCS/AS
in the request URI is returned.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1

5.8.3.25.3.2 PUT

Assuming that a group message delivery has been created using the HTTP POST method described in
subclause 5.8.3.2.4.3.4, replace of its properties can be performed by the SCS/AS by using the HTTP PUT method on
the "delivery-via-mbms" instance resource as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.8.3.1.1.3-1.

The content body of the group message delivery via MBMS update request shall contain updated full representation of
the group message delivery resource. Only the properties "locationinfo", "accuracy", "messageDeliverystarttime”,
"messageDeliverystoptime" and "groupM essagepayload” can be modified.

The possible response messages from the SCEF, depending on whether the PUT request is successful or unsuccessful,
areshown in Table 5.8.3.2.5.3.2-1.
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Table 5.8.3.2.5.3.2-1: Data structures supported by the PUT request/response by the resource

- ¢ Data type Cardinality Remarks
eques - - -
body GMDViaMBMSByxMB 1 Parameters to replace group message delivery resource with the
SCEF.
Response
Data type Cardinality [ codes Remarks
Response | GMDViaMBMSByxMB 1 200 OK The group message delivery was modified successfully.
body

The SCEF shall return an updated data structure of
type "GMDViaMBMSByxMB" in the response payload
body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.8.3.25.3.3

PATCH

Assuming that a group message delivery has been created using the HTTP POST method described in
subclause 5.8.3.2.4.3.4, partial updating of its properties can be performed by the SCS/AS by using the HTTP PATCH
method on the "delivery-via-mbms" instance resource.

This method shall support request and response data structures, and response codes, as specified in the
table 5.8.3.2.5.3.3-1.

Table 5.8.3.2.5.3.3-1: Data structures supported by the PATCH request/response by the resource

- ¢ Data type Cardinality Remarks
eques - ) . -

body GMDViaMBMSByxMB 1 Parameters to partially update a group message delivery with the

Patch SCEF.
Response
Data type Cardinality [ codes Remarks

Response | GMDViaMBMSByxMB 1 200 OK The group message delivery was modified successfully.

body

The SCEF shall return an updated data structure of
type "GMDViaMBMSByxMB" in the response payload
body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.8.3.25.34

POST

ThisHTTP method is not supported for the resource.

5.8.3.25.3.5

DELETE

To cancel agroup message delivery, the SCS/AS shall usethe HTTP DELETE method on the individual
"delivery_via_ mbms" resource which isindicated by the URI in the Location header of the HTTP POST response:

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.8.3.2.5.3.5-1.

Table 5.8.3.2.5.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body none 200 OK The group message delivery subscription was

cancelled successfully.
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5.8.3.2.6 Resource: GMD via MBMS by xMB Notification
5.8.3.2.6.1 Introduction

This resource allows the SCEF report the delivery trigger status to the SCS/AS to indicate whether group message
delivery was triggered successful.

5.8.3.2.6.2 Resource definition
Resource URI: { notificationUrl}
This resource shall support the resource URI variables defined in table 5.8.3.2.6.2-1.

Table 5.8.3.2.6.2-1: Resource URI variables for resource "Group Message Delivery via MBMS
Notification"

Name Definition

notificationUrl A URI indicating the notification destination where T8 notification requests shall be delivered.
This URI can be provided within the field "natificationUrl" in the GMDViaMBMSByxMB type. If
this field is not provided with the GMDViaMBMSByxMB, then preconfigured notification URI shall
be used by the SCEF.

5.8.3.2.6.3 Resource methods
5.8.3.2.6.3.1 Notification via POST

To report the status of the delivery trigger status to the SCS/AS, the SCEF shall use the HTTP POST method on the
notification point as follows:

- the body of the message is encoded in JSON format with the data structure defined in table 5.8.3.1.1.4-1.

The possible response messages from the SCS/AS, depending on whether the POST request is successful or
unsuccessful, are shown in Table 5.8.3.2.6.3.1-1.

Table 5.8.3.2.6.3.1-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body |GMDByxMBNotification |1 The delivery status notification.
Response
Data type Cardinality | codes Remarks
Response | Acknowledgement 1 200 OK The successful acknowledgement of the natification
body with a body.
(None) 204 No The successful acknowledgement of the notification
Content  |without a body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.8.3.2.6.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the Group Message Delivery viaMBMS
Notification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.8.3.3 Used Features

The table below defines the features applicable to the GMDviaMBM SbyxMB API. Those features are negotiated as
described in subclause 5.2.7.
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Table 5.8.3.3-1: Features used by GMDviaMBMSbyxMB API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event featute is
also supported.

2 Notification_test_event | The testing of notification connection is supported according to subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.9 ReportingNetworkStatus API

59.1 Overview

The ReportingNetworkStatus APl isa RESTful API that allows the SCS/AS to be one-time or continuous notified of
the network status in a geographic area. The ReportingNetworkStatus API defines a set of data models, resources and
the related procedures for the creation and management of the network status reporting request. The corresponding
JSON schema for the representation of the resources and operations defined by the ReportingNetworkStatus AP is
provided in its complete form in Annex A.9.

59.2 Data model

5.9.2.1 Resource data types
59.21.1 Introduction

This clause defines data structures to be used in resource representations.

Table 5.9.2.1.1-1 specifies data types re-used by the ReportingNetworkStatus API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the
ReportingNetworkStatus API.

Table 5.9.2.1.1-1: ReportingNetworkStatus API re-used Data Types

Data type Reference Comments
GeographicArea 3GPP TS 29.572 [42] |Identifies the geographical information of the user(s).
CivicAddress 3GPP TS 29.572 [42] |ldentifies the civic address information of the user(s).
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.9.4-1.

5.9.21.2 Type: NetworkStatusReportingSubscription

This type represents the subscription of reporting the network status. The same structure is used in the subscription
request and subscription response.
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Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 1)

self

Link

0.1

Link to this resource. This
parameter shall be supplied by the
SCEF in HTTP responses that
include an object of
NetworkStatusReportingSubscriptio
n type.

supportedFeatures

SupportedFeatures

Used to negotiate the supported
optional features of the API as
described in subclause 5.2.7.

notificationDestination

Link

A URI indicating the notification
destination where T8 natification
requests shall be delivered

requestTestNotificatio
n

boolean

Set to true by the SCS/AS to
request the SCEF to send a test
notification as defined in
subclause 5.2.5.3. Set to false or
omitted otherwise.

Notification_t
est_event

websockNotifConfig

WebsockNotifConfig

Configuration parameters to set up
notification delivery over
Websocket protocol as defined in
subclause 5.2.5.4.

Notification_w
ebsocket

locationArea

LocationArea

Identifies a location area. It can be
either a list of cell IDs, or a list of
Tracking Areas, or civic addresses,
or a geographic area, or a
combination of any of the above.

timeDuration

DateTme

Identifies the time for which a
continuous reporting is requested.
Shall not be provided for one time
reporting case.

thresholdValues

array(CongestionValue)

Identifies a list of congestion
level(s) with exact value that the
SCSJ/AS requests to be informed of
when reached.

(NOTE 2)

thresholdTypes

array(CongestionType)

Identifies a list of congestion
level(s) with abstracted value that
the SCS/AS requests to be
informed of when reached.

(NOTE 2)

NOTE 1: Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2: thresholdValue and thresholdType shall be mutually exclusive.
5.9.2.2 Notification data types
5.9.2.2.1 Introduction

This clause defines data structures to be used in notifications.

5.9.2.2.2

Type: NetworkStatusReportingNotification

This data type represents a network status reporting notification which is sent from the SCEF to the SCS/AS.
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Table 5.9.2.2.2-1: Definition of type NetworkStatusReportingNotification

Attribute name Data type Cardinality Description Applicability
(NOTE 1)
subscription Link 1 Link to the subscription resource to which
this notification is related.
nsiValue CongestionValue |(0..1 Network Status Indicator based on exact
value for congestion status received from
RCAF(s).
(NOTE 2)
nsiType CongestionType [0..1 Network Status Indicator based on
abstracted value for congestion status.
(NOTE 2)
NOTE 1: Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2: nsiValue and nsiType shall be mutually exclusive.

5.9.2.3 Referenced simple data types and enumerations
5.9.23.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.9.2.3.2 Simple data types
The simple data types defined in table 5.9.2.3.2-1 shall be supported.
Table 5.9.2.3.2-1: Simple data types

Type name Description

CongestionValue Unsigned integer with valid values between 0 and 31. The value 0 indicates that there is
no congestion. The value 1 is the lowest congestion level and value 31 is the highest
congestion level.

5.9.2.3.3 Enumeration: CongestionType
The enumeration CongestionType represents abstracted values for congestion status.

Table 5.9.2.3.3-1: Enumeration CongestionType

Enumeration value Description Applicability
(NOTE)
HIGH The congestion status is high.
MEDIUM The congestion status is medium.
LOW The congestion status is low.
NOTE: Properties marked with a feature as defined in subclause 5.9.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.9.3 Resource structure
5931 General

All resource URIs of this API should have the following root:
{apiRoot}/3gpp-net-stat-report/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIsin the subclauses below are defined relative to the
above root URI.

The following resources and HT TP methods are supported for this API:

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 135 ETSI TS 129 122 V15.0.0 (2018-07)

Table 5.9.3.1-1: Resources and methods overview

Resource Resource URI HTTP Meaning
name method

Network 3gpp-net-stat-report/v1/{scsAsld}/subscriptions GET Read all network status

Status reporting subscription

Reporting resources for a given

Subscription SCSI/AS.

S POST Create a new network
status reporting
subscription resource.

Individual 3gpp-net-stat- GET Read a network status

Network report/v1/{scsAsld}/subscriptions/{subscriptionld} reporting subscription

Status resource.

Reporting PUT Modify an existing

subscription continuous network status
reporting subscription
resource.

DELETE |Delete an existing
continuous network status
reporting subscription

resource.
Network {notificationDestination} POST Report a detected network
Status status for a subscription
Reporting from the SCEF to the
Notification SCSIAS
5.9.3.2 Resource: Network Status Reporting Subscriptions
5.9.3.2.1 Introduction

Thisresource allows the SCS/AS to read all active long-term subscriptions related to a network status reporting.
5.9.3.2.2 Resource definition

Resource URI: {apiRoot}/3gpp-net-stat-repor t/v1/{scsAsl d}/subscriptions

This resource shall support the resource URI variables defined in table 5.9.3.2.2-1.

Table 5.9.3.2.2-1: Resource URI variables for resource "Network Status Reporting Subscriptions"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.9.3.2.3 Resource methods
5.9.3.23.1 GET

The GET method allows to read all active network status reporting subscriptions for agiven SCS/AS. The SCS/AS shall
initiate the HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.2.3.1-1 and table 5.9.3.2.3.1-2.
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Table 5.9.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.9.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks

body  |none

Response
Response Data type Cardinality | codes Remarks

body array(NetworkStatusRep |0..N 200 OK The information about the network status reporting
ortingSubscription) subscriptions related to the request URI is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.9.3.2.3.2 PUT

ThisHTTP method is not supported for the resource.
5.9.3.23.3 PATCH

This HTTP method is not supported for the resource.
5.9.3.234 POST

The POST method creates a new network status reporting subscription resource for agiven SCS/AS. The SCS/AS shall
initiate the HTTP POST request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.2.3.4-1 and table 5.9.3.2.3.4-2.

Table 5.9.3.2.3.4-1: URI query parameters supported by the POST method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.9.3.2.3.4-2: Data structures supported by the POST request/response by the resource

R ¢ Data type Cardinality Remarks
eques
b?)dy NetworkStatusReporting |1 Parameters to register a subscription to request notifications about
Subscription network status information report with the SCEF.
Response
Data type Cardinality | codes Remarks
Reggg;se NetworkStatusReporting |1 201 The subscription was created successfully.
Subscription Created The URI of the created resource shall be returned in
the "Location” HTTP header.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.9.3.235 DELETE

This HTTP method is not supported for the resource.
5.9.3.3 Resource: Individual Network Status Reporting Subscription

5.9.3.3.1 Introduction

Thisresource allows the SCS/AS to request for being notified about the network status using a long-term subscription.
5.9.3.3.2 Resource definition

Resource URI: {apiRoot}/3gpp-net-stat-report/vl/{scsAsl d}/subscriptions/{subscriptionl d}
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Table 5.9.3.3.2-1: Resource URI variables for resource "Individual Network Status Reporting
Subscription”

Name

Definition

apiRoot

See clause 5.2.4.

scsAsld

Identifier of the SCS/AS of type ScsAsld.

subscriptionld

2TLTRI.

Identifier of the subscription resource of type string. The subscriptionld corresponds to the stage

5.9.3.3.3
5.9.3.33.1

Resource methods

GET

The GET method allows to read an active network status reporting subscription resource. The SCS/AS shall initiate the
HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.3.3.1-1 and table 5.9.3.3.3.1-2.

Table 5.9.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.9.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  |none
Response

Response Data type Cardinality | codes Remarks

body NetworkStatusReporting |1 200 OK The subscription information related to the request URI

Subscription is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.9.3.3.3.2 PUT

The PUT method modifies an existing subscription resource to update a subscription. The SCS/AS shall initiate the
HTTP PUT request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.3.3.2-1 and table 5.9.3.3.3.2-2.

Table 5.9.3.3.3.2-1: URI query parameters supported by the PUT method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.9.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

R ¢ Data type Cardinality Remarks
eques . . .y e
body |NetworkStatusReporting |1 Parameters to register a subscription to request notifications about
Subscription network status information report with the SCEF.
Response
Response Data type Cardinality | codes Remarks
body | NetworkStatusReporting |1 200 OK |The subscription was updated successfully.
Subscription
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
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5.9.3.3.3.3 PATCH

ThisHTTP method is not supported for the resource.
5.9.3.3.34 POST

ThisHTTP method is not supported for the resource.
5.9.3.3.35 DELETE

The DELETE method deletes the resource and terminates the related network status reporting subscription. The
SCS/AS shall initiate the HTTP DELETE reguest message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.3.3.5-1 and table 5.9.3.3.3.5-2.

Table 5.9.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.9.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body  |none 204 No  |The subscription was terminated successfully.
Content

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.9.34 Network Status Reporting Notification

59.34.1 Introduction

This resource allows the SCEF to send notifications about the detected network status to the SCS/AS.
5.9.3.4.2 Resource definition

Resource URI: {notificationDestination}

This resource shall support the resource URI variables defined in table 5.9.3.4.2-1.

Table 5.9.3.4.2-1: Resource URI variables for resource "Network Status Reporting Notification"

Name Definition

notificationDestination |Callback reference provided by the SCS/AS during creation of the network status reporting
subscription.

5.9.3.4.3 Resource methods
5.9.34.3.1 Notification via POST

The HTTP POST method reports the detected network status for a network status subscription. The SCEF shall initiate
the HTTP POST request message and the SCS/AS shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.9.3.4.3.1-1 and table 5.9.3.4.3.1-2.
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Table 5.9.3.4.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.9.3.4.3.1-2: Data structures supported by the POST request/response by the resource

o ¢ Data type Cardinality Remarks

eques

b?)dy NetworkStatusReporting |1 The network status reporting notification provided by the SCEF.

Notification

Response

Response Data type Cardinality | codes Remarks

body none 204 No The network status reporting notification is received

Content  |successfully.

NOTE: In addition to the above response codes, the SCS/AS can also send the HTTP response codes in table 5.2.6-
1.

5.9.3.4.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NetworkStatusReportingNotification may
alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

594 Used Features

The table below defines the features applicable to the ReportingNetworkStatus API. Those features are negotiated as
described in subclause 5.2.7.

Table 5.9.4-1: Features used by ReportingNetworkStatus API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event featute is
also supported.

2 Notification_test_event | The testing of notifications connections is supported according to
subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.10 CpProvisioning API
5.10.1 Overview

The CpProvisioning APl isa RESTful API that allows the SCS/AS to add, change or del ete the communication pattern
parameter sets of the UE. The CpProvisioning API defines a set of data models, resources and the related procedures for
the creation and management of the resources for communication pattern parameter provisioning. The corresponding
JSON schemafor the representation of the resources and operations defined by the CpProvisioning API is provided in
its complete form in Annex A.10.

5.10.2 Data model

5.10.2.1 Resource data types
5.10.2.1.1 Introduction
This clause defines data structures to be used in resource representations.

Table5.10.2.1.1-1 specifies data types re-used by the CpProvisioning API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the CpProvisioning
API.
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Table 5.10.2.1.1-1: CpProvisioning API re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.10.4-1.

5.10.2.1.2 Type: Cplinfo

This type represents the resources for communication pattern parameter provisioning. The same structure isused in the
subscription request and subscription response.

Table 5.10.2.1.2-1: Definition of type Cplinfo

Attribute name Data type Cardinality Description Applicability
(NOTE 2)

supportedFeatures SupportedFeatures 1 Used to negotiate the supported
optional features of the API as
described in subclause 5.2.7.
externalld Externalld 0.1 Each element uniquely identifies a
user as defined in Clause 4.6.2 of
3GPP TS 23.682 [2].

(NOTE 1)

msisdn Msisdn 0.1 Each element identifies the MS
internal PSTN/ISDN number
allocated for a UE.

(NOTE 1)

externalGroupld ExternalGroupld 0.1 Identifies a user group as defined in
Clause 4.6.2 of

3GPP TS 23.682 [2].

(NOTE 1)

cpParameterSet map(CpParameterSet) 1..N Identifies a set of CP parameter

information that may be part of this

Cplnfo structure.

NOTE 1: One of the properties "externalld”, "msisdn” or "externalGroupld" shall be included.

NOTE 2: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.10.2.2 Referenced structured data types

5.10.2.2.1 Introduction

This clause defines structured data types that are referenced from data structures defined in the previous clauses.
5.10.2.2.2 Type: CpParameterSet

This data type represents an offered communication pattern parameter set sent from the SCC/AS to the SCEF.
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Table 5.10.2.2.2-1: Definition of type CpParameterSet

Attribute name Data type Cardinality Description Applicability
(NOTE 1)

setld string 1 SCS/AS-chosen correlator provided by the
SCS/AS in the request to create a
resource fo CP parameter set(s).

self Link 0.1 Link to the resources. This parameter shall
be supplied by the SCEF in HTTP
responses that include an object of
CpParameterSet type

validityTime DateTime 0.1 Identifies when the CP parameter set
expires and shall be deleted. If absent, it
indicates that there is no expiration time
for this CP parameter set.

periodicCommunicationin  |Communication |(0..1 Identifies whether UE communicates
dicator Indicator periodically or on demand.
communicationDurationTi |DurationSec 0.1 Identifies duration time of periodic
me communication
periodicTime DurationSec 0.1 Identifie; intgrval time of periodic
communication
scheduledCommunication Schgdul.edc.om 0.1 Identifies timg zone.and day of the week
Time municationTime when thg UE is available for
communication.
stationarylindication St_ationarylndic 0.1 Iden_tifies whether the UE is stationary or
ation mobile.
expectedUmts array(LocationA |0..N Identifies the UE's expected geographical |ExpectedUM
rea) movement. The attribute is only applicable [T_5G
in 5G.
(NOTE 2)

NOTE 1: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

NOTE 2: The first instance of the attribute represents the start of the location, and the last one represents the stop of
the location.

5.10.2.2.3 Type: ScheduledCommunicationTime
This data type represents an offered scheduled communication time.

Table 5.10.2.2.3-1: Definition of type ScheduledCommunicationTime

Attribute name Data type Cardinality Description Applicability
(NOTE)
daysOfWeek array(DayOfWeek) 0..6 Identifies the day(s) of the week. If
absent, it indicates every day of the
week.
timeOfDayStart TimeOfDay 0.1 Identifies the start time of the day.
timeOfDayEnd TimeOfDay 0.1 Identifies the end time of the day.
NOTE: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.2.3 Referenced simple data types and enumerations
5.10.2.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. In addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.10.2.3.2 Simple data types
The simple data types defined in table 5.10.2.3.2-1 shall be supported.

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 142 ETSI TS 129 122 V15.0.0 (2018-07)

Table 5.10.2.3.2-1: Simple data types

Type name Description

5.10.2.3.3 Enumeration: Communicationindicator

Table 5.10.2.3.3-1: Enumeration Communicationindicator

Enumeration value Description Applicability (NOTE)
PERIODICALLY Identifies the UE communicates periodically
ON DEMAND Identifies the UE communicates on demand

NOTE: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.2.3.4 Enumeration: Stationarylndication

Table 5.10.2.3.4-1: Enumeration StationaryIndication

Enumeration value Description Applicability (NOTE)
STATIONARY Identifies the UE is stationary
MOBILE Identifies the UE is mobile

NOTE: Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.10.3 Resource structure
5.10.3.1 General

All resource URIs of this API should have the following root:
{apiRoot}/3gpp-cp-par ameter-provisioning/vl/

"apiRoot" is set as described in subclause 5.2.4. All resource URIsin the subclauses below are defined relative to the
above root URI.

The following resources and HTTP methods are supported for this API:
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Table 5.10.3.1-1: Resources and methods overview

Resource Resource URI HTTP Meaning
name method
CP 3gpp-cp-parameter-provisioning/v1/{scsAsld}/subscriptions GET Read all active CP
provisioning parameter provisioning
Subscriptio subscription resources
n for a given SCS/AS

POST Create new
subscription resources
of provisioning CP
parameter set(s)

Individual 3gpp-cp-parameter- GET Read a CP parameter
CP provisioning/v1/{scsAsld}/subscriptions/{subscriptionid} provisioning
Provisioning subscription resource
Subscriptio PUT Modify a CP

n parameter provisioning

subscription resource
DELET |Delete a CP

E parameter provisioning
subscription resource
Individual 3gpp-cp-parameter- PUT Update CP at
CP set provisioning/v1/{scsAsld}/subscriptions/{subscriptionld}/cpSets/{setld} individual CP set(s)
Provisioning |(NOTE) level associated a CP

parameter set Id.
GET Read CP at individual
CP set(s) level
associated a CP
parameter set Id.
DELET |Delete CP at individual
E CP set(s) level
associated a CP
parameter set Id.
NOTE: This setld as a resource identifier is not necessarily identical as the CP parameter set Id received from the
SCSI/AS.

5.10.3.2 Resource: CP Provisioning Subscriptions

5.10.3.2.1 Introduction

This resource alows the SCS/ASto read all active long-term transactions related to CP parameter provisioning resource
management.

5.10.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-cp-parameter -provisioning/vl/{scsAsl d}/subscriptions/
This resource shall support the resource URI variables defined in table 5.10.3.2.2-1.

Table 5.10.3.2.2-1: Resource URI variables for resource "CP Provisioning Subscriptions"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.10.3.2.3 Resource methods
5.10.3.2.3.1 GET

The GET method allowsto read all active subscriptions for a given SCS/AS. The SCS/AS shdll initiatethe HTTP GET
request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.10.3.2.3.1-1 and table 5.10.3.2.3.1-2.
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Table 5.10.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.10.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body array(Cplnfo) 0..N 200 OK The subscription information related to the request URI
is returned.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.10.3.2.3.2

PUT

ThisHTTP method is not supported for the resource.

5.10.3.2.3.3

PATCH

This HTTP method is not supported for the resource.

5.10.3.2.34

POST

The POST method allows to create subscription for agiven SCS/AS. The SCS/AS shall initiate the HTTP POST request
message and the SCEF shall respond to the message.

This method shall support request and response data structures, and response codes, as specified in the

table 5.10.3.2.3.4-1.

Table 5.10.3.2.3.4-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body |cpinfo 1 Change information in CP parameter set.
Response
Data type Cardinality | codes Remarks
Reggg;se Cplinfo 1 201 The subscription was created successfully.
Created The SCEF shall return the created subscription in the
response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.10.3.2.3.5

DELETE

This HTTP method is not supported for the resource.

5.10.3.3
5.10.3.3.1

Introduction

Resource: Individual CP Provisioning Subscription

Thisresource allows the SCS/AS to manage resources for CP parameter provisioning using a subscription Id.

5.10.3.3.2

Resource definition

Resource URI: {apiRoot}/3gpp-cp-par ameter -provisioning/v1/{scsAsl d}/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 5.10.3.3.2- 1.

ETSI




3GPP TS 29.122 version 15.0.0 Release 15 145 ETSI TS 129 122 V15.0.0 (2018-07)

Table 5.10.3.3.2-1: Resource URI variables for resource "Individual CP Provisioning Subscription”

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
subscriptionld Identifier of the subscription resource of type string. The subscriptionld corresponds to the stage
2TLTRI.
5.10.3.3.3 Resource methods
5.10.3.3.3.1 GET

The GET method allows to read the subscription for a given SCS/AS and subscription Id. The SCS/AS shall initiate the
HTTP GET request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.10.3.3.3.1-1 and table 5.10.3.3.3.1-2.

Table 5.10.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.10.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body CplInfo 1 200 OK The subscription information related to the request URI
is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.10.3.3.3.2 PUT

The PUT method allows to change (add/update/remove) one ore more CP parameter set(s) resource(s). The SCS/AS
shall initiate the HTTP PUT request message and the SCEF shall respond to the message.

This method shall support request and response data structures, and response codes, as specified in the
table 5.14.3.3.3.2-1.

Table 5.10.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body | cpinfo 1 Change information in CP parameter set(s).
Response
Data type Cardinality | codes Remarks

Rezgg;se CplInfo 1 200 OK The subscription was modified successfully.
The SCEF shall return an updated subscription in the
response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.10.3.3.3.3 PATCH

ThisHTTP method is not supported for the resource.
5.10.3.3.34 POST

This HTTP method is not supported for the resource.
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5.10.3.3.3.5 DELETE

The DELETE method allows to remove an active subscription. The SCS/AS shall initiate the HTTP DELETE request
message and the SCEF shall respond to the message.

This method shall support request and response data structures, and response codes, as specified in the
table 5.10.3.3.3.5-1.

Table 5.10.3.3.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body |none 204 No  |The subscription was deleted successfully. The payload
Content body shall be empty.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.10.3.4 Resource: Individual CP Set Provisioning
5.10.34.1 Introduction

This resource alows the SCS/AS to manage resources for CP parameter set provisioning associated with a CP
parameter set Id.

5.10.3.4.2 Resource definition

Resource URI: {apiRoot}/3gpp-cp-par ameter -
provisioning/vl/{scsAsl d}/subscriptions/{subscriptionl d}/cpSets/{setl d}

This resource shall support the resource URI variables defined in table 5.10.3.3.2-1.

Table 5.10.3.3.2-1: Resource URI variables for resource "Individual CP Set Provisioning

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
subscriptionld Identifier of the subscription resource of type string.
setld Identifier of the CP parameter set
5.10.3.4.3 Resource methods
5.10.3.4.31 GET

The GET method allowsto read a CP parameter set resource. The SCS/AS shall initiate the HTTP GET request
message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.10.3.4.3.1-1 and table 5.10.3.4.3.1-2.
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Table 5.10.3.4.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.10.3.4.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body CpParameterSet 1 200 OK The subscription information related to the request URI
is returned.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.10.3.4.3.2

PUT

The PUT method allows to update a CP parameter set resource. The SCS/AS shall initiatethe HTTP PUT request
message and the SCEF shall respond to the message.

This method shall support request and response data structures, and response codes, as specified in the

table 5.10.3.4.3.2-1.

Table 5.10.3.4.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body CpParameterSet 1 Change information in CP parameter set.
Response
Data type Cardinality | codes Remarks
Response |CpParameterSet 1 200 OK The CP parameter set resource was modified
body successfully.
The SCEF shall return an updated CP parameter set
resource in the response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.10.3.4.3.3

PATCH

ThisHTTP method is not supported for the resource.

5.10.3.4.34

POST

This HTTP method is not supported for the resource.

5.10.3.4.35

DELETE

The DELETE method allows to remove an active subscription. The SCS/AS shall initiate the HTTP DELETE request
message and the SCEF shall respond to the message.

This method shall support request and response data structures, and response codes, as specified in the

table 5.10.3.4.3.5-1.
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Table 5.10.3.4.3.5-1.: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body none 204 No The subscription was deleted successfully. The payload
Content body shall be empty.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.10.4 Used Features

The table below defines the features applicable to the CpProvisioning API. Those features are negotiated as described in
subclause 5.2.7.

Table 5.10.4-1: Features used by CpProvisioning API

Feature Feature Description
Number
1 ExpectedUMT_5G | The UE's expected geographical movement is supported. This feature shall be
supported in 5G.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.11 PfdManagement API
5.11.1 Overview

The PfdManagement APl alows the SCS/AS to manage the PFDs viathe SCEF. The PfdManagement API defines a set
of data models, resources and the related procedures for the creation and management of the PFD management request.
The corresponding JSON schema for the representation of the resources and operations defined by the PfdM anagement
API isprovided in its complete form in Annex A.11.

5.11.2 Data model

5.11.2.1 Resource data types
5.11.2.1.1 Introduction
This clause defines data structures to be used in resource representations.

Table5.11.2.1.1-1 specifies data types re-used by the PfdManagement API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the PfdM anagement
API.

Table 5.11.2.1.1-1: PfdManagement API re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.11.4-1.

5.11.2.1.2 Type: PfdManagement

This type represents a PFD management resource for a PFD management request.
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Table 5.11.2.1.2-1: Definition of type PfdManagement

Attribute name Data type |Cardinality Description Applicability
(NOTE)
supportedFeatures |SupportedF |1 Used to negotiate the supported optional features of
eatures the API as described in subclause 5.2.7.
pfdDatas map(PfdDat |0..N Each element uniquely identifies the PFDs for an
a) external application identifier. Each element is
identified in the map via an external application
identifier as key. The response shall include
successfully provisioned PED data of application(s).
pfdReports map(PfdRe |0..N Supplied by the SCEF and contains the external
port) application identifiers for which PFD(s) are not added

or modified successfully. The failure reason is also

included. Each element provides the related

information for one or more external application

identifier(s) and is identified in the map via the failure

identifier as key.

NOTE:  Properties marked with a feature as defined in subclause 5.11.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.11.2.1.3 Type: PfdData

Thistype represents a PFD request to add, update or remove PFD(s) for one external application identifier provided by
the SCS/AS to the SCEF via T8 interface.

Table 5.11.2.1.3-1: Definition of type PfdData

Attribute name Data type Cardinality Description Applicability
(NOTE 1)
externalAppld string 1 Each element uniquely external
application identifier
(NOTE 2)
self Link 0.1 Link to the resource. This parameter

shall be supplied by the SCEF in
HTTP responses that include an
object of PfdData type
pfds map(Pfd) 1..N Contains the PFDs of the external
application identifier. Each PFD is
identified in the map via a key
containing the PFD identifier.
allowedDelay DurationSec 0.1 Indicates that the list of PFDs in this
request should be deployed within
the time interval indicated by the
Allowed Delay
NOTE 1: Properties marked with a feature as defined in subclause 5.11.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2: An externalAppld can only belong to one "individual PFD Management Transaction" resource.

5.11.2.1.4 Type: Pfd

This data type represents a PFD for an external Application Identifier.
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Table 5.11.2.1.4-1: Definition of type Pfd

Attribute name

Data type

Cardinality

Description

Applicability
(NOTE 1)

pfdid

string

1 Identifies a PFD of an application
identifier.

flowDescriptions

array(string)

0..N Represents a 3-tuple with protocol,
server ip and server port for UL/DL
application traffic. The content of
the string has the same encoding
as the IPFilterRule AVP value as
defined in IETF RFC 6733 [46].

(NOTE 2)

urls

array(string)

0..N Indicates a URL or a regular
expression which is used to match
the significant parts of the URL.
(NOTE 2)

domainNames

array(string)

0..N Indicates an FQDN or a regular
expression as a domain name
matching criteria.

(NOTE 2)

NOTE 1: Properties marked with a feature as defined in subclause 5.11.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2: One of the properties "flowDescriptions", "urls" or "domainNames" shall be included.

5.11.2.1.5

Type: PfdReport

Thistype represents a PFD report to indicate the external application identifier(s) which PFD(s) are not added or
modified successfully and corresponding failure reason.

Table 5.11.2.1.5-1: Definition of type PfdReport

subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

Attribute name Data type Cardinality Description Applicability
(NOTE)
externalAppld array(string) 1..N Identifies the external application
identifier(s) which PFD(s) are not
added or modified successfully
failureCode FailureCode 1 Identifies the failure reason
cachingTime DurationSec 0.1 It shall be included when the allowed
delayed cannot be satisfied, i.e. it is
smaller than the caching time
configured in fetching PFD.
NOTE: Properties marked with a feature as defined in subclause 5.11.4 are applicable as described in

5.11.2.2
5.11.2.2.1

Introduction

Referenced simple data types and enumerations

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses. |n addition, data types and enumerations defined in subclause 5.2.1 can be referenced.

5.11.2.2.2

Simple data types

The simple data types defined in table 5.11.2.2.2-1 shall be supported.

Table 5.11.2.2.2-1: Simple data types

Type name

Description
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5.11.2.2.3 Enumeration: FailureCode
The enumeration FailureCode represents the failure reason of the PFD management.

Table 5.11.2.2.3-1: Enumeration FailureCode

Enumeration value Description Applicability
(NOTE)
MALFUNCTION This value indicates that something functions wrongly in
PFD provisioning or the PFD provisioning does not function
at all.
RESOURCE_LIMITATION This value indicates there is resource limitation for PFD
storage.
SHORT_DELAY This value indicates that the allowed delay is too short and
PFD(s) are not stored.
SHORT_DELAY_STORED This value indicates that the allowed delay is too short but
PFED(s) are still stored.
APP_ID_DUPLICATED The received external application identifier(s) are already
provisioned.
OTHER REASON Other reason unspecified.
NOTE: Properties marked with a feature as defined in subclause 5.11.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.11.3 Resource structure

5.11.3.1 General

All resource URIs of this API should have the following root:
{apiRoot}/3gpp-pfd-management/vl/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to " 3gpp-pfd-management™ and "apiVersion”
shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are
defined relative to the above root URI.

The following resources and HT TP methods are supported for this API:
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Resource
name

Resource URI

HTTP
method

Meaning

PFD
Management
Transactions

3gpp-pfd-management/vl/{scsAsld}/transactions/

GET

Read all PFDs for a given
SCS/AS

POST

Create PFDs for a given
SCS/AS and one or more
external Application
Identifier(s)

Individual PFD
Management
Transaction

3gpp-pfd-

management/v1l/{scsAsld}/transactions/{transactionld}

GET

Read all PFDs for a given
SCS/AS and a transaction
for one or more external
Application Identifier(s)

PUT

Update PFDs for a given
SCS/AS and a transaction
for one or more external
Application Identifier(s)

DELETE

Delete PFDs for a given
SCS/AS and a transaction
for one or more external
Application Identifier(s)

Individual
Application
PFD
Management

3gpp-pfd-

management/v1/{scsAsld}/transactions/{transactionld}/appli

cations/{appld}
(NOTE)

PUT

Update PFDs at individual
application level

PATCH

Update PFDs at individual
application level

GET

Read PFDs at individual
application level

DELETE

Delete PFDs at individual
application level

NOTE: The appld as the resource identifier is not necessarily be identical as the external application identifier

received from the SCS/AS.

5.11.3.2
5.11.3.21

Resource: PFD Management Transactions

Introduction

Thisresource allows an SCS/ASto read al PFDsfor agiven SCS/AS or create PFDs for a given SCS/AS with one or
more external Application Identifier(s).

5.11.3.2.2

Resource definition

Resource URI: {apiRoot}/3gpp-pfd-management/v1/{scsAsl d}/transactions/

This resource shall support the resource URI variables defined in table 5.11.3.2.2-1.

Table 5.11.3.2.2-1: Resource URI variables for resource "PFD Management Transactions”

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.11.3.2.3 Resource methods
5.11.3.2.3.1 GET

The GET method allows to read all active PFDs for agiven SCS/AS. It isinitiated by the SCS/AS and answered by the

SCEF.

This method shall support the request and response data structures, and response codes, as specified in the
table5.11.3.2.3.1-1.
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Table 5.11.3.2.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body map(PfdManagement) 0..N 200 OK All transactions including the PFDs for the SCS/AS in
the request URI are returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.11.3.2.3.2 PUT
ThisHTTP method is not supported for the resource.
5.11.3.2.3.3 POST

The POST method creates new PFDs resource(s) for agiven SCS/AS with one or more external Application Identifier
provided by the SCSAS. It isinitiated by the SCS/AS and answered by the SCEF. The SCS/AS shall provide the
external Application Identifier in the message body and upon receipt of the HTTP POST message, the SCEF shall
generate the resource "Individual PFD Management Transaction” and also the sub-resource(s) "Individual Application
PFD Management", the SCEF shall send these resource URI in the HTTP response to the SCS/AS.

This method shall support the request and response data structures, and response codes, as specified in the
table5.11.3.2.3.3-1.

Table 5.11.3.2.3.3-1: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body |pfdManagement 1
Response
Data type Cardinality codes Remarks
PfdManagement 1 201 Created |The PFDs resource was created
successfully. PfdReport may be included
Response to provide detailed failure information for
body some applications.
array(PfdReport) 1..N 500 Internal The PFDs for all applications were not
Server Error |created successfully. PfdReport is
included with detailed information.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.11.3.2.34 PATCH

ThisHTTP method is not supported for the resource.
5.11.3.2.35 DELETE

Toremove all PFDsfor agiven SCS/AS, the SCS/AS shall use the HTTP DELETE method on the "PFD Management
Transactions' resource.

The possible response messages from the SCEF, depending on whether the DELETE request is successful or
unsuccessful, are shown in Table 5.11.3.2.3.5-1.

Table 5.11.3.2.3.5-1: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks

body none
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Response
Response Data type Cardinality| codes Remarks
body |none 204 No All PFDs were removed successfully. The SCEF shall
Content  |not return a response payload.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.11.3.3
5.11.3.3.1

Resource: Individual PFD Management Transaction

Introduction

Thisresource allows an SCS/ASto read, or update or delete PFDs for a given SCS/AS and atransaction Id for one or
more application identifier(s) at the SCEF.

5.11.3.3.2

Resource definition

Resource URI: {apiRoot}/3gpp-pfd-management/v1/{scsAsl d}/transactions/{tr ansactionl| d}

This resource shall support the resource URI variables defined in table 5.11.3.3.2- 1.

Table 5.11.3.3.2-1: Resource URI variables for resource "Individual PFD Management Transaction

Name

Definition

apiRoot

See clause 5.2.4.

scsAsld

Identifier of the SCS/AS of type ScsAsld.

transactionld

Identifier of the transaction of type string. The transactionld corresponds to the stage 2 TLTRI.

5.11.3.3.3
5.11.3.3.3.1

Resource methods

GET

The GET method allows to read all PFDs for a given SCS/AS and atransaction Id generated by the SCEF. It isinitiated
by the SCS/AS and answered by the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table5.11.3.3.3.1-1.

Table 5.11.3.3.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality | codes Remarks
Response | pfgmanagement 1 200 OK  |The PFDs for the SCS/AS and the transaction Id for
body one or more application identifier(s) in the request URI
are returned.

NOTE:

In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.11.3.3.3.2
The PUT method modifies the PFDs for a given SCS/AS and an existing transaction |d generated by the SCEF. It is

initiated by the SCS/AS and answered by the SCEF.

PUT

This method shall support the request and response data structures, and response codes, as specified in the
table5.11.3.3.3.2-1.
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Table 5.11.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body PfdManagement 1 update of PFD(s) for an existing transaction Id.
Response
Data type Cardinality | codes Remarks
PfdManagement 1 200 OK The PFDs were updated successfully. PfdReport may
Response be |ncludeq tol provide detailed failure information for
some applications.
body
array(PfdReport) 1.N 500 The PFDs for all applications were not updated
Internal successfully. PfdReport is included with detailed
Server information.
Error
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.11.3.3.3.3

PATCH

This HTTP method is not supported for the resource.

5.11.3.3.34

POST

This HTTP method is not supported for the resource.

5.11.3.3.3.5

DELETE

The DELETE method deletes the PFDs for a given SCS/AS and an transaction 1d generated by the SCEF. It isinitiated
by the SCS/AS and answered by the SCEF.

This method shall support the URI query parameters, request and response data structures, and response codes, as

specified in thetable 5.11.3.3.3.5-1.

Table 5.11.3.3.3.5-1: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body none 204 No The PFDs for an existing transaction Id were removed
Content successfully.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.11.34 Resource: Individual Application PFD Management
5.11.34.1 Introduction

Thisresource allows an SCS/AS to read, update or remove the PFDs for a given SCS/AS and an external Application
Identifier at the SCEF.

5.11.3.4.2

Resource definition

Resource URI: {apiRoot}/3gpp-pfd-management/v1/{scsAsl d}/transactions/{transactionl d}/applications/{app! d}

Thisresource shall support the resource URI variables defined in table 5.11.3.4.2-1.
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Table 5.11.3.3.4-1: Resource URI variables for resource "Individual Application PFD Management"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
transactionld Identifier of the transaction of type string.
appld External Application Identifier of type string.
5.11.34.3 Resource methods
5.11.34.31 GET

The GET method allowsto read all PFDs at individual application level. It isinitiated by the SCS/AS and answered by
the SCEF.

This method shall support request and response data structures, and response codes, as specified in the
table5.11.3.4.3.1-1.

Table 5.11.3.4.3.1-1: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Data type Cardinality | codes Remarks
Response — —
body |PfdData 1 200 OK | The PFDs at individual application level in the request
URI are returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.11.3.4.3.2 PUT

The PUT method modifies the PFDs at individual application level. It isinitiated by the SCS/AS and answered by the
SCEF.

This method shall support the request and response data structures, and response codes, as specified in the
table5.11.3.4.3.2-1.

Table 5.11.3.4.3.2-1: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body PfdData 1 Update of PFD(s) for an existing external application identifier.
Response
Data type Cardinality | codes Remarks
PfdData 1 200 OK The PFDs for an existing external application identifier
Response were updated successfully.
Eizrely PfdReport 1 500 The PFDs for the application were not updated
Internal successfully.
Server
Error
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.11.3.4.3.3 PATCH

The PATCH method modifies the PFDs at individual application level. It isinitiated by the SCS/AS and answered by
the SCEF.

This method shall support the request and response data structures, and response codes, as specified in the
table 5.11.3.3.3.3-1.
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Table 5.11.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

Request Data type Cardinality Remarks
body PfdData 1 Update of PFD(s) for an existing external application identifier.
Response
Data type Cardinality | codes Remarks
PfdData 1 200 OK The PFDs for an existing external application identifier
Response were updated successfully.
gl PfdReport 1 500 The PFDs for the application were not updated
Internal successfully.
Server
Error
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.11.3.4.3.4 POST
This HTTP method is not supported for the resource.
5.11.3.4.35 DELETE

The DELETE method deletes all the PFDs at individual application level. It isinitiated by the SCS/AS and answered by
the SCEF.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in thetable 5.11.3.4.3.5-1.

Table 5.11.3.4.3.5-1: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body  [none
Response
Response Data type Cardinality | codes Remarks
body  |none 204 No |The PFDs were removed successfully.
Content
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.11.4 Used Features

The table below defines the features applicable to the PfdManagement API. Those features are negotiated as described
in subclause 5.2.7.

Table 5.11.4-1: Features used by PfdManagement API

Feature Feature Description

Number
Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.
5.12 ECRControl API

5.12.1 Overview

The ECRControl API isacustom API (RPC interaction) that allows the SCS/AS to query or configure the enhanced
converage restriction over 3GPP networks. The ECRControl API defines a set of data models and related custom
operation procedures for the enhanced coverage restriction control request. The corresponding JSON schema for the
representation of the operations defined by the ECRControl API is provided in its complete formin Annex A.12.
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5.12.2 Data model

5.12.2.1 Data types
5.12.2.1.1 Introduction
This clause defines data structures to be used in the request and response.

Table5.12.2.1.1-1 specifies data types re-used by the ECRControl API from other specifications, including areference
to their respective specifications and when needed, a short description of their use within the ECRControl API.

Table 5.12.2.1.1-1: ECRControl API re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.12.4-1.

5.12.2.1.2 Type: ECRControl
This type represents the Enhanced Coverage Restriction control request. The structure is used only for request.

Table 5.12.2.1.2-1: Definition of type ECRControl

Attribute name Data type Cardinality Description Applicability
(NOTE 1)

supportedFeatures |SupportedFeatures |1 Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.

externalld Externalld 0.1 Identifies a user as defined in Clause 4.6.2
of 3GPP TS 23.682 [2].
(NOTE 2)

msisdn Msisdn 0.1 Identifies the MS internal PSTN/ISDN
number allocated for a UE.
(NOTE 2)

array(PImnid) 0..N Indicates a complete list (and possibly

empty) of serving PLMNs where Enhanced

restrictedPImnlds Coverage shall be restricted. This attribute

shall not be present for the query custom
operation. (NOTE 3)

array(PImnid) 0..N Indicates a complete list (and possibly
empty) of serving PLMNs where Enhanced
allowedPImnlids Coverage shall be allowed. This attribute
shall not be present for the query custom
operation. (NOTE 3)

NOTE 1: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

NOTE 2: One of the properties "externalld" or "msisdn” shall be included.

NOTE 3: "restrictedPImnids" and "allowedPImnlds" shall be mutually exclusive.

5.12.2.1.3 Type: ECRData

This data type represents the current visited PLMN (if any) and the current settings of enhanced coverage restriction.
The structure is used only for response.
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allowedPImnids

empty) of serving PLMNs where
Enhanced Coverage shall be allowed.
(NOTE 2)

Attribute name Data type Cardinality Description Applicability
(NOTE 1)
supportedFeatures SupportedFeatur |1 Used to negotiate the supported optional
es features of the API as described in
subclause 5.2.7.
visitedPImnld Pimnid 0.1 Indicates the current visited PLMN.
array(PImnid) 0..N Indicates a complete list (and possibly
. empty) of serving PLMNs where
restrictedPImnids Enhanced Coverage shall be restricted.
(NOTE 2)
array(PImnid) 0..N Indicates a complete list (and possibly

NOTE 2:

NOTE 1: Properties marked with a feature as defined in subclause 5.4.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
"restrictedPImnlds" and "allowedPImnlds" shall be mutually exclusive.

5.12.3 Custom Operations without associated resources

5.12.3.1

Custom operations used for this APl are summarized in table 5.12.3.1-1. "apiRoot" is set as described in

subclause 5.2.4.

Overview

Table 5.12.3.1-1: Custom operations without associated resources

Custom operation URI Ma;:#;?]gngP Description
{apiRoot}/3gpp-ecr-control/vl/query POST Query the status of enhanced converage
restriction for a UE
{apiRoot}/3gpp-ecr-control/v1/configure POST Configure the enhanced converage restriction
for a UE

5.12.3.2
5.12.3.2.1

Operation: query

Description

This custom operation allows an SCS/AS to query the current status of enhanced converage restriction for a UE via the
T8 interface asdefined in 3GPP TS 23.682 [2].

5.12.3.2.2

Operation Definition

This operation shall support the URI query parameters, request and response data structures, and response codes, as

specified in the table 5.12.3.2.2-1 and table 5.12.3.2.2-2.
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Table 5.12.3.2.2-1: URI query parameters supported by the POST on this operation

Name Data type Cardinality Remarks

none specified

Table 5.12.3.2.2-2: Data structures supported by the POST request/response on this operation

Data type Cardinality Remarks
Request
body ECRControl 1 Parameters to query the current status of Enhanced
Coverage Restriction.
Response

Response Data type Cardinality codes Remarks

body ECRData 1 200 OK The requested information was returned

successfully.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.12.3.3 Operation: configure
5.12.3.3.1 Description

This custom operation allows an SCS/AS to configure the current setting of enhanced converage restriction for a UE via
the T8 interface as defined in 3GPP TS 23.682 [2].

5.12.3.3.2 Operation Definition

This operation shall support the request data structures specified in table 5.12.3.3.2-1 and the response data structure
and response codes specified in table 5.12.3.3.2-2.

Table 5.12.3.3.2-1: URI query parameters supported by the POST on this operation

Name Data type Cardinality Remarks

none specified

Table 5.12.3.3.2-2: Data structures supported by the POST request/response on this operation

Data type Cardinality Remarks
Request - -
body ECRControl 1 Parameters to configure the setting of Enhanced
Coverage Restriction.
Response

Data type Cardinality codes Remarks

Regpgnse none 204 No The Enhanced Coverage Restriction
ody Content setting was configured successfully.
The response body shall be empty.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.12.4 Used Features

The table below defines the features applicable to the ECRControl API. Those features are negotiated as described in
subclause 5.2.7.

Table 5.12.4-1: Features used by ECRControl API

Feature Feature Description
Number

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.
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5.13 NpConfiguration API
5.13.1 Overview

The NpConfiguration APl isa RESTful API that allows the SCS/AS to send suggested network parameters to influence
certain aspects of UE/network behaviour such asthe UE's PSM, extended idle mode DRX, and extended buffering
configurations. The NpConfiguration API defines a set of data models, resources and the related procedures for the
creation and management of the network parameter configuration. The corresponding JSON schema for the
representation of the resources and operations defined by the NpConfiguration API is provided in its complete form in
Annex A.13.

5.13.2 Data model

5.13.2.1 Resource data types
5.13.2.1.1 Introduction
This clause defines data structures to be used in resource representations.

Table5.13.2.1.1-1 specifies data types re-used by the NetworkParameterConfiguration APl from other specifications,
including areference to their respective specifications and when needed, a short description of their use within the
NetworkParameterConfiguration API.

Table 5.13.2.1.1-1: NetworkParameterConfiguration API re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.13.4-1.

5.13.2.1.2 Type: NpConfiguration

This type represents a configuration of network parameters. The same structure is used in the configuration request and
response.
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subclause 5.2.5.4.

Attribute name Data type |Cardinality Description Applicability
(NOTE 2)
self Link 0.1 Link to this resource. This parameter shall be
supplied by the SCEF in HTTP responses that
include an object of NpConfiguration type
supportedFeatures |SupportedF |1 Used to negotiate the supported optional features of
eatures the API as described in subclause 5.2.7.
externalld Externalld |0..1 Identifies a user as defined in Clause 4.6.2 of
3GPP TS 23.682 [2].
(NOTE 1)
msisdn Msisdn 0.1 Identifies the MS internal PSTN/ISDN number
allocated for a UE.
(NOTE 1)
externalGroupld ExternalGro |0..1 Identifies a user group as defined in Clause 4.6.2 of
upld 3GPP TS 23.682 [2].
(NOTE 1)
maximumLatency |DurationSec (0..1 This parameter may be included to identify the
maximum delay acceptable for downlink data
transfers.
maximumRespons |DurationSec [0..1 This parameter may be included to identify the length
eTime of time for which the UE stays reachable to allow the
SCS/AS to reliably deliver the required downlink
data.
suggestedNumber |integer 0.1 This parameter may be included to identify the
OfDIPackets number of packets that the serving gateway shall
buffer in case that the UE is not reachable.
groupReportingGu  |DurationSec |0..1 Identifies the time for which the SCEF can aggregate
ardTime the reports detected by the UEs in a group and report
them together to the SCS/AS, as specified in
subclause 5.6.0 of 3GPP TS 23.682 [2].
notificationDestinat |Link 0.1 A URI indicating the notification destination where T8
ion notification requests shall be delivered. The attribute
shall be provided if the attribute "externalGroupld" is
provided.
requestTestNotific |boolean 0.1 Set to true by the SCS/AS to request the SCEF to Notification_t
ation send a test notification as defined in est_event
subclause 5.2.5.3. Set to false or omitted otherwise.
websockNotifConfi |WebsockNo |(0..1 Configuration parameters to set up notification Notification_
g tifConfig delivery over Websocket protocol as defined in websocket

NOTE 1: Only one of the properties "externalld”, "msisdn" or "externalGroupld" shall be included.
NOTE 2: Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.13.2.1.3

Type: NpConfigurationPatch

This type represents a configuration of network parameters provided by the SCS/AS to the SCEF. The structure is used
for HTTP PATCH request.
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subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

Attribute name Data type |Cardinality Description Applicability
(NOTE)
maximumLatency |DurationSec (0..1 This parameter may be included to identify the
maximum delay acceptable for downlink data
transfers.
maximumRespons |DurationSec |0..1 This parameter may be included to identify the length
eTime of time for which the UE stays reachable to allow the
SCS/AS to reliably deliver the required downlink
data.
suggestedNumber |integer 0.1 This parameter may be included to identify the
OfDIPackets number of packets that the serving gateway shall
buffer in case that the UE is not reachable.
groupReportGuard |DurationSec |0..1 Identifies the time for which the SCEF can aggregate
Time the reports detected by the UEs in a group and report
them together to the SCS/AS, as specified in
subclause 5.6.0 of 3GPP TS 23.682 [2].
NOTE:  Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in

5.13.2.1.4

Type: ConfigurationResult

This type represents a configuration result notification.

Table 5.13.2.1.4-1: Definition of the ConfigurationNotification data type

Attribute name Data type Cardinality Description Applicability
(NOTE)
configuration Link 1 Link to the configuration resource to
which this notification is related.
configResults array(configResult) 0..N Each element identifies a notification
of grouping configuration result.

NOTE: Properties marked with a feature as defined in subclause 5.13.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.13.3 Resource structure

5.13.3.1

General

All resource URIs of this API should have the following root:

{apiRoot}/3gpp-networ k-parameter -configur ation/vl/

"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to " 3gpp-network-parameter-configuration” and
"apiVersion" shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses
below are defined relative to the above root URI.

The following resources and HT TP methods are supported for this API:
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Table 5.13.3.1-1: Resources and methods overview

Resource name Resource URI HTTP Meaning
method
NP Configurations |3gpp-network-parameter-configuration GET Read all NP
Iv1/{scsAsld}/configurations/ configurations for a given
SCSIAS
POST Create a new np
configuration
Individual NP 3gpp-network-parameter-configuration PUT Replace all of the
Configuration Iv1/{scsAsld}/configurations/{configurationld} properties in an existing
np configuration
PATCH Modify some properties in
an existing np
configuration
GET Read an existing NP
configuration
DELETE Delete a NP configuration
Configuration {notificationDestination} POST Report a grouping
Notification configuration result from
the SCEF to the SCS/AS

5.13.3.2 Resource: NP Configurations
5.13.3.2.1 Introduction

Thisresource allows an SCS/ASto read all active network parameter configurations or create a new configuration to
configure network parameters.

5.13.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-networ k-par ameter -configuration /v1/{scsAsl d}/configurations/
This resource shall support the resource URI variables defined in table 5.13.3.2.2-1.

Table 5.13.3.2.2-1: Resource URI variables for resource "NP Configurations"

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.13.3.2.3 Resource methods
5.13.3.2.3.1 GET

The GET method allows to read al active configurations indicated by the resource URI as defined in
subclause 5.13.3.2.2. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the

message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.13.3.2.3.1-1 and table 5.13.3.2.3.1-2.
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Table 5.13.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.13.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  |none
Response

Response Data type Cardinality | codes Remarks

body array(NpConfiguration) |0..N 200 OK The NP configuration information related to the request

URI is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.13.3.2.3.2 PUT

This HTTP method is not supported for the resource.
5.13.3.2.3.3 PATCH

This HTTP method is not supported for the resource.
5.13.3.2.34 POST

The POST method creates a new configuration resource for a given SCS/AS. The SCS/AS shdll initiate the HTTP
POST request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created
resource.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.13.3.2.3.4-1 and table 5.13.3.2.3.4-2.

Table 5.13.3.2.3.4-1: URI query parameters supported by the POST method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.13.3.2.3.4-2: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - - - - -
body NpConfiguration 1 Parameters to create a new configuration to configure
network parameters with the SCEF.
Response
Data type Cardinality codes Remarks
Response |NpConfiguration 1 201 Created |The configuration was created
body successfully.
The URI of the created resource shall be
returned in the "Location" HTTP header.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.13.3.2.3.5 DELETE

This HTTP method is not supported for the resource.
5.13.3.3 Resource: Individual NP Configuration
5.13.3.3.1 Introduction

Thisresource allows an SCS/ASto query, update and delete a network parameter configuration indicated by the
resource URI as defined in subclause 5.13.3.3.2.
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5.13.3.3.2 Resource definition
Resource URI: {apiRoot}/3gpp-networ k-par ameter -configur ation/v1/{scsAsl d}/configur ations/{ configur ationl d}
This resource shall support the resource URI variables defined in table 5.13.3.3.2-1.

Table 5.13.3.2.2-1: Resource URI variables for resource "Individual NP Configuration™

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
configurationld Identifier of the configuration resource of type string.
5.13.3.3.3 Resource methods
5.13.3.3.3.1 GET

The GET method allows to read an active configuration indicated by the resource URI as defined in
subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP GET request message and the SCEF shall respond to the

message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.13.3.3.3.1-1 and table 5.13.3.3.3.1-2.

Table 5.13.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

Table 5.13.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body  |none
Response
Response Data type Cardinality | codes Remarks
body NpConfiguration 1 200 OK The configuration information related to the request URI
is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.13.3.3.3.2 PUT

The PUT method modifies an existing configuration indicated by the resource URI as defined in subclause 5.13.3.3.2.
The SCS/AS shall initiate the HTTP PUT request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.13.3.3.3.2-1 and table 5.13.3.3.3.2-2.
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Table 5.13.3.3.3.2-1: URI query parameters supported by the PUT method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.13.3.3.3.2-2: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body NpConfiguration 1 Update of network parameter(s) for an existing Configuration.
Response
Data type Cardinality | codes Remarks

Resgg;se NpConfiguration 1 200 OK The resource was updated successfully.
The SCEF shall return an updated Configuration
information in the response.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.13.3.3.3.3

PATCH

The PATCH method shall be used to update some properties in an existing configuration indicated by the Resource URI
as defined in subclause 5.13.3.3.2. The SCS/AS shall initiate the HTTP PATCH request message and the SCEF shall

respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.13.3.3.3.3-1 and table 5.13.3.3.3.3-2.

Table 5.13.3.3.3.3-1: URI query parameters supported by the PUT method on this resource

Name

Data type

Cardinality

Remarks

none specified

Table 5.13.3.3.3.3-2: Data structures supported by the PUT request/response by the resource

Request Data type Cardinality Remarks
body NpConfigurationPatch 1 Partial update an existing network parameter configuration.
Response
Data type Cardinality | codes Remarks

Rezgg;se NpConfiguration 1 200 OK The configuration was updated successfully.
The SCEF shall return an updated configuration
information in the response.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.13.3.3.34

POST

ThisHTTP method is not supported for the resource.

5.13.3.3.3.5

DELETE

The DELETE method deletes an existing configuration resource "Individual NP Configuration”. The SCS/AS shall
initiate the HTTP DELETE request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.13.3.3.3.5-1 and table 5.13.3.3.3.5-2.
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Table 5.13.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Data type Cardinality Remarks
N/A
Table 5.13.3.3.3.5-2: Data structures supported by the DELETE request/response on the resource
Request Data type Cardinality Remarks
body  |none
Response
Data type Cardinality | codes Remarks
none 204 No The configuration was terminated successfully.
Response Content
body The response body shall be empty.
array(ConfigResult) 1..N 200 OK The configuration was terminated successfully, the
configuration failure information for group members
shall be included if received.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.13.34 Configuration Notification

5.13.34.1 Introduction

This resource allows the SCEF to send notifications about grouping configuration result to the SCS/AS.
5.13.3.4.2 Resource definition

Resource URI: {notificationDestination}

This resource shall support the resource URI variables defined in table 5.13.3.4.2-1.

Table 5.13.3.4.2-1: Resource URI variables for resource "Configuration Notification”

Name Definition
notificationDestination |Callback reference provided by the SCS/AS during creation of the NP configuration subscription.

5.13.3.4.3 Resource methods
5.13.34.3.1 Notification via POST

The HTTP POST method reports the grouping configuration results for a NP configuration subscription. The SCEF
shall initiate the HTTP POST request message and the SCS/AS shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.13.3.4.3.1-1 and table 5.13.3.4.3.1-2.
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Table 5.13.3.4.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.13.3.4.3.1-2: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body ConfiguationNotification |1 The grouping configuration result notification provided by the SCEF.
Response
Response Data type Cardinality | codes Remarks
body  |none 204 No |The notification is received successfully.
Content
NOTE: In addition to the above response codes, the SCS/AS can also send the HTTP response codes in table 5.2.6-
1.
5.13.3.4.3.2 Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the ConfigurationNotification may alternatively be
delivered through the Websocket mechanism as defined in subclause 5.2.5.4.

5.13.4 Used Features

The table below defines the features applicable to the NpConfiguration API. Those features are negotiated as described
in subclause 5.2.7.

Table 5.13.4-1: Features used by NpConfiguration API

Feature Feature Description
Number
1 Notification_websocket | The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event featute
is also supported.

2 Notification_test_event | The testing of notification connection is supported according to
subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.14  AsSessionWithQoS API
5.14.1 Overview

The AsSessionWithQoS API isa RESTful API that allows the SCS/AS to set up a session with SCEF with required
QoS based on the application and service requirement. The AsSessionWithQoS API defines a set of data models,
resources and the related procedures for the creation and management of the AS sessions with required QoS. The
corresponding JSON schema for the representation of the resources and operations defined by the AsSessionWithQoS
API isprovided in its complete form in Annex A.14.

5.14.2 Data model

5.14.2.1 Resource data types
5.14.2.1.1 Introduction
This clause defines data structures to be used in resource representations, including subscription resources.

Table5.14.2.1.1-1 specifies data types re-used by the AsSessionWithQoS API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the
AsSessionWithQoS API.
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Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.14.4-1.
5.14.2.1.2 Type: AsSessionWithQoSSubscription

This type represents an AS session request with specific QoS for the service provided by the SCS/AS to the SCEF via
T8 interface. The structure is used for subscription request and response.

Table 5.14.2.1.2-1: Definition of type AsSessionWithQoSSubscription

NOTE 2:

subclause 5.2.7. If no features are indicated, the related property applies for all the features.
The property "uelpv4Addr” or "uelpv6Addr" shall be included.

Attribute name Data type Cardinality Description Applicability
(NOTE 1)
supportedFeatures [SupportedFeatures |1 Used to negotiate the supported optional
features of the API as described in
subclause 5.2.7.
notificationDestinat |Link 1 Contains the URL to receive the notification
ion bearer level event(s) from the SCEF.
flowInfo array(FlowlInfo) 1.N Describe the data flow which requires QoS.
gosReference string 0.1 Identifies a pre-defined QoS information
uelpv4Addr Ipv4Addr 0.1 The IPv4 address of the UE.
(NOTE 2)
uelpv6Addr Ipv6Addr 0.1 The IPv6 address of the UE.
(NOTE 2)
usageThreshold UsageThreshold 0.1 Time period and/or traffic volume in which
the QoS is to be applied.
sponsorinfo Sponsorinformation  |0..1 Indicates a sponsor information
requestTestNotific |boolean 0.1 Set to true by the SCS/AS to request the Notification_t
ation SCEF to send a test notification as defined |est_event
in subclause 5.2.5.3. Set to false or omitted
otherwise.
websockNotifConfi |WebsockNotifConfig |0..1 Configuration parameters to set up Notification_
g notification delivery over Websocket websocket
protocol as defined in subclause 5.2.5.4.
NOTE 1: Properties marked with a feature as defined in subclause 5.14.4 are applicable as described in

5.14.2.1.3

Type: AsSessionWithQoSSubscriptionPatch

Thistype represents an AS session request with specific QoS for the service provided by the SCS/AS to the SCEF via
T8 interface. The structure is used for PATCH request.

Table 5.14.2.1.3-1: Definition of type AsSessionWithQoSSubscriptionPatch

the QoS is to be applied.

Attribute name Data type Cardinality Description Applicability
(NOTE)
flowInfo array(FlowlInfo) 0..N Describe the data flow which requires QoS.
gosReference string 0.1 Pre-defined QoS reference
usageThreshold UsageThreshold 0..1 Time period and/or traffic volume in which

NOTE: Properties marked with a feature as defined in subclause 5.14.4 are applicable as described in
subclause 5.2.7. If no feature are indicated, the related property applies for all the features.

5.14.3 Resource structure

5.14.3.1

General

All resource URIs of this API should have the following root:

{apiRoot}/3gpp-as-session-with-qos/vl/
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"apiRoot" is set as described in subclause 5.2.4. "apiName" shall be set to "3gpp-as-session-with-qos" and "apiVersion"
shall be set to "v1" for the version defined in the present document. All resource URIs in the subclauses below are
defined relative to the above root URI.

The following resources and HT TP methods are supported for this API:

Table 5.14.3.1-1: Resources and methods overview

Resource name Resource URI HTTP Meaning
method
AS Session with  [3gpp-as-session-with-qos/v1/{scsAsld}/subscriptions/ GET Get all subscription
Required QoS resources for a given
Subscriptions SCSI/AS.
POST Create a new AS
session.
Individual AS 3gpp-as-session-with- GET Read a subscription
Session with gos/vl/{scsAsld}/subscriptions/{subscriptionld} resource for a given
Required QoS SCS/AS and a
Subscription subscription Id.
PUT Modify a subscription

resource for a given
SCS/AS and a
subscription Id.
PATCH Modify a subscription
resource for a given
SCS/AS and a
subscription Id.
DELETE |Delete a subscription
resource for a given
SCS/AS and a
subscription Id.
Event Notification |{notificationUri} POST Notify the bearer
level event(s) from
the SCEF to the
SCS/IAS

5.14.3.2 Resource: AS Session with Required QoS subscriptions
5.14.3.2.1 Introduction

Thisresource allows the SCS/ASto read al active AS session with required QoS subscription resources, or create a
new subscription resource for the SCS/AS.

5.14.3.2.2 Resource definition
Resource URI: {apiRoot}/3gpp-as-session-with-qos /v1/{scsAsl d}/subscriptions/
This resource shall support the resource URI variables defined in table 5.14.3.2.2-1.

Table 5.14.3.2.2-1: Resource URI variables for resource "AS Session with Required QoS
Subscriptions”

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
5.14.3.2.3 Resource methods
5.14.3.2.3.1 GET

The GET method allowsto read all active subscriptions for a given SCS/AS. The SCS/AS shdll initiatethe HTTP GET
request message and the SCEF shall respond to the message.
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This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.14.3.2.3.1-1 and table 5.14.3.2.3.1-2.

Table 5.14.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

Cardinality

Remarks

Table 5.14.3.2.3.1-2: Data structures supported by the GET request/response by the resource

Request
body

Data type

Cardinality

Remarks

none

Response
body

Data type

Cardinality

Response

codes

Remarks

array(AsSessionWithQo

SSubscription)

0..N

200 OK

is returned.

The subscription information related to the request URI

NOTE:

In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.14.3.2.3.2

PUT

This HTTP method is not supported for the resource.

5.14.3.2.3.3

PATCH

This HTTP method is not supported for the resource.

5.14.3.2.3.4

POST

The POST method creates a new subscription resource for agiven SCS/AS. The SCS/AS shall initiate the HTTP POST
request message and the SCEF shall respond to the message. The SCEF shall construct the URI of the created resource
using that URI.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.14.3.2.3.4-1 and table 5.14.3.2.3.4-2.

Table 5.14.3.2.3.4-1: URI query parameters supported by the POST method on this resource

Name

Data type

Cardinality

Remarks

Table 5.14.3.2.3.4-2: Data structures supported by the POST request/response by the resource

. ¢ Data type Cardinality Remarks
eques - - — _r .
body AsSessionWithQoSSubscription |1 Parameters to create a subscription for an AS session
with required QoS for the service requirement.
Response
Data type Cardinality codes Remarks
Response |AsSessionWithQoSSubscription |1 201 The subscription was created
body Created successfully.
The URI of the created resource shall be
returned in the "Location" HTTP header.
NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.14.3.2.35

DELETE

This HTTP method is not supported for the resource.
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5.14.3.3 Resource: Individual AS Session with Required QoS Subscription
5.14.3.3.1 Introduction

Thisresource allows an SCS/ASto query, update and delete an AS session with required QoS subscription.
5.14.3.3.2 Resource definition

Resource URI: {apiRoot}/3gpp-as-session-with-qos /v1/{scsAsl d}/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 5.14.3.3.2- 1.

Table 5.14.3.2.2-1: Resource URI variables for resource "Individual AS Session with Required QoS
Subscription™

Name Definition
apiRoot See clause 5.2.4.
scsAsld Identifier of the SCS/AS of type ScsAsld.
subscriptionld Identifier of the subscription resource of type string. The subscriptionld corresponds to the stage
2 TLTRI.
5.14.3.3.3 Resource methods
5.14.3.3.3.1 GET

The GET method allows to read a subscription resource. The SCS/AS shall initiatethe HTTP GET request message and
the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.14.3.3.3.1-1 and table 5.14.3.3.3.1-2.

Table 5.14.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type Cardinality Remarks

Table 5.14.3.3.3.1-2: Data structures supported by the GET request/response by the resource

Request Data type Cardinality Remarks
body |none
Response
Response Data type Cardinality | codes Remarks
body AsSessionWithQoSSubs |1 200 OK The subscription information related to the resource
cription URI is returned.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.14.3.3.3.2 PUT

The PUT method allows changing the service information of an active subscription. The properties "uel pv4Addr" or
"uelpv6Addr" shall remain unchanged from previously provided value.

This method shall support request and response data structures, and response codes, as specified in the
table 5.14.3.3.3.2-1.
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Table 5.14.3.3.3.2-1: Data structures supported by the PUT request/response by the resource

Data type

Cardinality

Remarks

Request
body

AsSessionWithQoSSubs
cription

1

Set up AS session with required QoS.

Data type

Cardinality

Response
codes

Remarks

Response
body

AsSessionWithQoSSubs
cription

1

200 OK

The subscription was modified successfully.

The SCEF shall return an updated subscription in the
response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.14.3.3.3.3

PATCH

The PATCH method allows to change the service information of an active subscription.

This method shall support request and response data structures, and response codes, as specified in the
table 5.14.3.3.3.3-1.

Table 5.14.3.3.3.3-1: Data structures supported by the PATCH request/response by the resource

R ¢ Data type Cardinality Remarks
eques
b?)dy A§S¢ssionWitthSSubs 1 Partial update of an AS session with required QoS.
criptionPatch
Response
Data type Cardinality | codes Remarks
Response | AssessionwWithQoSSubs |1 200 OK | The subscription was modified successfully.
body | cription

The SCEF shall return an updated subscription in the
response payload body.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.14.3.3.34

POST

ThisHTTP method is not supported for the resource.

5.14.3.3.3.5

DELETE

The DELETE method del etes the AsSessionWithQoSSubscription resource and terminates the related subscription. The
SCS/AS shdll initiate the HTTP DELETE request message and the SCEF shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.14.3.3.3.5-1 and table 5.14.3.3.3.5-2.
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Table 5.14.3.3.3.5-1: URI query parameters supported by the DELETE method on this resource

Name Data type Cardinality Remarks

Table 5.14.3.3.3.5-2: Data structures supported by the DELETE request/response by the resource

Request Data type Cardinality Remarks
body  |none
Response
Response Data type Cardinality | codes Remarks
body none 204 No The subscription was terminated successfully.
Content The response body shall be empty.

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.
5.14.3.4 Event Notification
5.14.34.1 Introduction

This resource allows the SCEF to notify the SCS/AS of the bearer level event(s).

5.14.3.4.2

Resource definition

Resource URI: {notificationUr|}

This resource shall support the resource URI variables defined in table 5.14.3.4.2-1.

Table 5.14.3.4.2-1: Resource URI variables for resource "Event Notification"

Name Definition
notificationUri Reference provided by the SCS/AS when the SCS/AS requests to sponsor the traffic from the
beginning or to become the chargeable party at a later point.
5.14.3.4.3 Resource methods
5.14.3.4.3.1 Notification via POST

The POST method alowsto notify SCS/AS of the bearer level event(s) by the SCEF and the SCS/AS shall respond to

the message.

This method shall support request and response data structures, and response codes, as specified in the

table 5.14.3.4.3.1-1.

Table 5.14.3.4.3.1-1.: Data structures supported by the POST request/response by the resource

Request Data type Cardinality Remarks
body NotificationData 1 Representation of the bearer level notification.
Response
Response Data type Cardinality | codes Remarks
body none 1 200 OK This case represents a successful notification of bearer
level event(s).

NOTE: In addition to the above response codes, the SCEF can also send the HTTP response codes in table 5.2.6-1.

5.14.3.4.3.2

Notification via Websocket

If supported by both SCS/AS and SCEF and successfully negotiated, the NotificationData may alternatively be
delivered through the Websocket mechanism as defined in subclause 5.2.5.4.
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5.14.4 Used Features

The table below defines the features applicable to the AsSessionWithQoS API. Those features are negotiated as
described in subclause 5.2.7.

Table 5.14.4-1: Features used by AsSessionWithQoS API

Feature Feature Description
Number
1 Notification_websocket The delivery of notifications over Websocket is supported according to

subclause 5.2.5.4. This feature requires that the Notification_test_event
featute is also supported.

2 Notification_test_event The testing of notifications connections is supported according to
subclause 5.2.5.3.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

5.15 MsisdnLessMoSms API
5.15.1 Overview

The MsisdnLessMoSms API allows the delivery of M SISDN-less mobile originated SM Ss from the SCEF to the
SCS/AS. The corresponding JSON schema for the representation of the resources and operations defined by the
MsisdnLessMoSms API is provided in its complete form in Annex A.15.

5.15.2 Data model

5.15.2.1 Notification data types
5.15.2.1.1 Introduction
This clause defines data structures to be used in notifications.

Table5.15.2.1.1-1 specifies data types re-used by the MsisdnLessMoSms API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the
MsisdnLessMoSms API.

Table 5.15.2.1.1-1: MsisdnLessMoSms API re-used Data Types

Data type Reference Comments
SupportedFeatures 3GPP TS 29.571 [45] |Used to negotiate the applicability of the optional features
defined in table 5.15.4-1.

5.15.2.1.2 Type: MsisdnLessMoSmsNotification
This data type represents a M SISDN-less MO SMS, which is sent from the SCEF to the SCS/AS.
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Table 5.15.2.1.2-1: Definition of type MsisdnLessMoSmsNotification

Attribute name Data type |Cardinality Description Applicability
(NOTE)
supportedFeature |SupportedFe |1 Used to negotiate the supported optional features
S atures of the API as described in subclause 5.2.7.
sms Bytes 1 The MSISDN-less MO SMS containing a short
message transfer protocol data unit (TPDU) which
is defined in 3GPP TS 23.040 [43] and represents
the user data field carried by the short message
service relay sub-layer protocol modiefied.
externalld string 1 External identifier has the form username@realm.
ApplicationPort integer 1 Unsigned integer used to uniquely identify the
triggering application addressed in the device, see
subclause 9.2.3.24.4 in TS 23.040 [43] for further
details.

NOTE: Properties marked with a feature as defined in subclause 5.15.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.15.2.1.3 Type: MsisdnLessMoSmsNotificationReply
This data type represents areply to an MSISDN-less MO SM S natification and is sent from the SCS/AS to the SCEF.

Table 5.15.2.1.3-1: Definition of type MsisdnLessMoSmsNotificationReply

Attribute name Data type |Cardinality Description Applicability
(NOTE)

[

supportedFeature |SupportedFe Used to negotiate the supported optional features
s atures of the API as described in subclause 5.2.7.

NOTE: Properties marked with a feature as defined in subclause 5.3.4 are applicable as described in
subclause 5.2.7. If no features are indicated, the related property applies for all the features.

5.15.3 Resource structure
5.15.3.1 General

All resource URIs of this API should have the following root:
{notificationDestination}

"{ notificationDestination} " is determined based on preconfigured information in the SCEF as described in
subclause 4.4.14.2. All resource URIs in the subclauses below are defined relative to the above root URI.

The following resources and HT TP methods are supported for this API:

Table 5.15.3.1-1: Resources and methods overview

Resource name Resource URI HTTP Meaning
method
MSISDN-less MO SMS |{notificationDestination} POST Deliver a received
Notification MSIDN-less MO SMS
from the SCEF to the
SCS/IAS

5.15.3.3 MSISDN-less MO SMS Notification
5.15.3.3.1 Introduction
This resource allows the SCEF to deliver areceived MSIDN-less MO SM S to the SCS/AS.
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5.15.3.3.2 Resource definition
Resource URI: {notificationDestination}
This resource shall support the resource URI variables defined in table 5.15.3.3.2-1.
Table 5.15.3.3.2-1: Resource URI variables for resource "MSISDN-less MO SMS Notification"

Name Definition

notificationDestination |A URI indicating the notification destination where T8 natification requests shall be delivered to.
This URI shall be preconfigured in the SCEF.

5.15.3.3.3 Resource methods
5.15.3.3.3.1 Notification via POST

The HTTP POST method delivers areceived MSISDN-less MO SMS. The SCEF shal initiate the HTTP POST request
message and the SCS/AS shall respond to the message.

This method shall support the URI query parameters, request and response data structures, and response codes, as
specified in the table 5.15.3.3.3.1-1 and table 5.15.3.3.3.1-2.

Table 5.15.3.3.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type Cardinality Remarks

none specified

Table 5.15.3.3.3.1-2: Data structures supported by the POST request/response by the resource

Data type Cardinality Remarks
Request - —
body |MsisdnLessMoSmsNotifi |1 The MSISDN-less MO SMS.
cation
Response
Response Data type Cardinality | codes Remarks
body MsisdnLessMoSmsNotifi 200 OK The MSISDN-less MO SMS is received successfully.
cationReply
NOTE: In addition to the above response codes, the SCS/AS can also send the HTTP response codes in table 5.2.6-
1.

5.15.4 Used Features

The table below defines the features applicable to the MsisdnLessMoSms API. Those features are negotiated as
described in subclause 5.2.7.

Table 5.15.4-1: Features used by MsisdnLessMoSms API

Feature Number Feature Description

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "Notification".
Description: A clear textual description of the feature.

6 Security

TLS (IETF RFC 5246 [4]) shall be used to support the security communication between the SCEF and the SCS/AS over
T8 as defined in subclause 5.5 of 3GPP TS 33.187 [35].

7 Using Common API Framework

When CAPIF is used with SCEF, SCEF shall support the following as defined in 3GPP TS 29.222 [48]:
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the API exposing function and related APIs over CAPIF-2/2e and CAPIF-3 reference points;
the API publishing function and related APIs over CAPIF-4 reference point;
the APl management function and related APIs over CAPIF-5 reference point; and

at least one of the the security methods for authentication and authorization, and related security mechanisms.

In acentralized deployment as defined in 3GPP TS 23.222 [47], where the CAPIF core function and API provider
domain functions are co-located, the interactions between the CAPIF core function and API provider domain functions
may be independent of CAPIF-3, CAPIF-4 and CAPIF-5 reference points.
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Annex A (normative):
OpenAPI representation for the APIs defined in the present
document

A.l General

This Annex is based on the OpenAPI 3.0.0 specification [27] and provides corresponding representations of all APIs
defined in the present specification.

NOTE: An OpenAPIs representation embeds JSON Schema representations of HT TP message bodies.

A.2 Data Types applicable to several APIs

openapi: 3.0.0
i nfo:
title: TS 29.122 Comon Data Types
version: "v1"
ext er nal Docs:
description: Documentation
url: "http://ww:. 3gpp. org/ ftp/ Specs/archivel/ 29_series/ 29. 122/
conponents:
schemas:
Sponsor | nf ormati on:
type: object
properties:
sponsor | d:
type: string
description: It indicates Sponsor |D.
aspl d:
type: string
description: It indicates Application Service Provider |ID.
required:
- sponsorld
- aspld
UsageThr eshol d:
type: object
properties:
duration:
$ref: ' #/ component s/ schemas/ Dur ati onSec'
t ot al Vol ume:
$ref: '#/ conponents/schenas/ Vol une'
downl i nkVol ure:
$ref: ' #/ conponent s/ schenmas/ Vol une'
upl i nkVol une:
$ref: '#/ conponents/schenas/ Vol une'
Ti meW ndow.
type: object
properties:
start Ti me:
$ref: ' #/ conponent s/ schenas/ Dat eTi ne'
st opTi nme:
$ref: '#/ conponents/schemas/ Dat eTi ne'
required:
- startTime
- stopTinme
Acknowl edgenent :
type: object
properties:
details:
type: string
description: A human-readabl e expl anation specific to this successful acknow edgenent
required:
- details
Noti fi cati onDat a:
type: object
properties:
transaction:
$ref: '#/ conponents/schenas/Link'
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event Reports:
type: array
items:
$ref: '#/ conponents/schenmas/ Event Report'
mnltems: 1
description: Contains the reported event and applicable information
required:

- transaction
- eventReports
Event Report:
type: object
properties:
event:
$ref: '#/ conponents/schemas/ Event'
accunul at edUsage:
$ref: '#/ conponents/schenas/ Accunul at edUsage’
flow ds:
type: array
itens:
type: integer
mnltems: O
description: ldentifies the IP flows that were sent during event subscription
required:
- event
Accurul at edUsage:
type: object
properties:
duration:
$ref: '#/ conponents/schenas/DurationSec'
t ot al Vol une:
$ref: ' #/ conponent s/ schenmas/ Vol une'
downl i nkVol ure:
$ref: '#/ conponents/schenas/ Vol une'
upl i nkVol une:
$ref: ' #/ conponent s/ schenmas/ Vol unge'
FI ow nf o:
type: object
properties:
flowd:
type: integer
description: Indicates the IP flows).
fl owDescri ptions:
type: array
items:
type: string
description: Indicates the packet filters of the IP floms). Refer to subclause 5.3.8 of
3GPP TS 29.214 [10] for encoding. It shall contain UL and/or DL |IP flow description.
mnltems: O
maxltens: 2
required:
- flowd
Test Notification:
type: object
properties:
subscri ption:
$ref: '#/ conponents/schenas/Link'
required:
- subscription
WebsockNoti f Confi g:
type: object
properties:
websocket Uri :
$ref: ' #/ component s/ schemas/ Li nk'
request Websocket Uri :
type: bool ean
description: Set by the SCS/AS to indicate that the Websocket delivery is requested.
Locat i onArea:
type: object
properties:
cellld:
type: array
itens:
type: string
mnltems: O
description: Indicates a Cell dobal ldentification of the user which identifies the cell
the UE is registered.
enodeBI d:
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type: array
itens:
type: string
mnltens: O
description: Indicates an eNodeB in which the UE is currently | ocated.
routi ngAreal d:
type: array
itens:
type: string
mnltems: O
description: ldentifies an Routing Area ldentity of the user where the UE is | ocated.
tracki ngAreal d:
type: array
items:
type: string
mnltens: O
description: ldentifies a Tracking Area Identity of the user where the UE is | ocated.
geogr aphi cAr ea:
type: array
itens:
$ref: 'TS29572_N nf _Locati on. yanm #/ conponent s/ schemas/ Geogr aphi cAr ea’
mnltems: O
description: ldentifies a geographic area of the user where the UE is |ocated.
ci vi cAddress:
type: array
items:
$ref: ' TS29572_N nf _Locati on. yanl #/ conponent s/ schenas/ G vi cAddr ess'
mnltenms: O
description: lIdentifies a civic address of the user where the UE is | ocated.
Probl enDet ai | s:
type: object
properties:
type:
$ref: '#/ conponents/schemas/ Uri'
title:
type: string
description: A short, human-readabl e summary of the problemtype. It should not change
fromoccurrence to occurrence of the problem
st at us:
type: integer
description: The HTTP status code for this occurrence of the problem
detail:
type: string
description: A human-readabl e expl anation specific to this occurrence of the problem This
| E shoul d be present and provide application-related error infornation, if avail able.
i nst ance:
$ref: '#/ conponents/schemas/ Uri'
i nval i dPar ans:
type: array
items:
$ref: '#/ conponents/schemas/ | nval i dPar ani
mnltenms: O
description: Description of invalid paraneters, for a request rejected due to invalid
parameters.
I nval i dPar am
type: object
properties:
par am
type: string
description: Attribute's nane encoded as a JSON Pointer, or header's nane.
reason:
type: string
description: A human-readabl e reason, e.g. "nust be a positive integer"”.
required:
- param
Pl ml d:
type: object
properties:
ncce:
$ref: '#/ conponents/schemas/ Mc'
mmc:
$ref: ' #/ conponent s/ schemas/ Mhc'
required:
- ntc
- mc
Confi gResul t:
type: object
properties:
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external | ds:
type: array
items:
$ref: '#/ conponents/schemas/ External | d'
mnltems: O
description: Each el enent indicates an external identifier of the UE
nsi sdns:
type: array
items:
$ref: '#/ conponents/schenas/ Msi sdn'
mnltens: O
description: Each element identifies the M5 internal PSTN | SDN nunber allocated for the
UE.
resul t Reason:
$ref: ' #/ conponents/schemas/ Resul t Reason’
required:
- resul t Reason
Bandwi dt h:
type: integer
description: integer indicating a bandwidth in bits per second.
Bdt Ref er encel d:
type: string
description: string identifying a BDT Reference ID as defined in subclause 5.3.3 of
3GPP TS 29.154 [9].
Bi nary:
type: string
description: string with format "binary" as defined in OpenAPl Specification [27].
Byt es:
type: string
description: String with format "byte" as defined in OpenAPl Specification [27], i.e, base64-
encoded characters.
Day Of Week:
type: integer
description: integer between and including 1 and 7 denoting a weekday. 1 shall indicate
Monday, and the subsequent weekdays shall be indicated with the next higher nunbers. 7 shall
i ndi cat e Sunday.
Dat eTi ne:
type: string
description: string with format "date-time" as defined in QpenAPl [27].
Dur at i onSec:
type: integer
description: Unsigned integer identifying a period of time in units of seconds. In an
OpenAPl Specification [3] schema, the format shall be designated as "DurationSec".
format: DurationSec
Dur ati onM n:
type: integer
description: Unsigned integer identifying a period of time in units of mnutes. In an
OpenAPl Specification [3] schema, the format shall be designated as "DurationMn".
format: DurationMn
External | d:
type: string
description: string containing a local identifier followed by "@ and a domain identifier.
Both the local identifier and the domain identifier shall be encoded as strings that do not contain
any "@ characters. See Clause 4.6.2 of 3GPP TS 23.682 [2] for nore information.
Ext er nal G- oupl d:
type: string
description: string containing a local identifier followed by "@ and a donain identifier.
Both the local identifier and the domain identifier shall be encoded as strings that do not contain
any "@ characters. See Clauses 4.6.2 and 4.6.3 of 3GPP TS 23.682 [2] for nore information.
| pv4Addr :
type: string
description: string identifying a | Pv4 address formatted in the "dotted decimal" notation as
defined in | ETF RFC 1166 [28]. In an OpenAPl Specification [3] schema, the format shall be
designated as "I pv4Addr".
format: |pv4Addr
| pv6Addr :
type: string
description: string identifying a | Pv6 address formatted according to clause 4 in
| ETF RFC 5952 [29]. The mixed I Pv4 I Pv6 notation according to clause 5 of | ETF RFC 5952 [29] shall
not be used. In an OpenAPl Specification [3] schema, the format shall be designated as "I pv6Addr".
format: |pv6Addr
Li nk:
type: string
description: string formatted according to | ETF RFC 3986 [7] identifying a referenced
resource.
Mec:
type: string
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description: String encoding a Mbile Country Code part of the PLMN, conprising 3 digits, as
defined in 3GPP TS 38.413 [11]. In an OpenAPl Specification [3] schem, the format shall be
desi gnated as "Mc".
format: Mc
nc:
type: string
description: String encoding a Mbile Network Code part of the PLMN, conmprising 2 or 3 digits,
as defined in 3GPP TS 38.413 [11]. In an OpenAPl Specification [3] schem, the format shall be
designated as "Mc".
format: WMhc
Msi sdn:
type: string
description: string formatted according to subclause 3.3 of 3GPP TS 23.003 [14] that describes
an MSI SDN.
Port:
type: integer
description: Unsigned integer with valid val ues between 0 and 65535.
Resour cel d:
type: string
description: string chosen by the SCEF to serve as identifier in a resource URl.
ScsAs| d:
type: string
description: string that identifies an SCS/ AS.
Ti meX Day:
type: string
format: Ti meCf Day
description: String with format partial-tine or full-tine as defined in subclause 5.6 of |ETF
RFC 3339. In an OpenAPlI Specification schena, the fornat shall be designated as
"Ti meOf Day". Exanpl es, 20:15: 00, 20:15:00-08:00 (for 8 hours behind UTC).
Uri:
type: string
description: string providing an URI fornmatted according to | ETF RFC 3986 [7]. In an
QpenAPl Specification [3] schema, the fornmat shall be designated as "Uri".
format: Uri
Vol une:
type: integer
description: Unsigned integer identifying a volume in units of bytes.
Event:
anyCf :
- type: string
enum
- SESSI ON_TERM NATI ON
- LOSS_OF_BEARER
- RECOVERY_OF_BEARER
- RELEASE_OF_BEARER
- USAGE_REPORT
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- SESSI ON_TERM NATI ON: I ndicates that Rx session is term nated.
- LOSS OF BEARER : Indicates a |l oss of a bearer.
- RECOVERY_OF _BEARER. Indicates a recovery of a bearer.
- RELEASE_OF _BEARER Indicates a release of a bearer.
- USAGE_REPORT: Indicates the usage report event.
Resul t Reason:
anyOf :
- type: string
enum
- ROAM NG_NOT_ALLOWED
- OTHER_REASON
- type: string
description: >
This string provides a failure reason.
description: >
Possi bl e val ues are
- ROAM NG NOT_ALLOWNED: |dentifies the configuration parameters are not all owed by roam ng
agreement .
- OTHER_REASON: Identifies the configuration paraneters are not configured due to other
reason.
#
# HTTP responses
#
responses:
' 400" :
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description: Bad request

content:
appl i cati on/ probl emtj son
schema
$ref: ' #/ conponents/schenas/ Probl enDet ai | s'
' 401
description: Unauthorized
content:
appl i cati on/ probl em+j son
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
' 403"
description: Forbidden
content:
appl i cati on/ probl emtj son
schena:
$ref: '#/ conponents/schenas/ Probl enDet ai | s’
' 404
description: Not Found
content:
appl i cati on/ probl emtj son
schema
$ref: ' #/ component s/ schemas/ Probl enDet ai | s’
' 409’
description: Conflict
content:
appl i cation/ probl em+j son
schema:
$ref: ' #/ conponents/schemas/ Probl enDetail s’
'412'
description: Precondition Failed
content:
appl i cati on/ probl em+j son
schema
$ref: ' #/ conponents/schenas/ Probl enDet ai | s'
' 500
description: Internal Server Error
content:
appl i cati on/ probl emtj son
schema:
$ref: ' #/ conponent s/ schemas/ Probl enDetail s’
' 503"
description: Service Unavail abl e
content:
appl i cati on/ probl emtj son
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
defaul t:

description: Generic Error

A.3 MonitoringEvent API

openapi: 3.0.0

info
title: 3gpp-nonitoring-event
version: "v1"

ext er nal Docs
description: Docurentation

url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29_series/ 29. 122/

servers:
- url: https://{api Root}/3gpp-nonitoring-event/vl
vari abl es:
api Root :

defaul t: denmphost.com
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description: api Root as defined in subclause subcl ause 5.2.4 of 3GPP TS 29. 122, excl uding

the https:// part.
pat hs:
/| {scsAsl d}/subscriptions
get:

sunmary: read all of the active subscriptions for the SCS/ AS

t ags:

- MonitoringEvent APl SCS/AS | evel GET Qperation

paraneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
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schenma

type: string

responses
' 200

description: OK (Successful get all of the active subscriptions for the SCS/ AS)
content:

application/json

schena
type: array

items:

$ref: '#/ conponents/schenas/ MonitoringEvent Subscri ption
mnltenms: O
description: Mnitoring event subscriptions

defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema

$ref: ' #/ conponents/schenas/ Probl enDetails'

post:
sunmary: Creates a new subscription resource for nonitoring event notification
tags:
- MnitoringEvent APl Subscription | evel POST Qperation
par aneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
type: string
request Body:
description: Subscription for notification about nonitoring event
required: true

content:
application/json
schena:
$ref: '#/ conponents/schenas/ MnitoringEvent Subscri ption
cal | backs

notificationDestination
"{request. body#/ notificationDestination}'
post :
request Body: # contents of the callback nmessage
required: true
content:
application/json
schema
$ref: '#/ conponents/schemas/ MonitoringNotification
responses
' 204
description: No Content (successful notification)
responses
‘201
description: Created (Successful creation of subscription)
content:
application/json
schema
$ref: '#/ conponents/schenas/ MonitoringEvent Subscri ption
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schena:
$ref: ' #/ component s/ schemas/ Probl enDet ai | s’

/ {scsAsl d}/subscriptions/{subscriptionld}:

get:
summary: read an active subscriptions for the SCS/AS and the subscription Id
tags:
- MonitoringEvent APl Subscription |evel GET Operation
par aneters
- name: scsAsld
in: path

description: ldentifier of the SCS/ AS
required: true
schena:
type: string
- nane: subscriptionld
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in: path
description: ldentifier of the subscription resource
required: true

schena
type: string
responses
' 200'
description: OK (Successful get the active subscription)
content:
application/json
schena
$ref: ' #/ conponents/schenas/ MonitoringEvent Subscri ption
defaul t:
description: Unexpected error
content:
appl i cati on/ probl em+j son
schema

$ref: '#/ conponents/schenas/ Probl enDet ai | s’

put:
sunmary: Updat es/repl aces an existing subscription resource
tags:
- MonitoringEvent APl subscription | evel PUT Qperation
paraneters
- name: scsAsld
in: path

description: ldentifier of the SCS/ AS
required: true
schema:
type: string
- nane: subscriptionld
in: path
description: ldentifier of the subscription resource
required: true
schema
type: string
request Body:
description: Paranmeters to update/replace the existing subscription
required: true

content:
application/json
schena
$ref: '#/ conponents/schenas/ MnitoringEvent Subscri ption
responses
' 200
description: OK (Successful update of the subscription)
content:
application/json
schema
$ref: '#/ conponents/schenas/ MonitoringEvent Subscri ption
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schena:

$ref: '#/ conponents/schenas/ Probl enDet ai | s'

del et e:
summary: Del etes an already existing nonitoring event subscription
tags:
- MonitoringEvent APl Subscription | evel DELETE Operation
paraneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema:
type: string
- nane: subscriptionld
in: path
description: ldentifier of the subscription resource
required: true

schema
type: string
responses
' 204
description: No Content (Successful deletion of the existing subscription)
' 200'
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description: OK (Successful deletion of the existing subscription)

content:
application/json:
schema:
type: array
items:

$ref: '#/ conponents/schemas/ Monitori ngEvent Report'
mnltens: 1
description: The subscription was term nated successfully, the nonitoring event
report(s) shall be included if received.

defaul t:
description: Unexpected error
content:
appl i cati on/ pr obl em+j son:
schena:

$ref: ' #/ conponents/schenas/ Probl enDetails'
conponents:
schenas:
Moni t ori ngEvent Subscri pti on:
type: object
properties:
sel f:
$ref: 'TS29122 ConmmonDat a. yanl #/ conponent s/ schenas/ Li nk'
support edFeat ur es:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
external | d:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ Ext ernal 1 d'
nsi sdn:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ Msi sdn’
ext ernal Groupl d:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Ext er nal G oupl d'
i pv4Addr :
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ | pv4Addr'
i pv6Addr :
$ref: ' TS29122_CommonDat a. yan #/ conponent s/ schenas/ | pv6Addr’
notificationDestination:
$ref: 'TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Li nk'
request Test Noti fication:
type: bool ean
description: Set to true by the SCS/AS to request the SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false or onmitted otherw se.
websockNot i f Confi g:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ WebsockNot i f Confi g'
nmoni t ori ngType:
$ref: ' #/ conponent s/ schemas/ Moni t ori ngType'
maxi mumNunber O Report s:
type: integer
description: ldentifies the maxi mum nunber of event reports to be generated by the HSS
MVE/ SGSN as specified in subclause 5.6.0 of 3GPP TS 23.682 [2].
noni t or Expi reTi nme:
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
gr oupRepor Guar dTi me:
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schemas/ Dur at i onSec'
maxi nunDet ect i onTi ne:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Dur at i onSec'
reachabi | i tyType:
$ref: '#/ conponents/schenas/ ReachabilityType'
maxi nunLat ency:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Dur at i onSec'
maxi munResponseTi ne:
$ref: ' TS29122_CommonDat a. yan #/ conponent s/ schemas/ Dur at i onSec'
suggest edNunber O DI Packet s:
type: integer
description: If "nonitoringType" is "UE REACHABILITY", this paranmeter may be included to
identify the nunber of packets that the serving gateway shall buffer in case that the UE is not
reachabl e.
i dl eSt at usl ndi cati on:
type: bool ean
description: If "nonitoringType" is set to "UE _REACHABILITY" or
"AVAI LABI LI TY_AFTER _DDN_FAI LURE", this paranmeter may be included to indicate the notification of
when a UE, for which PSMis enabled, transitions into idle node. - "true" indicate enabling of
notification - "false" indicate no need to notify Default "false".
| ocati onType:
$ref: '#/ conponents/schemas/ LocationType'
accuracy:
$ref: ' #/ conponent s/ schemas/ Accuracy'
m ni munReport | nterval:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Dur at i onSec'
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associ ati onType:
$ref: '#/ conponents/schemas/ Associ ati onType'
pl ml ndi cati on:
type: bool ean
description: If "nonitoring-Type" is "ROAM NG STATUS', this paraneter may be included to
indicate the notification of UE's Serving PLMN ID. - "true" The value shall be used to indicate
enabling of notification; - "false" The value shall be used to indicate disabling of notification.
Default "false".
| ocat i onAr ea:
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Locat i onAr ea'
noni t ori ngEvent Report:
$ref: '#/ conponents/schemas/ Monitori ngEvent Report'
required:
- supportedFeat ures
- notificationDestination
- nonitoringType
Moni t ori ngNoti fi cati on:
type: object
properties:
subscri ption:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Li nk'
ConfigResul t:
type: array
items:
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Confi gResul t'
mnltems: 1
description: Each element identifies a notification of grouping configuration result.
noni t ori ngEvent Reports:
type: array
items:
$ref: '#/ conponents/schenmas/ MonitoringEvent Report'
mnltems: O
description: Mnitoring event reports.
cancel i nd:
type: bool ean
description: Indicates whether to request to cancel the correspondi ng nonitoring
subscription. Set to false or omtted otherw se.
required:
- subscription
Moni t ori ngEvent Report :
type: object
properties:
i mei Change:
$ref: ' #/ conponent s/ schemas/ Associ ati onType'
external | ds:
type: array
items:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ext er nal 1 d'
mnltems: O
description: External identifier
i dl eSt at usl nf o:
$ref: '#/ conponents/schenas/|dl eStatuslnfo'
| ocat i onl nf o:
$ref: '#/ conponents/schemas/ Locationl nfo'
| 0ssOf Connect Reason:
type: integer
description: If "nonitoring-Type" is "LOSS_OF CONNECTIVITY", this parameter shall be
included if available to identify the reason why | oss of connectivity is reported. Refer to
3GPP TS 29.336 [11] Subcl ause 8. 4.58.
maxUEAvai | abi lityTi me:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
nsi sdns:
type: array
items:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Msi sdn’
mnltems: O
description: lIdentifies the Ms internal PSTN | SDN nunber
noni t ori ngType:
$ref: '#/ conponents/schenas/ MonitoringType'
uePer Locat i onReport:
$ref: ' #/ conponent s/ schemas/ UePer Locat i onReport'
pl ml d:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Pl ml d'
reachabi | i tyType:
$ref: ' #/ conponent s/ schemas/ Reachabi lityType'
roam ngSt at us:
type: string
failureCause:
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$ref: ' #/ conponent s/ schemas/ Fai | ur eCause’
required:
- nonitoringType
I dl eSt at usl nf o:
type: object
properties:
activeTi me:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Dur at i onSec'
edr xCycl eLengt h:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schemas/ Dur at i onSec'
suggest edNunber O Dl Packet s:
type: integer
description: ldentifies the nunber of packets shall be buffered in the serving gateway. It
shall be present if the idle status indication is requested by the SCS/AS with
"idl eStatuslndication" in the "nonitoringEvent Subscription" sets to "true".
i dl eSt at usTi nest anp:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
peri odi cAUTI ner:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Dur at i onSec'
UePer Locat i onReport:
type: object
properties:
ueCount :
type: integer
description: ldentifies the nunber of UEs.
external | ds:
type: array
itemns:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ Ext ernal 1 d'
mnltems: O
description: Each el ement uniquely identifies a user.
nsi sdns:
type: array
itens:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Msi sdn’
mnltems: O
description: Each elenent identifies the M5 internal PSTN | SDN nunber allocated for a UE
required:
- ueCount
Locat i onl nf o:
type: object
properties:
ageOf Locati onl nf o:
$ref: 'TS29122_ CommonDat a. yani #/ conponent s/ schemas/ Dur ati onM n'
cellld:
type: string
description: Indicates the Cell G obal Identification of the user which identifies the
cell the UE is registered.
enodeBI d:
type: string
description: Indicates the eNodeB in which the UE is currently | ocated.
routi ngAreal d:
type: string
description: ldentifies the Routing Area ldentity of the user where the UE is | ocated.
tracki ngAreal d:
type: string
description: ldentifies the Tracking Area ldentity of the user where the UE is | ocated.
pl mm d:
type: string
description: ldentifies the PLMN Identity of the user where the UE is |ocated.
twanl d:
type: string
description: Identifies the TWAN Identity of the user where the UE is | ocated.
Fai | ur eCause:
type: object
properties:
bssgpCause:
type: integer
description: ldentifies a non-transparent copy of the BSSGP cause code. Refer to
3GPP TS 29.128 [12].
causeType:
type: integer
description: ldentify the type of the S1AP-Cause. Refer to 3GPP TS 29.128 [12].
gmtause:
type: integer
description: ldentifies a non-transparent copy of the GW cause code. Refer to
3GPP TS 29.128 [12].
ranapCause:
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type: integer
description: ldentifies a non-transparent copy of the RANAP cause code. Refer to
3GPP TS 29.128 [12].
ranNasCause:
type: string
description: Indicates RAN and/or NAS rel ease cause code informati on, TWAN rel ease cause
code information or untrusted WLAN rel ease cause code information. Refer to 3GPP TS 29.214 [10].
s1ApCause:
type: integer
description: ldentifies a non-transparent copy of the S1AP cause code. Refer to
3GPP TS 29.128 [12].
snCause:
type: integer
description: ldentifies a non-transparent copy of the SM cause code. Refer to
3GPP TS 29.128 [12].
Moni t ori ngType:
anyCf :
- type: string
enum
- LGSS_OF_CONNECTIVITY
- UE_REACHABI LI TY
- LOCATI ON_REPORTI NG
- CHANGE_OF_| MSI _I MElI _ASSOC!I ATI ON
- ROAM NG_STATUS
- COMMUNI CATI ON_FAI LURE
- AVAI LABI LI TY_AFTER _DDN_FAI LURE
- NUMBER_OF_UES_| N_AN_AREA
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- LOSS_OF_CONNECTI VI TY: The SCS/ AS requests to be notified when the 3GPP network detects
that the UE is no | onger reachable for signalling or user plane comunication
- UE_REACHABI LI TY: The SCS/ AS requests to be notified when the UE becones reachabl e for
sending either SMS or downlink data to the UE
- LOCATI ON_REPORTI NG The SCS/ AS requests to be notified of the current location or the |ast
known | ocation of the UE
- CHANGE_OF | MBI _| MEI _ASSOCI ATI ON: The SCS/ AS requests to be notified when the association
of an ME (I MEI(SV)) that uses a specific subscription (IMSlI) is changed
- ROAM NG_STATUS: The SCS/ AS queries the UE' s current roam ng status and requests to get
notified when the status changes
- COVUNI CATI ON_FAI LURE: The SCS/ AS requests to be notified of comrmunication failure events
- AVAI LABI LI TY_AFTER _DDN _FAI LURE: The SCS/ AS requests to be notified when the UE has becone
available after a DDN failure
- NUMBER_OF _UES | N AN AREA: The SCS/ AS requests to be notified the nunber of UEs in a given
geogr aphi c area
Reachabi | i t yType:
anyCf :
- type: string
enum
- SMB
- DATA
- SMS_AND_DATA
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- SM5 : The SCS/ AS requests to be notified when the UE becones reachable for sending SMs to
the UE
- DATA: The SCS/ AS requests to be notified when the UE becones reachabl e for sending
downlink data to the UE
- SM5_AND DATA : The SCS/ AS requests to be notified when the UE becones reachable for
sendi ng SMS and downlink data to the UE
Locat i onType:
anyCOf :
- type: string
enum
- CURRENT_LOCATI ON
- LAST_KNOWN_LOCATI ON
- type: string
description: >
This string provides forward-conpatibility with future
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extensions to the enuneration but is not used to encode
content defined in the present version of this API
description: >
Possi bl e val ues are
- CURRENT_LOCATI ON: The SCS/ AS requests to be notified for current |ocation
- LAST_KNOAN_LOCATI ON: The SCS/ AS requests to be notified for |ast known | ocation
Associ ati onType
anyCf :
- type: string
enum
- I ME
- | MEI SV
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API
description: >
Possi bl e val ues are
- I MEl: The val ue shall be used when the change of |MSI-IMEl association shall be detected
- I MEI SV: The val ue shall be used when the change of |Msl-I| Ml SV associ ation shall be
det ect ed
Accur acy:
anyCf :
- type: string
enum
- C4 _ECG
- ENODEB
- TARA
- PLMWN
- TWANID
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API
description: >
Possi bl e val ues are
- CA_ECGA: The SCS/AS requests to be notified at cell level |ocation accuracy.
- ENODEB: The SCS/ AS requests to be notified at eNodeB | evel |ocation accuracy.
- TA RA: The SCS/AS requests to be notified at TA/RA | evel |ocation accuracy
- PLM\: The SCS/ AS requests to be notified at PLMN | evel |ocation accuracy.
- TWAN I D: The SCS/AS requests to be notified at TWAN i dentifier |level |ocation accuracy.

A.4 ResourceManagementOfBdt API

openapi: 3.0.0
info
title: 3gpp-bdt
version: "v1"
ext ernal Docs
description: Documentation
url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29_series/ 29. 122/

servers:
- url: https://{api Root}/3gpp-bdt/vl
vari abl es:
api Root :

defaul t: denohost.com
description: api Root as defined in subclause subcl ause 5.2.4 of 3GPP TS 29. 122, excl uding
the https:// part.
pat hs:
/ {scsAsl d}/subscriptions
get:
par anet ers
- name: scsAsld
description: String identifying the SCS/ AS

in: path
required: true
schema
type: string
responses
' 200
description: all BDT policy subscriptions
content:
application/json
schema
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type: array
items:
$ref: '#/ conponents/schemas/ Bdt
mnltens: O
description: individual BDT policy subscription

defaul t:
description: Unexpected error
content:
appl i cati on/ probl em+j son
schema

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schenas/ Probl enDet ai | s’
post :
par anmet ers
- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schema
type: string
request Body:
description: Contains the data to create a BDT subscription
required: true

content:
application/json
schema
$ref: '#/ conponents/schemas/ Bdt
responses
'201
description: Background data transfer policies offered to the SCS/ AS
content:
application/json
schema:
$ref: ' #/ conponent s/ schemas/ Bdt
defaul t:
description: Unexpected error
content:
appl i cati on/ probl em+j son
schema

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
/ {scsAsl d}/ subscriptions/{subscriptionld}:
get:
par anmeters
- nanme: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schena
type: string
- name: subscriptionld
description: String identifying the individual BDT policy resource in the SCEF

in: path
required: true
schema
type: string
responses
' 200'
description: Background data transfer policies offered to and selected by the SCEF
content:
application/json
schena:
$ref: '#/ conponents/schemas/ Bdt
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema

$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s'
pat ch:
par aneters
- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schema
type: string
- name: subscriptionld
description: String identifying the individual BDT policy resource in the SCEF
in: path
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required: true
schena
type: string
request Body:
description: Contains information to be performed on the Bdt data structure to select a
transfer policy.
required: true

content:
appl i cati on/ mer ge- pat ch+j son
schema
$ref: '#/ conponents/schemas/ Bdt Pat ch
responses
' 200

description: The Individual BDT Policy resource is nodified with a selected policy and a
representation of that resource is returned

content:
application/json
schema
$ref: ' #/ conponents/schemas/ Bdt
' 204
description: The Individual BDT Policy resource is nodified with a selected policy.
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s'
del et e:
paraneters

- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schema
type: string
- name: subscriptionld
description: String identifying the individual BDT policy resource in the SCEF

in: path
required: true
schena:
type: string
responses
' 204
description: The Individual BDT Policy resource is deleted
defaul t:
description: Unexpected error
content:
appl i cati on/ probl em+j son
schema
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
conponent s:
schenas:
Bdt :
type: object
properties:
sel f:

$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schemas/ Li nk
suppor t edFeat ur es

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Suppor t edFeat ur es
vol unePer UE

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenmas/ UsageThr eshol d'
nunmber OF UEs:

type: integer

description: ldentifies the nunber of UEs.
desi redTi neW ndow.

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schemas/ Ti neW ndow
| ocati onArea

$ref: 'TS29122_ CormmonDat a. yani #/ conponent s/ schemas/ Locat i onAr ea
referenceld

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenmas/ Bdt Ref er encel d
transferPolicies:

type: array

itens:

$ref: '#/ conponents/schenas/ TransferPolicy

mnltems: O

description: ldentifies an offered transfer policy.

readOnly: true
sel ectedPol i cy:
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type: integer
description: ldentity of the sel ected background data transfer policy. Shall not be
present in initial nmessage exchange, can be provided by NF service consunmer in a subsequent nessage
exchange.
required:
- supportedFeat ures
- vol umePer UE
- nunber O UEs
- desiredTi meW ndow
Bdt Pat ch:
type: object
properties:
sel ect edPol i cy:
type: integer
description: ldentity of the sel ected background data transfer policy.
required:
- sel ectedPolicy
TransferPolicy:
type: object
properties:
bdt Pol i cyl d:
type: integer
description: ldentifier for the transfer policy
maxUpl i nkBandwi dt h:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schemas/ Bandwi dt h'
maxDownl i nkBandwi dt h:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Bandwi dt h'
rati ngG oup:
type: integer
description: Indicates the rating group during the time w ndow.
ti meW ndow
$ref: ' TS29122 CormmonDat a. yani #/ conponent s/ schenas/ Ti neW ndow

required:
- bdtPolicyld
- ratingGoup

- ti nmeW ndow

A.5 ChargeableParty API

openapi: 3.0.0
info
title: 3gpp-chargeabl e-party
version: "v1"
ext ernal Docs
description: Documentation
url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29 _series/ 29. 122/

servers:
- url: https://{api Root}/3gpp-chargeabl e-party/vl
vari abl es:
api Root :

defaul t: denphost.com
description: api Root as defined in subclause subcl ause 5.2.4 of 3GPP TS 29. 122, excl uding
the https:// part.

pat hs:
/{scsAsl d}/transactions:
get:
sunmary: Read all chargeabl e party transaction resources for a given SCS/ AS
tags:

- Chargeabl e Party Transacti on Operation
par anet er s:
- nane: scsAsld
in: path
description: Identifier of SCS/ AS
required: true

schema:

type: string

responses:
' 200" :

description: OK (successful query of Chargeable Party resource)
content:

application/json:

schena:
type: array

itens:

$ref: ' #/ conponent s/ schemas/ Char geabl eParty’
mnltems: O
description: individual BDT policy subscription.

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 196 ETSI TS 129 122 V15.0.0 (2018-07)

defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema

$ref: '#/ conponents/schenas/ Probl enDet ai | s'

post :
sunmmary: Create a new chargeabl e party transaction resource
t ags:
- Chargeabl e Party Transacti on Operation
par ameters
- name: scsAsld
in: path

description: ldentifier of SCS/ AS
required: true
schema
type: string
request Body:
description: representation of the Chargeable Party resource to be Created in the SCEF
required: true

content:
application/json
schema:
$ref: '#/ conponents/schemas/ Char geabl eParty
cal | backs

event Noti fication
" {$request. body#/ notificationUri}":
post:
request Body: # contents of the callback nmessage
requi red: true

content:
application/json
schena
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas// noti fi cati onDat a
responses
' 200
description: OK (The successful acknow edgenent of the notification with a body)
responses
‘201
description: successful creation of a chargeable party resource
content:
application/json
schena:
$ref: '#/ conponents/schemas/ Chargeabl eParty
' 500
description: unsuccessful creation of a chargeable party resource - internal server error
content:
application/json
schena
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
defaul t:
description: unexpected error
content:
application/json
schena:

$ref: '#/ conponents/schenas/ Probl enDet ai | s’

/{scsAsld}/transacti ons/{transacti onl d}
get:
sunmmary: read a chargeable party resource for a given SCS/AS and a transaction Id
t ags:
- Individual chargeable party resource QOperation
par ameters
- name: scsAsld
in: path
description: ldentifier of SCS/ AS
required: true
schema
type: string
- name: transactionld
in: path
description: ldentifier of transaction
required: true
schena:
type: string
responses
' 200
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description: OK (successful query of a chargeable party resource)

content:
application/json
schena
$ref: '#/ conponents/schemas/ Char geabl eParty
defaul t:
description: Unexpected error
content:
appl i cati on/ probl em+j son
schema

$ref: '#/ conponents/schenas/ Probl enDet ai | s'

pat ch:
sunmary: Updates a existing chargeable party resource for a given SCS/AS and transaction |d
tags:
- I'ndividual chargeable party resource Qperation
par anmet ers
- name: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schema
type: string
- name: transactionld
in: path
description: ldentifier of transaction
required: true
schena:
type: string
r equest Body:
description: representation of the chargeable party resource to be udpated in the SCEF
required: true

content:
appl i cati on/ mer ge- pat ch+j son
schena
$ref: ' #/ conponent s/ schemas/ Char geabl eParty
responses
' 200
description: successful update of a chargeable party resource
content:
application/json
schena
$ref: '#/ conponents/schemas/ Char geabl eParty
' 500
description: unsuccessful update of a chargeable party resource
content:
application/json
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
defaul t:
description: unexpected error
content:
application/json
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
del et e:
sunmary: deletes a chargeable party resource for a given SCS/AS and a transcation |d
tags:

- I'ndividual chargeable party resource Qperation
par aneters
- name: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schema
type: string
- name: transactionld
in: path
description: ldentifier of transaction
required: true

schema:
type: string
responses
' 200
description: successful deletion of an resouce of chargeable party
defaul t:

description: unexpected error
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content:
application/json
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
conponents:
schenas:
Char geabl eParty:
type: object
properties:
sel f:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Li nk
support edFeat ur es
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es
notificationDestination
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Li nk
request Test Noti fi cation
type: bool ean
description: Set to true by the SCS/AS to request the SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false or omtted otherw se
websockNot i f Config
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schemas/ WebsockNot i f Confi g'
i pv4Addr :
$ref: 'TS29122 ConmonDat a. yanl #/ conponent s/ schenas/ | pv4Addr '
i pv6Addr
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ | pv6Addr’
flow nfo
type: array
itemns:
$ref: ' TS29122_ CormmonDat a. yanl #/ conponent s/ schenas/ Fl ow nf o
mnltems: 1
description: Describes the application flows.
sponsor | nformati on
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ Sponsor | nf or mat i on
sponsori ngEnabl ed
type: bool ean
description: |ndicates sponsoring status
referenceld
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Bdt Ref er encel d
usageThreshol d
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ UsageThr eshol d
required
- supportedFeat ures
- notificationDestination
- flownfo
- sponsor | nformation
- sponsoringEnabl ed

A.6 NIDD API

openapi: 3.0.0
info
title: 3gpp-nidd
version: "v1"
ext er nal Docs
description: Docurentation
url: "http://ww. 3gpp. org/ ftp/ Specs/archivel/29_series/29. 122/

servers:
- url: https://{api Root}/3gpp-nidd/vl
vari abl es:
api Root :

defaul t: demphost.com
description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.
pat hs:
/ {scsAsl d}/configurations:
get:
par ameters
- nanme: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schena:
type: string
responses
' 200
description: all N DD configurations.
content:
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application/json
schena
type: array
items:
$ref: '#/ conponents/schemas/ Ni ddConfi guration
mnltems: 0O
description: individual N DD configuration

defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schena
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schemas/ Probl enDet ai | s
post :
par amet ers

- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schena:
type: string
request Body:
description: Contains the data to create a NI DD configuration
required: true

content:
appl i cation/json
schena:
$ref: ' #/ conponents/schemas/ Ni ddConfi guration
responses
‘201
description: NI DD configuration is successfully created
content:
application/json
schema
$ref: '#/ conponents/schemas/ Ni ddConfi guration
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schena:

$ref: 'TS29122 CommonDat a. yani #/ conponent s/ schemas/ Probl enDet ai | s'
cal | backs
ni ddNot i fi cati ons:
' {$request. body#/ notificationDestination}'
post :
r equest Body:
description: Notification for NIDD configuration status, MO N DD, MI NI DD delivery
report.
content:
application/json
schena
oneC :
- $ref: '#/ conponents/schemas/ Ni ddConfi gurationStatusNotification
- $ref: '#/ component s/ schemas/ Ni ddUpl i nkDat aNoti fi cati on
- $ref: '#/ component s/ schemas/ Ni ddDownl i nkDat aDel i veryNot i fication

responses

' 204

description: Expected response to a successful callback processing without a body
' 200'

description: Expected response to a successful callback processing with a body

content:

appl i cation/json
schema:

$ref: 'TS29122 CommonDat a. yanl #/ conponent s/ schemas/ Acknow edgenent
/ {scsAsl d}/ configurations/{configurationld}:
get:
paraneters
- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schema:
type: string
- nane: configurationld
description: String identifying the individual N DD configuration resource in the SCEF.
in: path
required: true
schema
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type: string

responses
' 200
description: The individual NI DD configuration is successfully retrieved
content:
application/json
schena
$ref: '#/ conponents/schemas/ Ni ddConfi guration
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schemas/ Probl enDet ai | s
pat ch:
par ameters

- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schema
type: string
- nane: configurationld
description: String identifying the individual N DD configuration resource in the SCEF.
in: path
required: true
schema:
type: string
request Body:
description: Contains information to be applied to the individual N DD configuration
required: true

content:
appl i cati on/ mer ge- pat ch+j son
schema
$ref: '#/ conponents/schemas/ N ddConfi gurati onPat ch
responses
' 200

description: The Individual NIDD configuration is nodified successfully and a
representation of that resource is returned

content:
application/json
schena
$ref: '#/ conponents/schemas/ Ni ddConfi guration
' 204
description: The Individual NI DD configuration is nodified successfully.
defaul t:
description: Unexpected error
content:
appl i cati on/ probl em+j son
schena
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
del ete:

par anmet ers
- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schema
type: string
- nane: configurationld
description: String identifying the individual N DD configuration resource in the SCEF.

in: path
required: true
schema:
type: string
responses
' 204
description: The Individual NI DD configuration is deleted
defaul t:
description: Unexpected error
content:
appl i cati on/ probl em+j son
schema

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
/ {scsAsl d}/ configurations/{configurationld}/downlink-data-deliveries
get:
par anet ers
- nanme: scsAsld
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description: String identifying the SCS/ AS
in: path
required: true
schena
type: string
- nane: configurationld
description: String identifying the individual N DD configuration resource in the SCEF.
in: path
required: true
schema
type: string
responses
' 200
description: all N DD downlink data deliveries
content:
application/json
schema
type: array
items:
$ref: ' #/ conmponent s/ schemas/ Ni ddDownl i nkDat aTr ansf er'
mnltems: 0
description: individual N DD downlink data delivery.

defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema:

$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s'
post:
par anet ers
- nanme: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schema
type: string
- nane: configurationld
description: String identifying the individual N DD configuration resource in the SCEF.
in: path
required: true
schema:
type: string
r equest Body:
description: Contains the data to create a NI DD downlink data delivery.
required: true

content:
application/json
schema
$ref: '#/ conponents/schenas/ Ni ddDownl i nkDat aTr ansf er
responses
' 200'
description: N DD downlink data delivery is successful
content:
application/json
schena:
$ref: '#/ conponents/schemas/ Ni ddDownl i nkDat aTr ansf er’
' 202
description: N DD downlink data delivery is pending
content:
application/json
schema
$ref: '#/ conponents/schemas/ Ni ddDownl i nkDat aTr ansf er’
defaul t:
description: Unexpected error
content:
appl i cati on/ pr obl emtj son
schena:

$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenas/ Probl enDet ai | s'
/{scsAsl d}/configurations/{configurationld}/downlink-data-deliveries/{downlinkDataDeliveryld}:
get:
par aneters
- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schema:
type: string
- nane: configurationld
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description: String identifying the individual N DD configuration resource in the SCEF.
in: path
required: true
schena
type: string
- name: downlinkDat aDel i veryld
description: String identifying the individual N DD downlink data delivery in the SCEF.

in: path
required: true
schema
type: string
responses
' 200
description: The individual NI DD downlink data delivery is successfully retrieved
content:
application/json
schema
$ref: '#/ conponents/schemas/ Ni ddDownl i nkDat aTr ansf er’
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schena:

$ref: 'TS29122 CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s'
put :
par anmet ers
- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
schena
type: string
- nane: configurationld
description: String identifying the individual N DD configuration resource in the SCEF.
in: path
required: true
schena:
type: string
- nane: downlinkDat aDeliveryld
description: String identifying the individual N DD downlink data delivery in the SCEF.
in: path
required: true
schena
type: string
request Body:
description: Contains information to be applied to the individual NI DD downlink data

delivery
required: true
content:
application/json
schena
$ref: '#/ conponents/schemas/ Ni ddDownl i nkDat aTr ansf er’
responses
' 200
description: Replaced NIDD downlink data is delivered successfully.
content:
application/json
schema
$ref: ' #/ conponents/schenas/ Ni ddDownl i nkDat aTr ansfer'
' 202
description: The pending NI DD downlink data is replaced sucessfully but delivery is
pendi ng
content:
application/json
schema
$ref: '#/ conponents/schemas/ Ni ddDownl i nkDat aTr ansf er’
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema:
$ref: ' TS29122 CormmonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s'
del et e:

par anet ers
- name: scsAsld
description: String identifying the SCS/ AS
in: path
required: true
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schena:
type: string

- nhame:

configurationld

description: String identifying the individual N DD configuration resource in the SCEF.
in: path
required: true
schena:
type: string

- hame:

downl i nkDat aDel i veryl d

description: String identifying the individual N DD downlink data delivery in the SCEF.

in: path
required: true
schema:
type: string
responses:
''204":
description: The pending N DD downlink data is del eted.
defaul t:
description: Unexpected error
content:
appl i cati on/ pr obl em+j son:
schema:
$ref: 'TS29122 CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s'
conponents:
schenas:

Ni ddConfi gurati on:
type: object
properties:

sel f:
$ref:

' TS29122_CommonDat a. yan #/ conponent s/ schemas/ Li nk'

support edFeat ur es:

$ref:
ext er nal

$ref:
nmsi sdn:

$ref:

' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Suppor t edFeat ur es'
| d:
' TS29122_CommonDat a. yan #/ conponent s/ schemas/ Ext er nal | d'

' TS29122_CommonDat a. yam #/ conponent s/ schemas/ Msi sdn’

durati on:

$ref:

' TS29122_CommonDat a. yan #/ conponent s/ schemas/ Dat eTi me’

rel i abl eDat aSer vi ce:

type:
descri

bool ean
ption: The reliable data service (as defined in clause 4.5.15.3 of

3GPP TS 23.682 [2]) to indicate if a reliable data service acknow edgrment is enabl ed or not.
rdsPorts:

type:
itens:

array

$ref: '#/ conponents/schenmas/ RdsPort'
mnltens: O

descri

ption: Indicates the port configuration that is used for reliable data transfer

bet ween specific applications using RDS (as defined in clause 5.2.4 and 5.2.5 of
3GPP TS 24.250 [31]).
pdnEst abl i shnent Opti on:

$ref:

' #/ conponent s/ schemas/ PdnEst abl i shnent Opti ons'

notificationDestination:

$ref:

' TS29122_ConmonDat a. yam #/ conmponent s/ schemas/ Li nk'

request Test Noti fication:

type:
descri
defined in subcl

bool ean
ption: Set to true by the SCS/AS to request the SCEF to send a test notification as
ause 5.2.5.3. Set to false or omtted otherw se.

websockNoti f Confi g:

$ref:

' TS29122_CommonDat a. yam #/ conponent s/ schermas/ WebsockNot i f Confi g’

maxi munPacket Si ze:

type:
descri

i nt eger
ption: The Maxi mum Packet Size is the maxi mum NI DD packet size that was transferred

to the UE by the SCEF in the PCO see clause 4.5.14.1 of 3GPP TS 23.682 [2]. If no maxi num packet
size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to

SCS/AS. Unit bi

t.

ni ddDownl i nkDat aTr ansf ers:

type:
items:

array

$ref: '#/ conponents/schemas/ Ni ddDownl i nkDat aTr ansf er’
mnltenms: O

descri

ption: The downlink data deliveries that needed to be executed by the SCEF. The

cardinality of the property shall be 0..1 in the request and 0..N in the response (i.e. response may
contain multiple buffered MI NI DD).

st at us:
$ref:
required:

' #/ conponent s/ schemas/ Ni ddSt at us'

- support edFeat ur es
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- notificationDestination
Ni ddDownl i nkDat aTr ansf er:
type: object
properties:
external | d:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ext er nal 1 d'
ext ernal Groupl d:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Ext er nal G oupl d'

nmsi sdn:

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Msi sdn’
sel f:

$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Li nk'
dat a:

$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schermas/ Bi nary'
reliabl eDat aServi ce:
type: bool ean
description: The reliable data service (as defined in clause 4.5.15.3 of
3GPP TS 23.682 [2]) to indicate if a reliable data service acknow edgnent is enabled or not.
rdsPort:
$ref: ' #/ conmponent s/ schemas/ RdsPort'
maxi nuLat ency:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schemas/ Dur at i onSec'
priority:
type: integer
description: It is used to indicate the priority of the non-IP data packet relative to
ot her non-1P data packets.
pdnEst abl i shnment Opt i on:
$ref: ' #/ conponents/schenmas/ PdnEst abl i shnment Opt i ons'
del i veryStat us:
$ref: '#/ conponents/schenas/DeliveryStatus'
request edRet ransmi ssi onTi ne:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
required:
- data
Ni ddUpl i nkDat aNot i fi cati on:
type: object
properties:
ni ddConfi gurati on:
$ref: ' TS29122_CommonDat a. yami #/ conponent s/ schemas/ Li nk'
external | d:
$ref: 'TS29122 CommonDat a. yani #/ conponent s/ schenmas/ Ext ernal 1 d'
nsi sdn:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Msi sdn’
dat a:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Bi nary'
reliabl eDat aSer vi ce:
type: bool ean
description: Indicates whether the reliable data service is enabled.

rdsPort:
$ref: ' #/ components/schemas/ RdsPort"
required:
- ni ddConfiguration
- data

Ni ddDownl i nkDat aDel i veryNoti fi cati on:
type: object
properties:
ni ddDownl i nkDat aTr ansf er:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schemas/ Li nk'
del i veryStat us:
$ref: ' #/ conponents/schenas/ DeliveryStatus'
request edRet r ansmi ssi onTi ne:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
required:
- ni ddDownl i nkDat aTr ansf er
- deliveryStatus
Ni ddConfi gurationStatusNotification:
type: object
properties:
ni ddConfi gurati on:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Li nk'
external | d:
$ref: ' TS29122 CormmonDat a. yani #/ conponent s/ schenas/ Ext ernal 1 d'

nsi sdn:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Msi sdn’
st at us:
$ref: ' #/ conponent s/ schemas/ Ni ddSt at us'
required:

- ni ddConfiguration
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- status
RdsPort :
type: object
properties:
port UE:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schemas/ Por t'
por t SCEF:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schermas/ Por t'
required:
- portUE
- port SCEF
PdnEst abl i shnent Opti ons:
anyCf :
- type: string
enum
- WA T_FOR_UE
- | NDI CATE_ERROR
- SEND_TRI GGER
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >

Possi bl e val ues are

- WAIT_FOR UE: wait for the UE to establish the PDN connection

- | NDI CATE_ERROR: respond with an error cause

- SEND TRI GGER: send a device trigger

Del i verySt at us:
anyCf :
- type: string
enum
- SUCCESS
- SUCCESS_NEXT_HOP_ACKNOWN.EDGED
- SUCCESS_NEXT_HOP_UNACKNON.EDGED
- SUCCESS_ACKNOW.EDGED
- SUCCESS_UNACKNOW.EDGED
- TRI GGERI NG
- BUFFERI NG
- BUFFERI NG_TEMPORARI LY_NOT_REACHABLE
- SENDI NG
- STOPPED_BUT_TRI GGERI NG
- FAI LURE
- FAl LURE_QUOTA_EXCEEDED
- FAI LURE_RATE_EXCEEDED
- FAl LURE_DATA TOO LARGE
- FAl LURE_TEMORARI LY_NOT_REACHABLE
- FAI LURE_NEXT_HOP
- FAI LURE_TI MEQUT
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >

Possi bl e val ues are

- SUCCESS: Success but details not provided

- SUCCESS_NEXT_HOP_ACKNOWLEDGED: Successful delivery to the next hop with acknow edgment.

- SUCCESS_NEXT_HOP_UNACKNOW.EDGED: Successful delivery to the next hop w thout
acknow edgnent

- SUCCESS_ACKNOALEDGED: Reli abl e delivery was acknow edged by the UE

- SUCCESS_UNACKNOWALEDGED: Rel i abl e delivery was not acknow edged by the UE

- TRIGGERING The SCEF is triggering the device and buffering the data.

- BUFFERING The SCEF is buffering the data due to no PDN connecti on established.

- BUFFERI NG_TEMPORARI LY_NOT_REACHABLE: The SCEF has been inforned that the UE is tenporarily
not reachable but is buffering the data

- SENDI NG The SCEF has forwarded the data, but they nay be stored el sewhere

- STOPPED BUT_TRI GGERI NG The SCEF is triggering the device but did not buffer the data. The
SCS AS may resubnit the data

- FAILURE: Delivery failure but details not provided

- FAI LURE_QUOTA EXCEEDED: Not enough quota for the MI NI DD

- FAI LURE_RATE_EXCEEDED: MI NI DD sending rate is exceeded.

- FAI LURE_DATA TOO LARGE: The non-|P data size is |larger than "maxi munPacket Si ze" of the
NI DD confi gurati on.

- FAI LURE_TEMORARI LY_NOT_REACHABLE: The SCEF has aborted the delivery because the UE is
tenporarily not reachable. The SCEF nmay in addition indicate a requested re-subnmission tinme for the
dat a.

- FAl LURE_NEXT_HOP
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- FAI LURE_TI MEQUT
readOnly: true
Ni ddSt at us:
anyCf :
- type: string
enum
- ACTI VE
- TERM NATED_UE_NOT_AUTHORI ZED
- TERM NATED
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- ACTIVE: The NI DD configuration is active.
- TERM NATED UE_NOT_AUTHORI ZED: The NI DD configurati on was term nated because the UE s
aut hori sation was revoked.
- TERM NATED: The NI DD configuration was term nated.
readOnly: true
Ni ddConfi gur ati onPat ch:
type: object
properties:
duration:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
rel i abl eDat aServi ce:
type: bool ean
description: The reliable data service (as defined in clause 4.5.15.3 of
3GPP TS 23.682 [2]) to indicate if a reliable data service acknow edgrment is enabl ed or not.
rdsPorts:
type: array
itemns:
$ref: '#/ conponents/schenas/ RdsPort'
mnltems: O
description: Indicates the port configuration that is used for reliable data transfer
bet ween specific applications using RDS (as defined in clause 5.2.4 and 5.2.5 of
3GPP TS 24.250 [31]).
pdnEst abl i shment Opt i on:
$ref: '#/ conponents/schenas/ PdnEst abl i shnment Opti ons'
maxi munPacket Si ze:
type: integer
description: The Maxi mum Packet Size is the maxi mum NI DD packet size that was transferred
to the UE by the SCEF in the PCO see clause 4.5.14.1 of 3GPP TS 23.682 [2]. If no maxi mum packet
size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to
SCS/AS. Unit bit.

A7 DeviceTriggering API

openapi: 3.0.0
info
title: 3gpp-device-triggering
version: "v1"
ext er nal Docs
description: Docurentation
url: "http://ww. 3gpp. org/ ftp/ Specs/archivel/29_series/29. 122/

servers:
- url: https://{api Root}/3gpp-device-triggering/vl
vari abl es:
api Root :

defaul t: denmphost.com
description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.

pat hs:
/ {scsAsl d}/transactions:
get:
sunmary: read all active device triggering transactions for a given SCS/ AS.
tags:

- Device Triggering APl SCS/AS | evel GET Operation
par amet ers:
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ ScsASI d'
responses:
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' 200
description: OK (Successful get all of the active device triggering transactions for the
SCS/ AS)
content:
application/json
schema
type: array
itens:
$ref: '#/ conponents/schenas/ Devi ceTriggering
defaul t:
description: Error responses
content:
appl i cati on/ probl emtj son
schema
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ Probl enDet ai | s’
post :
sunmary: Create a long-termtransaction for a device triggering
tags:
- DeviceTriggering APl Transaction |evel POST Qperation
paraneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schemas/ ScsASI d
request Body:
description: Paraneters to request a device triggering delivery.
required: true

content:
application/json
schema:
$ref: ' #/ conponents/schenas/ Devi ceTriggering
cal | backs

notificationDestination
"{request. body#/ notificationDestination}'
post :
request Body: # contents of the callback nmessage
required: true
content:
application/json
schena
$ref: '#/ conponents/schemas/ Devi ceTri ggeringDel i veryReportNotification
responses
' 200
description: OK (successful notification)
content:
application/json
schema
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ Acknow edgenent
' 204
description: No Content (successful notification)
responses
'201
description: Created (Successful creation of subscription)
content:
application/json
schema
$ref: ' #/ conponents/schenas/ Devi ceTri ggering
defaul t:
description: Error responses
content:
appl i cati on/ probl em+j son
schena:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ Probl enDet ai | s’
/ {scsAsl d}/transactions/{transactionl d}:

get:
summary: Read a device triggering transaction resource
tags:
- DeviceTriggering APl Transaction | evel GET Qperation
par aneters
- name: scsAsld
in: path

description: ldentifier of the SCS/ AS

required: true

schema:

$ref: ' TS29122_ CommonDat a. yan #/ conponent s/ schenmas/ ScsASI d
- nanme: transactionld
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in: path
description: ldentifier of the transaction resource
required: true

schena
type: string
responses
' 200'
description: OK (Successful get the active subscription)
content:
application/json
schena
$ref: '#/ conponents/schenas/ Devi ceTriggering
defaul t:
description: Error responses
content:
appl i cati on/ probl em+j son
schema

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ Probl enDet ai | s’
put:
summary: Repl ace an existing device triggering transaction resource and the correspondi ng
device trigger request.
tags:
- DeviceTriggering APl transaction |evel PUT Qperation
par aneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema:
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schemas/ ScsASI d
- nane: transactionld
in: path
description: ldentifier of the transaction resource
required: true
schema
type: string
request Body:
description: Paraneters to update/replace the existing device triggering
required: true

content:
application/json
schena
$ref: '#/ conponents/schenas/ Devi ceTriggering
responses
' 200
description: OK (Successful update of the device triggering)
content:
application/json
schema
$ref: '#/ conponents/schenas/ Devi ceTriggering
defaul t:
description: Error responses
content:
appl i cati on/ probl emtj son
schena:
$ref: 'TS29122_CormmonDat a. yani #/ conponent s/ Probl enDet ai | s’
del et e:
sunmary: Del etes an already existing device triggering transaction
tags:

- DeviceTriggering APl Transaction | evel DELETE Operation
par aneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ ScsASI d
- name: transactionld
in: path
description: ldentifier of the transaction resource
required: true

schema:
type: string
responses
' 204
description: No Content (Successful deletion of the existing subscription)
' 200'

description: OK (Successful deletion of the existing subscription)
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content:
application/json:
schena:
$ref: '#/ conponents/schenas/ Devi ceTriggering'
defaul t:
description: Error responses
content:
appl i cati on/ probl emtj son:
schema:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ Probl enDet ai | s’
conponent s:
schenas:
Devi ceTri ggeri ng:
type: object
properties:
sel f:

$ref: 'TS29122_CommonDat a. yami #/ conponent s/ schemas/ Li nk'
external | d:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Ext ernal | d'
nsi sdn:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Msi sdn’
suppor t edFeat ur es:
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Support edFeat ur es’
val i di tyPeri od:
$ref: 'TS29122_CommonDat a. yan #/ conponent s/ schemas/ Dur at i onSec'
priority:
$ref: ' #/ conponents/schemas/Priority’
appl i cationPortld:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenas/ Port'
trigger Payl oad:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Bi nary'
notificationDestination:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Li nk'
request Test Noti fi cati on:
type: bool ean
description: Set to true by the SCS/AS to request the SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false or onmtted otherw se.
websockNot i f Confi g:
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schemas/ WebsockNot i f Confi g'
deliveryResul t:
$ref: '#/ conponents/schenas/DeliveryResult'
required:
- supportedFeat ures
- triggerRef erenceNunber
- validityPeriod
- triggerPayl oad
- notificationDestination
Devi ceTri ggeringDel i veryReport Noti fi cati on:
type: object
properties:
transaction:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Li nk'
resul t:
$ref: '#/ conponents/schenas/DeliveryResult'
required:
- transaction
- result
DeliveryResul t:
anyOf :
- type: string
enum
- SUCCESS
- UNKNOMN
- FAI LURE
- TRI GGERED
- EXPI RED
- UNCONFI RMVED
- REPLACED
- TERM NATE
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- SUCCESS: This value indicates that the device action request was successfully conpl et ed.
- UNKNOMN: This val ue indicates any unspecified errors.
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- FAILURE: This value indicates that this trigger encountered a delivery error and i s deenmed
per manent |y undel i ver abl e.
- TRIGGERED: This value indicates that device triggering request is accepted by the SCEF.
- EXPIRED: This value indicates that the validity period expired before the trigger could be
del i vered.
- UNCONFI RVED: Thi s value indicates that the delivery of the device action request is not
confirmed.
- REPLACED: This value indicates that the device triggering replace request is accepted by
t he SCEF.
- TERM NATE: This value indicates that the delivery of the device action request is
term nated by the SCS/AS.
Priority:
anyCf :
- type: string
enum
- NOPRIORITY
- PRORITY
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- NOPRICRITY: This value indicates that the device trigger has no priority.
- PRIORITY: This value indicates that the device trigger has priority.

A.8 GMDViaMBMS APIs
A.8.1 GMDviaMBMSbyMB2 API

openapi: 3.0.0
info
title: GvDvi avMBMSbyMB2
description: APl for G oup Message Delivery via MBVMS by MB2
version: "v1"
ext ernal Docs
description: Docurentation
url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29 _series/ 29. 122/

servers:
- url: https://{api Root}/ 3gpp-group-nessage-del i very-nb2/vil
vari abl es:
api Root :

defaul t: denphost.com
description: api Root as defined in subclause subcl ause 5.2.4 of 3GPP TS 29. 122, excl uding
the https:// part.

pat hs:
/{scsAsl d}/tngi-allocation:
get:
summary: read all TM3 Allocation resource for a given SCS/ AS
tags:

- TM3 Allocatin Qperation
par anmet ers:
- nanme: scsAsld
in: path
description: Identifier of SCS/AS
required: true

schena:
type: string
responses:
' 200" :
description: OK (successful query of TMA Allocation resource)
content:
application/json:
schema:
$ref: '#/ conponents/schemas/ TM3 Al | ocati on'
defaul t:

description: Unexpected error

post :
summary: creates a new TM3A Allocation resource for a given SCS/ AS
tags:
- TM3 Allocatin Operation
par amet ers:
- name: scsAsld
in: path
description: ldentifier of SCS/ AS
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required: true
schena
type: string
request Body:
description: representation of the TM3d Allocation to be created in the SCEF
required: true

content:
application/json
schema
$ref: '#/ conponents/schenas/ TM3 Al | ocati on
responses
‘201
description: successful creation of an TM3d Allocation
content:
application/json
schena:
$ref: '#/ conponents/schenas/ TM3 Al | ocati on
defaul t:

description: unexpected error

/{scsAsld}/tngi-allocation/{tngi}:
get:
sunmmary: read a TM3A Allocation resource for a given SCS/AS and a TM3
tags:
- Individual TM3 Allocatin COperation
paraneters
- name: scsAsld
in: path
description: ldentifier of SCS/AS
required: true
schema
type: string
- name: tng
in: path
description: TM3
required: true
schema
type: string
responses
' 200
description: OK (successful query of TMA Allocation resource)
content:
application/json
schema:
$ref: ' #/ component s/ schemas/ TMA Al | ocati on
defaul t:
description: unexpected error

put:
sunmary: Updates a new TMA Allocation resource for a given SCS/AS and a TM3
tags:
- Individual TM3d Allocatin Operation
paraneters
- nanme: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schema
type: string
- nanme: tngi
in: path
description: TM3
required: true
schema:
type: string
r equest Body:
description: representation of the TMGI Allocation to be updated in the SCEF
required: true

content:
application/json
schema
$ref: '#/ conponents/schemas/ TM3 Al | ocati on
responses
' 200
description: successful creation of an TM3d Allocation
content:
application/json
schema
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$ref: '#/ conponents/schenas/ TM3 Al | ocati on
defaul t:
description: unexpected error

pat ch:
summary: Updates a new TMA All ocation resource for a given SCS/AS and a TM3
tags:
- Individual TMA Allocatin Operation
par ameters
- name: scsAsld
in: path
description: ldentifier of SCS/ AS
required: true
schema
type: string
- name: tng
in: path
description: TM3
required: true
schena:
type: string
request Body:
description: representation of the TM3d Allocation to be updated in the SCEF
required: true

content:
appl i cati on/ nmer ge- pat ch+j son
schema
$ref: '#/ conponents/schenas/ TM3 Al | ocati on
responses
' 200’
description: successful creation of an TM3d Allocation
content:
application/json
schena:
$ref: '#/ conponents/schenas/ TM3 Al | ocati on
defaul t:

description: unexpected error

del ete:
summary: deletes an existing TMA Allocation resource for a given SCS/AS and a TM3
tags:
- Individual TM3d Allocatin Operation
par amet ers
- nanme: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schena
type: string
- name: tng
in: path
description: TM3
required: true

schema
type: string
responses
' 200'
description: successful deletion of an TM3d Allocation
defaul t:

description: unexpected error

/{scsAsld}/tngi-allocation/{tngi}/delivery-via-nbns/:
get:
summary: read all group message delivery via MBMS resource for a given SCS/AS and a TMJd
tags:
- Delivery via MBM5S Qperation
par anet ers
- name: scsAsld
in: path
description: ldentifier of SCS/AS
required: true
schema
type: string
- nanme: tngi
in: path
description: TM3
required: true
schema:
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type: string

responses

' 200

description: OK (successful query of Delivery via MBVMS resource)

content:

application/json
schena
$ref: '#/ conponents/schemas/ GVDVi aMBVSBy Mb2

defaul t:

description: Unexpected error

post :
summary: Creates a new delivery via MBMS for a given SCS/AS and a TM3
tags:
- Delivery via MBMS Qperation
par ameters
- name: scsAsld
in: path

description: Identifier of SCS/ AS
required: true
schema
type: string
- nanme: tngi
in: path
description: TM3
required: true
schena:
type: string
request Body:
description: representation of the GW via MBMS by MB2 resource to be Created in the SCEF
required: true

content:
application/json
schema
$ref: '#/ conponents/schemas/ GVDVi aMBVSBy Mb2
cal | backs

gMDByMo2Not i fi cati on
"{$request. body#/ notificationUri}"':
post:
request Body: # contents of the call back nmessage
required: true

content:
application/json
schena:
$ref: '#/ conponents/schenas/ GVDByM2Not i fi cati on
responses
' 200'
description: OK (The successful acknow edgenent of the notification with a body)
content:
application/json
schena
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Acknow edgenent
' 204
description: successful notification
responses
‘201
description: successful creation of an GWD via MBMS by MB2 resource
content:
application/json
schena:
$ref: '#/ conponents/schemas/ GVDVi aMBVMSBy Mb2
defaul t:

description: unexpected error

/{scsAsld}/tngi-allocation/{tngi}/delivery-via-nbnms/{transactionld}:
get:
summary: read all group nessage delivery via MBMS resource for a given SCS/AS and a TM3
tags:
- Individual Delivery via MBMS resource Qperation
par ameters
- nanme: scsAsld
in: path
description: Identifier of SCS/AS
required: true
schena
type: string
- name: tng
in: path
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description: TM3
required: true
schena
type: string
- name: transactionld
in: path
description: ldentifier of transaction
required: true

schema
type: string
responses
' 200
description: OK (successful query of an Delivery via MBMS resource)
content:
application/json
schena:
$ref: '#/ conponents/schemas/ GVDVi aMBVMSBy Mb2
defaul t:

description: Unexpected error

put:
sunmary: Updates a existing delivery via MBMS for a given SCS/AS, a TMAd and transaction |d.
tags:
- I'ndividual Delivery via MBM5 resource Qperation
par anmet ers
- name: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schema
type: string
- nanme: tngi
in: path
description: TM3
requi red: true
schema:
type: string
- nanme: transactionld
in: path
description: ldentifier of transaction
required: true
schema
type: string
request Body:
description: representation of the G via MBVS by MB2 resource to be udpated in the SCEF
required: true

content:
application/json
schema
$ref: ' #/ component s/ schemas/ GVDVi aMBMVSBy Mb2
responses
‘201
description: successful creation of an GWD via MBMS by MB2 resource
content:
application/json
schena:
$ref: '#/ conponents/schemas/ GVDVi aMBVMSBy Mb2
defaul t:

description: unexpected error

pat ch:
sunmary: Updates a existing delivery via MBMS for a given SCS/AS, a TMAd and transaction |d.
tags:
- I'ndividual Delivery via MBM5 resource Qperation
par anmet ers
- name: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schema
type: string
- nanme: tngi
in: path
description: TM3
required: true
schema:
type: string
- nanme: transactionld
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in: path
description: ldentifier of transaction
required: true
schena
type: string
request Body:
description: representation of the GW via MBMS by MB2 resource to be udpated in the SCEF
required: true

content:
appl i cati on/ mer ge- pat ch+j son
schena
$ref: '#/ conponents/schenas/ GVDVi aMBMSBy Mb2Pat ch
responses
'201":
description: successful creation of an GV via MBMS by MB2 resource
content:
application/json
schema
$ref: ' #/ conponent s/ schenas/ GVDVi aVBVSBy Mb2
defaul t:

description: unexpected error

del et e:
summary: deletes a delivery via MBMS resource for a given SCS/AS, a TMA and a transcation

tags:
- I'ndividual Delivery via MBM5 resource Qperation
paraneters
- name: scsAsld
in: path
description: ldentifier of SCS/ AS
required: true
schema:
type: string
- name: tng
in: path
description: TM3
required: true
schema
type: string
- name: transactionld
in: path
description: ldentifier of transaction
required: true
schema:
type: string
responses
' 200
description: successful deletion of an resouce of deliery via MBMS
defaul t:
description: unexpected error
conponent s:
schenas:
TMJ Al | ocati on:
type: object
properties:
sel f:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schemas/ Li nk
support edFeat ures
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Suppor t edFeat ur es
ext ernal G oupl d:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ext er nal G oupl d

nmbrsLocAr ea
$ref: ' #/ conmponent s/ schemas/ MonsLocAr eal
t ngi

type: string
description: Identifies a particular MBMS bearer service
tngi Expiration:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schermas/ Dat eTi ne
required
- support edFeat ures
GVDVi aMBMSBy Vb2

type: object
properties:
sel f:

$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Li nk
notificationDestination
$ref: 'TS29122_CommonDat a. yami #/ conponent s/ schemas/ Li nk
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request Test Noti fi cati on:
type: bool ean
description: Set to true by the SCS/AS to request the SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false or omtted otherw se.
websockNot i f Confi g:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schemas/ WebsockNot i f Confi g'
ext ernal Groupl d:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Ext er nal G oupl d'
nmbrsLocAr ea:
$ref: '#/ conponents/schenas/ MonsLocArea’
nmessageDel i veryStart Ti me:
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
gr oupMessagePayl oad:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schermas/ Bi nary'
scef MessageDel i veryl Pv4:
$ref: 'TS29122_CormmonDat a. yani #/ conponent s/ schenas/ | pv4Addr'
scef MessageDel i veryl Pv6:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ | pv6Addr’
scef MessageDel i veryPort :
type: integer
description: Indicates the port nunber where the SCEF wants to receive the data.
required:
- notificationDestination
GVDByMo2Not i fi cati on:
type: object
properties:
transaction:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenas/ Li nk'
thtrid:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Tl trld'
tngi :
type: string
description: ldentifies the TM3.
del i veryTri gger St at us:
type: bool ean
description: Indicates whether delivery of group nessage payl oad corresponding to the TM3
was successful or not
required:
- transaction
TMA Al | ocat i onPat ch:
type: object
properties:
ext ernal G oupl d:
$ref: ' TS29122_CommonDat a. yan #/ conponent s/ schemas/ Ext er nal G oupl d'
nmbnsLocAr ea:
$ref: '#/ conponents/schemas/ MonsLocAr ea’
GVDVi aMBVMSBy Mo2Pat ch:
type: object
properties:
ext ernal G oupl d:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schermas/ Ext er nal G oupl d'
nbnsLocAr ea:
$ref: '#/ conponents/schenas/ MonsLocArea’
messageDel i veryStart Ti me:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
gr oupMessagePayl oad:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schermas/ Bi nary'
MomsLocCAr ea:
type: object
properties:
cellld:
type: array
itens:
type: string
mnltems: O
description: Indicates a Cell dobal ldentification of the user which identifies the cell
the UE is registered.
enodeBl d:
type: array
itens:
type: string
mnltems: O
description: Indicates an eNodeB in which the UE is currently | ocated.
geogr aphi cAr ea:
type: array
items:
$ref: ' TS29572_N nf _Locati on. yanl #/ conponent s/ schemas/ Geogr aphi cArea’
mnltems: O
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description: ldentifies a geographic area of the user where the UE is |ocated
nbnsSer vi ceAr eal d:
type: array
itens:
type: string
mnltems: O
description: ldentifies an MBMS Service Area |ldentity of the user where the UE is | ocated
ci vi cAddr ess
type: array
items:
$ref: 'TS29572_N nf _Locati on. yam #/ conponent s/ schemas/ G vi cAddr ess
mnltenms: O
description: ldentifies a civic address of the user where the UE is |ocated

A.8.2 GMDviaMBMSbyxMB API

openapi: 3.0.0
info
title: GVDvi aMBMSbyxMB
description: APl for G oup Message Delivery via MBMS by xMB
version: "v1"
ext ernal Docs
description: Documentation
url: "http://ww. 3gpp. org/ ftp/ Specs/archivel/29_series/29.122/

servers:
- url: https://{api Root}/ 3gpp- group- message-del i very-xnb/ vl
vari abl es:
api Root :

defaul t: denohost.com
description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.

pat hs:
/ {scsAsl d}/services/:
get:
summary: read all service resources for a given SCS/ AS
t ags:

- Service Qperation
par ameters
- name: scsAsld
in: path
description: ldentifier of SCS/ AS
required: true

schema

type: string

responses
' 200'

description: OK (successful query of service creation resource)
content:

application/json

schena:
type: array

items:
$ref: '#/ conponents/schemas/ Servi ceCreation
mnltens: O
description: The service resource for the SCS/AS in the request URl is returned
defaul t:
description: Unexpected error

post :
sunmary: creates a new service creation resource for a given SCS/ AS
tags:
- Service Operation
par ameters
- nanme: scsAsld
in: path

description: Identifier of SCS/ AS
required: true
schema
type: string
request Body:
description: representation of the service to be created in the SCEF
required: true

content:
application/json
schenma
$ref: '#/ conponents/schemas/ Servi ceCreation
responses
'201'
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description: successful creation of a service

content:
application/json
schena
$ref: '#/ conponents/schemas/ Servi ceCreation
defaul t:

description: unexpected error

/ {scsAsl d}/services/{servicel d}
get:
summary: read a service resource for a given SCS/AS and a Service |d
tags:
- I'ndividual Service Operation
par anet ers
- name: scsAsld
in: path
description: ldentifier of SCS/AS
required: true
schena:
type: string
- name: serviceld
in: path
description: Service Id
required: true

schema
type: string
responses
' 200
description: OK (successful query of service resource)
content:
application/json
schema:
$ref: ' #/ conponent s/ schenmas/ Servi ceCreation
defaul t:

description: Unexpected error

del ete:
summary: del etes an existing service resource for a given SCS/AS and a service id
tags:
- I'ndividual service Operation
paraneters
- nanme: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schena
type: string
- name: serviceld
in: path
description: Service Id
required: true
schena
type: string
responses
' 200
description: successful deletion of a service resource
defaul t:
description: unexpected error

/| {scsAsl d}/services/{serviceld}/delivery-via-nbns/:
get:
sunmary: read all group message delivery via MBMS resource for a given SCS/AS and a service id
tags:
- Delivery via MBMS Qperation
par anmet ers
- name: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schema
type: string
- nanme: serviceld
in: path
description: Service Id
required: true
schema:
type: string
responses
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' 200
description: OK (successful query of Delivery via MBVMS resource)
content:
application/json
schema
$ref: '#/ conponents/schenas/ GVDVi aMBVSByx VB
defaul t:

description: Unexpected error

post:
summary: Creates a new delivery via MBMS for a given SCS/AS and a service |d
tags:
- Delivery via MBM5S Qperation
paraneters
- name: scsAsld
in: path
description: ldentifier of SCS/AS
required: true
schema:
type: string
- name: serviceld
in: path
description: Service Id
required: true
schema
type: string
request Body:
description: representation of the GVD via MBMS by xMB resource to be Created in the SCEF
required: true

content:
application/json
schema:
$ref: ' #/ conponents/schenas/ GVDVi aMBVSBy x VB
cal | backs

gMDByxMBNot i fi cati on
" {$request. body#/ notificationUi}":
post:
request Body: # contents of the callback nmessage
required: true

content:

application/json
schema
$ref: '#/ conponents/schenas/ GVDByxMBNot i fi cati on
responses

' 200
description: OK (The successful acknow edgenent of the notification with a body)
content:

application/json
schema
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Acknow edgenent

' 204

description: successful notification
responses
'201
description: successful creation of an GV via MBMS by xMB resource
content:
application/json
schema
$ref: ' #/ conponents/schenmas/ GVDVi aMBMSByx VB
defaul t:

description: unexpected error

/{scsAsl d}/services/{serviceld}/delivery-via-nbns/{transacti onl d}
get:
sunmary: read all group message delivery via MBMS resource for a given SCS/AS and a service Id
tags:
- Individual Delivery via MBVMS resource QOperation
par anet ers
- name: scsAsld
in: path
description: ldentifier of SCS/ AS
required: true
schema
type: string
- name: serviceld
in: path
description: Service Id
required: true
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schenma
type: string
- name: transactionld
in: path
description: ldentifier of transaction
required: true

schema
type: string
responses
' 200
description: OK (successful query of an Delivery via MBVMS resource)
content:
application/json
schema
$ref: '#/ conponents/schemas/ GVDVi aMBVSBy x VB
defaul t:

description: Unexpected error

put:
summary: Updates a existing delivery via MBMS for a given SCS/AS, a service |d and
transaction Id.

tags:

- Individual Delivery via MBMS resource QOperation
par aneters

- name: scsAsld

in: path
description: Identifier of SCS/ AS
required: true
schema:
type: string
- nane: serviceld
in: path
description: Service Id
required: true
schema
type: string
- nanme: transactionld
in: path
description: ldentifier of transaction
required: true
schema:
type: string
r equest Body:
description: representation of the GVD via MBMS by xMB resource to be udpated in the SCEF
required: true

content:
application/json
schema
$ref: '#/ conponents/schenas/ GVDVi aMBVSByx VB
responses
‘201
description: successful creation of an GV via MBMS by xMB resource
content:
application/json
schena:
$ref: '#/ conponents/schemas/ GVDVi aMBVSBy x VB
defaul t:

description: unexpected error

pat ch:
sunmary: Updates a existing delivery via MBMS for a given SCS/AS, a service |d and
transaction |d.
tags:
- I'ndividual Delivery via MBM5 resource Qperation
par aneters
- name: scsAsld
in: path
description: Identifier of SCS/ AS
required: true
schema
type: string
- nanme: serviceld
in: path
description: Service Id
required: true
schema:
type: string
- nanme: transactionld
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in: path
description: ldentifier of transaction
required: true
schena
type: string
request Body:
description: representation of the GW via MBVMS by xMB resource to be udpated in the SCEF
required: true

content:
appl i cati on/ mer ge- pat ch+j son
schena
$ref: '#/ conponents/schenas/ GVDVi aMBMSBy x MBPat ch
responses
'201
description: successful creation of an GV via MBMS by xMB resource
content:
application/json
schema
$ref: ' #/ conponents/schenmas/ GVDVi aMBMSByx VB
defaul t:

description: unexpected error

del ete:
summary: deletes a delivery via MBMS resource for a given SCS/AS, a service |d and a
transcation Id

t ags:

- I'ndividual Delivery via MBM5 resource Qperation
paraneters

- name: scsAsld

in: path
description: ldentifier of SCS/ AS
required: true
schena:
type: string
- nane: serviceld
in: path
description: Service Id
required: true
schema
type: string
- name: transactionld
in: path
description: ldentifier of transaction
required: true

schema:
type: string
responses
' 200
description: successful deletion of an resouce of deliery via MBMS
defaul t:

description: unexpected error

conponents:
schenas:
Servi ceCreati on:
type: object
properties:
sel f:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Li nk
ext ernal G oupl d:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ext er nal G oupl d
user Servi celd
type: string
description: ldentifies the MBMS User Service supplied by the SCEF
servi ced ass:
type: string
description: The service class that service belongs to supplied by the SCEF
servi ceLanguages
type: array
itens:
type: string
mnltems: O
description: List of |anguage of the service content supplied by the SCEF
servi ceNanes
type: array
items:
type: string
mnltems: O
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description: List of Service Names supplied by the SCEF.

recei veOnl yMode:
type: bool ean
description: Wen set to '"true', the Content Provider indicates that the service is a

Receive Only Mdde service. This paraneter is supplied by the SCEF.

servi ceAnnouncemnent Mode:
type: string
description: Enuneration of Service Announcenent Modde supplied by the SCEF.

GVDVi aMBMSBY x VB:

type: object
properties:
sel f:

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Li nk'
notificationDestination:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schenas/ Li nk'
request Test Noti fi cati on:
type: bool ean
description: Set to true by the SCS/AS to request the SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false or omtted otherw se.
websockNot i f Confi g:
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schemas/ WebsockNot i f Confi g'
nmbrrsLocAr ea:
$ref: ' #/ component s/ schemas/ MonsLocAr ea’
messageDel i veryStart Ti me:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
messageDel i verySt opTi me:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
gr oupMessagePayl oad:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ Bi nary'
scef MessageDel i veryl Pv4:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr'
scef MessageDel i veryl Pv6:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenas/ | pv6Addr'
scef MessageDel i veryPort:
type: integer
description: Indicates the port nunber where the SCEF wants to receive the data.
required:
- scsAsld
- notificationDestination
GVDByxMBNot i fi cati on:
type: object
properties:
transaction:
$ref: 'TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Li nk'
del i veryTrigger St atus:
type: bool ean
description: |ndicates whether delivery of group nessage payl oad was successful or not
required:
- transaction
GVDVi aMBMSBy xMBPat ch:
type: object
properties:
nmbrrsLocAr ea:
$ref: '#/ conponents/schenas/ MonsLocArea’
nmessageDel i veryStart Ti ne:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
messageDel i verySt opTi me:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’
gr oupMessagePayl oad:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Bi nary'
MomsLoCAr ea:
type: object
properties:
cellld:
type: array
items:
type: string
mnltenms: O
description: Indicates a Cell QA obal Identification of the user which identifies the cell
the UE is registered.
enodeBl d:
type: array
itens:
type: string
mnltems: O
description: Indicates an eNodeB in which the UE is currently |ocated.
geogr aphi cAr ea:
type: array
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items:
$ref: 'TS29572_N nf _Locati on. yanl #/ conponent s/ schemas/ Geogr aphi cAr ea
mnltens: O
description: ldentifies a geographic area of the user where the UE is | ocated
nmbnsSer vi ceAr eal d:
type: array
items:
type: string
mnltems: O
description: lIdentifies an MBM5S Service Area ldentity of the user where the UE is |ocated
vi cAddr ess
type: array
items:
$ref: 'TS29572_N nf _Locati on. yanm #/ conponent s/ schemas/ G vi cAddr ess
mnltens: O
description: lIdentifies a civic address of the user where the UE is |ocated

A.9 ReportingNetworkStatus API

openapi: 3.0.0
info
title: 3gpp-network-status-reporting
version: "v1"
ext ernal Docs
description: Docurentation
url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29 _series/29.122/

C

servers:
- url: https://{api Root}/3gpp-net-stat-report/vl
vari abl es:
api Root :

defaul t: demphost.com
description: api Root as defined in subclause subcl ause 5.2.4 of 3GPP TS 29. 122, excl uding
the https:// part.
pat hs:
/ {scsAsl d}/ subscriptions
par anmet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
$ref: 'TS29122 ConmonDat a. yanl #/ conponent s/ schenas/ ScsASI d

get:
sunmary: Read all network status reporting subscription resources for a given SCS/AS
responses
'200':
description: The requested information was returned successfully.
content:
application/json
schena:
type: array
items:
$ref: ' #/ conponents/schenas/ Net wor kSt at usReporti ngSubscri ption
mnltems: O
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schena:
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
post :

summary: Create a new network status reporting subscription resource
request Body:
required: true

content:
application/json
schema
$ref: '#/ conponents/schenas/ Net wor kSt at usReporti ngSubscri ption
cal | backs

notificationDestination
"{request. body#/ notificationDestination}'
post :
request Body: # contents of the callback nmessage
required: true
content:
application/json
schena:
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$ref: '#/ conponents/schenas/ Net wor kSt at usReporti ngNotification'

responses:
1204 :
description: No Content (successful notification)
responses:
'201":

description: The subscription was created successfully. The URI of the created resource
shall be returned in the "Location" HTTP header.

content:
application/json:
schena:
$ref: '#/ conponents/schemas/ Net wor kSt at usReporti ngSubscri ption'
defaul t:
description: Unexpected error
content:
appl i cati on/ pr obl em+j son:
schema:

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’

[ {scsAsl d}/subscriptions/{subscriptionld}:
paraneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenas/ ScsASI d
- nanme: subscriptionld
in: path
description: ldentifier of the subscription resource of type string
required: true
schema:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ subscri ptionl d

get:
summary: Read an active network status reporting subscription resource.
responses:
'200':
description: The requested informati on was returned successfully.
content:
application/json:
schena:
$ref: '#/ conponents/schenmas/ Net wor kSt at usReporti ngSubscri ption'
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son:
schena:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenmas/ Probl enDet ai | s’
put:

summary: Modify an existing subscription resource to update a subscription.
request Body:
required: true

content:
application/json:
schema:
$ref: '#/ conponents/schemas/ Net wor kSt at usReporti ngSubscri ption'
responses:
'200':
description: The subscription was updated successfully.
content:
application/json:
schema:
$ref: ' #/ component s/ schemas/ Net wor kSt at usReporti ngSubscri pti on’
defaul t:
description: Unexpected error
content:
appl i cati on/ pr obl em+j son:
schema:
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
del et e:
summary: Del ete an existing continuous network status reporting subscription resource.
responses:
'204" :
description: The subscription was updated successfully.
defaul t:
description: Unexpected error
content:

appl i cati on/ probl emtj son:
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schema:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Probl enDet ai | s’
conponents:
schemas:
Net wor kSt at usRepor ti ngSubscri pti on:
type: object
properties:
sel f:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schemas/ Li nk'
suppor t edFeat ur es:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
notificationDestination:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Li nk'
request Test Noti fi cati on:
type: bool ean
description: Set to true by the SCS/AS to request the SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false or onitted otherw se.
websockNot i f Confi g:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ WebsockNot i f Confi g'
| ocati onArea:
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Locat i onAr ea'
ti meDuration:
$ref: 'TS29122 ConmmonDat a. yanl #/ conponent s/ schenas/ Dat eTi e’
t hreshol dVal ues:
type: array
items:
$ref: ' #/ conponent s/ schemas/ Congest i onVal ue'
mnltenms: O
description: ldentifies a list of congestion level (s) with exact value that the SCS/ AS
requests to be informed of when reached.
t hreshol dTypes:
type: array
itemns:
$ref: '#/ conponents/schenas/ Congesti onType'
mnltems: O
description: Identifies a list of congestion level(s) with abstracted value that the
SCS/ AS requests to be infornmed of when reached.
required:
- supportedFeat ures
- notificationDestination
- locationArea
Net wor kSt at usRepor ti ngNoti fi cation:
type: object
properties:
subscri ption:
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Li nk'

nsi Val ue:
$ref: '#/ conponents/schemas/ Congesti onVal ue'
nsi Type:
$ref: '#/ conponents/schenmas/ Congesti onType'
required:

- subscription
Congesti onVal ue:
type: integer
description: Unsigned integer with valid values between 0 and 31. The value 0 indicates that
there is no congestion. The value 1 is the | owest congestion |level and value 31 is the highest
congestion | evel .
Congesti onType:
anyOf :
- type: string
enum
- HG&H
- MEDI UM
- LOW
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- H G+ The congestion status is high.
- MEDIUM The congestion status is medium
- LOWN The congestion status is | ow.
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A.10 CpProvisioning API

openapi: 3.0.0
info
title: 3gpp-cp-paraneter-provisioning
version: "v1"
ext ernal Docs
description: Documentation
url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29_series/ 29. 122/

servers:
- url: https://{api Root}/ 3gpp-cp- paranet er-provisioning/vl
vari abl es:
api Root :

defaul t: denohost.com
description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.
pat hs:
/| {scsAsl d}/subscriptions
get:
par anet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS
29.122
required: true
schema:
type: string
responses
' 200
description: OK The subscription information related to the request URl is returned
content:
application/json
schema
type: array
itemns:
$ref: ' #/ conponents/schenas/ Cpl nfo
' 400
$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 400
'401
$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 401
' 403"
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 403
' 404’
$ref: 'TS29122 CormmonDat a. yani #/ conponent s/ r esponses/ 404
' 412
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 412
defaul t:
description: Error
content:
appl i cati on/ probl emtj son
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
post :
par amet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subclause 5.2.4 of 3GPP TS
29.122
required: true
schema
type: string
request Body:
required: true
content:
application/json
schema:
$ref: ' #/ conponents/schenas/ Cpl nfo
description: Change information in CP paraneter set.
responses
'201
description: Created. The subscription was created successfully. The SCEF shall return the
created subscription in the response payl oad body.
content:
application/json
schema:
$ref: '#/ conponents/schenas/ Cpl nfo
' 400
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$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 400

' 401

$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 401
' 403"

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 403
' 409'

$ref: ' TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 409
'412'

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 412
defaul t:

description: Error

content:

appl i cati on/ probl emtj son

schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
[ {scsAsl d}/subscriptions/{subscriptionld}:
get:
par anet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS

29.122
required: true
schena:
type: string
- name: subscriptionld
in: path
description: Subscription |D
required: true
schena
type: string
responses
' 200’
description: OK The subscription information related to the request URl is returned
content:
application/json
schena:
$ref: '#/ conponents/schenas/ Cpl nfo
' 400'
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ r esponses/ 400
' 401
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 401
' 403"
$ref: 'TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 403
' 404"
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 404
'412'
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 412
defaul t:
description: Error
content:
appl i cati on/ probl emtj son
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
put:
request Body:
required: true
content:
application/json
schena:
$ref: '#/ conponents/schenas/ Cpl nfo
description: Change information in CP paraneter set(s).
par amet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS
29.122

required: true
schema
type: string
- name: subscriptionld
in: path
description: Subscription ID
required: true
schema:
type: string
responses
' 200'
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description: OK The subscription was nodified successfully. The SCEF shall return an
updat ed subscription in the response payl oad body.

content:
application/json
schema
$ref: '#/ conponents/schenas/ Cpl nfo

' 400'

$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 400
' 401

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 401
' 403"

$ref: ' TS29122_CommonDat a. yani #/ conponent s/ r esponses/ 403
' 404

$ref: 'TS29122_CommonDat a. yan #/ conponent s/ r esponses/ 404
' 409'

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 409
'412'

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 412
defaul t:

description: Error

content:

appl i cati on/ probl emtj son
schena:
$ref: ' #/ component s/ schemas/ Probl enDet ai | s’
del et e:

par anet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS

29.122
required: true
schena:
type: string
- nane: subscriptionld
in: path
description: Subscription |D
required: true
schena
type: string
responses
' 204"
description: No Content. The subscription was del eted successfully. The payl oad body shal
be enpty.
' 400
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 400
' 401"
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 401
' 403’
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 403
' 404
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 404
'412'
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 412
defaul t:
description: Error
content:
appl i cati on/ probl emtj son
schema

$ref: ' #/ conponents/schenas/ Probl enDetails'
/ {scsAsl d}/subscriptions/{subscriptionld}/cpSets/{setld}:
get:
par anmet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS
29.122
required: true
schema:
type: string
- nane: subscriptionld
in: path
description: Subscription |D
required: true
schema
type: string
- nanme: setld
in: path
description: ldentifier of the CP paraneter set
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required: true

schema
type: string
responses
' 200
description: OK The subscription information related to the request URl is returned
content:
application/json
schema
$ref: '#/ conponents/schenas/ CpPar anet er Set
' 400'
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ r esponses/ 400
' 401
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 401
' 403"
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 403
' 404
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 404
'412'
$ref: 'TS29122 ConmonDat a. yanl #/ conponent s/ responses/ 412
defaul t:
description: Error
content:
appl i cation/ probl em+j son

schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
put:
request Body:
required: true
content:
application/json
schena:
$ref: ' #/ conponent s/ schemas/ CpPar anet er Set
description: Change information in CP paraneter set.
par anmet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subclause 5.2.4 of 3GPP TS

29.122
required: true
schena:
type: string
- nanme: subscriptionld
in: path
description: Subscription |D
required: true
schena
type: string
- nanme: setld
in: path
description: ldentifier of the CP paraneter set
required: true
schema
type: string
responses
' 200'

description: OK The CP paraneter set resource was nodified successfully. The SCEF shal
return an updated CP paraneter set resource in the response payl oad body.

content:
application/json
schema
$ref: '#/ conponents/schenas/ CpPar anet er Set

' 400

$ref: 'TS29122 ConmonDat a. yanl #/ conponent s/ r esponses/ 400
' 401"

$ref: ' TS29122_CommonDat a. yan #/ conponent s/ r esponses/ 401
' 403

$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 403
' 404"

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 404
' 409'

$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 409
' 412"

$ref: 'TS29122_CommonDat a. yan #/ conponent s/ r esponses/ 412
defaul t:

description: Error

content:

appl i cati on/ probl emtj son
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schena:
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
del ete:
parameters:
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subclause 5.2.4 of 3GPP TS

29.122
required: true
schema
type: string
- name: subscriptionld
in: path
description: Subscription ID
required: true
schena:
type: string
- name: setld
in: path
description: ldentifier of the CP paraneter set
required: true
schema
type: string
responses
' 204
description: No Content. The subscription was del eted successfully. The payl oad body shal
be enpty.
' 400’
$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 400
' 401
$ref: 'TS29122_CommonDat a. yan #/ conponent s/ r esponses/ 401
' 403’
$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 403
' 404
$ref: 'TS29122_CommonDat a. yan #/ conponent s/ r esponses/ 404
'412'
$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ r esponses/ 412
defaul t:
description: Error
content:
appl i cati on/ probl emtj son
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
conponents:
schemas:
Cpl nfo
type: object

properties:
suppor t edFeat ur es
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Suppor t edFeat ur es

external I d
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ext ernal | d'
nmsi sdn:

$ref: ' TS29122_CommonDat a. yan #/ conponent s/ schermas/ Msi sdn
ext ernal G oupl d:
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ext er nal G oupl d
cpPar anet er Set
type: object
addi ti onal Properties
$ref: ' #/ conponents/schemas/ CpPar anet er Set
m nProperties: 1
description: ldentifies a set of CP paraneter information that may be part of this Cplnfo
structure
required
- supportedFeat ures
- cpPar anet er Set
CpPar anet er Set :
type: object
properties:
setld:
type: string
description: SCS/AS-chosen correlator provided by the SCS/AS in the request to create a
resource fo CP paraneter set(s).
sel f:
$ref: 'TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Li nk
val i dityTine:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
peri odi cConmuni cati onl ndi cat or:
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$ref: ' #/ conponents/schenas/ Conmuni cati onl ndi cat or'
conmmuni cati onDur ati onTi me:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Dur at i onSec'
peri odi cTi me:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schemas/ Dur at i onSec'
schedul edCommuni cati onTi ne:
$ref: '#/ conponents/schemas/ Schedul edCommuni cati onTi ne'
stati onaryl ndi cati on:
$ref: '#/ conponents/schenas/ Stationaryl ndi cation'
expect edUnt s:
type: array
items:
$ref: ' TS29122_ConmonDat a. yanl #/ conponent s/ schermas/ Locat i onAr ea’
mnltems: O
description: ldentifies the UE's expected geographi cal noverment. The attribute is only
applicable in 5G
required:
- setld
Schedul edCommuni cat i onTi e:
type: object
properties:
daysOf Week:
type: array
itemns:
$ref: ' TS29122_CommonDat a. yan #/ conponent s/ schemas/ Day Of Week'
mnltems: O
maxltenms: 6
description: ldentifies the day(s) of the week. If absent, it indicates every day of the
week.
timeOf DayStart:
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schemas/ Ti nef Day'
ti meCf DayEnd:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Ti neOf Day'
Conmuni cat i onl ndi cat or:
anyCf :
- type: string
enum
- PERI ODI CALLY
- ON_DEMAND
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- PERI ODI CALLY: Identifies the UE communi cates periodically
- ON_DEMAND: |dentifies the UE comuni cates on denand
St ati onaryl ndi cati on:
anyCf :
- type: string
enum
- STATI ONARY
- MBI LE
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- STATIONARY: Identifies the UE is stationary
- MBILE: Identifies the UEis nobile

A.11 PfdManagement API

openapi: 3.0.0
info
title: 3gpp-pfd-management
version: "v1"
ext er nal Docs
description: Docurentation
url: "http://ww. 3gpp. org/ ftp/ Specs/archivel/29_series/29.122/

servers:
- url: https://{api Root}/ 3gpp- pf d- managenment/v1l
vari abl es:
api Root :
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defaul t: denphost.com
description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.
pat hs:
/{scsAsl d}/transactions:
get:
parameters:
- nanme: scsAsld
in: path
description: lIdentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS

29.122
required: true
schema
type: string
responses
' 200’
description: OK All transactions related to the request URl are returned
content:
application/json
schema:
type: array
items:
$ref: ' #/ conmponent s/ schemas/ Pf dManagenent
defaul t:
description: Error
content:
appl i cation/ probl em+j son
schema:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s'
post:

par anmet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS
29.122
required: true
schena:
type: string
r equest Body:
required: true
content:
application/json
schena
$ref: '#/ conponents/schenas/ Pf dvenagenent
description: Create a new transaction for PFD managenent.
responses
‘201
description: Created. The transaction was created successfully. The SCEF shall return the
created transaction in the response payl oad body. PfdReport nay be included to provide detailed
failure information for sone applications
content:
application/json
schema
$ref: '#/ conponents/schenas/ Pf dvenagenent
' 500
description: The PFDs for all applications were not created successfully. PfdReport is
included with detailed information

content:
application/json
schema:
type: array
itens:

$ref: ' #/ conmponent s/ schemas/ Pf dReport
mnltenms: 1
appl i cati on/ probl emtj son

schema
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s'
defaul t:
description: Error
content:
appl i cati on/ probl em+j son
schema:

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
/{scsAsld}/transactions/{transactionld}:

get:
paraneters
- name: scsAsld
in: path
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description: Identifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS

29.122
required: true
schema
type: string
- nane: transactionld
in: path
description: Transaction |ID
required: true
schema
type: string
responses
' 200
description: OK The transaction information related to the request UR is returned
content:
application/json
schema
$ref: '#/ conponents/schenas/ Pf dvenagenent
defaul t:
description: Error
content:
appl i cati on/ probl emtj son
schena:
$ref: 'TS29122 CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s'
put :

request Body:
required: true
content:
application/json
schema
$ref: '#/ conponents/schenas/ Pf dvanagenent
description: Change information in PFD managenment transaction
paraneters
- nanme: scsAsld
in: path
description: Identifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS
29.122
required: true
schema
type: string
- name: transactionld
in: path
description: Transaction |ID
required: true
schema:
type: string
responses
' 200
description: OK The transaction was nodified successfully. The SCEF shall return an
updated transaction in the response payl oad body.
content:
application/json
schema
$ref: '#/ conponents/schenas/ Pf dvenagenent
' 500
description: The PFDs for all applications were not updated successfully. PfdReport is
included with detailed information

content:
application/json
schema:
type: array
itens:

$ref: ' #/ conmponent s/ schemas/ Pf dReport
mnltenms: 1
appl i cati on/ probl emtj son

schema
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s'
defaul t:
description: Error
content:
appl i cati on/ probl em+j son
schema:
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
del et e:
par anet ers
- name: scsAsld

in: path
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description: Identifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS

29.122
required: true
schena
type: string
- name: transactionld
in: path
description: Transaction |ID
required: true
schema
type: string
responses
' 204
description: No Content. The transaction was del eted successfully. The payl oad body shal
be enpty.
defaul t:
description: Error
content:
appl i cation/ probl em+j son
schena:

$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenmas/ Probl enDet ai | s’
[ {scsAsl d}/transactions/{transactionl d}/applications/{appld}:

get:
paraneters
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS
29.122
required: true
schema
type: string
- name: transactionld
in: path
description: Transaction |ID
requi red: true
schema:
type: string
- nane: appld
in: path
description: ldentifier of the application
required: true
schema
type: string
responses
' 200
description: OK The application information related to the request URI is returned
content:
application/json
schema
$ref: ' #/ component s/ schemas/ Pf dDat a
defaul t:
description: Error
content:
appl i cati on/ probl emtj son
schena:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Probl enDet ai | s’
put:

request Body:
required: true
content:
application/json
schema
$ref: ' #/ component s/ schemas/ Pf dDat a
description: Change information in application
par aneters
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS
29.122
required: true
schema:
type: string
- nane: transactionld
in: path
description: Transaction ID
required: true
schema:
type: string
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- name: appld
in: path
description: ldentifier of the application
required: true
schema
type: string
responses
' 200'
description: OK The application resource was nodified successfully. The SCEF shall return
an updated application resource in the response payl oad body.

content:

application/json

schema
$ref: '#/ conponents/schemas/ Pf dDat a
' 500'

description: The PFDs for the application were not updated successfully.
content:

appl i cation/json

schema:
$ref: ' #/ component s/ schemas/ Pf dReport
appl i cati on/ probl emtj son

schema
$ref: 'TS29122 CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s'
defaul t:
description: Error
content:
appl i cation/ probl em+j son
schema:

$ref: '#TS29122_ CormmonDat a. yani / conponent s/ schenmas/ Probl enDet ai | s'
pat ch:
r equest Body:
required: true
content:
appl i cati on/ mer ge- pat ch+j son
schema
$ref: ' #/ conponent s/ schemas/ Pf dDat a
description: Change information in PFD managenment transaction
par aneters
- nanme: scsAsld
in: path
description: lIdentifier of the SCS/AS as defined in subclause subcl ause 5.2.4 of 3GPP TS

29.122
required: true
schena:
type: string
- name: transactionld
in: path
description: Transaction ID
required: true
schena
type: string
- name: appld
in: path
description: ldentifier of the application
required: true
schena:
type: string
responses
' 200

description: OK The transaction was nodified successfully. The SCEF shall return an
updated transaction in the response payl oad body.

content:

application/json

schema:
$ref: '#/ conponents/schenas/ PfdDat a'
' 500

description: The PFDs for the application were not updated successfully.
content:

application/json

schema
$ref: ' #/ conponents/schenas/ Pf dReport
appl i cati on/ probl em+j son

schema
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Probl enDet ai | s’
defaul t:
description: Error
content:

appl i cati on/ probl emtj son
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schena:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Probl enDet ai | s’
del ete:
parameters:
- name: scsAsld
in: path
description: ldentifier of the SCS/AS as defined in subclause subclause 5.2.4 of 3GPP TS

29.122
required: true
schema
type: string
- name: transactionld
in: path
description: Transaction ID
required: true
schena:
type: string
- name: appld
in: path
description: ldentifier of the application
required: true
schema
type: string
responses
' 204
description: No Content. The application was del eted successfully. The payl oad body shal
be enpty.
defaul t:
description: Error
content:
appl i cati on/ probl em+j son
schena:

$ref: 'TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s'
conponents:
schenas:
Pf dManagenent
type: object
properties:
suppor t edFeat ur es
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schemas/ Suppor t edFeat ur es
pf dDat as:
type: object
addi ti onal Properties
$ref: ' #/ conponent s/ schemas/ Pf dDat a'
m nProperties: 0
description: Each el ement uniquely identifies the PFDs for an external application
identifier. Each elenent is identified in the map via an external application identifier as key. The
response shall include successfully provisioned PFD data of application(s).
pf dReports:
type: object
addi ti onal Properties
$ref: '#/ conponents/schenas/ Pf dReport
m nProperties: 0
description: Supplied by the SCEF and contains the external application identifiers for
which PFD(s) are not added or nodified successfully. The failure reason is also included. Each
el ement provides the related information for one or nore external application identifier(s) and is
identified in the map via the failure identifier as key.
readOnly: true
required
- support edFeat ures
Pf dDat a
type: object
properties:
ext er nal Appl d:
type: string
description: Each el enent uniquely external application identifier

sel f:

$ref: ' TS29122_ CommonDat a. yanl #/ conponent s/ schenas/ Li nk
pf ds:

type: object

addi ti onal Properties
$ref: ' #/ conponents/schenas/ Pfd
description: Contains the PFDs of the external application identifier. Each PFD i s
identified in the map via a key containing the PFD identifier
al | onedDel ay:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenas/ Dur at i onSec
required
- external Appld
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- pfds
Pf d:
type: object
properties:
pfdl d:
type: string
description: |ldentifies a PDF of an application identifier.
fl owDescri ptions:
type: array
items:
type: string
mnltenms: O
description: Represents a 3-tuple with protocol, server ip and server port for UL/DL
application traffic. The content of the string has the same encoding as the | PFilterRul e AVP val ue
as defined in | ETF RFC 6733 [46].
urls:
type: array
items:
type: string
mnltenms: O
description: Indicates a URL or a regular expression which is used to match the
significant parts of the URL.
donai nNanes:
type: array
items:
type: string
mnltenms: O
description: Indicates an FQDN or a regular expression as a donain nane matching criteria.
required:
- pfdld
Pf dReport :
type: object
properties:
ext er nal Appl d:
type: array
items:
type: string
mnltems: 1
description: ldentifies the external application identifier(s) which PFD(s) are not added
or nodified successfully
fail ureCode:
$ref: '#/ conponents/schenas/ Fail ur eCode’
cachi ngTi me:
$ref: 'TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Dur at i onSec'
required:
- external Appld
- failureCode
Fai | ur eCode:
anyCf :
- type: string
enum
- MALFUNCTI ON
- RESOURCE_LI M TATI ON
- SHORT_DELAY
- SHORT_DELAY_STORED
- APP_I D_DUPLI CATED
- OTHER_REASON
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: >
Possi bl e val ues are
- MALFUNCTI ON: Thi s val ue indicates that something functions wongly in PFD provisioning or
the PFD provisioning does not function at all.
- RESOURCE_LIM TATION: This value indicates there is resource limtation for PFD storage.
- SHORT_DELAY: This value indicates that the allowed delay is too short and PFD(s) are not
st ored.
- SHORT_DELAY_STORED: This value indicates that the allowed delay is too short but PFD(s)
are still stored.
- APP_| D_DUPLI CATED: The received external application identifier(s) are already
provi si oned.
- OTHER_REASON: Ot her reason unspecified.
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A.12 ECRControl API

openapi: 3.0.0
info
title: 3gpp-ecr-contro
version: "v1"
ext ernal Docs
description: Documentation
url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29_series/ 29. 122/

servers:
- url: https://{api Root}/3gpp-ecr-control /vl
vari abl es:
api Root :

defaul t: denohost.com
description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.
pat hs:
/ query
post :
sunmary: Query the status of enhanced converage restriction for a UE
request Body:
required: true

content:
appl i cation/json
schema
$ref: ' #/ component s/ schemas/ ECRCont r ol
responses
' 200
description: The requested information was returned successfully.
content:
application/json
schema
$ref: '#/ conponents/schenas/ ECRDat a'
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema:

$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Probl enDet ai | s’

/configure
post:
summary: Configure the enhanced converage restriction for a UE
request Body:
required: true

content:
application/json
schenma
$ref: '#/ conponents/schemas/ ECRContr ol
responses
' 204

description: The Enhanced Coverage Restriction setting was configured successfully. The
response body shall be enpty.

defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schena:

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Probl enDet ai | s’

conponent s:
schenas:
ECRCont r ol
type: object

properties:

support edFeat ures

$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Suppor t edFeat ur es
external I d

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ Ext ernal 1 d'
nsi sdn:

$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenas/ Msi sdn
restrictedPl mlds

type: array

itemns:

$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Pl ml d
mnltems: O
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description: Indicates a conplete list (and possibly enpty) of serving PLM\Ns where
Enhanced Coverage shall be restricted. This attribute shall not be present for the query custom

operati on.
al | onedPl ml ds:
type: array
itens:

$ref: ' TS29122_CommonDat a. yami #/ conponent s/ schermas/ Pl ml d'
mnltens: O
description: Indicates a conplete list (and possibly enpty) of serving PLM\s where
Enhanced Coverage shall be allowed. This attribute shall not be present for the query custom
operati on.
required:
- supportedFeat ures
ECRDat a:
type: object
properties:
suppor t edFeat ur es:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
vi sitedPl ml d:
$ref: 'TS29122 ConmonDat a. yanl #/ conponent s/ schenas/ Pl ml d'
restrictedPl nml ds:
type: array
itens:
$ref: 'TS29122 ConmonDat a. yanl #/ conponent s/ schenas/ Pl ml d'
mnltems: O
description: Indicates a conplete list (and possibly enpty) of serving PLMNs where
Enhanced Coverage shall be restricted.
al | owedPl rml ds:
type: array
itens:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Pl ml d'
mnltems: O
description: Indicates a conplete list (and possibly enpty) of serving PLM\s where
Enhanced Coverage shall be all owned.
required:
- supportedFeat ures

A.13 NpConfiguration API

openapi: 3.0.0
info
title: 3gpp-network-paraneter-configuration
version: "v1"
ext ernal Docs
description: Docurentation
url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29 _series/29.122/

servers:
- url: https://{api Root}/ 3gpp-network- paraneter-configuration/vl
vari abl es:
api Root :

defaul t: denohost.com
description: api Root as defined in subclause subcl ause 5.2.4 of 3GPP TS 29. 122, excl uding
the https:// part.

pat hs:
/ {scsAsl d}/configurations:
get:
sunmmary: read all of the active configurations for the SCS/ AS
tags:

- NpConfiguration APl SCS/AS | evel GET Qperation
par amet ers:
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true

schema:

type: string

responses:
'200':

description: OK (Successful get all of the active NpConfigurations for the SCS/ AS)
content:

application/json:

schema:
type: array

itens:
$ref: ' #/ conponent s/ schemas/ NpConf i guration’
mnltenms: 0
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description: Network Paraneter configurations
defaul t:
description: Unexpected error

post :
sunmary: Creates a new configuration resource for network paraneter configuration
tags:
- NpConfiguration APl Configuration |evel POST Operation
par anmet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
type: string
request Body:
description: new configuration creation
required: true

content:
application/json
schema
$ref: '#/ conponents/schemas/ NpConfi guration
cal | backs

notificationDestination
"{request. body#/ notificationDestination}'
post:
request Body: # contents of the call back nmessage
required: true

content:
application/json
schena
$ref: ' #/ conponent s/ schemas/ Confi gurationNotification
responses
1204
description: No Content (successful notification)
responses
'201
description: Created (Successful creation of configuration)
content:
application/json
schena:
$ref: '#/ conponents/schemas/ NpConfi guration
defaul t:

description: Unexpected error

/ {scsAsl d}/configurations/{configurationld}:

get:
sunmary: read an active configuration for the SCS/AS and the configuration Id
t ags:
- NpConfiguration APl Configuration |evel GET Operation
par ameters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schena:
type: string
- nanme: configurationld
in: path
description: ldentifier of the configuration resource
required: true
schema
type: string
responses
' 200
description: OK (Successful get the active configuration)
content:
application/json
schema
$ref: '#/ conponents/schemas/ NpConfi guration
defaul t:
description: Unexpected error
put:

summary: Updat es/repl aces an exi sting configuration resource
tags:

- NpConfiguration APl Configuration |evel PUT Operation
paraneters

ETSI



3GPP TS 29.122 version 15.0.0 Release 15 241

name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
type: string
nane: configurationld
in: path

description: ldentifier of the configuration resource

required: true
schena
type: string

request Body:

description

required: true
content:

application/json
schema

$ref: ' #/ conponent s/ schenas/ NpConfi guration

responses
' 200
description: OK (Successful deletion of the existing configuration)

content:
application/json
schema

$ref: '#/ conponents/schemas/ NpConfi guration

defaul t:

pat ch:

summary: Updat es/repl aces an existing configuration resource

description: Unexpected error

t ags:

NpConfi guration APl Configuration | evel PATCH Operation

paraneters:

nane: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
type: string
nanme: configurationld
in: path

description: ldentifier of the configuration resource

required: true
schema:
type: string

request Body:
required: true
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Parameters to update/replace the existing configuration

content:
appl i cati on/ mer ge- pat ch+j son
schema
$ref: '#/ conponents/schenmas/ NpConfi gurati onPatch
responses
' 200
description: OK The configuration was nodified successfully.
content:
application/json
schema

$ref: ' #/ conponent s/ schenas/ NpConfi guration

defaul t:

description: Unexpected error

del ete:

summary: Del etes an already existing configuration

t ags:

NpConfi guration APl Configuration | evel DELETE Operation

paraneters:

name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schena:
type: string
nane: configurationld
in: path

description: ldentifier of the configuration resource

required: true
schema
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type: string

responses:

'204":

description: No Content (Successful deletion of the existing configuration)
'200':

description: OK (Successful deletion of the existing configuration)

content:

application/json:
schema:
type: array

items:
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Confi gResul t'
mnltems: 1
description: The configuration was term nated successfully, the configuration
failure information for group nenbers shall be included if received.
defaul t:
description: Unexpected error
conponents:
schenas:
NpConf i gur ati on:
type: object
properties:
sel f:
$ref: 'TS29122 ConmonDat a. yanl #/ conponent s/ schenas/ Li nk'
suppor t edFeat ur es:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
external | d:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenas/ Ext ernal | d'
nsi sdn:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schermas/ Msi sdn’
ext ernal Groupl d:
$ref: ' TS29122_ CormmonDat a. yani #/ conponent s/ schenmas/ Ext er nal G- oupl d'
maxi munlLat ency:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Dur at i onSec'
maxi munResponseTi nme:
$ref: ' TS29122_ CommonDat a. yani #/ conponent s/ schenmas/ Dur at i onSec'’
suggest edNunber O DI Packet s:
type: integer
description: This paranmeter may be included to identify the number of packets that the
serving gateway shall buffer in case that the UE is not reachable.
gr oupReporti ngQuar dTi ne:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Dur ati onSec'
required:
- support edFeat ures
NpConf i gur ati onPat ch:
type: object
properties:
maxi nunLat ency:
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schemas/ Dur at i onSec'
maxi munResponseTi ne:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schemas/ Dur at i onSec'
suggest edNunber O Dl Packet s:
type: integer
description: This paraneter nay be included to identify the nunber of packets that the
serving gateway shall buffer in case that the UE is not reachable.
gr oupReport Guar dTi nme:
$ref: ' TS29122_CommonDat a. yan #/ conponent s/ schemas/ Dur at i onSec'
notificationDestination:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ Li nk'
request Test Noti fi cati on:
type: bool ean
description: Set to true by the SCS/AS to request the SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false or omtted otherw se.
websockNot i f Confi g:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schemas/ WebsockNot i f Confi g'
ConfigurationNotification:
type: object
properties:
configuration:
$ref: ' TS29122_CommonDat a. yani #/ conponent s/ schemas/ Li nk'
configResults:
type: array
itens:
$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ schenas/ Confi gResul t'
mnltems: 1
description: The grouping configuration result notification provided by the SCEF.
required:
- configuration
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A.14  AsSessionWithQoS API

openapi: 3.0.0
info
title: 3gpp-as-session-wth-qos
version: "v1"
ext ernal Docs
description: Documentation
url: "http://ww. 3gpp. org/ftp/ Specs/ archivel/ 29_series/ 29. 122/

servers:
- url: https://{api Root}/3gpp-as-session-with-qos/vl
vari abl es:
api Root :

defaul t: denohost.com
description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.

pat hs:
/| {scsAsl d}/subscriptions
get:
sunmary: read all of the active subscriptions for the SCS/ AS
tags:
- AsSessi onWthQS APl SCS/ AS | evel GET Operation
paraneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
type: string
responses
' 200’
description: K
content:
application/json
schema:
type: array
itens:
$ref: ' #/ conponent s/ schemas/ AsSessi onW t hQoSSubscri ption
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
post :
sunmary: Creates a new subscription resource
tags:

- AsSessi onWthQS APl Subscription | evel POST Operation
par anet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
type: string
request Body:
description: Request to create a new subscription resource
required: true

content:
application/json
schema:
$ref: '#/ conponents/schenas/ AsSessi onW t hQoSSubscri pti on
cal | backs

notificationDestination
"{request. body#/ notificationDestination}'
post:
request Body: # contents of the call back message
required: true

content:
application/json
schema
$ref: 'TS29122 CormmonDat a. yani #/ conponent s/ schemas// noti fi cati onDat a
responses
' 204

description: No Content (successful notification)
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responses
‘201
description: Created (Successful creation of subscription)
content:
application/json
schema
$ref: '#/ conponents/schemas/ AsSessi onW t hQoSSubscri pti on
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schena

$ref: '#/ conponents/schenas/ Probl enDet ai | s'

/ {scsAsl d}/subscriptions/{subscriptionld}:

get:
sunmary: read an active subscriptions for the SCS/AS and the subscription Id
tags:
- AsSessi onWthQS APl Subscription | evel GET Qperation
paraneters
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
type: string
- nane: subscriptionld
in: path
description: ldentifier of the subscription resource
required: true
schema
type: string
responses
' 200
description: OK (Successful get the active subscription)
content:
application/json
schema
$ref: '#/ conponents/schemas/ AsSessi onW t hQoSSubscri pti on
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema:
$ref: ' #/ conponents/schemas/ Probl enDetail s’
put:
summary: Updat es/repl aces an exi sting subscription resource
t ags:
- AsSessi onWthQS APl subscription | evel PUT Operation
par ameters
- name: scsAsld
in: path

description: ldentifier of the SCS/ AS
required: true
schena:
type: string
- name: subscriptionld
in: path
description: ldentifier of the subscription resource
required: true
schema
type: string
request Body:
description: Parameters to update/replace the existing subscription
required: true

content:
application/json
schema
$ref: '#/ conponents/schenas/ AsSessi onW t hQoSSubscri ption
responses
' 200
description: OK (Successful update of the subscription)
content:
application/json
schema:
$ref: ' #/ conponent s/ schemas/ AsSessi onW t hQoSSubscri ption
defaul t:
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description: Unexpected error
content:
appl i cati on/ probl emtj son
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'

pat ch:
summary: Updat es/repl aces an existing subscription resource
t ags:
- AsSessi onWthQS APl subscription | evel PATCH Operation
par ameters
- nanme: scsAsld

in: path
description: ldentifier of the SCS/ AS
required: true
schena:
type: string
- name: subscriptionld
in: path
description: ldentifier of the subscription resource
required: true
schema
type: string
request Body:
required: true

content:
appl i cati on/ nmer ge- pat ch+j son
schema:
$ref: ' #/ conponent s/ schemas/ AsSessi onW t hQoSSubscri pti onPat ch
responses
' 200
description: OK The subscription was nodified successfully.
content:
application/json
schema
$ref: ' #/ conponent s/ schemas/ AsSessi onW t hQoSSubscri ption
defaul t:
description: Unexpected error
content:
appl i cati on/ probl emtj son
schema:

$ref: '#/ conponents/schenas/ Probl enDet ai | s'

del ete:
summary: Del etes an al ready existing subscription
tags:
- AsSessi onWthQS APl Subscription | evel DELETE Operation
par anet ers
- name: scsAsld
in: path
description: ldentifier of the SCS/ AS
required: true
schema
type: string
- name: subscriptionld
in: path
description: ldentifier of the subscription resource
required: true

schena:
type: string
responses
' 204
description: No Content (Successful deletion of the existing subscription)
defaul t:
description: Unexpected error
content:
appl i cati on/ probl em+j son
schema
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
conponents:
schemas:
AsSessi onW t hQoSSubscri pti on
type: object
properties:

suppor t edFeat ur es
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenmas/ Suppor t edFeat ur es
notificationDestination
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$ref: 'TS29122_ CommonDat a. yan #/ conponent s/ schenmas/ Li nk
flow nfo
type: array
itens:
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schemas/ Fl ow nf o
mnltems: 1
description: Describe the data flow which requires QS
gosRef erence
type: string
description: ldentifies a pre-defined QoS infornation
uel pv4Addr
$ref: ' TS29122_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr’
uel pv6Addr
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ schenas/ | pv6Addr’
usageThreshol d
$ref: 'TS29122_CommonDat a. yani #/ conponent s/ schenas/ UsageThr eshol d'
sponsor | nfo
$ref: ' TS29122_CommonDat a. yan #/ conponent s/ schemas/ Sponsor | nf or mat i on
request Test Noti fication
type: bool ean
description: Set to true by the SCS/AS to request the SCEF to send a test notification as
defined in subclause 5.2.5.3. Set to false or onitted otherw se
websockNot i f Config
$ref: 'TS29122 CommonDat a. yani #/ conponent s/ schemas/ WebsockNot i f Confi g
required
- supportedFeat ures
- notificationDestination
- flownfo
AsSessi onW t hQoSSubscri pti onPat ch
type: object
properties:
fl owl nf os:
type: array
itens:
$ref: ' TS29122_CommonDat a. yamni #/ conponent s/ schermas/ FI ow nf os
mnltems: O
description: Describe the data flow which requires QS
gosRef erence
type: string
description: Pre-defined QoS reference
usageThreshol d
$ref: 'TS29122_CommonDat a. yanl #/ conponent s/ schenas/ UsageThr eshol d'

A.15 MsisdnLessMoSms API

openapi: 3.0.0
info
title: 3gpp-nsisdn-|ess-no-sns
version: "v1"
ext er nal Docs
description: Docurentation
url: "http://ww. 3gpp. org/ ftp/ Specs/archivel/29_series/29.122/

servers:
- url: https://{api Root}
vari abl es:
api Root :

defaul t: demphost.com

description: api Root as defined in subclause subclause 5.2.4 of 3GPP TS 29.122, excl uding
the https:// part.
pat hs:

/:
post :
request Body:
required: true

content:
application/json
schema:
$ref: ' #/ component s/ schemas/ Msi sdnLessMoSnsNoti fi cation
responses
' 200
description: Success
content:
application/json
schema

$ref: '#/ conponents/schenas/ Msi sdnLessMbSnmsNoti fi cati onReply
' 400'
$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 400
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'401":

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29122_CommonDat a. yan #/ conponent s/ r esponses/ 403"
' 409" :

$ref: 'TS29122_CommonDat a. yam #/ conponent s/ r esponses/ 409"
'412":

$ref: ' TS29122_CommonDat a. yanl #/ conponent s/ r esponses/ 412"
defaul t:

description: Error

content:

appl i cati on/ probl emtj son:
schema:
$ref: '#/ conponents/schenas/ Probl enDet ai | s'
conponents:
schemas:

Msi sdnLessMbSnsNot i fi cati on:
type: object
properties:
suppor t edFeat ur es:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
SITs:
$ref: 'TS29122 CommonDat a. yanl #/ conponent s/ schenas/ Byt es'
external | d:
type: string
description: External identifier has the form username@ eal m
Appl i cationPort:
type: integer
description: Unsigned integer used to uniquely identify the triggering application
addressed in the device, see subclause 9.2.3.24.4 in TS 23.040 [43] for further details.
required:
- support edFeat ures
- sms
- external ld
- ApplicationPort
Msi sdnLessMoSnsNot i fi cati onReply:
type: object
properties:
suppor t edFeat ur es:
$ref: ' TS29571_ CormmonDat a. yan #/ conponent s/ schemas/ Suppor t edFeat ur es’
required:
- supportedFeat ures
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