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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

Y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document provides the stage 3 specification of the Rx reference point for the present release. The functional
requirements and the stage 2 specifications of the Rx reference point are contained in 3GPP TS 23.203 [2].

The Rx reference point lies between the Application Function (AF) and the Policy and Charging Rule Function (PCRF).
In the 5GS the Rx reference point resides between the AF and the Policy Control Function (PCF) as specified in
3GPP TS 23.501 [55] and 3GPP TS 23.503 [56].

NOTE: Interactions between the PCF and the AF using the 5GS Npcf_PolicyAuthorization service (the N5
reference point) are defined in 3GPP TS 29.514 [57].

The Rx interface which is based on RESTful HTTP and XML is specified in 3GPP TS 29.201 [37].

Whenever it is possible the present document specifies the requirements for the protocol by reference to specifications
produced by the IETF within the scope of Diameter. Where thisis not possible, extensions to Diameter are defined
within the present document.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication and/or edition number or version number) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.203: "Policy and Charging Control architecture”.

[3] Void.

(4] Voaid.

[5] 3GPP TS 29.209: "Poalicy control over Gq interface”, latest Rel-6 version.

[6] Void.

[7] 3GPP TS 29.211: "Rx Interface and Rx/Gx signalling flows", latest Rel-6 version.

[8] 3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points'.

[9] 3GPPTS 29.213: "Policy and Charging Control signalling flows and Quality of Service (QoS)
parameter mapping".

[10] Void.

[11] IETF RFC 3556: " Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control
Protocol (RTCP) Bandwidth".

[12] IETF RFC 4005: "Diameter Network Access Server Application".

[13] IETF RFC 4566: " SDP: Session Description Protocol”.

[14] Void.
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[15]

[16]
[17]
[18]
[19]
[20]
[21]

[22]
[23]

[24]

[25]
[26]

[27]

[28]
[29]
[30]
[31]
[32]
[33]

[34]

[35]
[36]

[37]

[38]
[39]
[40]

[41]

ETSI TS 183 017 v3.2.1: "Telecommunications and Internet Converged Services and Protocols for
Advanced Networking (TISPAN); Resource and Admission Control: DIAMETER protocol for
session based policy set-up information exchange between the Application Function (AF) and the
Service Policy Decision Function (SPDF); Protocol specification”.

3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".

3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP; Stage 3".
IETF RFC 3264 "An Offer/Answer Model with the Session Description Protocol (SDP)".
Void.

IETF RFC 3162: "Radius and I1Pv6".

IETF RFC 5031: "A Uniform Resource Name (URN) for Emergency and Other Well-Known
Services'.

Void.

3GPP TS 32.240: "Telecommunication management; Charging management; Charging
architecture and principles’.

3GPP TS 32.299: " Telecommunication management; Charging management; Diameter charging
applications’.

3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol; Protocol details'

3GPP TS 24.292: "IP Multimedia (IM) Core Network (CN) subsystem Centralized Services (ICS);
Stage 3".

IETF RFC 3959 (December 2004): "The Early Session Disposition Type for the Session Initiation
Protocol (SIP)".

3GPP TS 23.380: "IMS Restoration Procedures'.
Void.
Void.
3GPP TS 22.153: "Multimedia Priority Service".
Void.

3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS
(GTPv2)".

3GPP TS 29.061: "Interworking between the Public Land Mobile Network (PLMN) supporting
packet based services and Packet Data Networks (PDN)".

IETF RFC 7683: "Diameter Overload Indication Conveyance".

3GPP TS 23.468: "Group Services and System Aspects; Group Communication System Enablers
for LTE (GCSE LTE)".

3GPP TS 29.201: "Representational State Transfer (REST) reference point between Application
Function (AF) and Protocol Converter (PC)".

3GPP TS 23.003: "Numbering, addressing and identification”.
3GPP TS 29.273: "3GPP EPS AAA interfaces’.

3GPP TS 23.682: "Architecture enhancements to facilitate communications with packet data
networks and applications”.

3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia telephony; Media handling and
interaction".
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[42] IETF RFC 5761: "Multiplexing RTP Data and Control Packets on a Single Port".

[43] IETF RFC 7944: "Diameter Routing Message Priority".

[44] Void.

[45] IETF RFC 8101: "IANA Registration of New Session Initiation Protocol (SIP) Resource-Priority
Namespace for Mission Critical Push To Talk service".

[46] 3GPP TS 23.303: "Proximity-based services (ProSe); Stage 2".

[47] 3GPP TS 29.154: " Service capability exposure functionality over Nt reference point".

[48] IETF RFC 5009: "Private Header (P-Header) Extension to the Session Initiation Protocol (SIP) for
Authorization of Early Media".

[49] IETF RFC 3948: "UDP Encapsulation of 1Psec ESP Packets'.

[50] 3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access
networks; stage 3".

[51] IETF RFC 8583: "Diameter Load Information Conveyance".

[52] IETF RFC 6733: "Diameter Base Protocol".

[53] 3GPP TS 23.167: "IP Multimedia Subsystem (IMS) emergency sessions”.

[54] 3GPP TS 23.379: "Functional architecture and information flows to support Mission Critical Push
To Talk (MCPTT); Stage 2".

[55] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[56] 3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[57] 3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".

[58] 3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".

[59] 3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter
mapping; Stage 3".

[60] 3GPP TS 23.280: "Common functional architecture to support mission critical services; Stage 2".

[61] 3GPP TS 23.281: "Functional architecture and information flows to support Mission Critical
Video (MCVideo); Stage 2".

[62] 3GPP TS 24.182: "IP Multimedia Subsystem (IMS) Customized Alerting Tones (CAT); Protocol
specification”.

[63] 3GPP TS 24.147: "Conferencing using the IP Multimedia (IM) Core Network (CN) subsystem;
Stage 3".

[64] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[65] 3GPP TS 22.101: " Service aspects; Service principles’.

[66] 3GPP TS 23.221: "Architectural requirements’.

[67] 3GPP TS 23.401: "General Packet Radio Service (GPRS) enhancements for Evolved Universal
Terrestrial Radio Access Network (E-UTRAN) access'.

[68] IETF RFC 4574: "The Session Description Protocol (SDP) Label Attribute”.

[69] 3GPP TS 26.238: "Uplink Streaming”.

[70] 3GPP TS 24.501: "Non-Access-Stratum (NAS) Protocol for 5G System (5GS); Stage 3".

[71] 3GPP TS 38.413: "NG-RAN; NG Application Protocol (NGAP)".
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[72] 3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[73] Cablel abs WR-TR-5WWC-ARCH: "5G Wireless Wireline Converged Core Architecture”.
[74] BBF WT-470: "5G FMC Architecture".
[75] IETF RFC 8506: "Diameter Credit Control Application™.
3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply:

Application Function (AF): element offering application(s) that use IP bearer resources
NOTE: Oneexample of an AF isthe P-CSCF of the IM CN subsystem.

AF Session: application level session established by an application level signalling protocol offered by the AF that
requires a session set-up with explicit session description before the use of the service.

NOTE: Oneexample of an application sessionisan IMS session.
Attribute-Value Pair (AVP): See ETF RFC 6733 [52], corresponds to an Information Element in a Diameter message.

Binding: PCRF process of associating | P flows described in AF Service Information with IP-CAN bearers.

Bit rate: The number of bits (denoted in units of bits, kbits, etc.) that are conveyed or processed per unit of time. The
bit rate in bit/s can be abbreviated with bps. This specification uses Sl (International System of Units) prefixes as unit
prefixes, which strictly refer to the power of 10, and shall not be used for the power of 2. For example, 1 kbit/s
represents 1000 bit/s or 1 Mbit/s represents 1000 kbit/s and so on.

IP-CAN bearer: IP transmission path of defined capacity, delay and bit error rate, etc.
See 3GPP TR 21.905 [1] for the definition of bearer.

IP-CAN session: association between a UE and an |P network (for GPRS, APN).

The association isidentified by one UE I pv4 address and/or one Ipv6 prefix together with a UE identity information, if
available, and a PDN represented by a PDN ID (e.g. an APN). An IP-CAN session incorporates one or more |P-CAN
bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN session exists as
long as the related UE |pv4 address and/or | pv6 prefix are assigned and announced to the | P network.

I P flow: unidirectional flow of 1P packets with the same source IP address and port number and the same destination 1P
address and port humber and the same transport protocol
Port numbers are only applicable if used by the transport protocol.

M PS session: A session for which priority treatment is applied for allocating and maintaining radio and network
resources to support the Multimedia Priority Service (MPS). MPSis defined in 3GPP TS 22.153 [31].

Packet flow: A specific user data flow carried through the PCEF. A packet flow can be an IP flow.

PCC rule: set of information enabling the detection of a service data flow and providing parameters for policy control
and/or charging control.

RESTful HTTP: isan architectural style consisting of a coordinated set of architectural constraints applied to
components, connectors, and data elements, within a distributed hypermedia system applied to the development of web
services.

Restricted local operator services: communication services provided by an operator that involve either automated or
human assistance (e.g. credit card billing, directory assistance, customer care) for which successful authentication is not
necessary.
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serviceinformation: set of information conveyed from the AF to the PCRF over the Rx interface to be used asa basis
for PCC decisions at the PCRF, including information about the AF session (e.g. application identifier, type of media,
bandwidth, 1P address and port number).

service data flow: An aggregate set of packet flows.

3.2 Abbreviations

For the purpose of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply:

5GMM 5G Mobility Management protocol
5GS 5G System

5GSM 5G Session Management protocol
ADC Application Detection and Control

AF Application Function

AS Application Server

ASP Application Service Provider

ATSSS Access Traffic Steering, Switching and Splitting
AVP Attribute Value Pair

BBF Broadband Forum

CHEM Coverage and Handoff Enhancements using Multimedia error robustness feature
CRF Charging Rules Function

DRMP Diameter Routing Message Priority
DSCP Differentiated Services Code Point
DTS Data Transport Service

DSL Digital Subscriber Line

FLUS Framework for Live Uplink Streaming
GCS Group Communication Service
GCSAS Group Communication Service Application Server
HFC Hybrid Fiber Coax

IP-CAN IP Connectivity Access Network

MA Multi-Access

MPS Multimedia Priority Service

N3IWF Non-3GPP Interworking Function
N5CW Non-5G-Capable over WLAN

NGAP NG Application Protocol

NID Network Identifier

PCC Policy and Charging Control

PCEF Policy and Charging Enforcement Function
PCF Policy Control Function

PCRF Policy and Charging Rule Function
PDF Policy Decision Function

P-CSCF Proxy-Call Session Control Function
PON Passive Optical Network

PSAP Public Safety Answering Point

QoS Quality of Service

RCAF RAN Congestion Awareness Function
RLOS Restricted Local Operator Services
SCEF Service Capability Exposure Function
SCS Service Capability Server

SDF Service Data Flow

SMF Session Management Function

SNPN Stand-alone Non-Public Network

SPR Subscriber Profile Repository

TDF Traffic Detection Function

TNAP Trusted Non-3GPP Access Point
TNGF Trusted Non-3GPP Gateway Function
TWAP Trusted WLAN Access Point

TWIF Trusted WLAN Interworking Function
ubC User Data Convergence

UE User Equipment
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UDR User Data Repository

XML Extensible Markup Language
4 Rx reference point
4.1 Overview

The Rx reference point is used to exchange application level session information:
- and the Application Function (AF); and
- inthe 5GS, between the Policy Control Function (PCF) between

the Policy and Charging Rules Function (PCRF) and the Application Function (AF). As defined in the stage 2
specifications (3GPP TS 23.203 [2]), thisinformation is part of the input used by the PCRF for the Policy and Charging
Control (PCC) decisions. The PCRF exchanges the PCC rules with the Policy and Charging Enforcement Function
(PCEF) and QoS rules with the Bearer Binding and Event Reporting Function (BBERF) as specified in
3GPPTS29.212[8].

Policy and Charging Control over Rx interface in the 5GS is specified in annex E.

Signalling flows related to the both Rx and Gx interfaces are specified in 3GPP TS 29.213[9].

Refer to Annex G of 3GPP TS 29.213 [9] for Diameter overload control procedures over the Rx interface.

Refer to Annex J of 3GPP TS 29.213 [9] for Diameter message priority mechanism procedures over the Rx interface.

Refer to Annex K of 3GPP TS 29.213 [9] for Diameter load control procedures over the Rx interface.

4.2 Rx reference model

The Rx reference point is defined between the PCRF and the AF. The relationships between the different functional
entitiesinvolved are depicted in figure 4.2.1. The overall PCC architecture is depicted in clause 3a of
3GPPTS29.213[9].

Rx

AF _’_ PCRF

Figure 4.2.1: Rx reference model

Figure 4.2.2: Void

4.3 Functional elements

4.3.1 AF

The AF is an element offering applications that require the Policy and Charging Control of traffic plane resources
(e.g. UMTS PS domain/GPRS domain resources). One example of an application function is the P-CSCF. The AF shall
use the Rx reference point to provide session information to the PCRF.

NOTE: The AFsmay be deployed by the same operator offering the IP-CAN or may be provided by external
third party service provider.
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4.3.2 PCRF

The PCRF (Policy Control and Charging Rules Function) is afunctional element that encompasses policy control
decision and flow based charging control functionalities. These 2 functionalities are the heritage of the release 6 logical
entities PDF and CRF respectively. The PCRF provides network control regarding the service data flow detection,
gating, QoS and flow based charging (except credit management) towards the PCEF. The PCRF receives session and
media related information from the AF and informs AF of traffic plane events.

The PCRF may check that the service information provided by the AF is consistent with the operator defined policy
rules before storing the service information. The service information shall be used to derive the QoS for the service. The
PCRF may reject the request received from the AF and as a result the PCRF shall indicate, in the response to the AF,
the service information that can be accepted by the PCRF.

The PCRF may temporarily not be able to provide the service delivery that AF requested (e.g. due to RAN user plane
congestion). In this case, the PCRF may send are-try interval information to the AF. The re-try interval indicates when
service delivery may be retried by the AF over Rx.

NOTE 1: Additionally, existing bandwidth limitation parameters (e.g. Max-Requested-Bandwidth-DL AV P, Max-
Requested-Bandwidth-UL AV P within the Acceptable-Service-Info AV P) provided by the PCRF to the
AFin AA-Answer command during the Rx session establishment are available in order to mitigate RAN
user plane congestion.

The PCRF may use the subscription information as basis for the policy and charging control decisions. The subscription
information may apply for both session based and non-session based services. The subscription specific information for
each service may contain e.g. max QoS class and max bit rate.

If the AF requestsit, the PCRF shall report IP-CAN session events (including bearer events and events on AF signalling
transport) to the AF viathe Rx reference point.

The PCRF PCC/QoS Rule decisions may be based on one or more of the following:
- the session and mediarelated information obtained from the AF via the Rx reference point;
- the bearer and subscriber related information obtained from the PCEF over the Gx reference point;
- the bearer and subscriber related information obtained from the BBERF over the Gxx reference point;

- subscriber and service related data the PCRF may be aware of by configuration or through the Sp reference
point;

- pre-configured information in the PCRF.

NOTE 2: The details associated with the Sp reference point are not specified in this Release. The SPR’srelation to
existing subscriber databases is not specified in this Release.

The PCRF shall provision PCC/QoS Rules to the PCEF/BBERF via the Gx/Gxx reference point.

4.4 PCC procedures over Rx reference point

4.4.1 Initial Provisioning of Session Information

When anew AF session is being established and mediainformation for this AF session is available at the AF and the
related media require PCC supervision, the AF shall open an Rx Diameter session with the PCRF for the AF session
using an AA-Request command, unless an Rx session has already been established for the AF session (e.g. as per
clause 4.4.6.7). If an Rx Diameter session already exists for the AF session, the AF uses the existing Rx Diameter
session. The AF shall provide the full 1P address of the UE using either Framed-1P-Address AVP or Framed-Ipv6-
Prefix AVP, and the corresponding Service Information within Media-Component-Description AVP(s). The AF shall
not include circuit-switched bearer related mediain the service information sent to the PCRF. The AF shall indicate to
the PCRF as part of the M edia-Component-Description whether the media I P flow(s) should be enabled or disabled
with the Flow-Status AV P.
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NOTE 1: The AF does not need to open an Rx Diameter session with the PCREF, if the SDP payload isonly
proposing to use a circuit-switched bearer (i.e. "c=" line set to "PSTN" and an "m=" line set to "PSTN",
refer to 3GPP TS 24.292 [26]).

NOTE 2: The Rx Diameter session used for an AF session is different from the Rx Diameter session possibly used
for the notifications of the status of the AF signalling transmission path. A hew Rx Diameter session is
established for each new AF session.

The AF may include the AF-Application-ldentifier AVP into the AA-Request in order to indicate the particular service
that the AF session belongsto. This AVP can be provided at both AF session level, and Media-Component-Description
level. When provided at both levels, the AF-Application Identifier provided within the Media-Component-Description
AVP will have precedence. The AF may also include an AF application identifier within the AF-Application-ldentifier
AVP at the AF session level to trigger the PCRF to indicate to the PCEF/TDF to perform the application detection
based on the operator’s policy as defined in 3GPP TS 29.212 [8].

The AF may include the AF-Charging-ldentifier AV P into the AA-Request for charging correlation purposes. The AF
may also include the Specific-Action AV P to request notification for certain user plane events, e.g. bearer termination.

The AF may include the Service-URN AV P in order to indicate that the new AF session relates to emergency or RLOS
traffic and additionally it may include the AF-Requested-Data AV P to indicate the information required by the AF. If
the PCRF receives the Service-URN AV P indicating an emergency session, the PCRF may apply special policies, for
instance prioritising service flows relating to the new AF session or alowing these service flows free of charge. If the
Service-URN AVP indicates that the new AF session relates to emergency traffic and the AF-Requested-Data AVP is
received, the PCRF shall provide the requested avail able user information as part of the AA-Answer command.

The AF may include the MPS-Identifier AVP in order to indicate that the new AF session relates to an MPS session. |f
the PCRF receives the MPS-Identifier AV P indicating an M PS session, the PCRF may take specific actions on the
corresponding IP-CAN to ensure that the MPS session is prioritized as specified in 3GPP TS 29.212 [8]. For
Multimedia Priority Service handling for IMS, see Annex A.9.

The AF may include the MCPTT-Identifier AVP in order to indicate that the new AF session relatesto

an MCPTT session with priority call. If the PCRF receivesthe MCPTT-Identifier AVP related to that MCPTT session,
the PCRF may take specific actions on the corresponding IP-CAN to ensure that the MCPTT sessionis prioritized. For
the handling of MCPTT session with priority call, see Annex A.13.

The AF may include the MCVideo-ldentifier AVP in order to indicate that the new AF session relatesto

an MCVideo session with priority call. If the PCRF receives the MCVideo-Identifier AVP related to that MCVideo
session, the PCRF may take specific actions on the corresponding IP-CAN to ensure that the MCVideo session is
prioritized. For the handling of MCVideo session with priority call, see Annex A.15.

If the QoSHint feature is supported by the AF, the AF may include the Desired-Max-Latency AV P and/or Desired-
Max-Loss AV P within the Media-Component-Description AV P to indicate to the PCRF that the related application
media has specific latency and/or |oss demands.

The AF may include the FLUS-Identifier AV P within the Media-Component-Description AV P in order to indicate to
the PCRF that the media flow(s) correspond to a FLUS media stream. Additional QoS information for the treatment of
FLUS media may be provided within Desired-Max-Latency AV P and/or Desired-Max-Loss AVP.

The AF may include the Priority-Sharing-Indicator AVP set to PRIORITY_SHARING_ENABLED withinthe Media-
Component-Description AVP in order to indicate to the PCRF that the related media flow is allowed to use the same
Allocation and Retention Priority (ARP) as media flows belonging to other AF sessions as described in clause 4.4.8. In
this case, if the MCPT T-Preemption is supported, the AF may also include the Pre-emption-Capability AV P containing
the suggested pre-emption capability value and the Pre-emption-V ulnerability AV P containing the suggested pre-
emption vulnerability value within the Media-Component-Description AV P for the PCRF to determine the ARP values.
The AF may a so include the Pre-emption-Control-Info AV P containing the pre-emption control information at the
AAR command level for the PCRF to perform the pre-emption control as defined in clause 4.5.27 or 4a.5.17 of
3GPPTS29.212[8].

The AF may include the Sharing-Key-UL and/or Sharing-Key-DL AV P within the Media-Component-Description AVP
in order to indicate that the related media of the new AF session may share resources with other media componentsin
the related direction that include the same value for the Sharing-Key-UL AV P and/or Sharing-Key-DL AVP.

When the AF isaGCS AS, it may include the GCS-ldentifier AV P at command level and Reservation-Priority AVP at
command level or media component level in order to indicate that the new AF session relates to a prioritized Group
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Communication session. Based on this information, the PCRF may take specific actions on the corresponding |P-CAN
to ensure that the Group Communication session is prioritized as specified in 3GPP TS 29.212 [8].

If the AF provides service information that has been fully negotiated (e.g. based on the SDP answer), the AF may
include the Service-Info-Status AVP set to FINAL_SERVICE_INFORMATION. In this case the PCRF shall authorize
the session and provision the corresponding PCC/QoS rules to the PCEF/BBERF-.

The AF may additionally provide preliminary service information not fully negotiated yet (e.g. based on the SDP offer)
at an earlier stage. To do so, the AF shall include the Service-Info-Status AVP with the value set to PRELIMINARY
SERVICE INFORMATION. Upon receipt of such preliminary service information, the PCRF shall perform an early
authorization check of the service information. For GPRS, the PCRF shall not provision PCC rules towards the PCEF
unsolicitedly. However, the PCRF may authorize a PCC/QoS rule request received from the PCEF/BBERF as per
3GPP TS 29.212 [8]. Further, if the AF requests the PCRF to report the access network information together with
preliminary service information, the PCRF shall immediately configure the PCEF (or BBERF) to provide the access
network information.

For sponsored data connectivity and if SponsoredConnectivity is supported, the AF shall provide the application service
provider identity and the sponsor identity to the PCRF by including the Application-Service-Provider-ldentity AVP and
the Sponsor-ldentity AV P in the Sponsored-Connectivity-Data AVP in the AA-Request. Additionally if SponsorChange
is supported the AF shall provide an indication whether to enable or not enable sponsored data connectivity to the PCRF
by including the Sponsoring-Action AV P set to the applicable value.

NOTE 3: The relationship between the AF and Sponsor is out of scope of this specification. A single AF can serve
multiple ASPs and multiple sponsors, An ASP can aso be a sponsor.

To support the usage monitoring of sponsored data connectivity, the AF may also include the Granted-Service-Unit
AVP in the Sponsored-Connectivity-Data AV P and the Specific-Action AVP set to the value USAGE_REPORT in the
AA-Request to request notification when the usage threshold has been reached.

NOTE 4: If the AF isinthe user plane, the AF can handle the usage monitoring and therefore it is not required to
provide a usage threshold to the PCRF as part of the sponsored data connectivity information.

When SponsoredConnectivity is supported or when SponsorChange is supported and the AF indicated to enable
sponsored data connectivity, the following procedures apply:

- If the UE isroaming with the visited access case and the AF islocated in the HPLMN or roaming with the home
routed case and operator policies do not allow accessing the sponsored data connectivity with this roaming case,
the H-PCRF shall reject the service request indicating
UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY to the AF.

- If the UE isroaming with the visited access case and the AF islocated in the VPLMN, the V-PCRF shall reject
the service request indicating UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY tothe AF.

When SponsoredConnectivity is supported or when SponsorChange is supported and the AF indicated to enable
sponsored data connectivity, if the UE isin the non-roaming case or roaming with the home routed case and the
operator policies allow accessing the sponsored data connectivity with this roaming case, the following procedures

apply:

- If the PCEF/TDF does not support sponsored connectivity and the required reporting level for that service
indicates a sponsored connectivity level according to 3GPP TS 29.212 [8], then the PCRF shall reject the
request indicating REQUESTED_SERVICE_NOT_AUTHORIZED.

- If the PCEF/TDF supports sponsored data connectivity feature or the required reporting level is different
from sponsored connectivity level as described in 3GPP TS 29.212 [8], then the PCRF, based on operator
policies, shall check whether it is required to validate the sponsored connectivity data. If it is required, it shall
perform the authorizations based on sponsored data connectivity profiles. If the authorization fails, the PCRF
responds to the AF with an AA-Answer including the Experimental-Result-Code AV P set to the value
UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY. The profile may include alist of Application
Service Providers and their applications per sponsor.

NOTE 5: If the AF isin the operator’s network and is based on the OSA/Parlay-X GW, the PCRF is not required to
verify that atrust relationship exists between the operator and the sponsors.
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When CHEM feature is supported, the AF includes the Max-PLR-DL AVP and/or Max-PLR-UL AVP within the
Media-Component-Description AV P, to indicate the downlink maximum packet loss rate and/or uplink maximum
packet loss rate for each payload type. For CHEM feature, see Annex A.18.

When the PCRF receives an initial AA-Request from the AF, the PCRF shall perform session binding as described in
3GPP TS29.213[9]. To alow the PCRF to identify the IP-CAN session for which this request applies, the AF shall
provide either the Framed-1P-Address or the Framed-Ipv6-Prefix containing the full 1P address applicable to an IP flow
or IP flows towards the UE. In case of private | P address being used, the AF may provide PDN information if available
in the Called-Station-Id AVP for session binding. The AF may provide the domain identity in the IP-Domain-1d AVP
for session binding.

NOTE 6: ThelP-Domain-Id AVP is helpful in the following scenario: Within aPLMN, there are several separate
I P address domains, with PCEF(s) that allocate Ipv4 | P addresses out of the same private address range to
UEs. The same IP address can thus be allocated to UEs served by PCEFs in different address domains. If
one PCRF controls several PCEFsin different P address domains, the UE IP addressis thus not
sufficient for the session binding. An AF can serve UEs in different | P address domains, either by having
direct |P interfaces to those domains, or by having interconnections via NATs in the user plane between
PCEFsand the AF. If aNAT is used, the AF obtains the | P address allocated to the UE via application
level signalling and suppliesit for the session binding as Framed-IP-Address to the PCRF. The AF
supplies an IP-Domain-1d val ue denoting the IP address domain behind the NAT in addition. The AF can
derive the appropriate value from the source address (allocated by the NAT) of incoming user plane
packets. The value provided in the IP-Domain-1d AVP is operator configurable.

NOTE 7: When the scenario described in NOTE 6 applies and the AF isa P-CSCF it is assumed that the P-CSCF
has direct I P interfaces to the different 1P address domains and that no NAT islocated between P-GW and
P-CSCF. How anon-IMS AF obtains the UE private | P address to be provided to the PCRF is out of
scope of the present release; it is unspecified how to support applications that use a protocol that does not
retain the original UE’ s private | P address.

If the PCRF failsin executing session binding, the PCRF responds to the AF with an AA-Answer including the
Experimental-Result-Code AVP set to the value IP-CAN_SESSION_NOT_AVAILABLE. Further details on how the
PCRF identifies suitable IP-CAN sessions can be found in the binding mechanism described in 3GPP TS 29.213[9].

If the request contains M edia-Component-Description Attribute-Value Pair(s) (AVP(s)) the PCRF shall store the
received Service Information. The PCRF shall process the received Service Information according to the operator
policy and may decide whether the request is accepted or not. The PCRF may take the priority information within the
Reservation-Priority AV P into account when making this decision.

For an IP-CAN session associated to a dedicated APN for the purpose of offering servicesto remote UEs via a ProSe
UE-to-network relay UE, as defined in 3GPP TS 23.303 [46], the PCRF shall validate the service information based on
the service/roaming agreement and the operator policies related to that PDN information.

NOTE 8: The PCRF is not required to be aware of the remote UE.

If the service information provided in the AA-Request command is rejected (e.g. the subscribed guaranteed bandwidth
for aparticular user is exceeded), the PCRF shall indicate in the AA-Answer command the cause for the rejection with
the Experimental -Result-Code AV P set to the value REQUESTED _SERVICE_NOT_AUTHORIZED. If the service
information provided in the AA-Request command is rejected by the PCRF due to atemporary condition in the network
(e.g. the user planein the cell the user islocated is congested), the PCRF may indicate in the AA-Answer the cause for
the rejection with the Experimental -Result-Code AV P set to the value
REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED (4261). The PCRF may also provide aretry-
interval within the Retry-Interval AVP in the AA-Answer command to the AF. When the AF receives the re-try interval
within the Retry-Interval AV P, the AF shall not send the same service information to the PCRF again (for the same I P-
CAN session) until the re-try interval has elapsed. The PCRF may additionally provide the acceptable bandwidth within
the Acceptable-Service-Info AVP in AA-Answer command.

NOTE 9: How the PCRF derives there-try interval is up to implementation.

To alow the PCRF and PCEF to perform PCC rule authorization and bearer binding for the described service IP flows,
the AF shall supply both source and destination | P addresses and port numbers within the Flow-Description AVP, if
such information is available.
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NOTE 10:1n SDP source port information is usually not available.

The AF may specify the ToS-Traffic-Class AV P for the described service data flows together with the
Fow-Description AVP.

NOTE 11: The ToS-Traffic-Class AVP can be useful when another packet filter attribute is needed to differentiate
between flows. For example, (when EPS bearers are used for group communication services) flows
encapsulated and encrypted by a tunneling protocol and thus having their 1P five-tuple attributes obscured
can be differentiated by the Type of Service (or Traffic Class) value of the outer header.

NOTE 12: The use of ToS-Traffic-Class AV P by the AF assumes that no DSCP re-marking is applied from the
application to the PGW.

The AF may specify the Reservation-Priority AVP at request level in the AA-Request in order to assign a priority to the
AF Session as well as specify the Reservation-Priority AVP at the media-component-description AVP level to assign a
priority to the IP flow. The presence of the Reservation-Priority in both levels does not constitute a conflict as they each
represent different types of priority. Specifically the Reservation-Priority at the AA-Request level provides the relative
priority for a session while the Reservation-Priority at the media-component-description level provides the relative
priority for an IP flow within a session. If the Reservation-Priority AV P is not specified the requested priority is
DEFAULT (0).

The AF may request notifications of specific IP-CAN session events through the usage of the Specific-Action AVPin
the AA-Request command. The PCRF shall make sure to inform the AF of the requested notifications in the event that
they take place.

The AF may include the Rx-Request-Type AVP set to INITIAL_REQUEST in the AAR.

The AF may include a Reference I1d within the Reference-Id AV P related to atransfer policy negotiated for background
datatransfer viathe Nt reference point as described in 3GPP TS 29.154 [47]. The PCRF shall retrieve the corresponding
transfer policy from the SPR based on the Reference 1d. If the PCRF can not retrieve the transfer policy, the PCRF shall
include in the AA-Answer the Service-Authorization-Info AVP with the bit O set to indicate that the transfer policy is
unknown. If the time window of the received transfer policy has expired, the PCRF shall include in the AA-Answer the
Service-Authorization-Info AVP with the bit 1set to indicate that the transfer policy has expired. Otherwise, if the time
window of the received transfer policy has not yet occurred, the PCRF shall include in the AA-Answer the Service-
Authorization-Info AVP with the bit 2 set to indicate that the time window of the transfer policy has not yet occurred.

NOTE 13:1n the case that the PCRF can not retrieve the transfer policy or the transfer policy expired, the PCRF
makes the decision without considering the transfer policy.

NOTE 14:When receiving the reference id from the 3rd party SCS/AS as described in 3GPP TS 23.682 [40], the
SCEF (acting as an AF) can provide the reference id together with the sponsored data connectivity
information if SponsorChange is supported as described in this clause.

The AF may include the IMS-Content-Type AVP into the AA-Reguest in order to indicate the type of IMS
communication service (e.g. CAT service, 3PTY conference) the AF session refersto.

The AF may include the IMS-Content-ldentifier AVP into the AA-Request in order to indicate the particular IMS
communication service or communication dialogue that the AF session refers to.

The AF may include the Calling-Party-Address AVP and the Callee-Information AVP into the AA-Request in order to
indicate the caller and the callee information that the AF session refersto.

The PCRF shall check whether the received Service Information requires PCC/QoS Rules to be created and provisioned
and/or authorized QoS to be provisioned as specified in 3GPP TS 29.213 [9]. Provisioning of PCC/QoS Rules and
Authorized QoS to the PCEF/BBERF shall be carried out as specified at 3GPP TS 29.212 [§].

If the Sharing-Key-UL AVP and/or Sharing-Key-DL AVP are provided within the M edia-Component-Description
AVP, the PCRF may apply the mechanisms for resource sharing as specified at 3GPP TS 29.212 [8].

The PCRF shall reply with an AA-Answer to the AF. The acknowledgement towards the AF should take place before or
in parallel with any required PCC Rule provisioning towards the PCEF and shall include the Access-Network-
Charging-ldentifier(s) and may include the Access-Network-Charging-Address AVP, if they are available. The AA-
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Answer message shall also include the AN-GW-Address AVP, if the PCRF has previously requested to be updated with
thisinformation in the PCEF. The AA-Answer message shall also include the PLMN identifier within the 3GPP-SGSN-
MCC-MNC AVP if the PCRF has previoudly requested to be updated with this information in the PCEF/BBERF. The
AA-Answer message shall also include the IP-CAN-Type AVP. if the PCRF has previously requested to be updated
with thisinformation in the PCEF/BBERF-. In that case, the AA-Answer message shall also include the RAT type
information within the RAT-Type AVP and AN-Trusted AV P when applicable for the specific IP-CAN Type. In
addition, if IP flow mobility appliesto service dataflows as specified in 3GPP TS 29.212 [8], such that a subset of the
flows within the AF session are affected, the PCRF shall also include IP-CAN-type and RAT type information (if
applicable) to I P flow mobility related flows, if such information is available. The IP flow mobility affected service data
flows are included within the Flows AV P at command level. If the PCRF needs to terminate the Rx session before it has
sent the AA Answer, the PCRF shall send the AA Answer immediately and before the AS Request.

The behaviour when the AF does not receive the AA Answer, or when it arrives after the internal timer waiting for it
has expired, or when it arrives with an indication different than DIAMETER_SUCCESS, are outside the scope of this
specification and based on operator policy.

If the PCRF failsininstalling PCC/QoS rules based on the provided service information due to resource allocation
failure as specified in 3GPP TS 29.212 [8] and if requested by the AF, the PCRF shall send an RAR command to the
AF with the Specific-Action AVP set to the value INDICATION_OF_FAILED_RESOURCES ALLOCATION to
report the resource allocation failure, the Flows AV P containing the service data flows corresponding to the resources
that could not be allocated, and the content version within the Content-Version AVP if it was included when the
corresponding media component was provisioned. The AF shall send an RAA command to acknowledge the RAR
command.

4.4.2 Modification of Session Information

The AF may modify the session information at any time (e.g. due to an AF session modification or internal AF trigger)
by sending an AA-Request command to the PCRF containing the M edia-Component-Description AVP(s) with the
updated Service Information. The AF shall send an AA-Request command to the PCRF, only after the previous AA-
Reguest has been acknowledged.

If the AF provides service information that has been fully negotiated (e.g. based on the SDP answer), the AF may
include the Service-Info-Status AVP set to FINAL_SERVICE_INFORMATION. In this case the PCRF shall authorize
the session and provision the corresponding PCC rules to the PCEF.

The AF may additionally provide preliminary service information not fully negotiated yet (e.g. based on the SDP offer)
at an earlier stage. To do so, the AF shall include the Service-Info-Status AVP with the value set to PRELIMINARY
SERVICE INFORMATION. Upon receipt of such preliminary service information, the PCRF shall perform an early
authorization check of the service information. For GPRS, the PCRF shall not provision PCC rules towards the PCEF
unsolicitedly. However, the PCRF may authorize a PCC/QoS rule request received from the PCEF/BBERF as per
3GPP TS 29.212 [8]. Further, if the AF requests the PCRF to report the access network information together with
preliminary service information, the PCRF shall immediately configure the PCEF (or BBERF) to provide the access
network information.

The AF may include the Rx-Request-Type AVP set to UPDATE_REQUEST inthe AAR.

The AF may include a Reference Id within the Reference-Id AV P related to atransfer policy negotiated for background
data transfer viathe Nt reference point as described in 3GPP TS 29.154 [47]. The AF shall retrieve the corresponding
transfer policy from the SPR based on the Reference Id. If the PCRF can not retrieve the transfer policy, the PCRF shall
include in the AA-Answer the Service-Authorization-Info AVP with the bit O set to indicate that the transfer policy is
unknown. If the time window of the received transfer policy has expired, the PCRF shall include in the AA-Answer the
Service-Authorization-Info AVP with the bit 1set to indicate that the transfer policy has expired. Otherwise, if the time
window of the received transfer policy has not yet occurred, the PCRF shall include in the AA-Answer the Service-
Authorization-Info AVP with the bit 2 set to indicate that the time window of the transfer policy has not yet occurred.

NOTE 1: Inthe case that the PCRF can not retrieve the transfer policy or the transfer policy expired, the PCRF
makes the decision without considering the transfer policy.

NOTE 2: When receiving the reference id from the 3rd party SCS/AS as described in 3GPP TS 23.682 [40], the
SCEF (acting as an AF) can provide the reference id together with the sponsored data connectivity
information if SponsorChange is supported as described in this clause.
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The AF may include the MPS-Identifier AVP in order to indicate that the modified AF session relates to an MPS
session. If the PCRF receives the MPS-Identifier AVP, it may take specific actions on the corresponding IP-CAN to
ensure that the MPS session is prioritized as defined in 3GPP TS 29.212 [8]. For Multimedia Priority Service handling
for IMS, see Annex A.9.

The AF may include the MCPTT-Identifier AVP in order to indicate that the modified AF session relates to the priority
adjustment of an MCPTT session. If the PCRF receives the MCPTT-Identifier AVP related to that MCPTT session, the
PCRF may take specific actions on the corresponding IP-CAN to ensure that the MCPTT session is prioritized. For the
handling of MCPTT session with priority call, see Annex A.13.

The AF may include the MCVideo-ldentifier AVP in order to indicate that the modified AF session relates to the
priority adjustment of an MCVideo session. If the PCRF receives the MCVideo-ldentifier AVP related to that MCVideo
session, the PCRF may take specific actions on the corresponding IP-CAN to ensure that the MCVideo session is
prioritized. For the handling of MCVideo session with priority call, see Annex A.15.

If the QoSHint feature is supported by the AF, the AF may include the Desired-Max-Latency AV P and/or Desired-
Max-Loss AV P within the Media-Component-Description AV P to indicate to the PCRF that the related application
media has specific latency and/or loss demands.

The AF may include the FLUS-Identifier AV P within the M edia-Component-Description AVP in order to indicate to
the PCRF that the media flow(s) correspond to a FLUS media stream. Additional QoS information for the treatment of
FLUS media may be provided within Desired-Max-Latency AV P and/or Desired-Max-Loss AVP.

The AF may include the Priority-Sharing-Indicator AVP set to PRIORITY_SHARING_ENABLED within the Media-
Component-Description AVP in order to indicate to the PCRF that the related mediaflow is allowed to use the same
Allocation and Retention Priority (ARP) as media flows belonging to other AF sessions as described in clause 4.4.8. In
this case, if the MCPTT-Preemption is supported, the AF may a so include the Pre-emption-Capability AV P containing
the suggested pre-emption capability value and the Pre-emption-V ulnerability AV P containing the suggested pre-
emption vulnerability value within the Media-Component-Description AV P for the PCRF to determine the ARP values.
The AF may also include the Pre-emption-Control-Info AV P containing the pre-emption control information at the
AAR command level for the PCRF to perform the pre-emption control as defined in clause 4.5.27 or 4a.5.17 of
3GPPTS29.212[8].

The AF may include the Sharing-Key-UL AVP and/or Sharing-Key-DL AV P within the Media-Component-Description
AVP in order to indicate that the related media of the modified AF session may share resources with other media
components in the related direction that include the same Sharing-Key-UL and or Sharing-Key-DL AVP. The AF may
modify the conditions for resource sharing by including a new value of the Sharing-Key-UL AVP and/or Sharing-Key-
DL AVP for that media component.

Whenthe AFisa GCS AS, it may include the GCS-Identifier AVP at command level and Reservation-Priority AVP at
command level or media component level in order to modify the priority of an AF session that relatesto a prioritized
Group Communication session. Based on this information, the PCRF may take specific actions on the corresponding | P-
CAN to ensure that the Group Communication session is prioritized as specified in 3GPP TS 29.212 [g].

For sponsored data connectivity and if SponsoredConnectivity is supported, the AF shall provide the application service
provider identity and the sponsor identity to the PCRF by including Application-Service-Provider-ldentity AVP and the
Sponsor-Identity AVP in the Sponsored-Connectivity-Data AVP in the AA-Request.

If SponsorChange is supported and the AF requests to enable sponsored data connectivity the AF shall provide the
application service provider identity, the sponsor identity and an indication to enable sponsored data connectivity to the
PCRF by including Application-Service-Provider-ldentity AV P, the Sponsor-Identity AV P and the Sponsoring-Action
AVP set to the value ENABLE_SPONSORING (1) in the Sponsored-Connectivity-Data AVP in the AA-Request.

If the AF requests to disable sponsored data connectivity the AF shall provide an indication to disable sponsored data
connectivity to the PCRF by including the Sponsoring-Action AVP set to the value DISABLE_SPONSORING (0) in
the Sponsored-Connectivity-Data AVP in the AA-Request.

To support the usage monitoring of sponsored data connectivity, the AF may also include the Granted-Service-Unit
AVP in the Sponsored-Connectivity-Data AVP in the AA-Request.

NOTE 3: If the AFisinthe user plane, the AF can handle the usage monitoring and therefore it is not required to
provide a usage threshold to the PCRF as part of the sponsored data connectivity information.

When sponsored data connectivity is requested to be enabled the following procedures apply:
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- If the UE isroaming with the visited access case and the AF islocated in the HPLMN or roaming with the home
routed case and operator policies do not allow accessing the sponsored data connectivity with this roaming case,
the H-PCRF shall reject the service request indicating
UNAUTHORIZED_SPONSORED DATA_CONNECTIVITY tothe AF.

- If the UE isroaming with the visited access case and the AF islocated in the VPLMN, the V-PCRF shall regject
the service request indicating UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY tothe AF.

When sponsored data connectivity is requested to be enabled, if the UE isin the non-roaming case or roaming with the
home routed case and the operator policies allow accessing the sponsored data connectivity with this roaming case, the
following procedures apply:

- If the PCEF/TDF does not support sponsored connectivity and the required reporting level for that service
indicates a sponsored connectivity level according to 3GPP TS 29.212 [8], then the PCRF shall reject the request
indicating REQUESTED_SERVICE_NOT_AUTHORIZED.

- If the PCEF/TDF supports sponsored data connectivity feature or the required reporting level is different from
sponsored connectivity level as described in 3GPP TS 29.212 [8], then the PCRF, based on operator policies,
shall check whether it isrequired to validate the sponsored connectivity data. If it isrequired, it shall perform the
authorizations based on sponsored data connectivity profiles. If the authorization fails, the PCRF responds to the
AF with an AA-Answer including the Experimental-Result-Code AV P set to the value
UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY. The profile may include alist of Application
Service Providers and their applications per sponsor.

NOTE 4: If the AF isin the operator's network and is based on the OSA/Parlay-X GW, the PCRF is not required to
verify that atrust relationship exists between the operator and the sponsors.

When CHEM feature is supported, the AF includes the Max-PLR-DL AVP and/or Max-PLR-UL AVP within the
Media-Component-Description AV P, to indicate the downlink maximum packet loss rate and/or uplink maximum
packet loss rate for each payload type. For CHEM feature, see Annex A.18.

The AF may include an AF application identifier within the AF-Application-Identifier AV P at the session level to
trigger the PCRF to indicate to the PCEF/TDF to perform the application detection based on the operator’ s policy as
defined in 3GPP TS 29.212 [8].

The AF may include the IMS-Content-Type AV P into the AA-Request in order to indicate the type of IMS
communication service (e.g. CAT service, 3PTY conference) the AF session refers to.

The AF may include the IMS-Content-ldentifier AVP into the AA-Request in order to indicate the particular IMS
communication service or communication dialogue that the AF session refers to.

The AF may include the Callee-Information AVP into the AA-Request in order to indicate the callee information that
the AF session refersto.

The PCRF shall process the received Service Information according the operator policy and may decide whether the
request is accepted or not. If the updated Service Information is not acceptable (e.g. subscribed guaranteed bandwidth
for aparticular user is exceeded), the PCRF shall indicate in the AA-Answer command the cause for the rejection with
the Experimental-Result-Code AV P set to the value REQUESTED_SERVICE_NOT_AUTHORIZED. If the service
information provided in the AA-Request command is rejected by the PCRF due to a temporary condition in the network
(e.g. the user planein the cell the user islocated is congested), the PCRF may indicate in the AA-Answer the cause for
the rejection with the Experimental -Result-Code AV P set to the value
REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED (4261). The PCRF may also provide aretry-
interval within the Retry-Interval AVP inthe AA-Answer command to the AF. When the AF receives there-try interval
within the Retry-Interval AV P, the AF shall not send the same service information to the PCRF again (for the same I P-
CAN session) until the re-try interval has elapsed. The PCRF may additionally provide the acceptable bandwidth within
the Acceptable-Service-Info AVP in the AA-Answer command.

NOTE 5: How the PCRF derives the re-try interval is up to implementation.

If accepted, the PCRF shall update the Service Information with the new information received. Due to the updated
Service Information, the PCRF may need to create, modify or delete the related PCC rules as specified in
3GPP TS 29.213 [9] and provide the updated information towards the PCEF following the corresponding procedures
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specified at 3GPP TS 29.212 [8]. The procedures to update the Authorized QoS for the affected |P-CAN bearer are also
specified at 3GPP TS 29.212 [8].

If the Sharing-Key-UL AVP and/or Sharing-Key-DL AVP are provided within the Media-Component-Description
AVP, the PCRF may apply the mechanisms for resource sharing as specified at 3GPP TS 29.212 [§].

The PCRF shall reply with an AA-Answer to the AF. The acknowledgement towards the AF should take place before or
in parallel with any required PCC Rule provisioning towards the PCEF and shall include the Access-Network-
Charging-ldentifier(s) and may include the Access-Network-Charging-Address AVP, if they are available at this
moment and have not been yet supplied earlier to the AF. The AA-Answer message shall include the AN-GW-Address
AVP if the PCRF has previously requested to be updated with thisinformation in the PCEF. The AA-Answer message
shall also include the PLMN identifier within the 3GPP-SGSN-M CC-MNC AVP if the PCRF has previously requested
to be updated with thisinformation in the PCEF/BBERF. The AA-Answer message shall also include the IP-CAN-Type
AVP if the PCRF has previously requested to be updated with thisinformation in the PCEF/BBERF . In that case, the
AA-Answer message shall also include the RAT type information within the RAT-Type AVP and AN-Trusted AVP
when applicable for the specific IP-CAN Type. In addition, if IP flow mobility applies to service data flows as specified
in 3GPP TS 29.212 [8], such that a subset of the flows within the AF session are affected, the PCRF shall also include
IP-CAN-type and RAT typeinformation (if applicable) to IP flow mobility related flows, if the PCRF has previously
requested to be updated with thisinformation in the PCEF. The I P flow mobility affected service data flows are
included within the Flows AV P at command level. If the PCRF needs to terminate the Rx session before it has sent the
AA Answer, the PCRF shall send the AA Answer immediately and before the AS Request. If the PCRF does not have
an existing session for the Rx session being modified (such as after a PCRF failure), the PCRF may reject the request
with an AA-Answer with the result code set to DIAMETER_UNKNOWN_SESSION _|D.

If the PCRF installs PCC/QoS rules or modifies existing PCC/QoS rules based on the updated service information and
the installation or modification fails due to resource allocation failure as specified in 3GPP TS 29.212 [8] and if
requested by the AF, the PCRF shall send an RAR command to the AF with the Specific-Action AVP set to the value
INDICATION_OF FAILED RESOURCES ALLOCATION to report the modification failure, the Flows AVP
containing the service data flows corresponding to the resources that could not be allocated, and the content version(s)
within the Content-Version AVP(s) if it was included when the corresponding media component was provisioned. If the
modification of the existing PCC/QoS rules fails, the PCRF may also provide the status of the service information
within the Media-Component-Status AV P. The AF shall send an RAA command to acknowledge the RAR command.

NOTE 6: The PCRF will report the Media-Component-Status AV P according to the status reported for the related
PCC/QoS rules when the modification fails over the Gx/Gxx reference points as described in
3GPP TS 29.212 [8].

4.4.3 Gate Related Procedures

Depending on the application, in the Service Information provision, the AF may instruct the PCRF when the IP flow(s)
are to be enabled or disabled to pass through the IP-CAN. The AF does this by sending the AA-Request message
containing the Media-Component- Description AVP(s) that contains the flow status information (in the Flow-Status
AVP) for the flows to be enabled or disabled.

In response to this action the PCRF shall set the appropriate gate status for the corresponding active PCC rule(s).

If a Media-Sub-Component AV P under a M edia-Component-Description AV P contains a Flow-Usage AV P with the
value RTCP, then the corresponding RTCP IP Flows in both directions shall be enabled even if the Flow-Status AVP
under the Media-Sub-Component AVP is set to ENABLED-UPLINK, ENABLED-DOWNLINK, ENABLED, or
DISABLED.

The PCRF shall reply with an AA-Answer and shall include the Access-Network-Charging-ldentifier(s) available at this
moment. The PCRF forwards the AF decision to enable or disable the authorized IP flows.

The behaviour when the AF does not receive the AAA, or when it arrives after the internal timer waiting for it has
expired, or when it arrives with an indication different than DIAMETER_SUCCESS, are outside the scope of this
specification and based on operator policy.
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4.4.4 AF Session Termination

When an AF session isterminated, if the AF had received a successful AA-Answer for the initial AA-Request, the AF
shall send a Session-Termination-Request command to the PCRF. Otherwise, the AF shall wait for the initial AA-
Answer to be received prior to sending the Session-Termination-Request command to the PCRF.

When the PCRF receives a ST-Request from the AF, indicating an AF session termination, it shall acknowledge that
request by sending a ST-Answer to the AF. Afterwards, it shall free the resources allocated for the corresponding
Service Data Flow(s). In order to do that, the PCRF shall initiate the request for the removal of any related PCC/QoS
rules from the PCEF/BBERF and for the update of the Authorized QoS for the affected IP-CAN bearer following the
corresponding procedures specified at 3GPP TS 29.212 [8]. However, if the AF requests the reporting of access
network information within the ST-Request or if the AF provided athreshold for the sponsored data connectivity, the
PCRF shall defer sending the ST-Answer.

If the AF session being terminated corresponds to an MPS session, the PCRF may revoke the actions related to the
prioritization of the MPS session in the corresponding IP-CAN as defined in 3GPP TS 29.212 [8]. For Multimedia
Priority Service handling for IMS, see Annex A.9.

If the AF session being terminated corresponds to the last Group Communication session for the IP-CAN session, the
PCRF may revoke the actions related to the prioritization of the Group Communication session as specified in
3GPPTS29.212[8].

If the AF session being terminated corresponds to a session that included the Priority-Sharing-Indicator AV P set to
PRIORITY_SHARING_ENABLED within the Media-Component-Description AV P, the PCRF should readjust the
Allocation and Retention Priority for the remaining services sharing priority as described in clause 4.4.8.

For sponsored data connectivity, and if a usage threshold was provided for the sponsored data connection at initial
provisioning of session information (clause 4.4.1) or modification of session information (clause 4.4.2) procedures, the
PCRF shall provide the usage consumed to the AF. For such purpose, the PCRF shall initiate the IP-CAN session
modification procedure according 3GPP TS 29.212 [8] in order to obtain the consumed usage. The PCRF shall send
then the ST-Answer to the AF including the Used-Service-Unit AVP for reporting accumulated usage within the
Sponsored-Connectivity-Data AVP.

If the AF requires access network information at this step, the AF shall include the Required-Access-Info AVP within
the ST-Request command, indicating the required information. In this case, the PCRF shall initiate the IP-CAN session
modification procedure according to 3GPP TS 29.212 [8]. The PCRF shall send then the ST-Answer to the AF
including the required data within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier AVP (if
available), User-Location-Info-Time AVP (if available), UE-Local-1P-Address AVP (if available), UDP-Source-Port
AVP (if available), TCP-Source-Port AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location info is not
available) and/or 3GPP-MS-TimeZone AVP (if available).

If the RAN-NAS-Cause feature is supported and the AF initiated the termination of the AF session, upon reception of
the ST-Request command, the PCRF shall initiate the IP-CAN session modification procedure according to
3GPPTS29.212[8].

If the RAN-NAS-Cause feature is supported , in all the AF session termination cases, t he PCRF shall send the ST-
Answer to the AF including the access network information within the 3GPP-User-L ocation-Info AVP (if available),
TWAN:-Identifier (if available and Netloc-Trusted-WLAN feature is supported) User-Location-Info-Time AVP (if
available), 3GPP-SGSN-MCC-MNC AVP (if location info is not available) and/or 3GPP-MS-TimeZone AVP (if
available). Additionally, if the PCRF received from the PCEF the RAN cause and/or NAS cause, TWAN cause or
untrusted WLAN cause, the PCRF shall provide the received cause(s) in the RAN-NAS-Release-Cause AVP in the ST-
Answer command.

NOTE: The PCRF will apply the procedures described in 3GPP TS 29.212 [8] to get updated about the outcome
of the resource release over Gx reference point in order to get the location and failure cause(s) when
applicable.

4.4.5 Subscription to Notification of Signalling Path Status

An AF may subscribe to notifications of the status of the AF Signalling transmission path. To do so, the AF shall open
an Rx Diameter session with the PCRF for the AF signalling using an AA-Request command. The AF shall provide the
UE's|P address (using either the Framed-1P-Address AV P or the Framed-1pv6-Prefix AV P) and the Specific-Action
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AVP requesting the subscription to "INDICATION_OF_LOSS OF BEARER" and/or

"INDICATION_OF RELEASE OF BEARER". The AF shal additionally provide a M edia-Component-Description
AVP including a single Media-Sub-Component AV P with the Flow-Usage AVP set to the value "AF_SIGNALLING".
The Media-Component-Description AVP shall contain the Media-Component-Number AVP set to "0".

If the procedures in Clause 4.4.5A are not applied, the M edia-Sub-Component AV P shall contain the Flow-Number
AVP set to "0", and the rest of AV Ps within the Media-Component-Description and Media-Sub-Component AV Ps shall
not be used in this case.

When the PCRF receives an AA-Request as described in the preceding paragraph from the AF, the PCRF shall perform
session binding as described in 3GPP TS 29.213 [9] and acknowledges the AAR command by sending an AA-Answer
command to the AF.

PCC/QoS Rulesrelated to AF Signalling I P Flows should be provisioned to PCEF/BBERF using the corresponding
procedures specified at 3GPP TS 29.212 [8] at an earlier stage (e.g. typically at the establishment of the IP-CAN bearer
dedicated for AF Signalling IP Flows). The PCRF may install the corresponding dynamic PCC/QoS rule for the AF
signalling IP flows if none has been installed before.

NOTE 1: Well-known ports (e.g. 3GPP TS 24.229 [17] for SIP) or wildcard ports can be used by PCRF to derive
the dynamic PCC/QoS rule for the AF signalling I P flows.

If the Rx Diameter Session is only used for subscription to Notification of Signalling Path Status, the AF may cancel the
subscription to notifications of the status of the AF Signalling transmission path. In that case, the AF shall usea
Session-Termination-Request (STR) command to the PCRF, which shall be acknowledged with a Session-Termination-
Answer (STA) command.

NOTE 2: The Rx Diameter Session created for the AF signalling can also be used when the AF requests
notifications of IP-CAN type change, PLMN change, access network information for SMS over |P and/or
when the AF provisions AF Signalling Flow Information.

4.4.5A Provisioning of AF Signalling Flow Information

This clause is applicable when IMS restoration is supported according to supported feature ProvAFsignal Flow as
described in clause 5.4.1.

An AF may provision information about the AF signalling I P flows between the UE and the AF. To do so, the AF shall
make use of an Rx Diameter session already opened with the PCRF if an Rx Diameter session related to the AF
signalling is already established. The AF may modify an already open Rx Diameter session related to the AF signalling
(e.g. an Rx Diameter session established for the purpose of subscription to notification of signalling path status as
described in 4.4.5) or it may open anew Rx Diameter session related to the AF signalling if none exists.

To provision the AF signalling flow information the AF shall provide the UE’s I P address using either Framed-1P-
Address AVP or Framed-1pv6-Prefix AVP. The AF shall additionally provide a Media-Component-Description AVP
including one or more Media-Sub-Component AV P(s) representing the AF signalling I P flows. The Media-Component-
Description AVP shall contain the Media-Component-Number AVP set to "0". Each Media-Sub-Component AVP
representing an AF signalling IP flow shall contain the Flow-Number AV P set according to the rules described in
Annex B and one or two Flow-Description AVP(s) set to the I P flows of the AF signalling. Additionally, the Media-
Sub-Component AVP shall include the Flow-Usage AVP set to the value "AF_SIGNALLING", the Flow-Status AVP
set to "ENABLED" and the AF-Signalling-Protocol AV P set to the value corresponding to the signalling protocol used
between the UE and the AF.

When the PCRF receives from the AF an AA-Request as described in the preceding paragraph, the PCRF shall perform
session binding as described in 3GPP TS 29.213 [9] and shall acknowledge the AAR command by sending an
AA-Answer command to the AF.

PCC/QoS Rules related to the AF signalling | P flows could have been provisioned to PCEF/BBERF using the
corresponding procedures specified in 3GPP TS 29.212 [8] at an earlier stage (e.g. typically at the establishment of the
IP-CAN bearer dedicated for AF Signalling IP Flows). The PCRF shall install the corresponding dynamic PCC/QoS
rule for the AF signalling IP flows.

The AF may de-provision the information about the AF signalling IP flows at any time. To do that, if the Rx Diameter
session is only used to provide information about the AF Signalling IP flows, the AF shall close the Rx Diameter
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session by sending a Session-Termination-Request (STR) command to the PCRF, which shall be acknowledged with a
Session-Termination-Answer (STA) command. Otherwise, the AF shall remove the IP flows within the M edia-Sub-
Component AV P by supplying the Flow-Status AV P with value "REMOVED". In both cases, the PCRF shall remove
the corresponding dynamic PCC/QoS rule for the AF signalling I P flows.

4.4.6 Traffic Plane Events

446.1 IP-CAN Session Termination

When an IP-CAN session is terminated, the PCRF shall inform the AF about the |P-CAN session termination by
sending an ASR (abort session request) command to the AF on each active Rx Diameter session.

When the AF receives the ASR command, it shall acknowledge the command by sending an ASA (abort session
answer) command to the PCRF. After that the AF shall initiate an AF session termination procedure as defined in
clause 4.4.4.

Signalling flows for IP-CAN session termination cases are presented in 3GPP TS 29.213 [9].

4.46.2 Service Data Flow Deactivation and Resource Allocation Failure

It may happen that one or more PCC/QoS Rules (i.e. Service Data Flows) are deactivated at the PCEF/BBERF at a
certain time, either permanently or temporarily or resource alocation for one or more PCC rules is unsuccessful at the
PCEF/BBERF when the PCC rule(s) are installed. When the PCRF gets the knowledge that one or more SDFs have
been deactivated, (e.g. due to abearer release or loss of bearer or out of credit condition), or the resource allocation
failed the PCRF shall inform the AF accordingly if the AF has previously subscribed using the Specific-Action AVPin
the AAR command.

When not al the service data flows within the AF session are affected, the PCRF shall inform the AF by sending an
RAR (re-authorization request) command. The RAR command shall include the affected IP Flows encoded in the Flows
AVP, the cause encoded in the Specific-Action AVP and the content version of a media component within the Content-
Version AVP if it was included when the media component was provisioned.

If the RAN-NAS-Cause feature is supported and the PCRF received the access network information from the
PCEF/BBERF due to bearer termination or unsuccessful bearer establishment/modification, the PCRF shall includein
the RAR command the access network information within the 3GPP-User-Location-Info AVP (if available), TWAN-
Identifier (if available and Netloc-Trusted-WLAN feature is supported) User-Location-Info-Time AVP (if available),
3GPP-SGSN-MCC-MNC AVP (if location info is not available) and/or 3GPP-MS-TimeZone AVP (if available).
Additionally, if the PCRF received from the PCEF the RAN cause and/or NAS cause, TWAN cause or untrusted
WLAN cause due to bearer termination, the PCRF shall provide the received cause(s) in the RAN-NAS-Release-Cause
AVP inthe RAR command.

When the AF receives the RAR command, it shall acknowledge the command by sending an RAA (re-authorization
answer) command to the PCRF. The AF may also update the session information by sending an AAR (AA-request)
command to the PCRF.

If the PCRF receives the AAR command, it shall acknowledge the command by sending an AAA (AA-answer)
command to the AF.

When all the service data flows within the AF session are affected, the PCRF shall inform the AF by sending an ASR
command on the Rx Diameter session related to the AF session. When the AF receives the ASR command, it shall
acknowledge the command by sending an ASA (abort session answer) command to the PCRF. After that the AF shall
initiate an AF session termination procedure as defined in clause 4.4.4.

Signalling flows for Service Data Flow Deactivation and Resource Allocation Failure cases are presented in
3GPPTS29.213[9].

4.4.6.3 Notification of Signalling Path Status
In the event that the PCRF is notified of the loss or release of resources associated to the PCC/QoS Rules corresponding

with AF Signalling IP Flows, the PCRF shall inform the AF about the Loss of the Signalling Transmission path by
sending a Re-Authorization Request (RAR) command to the AF. The RAR shall include the Specific-Action AVP set to
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thevalue"INDICATION_OF LOSS OF BEARER" or "INDICATION_OF RELEASE OF BEARER" and the
deactivated |P Flow encoded in the Flows AVP.

NOTE: According to the standardized QCI characteristics as defined in 3GPP TS 23.203 [2], the IMS signalling
specific PCC rulesinclude a QCI corresponding to a non-GBR bearer. When these guidelines are
followed, the INDICATION_OF_LOSS OF BEARER will not be reported.

If the RAN-NAS-Cause feature is supported and the PCRF received the access network information from the
PCEF/BBERF due to bearer termination, the PCRF shall include in the RAR command the access network information
within the 3GPP-User-Location-Info AVP (if available), TWAN-Identifier (if available and Netloc-Trusted-WLAN
feature is supported) User-Location-Info-Time AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location info is
not available) and/or 3GPP-MS-TimeZone AVP (if available). Additionally, if the PCRF received from the PCEF the
RAN cause and/or NAS cause, TWAN cause or untrusted WLAN cause due to bearer termination, the PCRF shall
provide the received cause(s) in the RAN-NAS-Release-Cause AVP in the RAR command.

When the AF receives the RAR command, it shall acknowledge the command by sending an RAA command to the
PCRF.

The AF may then decide to terminate the Rx Diameter session used for the notification of the status of the AF
Signalling transmission path. The AF may also decide to terminate any other active Rx Diameter session with the PCRF
related to the AF Signalling which is not available any longer. In that case, the AF shall then initiate the AF
Termination procedure towards the PCRF as defined in clause 4.4.4.

4.4.6.4 IP-CAN type change Notification

If the AF has successfully subscribed to change notificationsin UE' s IP-CAN type and RAT type, the PCRF shall send
an RAR command when the corresponding event occurs, i.e. when the UE’'s IP-CAN type or RAT type changes or
becomes available. In this case the RAR from the PCRF shall include the Specific-Action AV P for the subscribed event
and include the IP-CAN-Type AVP, RAT-Type AVP (if applicable) and AN-Trusted AVP (if applicable) and AN-GW-
Address AVP (if applicable) for the UE' s new IP-CAN/RAT. If the PCRF isinformed of an IP-CAN type change due to
IP flow mobility as specified in 3GPP TS 29.212 [8], where a subset of the flows within the AF session are affected, the
PCRF shall include IP-CAN type and RAT type information (if applicable) to IP flow mobility affected service data
flows. The IP flow mobility affected service data flows are included within the Flows AV P at command level.

4.4.6.5 Access Network Charging Information Notification

If the AF has subscribed to a notification about Access Network Charging Information, the PCRF shall provide the
Access Network Charging Information in the response, if already known by the PCRF. If not available, the PCRF shall
provide the Access Network Charging Information by sending a Re-Authorization-Request (RAR) command when the
Access Network Charging Information is received from the PCEF. If different Access Network Charging Information is
applicable to the IP-CAN session, the PCRF shall notify the AF about the Access Network Charging Information that
applies to each authorized flow. The RAR shall include the Specific-Action AVP set to the value
"CHARGING_CORRELATION_EXCHANGE" and shall include the assigned Access-Network-Charging-ldentifier(s)
and may include the Access-Network-Charging-Address AVP.

4.4.6.6 Reporting Usage for Sponsored Data Connectivity

When SponsoredConnectivity is supported or when SponsorChange is supported and the AF indicated to enable
sponsored data connectivity and the AF provided usage monitoring thresholds for such sponsor to the PCRF when the
Rx Diameter session was established or modified, the PCRF shall report accumulated usage to the AF, when

- the PCRF detects that the usage threshold provided by the AF has been reached; or
- the AF session isterminated by the AF;
- the AF disables the sponsored data connectivity; or

- the AF session is terminated by the PCRF due to the IP-CAN session termination, the termination of al the
service data flows of the AF session or the home operator policy disallowing the UE accessing the sponsored
data connectivity in the roaming case.

When the PCRF detects that the usage threshold has been reached or the AF disables the sponsored data connectivity,
the PCRF shall report the accumulated usage as provided by the PCEF/TDF to the AF in aRA-Request (RAR)
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command with the Specific-Action AVP set to the value USAGE_REPORT; Otherwise, when the AF session is
terminated by the AF or the PCRF, the PCRF shall report the accumulated usage as provided by the PCEF/TDF to the
AF in ST-Answer (STA) command. The accumulated usage reported by the PCRF corresponds to the usage since the
last report to the AF.

The accumulated usage shall be reported in the Used-Service-Unit AV P within the Sponsored-Connectivity-Data AVP.

If the AF receives a RAR command indicating the usage threshold is reached, the AF may terminate the AF session or
provide a new usage threshold in the Granted-Service-Unit AV P within the Sponsored-Connectivity-Data AVP to the
PCRF in the AAR command. Alternatively, the AF may allow the session to continue without providing new usage
threshold in the AAR command.

NOTE: After the PCRF reports the accumulated usage to the AF, the AF can provide a new usage threshold to the
PCRF. The monitoring will not start until the PCRF receives the new threshold from the AF and provide
it to the PCEF

4.4.6.7 Reporting Access Network Information

If the AF requests the PCRF to report the access network information (i.e. user location and/or user timezone
information), the AF shall subscribe to the "ACCESS NETWORK _INFO_REPORT" within the Specific-Action AVP
and shall include the required access network information within the Required-Access-Info AVP. The AF may request
the PCRF to report the access network information in conjunction with providing the PCRF with the AF session
information, refer to clause 4.4.1. Optionally, the AF may request the PCRF to report the access network information
without providing service information (see clause A.10.2). In the latter case the AF establishes an Rx session for the AF
session upon requesting the access network information from the PCRF with an AA-Request command, containing
information required for the session binding in the Framed-1P-Address AV P, the Framed-I pv6-Prefix AVP
Subscription-ld AVP, the Called-Station-1d AVP and/or the IP-Domain-Id AVP.

The AF may a so request the PCRF to report the access network information at Rx session termination. To do so, the
AF shall include the required access network information within the Required-Access-Info AVP in the corresponding
ST-Request.

When the PCRF receives a request to report the access network information from the AF in an AAR command or in an
STR command triggered by the AF, if the PCRF determines that the access network does not support the access
network information reporting based on the currently used IP-CAN type or the values of the RAT-Type AVP or the
PCEF/BBERF does not support the NetLoc feature as described in clause 5.4.1, the PCRF shall respond to AF with an
AAA or STA command including the NetL oc-Access-Support AV P set to the value of 0

(NETLOC_ACCESS NOT_SUPPORTED); otherwise, it shall immediately configure the PCEF or BBERF to provide
such access network information.

When the PCRF then receives the access network information from the PCEF/BBERF, the PCRF shall provide the
corresponding access network information to the AF within the 3GPP-User-Location-Info AVP (if available), TWAN-
Identifier AVP (if available), User-Location-Info-Time AVP (if available), UE-Local-IP-Address AVP (if available),
UDP-Source-Port AVP (if available), TCP-Source-Port AVP (if available), 3GPP-SGSN-MCC-MNC AVP (if location
info is not available) and/or 3GPP-MS-TimeZone AVP in the RAR command if the Rx session is not being terminated
or inthe STA command if the Rx session is being terminated. If the information is provided in the RAR command,
PCRF shall also provide the ACCESS NETWORK_INFO_REPORT within Specific-Action AVP.

NOTE 1: The PCRF receives the access network information from the PCEF/BBEREF if it isrequested by the AF
previously or the IP-CAN bearer/IP-CAN session is terminated.

When the PCRF receives the NetL oc-Access-Support AV P set to the value of 0

(NETLOC_ACCESS NOT_SUPPORTED) from the PCEF/BBERF, the PCRF shall send a RAR command including
the Specific-Action AVP set to INDICATION_OF_ACCESS NETWORK_INFO_REPORTING_FAILURE and the
NetLoc-Access-Support AVP set to the value of 0 (NETLOC_ACCESS NOT_SUPPORTED) if the AF requested the
access network information in an AAR command or send an STA command including the NetL oc-Access-Support AVP
set to the value of O (NETLOC_ACCESS _NOT_SUPPORTED) if the AF requested the access network information in
an STR command.

NOTE 2: The 3GPP GPRS, 3GPP EPS, Untrusted WLAN and Trusted WLAN support access network information
reporting in thisrelease.
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The PCRF shall not send an RAR command with the ACCESS_ NETWORK _INFO_REPORT value within a Specific-
Action AVP to report any subsequently received access network information to the AF, unless the AF sends a new
request for access network information.

4.4.6.8 Temporary Network Failure handling

If the PCRF detects that atemporary network failure has occurred (e.g. the SGW has failed for 3GPP-EPS access as
defined in clause B.3.14 of 3GPP TS 29.212 [8]) and the AF requests an AF session establishment or modificationin an
AA-Request command, the PCRF shall respond to the AF with an AA-Answer including the Experimental-Result-Code
AVP set to the value TEMPORARY _NETWORK_FAILURE.

If the PCRF detects that atemporary network failure has occurred (e.g. the SGW has failed for 3GPP-EPS access) and
the AF requests an AF session termination in a ST-Regquest command, the PCRF shall respond with successful Result-
Code AVP to the AF.

NOTE 1: If the AF includes the Required-Access-Info AVP in the ST-Request command to request the access
network information, the PCRF will not include the access network information in the ST-Answer
command.

NOTE 2: Actions over Gx/Gxx reference point when there is atemporary network failure are described in
3GPP TS 29.212 [8]. For example, for SS-GW Restoration procedures the PCRF will wait for the SGW
recovery before deleting the corresponding PCC/QOoS rules,according to clause B.3.14 in that
specification.

If the PCRF detects that the PCC/QoS rules related to an AF session cannot be installed or modified because thereisa
temporary network failure (e.g. SGW failed according to clause B.3.14 in 3GPP TS 29.212 [8]) and if requested by the
AF, the PCRF shall send a RA-Request command to the AF with the Specific-Action AVP set to

INDICATION_OF _FAILED_RESOURCES ALLOCATION and the content version of a media component within the
Content-Version AVP if it was included when the media component was provisioned. If the modification of the
PCC/QoS rulesfails, the PCRF may provide the status of the related service information within the M edia-Component-
Status AVP.

4.4.6.9 PLMN information change Notification

If the AF has successfully subscribed to PLMN_CHANGE notification, the PCRF shall send an RAR command when
the corresponding event occurs, i.e. when the PLMN where the UE is located has been updated or becomes available. In
this case the RAR from the PCRF shall include the Specific-Action AVP set to PLMN_CHANGE and include the
3GPP-SGSN-MCC-MNC AVP for the PLMN where the UE islocated.

4.4.7 P-CSCF Restoration Enhancement Support

This clause is applicable when the PCRF-based P-CSCF Restoration Enhancement, as defined in 3GPP TS 23.380 [28],
is supported by both P-CSCF and PCRF.

The P-CSCF acting as AF shall send an AAR command including the Rx-Request-Type AV P set to the value
PCSCF_RESTORATION (2) to the PCRF in the case P-CSCF Restoration needs to be performed. This AAR shall
include the following information required by the DRA or PCRF to find the corresponding IP-CAN session:

- The UE's|P address as applicable in the Framed-1P-Address AVP or in the Framed-1pv6-Prefix AVP. If the IP
addressis not unique (e.g. private IPv4 case), the P-CSCF shall aso include the IP-Domain-ID AVP if available.

- If theIP addressis not available or if the IP addressis not unique and the IP-Domain-ID is not available, the P-
CSCF shal include the IMSI in the Subscription-1d AVP and the APN in the Called-Station-1d AVP.

The AF shall also include the Auth-Session-State AVP set to the value NO_STATE_MAINTAINED (1) inthe AAR
command, as described in IETF RFC 6733 [52]. As a consequence, the PCRF shall not maintain any state information
about this session.

The PCRF shall acknowledge the AAR command by sending an AAA command to the P-CSCF acting as AF and shall
include the Auth-Session-State AVP set to NO_STATE_MAINTAINED (1). The PCRF shall send arequest for P-
CSCF Restoration to the PCEF for the corresponding IP-CAN session.
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4.4.8 Priority Sharing Request

If PrioritySharing feature is supported, the AF may include the Priority-Sharing-Indicator AVP set to
PRIORITY_SHARING_ENABLED within the Media-Component-Description AVP in order to indicate to the PCRF
that the related mediaflow is alowed to use the same Allocation and Retention Priority as media flows which are
assigned the same QCI in the PCRF belonging to other AF sessions for the same IP-CAN session that also contain the
Priority-Sharing-Indicator AVP set to PRIORITY_SHARING_ENABLED. If the MCPTT-Preemption feature is
supported, the AF may also include the Pre-emption-Capability AV P containing the suggested pre-emption capability
value and the Pre-emption-V ulnerability AV P containing the suggested pre-emption vulnerability value within the
Media-Component-Description AVP for the PCRF to determine ARP values and include the Pre-emption-Control-Info
AVP containing the pre-emption control information at the AAR command level for the PCRF to perform pre-emption
control. The AF may aso include the INDICATION_OF_FAILED_RESOURCES_ALLOCATION within Specific-
Action AVP to request notification for resource alocation failure. Upon reception of thisinformation, the PCRF shall
behave as described in 3GPP TS 29.212 [8], clauses 4.5.27 and 4a.5.17. For the handling of MCPTT sessions, see
Annex A.13.

NOTE 1: Service data flow deactivation procedures will apply according to clause 4.4.6.2.

NOTE 2: This enhancement avoids the risk that a bearer establishment request is rejected if the maximum number
of active bearersis exceeded.

If the AF earlier has indicated a media flow priority sharing to the PCRF by setting the Priority-Sharing-Indicator AVP
to PRIORITY_SHARING_ENABLED, the AF may include the Priority-Sharing-Indicator AVP set to
PRIORITY_SHARING_DISABLED within the Media-Component-Description AVP in order to indicate to the PCRF
that the related media flow shall not be part of the mechanism for sharing the Allocation and Retention Priority with
other media flows any longer.

If this media flow was in priority sharing with other media flows the PCRF should readjust the Allocation and Retention
Priority for the remaining services sharing priority as described in 3GPP TS 29.212 [8], clauses 4.5.27 and4a.5.17 and
handle the media flow excluded from priority sharing according to normal PCC/Q0S rule provisioning procedures
described in 3GPP TS 29.212 [8], clauses 4.5.2 and 4a.5.2.

If the AF earlier has indicated media flow priority sharing to the PCRF by setting the Priority-Sharing-Indicator AVP to
PRIORITY_SHARING_ENABLED for media flows and the AF indicates to remove one or more of the mediaflowsin
priority sharing with other media flows, the PCRF should readjust the Allocation and Retention Priority for the
remaining services sharing priority as described in 3GPP TS 29.212 [8], clauses 4.5.27 and 4a.5.17 and handle the
media flow removed according to normal PCC/QOoS rule provisioning procedures described in 3GPP TS 29.212 [§],
clauses 4.5.2 and 4a.5.2.

If the AF session being terminated corresponds to a session that included the Priority-Sharing-1ndicator AVP set to
PRIORITY_SHARING_ENABLED within the Media-Component Description AVP, if the related media flow(s) wasin
priority sharing with other media flows the PCRF should readjust the Allocation and Retention Priority for the
remaining services sharing Allocation and Retention Priority as described in 3GPP TS 29.212 [8] , clauses 4.5.27 and
4a.5.17 and handle the media flow removed according to normal PCC/QoS rule provisioning procedures described in
3GPP TS 29.212[8], clauses 4.5.2 and 4a.5.2.

4.4.9 Support for media component versioning

The support of the media component versioning is optional. When the MediaComponentV ersioning feature is
supported, the AF and the PCRF shall comply with the procedures specified in this clause.

If required by operator policies, the AF shall assign a content version to the media component related to certain service
and provide the PCRF within the Content-Version AVP as part of the Media-Component-Description AVP. Upon each
media component modification, if the content version was assigned to a media component, the AF shall assign a new
content version. In this case, al the content related to that media component shall be included. The content version shall
be unique for the lifetime of the media component.

NOTE 1: The AF will include al the content of the media component in each media component modification in
order to ensure that the media component isinstalled with the proper information regardless of the
outcome of the bearer procedure related to previous interactions that are not reported to the PCRF yet.

If the PCRF receives the Content-Version AVP including an content version for certain media component, the PCRF
will follow the procedures described in 3GPP TS 29.212 [8], clause 4.5.28 and clause 4a.5.18.
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When the PCRF is notified about the outcome of the resource allocation related to one content version of a media
component as described in clause 4.5.28 or clause 4a.5.18 in 3GPP TS 29.212 [8] and if the PCRF isrequired to notify
the AF, the PCRF shall provide the content version of the media component within the Content-Version AVP
corresponding to the value of content version of the PCC/QoS rule and the status of the media component within the
Media-Component-Status AV P corresponding to the status of the PCC/QoS rule to the AF as part of the Flows AVP.

The PCRF shall include more than one Content-Version AV Ps for the same media component within the Flows AVPin
aRAR command if it has received multiple content versions as described in clause 4.5.28 or clause 4a.5.18 in
3GPPTS29.212[8].

NOTE 2: The AF will use the content version to identify the media component version that failed or succeed when
multiple provisions of the same media component occur in a short period of time. How the AF handles
such situationsis not specified.

4.4.10 Extended bandwidth support for EPC supporting Dual Connectivity
(E-UTRAN and 5G NR)

When the Extended-M ax-Requested-BW-NR feature, the Extended-Min-Requested-BW-NR feature, and/or the
Extended-BW-E2EQOSMTSI-NR features are supported, extended bandwidth AV Ps representing bitrates in kbps shall
be used to represent bandwidth values higher than 2"32-1 bps instead of the bandwidth AV Ps with a maximum value of
2732-1 bps that represent bitrates in bps.

For the Extended-Max-Requested-BW-NR feature:
- Extended-Max-Requested-BW-DL/UL AV Ps shall be used instead of Max-Requested-Bandwidth-DL/UL AVPs.
For the Extended-BW-E2EQOSMTSI-NR feature:
- Extended-Max-Supported-BW-DL/UL AV Ps shall be used instead of Max-Supported-Bandwidth-DL/UL AVPs.
- Extended-Min-Desired-BW-DL/UL AVPs shall be used instead of Min-Desired-Bandwidth-DL/UL AVPs.
For the Extended-Min-Requested-BW-NR feature:
- Extended-Min-Requested-BW-DL/UL AV Ps shall be used instead of Min-Requested-Bandwidth-DL/UL AVPs.
For values lower or equal to 232-1 bps AV Ps representing bitrates in bps shall be used.

When the Rx session is being established, if the AF supports the corresponding feature (as listed above) and needsto
indicate bandwidth values higher than 2*32-1 bps, AV Ps representing bitrate in bps shall be provided with value set to
2/\32-1 bps and bandwidth AV Ps representing bitrate in kbps shall be provided with the actual required bandwidth.

NOTE: When the Diameter session is being established, the originator node does not know yet the features
supported by the peer node.

4411 MPS for DTS Control

The support of the MPSforDTS feature is optional. When the MPSforDTS feature is supported as described in
clause 5.4.1, the AF and the PCRF shall comply with the procedures specified in this clause.

MPS for DTS isthe means for an AF to invoke/revoke the Priority EPS Bearer Service for the default bearer only, i.e.
without designating a particular service data flow for priority service. MPS for DTS applies only to non-IMS APNSs.

To invoke/revoke MPSfor DTS, the AF shall include the MPS-Action AVP in the AAR command. The MPS-Action
AVP signals a change to the default bearer and I P flows mapped to the default bearer.

When the MPS-Action AVPisset to ENABLE_MPS FOR DTS (1) and included in the AAR command, and if
allowed by local policy, the PCRF does not check the user's MPS subscription details and shall upgrade the QoS of the
default bearer to MPS, as specified in 3GPP TS 29.212 [8].

When the MPS-Action AVP is set to AUTHORIZE_AND_ENABLE_MPS FOR DTS (2) and included in the AAR
command, and if allowed by local policy, the PCRF shall check the user's MPS subscription details and if valid, shall
upgrade the QoS of the default bearer to MPS, as specified in 3GPP TS 29.212 [8]. If the request is hot allowed, the
PCRF shall reject the request indicating REQUESTED_SERVICE_NOT_AUTHORIZED.
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When the MPS-Action AVP is set to DISABLE_MPS_FOR_DTS (0) and included in the AAR command, and if
allowed by local policy, the PCRF does not check the user's MPS subscription details and shall downgrade the QoS of
the default bearer to non-MPS priority, as specified in 3GPP TS 29.212 [8].

NOTE: How the AF authorizes the request is out of scope of the present document.

The AF may aso include in the AAR command the Specific-Action AVP with the value

SUCCESSFUL_QOS _UPDATE to request notification when the PCRF has successfully acted upon the
invocation/revocation request indicated in the MPS-Action AVP. The PCRF shall inform the AF of successful MPS for
DTS invocation/revocation with a RAR command with the Specific-Action AVP with the value
SUCCESSFUL_QOS _UPDATE.

The AF may aso include in the AAR command the Specific-Action AVP with the value FAILED_QOS_UPDATE to
request notification when the invocation/revocation request indicated in the MPS-Action AVP has failed. The PCRF
shall inform the AF of the failure of the MPS for DTS invocation/revocation with a RAR command with the Specific-
Action AVP with the value FAILED_QOS_UPDATE.

When the PCRF receives from the AF an AA-Request as described in the preceding paragraphs, the PCRF shall
perform session binding as described in 3GPP TS 29.213 [9] and shall acknowledge the AAR command by sending an
AA-Answer command to the AF.

The PCRF shdll install the event trigger for the MPS for DTS request using the corresponding procedures specified in
3GPP TS 29.212 [8] if the AF requests the notification.

The AF may use the procedure specified in clause 4.4.12 to establish a priority signalling I P flow between the UE and
AF.

4.4.12 Provisioning of MPS for DTS AF Signalling Flow Information

This clause is applicable when MPS for DTS is supported according to the supported feature MPSforDTS as described
inclause5.4.1.

An AF may provision information about the AF signalling I P flows between the UE and the AF. To do so, the AF may
modify an already open Rx Diameter session related to the AF signalling (e.g. an Rx Diameter session established for
the purpose of DTS control as described in clause 4.4.11) or it may open a new Rx Diameter session related to the AF
signalling if none exists.

To provision the AF signalling flow information, the AF shall provide the UE’s IP address using either Framed-IP-
Address AVP or Framed-1pv6-Prefix AVP. The AF shall additionally provide the MPS-Identifier AVP and aMedia-
Component-Description AV P containing a Media-Component-Number AVP set to "0", and including a Media-Sub-
Component AV P that contains the Flow-Description AVP set to the AF signalling IP flow. If the

AuthorizationForM psSignalling feature is supported, the AF shall provide the MPS-Action AVP set to value
AUTHORIZE_AND_ENABLE_MPS FOR_AF_SIGNALLING (3). The Media-Sub-Component AV P shall include
the Flow-Number AV P set according to the rules described in Annex B and the Flow-Usage AV P set to the value
"AF_SIGNALLING" and the Flow-Status AVP set to "ENABLED".

When the PCRF receives from the AF an AA-Request as described in the preceding paragraph, the PCRF shall
determine whether the request is accepted or not. If accepted, the PCRF shall perform session binding as described in
3GPP TS 29.213[9] and shall acknowledge the AAR command by sending an AA-Answer command to the AF. If
rejected, the PCRF shall indicate the cause for the rejection with the Experimental-Result-Code AV P set to the value
REQUESTED_SERVICE_NOT_AUTHORIZED.

The PCRF shall set appropriate QoS values for the AF signalling IP flow and install the corresponding dynamic PCC
rule at the PCEF and the QoS rule at BBERF if applicable.

The AF may de-provision the information about the AF signalling IP flows at any time. To do that, if the Rx Diameter
session is only used to provide information about the AF Signalling IP flows, the AF shall close the Rx Diameter
session by sending a Session-Termination-Request (STR) command to the PCRF, which shall be acknowledged with a
Session-Termination-Answer (STA) command. Otherwise, the AF shall remove the IP flows within the M edia-Sub-
Component AV P by supplying the Flow-Status AV P with value "REMOVED". In both cases, the PCRF shall remove
the corresponding dynamic PCC and QoS rule if applicable for the AF signalling IP flows.
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NOTE: Combining the request for the AF signalling flow with an MPS for DTS invocation/revocation request is
not supported in this release.

5 Rx protocol

5.1 Protocol support

The Rx interface in the present release is based on Rx and Gq protocols defined for Release 6 as specified in

3GPP TS29.211 [7] and 3GPP TS 29.209 [5] respectively. However, to be able to separate the policy and charging
rules function (PCRF) of the present release from the policy decision function (PDF) and charging rules function (CRF)
of Release 6, the Rx application in the present release has an own vendor specific Diameter application.

The Rx application is defined as an IETF vendor specific Diameter application, where the vendor is 3GPP and the
Application-1D for the Rx application in the present release is 16777236. The vendor identifier assigned by IANA to
3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE: A route entry can have a different destination based on the application identification AVP of the message.
Therefore, Diameter agents (relay, proxy, redirection, trandation agents) must be configured
appropriately to identify the 3GPP Rx application within the Auth-Application-ld AVP in order to create
suitable routeing tables.

Tthe Rx application identification shall be included in the Auth-Application-1d AVP.

With regard to the Diameter protocol defined over the Rx reference point, the PCRF acts as a Diameter server, in the
sense that it isthe network element that handles AF session authorization requests for a particular realm. The AF acts as
the Diameter client, in the sense that is the network element requesting the authorization of resources for an AF session.

52 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between each AF and PCRF pair is defined by the underlying
protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 6733 [52].

After establishing the transport connection, the PCRF and the AF shall advertise the support of the Rx specific
Application by including the value of the application identifier in the Auth-Application-1d AV P and the value of the
3GPP (10415) in the Vendor-ld AV P of the Vendor-Specific-Application-Id AVP contained in the
Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request
and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (IETF RFC 6733 [52]).

The termination of the Diameter user session is specified in IETF RFC 6733 [52] in clauses 8.4 and 8.5. The description
of how to use of these termination procedures in the normal cases is embedded in the procedures description
(clause 4.4).

5.3 Rx specific AVPs

5.3.0 General

Table 5.3.0.1 describes the Diameter AV Ps defined for the Rx interface protocol, their AV P Code values, types,
possible flag values, whether or not the AV P may be encrypted and which supported feature the AVP is applicable to.
The Vendor-1d header of all AVPs defined in the present document shall be set to 3GPP (10415).

NOTE: Most of these AV Ps have already been defined in 3GPP TS 29.209 [5] for Rel-6. Their definition is based
on the one used for Rel-6 with some possible modifications to be applied to the Rel-7 protocols.
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Table 5.3.0.1: Rx specific Diameter AVPs
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AVP Flag rules (Note
1)
Attribute Name AVP (Claus Value Mu |[Ma [Shoul | Mu |May Applicability
Cod e Type st |y [dnot | st [Enc (Note 3)
e |define | (Note 2) not | r.
d
5GMM-Cause 573 |5.3.70 |Unsigned3 |V P M Y RAN-NAS-Cause
2
5GS-RAN-NAS-Release- 572 |5.3.69 |[Grouped |V P M Y RAN-NAS-Cause
Cause
5GSM-Cause 574 |5.3.71 |Unsigned3 |V P M Y RAN-NAS-Cause
2
Abort-Cause 500 |5.3.1 |[Enumerate [M,V |P Y
d
Access-Network-Charging- | 501 ([5.3.2 |Address MV [P Y
Address
Access-Network-Charging- | 502 (5.3.3 |Grouped MV [P Y
Identifier
Access-Network-Charging- | 503 (5.3.4 [OctetStrin [M,V |P Y
Identifier-Value g
Acceptable-Service-Info 526 |5.3.24 |Grouped M,V |P Y
AF-Application-Identifier 504 |5.3.5 [OctetStrin M,V |P Y
9
AF-Charging-ldentifier 505 |5.3.6 |OctetStrin |M,V [P Y
9
AF-Requested-Data 551 |5.3.50 |Unsigned3 |V P M Y
2
AF-Signalling-Protocol 529 |5.3.26 |Enumerate |V P M Y ProvAFsignalFlow
d
Application-Service- 532 |5.3.29 [UTF8Strin |V P Y SponsoredConnectivity
Provider-ldentity g
Callee-Information 565 |5.3.62 [Grouped |V P MY VBCLTE
Codec-Data 524 |5.3.7 |OctetStrin M,V |P Y
9
Content-Version 552 |5.3.49 (Unsigned6 |V P M Y MediaComponentVersionin
4 g
Desired-Max-Latency 567 |5.3.64 [Float32 \Y, P M Y FLUS
QoSHint
Desired-Max-Loss 568 |5.3.65 [Float32 \Y, P M Y FLUS
QoSHint
Extended-Max-Requested- | 554 |5.3.52 ([Unsigned3 |V P M Y Extended-Max-Requested-
BW-DL 2 BW-NR
Extended-Max-Requested- | 555 |5.3.53 ([Unsigned3 |V P M Y Extended-Max-Requested-
BW-UL 2 BW-NR
Extended-Max-Supported- | 556 |5.3.54 ([Unsigned3 |V P M Y Extended-BW-
BW-DL 2 E2EQOSMTSI-NR
Extended-Max-Supported- | 557 |5.3.55 |Unsigned3 |V P M Y Extended-BW-
BW-UL 2 E2EQOSMTSI-NR
Extended-Min-Desired-BW- | 558 |5.3.56 [Unsigned3 |V P M Y Extended-BW-
DL 2 E2EQOSMTSI-NR
Extended-Min-Desired-BW- | 559 |5.3.57 |Unsigned3 |V P M Y Extended-BW-
UL 2 E2EQOSMTSI-NR
Extended-Min-Requested- | 560 |5.3.58 ([Unsigned3 |V P M Y Extended-Min-Requested-
BW-DL 2 BW-NR
Extended-Min-Requested- | 561 |5.3.59 [Unsigned3 |V P M Y Extended-Min-Requested-
BW-UL 2 BW-NR
Flow-Description 507 |5.3.8 [IPFilterRul M,V |P Y
e
Flow-Number 509 |5.3.9 [Unsigned3 M,V |P Y
2
Flows 510 |5.3.10 |Grouped MV |P Y
Flow-Status 511 |5.3.11 |(Enumerate [M,V |P Y
d
Flow-Usage 512 |5.3.12 |Enumerate |M,V [P Y
d
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FLUS-Identifier 566 [5.3.63 |OctetStrin [V P M Y FLUS
GCS-Identifier 538 |5.3.36 ?)ctetStrin \Y P M Y GroupComService
GLI-ldentifier 580 |5.3.77 ?)ctetStrin \% P M Y NetLoc-Wireline
HFC-Node-Identifier 579 [5.3.76 ?)ctetStrin \Y, P M Y NetLoc-Wireline
IMS-Content-Identifier 563 |5.3.60 gOctetStrin \% P Y VBC
IMS-Content-Type 564 |5.3.61 %numerate \% P Y VBC
IP-Domain-Id 537 [5.3.35 ((j)ctetStrin \Y P M Y

Line-Type 581 |5.3.78 ?Jnsigned3 \% P M Y NetLoc-Wireline
MA-Information 570 |5.3.66 érouped \Y P M Y ATSSS
MA-Information-Action 571 |5.3.67 |Unsigned3 |V P M Y ATSSS
Max-Requested- 515 |5.3.14 fJnsigned3 MV |P Y

Bandwidth-DL 2

Max-Requested- 516 |5.3.15 |Unsigned3 |M,V [P Y

Bandwidth-UL 2

Max-Supported-Bandwidth- | 543 |5.3.41 (Unsigned3 |V P M Y E2EQOSMTSI
I\D/I;x-Supported-BandWidth- 544 15.3.42 6nsigned3 \% P M Y E2EQOSMTSI
EIE:PTT-Identifier 547 |(5.3.45 (2)ctetStrin \Y, P M Y MCPTT
MCVideo-Identifier 562 |[5.3.45 ?)ctetStrin \Y P M Y MCVideo
Media-Component- 517 ?.3.16 %rouped MV [P Y

Description

Media-Component-Number | 518 |5.3.17 [Unsigned3 |M,V |P Y
Media-Component-Status 549 |5.3.48 ansigneds \Y P M Y
Media-Sub-Component 519 |5.3.18 érouped MV |P Y

Media-Type 520 |5.3.19 |(Enumerate [M,V |P Y

MPS-Identifier 528 |5.3.30 dOc’[etStrin \% P M Y Rel10
Min-Desired-Bandwidth-DL | 545 |5.3.43 ?Jnsigned3 \% P M E2EQOSMTSI
Min-Desired-Bandwidth-UL | 546 |5.3.44 l2Jnsigned3 \% P M E2EQOSMTSI
Min-Requested-Bandwidth- | 534 |5.3.32 fJnsigned3 \Y P M Y Rel10
I\D/Ili_n-Requested-Bandwidth- 535 |5.3.33 Snsigned?; \Y, P M Y Rel10
ﬂI_DS-Action 582 [5.3.79 Enumerate \Y, P M Y MPSforDTS
NGAP-Cause 575 [5.3.72 grouped V P M Y RAN-NAS-Cause
NGAP-Group 576 |5.3.73 |[Unsigned3 |V P M Y RAN-NAS-Cause
NGAP-Value 577 |5.3.74 l2Jnsigned3 \% P M Y RAN-NAS-Cause
NID 569 (5.3.68 éctetStrin \% P M Y
Priority-Sharing-Indicator 550 |5.3.47 %numerate \% P M Y PrioritySharing
Pre-emption-Control-Info 553 |5.3.51 ?Jnsigned3 \Y, P M Y MCPTT-Preemption
Required-Access-Info 536 |5.3.34 %numerate \Y P M Y NetLoc
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Retry-Interval 541 |5.3.39 |Unsigned3 |V P M Y DeferredService
2
Rx-Request-Type 533 |5.3.31 |Enumerate |V P M Y
d
RR-Bandwidth 521 |5.3.20 |Unsigned3 |M,V (P Y
2
RS-Bandwidth 522 |5.3.21 |Unsigned3 |M,V [P Y
2
Service-Authorization-Info 548 |5.3.46 ([Unsigned3 |V P M Y
2
Service-URN 525 [5.3.23 |OctetStrin M,V [P Y
9
Service-Info-Status 527 |5.3.25 |Enumerate [M,V |P Y
d
Sharing-Key-DL 539 |5.3.37 |[Unsigned3 |V P M Y ResShare
2
Sharing-Key-UL 540 |5.3.38 |Unsigned3 |V P M Y ResShare
2
Specific-Action 513 |5.3.13 |Enumerate [M,V |P Y
d
SIP-Forking-Indication 523 |5.3.22 |Enumerate M,V [P Y
d
Sponsor-ldentity 531 |5.3.28 |[UTF8Strin |V P M Y SponsoredConnectivity
9
Sponsored-Connectivity- 530 [5.3.27 |Grouped |V P M Y SponsoredConnectivity
Data (NOTE 4) SCTimeBasedUM
Sponsoring-Action 542 |5.3.40 |Enumerate |V P M Y SponsorChange
d
Wireline-User-Location-Info | 578 [5.3.75 |Grouped |V P M Y NetLoc-Wireline
NOTE 1: The AVP header bit denoted as ‘M’, indicates whether support of the AVP is required. The AVP header bit
denoted as V', indicates whether the optional Vendor-ID field is present in the AVP header. For further
details, see IETF RFC 6733 [52].
NOTE 2: The value types are defined in IETF RFC 6733 [52].
NOTE 3: AVPs marked with a supported feature (e.g. "ProvAFsignalFlow", "SponsoredConnectivity", "Rel10" or
"NetLoc") are applicable as described in clause 5.4.1
NOTE 4: Volume Usage monitoring control functionality is applicable for SponsoredConnectivity supported feature.
Time Based Usage monitoring control is applicable for SCTimeBasedUM supported feature.

531 Abort-Cause AVP

The Abort-Cause AVP (AVP code 500) is of type Enumerated, and determines the cause of an abort session request
(ASR) or of aRAR indicating a bearer release. The following values are defined:

BEARER_RELEASED (0)

Thisvalue is used when the bearer has been deactivated as a result from normal signalling handling. For
GPRS the bearer refers to the PDP Context. It is also used when all the resource allocation corresponding to
an AF session fails.

INSUFFICIENT_SERVER_RESOURCES (1)
Thisvalue isused to indicate that the server is overloaded and needs to abort the session.
INSUFFICIENT_BEARER_RESOURCES(2)

Thisvalueis used when the bearer has been deactivated due to insufficient bearer resources at a transport
gateway (e.g. GGSN for GPRS).

PS TO CS HANDOVER (3)
This value is used when the PCRF needs to initiate the AF session termination due to PS to CS handover.
SPONSORED_DATA_CONNECTIVITY_DISALLOWED (4)
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Thisvalueisused in the ASR when the PCRF needs to initiates the AF session termination due to the
operator policy (e.g. disallowing the UE accessing the sponsored data connectivity in the roaming case).

5.3.2  Access-Network-Charging-Address AVP

The Access-Network-Charging-Address AVP (AVP code 501) is of type Address, and it indicates the |P Address of the
network entity within the access network performing charging (e.g. the GGSN IP address). The
Access-Network-Charging-Address AV P should not be forwarded over an inter-operator interface.

5.3.3  Access-Network-Charging-ldentifier AVP

The Access-Network-Charging-ldentifier AVP (AVP code 502) is of type Grouped, and contains a charging identifier
(e.g. GCID) within the Access-Network-Charging-ldentifier-Value AV P along with information about the flows
transported within the corresponding bearer within the Flows AVP. If no Flows AVP is provided, the
Access-Network-Charging-ldentifier-Value applies for al flows within the AF session.

The Access-Network-Charging-ldentifier AV P can be sent from the PCRF to the AF. The AF may use thisinformation
for charging correlation with session layer.

AVP Format:
Access- Net wor k- Chargi ng-Identifier ::= < AVP Header: 502 >
{ Access- Net wor k- Char gi ng- | denti fi er- Val ue}
*[ Flows ]

5.3.4  Access-Network-Charging-ldentifier-Value AVP

The Access-Network-Charging-ldentifier-Value AVP (AVP code 503) is of type OctetString, and contains a charging
identifier (e.g. GCID).

5.3.5  AF-Application-ldentifier AVP

The AF-Application-identifier AVP (AVP code 504) is of type OctetString, and it contains information that identifies
the particular service that the AF service session belongs to. Thisinformation may be used by the PCRF to differentiate
QoS for different application services.

For example the AF-Application-ldentifier may be used as additional information together with the Media-Type AVP
when the QoS class for the bearer authorization at the Gx interface is selected. The AF-Application-Identifier may be
used al'so to complete the QoS authorization with application specific default settings in the PCRF if the AF does not
provide full service information.

The AF-Application-Identifier AVP may aso be used to trigger the PCRF to indicate to the PCEF/TDF to perform the
application detection based on the operator’s policy.

5.3.6 AF-Charging-ldentifier AVP

The AF-Charging-lIdentifier AVP (AVP code 505) is of type OctetString, contains the AF Charging Identifier that is

sent by the AF. Thisinformation may be used for charging correlation with bearer layer.

5.3.7 Codec-Data AVP
The Codec-Data AVP (AVP code 524) is of type OctetString.

The Codec-Data AV P shall contain codec related information known at the AF. Thisinformation shall be encoded as
follows:

- Thefirst line of the value of the Codec-Data AV P shall consist of either the word "uplink™ or the word
"downlink" (in ASCII, without quotes) followed by a new-line character. The semantics of these words are the
following:
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"uplink" indicates that the SDP was received from the UE and sent to the network.

"downlink" indicates that the SDP was received from the network and sent to the UE.

NOTE 1: Thefirst lineindicates the direction of the source of the SDP used to derive the information. The mgjority

of the information within the Codec-Data AV P indicating "downlink" describes properties, for instance
receiver capabilities, of the sender of the SDP, the network in this case and is therefore applicable for IP
flows in the uplink direction. Similarly, the majority of the information within the Codec-Data AV P
indicating "uplink" describes properties, for instance receiver capabilities, of the sender of the SDP, the
UE in this case and is therefore applicable for IP flows in the downlink direction.

The second line of the value of the Codec-Data AV P shall consist of either the word "offer" or the word
"answer", or the word "description” (in ASCII, without quotes) followed by a new-line character. The semantics
of these words are the following:

"offer" indicates that SDP lines from an SDP offer according to RFC 3264 [18] are being provisioned in the
Codec-Data AVP,

- "answer" indicates that SDP lines from an SDP answer according to RFC 3264 [18] are being provisioned in
the Codec-Data AVP;

- "description” indicates that SDP lines from a SDP session description in a scenario where the offer-answer
mechanism of RFC 3264 [18] is not being applied are being provisioned in the Codec-Data AVP. For
instance, SDP from an RTSP "Describe" reply may be provisioned.

Therest of the value shall consist of SDP line(s) in ASCII encoding separated by new-line characters, as
specified in IETF RFC 4566 [13]. The first of these ling(s) shall be an"m" line. The remaining lines shall be any
available SDP "a' and "b" linesrelated to that "m" line. However, to avoid duplication of information, the SDP

"a=sendrecv", "a=recvonly ", "a=sendonly", "a=inactive', "a=bw-info", "b:AS", "b:RS" and "b:RR" lines do not
need to be included.

NOTE 2: For backwards compatibility, it is expected that the codec algorithmsin the PCRF described in

3GPP TS 29.213[9] alow the introduction of new SDP lines without rejecting the request when Codec-
Data AVPisprovided as part of the Media-Component-Description AVP. The QoS derivation in that case
will not take the new SDP line(s) into account.

5.3.8 Flow-Description AVP

The Flow-Description AVP (AVP code 507) is of type IPFilterRule, and defines a packet filter for an IP flow with the
following information:

Direction (in or out). The direction "in" refersto uplink 1P flows, and the direction "out" refersto downlink IP
flows.

Source and destination 1P address (possibly masked).
Protocol.

Source and destination port.

NOTE 1: When"ip" askey word isused in the protocol, the port(s) are used to describe the port(s) of any protocol

if available.

The IPFilterRule type shall be used over Rx interface with the following restrictions:

The Source Port may be omitted to indicate that any source port is allowed. Lists or ranges shall not be used.
Only the Action "permit" shall be used.

No "options' shall be used.

The invert modifier "!" for addresses shall not be used.

The keyword "assigned” shall not be used.
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NOTE 2: For TCP protocol, destination port can aso be omitted.

If any of these restrictionsis not observed by the AF, the server shall send an error response to the AF containing the
Experimental-Result-Code AV P with value FILTER_RESTRICTIONS.

For the Rx interface, the Flow description AVP shall be used to describe asingle IP flow.

5.3.9 Flow-Number AVP

The Flow-Number AVP (AVP code 509) is of type Unsigned32, and it contains the ordinal number of the IP flow(s),
assigned according to the rulesin Annex B.

5.3.10 Flows AVP
The Flows AVP (AVP code 510) is of type Grouped, and it indicates | P flows via their flow identifiers.

When reporting an out of credit condition, the Final-Unit-Action AV P indicates the termination action applied to the
impacted flows.

If no Flow-Number AVP(s) are supplied, the Flows AVP refersto all Flows matching the media component number.

When reporting a resource alocation failure related to the modification of session information, the Media-Component-
Status AV P may be included to report the status of the PCC/QoS rules related to the media component.

The Content-Version AV P(s) shall be included if it was included in the M edia-Component-Description AV P when the
corresponding media component was provisioned.

AVP Format:

Fl ows: := < AVP Header: 510 >
{ Medi a- Conponent - Nunber }
*[ Fl ow Nunber]
*[ Content-Version ]
[Final -Unit-Action]
[ Medi a- Conponent - St at us]
*[ AVP]

5.3.11 Flow-Status AVP

The Flow-Status AVP (AVP code 511) is of type Enumerated, and describes whether the 1P flow(s) are enabled or
disabled. The following values are defined:

ENABLED-UPLINK (0)

Thisvalue shall be used to enable associated uplink 1P flow(s) and to disable associated downlink IP flow(s).
ENABLED-DOWNLINK (1)

Thisvalue shall be used to enable associated downlink 1P flow(s) and to disable associated uplink 1P flow(s).
ENABLED (2)

This value shall be used to enable all associated I P flow(s) in both directions.
DISABLED (3)

This value shall be used to disable all associated IP flow(s) in both directions.
REMOVED (4)

This value shall be used to remove all associated IP flow(s). The IP Filters for the associated | P flow(s) shall
be removed. The associated | P flows shall not be taken into account when deriving the authorized QoS.

NOTE 1: The interpretation of values for the RTCP flowsin the Rx interface is described within the proceduresin
clause 4.4.3.

ETSI



3GPP TS 29.214 version 18.3.0 Release 18 40 ETSI TS 129 214 V18.3.0 (2024-09)

NOTE 2: The interpretation of values for IMS flows when SIP Forking is supported is described within the
proceduresin Annex A.3.1.

5.3.12 Flow-Usage AVP

The Flow-Usage AVP (AVP code 512) is of type Enumerated, and provides information about the usage of 1P Flows.
The following values are defined:

NO_INFORMATION (0)
Thisvalueis used to indicate that no information about the usage of the IP flow is being provided.
RTCP (1)
Thisvalueis used to indicate that an IP flow is used to transport RTCP.
AF_SIGNALLING (2)
Thisvalueis used to indicate that the IP flow is used to transport AF Signalling Protocols (e.g. SIP/SDP).
NO_INFORMATION isthe default value.

NOTE: An AF may choose not to identify RTCP flows, e.g. in order to avoid that RTCP flows are always
enabled by the server.

5.3.13 Specific-Action AVP
The Specific-Action AVP (AVP code 513) is of type Enumerated.
Within a PCRF initiated Re-Authorization Request, the Specific-Action AV P determines the type of the action.

Within aninitial AA request the AF may use the Specific-Action AV P to request any specific actions from the server at
the bearer events and to limit the contact to such bearer events where specific action is required. If the Specific-Action
AVP isomitted within the initial AA request, no notification of any of the events defined below is requested at this
time.

For one time specific actions, asidentified in the value descriptions below, the AF may also provide the Specific-Action
AV P with the applicable one-time-specific-action value(s) in subsequent AA-Requests. Non-one-time-specific-action
value(s) may only be provided in theinitial AA-Request and shall then be applicable for the entire lifetime of the Rx
session.

NOTE 1. Onetime specific actions are reported once the required action is fulfilled and are not reported again
unless the AF sends a new request.

NOTE 2: Unless otherwise stated in the definition of the specific action value, when the AF requests specific
actionsintheinitial AA-Request, the PCRF reports that action whenever new related information is
available during the lifetime of the Rx session.

NOTE 2a: Whether the PCRF decides to report INDICATION_OF RELEASE OF BEARER (4) or
INDICATION_OF FAILED RESOURCES ALLOCATION (9) upon receipt of a bearer failure from
the PCEF is | eft to the implementation.

The following val ues are defined:
Void (0)
CHARGING_CORRELATION_EXCHANGE (1)

Within a RAR, this value shall be used when the server reports the access network charging identifier to the AF.
The Access-Network-Charging-ldentifier AVP shall be included within the request. In the AAR, thisvalue
indicates that the AF requests the server to provide the access network charging identifier to the AF for each
authorized flow, when the access network charging identifier becomes known at the PCRF.

INDICATION_OF _LOSS_OF BEARER (2)
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Within a RAR, this value shall be used when the server reports aloss of abearer (in the case of GPRS PDP
context bandwidth modification to O kbit for GBR bearers) to the AF. The SDFsthat are deactivated as a
consequence of thisloss of bearer shall be provided within the Flows AVP. In the AAR, this value indicates that
the AF requests the server to provide a notification at the loss of a bearer.

INDICATION_OF RECOVERY_OF BEARER (3)

Within a RAR, this value shall be used when the server reports arecovery of abearer (in the case of 3GPP-
GPRS or 3GPP-EPS when PGW interoperates with a Gn/Gp SGSN, PDP context bandwidth modification from O
kbit to another value for GBR bearers) to the AF. The SDFs that are re-activated as a consequence of the
recovery of bearer shall be provided within the Flows AVP. In the AAR, this value indicates that the AF requests
the server to provide a notification at the recovery of abearer.

INDICATION_OF RELEASE OF BEARER (4)

Within a RAR, this value shall be used when the server reports the release of a bearer (e.g. PDP context removal
for 3GPP-GPRS or bearer/PDP context removal for 3GPP-EPS) to the AF. The SDFs that are deactivated asa
consequence of thisrelease of bearer shall be provided within the Flows AVP. Inthe AAR, this value indicates
that the AF requests the server to provide a notification at the removal of a bearer. The content version

corresponding to the affected media component may be provided in the Content-Version AV P included within
the Flows AVP.

Void (5)
IP-CAN_CHANGE (6)

This value shall be used in RAR command by the PCRF to indicate a change in the IP-CAN type or RAT type (if
applicable). When used in an AAR command, this value indicates that the AF is requesting subscription to I1P-
CAN change and RAT change notification. When used in RAR it indicates that the PCRF generated the request
because of an IP-CAN or RAT change. IP-CAN-Type AVP, RAT-Type AVP (if applicable) ,AN-Trusted AVP
(if applicable) and AN-GW-Address AVP (if applicable) shall be provided in the same request with the
new/valid value(s).

If an IP-CAN type or RAT type change is due to | P flow mobility and a subset of the flows within the AF
session is affected, the affected service data flows shall be provided in the same request.

If ATSSS feature is supported, and the PDU sessionisaMA PDU session, the PCF may include the MA-
Information AVP in the RAR command with the additional/released IP-CAN type and RAT type (if applicable),
with the new/valid values as described in clause E.4.

INDICATION_OF OUT_OF CREDIT (7)

Within a RAR, this value shall be used when the PCRF reports to the AF that SDFs have run out of credit, and
that the termination action indicated by the corresponding Final-Unit-Action AV P applies (3GPP TS 32.240 [23]
and 3GPP TS 32.299 [24]. The SDFsthat are impacted as a consequence of the out of credit condition shall be
provided within the Flows AVP. In the AAR, this value indicates that the AF requests the PCRF to provide a
notification of SDFs for which credit is no longer available. Applicable to functionality introduced with the Rel8
feature as described in clause 5.4.1.

INDICATION_OF SUCCESSFUL_RESOURCES ALLOCATION (8)

Within a RAR, this value shall be used by the PCRF to indicate that the resources requested for particular service
information have been successfully allocated. The SDFs corresponding to the resources successfully allocated
shall be provided within the Flows AV P and the content version within the Content-Version AVP as included
when the corresponding media component was provisioned.

In the AAR, thisvalue indicates that the AF requests the PCRF to provide a notification when the resources
associated to the corresponding service information have been allocated.

Applicable to functionality introduced with the Rel8 feature as described in clause 5.4.1.

NOTE 3: Thisvalue appliesto applications for which the successful resource allocation notification is required
for their operation since subscription to this value impacts the resource allocation signalling overhead
towards the PCEF/BBERF.
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INDICATION_OF FAILED RESOURCES ALLOCATION (9)

Within a RAR, this value shall be used by the PCRF to indicate that the resources requested for a particular
service information cannot be successfully allocated. The SDFs corresponding to the resources that could not be
alocated shall be provided within the Flows AVP. In case of session modification failure, the status of the
related service information may be reported in the M edia-Component-Status AV P included within the Flows
AVP and the content version within the Content-Version AV P as included when the corresponding media
component was provisioned.

Inthe AAR, thisvalue indicates that the AF requests the PCRF to provide a notification when the resources
associated to the corresponding service information cannot be allocated. Applicable to functionality introduced
with the Rel8 feature as described in clause 5.4.1.

NOTE 4. Thisvalue appliesto applications for which the unsuccessful resource alocation notification is
required for their operation since subscription to this value impacts the resource allocation signalling
overhead towards the PCEF/BBERF.

INDICATION_OF _LIMITED_PCC_DEPLOYMENT (10)

Within a RAR, this value shall be used when the PCRF reports the limited PCC deployment (i.e. dynamically
allocated resources are not applicable) as specified at Annex K and Annex L in 3GPP TS 23.203 [2] to the AF.
Inthe AAR, this value indicates that the AF requests the PCRF to provide a notification for the limited PCC
deployment. Applicable to functionality introduced with the Rel8 feature as described in clause 5.4.1.

USAGE_REPORT (11)

In the RA-Request (RAR), this value shall be used by the PCRF to report accumulated usage volume and/or time
of usage when the usage threshold provided by the AF has been reached.

Inthe AA-Request (AAR), this value indicates that the AF requests PCRF to report accumulated usage volume
and /or time of usage when it reaches the threshold.

Applicable to functionality introduced with the SponsoredConnectivity feature for volume usage reporting and
with SCTimeBased UM feature for time usage reporting as described in clause 5.4.1.

ACCESS NETWORK_INFO_REPORT (12)

In the RA-Request (RAR), this value shall be used by the PCRF to report access network information (i.e.user
location and/or user timezone information) when the PCRF receiving an Access Network |nformation report
corresponding to the AF session from the PCEF/BBERF.

Inthe AA-Request (AAR), this value indicates that the AF requests PCRF to report one time access network
information when the PCRF receives the first Access Network Information report corresponding to the AF
session from the PCEF/BBERF after the AF request for the access network information. The required access
information is provided within the Required-Access-Info AV P. Applicable to functionality introduced with the
NetL oc feature as described in clause 5.4.1.

The Specific-Action AVP with this value indicates a one time specific action.
INDICATION_OF RECOVERY_FROM_LIMITED_PCC_DEPLOYMENT (13)

Within a RAR, this value shall be used when the PCRF reports the recovery from limited PCC deployment (i.e.
the UE moves from the VPLMN to the HPLMN as specified at Annex K in 3GPP TS 23.203 [2]) to the AF. In
the AAR, this value indicates that the AF requests the PCRF to provide a notification for the recovery from
limited PCC deployment. Applicable to functionality introduced with the Rel8 feature as described in

clause 5.4.1.

NOTE5: Thisvalueisoptional and only applicable to the scenario where PCC is deployed in the HPLMN but  not
in the VPLMN and dynamic policy provisioning only occurs in the home routed roaming cases if no
BBERF is employed.

INDICATION_OF ACCESS NETWORK_INFO_REPORTING_FAILURE (14)

In the RAR, this value shall be used when the PCRF reports the access network information reporting failure.
When applicable, the NetL oc-Access-Support AV P may be provided as well to indicate the reason for the access
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network information reporting failure. This specific action does not require to be provisioned by the AF.
Applicable to functionality introduced with the NetLoc feature as described in clause 5.4.1.

INDICATION_OF TRANSFER_POLICY_EXPIRED (15)

In the RAR, this value shall be used when the PCRF determines that the transfer policy has expired. This specific
action does not require to be provisioned by the AF.

PLMN_CHANGE (16)

In the AA-Request (AAR), this value indicates that the AF requests PCRF to report changes of PLMN. In the
RA-Request (RAR), this value shall be used by the PCRF to indicate that there was a change of PLMN. 3GPP-
SGSN-MCC-MNC AVP shall be provided in the same RAR command with the new value and, if available, the
NID AVP. Applicable to functionality introduced with the PLMNInfo feature as described in clause 5.4.1.

The NID AVPisonly applicable in 5GS when the serving network isan SNPN, as described in Annex E.

EPS FALLBACK (17)

In the RA-Request (RAR), this value shall be used to report EPS Fallback for the resources requested for a
particular service information (media type voice).

In the AA-Request (AAR), this value indicates that the AF requests to provide a notification when the access
network initiates EPS Fallback for the requested resources associated to service information for voice media

type.
Applicable to functionality introduced with the EPSFallbackReport feature as described in clause 5.4.1.
Thisvaueisonly applicable to 5GS as described in Annex E.

INDICATION_OF REALLOCATION_OF CREDIT (18)

Within a RAR, this value shall be used to report to the AF the SDFs for which credit has been reallocated after
the former out of credit indication (3GPP TS 32.240 [23] and 3GPP TS 32.299 [24]). The SDFsthat are
impacted as a consequence of the reallocation of credit condition shall be provided within the Flows AVP. In the
AAR, this value indicates the AF requests to provide a notification of SDFs for which credit has been reall ocated
after the former out of credit indication. Applicable to functionality introduced with the Reall ocationOfCredit
feature as described in clause 5.4.1.

Thisvalueisonly applicable to 5GS as described in Annex E.
SUCCESSFUL_QOS _UPDATE (19)

Within a RAR, thisvalue shall be used by the PCRF to indicate that the QoS of the default bearer has been
successfully updated.

Inthe AAR, thisvalue indicates that the AF requests the PCRF to provide a notification when the QoS of the
default bearer has been successfully updated.

Applicable to functionality introduced with the MPSforDTS feature as described in clause 5.4.1.
FAILED_QOS UPDATE (20)

Within a RAR, this value shall be used by the PCRF to indicate that the QoS of the default bearer hasfailed to
update.

In the AAR, thisvalue indicates that the AF requests the PCRF to provide a notification when the QoS of the
default bearer has failed to update.

Applicable to functionality introduced with the MPSforDT S feature as described in clause 5.4.1.

5.3.14 Max-Requested-Bandwidth-DL AVP
The Max-Requested-Bandwidth-DL AVP (AVP code 515) is of type Unsigned32, and it indicates the maximum

bandwidth in bits per second for a downlink 1P flow. The bandwidth contains al the overhead coming from the IP-layer
and the layers above, e.g. IP, UDP, RTP and RTP payload.
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When provided in an AA-Request, it indicates the maximum requested bandwidth. When provided in an AA-Answer, it
indicates the maximum bandwidth acceptable by PCRF.

When the Extended-M ax-Requested-BW-NR feature is supported and the value to be transmitted exceeds 2/32-1, the
Extended-M ax-Requested-Bandwidth-DL AVP shall be used , see clause 4.4.10 and clause 5.3.52.

5.3.15 Max-Requested-Bandwidth-UL AVP

The Max —Bandwidth-UL AV P (AVP code 516) is of type Unsigned32, and it indicates the maximum requested
bandwidth in bits per second for an uplink IP flow. The bandwidth contains al the overhead coming from the I P-layer
and the layers above, e.g. IP, UDP, RTP and RTP payload.

When provided in an AA-Request, it indicates the maximum requested bandwidth. When provided in an AA-Answer, it
indicates the maximum bandwidth acceptable by PCRF.

When the Extended-M ax-Requested-BW-NR feature is supported and the value to be transmitted exceeds 2/32-1, the
Extended-Max-Reguested-Bandwidth-UL AV P shall be used, see clause 4.4.10 and clause 5.3.53.

5.3.16 Media-Component-Description AVP

The Media-Component-Description AVP (AVP code 517) is of type Grouped, and it contains service information for a
single media component within an AF session or the AF signalling information. The service information may be based
on the SDI exchanged between the AF and the AF session client in the UE. The information may be used by the PCRF
to determine authorized QoS and IP flow classifiers for bearer authorization and PCC rule selection.

Within one Diameter message, a single IP flow shall not be described by more than one M edia-Component-Description
AVP.

Bandwidth information and Flow-Status information provided within the Media-Component-Description AVP applies
to all those IP flows within the media component, for which no corresponding information is being provided within
Media-Sub-Component AV P(s). Asdefined in 3GPP TS 29.213 [9], the bandwidth information within the media
component level Max-Requested-Bandwidth-DL and Max-Requested-Bandwidth-UL AV Ps applies separately to each
media subcomponent except for RTCP media subcomponent.

The mapping of bandwidth information for RTCP media subcomponent is defined in 3GPP TS 29.213 [9] clause 6.2.

If CHEM featureis supported, Max-PLR-DL AVP and Max-PLR-UL AVP information is provided within the Media-
Component-Description AVP as defined in 3GPP TS 29.213[9].

If the QoSHint feature is supported the Desired-Max-Latency AV P and/or Desired-Max-L oss AVP may be provided
within the M edia-Component-Description AVP as defined in 3GPP TS 29.213 [9].

If FLUS feature is supported the FLUS-Identifier AV P may be provided within the Media-Component-Description
AVP. Additionally, the Desired-Max-Latency AV P and/or the Desired-Max-Loss AVP may be provided as defined in
3GPPTS29.213[9].

The Max-Requested-Bandwidth-UL, Max-Requested-Bandwidth-DL, Max-Supported-Bandwidth-UL, Max-Supported-
Bandwidth-DL, Min-Desired-Bandwidth-UL, Min-Desired-Bandwidth-DL, Min-Requested-Bandwidth-UL and Min-
Requested-Bandwidth-DL AV Ps only represent bandwidth values up 2°32-1 bps. To represent higher values, the
Extended-Max-Requested-Bandwidth-UL, Extended-M ax-Requested-Bandwidth-DL, Extended-M ax-Supported-
Bandwidth-UL, Extended-Max-Supported-Bandwidth-DL, Extended-Min-Desired-Bandwidth-UL, Extended-Min-
Desired-Bandwidth-DL, Extended-Min-Requested-Bandwidth-UL and Extended-Min-Requested-Bandwidth-DL AVPs
may be used as described in clause 4.4.10.

If a Media-Component-Description AVP is not supplied by the AF, or if optional AVP(s) within a M edia-Component-
Description AVP are omitted, but corresponding information has been provided in previous Diameter messages, the
previous information for the corresponding I P flow(s) remains valid.

All'IP flows within a Media-Component-Description AV P are permanently disabled by supplying a Flow Status AVP
with value "REMOVED". The server may delete corresponding filters and state information.

Reservation-Priority provided within the Media-Component-Description AV P in the request from the AF appliesto all
those I P flows within the media component and describes the relative importance of the | P flow as compared to other IP
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flows. The PCRF may use this value to implement priority based admission. If the Reservation-Priority AVP is not
specified the IP flow priority is DEFAULT (0).

Each Media-Component-Description AVP shall contain either zero, or one, or two Codec-Data AV Ps. In the case of
conflicts, information contained in other AV Ps either within this Media-Component-Description AVP, or within the
corresponding Media-Component-Description AVP in a previous message, shall take precedence over information
within the Codec-Data AVP(s). The AF shall provision all the available information in other applicable AVPsin
addition to the information in the Codec-Data AV P, if such other AV Ps are specified.

If the SDP offer-answer procedures of IETF RFC 3264 [18] are applicable for the session negotiation between the two
ends taking part in the communication (e.g. for IMS), the following applies:

- The AF shal provision information derived from an SDP answer and shall also provision information derived
from the corresponding SDP offer.

- If the Media-Component-Description AV P contains two Codec-Data AV Ps, one of them shall represent an SDP
offer and the other one the corresponding SDP answer.

- If the Media-Component-Description AV P contains one Codec-Data AV P, and this AV P represents an SDP
offer, the AF shall provision the corresponding SDP answer information in a Codec-Data AV P within a
subsequent Rx message.

NOTE 1: Some SDP parameters for the same codec in the SDP offer and answer are independent of each other and
refer to IP flowsin opposite directions, for instance some MIME parameters conveyed within "a=fmtp”
SDP lines and the packetization time within the "a=ptime" line. Other parameters within the SDP answer
take precedence over corresponding parameters within the SDP offer.

If SDPis applied without using the offer-answer procedures, zero or one Codec-Data AV P shall be provisioned.

Sharing-Key-DL AVP and/or Sharing-Key-UL AVP provided within the Media-Component-Description AV P indicates
that the media components that include the same value of the Sharing-Key-UL AVP and/or Sharing-Key-DL AVP may
share resourcesin the related direction.

NOTE 2: RTCP traffic is not subject to resource sharing.
The Content-Version AVP may be included in order to indicate the content version of a media component.

The Priority-Sharing-Indicator AVP may be included to indicate that the media component can use the same Allocation
and Retention Priority as media flows which are assigned the same QCI in the PCRF belonging to other AF sessions for
the same IP-CAN session that also contain the Priority-Sharing-1ndicator AVP.

The Pre-emption-Capability AV P and Pre-emption-V ulnerability AVP may be included together with Priority-Sharing-
Indicator AVP for PCRF Allocation and Retention Priority decision.

The PCRF may provide the M edia-Component-Description AV P(s) within the Acceptable-Service-Info AVP in the
AA-Answer command if the service information received from the AF isrejected. For this usage, the Media-
Component-Description AVP shall only include the appropriate Media-Component-Number AV P and the Max-
Requested-Bandwidth-UL and/or M ax-Requested-Bandwidth-DL AV Ps and/ or the Extended-M ax-Requested-BW-
UL AVP and/or the Extended-Max-Requested-BW-DL AV P (see clause 4.4.10) indicating the maximum acceptable
bandwidth.
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AVP format:
Medi a- Conponent - Description ::= < AVP Header: 517 >
Medi a- Conponent - Nunber } ; Odinal nunber of the nedia conp.
*[ Medi a- Sub- Conponent ] ; Set of flows for one flow identifier

AF- Application-ldentifier ]
FLUS- I dentifier ]
Medi a- Type ]
Max- Request ed- Bandwi dt h- UL ]
Max- Request ed- Bandwi dt h- DL ]
Max- Suppor t ed- Bandwi dt h- UL ]
Max- Support ed- Bandwi dt h- DL ]
M n- Desi r ed- Bandwi dt h- UL ]
M n- Desi r ed- Bandwi dt h- DL ]
M n- Request ed- Bandwi dt h- UL ]
M n- Request ed- Bandwi dt h- DL ]
Ext ended- Max- Request ed- BW UL ]
Ext ended- Max- Request ed- BW DL ]
Ext ended- Max- Suppor t ed- BW UL ]
Ext ended- Max- Suppor t ed- BW DL ]
Ext ended- M n- Desi red- BW UL ]
Ext ended- M n- Desi red- BW DL ]
Ext ended- M n- Request ed- BW UL ]
Ext ended- M n- Request ed- BW DL ]
Fl ow St at us ]
Priority-Sharing-Indicator ]
Pre-enption-Capability ]
Pre-enption-Vul nerability ]
Reservation-Priority ]
RS- Bandwi dt h ]
RR- Bandwi dt h ]

2[ Codec-Data ]
Shari ng- Key- DL ]
Shari ng- Key- UL ]
Cont ent - Ver si on ]
Max- PLR- DL ]
Max- PLR- UL ]
Desi r ed- Max- Lat ency ]
Desi r ed- Max- Loss ]
AVP ]

0

e e e e e S e e e ) e e e ) ) ) ) e e ) ) ) e e ) ) ) ) ) e ) ) ) Ay

*

5.3.17 Media-Component-Number AVP

The Media-Component-Number AVP (AVP code 518) is of type Unsigned32, and it contains the ordinal number of the
media component, assigned according to the rulesin Annex B.

When this AVP refersto AF signalling, thisisindicated by using the value 0 according to the rulesin Annex B.

5.3.18 Media-Sub-Component AVP

The Media-Sub-Component AVP (AVP code 519) is of type Grouped, and it contains the requested bitrate and filters
for the set of IP flows identified by their common Flow-Identifier. The Flow-Identifier is defined in Annex B.

Possible Bandwidth information and Flow-Status information provided within the Media-Sub-Component AV P takes
precedence over information within the encapsulating Media Component Description AVP. If a Media-Sub-
Component- AVP is not supplied, or if optional AVP(s) within a Media-Sub-Component AV P are omitted, but
corresponding information has been provided in previous Diameter messages, the previous information for the
corresponding I P flow(s) remains valid, unless new information is provided within the encapsulating
Media-Component-Description AVP. If Flow-Description AVP(s) are supplied, they replace all previous
Flow-Description AVP(s), even if a new Flow-Description AV P has the opposite direction as the previous
Flow-Description AVP. The AF may also include the ToS-Traffic-Class AVP for requesting Type of Service or Traffic
Class (for IPv4 and | Pv6 respectively) based packet filter for the related flow.

The AF-Signalling-Protocol AVP may be included only if the Flow-Usage AVP hasavalue of ‘AF_SIGNALLING'.

All 1P flows within a Media-Sub-Component- AV P are permanently disabled by supplying a Flow Status AVP with
value "REMOVED". The server may delete corresponding filters and state information.

AVP format:
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Medi a- Sub- Conponent ::= < AVP Header: 519 >
{ Fl ow Nunber } ; Ordinal nunber of the IP flow
0*2 [ Fl ow Description ] ; UL and/or DL
FI ow St at us ]
FI ow Usage ]

Max- Request ed- Bandwi dt h- UL ]
Max- Request ed- Bandwi dt h- DL ]
Ext ended- Max- Request ed- BW UL ]
Ext ended- Max- Request ed- BW DL ]
AF- Si gnal | i ng- Prot ocol ]
ToS-Traffic-O ass ]

AVP ]

— — — — — —— — —

5.3.19 Media-Type AVP

The Media-Type AVP (AVP code 520) is of type Enumerated, and it determines the media type of a session
component. The mediatypes indicate the type of mediain the same way as the SDP media types with the same names
defined in RFC 4566 [13]. The following values are defined:

- AUDIO (0)

- VIDEO (1)

- DATA (2

- APPLICATION (3)

- CONTROL (4)

- TEXT (5)

- MESSAGE (6)

- OTHER (OXFFFFFFFF)

5.3.20 RR-Bandwidth AVP

The RR-Bandwidth AVP (AVP code 521) is of type Unsigned32, and it indicates the maximum required bandwidth in
bits per second for RTCP receiver reports within the session component, as specified in IETF RFC 3556 [11]. The
bandwidth contains all the overhead coming from the I P-layer and the layers above, i.e. IP, UDP and RTCP.

5.3.21 RS-Bandwidth AVP

The RS-Bandwidth AVP (AVP code 522) is of type Unsigned32, and it indicates the maximum required bandwidth in
bits per second for RTCP sender reports within the session component, as specified in RFC 3556 [11]. The bandwidth
contains all the overhead coming from the | P-layer and the layers above, i.e. IP, UDP and RTCP.

5.3.22 SIP-Forking-Indication AVP

The SIP-Forking-Indication AVP (AVP code 523) is of type Enumerated, and describes if several SIP dialogues are
related to one Diameter session:

SINGLE_DIALOGUE (0)

Thisvalueis used to indicate that the Diameter session relates to a single SIP dialogue.
Thisisthe default value applicable if the AVP is omitted.

SEVERAL_DIALOGUES (1)

Thisvalueis used to indicate that the Diameter session relates to several SIP dialogues.
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5.3.23 Service-URN AVP

The Servicee-URN AVP (AVP code 525) is of type OctetString, and it indicates that an AF session is used for
emergency or RLOS traffic.

It contains values of the service URN and it may include subservices, as defined in [21] for emergency and other well-
known services or registered at IANA. The string "urn:service:" in the beginning of the URN shall be omitted in the
AVP and al subsequent text shall be included. Examples of valid values of the AVP are "sos", "sos.fire", "sos.police"
and "sos.ambulance”.

5.3.24 Acceptable-Service-Info AVP

The Acceptable-Service-Info AVP (AVP code 526) is of type Grouped, and contains the maximum bandwidth for an
AF session and/or for specific media components that will be authorized by the PCRF. The Max-Requested-Bandwidth-
DL AVP, the Max-Requested-Bandwidth-UL AV P, the Extended-M ax-Requested-BW-DL AVP and the Extended-
Max-Reguested-BW-UL AVP (see clause 4.4.10)directly within the Acceptable-Service-Info AVP indicate the
acceptable bandwidth for the entire AF session. The Max-Requested-Bandwidth-DL AV P, Max-Requested-Bandwidth-
UL AVP, Extended-Max-Requested-BW-DL AVP and Extended-Max-Requested-BW-UL AVP within aMedia-
Component-Description AVP included in the Acceptable-Service-Info AV P indicate the acceptable bandwidth for the
corresponding media component.

If the acceptable bandwidth applies to one or more media components, only the M edia-Component-Description AVP
will be provided. If the acceptable bandwidth appliesto the whole AF session, only the M ax-Requested-Bandwidth-DL
AVP the Max-Requested-Bandwidth-UL AV P, the Extended-Max-Requested-BW-DL AV P and the Extended-M ax-
Requested-BW-DL AVP will be included.

Accept abl e- Service-Info::= < AVP Header: 526 >

*[ Medi a- Conponent - Descri pti on]
Max- Request ed- Bandwi dt h- DL ]
Max- Request ed- Bandwi dt h- UL ]
Ext ended- Max- Request ed- BW DL ]
Ext ended- Max- Request ed- BW UL ]
AVP ]

— —————

5.3.25 Service-Info-Status-AVP

The Service-Info-Status AVP (AVP code 527) is of type Enumerated, and indicates the status of the service information
that the AF is providing to the PCRF. If the Service-Info-Status AV P is not provided in the AA request, the value
FINAL SERVICE INFORMATION shall be assumed.

FINAL SERVICE INFORMATION (0)

Thisvalueis used to indicate that the service has been fully negotiated between the two ends and service
information provided isthe result of that negotiation.

PRELIMINARY SERVICE INFORMATION (1)

Thisvalueis used to indicate that the service information that the AF has provided to the PCRF is
preliminary and needs to be further negotiated between the two ends (e.g. for IMS when the service
information is sent based on the SDP offer).

5.3.26 AF-Signalling-Protocol-AVP

The AF-Signalling-Protocol AVP (AVP code 529) is of type Enumerated, and indicates the protocol used for signalling
between the UE and the AF. If the AF-Signalling-Protocol AVP is not provided in the AA-Request, the value
NO_INFORMATION shall be assumed.

NO_INFORMATION (0)
Thisvalueis used to indicate that no information about the AF signalling protocol is being provided.
SIP (1)
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Thisvaueis used to indicate that the signalling protocol is Session Initiation Protocol.

5.3.27 Sponsored-Connectivity-Data AVP

The Sponsored-Connectivity-Data AVP (AVP code 530) is of type Grouped, and contains the data associated with the
sponsored data connectivity.

The Sponsor-ldentity AVP identifies the sponsor. It shall be included by the AF in the Sponsored-Connectivity-Data
AVP except for the case of disabling sponsored data connectivity.

The Application-Service-Provider-1dentity AV P identifies the application service provider. It shall be included by the
AF in the Sponsored-Connectivity-Data AV P except for the case of disabling sponsored data connectivity.

The Granted-Service-Unit AVP shall be used by the AF to provide usage threshold to the PCRF if the volume and/or
time of traffic allowed during the sponsored data connectivity isto be monitored.

The Used-Service-Unit AVP shall be used by the PCRF to provide the measured usage to the AF. Reporting shall be
done, as requested by the AF, in CC-Total-Octets, CC-1nput-Octets, CC-Output-Octets or CC-Time of the Used-
Service-Unit AVP.

Sponsoring-Action AVP shall be used by the AF to provide the indication to the PCRF if sponsored data connectivity is
to be enabled or disabled.

AVP format:

< AVP Header: 530 >

Sponsor-ldentity ]

Appl i cation-Service-Provider-ldentity ]
Granted-Service-Unit ]

Used- Service-Unit ]

Sponsori ng-Action ]

AVP ]

5.3.28 Sponsor-ldentity AVP

The Sponsor-ldentity AVP (AVP code 531) is of type UTF8String and is used for sponsored data connectivity purposes
as an identifier of the sponsor.

Sponsor ed- Connectivity-Data::

——————

*

5.3.29 Application-Service-Provider-ldentity AVP

The Application-Service-Provider-ldentity AVP (AVP code 532) is of type UTF8String and is used for sponsored data
connectivity purposes as an identifier of the application service provider.

5.3.30 MPS-Identifier AVP

The MPS-Identifier AVP (AVP code 528) is of type OctetString, and it indicates that an AF session relates to an MPS
session. It contains the national variant for MPS service name (e.g., NGN GETS).

5.3.31 Rx-Request-Type AVP

The Rx-Request-Type AVP (AVP code 533) is of type Enumerated, and contains the reason for sending the AA-
Request message.

The following values are defined:
INITIAL_REQUEST (0)
Aninitial request is used to initiate an Rx session and contains information that is relevant to initiation.
UPDATE_REQUEST (1)
An update request is used to update an existing Rx session.
PCSCF_RESTORATION (2)
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A P-CSCF Restoration is requested. This valueis only applicable to the PCSCF-Restorati on-Enhancement
feature defined in clause 5.4.1.

5.3.32 Min-Requested-Bandwidth-DL AVP

The Min-Requested-Bandwidth-DL AVP (AVP code 534) is of type Unsigned32, and it indicates the minimum
requested bandwidth in bits per second for a downlink IP flow. The bandwidth contains all the overhead coming from
the IP-layer and the layers above, e.g. IP, TCP, UDP, HTTP, RTP and RTP payload.

When provided in an AA-Request, it indicates the minimum requested bandwidth.

When the Extended-Min-Requested-BW-NR feature is supported and the value to be transmitted exceeds 2/32-1, the
Extended-Min-Requested-Bandwidth-DL AVP shall be used, see clause 4.4.10 and clause 5.3.58.

5.3.33 Min-Requested-Bandwidth-UL AVP

The Min-Requested-Bandwidth-UL AVP (AVP code 535) is of type Unsigned32, and it indicates the minimum
requested bandwidth in bits per second for an uplink IP flow. The bandwidth contains al the overhead coming from the
IP-layer and the layers above, e.g. IP, TCP, UDP, HTTP, RTP and RTP payload.

When provided in an AA-Request, it indicates the minimum requested bandwidth.
When the Extended-Min-Requested-BW-NR feature is supported and the value to be transmitted exceeds 2/32-1, the
Extended-Min-Requested-Bandwidth-UL AV P shall be used, see clause 4.4.10 and clause 5.3.59.

5.3.34 Required-Access-Info AVP

The Required-Access-Info AVP (AVP code 536) is of type Enumerated, and contai ns the access network information
required for that AF session.

The following values are defined:
USER_LOCATION (0)

Indicates that the user location information shall be reported, the PCRF shall report the user location
information within the 3GPP-User-Location-Info AVP (if available), the serving network identifier
containing PLMN identifier within the 3GPP-SGSN-MCC-MNC AVP (if available) and NID AVP (if
available), the user location information within the TWAN-Identifier (if available) , UE-Local-1P-Address
AVP (if available) , UDP-Source-Port AVP (if available), TCP-Source-Port AVP (if available) and User-
Location-Info-Time AVP (if available).

The NID AVPisonly applicable in 5GS when the serving network is an SNPN, as described in Annex E.
MS TIME_ZONE (1)

Indicates that the user timezone information shall be reported, the PCRF shall report the user timezone
information within the 3GPP-MS-TimeZone AVP.

5.3.35 IP-Domain-ld AVP

TheIP-Domain-Id AVP (AVP code 537) is of type (OctetString), and indicates the domain information which assists
session binding.

5.3.36 GCS-ldentifier AVP

The GCS-Identifier AVP (AVP code 538) is of type OctetString, and it indicates that an AF session relates to a Group
Communication session that requires prioritization.The values that identify the Group Communication session are not
specified.
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5.3.37 Sharing-Key-DL AVP

The Sharing-Key-DL AVP (AVP code 539) is of type Unsigned32 and is used to identify what media components may
share resource in the downlink direction.

The Sharing-Key-DL AVP shall be used as follows:

- If resource sharing applies between media components across AF sessions for the same user, the same value of
the Sharing-Key-DL AVP shall be used;

- If resource sharing does not apply between media components across AF sessions for the same user, a different
value of the Sharing-Key-DL AVP shall be used for each media component.

5.3.38 Sharing-Key-UL AVP

The Sharing-Key-UL AVP (AVP code 540) is of type Unsigned32 and is used to identify what media components may
share resource in the uplink direction.

The Sharing-Key-UL AVP shall be used as follows:

- If resource sharing applies between media components across AF sessions for the same user, the same value of
the Sharing-Key-UL AVP shall be used;

- If resource sharing does not apply between media components across AF sessions for the same user, a different
value of the Sharing-Key-UL AVP shall be used for each media component.

5.3.39 Retry-Interval AVP

The Retry-Interval AVP (AVP code 541) is of type Unsigned32, and it indicates atime interval in seconds to wait until
which the AF retries to send the same service information to the PCRF (for the same IP-CAN session) when the service
information is temporarily rejected by the PCRF (e.g. due to the detected congestion status of the cell the user islocated
in).

5.3.40 Sponsoring-Action AVP

The Sponsoring-Action AVP (AVP code 542) is of type Enumerated, and contains the indication whether to enable or
disable/not enable sponsored data connectivity.

The following values are defined:
DISABLE_SPONSORING (0)
Disable sponsored data connectivity or not enable sponsored data connectivity
ENABLE_SPONSORING (1)
Enable sponsored data connectivity.

NOTE: Theuseof value DISABLE _SPONSORING (0) to "not enable" sponsored data connectivity is used at
initial provisioning of session information to provide sponsor information but not enable it at that point in
time and to "disable" sponsored data connectivity is used at modification of session information when
disabling sponsored data connectivity previously enabled.

5.3.41 Max-Supported-Bandwidth-DL AVP

The Max-Supported-Bandwidth-DL AVP (AVP code 543) is of type Unsigned32, and it indicates the maximum
supported bandwidth in bits per second for a downlink IP flow as defined in 3GPP TS 26.114 [41]. The bandwidth
contains all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

When the Extended-BW-E2EQOSMTSI-NR feature is supported and the value to be transmitted exceeds 232-1, the
Extended-M ax-Supported-Bandwidth-DL AVP shall be used, see clause 4.4.10 and clause 5.3.54.

ETSI



3GPP TS 29.214 version 18.3.0 Release 18 52 ETSI TS 129 214 V18.3.0 (2024-09)

5.3.42 Max-Supported-Bandwidth-UL AVP

The Max-Supported-Bandwidth-UL AVP (AVP code 544 is of type Unsigned32, and it indicates the maximum
supported bandwidth in bits per second for an uplink IP flow as defined in 3GPP TS 26.114 [41]. The bandwidth
contains all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

When the Extended-BW-E2EQOSMTSI-NR feature is supported and the value to be transmitted exceeds 2°32-1, the
Extended-M ax-Supported-Bandwidth-UL AV P shall be used, see clause 4.4.10 and clause 5.3.55.

5.3.43 Min-Desired-Bandwidth-DL AVP

The Min-Desired-Bandwidth-DL AVP (AVP code 545) is of type Unsigned32, and it indicates the minimum desired
bandwidth in bits per second for a downlink IP flow as defined in 3GPP TS 26.114 [41]. The bandwidth contains all the
overhead coming from the | P-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

When the Extended-BW-E2EQOSMTSI-NR feature is supported and the value to be transmitted exceeds 2°32-1, the
Extended-Min-Desired-Bandwidth-DL AVP shall be used, see clause 4.4.10 and clause 5.3.56.
5.3.44 Min-Desired-Bandwidth-UL AVP

The Min-Desired-Bandwidth-DL AVP (AVP code 546) is of type Unsigned32, and it indicates the minimum desired
bandwidth in bits per second for an uplink IP flow as defined in 3GPP TS 26.114 [41]. The bandwidth contains al the
overhead coming from the | P-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

When the Extended-BW-E2EQOSMTSI-NR feature is supported and the value to be transmitted exceeds 2°32-1, the
Extended-Min-Desired-Bandwidth-UL AVP shall be used, see clause 4.4.10 and clause 5.3.57.

5.3.45 MCPTT-Ildentifier AVP

The MCPTT-Identifier AVP (AVP code 547) is of type OctetString, and it includes either one of the namespace values
used for MCPTT (see IETF RFC 8101 [45]) and it may include the name of the MCPTT service provider.

5.3.45A MCVideo-ldentifier AVP

The MCVideo-Identifier AVP (AVP code 562) is of type OctetString, and it includes the name of the MCVideo service
provider.

5.3.46  Service-Authorization-Info AVP

The Service-Authorization-Info AVP (AVP code 548) is of type Unsigned32, it shall contain a bit mask and indicatethe
result of the authorization for the service request from the AF. The bit 0 shall be the least significant bit. For example, to
get the value of bit 0, a bit mask of 0x0001 should be used. The meaning of the bits shall be as defined below:

Table 5.3.46: Service-Authorization-Info

Bit Name Description

0 |The transfer policy is known/unknown. This bit, when set, indicates that the transfer policy is unknown.

1 |The transfer policy has expired/has not  |This bit, when set, indicates that the transfer policy has expired.

expired
2 |The time window of the transfer policy This bit, when set, indicates that the time window of the transfer
has occurred/has not yet occurred policy has not yet occurred.

5.3.47 Priority-Sharing-Indicator AVP

The Priority-Sharing-Indicator AVP (AVP code 550) is of type Enumerated and is used to indicate that the related
media component can use the same Allocation and Retention Priority as media component(s) which are assigned the
same QCI in the PCRF belonging to other AF sessions for the same IP-CAN session that also contain the Priority-
Sharing-Indicator AVP set to PRIORITY_SHARING_ENABLED.
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The following values are defined:
PRIORITY_SHARING_ENABLED (0)

This value indicates that the related media component is allowed to share the Allocation and Retention Priority
with media components belonging to other AF sessions that have also indicated that priority sharing is enabled.

PRIORITY_SHARING_DISABLED (1)

Thisvalue indicates that the related media component is not allowed to share the Allocation and Retention
Priority with media components belonging to other AF sessions. Thisis the default value applicable if thisAVP
is not supplied.

5.3.48 Media-Component-Status AVP

The Media-Component-Status AVP (AVP code 549) is of type Unsigned32, and it describes the status of the PCC/QoS
rule(s) related to a media component.

The following values are defined in this specification:
0 (ACTIVE):
This value shall be used to indicate that the PCC/QoS rule(s) related to certain media component are active.
1 (INACTIVE):

This value shall be used to indicate that the PCC/QoS rule(s) related to certain media component are inactive.
Thisisthe default value applicable if this AVP is not supplied.

NOTE: Itisassumed that the AF considers the PCC/QoS rule(s) related to the media component(s) for which the
M edia-Component-Status AV P(s) are not received as inactive when the Specific-Action AVP set to
INDICATION_OF_FAILED_RESOURCES ALLOCATION (9) is received.

5.3.49 Content-Version AVP

The Content-Version AVP (AVP code 552) is of type Unsigned64, and it indicates the version of some content, e.g. of
the content of a media component included within the Media-Component-Description AV P. The content version shall
be unique for the content and for the lifetime of that content.

NOTE: The method of assigning content versions within the Content-Version AV Psis implementation specific.
Example implementations are a monotonically increasing number or a value based on a timestamp.

5.3.50 AF-Requested-Data AVP

The AF-Reguested-Data AV P (AVP code 551) is of type Unsigned32 and indicates the information that the AF
requested to be exposed, it shall contain a bit mask. The bit 0 shall be the least significant bit. For example, to get the
value of bit 0, abit mask of 0x0001 should be used. The meaning of the bits shall be as defined below:

Table 5.3.50.1: AF-Requested-Data

Bit Name Description

0 |EPC-level identities required This bit, when set, indicates that the AF requests the PCRF to provide
the EPC-level identities (MSISDN, IMSI, IMEI(SV)) available for that
IP-CAN session.

5.3.51 Pre-emption-Control-Info AVP

The Pre-emption-Control-Info (AVP code 553) is of type Unsigned32, it shall contain a bit mask and indicate that how
the PCRF to perform pre-emption among multiple potential media flow candidates of same priority. Pre-emption-
Control-Info AVP is provided at the AAR command level and the latest provided value within the Pre-emption-Control-
Info AVP shall be applied to al potential media flow candidates. The bit O shall be the least significant bit. For
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example, to get the value of bit 0, a bit mask of 0x0001 should be used. The meaning of the bits shall be as defined
below:

The following values are defined, only one bit shall be set at the same time:

Table 5.3.51: Pre-emption-Control-Info

Bit Name Description
0 |Most recent added flow This bit, when set, indicates that the most recent added flow is to be
pre-empted.
1 |Least recent added flow This bit, when set, indicates that the least recent added flow is to be
pre-empted.
2 |Highest bandwidth flow This bit, when set, indicates that the highest bandwidth flow is to be
pre-empted.

5.3.52 Extended-Max-Requested-BW-DL AVP

The Extended-Max-Requested-BW-DL AVP (AVP code 554) is of type Unsigned32, and it indicates the maximum
requested bandwidth in kbit per second for a downlink IP flow. The bandwidth contains all the overhead coming from
the IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

When provided in an AA-Request, it indicates the maximum requested bandwidth. When provided in an AA-Answer, it
indicates the maximum bandwidth acceptable by PCRF.

5.3.53 Extended-Max-Requested-BW-UL AVP

The Extended-Max—Requested-BW-UL AVP (AVP code 555) is of type Unsigned32, and it indicates the maximum
requested bandwidth in kbit per second for an uplink 1P flow. The bandwidth contains all the overhead coming from the
IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

When provided in an AA-Request, it indicates the maximum requested bandwidth. When provided in an AA-Answer, it
indicates the maximum bandwidth acceptable by PCRF.

5.3.54 Extended-Max-Supported-BW-DL AVP

The Extended-M ax-Supported-BW-DL AVP (AVP code 556) is of type Unsigned32, and it indicates the maximum
supported bandwidth in kbit per second for a downlink IP flow as defined in 3GPP TS 26.114 [41]. The bandwidth
contains all the overhead coming from the IP-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

5.3.55 Extended-Max-Supported-BW-UL AVP

The Extended-M ax-Supported-BW-UL AVP (AVP code 557) is of type Unsigned32, and it indicates the maximum
supported bandwidth in kbit per second for an uplink IP flow as defined in 3GPP TS 26.114 [41]. The bandwidth
contains all the overhead coming from the | P-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

5.3.56 Extended-Min-Desired-BW-DL AVP
The Extended-Min-Desired-BW-DL AVP (AVP code 558) is of type Unsigned32, and it indicates the minimum desired

bandwidth in kbit per second for a downlink IP flow as defined in 3GPP TS 26.114 [41]. The bandwidth contains al the
overhead coming from the | P-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.

5.3.57 Extended-Min-Desired-BW-UL AVP

The Extended-Min-Desired-BW-UL AVP (AVP code 559) is of type Unsigned32, and it indicates the minimum desired
bandwidth in kbit per second for an uplink IP flow as defined in 3GPP TS 26.114 [41]. The bandwidth contains all the
overhead coming from the | P-layer and the layers above, e.g. IP, UDP, RTP and RTP payload.
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5.3.58 Extended-Min-Requested-BW-DL AVP

The Extended-Min-Requested-BW-DL AVP (AVP code 560) is of type Unsigned32, and it indicates the minimum
requested bandwidth in kbit per second for a downlink IP flow. The bandwidth contains all the overhead coming from
the IP-layer and the layers above, e.g. IP, TCP, UDP, HTTP, RTP and RTP payload.

When provided in an AA-Request, it indicates the minimum requested bandwidth.

5.3.59 Extended-Min-Requested-BW-UL AVP

The Extended-Min-Reguested-Bandwidth-UL AVP (AVP code 561) is of type Unsigned32, and it indicates the
minimum requested bandwidth in kbit per second for an uplink IP flow. The bandwidth contains al the overhead
coming from the | P-layer and the layers above, e.g. IP, TCP, UDP, HTTP, RTP and RTP payload.

When provided in an AA-Request, it indicates the minimum requested bandwidth.

5.3.60 IMS-Content-ldentifier AVP

The IMS-Content-ldentifier AVP (AVP code 563) is of type OctetString, and it contains information that identifies the
particular IMS communication service or communication dialogue that the AF service session belongsto. This
information may be used by the PCRF, for example, to differentiate Charging for different communication dialogsin
the IMS session.

5.3.61 [IMS-Content-Type AVP

The IMS-Content-Type AVP (AVP code 564) is of type Enumerated, and it indicates the type of IMS communication
service the AF session refers to. The following values are defined:

NO_CONTENT_DETAIL (0)

Thisvalueis used to indicate that no information about the type of IMS communication service is being
provided

CAT (1
Thisvalue is used to indicate that the type of IMS communication service is Customized Alerting Tones
CONFERENCE (2)

Thisvalue is used to indicate that the type of IMS communication serviceis3PTY conference

5.3.62 Callee-Information AVP

The Callee-Information AV P (AVP code 565) is of type Grouped, and it contains information that identifies the callee
information of the AF service session. Thisinformation may be used by the PCRF, for example, to provide the callee
information in the PCC rule decision for further volume based charging.

AVP Format:

Cal |l ee-I nformation::= < AVP Header: 565 >
[ Cal | ed- Party- Addr ess]
*[ Request ed- Par t y- Addr ess]
*[ Cal | ed- Asserted-Identity]
*[ AVP)]

5.3.63 FLUS-Identifier AVP

The FLUS-Identifier AVP (AVP code 566) is of type OctetString, and it indicates that a media component is used for
FLUS media
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It is derived from the medialevel attribute "a=label:" (see IETF RFC 4574 [68]) obtained from the SDP body. It
contains the string after "a=label:" starting with "flus" and may be followed by more characters as described in
3GPP TS 26.238 [69].

5.3.64 Desired-Max-Latency AVP

The Desired-Max-Latency AVP (AVP code 567) is of type Float32 and describes the maximum desirable end to end
transport level packet latency in milliseconds as a zero-based integer or as a non-zero real value. The value excludes
any application level processing in the sender and receivers, such as e.g. application-level retransmission or
encoding/decoding.

5.3.65 Desired-Max-Loss AVP

The Desired-Max-Loss AVP (AVP code 568) is of type Float32 and describes the maximum desirable end to end
transport level packet loss rate in percent (without "%" sign) as a zero-based integer or as a non-zero real value.

5.3.66 MA-Information AVP

The MA-Information AVP (AVP code 570) is of type Grouped, and contains the additional or released IP-CAN type
and RAT typefor aMA PDU session.

MA- | nf ormati on: : = < AVP Header: 570 >
[ 1 P-CAN Type ]
[ RAT-Type ]
[ MA-Infornation-Action ]
*[ AVP ]

5.3.67 MA-Information-Action AVP

The MA-Information-Action AVP (AVP code 571) is of type Unsigned32, and it indicates the action to apply to the | P-
CAN type and RAT type valuesincluded in the MA-Information AVP.

The following values are defined in this specification:
0 (ADD):

Thisvalue shall be used to indicate that the IP-CAN Type/RAT Type included in the MA-Information AVP are
available for the MA PDU session.

1 (RELEASE):

Thisvalue shall be used to indicate that the IP-CAN Type/RAT Type included in the MA-Information AVP are
released and not available for the MA PDU session.

0 (ADD) isthe default value.

5.3.68 NID AVP

The NID AVP (AVP code 569) is of type OctetString, and it indicates Network Identifier (NID) consisting on 44 bits
(11 hexadecimal digits), as specified in 3GPP TS 23.003 [38], clause 12.7.

The NID AVPisonly applicable in 5GS when the serving network isan SNPN, as described in Annex E.

5.3.69 5GS-RAN-NAS-Release-Cause AVP (3GPP-5GS and Non-3GPP-
5GS access type)

The 5GS-RAN-NAS-Release-Cause AVP (AVP code 572) is of type Grouped, and indicates the RAN or NAS release
cause code information in 3GPP-5GS and non-3GPP-5GS access types.

AVP Format:
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5GS- RAN- NAS- Rel ease- Cause ::= < AVP Header: 572 >
[ 5GW Cause]
[ 5GSM Cause]
[ NGAP- Cause]
*[ AVP |

5.3.70 5GMM-Cause AVP

The 5GMM-Cause AVP (AVP code 573) is of type Unsigned32 and indicates the 5GMM cause code information. The
AVP shall be coded as per the 5 GMM Causein clause 9.11.3.2 of 3GPP TS 24.501 [70].

5.3.71 5GSM-Cause AVP

The 5GSM-Cause AVP (AVP code 574) is of type Unsigned32 and indicates the 5GSM cause code information. The
AVP shall be coded as per the 5GSM Cause in clause 9.11.4.2 of 3GPP TS 24.501 [70].

5.3.72 NGAP-Cause AVP

The NGAP-Cause AVP (AVP code 575) is of type Grouped and indicates the NG Application Protocol cause value as
specified in clause 9.4.5 of 3GPP TS 38.413 [71].

AVP Format:

NGAP- Cause ::= < AVP Header: 575 >
{ NGAP- G oup}
{ NGAP- Val ue}

5.3.73 NGAP-Group AVP

The NGAP-Group AVP (AVP code 576) is of type Unsigned32, and it indicates the group of the NGAP cause. The
value of this |E shall equal to the ASN.1 value of the specified NGAP cause group

NGAP supports cause groups defined as separate enumerations, as specified in clause 9.4.5 of 3GPP TS 38.413 [71].
The following values are defined in this specification:

0:

This value indicates the NGAP cause group is "radioNetwork" .

This value indicates the NGAP cause group is "transport”.

This value indicates the NGAP cause group is"nas".

This value indicates the NGAP cause group is "protocol”.

This value indicates the NGAP cause group is"misc”.

5.3.74 NGAP-Value AVP

The NGAP-Vaue AVP (AVP code 577) is of type Unsigned32 and indicates the NG AP cause value in specific cause
group identified by the NGAP-Group AVP, as specified in clause 9.4.5 of 3GPP TS 38.413 [71].

5.3.75 Wireline-User-Location-Info AVP

The Wireline-User-L ocation-Info AVP (AVP code 578) is of type Grouped and contains either wireline Cable or
wireline BBF user location information.
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The HFC-Node-ldentifier AV P indicates wireline cable location and contains an HFC Node | dentifer.

The GLI-Identifier AVP indicates wireline BBF location and contains a Global Line Identifier. The Line-Type AVP
indicates the type of line included in the GLI-Identifier AVP.

AVP Format:

Wreline-User-Location-Info ::= < AVP Header: 578 >

[ HFC- Node-ldentifier ]

[ Gl-ldentifier ]

[ Line-Type ]

*[ AVP ]

5.3.76 HFC-Node-ldentifier AVP
The HFC-Node-1dentifier AVP (AVP code 579) is of type OctetString and contains an HFC Node Identifier as specified
in CableLabs WR-TR-5WWC-ARCH [73].
5.3.77 GLI-Identifier AVP

The GLI-Identifier AVP (AVP code 580) is of type OctetString and contains a Global Line Identifier (see

clause 28.16.3 of 3GPP TS 23.003 [38]) encoded as base64-encoded characters, representing the GLI value (up to 150
bytes) as specified in BBF WT-470 [74].

5.3.78 Line-Type AVP

The Line-Type AVP (AVP code 581) is of type Unsigned32 and it indicates the type of wireline (DSL or PON) for the
wireline BBF access.

The following values are defined in this specification:
0 (DSL):
Thisvalue shall be used to indicate DSL line.
1 (PON):
This value shall be used to indicate PON line.

5.3.79 MPS-Action AVP

The MPS-Action AVP (AVP code 582) is of type Enumerated, and contains the indication whether to enable or disable
MPSfor DTS.

The following values are defined:
DISABLE_MPS_FOR_DTS (0)
Disable MPSfor DTS.
ENABLE_MPS FOR DTS (1)
Enable MPSfor DTS.
AUTHORIZE_AND_ENABLE_MPS FOR DTS (2)
The PCRF shall check the user's MPS subscription and enable MPS for DTS,
AUTHORIZE_AND_ENABLE_MPS FOR_AF_SIGNALLING (3)
The PCRF shall check the user's M PS subscription and enable MPS for AF signalling.
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5.4 Rx re-used AVPs

54.0 General

Table5.4.0.1 lists the Diameter AV Ps re-used by the Rx reference point from existing Diameter Applications, including
areference to their respective specifications and when needed, a short description of their usage within the Rx reference
point. Other AV Ps from existing Diameter Applications, except for the AV Ps from Diameter Base Protocol, do not
need to be supported. The AVPs from Diameter Base Protocol are not included in table 5.4.0.1, but they are re-used for
the Rx protocol. Unless otherwise stated, re-used AV Ps shall maintain their ‘M’, ‘P" and *V’ flag settings. Where 3GPP
Radius VSAs are re-used, unless otherwise stated, they shall be trandated to Diameter AV Ps as described in

RFC 4005 [12] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.
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Table 5.4.0.1: Rx re-used Diameter AVPs
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Attribute Name Reference

Comments

Applicabilit
y (notes 1,
2)

3GPP-MS-TimeZone 3GPP TS 29.061 [34]

Indicates the offset between universal time and
local time in steps of 15 minutes of where the MS
currently resides.

This AVP shall have the 'M' bit cleared.

NetLoc
RAN-NAS-
Cause

3GPP-SGSN-MCC-MNC (3GPP TS 29.061 [34]

Indicates the serving core network operator ID.
For GPRS accesses the MCC and the MNC of the
SGSN.

For EPS 3GPP/non-3GPP accesses, the MCC
and the MNC provided by the SGW, ePDG or
TWAG.

This AVP shall have the 'M' bit cleared.

NetLoc,
RAN-NAS-
Cause

3GPP-User-Location-Info |3GPP TS 29.061 [34]

Indicates details of where the UE is currently
located (e.g. SAIl or CGl), Coding for type values
between 0 and 134 shall be done as defined in
3GPP TS 29.274 [33]. The values 135 and 137
corresponding to "NCGI" and "5GS TAIl and
NCGI" (which are not applicable in some
specification using this AVP) shall be applicable.
Coding for these type values shall be done as
defined in 3GPP TS 29.061 [34]

This AVP shall have the 'M' bit cleared.

NetLoc
RAN-NAS-
Cause

AN-GW-Address 3GPP TS 29.212 [8]

Carries the IP address of the ePDG used as
IPSec tunnel endpoint with the UE.
This AVP shall have the ‘M’ bit cleared.

AN-Trusted 3GPP TS 29.273 [39]

Indicates whether the access network is trusted or
untrusted for the Non-3GPP access network. This
AVP shall have the 'M' bit cleared.

Called-Asserted-Identity |3GPP TS 32.299 [24]

The address (Public User ID: SIP URI, E.164,
etc.) of the finally asserted called party.

VBCLTE

Called-Party-Address 3GPP TS 32.299 [24]

The address (SIP URI, Tel URI or URN) of the
party to whom the call is addressed.

VBCLTE

Called-Station-Id IETF RFC 4005 [12]

The PDN the user is connected to. For GPRS and
EPS the APN. When used to contain the APN, the
APN is composed of the APN Network Identifier
only, or the APN Network Identifier and the APN
Operator Identifier as specified in TS 23.003 [38],
clause 9.1. The inclusion of the APN Operator
Identifier can be configurable.

Rel8

Calling-Party-Address 3GPP TS 32.299 [24]

The address (SIP URI or Tel URI) which identifies
the party (Public User Identity or Public Service
Identity) initiating a SIP transaction.

This information may be used by the PCRF, for
example, to provide the caller information in the
PCC rule decision for further volume based
charging.

VBCLTE

DRMP IETF RFC 7944 [43]

Allows Diameter endpoints to indicate the relative
priority of Diameter transactions.

Final-Unit-Action IETF RFC 8506 [75]

The action applied by the PCEF when the user’s
account cannot cover the service cost.

Rel8

Framed-IP-Address IETF RFC 4005 [12]

The valid routable Ipv4 address that is applicable
for the IP Flows towards the UE at the PCEF. The
PCREF shall use this address to identify the correct
IP-CAN session (session binding). For example,
the IP address may actually be that of the network
interface of a NAT device between the UE and the
GW. The values

OXFFFFFFFF and OXFFFFFFFE are not
applicable as described in RFC 4005 [12].
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Applicabilit
Attribute Name Reference Comments y (notes 1,
2)

Framed-Ipv6-Prefix

IETF RFC 4005 [12]

A valid full Ipv6 address that is applicable to an IP
flow or IP flows towards the UE at the PCEF. The
PCREF shall use this address to identify the correct
IP-CAN session (session binding, refer to TS
29.213 [9]). For example, the IP address may
actually be that of the network interface of a NAT
device between the UE and the GW.

The encoding of the value within this Octet String
type AVP shall be as defined in RFC 3162 [20],
clause 2.3. The "Reserved", "Prefix-Length" and
"Prefix" fields shall be included in this order. The
AF shall set the "Prefix Length" to 128 and
encode the Ipv6 address of the UE within the
"Prefix" field.

Granted-Service-Unit
(NOTE 3)

IETF RFC 8506 [75]

The volume and/or time thresholds for sponsored
data connectivity. Only CC-Total-Octets, one of
the CC-Input-Octets and CC-Output-Octets, or
CC-Time AVPs are reused.

This AVP shall have the ‘M’ bit cleared.

SponsoredC
onnectivity,
SCTimeBas
edUM

IP-CAN-Type

3GPP TS 29.212 [g]

IP-CAN type of the user.

Load

IETF RFC 8583 [51]

The AVP used to convey load information
between Diameter nodes.

This AVP and all AVPs within this grouped AVP
shall have the 'M' bit cleared.

Max-PLR-DL

3GPP TS 29.212 [8]

indicates ratio of lost packets per number of
packets sent in unit of tenth of percent for a
downlink voice service data flow.

CHEM

Max-PLR-UL

3GPP TS 29.212 [8]

indicates ratio of lost packets per number of
packets sent in unit of tenth of percent for an
uplink voice service data flow.

CHEM

NetLoc-Access-Support

3GPP TS 29.212 [8]

Indicates the level of support for NetLoc
procedures provided by the current access
network.

NetLoc

OC-OLR

IETF RFC 7683 [35]

Contains the necessary information to convey an
overload report.

OC-Supported-Features

IETF RFC 7683 [35]

Defines the support for the Diameter overload
indication conveyence by the sending node.

Pre-emption-Capability

3GPP TS 29.212 [8]

Indicates whether a service data flow can get
resources that were already assigned to another
service data flow with a lower priority level.

MCPTT-
Preemption

Pre-emption-Vulnerability

3GPP TS 29.212 [8]

Indicates whether a service data flow can lose the
resources assigned to it in order to admit a
service data flow with higher priority level.

MCPTT-
Preemption

RAN-NAS-Release-
Cause

3GPP TS 29.212 [8]

Indicates RAN and/or NAS release cause code
information. TWAN release cause code
information or untrusted WLAN release cause
code information.

RAN-NAS-
Cause

RAT-Type

3GPP TS 29.212 [8]

Indicate which Radio Access Technology is
currently serving the UE.

Rel8

Requested-Party-
Address

3GPP TS 32.299 [24]

The address (SIP URI, Tel URI or URN) of the
party to whom the call was originaly addressed.

VBCLTE

Reference-Id

3GPP TS 29.154 [47]

Indicates the transfer policy stored in the SPR.

Reservation-Priority

3GPP TS 183.017 [15]

The vendor-id shall be set to ETSI (13019) [15].
The support of this AVP shall be advertised in the
capabilities exchange mechanisms (CER/CEA) by
including the ETSI parameter in the Supported-
Vendor-ld AVP.

Subscription-I1d

IETF RFC 8506 [75]

The identification of the subscription (IMSI,
MSISDN, etc.).

Supported-Features

3GPP TS 29.229 [25]

If present, this AVP informs the destination host
about the features that the origin host requires to
successfully complete this command exchange.

Rel8
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Applicabilit
Attribute Name Reference Comments y (notes 1,
2)
Contains the TCP source port number in the case |NetLoc-
that a NAT and firewall are detected and the Untrusted-
TCP-Source-Port 3GPP TS 29.212 [8] IKEv2 messages exchanged _betweer_l the UE and |WLAN
the ePDG are transported using the firewall
traversal tunnel as described in 3GPP TS 24.302
[50].This AVP shall have the ‘M’ bit cleared.
Netloc-
Trusted-
Indicates the UE location in a Trusted WLAN or \IQV,JA_QI\II\IAS
TWAN-Identifier 3GPP TS 29.061 [34] Untrusted WLAN Access Network. Cause
This AVP shall have the ‘M’ bit cleared.
NetLoc-
Untrusted-
WLAN
Indicates the DSCP code to be used for packet DSCP
ToS-Traffic-Class 3GPP TS 29.212 [8] filter. The first octet cor_1tains the DSQP code and
the second octet contains the mask field set to
11111100.
Contains the UDP source port number in the case |NetLoc-
that NAT is detected and the IKEv2 messages Untrusted-
exchanged between the UE and the ePDG are WLAN
UDP-Source-Port 3GPP TS 29.212 (8] encapsulated in the UDP messages according to
IETF RFC 3948 [49].
This AVP shall have the ‘M’ bit cleared.
Indicates the local IP address of the UE. NetL.oc-
UE-Local-IP-Address 3GPP TS 29.212 [8] Thi FOANE Untrusted-
is AVP shall have the ‘M’ bit cleared. WLAN
The measured volume and/or time for sponsored [SponsoredC
. . data connectivity. Only CC-Total-Octets, one of onnectivity
tﬁgi‘sg‘"ce'u”'t IETF RFC 8506 [75] |the CC-Input-Octets and CC-Output-Octets, or  |SCTimeBas
CC-Time AVPs are reused. edUM
This AVP shall have the ‘M’ bit cleared.
The identification and capabilities of the terminal
(IMEISV, etc.)
User-Equipment-Info IETF RFC 8506 [75] When the User-Equipment-Info-Type is set to
IMEISV(0), the value within the User-Equipment-
Info-Value shall be a UTF-8 encoded decimal.
The identification and capabilities of the terminal  [User-
User-Equipment-Info- (IMEISV, IMEI, etc.). Equipment-
Extension IETF RFC 8506 [75] When the User-Equipment-Info-IMEISV or the Info-
User-Equipment-Info-IMEI is used, it shall be a Extension
UTF-8 encoded decimal.
NetLoc
User-Location-Info-Time  [3GPP TS 29.212 [8] Indicates_ the time the UE was last known to be in  |RAN-NAS-
the location. Cause
NOTE 1: AVPs marked with "Rel8" are applicable as described in clause 5.4.1.
NOTE 2: AVPs marked with "SponsoredConnectivity" are applicable for sponsored data connectivity.
NOTE 3: Volume Usage monitoring control functionality is applicable for SponsoredConnectivity supported feature.
Time Based Usage monitoring control is applicable for SCTimeBasedUM supported feature.
54.1 Use of the Supported-Features AVP on the Rx reference point

The Supported-Features AV P is used during session establishment to inform the destination host about the required and
optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set
of supported features. The server shall, in the first answer within the Diameter session indicate the set of features that it
has in common with the client and that the server shall support within the same Diameter session. Any further command
messages shall always be compliant with the list of supported features indicated in the Supported-Features AV Ps during
session establishment. Features that are not advertised as supported shall not be used to construct the command
messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AV P on the Rx
reference point shall be compliant with the requirements for dynamic discovery of supported features and associated
error handling on the Cx reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [25].
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The base functionality for the Rx reference point isthe 3GPP Rel-7 standard and a feature is an extension to that
functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features
AVP may be absent from the Rx commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [25], when extending the
application by adding new AV Psfor afeature, the new AV Ps shall have the M bit cleared and the AV P shall not be
defined mandatory in the command ABNF.

Asdefined in 3GPP TS 29.229 [25], the Supported-Features AVP is of type grouped and contains the Vendor-Id,
Feature-List-1D and Feature-List AV Ps. On the Rx reference point, the Supported-Features AV P is used to identify
features that have been defined by 3GPP and hence, for features defined in this document, the Vendor-1d AVP shall
contain the vendor 1D of 3GPP (10415). If there are multiple feature lists defined for the Rx reference point, the
Feature-List-ID AVP shall differentiate those lists from one another.

On receiving aninitial request application message, the destination host shall act as defined in clause 7.2.1 of
3GPP TS 29.229 [25]. The following exceptions apply to the initial and stateless AAR/AAA command pair:

- If the AF supporting post-Rel-7 Rx functionality is able to interoperate with a PCRF supporting Rel-7, the AAR
shall include the features supported by the AF within Supported-Features AVP(s) with the ‘M’ bit cleared.
Otherwise, the AAR shall include the supported features within the Supported-Features AV P(s) with the M-bit
Set.

NOTE 1: Oneinstance of Supported-Features AVP is needed per Feature-List-ID.

- If the AAR command does not contain any Supported-Features AV P(s) and the PCRF supports Rel-7 Rx
functionality, the AAA command shall not include the Supported-Features AVP. In this case, both AF and PCRF
shall behave as specified in the Rel-7 version of this document.

- If the AAR command contains the Supported-Features AV P(s), the PCRF shall include the Supported-Features
AVP(s) inthe AAA command, with the ‘M’ bit cleared, indicating only the features that both the PCRF and AF
support. In this case, the PCRF should not use the 'M' bit setting of the Supported-Features AV P(s) to determine
if the AAR is accepted or rejected.

NOTE 2: The client will aways declare all featuresthat are supported according to table 5.4.1.1. When more than
one feature identifying arelease is supported by both AF and PCRF, the AF will work according to the
latest common supported release.

Once the PCRF and AF have negotiated the set of supported features during session establishment, the set of common
features shall be used during the lifetime of the Diameter session.

The table below defines the features applicable to the Rx interfaces for the feature list with a Feature-List-1D of 1.
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Table 5.4.1.1: Features of Feature-List-ID 1 used in Rx
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Feature
bit

Feature

M/O

Description

0

Rel8

This feature indicates the support of the base 3GPP Rel-8 functionality,
including the AVPs and corresponding procedures supported by the base
3GPP Rel-7 Rx standard, but excluding those features represented by
separate feature bits. AVPs introduced with this feature are marked with
"Rel8" in Table 5.4.0.1.

Rel9

This feature indicates the support of the base 3GPP Rel-9 functionality,
including the AVPs and corresponding procedures supported by the Rel8
feature bit, but excluding those features represented by separate feature
bits.

ProvAFsignalFlow

This indicates support for the feature of provisioning of AF signalling flow
information as described in clause 4.4.5A. If the PCRF supports this
feature the AF may provision AF signalling flow information.
NOTE: This feature is used by the IMS Restoration Procedures to
provide to the PDN-Gateway the address of the P-CSCF
selected by the UE, refer to TS 23.380 [28].

SponsoredConnectivity

This feature indicates support for sponsored data connectivity feature. If
the PCRF supports this feature, the AF may provide sponsored data
connectivity to the subscriber.

Rel10

This feature indicates the support of the base 3GPP Rel-10 functionality,
including the AVPs and corresponding procedures supported by the Rel8
and Rel9 feature bit, but excluding those features represented by
separate feature bits. AVPs introduced with this feature are marked with
"Rel10" in table 5.3.0.1.

NetLoc

This feature indicates the support of the Access Network Information
Reporting.

ExtendedFilter

This feature indicates the support for the local (i.e. UE) address and
mask being present in filters signalled between network and UE.

SCTimeBasedUM

@]

This feature indicates support for sponsored data connectivity feature
with time-based usage monitoring control required. If the PCRF supports
this feature, the AF may provide time threshold for the usage monitoring
control.

Netloc-Trusted-WLAN

This feature indicates the support for the Trusted WLAN access. It
requires that NetLoc feature is also supported.

RAN-NAS-Cause

This feature indicates the support for the release cause code information
(NOTE 1) from the access network.

10

GroupComService

This feature indicates the support of Group Communication services as
described in TS 23.468 [36] for unicast services.

11

ResShare

This feature indicates the support of resource sharing among several AF
sessions.

12

DeferredService

This feature indicates the support of deferred transfer of service
information from the AF.

13

DSCP

This feature indicates that the AF may provide a DSCP value when
describing a service flow by supplying the ToS-Traffic-Class AVP.

14

SponsorChange

Oof of ol ol ol o ©

This feature indicates that the AF provides information on whether it
wants to enable or disable/not enable sponsoring a service. It requires
that SponsoredConnectivity is also supported.

15

E2EQOSMTSI

@]

This feature indicates that the AF supports QoS End-to-end MTSI
extensions as defined in 3GPP TS 26.114 [41]

16

NetLoc-Untrusted-WLAN

o

This feature indicates the support of the Untrusted WLAN access as
described in 3GPP TS 23.203 [2]. It requires that NetLoc feature is also
supported.

17

MCPTT

This feature indicates the support of Mission Critical Push To Talk
services as described in 3GPP TS 23.179 [44]

18

PrioritySharing

This feature indicates that Priority Sharing is supported as described in
3GPP TS 23.203 [2], clause 6.1.19.

19

PLMNInfo

This feature indicates that reporting on changes of PLMN info is
supported.

20

MediaComponentVersioning

This feature indicates the support of media component versioning as
defined in clause 4.4.9.

21

MCPTT-Preemption

o ol ol o ©o

This feature indicates the support of service pre-emption based on the
information provided by the AF. It requires that both PrioritySharing and
MCPTT features are also supported.

22

MCVideo

This feature indicates the support of Mission Critical Video services as
described in 3GPP TS 23.281 [61].
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Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number
"0".

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").

Description: A clear textual description of the feature.

NOTE 1: In this release, 5GS and EPS release cause code information is supported. The 3GPP-EPS and Non-3GPP
EPS release cause code information from the access network is encoded in the RAN-NAS-Release-Cause
AVP and can include RAN/NAS release cause(s), a TWAN release cause or an untrusted WLAN release
cause. The 3GPP 5GS and Non-3GPP 5GS release cause code is encoded in the 5GS-RAN-NAS-Release-
Cause AVP and is only applicable to Rx interworking with N7 as specified in Annex E.

Table 5.4.1.2: Features of Feature-List-ID 2 used in Rx

Feature Feature M/O Description
bit
0 PCSCF-Restoration- O |This feature indicates support of P-CSCF Restoration Enhancement.
Enhancement It is used for the PCRF and the P-CSCF to indicate if they support P-
CSCF Restoration Enhancement.

1 Extended-Max-Requested-BW- | O |This feature indicates the support of the extended Max-Requested-
NR Bandwidth for NR.

2 Extended-Min-Requested-BW- | O [This feature indicates the support of the extended Min-Requested-
NR Bandwidth for NR. It requires that Rel-10 feature is also supported.

3 Extended-BW-E2EQOSMTSI- | O |This feature indicates the support of the extended E2ZEQOSMTSI
NR bandwidth values for NR. It requires that E2EQOSMTSI feature and

the Extended-Max-Requested-BW-NR are also supported.

4 VBC O |This feature indicates the support of Volume Based Charging of IMS
services as defined in clause A.16.

5 CHEM O |This feature indicates the support of Coverage and Handover
Enhancements for Media (CHEM)

6 VBCLTE O |This feature indicates the support of providing the caller and callee
information as defined in clause A.16.

7 FLUS O |This feature indicates the support of FLUS functionality as described
in 3GPP TS 26.238 [69].

8 EPSFallbackReport O |This feature indicates the support of the report of EPS Fallback as
defined in clause E.3.

9 ATSSS O |This feature indicates the support of the report of multiple IP-CAN
types for a MA PDU session as defined in clause E.4.

10 QoSHint O |This feature indicates the support of specific QoS hint parameters as
described in 3GPP TS 26.114 [41], clause 6.2.10.

11 ReallocationOfCredit O |This feature indicates the support of the report of reallocation of
credit. It only applies to 5GS as defined in Annex E.

12 Netloc-Trusted-N3GA O |This feature indicates the support for the Trusted N3GA access. It
requires that NetLoc-Trusted-WLAN feature is also supported.

13 NetLoc-Wireline O [This feature indicates the support for the Wireline access as specified
inin 3GPP TS 23.316 [72]. It only applies to 5GS as defined in Annex
E. It requires that NetLoc feature is also supported.

14 MPSforDTS O |This feature indicates the support of MPS for DTS as defined in

clauses 4.4.11. and 4.4.12

15 User-Equipment-Info-Extension | O |This feature indicates the support of the User-Equipment-Info-
Extension AVP as defined in IETF RFC 8506 [75].

16 AuthorizationForMpsSignalling | O |[This feature indicates support for use of the MPS-Action AVP to
signal that the UE's MPS subscription shall be checked by the PCRF
prior to enabling MPS for AF signalling.

Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number
"0".

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").

Description: A clear textual description of the feature.
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5.5 Rx specific Experimental-Result-Code AVP values

551 Permanent Failures

Errorsthat fall within the Permanent Failures category shall be used to inform the peer that the request failed, and
should not be attempted again.

IETF RFC 6733 [52] specifies the Experimental-Result AVP containing Vendor-ID AV P and Experimental -Result-
Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-
assigned value representing the result of processing a request. The Vendor-ID AVP shall be set to 3GPP (10415).

Specific values of the Rx specific Experimental-Result-Code AVP are;
INVALID_SERVICE_INFORMATION (5061)

The PCRF rejects new or modified service information the service information provided by the AF isinvalid
or insufficient for the server to perform the requested action.

FILTER_RESTRICTIONS (5062)

The PCRF rejects new or modified service information because the Flow-Description AV P(s) cannot be
handled by the server because restrictions defined in clause 5.3.8 are not observed.

REQUESTED_SERVICE_NOT_AUTHORIZED (5063)

The PCRF rejects new or modified service information because the requested service, as described by the
service information provided by the AF, is not consistent with either the related subscription information,
operator defined policy rules and/or the supported features in the IP-CAN network.

DUPLICATED_AF_SESSION (5064)

The PCRF rejects a new Rx session setup because the new Rx session relates to an AF session with another
related active Rx session, e.g. if the AF provided the same AF charging identifier for this new Rx session that
isalready in use for the other ongoing Rx session.

IP-CAN_SESSION_NOT_AVAILABLE (5065)

The PCRF rejects anew Rx session setup when it fails to associate the described service | P flows within the
session information received from the AF to an existing IP-CAN session.

UNAUTHORIZED_NON_EMERGENCY _SESSION (5066)

The PCRF rejects anew Rx session setup because the session binding function associated a non-Emergency
IMS session to an IP-CAN session established to an Emergency APN.

UNAUTHORIZED_SPONSORED_DATA_CONNECTIVITY (5067)

The PCRF rejects a new Rx session setup because the PCRF can’t authorize the sponsored data connectivity
based on the sponsored data connectivity profile or the operator policy (e.g. the sponsored data connectivity
not authorized in the roaming case).

TEMPORARY_NETWORK_FAILURE (5068)

The PCRF rejects new or modified service information because there is atemporary failure in the access
network (e.g. the SGW has failed).

UNAUTHORIZED_NON_RLOS SESSION (5069)

The PCRF rejects a new Rx session setup because the session binding function associated a non-RLOS IMS
session to an IP-CAN session established to an RLOS APN.
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55.2 Transient Failures

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at
the time it was received, but may be able to satisfy the request in the future.

The Result-Code AV P values defined in Diameter Base |IETF RFC 6733 [52] are applicable. Also the following specific
Rx Experimental-Result-Code value is defined for transient failures:

REQUESTED_SERVICE_TEMPORARILY_NOT_AUTHORIZED (4261)

The PCRF temporarily rejects new or modified service information because the network is temporarily not
able to provide the service delivery that the AF requested, e.g. due to the service information is not consistent
with the operator defined policy rules for the congestion status of the user.

5.6 RXx messages

5.6.0 General

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [52] and the NASREQ Diameter
application (RFC 4005 [12]) are used with the Rx specific AVPs. An Rx specific Auth-Application id is used together
with the command code to identify the Rx messages.

NOTE 1: The notion of NAS (Network Access Server) isnot used here, NASREQ isjust used for protocol
purposes, not for its functional meaning.

NOTE 2: Some of the AVPsincluded in the messages formats below are in bold to highlight that these AVPs are
used by this specific protocol and do not belong to the original Diameter Base Protocol
IETF RFC 6733 [52].

NOTE3: Multipleinstances of the Subscription-ld AVP in the AAR or RAR command correspond to multiple
types of identifier for the same subscriber, for example IMSI and MSISDN.

5.6.1 AA-Request (AAR) command

The AAR command, indicated by the Command-Code field set to 265 and the ‘R’ bit set in the Command Flagsfield, is
sent by an AF to the PCRF in order to provide it with the Session Information.

Message Format:
<AA- Request> ::= < Di anmeter Header: 265, REQ PXY >
< Session-1d >

[ DRWP ]

{ Auth-Application-Id }

{ Oigin-Host }

{ Oigin-Realm}

{ Destination-Real m}

[ Destination-Host ]

[ I'P-Domain-1d ]

[ Auth-Session-State ]

[ AF-Application-ldentifier ]
*[ Medi a- Conponent - Descri ption ]
[ Service-Info-Status ]

[ AF-Charging-ldentifier ]
[ SIP-Forking-Indication ]
[ Specific-Action ]

[ Subscription-1d ]

[ OC Supported- Features ]
[ Supported-Features ]

[ Reservation-Priority ]

[ Franed-| P-Address ]

[ Franed-Ipv6-Prefix ]

[ Called-Station-Id ]

[ Service-URN ]

[ Sponsored-Connectivity-Data ]
[ MPS-Identifier ]

[ GCS-ldentifier ]

[ MCPTT-ldentifier ]

*
*
*
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MCVi deo- I dentifier ]

| MB-Content-1ldentifier ]
| MB- Cont ent - Type ]

Cal |'i ng- Party- Address ]
Cal | ee-I nformation ]

Rx- Request - Type ]

Requi r ed- Access-Info ]

AF- Request ed- Dat a ]

Ref erence-1d ]
Pre-enption-Control -1nfo ]
MPS- Action ]
Oigin-State-1d ]
Proxy-Info ]

Rout e- Record ]

AVP ]

5.6.2  AA-Answer (AAA) command

The AAA command, indicated by the Command-Code field set to 265 and the ‘R’ bit cleared in the Command Flags

field, is sent by the PCRF to the AF in response to the AAR command.

Message Format:

<AA- Answer > :: =

0*2

5.6.3 Re-Auth-Request (RAR) command

<
<

*

*
*
*
*

[
{
{
{
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[

Di aneter Header: 265, PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-I1d }
Origin-Host }

Oigin-Realm}

Resul t - Code ]

Experinental - Result ]

Aut h- Session-State ]

Access- Net wor k- Char gi ng- 1 dentifier ]

Access- Net wor k- Char gi ng- Addr ess ]
Accept abl e- Service-Info ]
AN- G Addr ess ]

AN Trusted ]

Servi ce- Aut hori zati on-Info ]
| P- CAN- Type ]

MA- | nf ormati on ]

Net Loc- Access- Support ]

RAT- Type ]

Fl ows ]

OC- Support ed- Feat ures ]
OC-OLR ]

Supported- Features ]
Subscription-1d ]

User - Equi pnent - I nfo ]

User - Equi pnent - | nf o- Ext ensi on ]
3GPP- SGSN- MCC- M\C ]

NI D ]

C ass ]

Error- Message |
Error-Reporting-Host ]

Fai | ed- AVP ]

Retry-Interval ]
Oigin-State-1d ]

Redi rect - Host ]

Redi r ect - Host - Usage ]

[ Redirect-Max- Cache-Ti me ]

“[
!
I

Proxy-Info ]
Load ]
AVP ]
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The RAR command, indicated by the Command-Code field set to 258 and the ‘R’ bit set in the Command Flagsfield, is

sent by the PCRF to the AF in order to indicate an Rx specific action.

M essage Format:

<RA- Request > ::

Di aneter Header: 258, REQ PXY >
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Desti nati on- Real m}

Desti nati on- Host }

Aut h- Appl i cation-I1d }
Specific-Action }

OC- Support ed- Feat ures ]
Access- Net wor k- Char gi ng-1dentifier ]
Access- Net wor k- Char gi ng- Addr ess ]
AN- GV Addr ess ]

AN Trusted ]

Fl ows ]

Subscription-1d ]

Abor t - Cause ]

| P- CAN- Type ]

MA- | nf ormati on ]

Net Loc- Access- Support ]

RAT- Type ]

Sponsor ed- Connectivity-Data ]
3GPP- User - Location-1nfo ]
User-Location-Info-Tinme ]
3GPP- M5- Ti neZone ]

RAN- NAS- Rel ease- Cause ]

5GS- RAN- NAS- Rel ease- Cause ]
3GPP- SGSN- MCC- M\C ]

NI D ]

TWAN- | dentifier ]

TCP- Sour ce- Port ]

UDP- Sour ce- Port ]

UE- Local - | P- Address ]
Wreline-User-Location-Info ]
Oigin-State-1d ]

*[ Aass ]

*[ Proxy-Info ]

*[ Route-Record ]

*[ AVP ]

5.64 Re-Auth-Answer (RAA) command

The RAA command, indicated by the Command-Code field set to 258 and the ‘R’ bit cleared in the Command Flags
field, is sent by the AF to the PCRF in response to the RAR command.

*

1 1 1 1 ) 1 ) e e ) ) ey ey P ) et et e ) 1 Ay Ay A Ay

o
E
N *

* %

* %

M essage Format:
<RA- Answer> ::= Di anet er Header: 258, PXY >
Session-1d >

DRWP ]

Origin-Host }

Oigin-Realm}

Resul t - Code ]

Experinental - Resul t ]

OC- Support ed- Features ]
OC-OLR ]

Medi a- Conponent - Descri ption ]
Servi ce- URN ]
Oigin-State-1d ]

C ass ]

Error- Message |

Error- Reporti ng- Host ]

Redi rect - Host ]

Redi r ect - Host - Usage ]

Redi r ect - Max- Cache-Ti ne ]
Fai | ed- AVP ]

Proxy-Info ]

AVP ]

5.6.5 Session-Termination-Request (STR) command

*

* *
— e e A A T A A

* ok

The STR command, indicated by the Command-Code field set to 275 and the ‘R’ bit set in the Command Flags field, is
sent by the AF to inform the PCRF that an established session shall be terminated.

M essage Format:

<ST-Request> ::= < Dianeter Header: 275, REQ PXY >
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Desti nati on- Real m}

Aut h- Appl i cation-1d }
Term nati on- Cause }
Desti nati on- Host ]

OC- Support ed- Feat ures ]

*[ Required-Access-Info ]

*[ dass ]
Oigin-State-1d ]

*[ Proxy-Info ]

*[ Route-Record ]

*

AVP |
5.6.6 Session-Termination-Answer (STA) command

The STA command, indicated by the Command-Code field set to 275 and the ‘R’ bit cleared in the Command Flags
field, is sent by the PCRF to the AF in response to the STR command.

Message Format:
<ST- Answer> ::= Di aneter Header: 275, PXY >
Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]

Error- Message |

Er ror - Reporti ng- Host ]

OC- Support ed- Features ]
OC-OLR ]

Fai | ed- AVP ]

Sponsor ed- Connectivity-Data ]
Oigin-State-1d ]

3GPP- User - Location-Info ]
User - Location-1nfo-Tine ]
3GPP- M5- Ti neZone ]

RAN- NAS- Rel ease- Cause |

5GS- RAN- NAS- Rel ease- Cause ]
3GPP- SGSN- MCC- M\C ]

NI D ]

TWAN- | dentifier ]

TCP- Sour ce- Port ]

UDP- Sour ce- Port ]

UE- Local - | P- Address ]

Net | oc- Access- Support ]
Wreline-User-Location-Info ]
Cass |

Redi rect - Host ]

Redi r ect - Host - Usage ]

Redi r ect - Max- Cache-Ti ne ]
Proxy-Info ]

Load ]

AVP ]

5.6.7 Abort-Session-Request (ASR) command

The ASR command, indicated by the Command-Code field set to 274 and the ‘R’ bit set in the Command Flagsfield, is
sent by the PCRF to inform the AF that bearer for the established session is no longer available.

* %

e e e e e e e e T T e e e e A P e A A

* %

EE

M essage Format:

<AS-Request> ::= < Dianeter Header: 274, REQ PXY >
< Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Desti nati on- Real m}
Desti nati on- Host }

Aut h- Appl i cation-I1d }
OC- Support ed- Feat ures ]
Abort - Cause }
Oigin-State-1d ]
Proxy-1Info ]

Rout e- Record ]

AVP ]

1 e Ay e Ay Ay Ay A A 1

E
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5.6.8  Abort-Session-Answer (ASA) command

The ASA command, indicated by the Command-Code field set to 274 and the ‘R’ bit cleared in the Command Flags
field, is sent by the AF to the PCRF in response to the ASR command.

Message Format:

Di aneter Header: 274, PXY >
Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]

OC- Support ed- Feat ures ]
OC-OLR ]

Oigin-State-1d ]

Error- Message |

Er ror- Reporti ng- Host ]

Fai | ed- AVP ]

Redi rect - Host ]

Redi r ect - Host - Usage ]

Redi r ect - Max- Cache-Ti ne ]
Proxy-Info ]

AVP ]

<AS- Answer >

*

* ok

— e e A e A A
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Annex A (normative):
IMS Related P-CSCF Procedures over Rx

Al Provision of Service Information at P-CSCF

The P-CSCF shall send service information to the PCRF upon every SIP message that includes an SDP answer payload
for the purpose of authorizing the IP flows and the QoS resources required for a negotiated IMS session, unless the SDP
payload only relates to a circuit-switched bearer (i.e. "c=" line set to "PSTN" and an "m=" line set to "PSTN", refer to
3GPP TS 24.292 [26]). The service information shall be derived both from the SDP offer and the SDP answer. This
ensures that the PCRF receives proper information to perform media authorization for all possible IMS session set-up
scenarios, and that the PCRF is also capable of handling session modifications. The P-CSCF may include the Service-
Info-Status AVP with the value set to FINAL_SERVICE_INFORMATION.

Additionally, the P-CSCF may send service information to the PCRF when receiving a SIP message that includes an
SDP offer payload for the purpose of performing an early bandwidth authorization check, or for enabling pre-
authorization for a UE terminated IM S session establishment or modification with UE initiated resource reservation, or
for the retrieval of network provided access network information (see clause A.10.2). The P-CSCF shall send service
information to the PCRF when receiving a SIP message that includes an SDP offer payload when the IMS sessionisan
MPS session that requires priority treatment. For a UE terminated session the P-CSCF may send the service information
derived from the SDP offer when the SDP offer either does not include any preconditions information or includes
preconditions information indicating that the local preconditions (i.e. the preconditions related to the remote peer) are
already met. In this case, the P-CSCF shall derive the service information only from the SDP offer and shall include the
Service-Info-Status AV P with the value set to PRELIMINARY SERVICE INFORMATION.

NOTE 1: For a UE terminated session setup, when the SDP offer either does not include any preconditions
information or includes preconditions information indicating that the local preconditions (i.e. the
preconditions related to the remote peer) are already met, the terminating UE can request aresource
modification prior to sending the SDP answer. Even if the | P address and port information in the session
information derived from the SDP offer can be insufficient for PCC rule authorization, the policy to
handle such UE initiated requests at the PCRF can take into account the fact that an IM S session
establishment is ongoing, for instance in deciding whether to authorize the request and in selecting an
appropriate charging key and a gating policy.

The P-CSCF shall derive Flow-Description AV P within the service information from the SDP as follows:

- Anuplink Flow-Description AVP shall be formed as follows: The destination address shall be taken from the
SDP information received by the P-CSCF in downlink direction, while the source | P address may be formed
from the address present in the SDP received by the P-CSCF in uplink direction (taking into account only the 64
bit prefix of the Ipv6 address) Source and destination ports shall be derived according to rules provided in
3GPP TS 29.213 [9] clause 6.2.

EXAMPLE 1:  Assuming UE A sends an SDP to UE B, the PCRF of UE B uses the address present in this SDP
for the destination address of UE B’s uplink Flow-Description AV P, while the PCRF of the UE A
uses the 64 bit prefix of the same address for the source address of UE A’s uplink
Flow-Description AVP. If the source address is not formed from the 64 bit prefix, the source
address shall be wildcarded.

- A downlink Flow-Description AVP shall be formed as follows: The destination address shall be taken from the
SDP information received by the P-CSCF in uplink direction, while the source | P address may be formed (in
order to reduce the possibilities of bearer misuse) from the destination address in the SDP received by the P-
CSCF in downlink direction (taking into account only the 64 bit prefix of the Ipv6 address) Source and
destination ports shall be derived according to rules provided in 3GPP TS 29.213 [9] clause 6.2.

EXAMPLE 2.  Assuming UE A sends an SDP to UE B, the PCRF of UE A uses the address present in this SDP
for the destination address of UE A’s downlink Flow-Description AV P, while the PCRF of UE B
uses the 64 bit prefix of the same address for the source address of UE B’ s downlink
Flow-Description AVP. If the source address is not formed from the 64 bit prefix, the source
address shall be wildcarded.
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The P-CSCF shall derive the bandwidth information within the service information, from the "b=AS" SDP parameter
and "a=bw-info" SDP parameter, if available and if the E2EM TSIQOS feature is supported. If "a=bw-info" is used for
bandwidth derivation, the P-CSCF shall use the SDP attribute line that contains the bandwidth properties for the IP
version used by the UE, as detailed in 3GPP TS 29.213 [9] clause 6.2. If the received "a=bw-info" SDP attribute ling(s)
contain only bandwidth properties for an |P version that is not used by the UE, the P-CSCF shall re-compute the
bandwidth properties for the used IP version and use that value for the bandwidth derivation as defined in

3GPP TS 26.114 [41].

NOTE 2: If no IP version isincluded for any of the "a=bw-info" SDP attribute lines related to a certain payload
type and direction then IPv6 is assumed for al bandwidth properties related to the same direction and
payload type, on all of the related "a=bw-info" SDP attribute lines, see clause 19 of 3GPP TS 26.114 [41].

If "a=bw-info" is used for bandwidth derivation and it includes both known and unknown bandwidth properties, the P-
CSCF shall only consider the known bandwidth properties to derive the bandwidth information and ignore the unknown
ones. If the" a=bw-info" lineis received with an unknown directionality, then the entire "a=bw-info" line shall be
ignored.

For the possibly associated RTCP IP flows, the P-CSCF shall use the SDP "b=RR" and "b=RS" parameters, if present,
as specified in 3GPP TS 29.213 [9] clause 6.2. The "b=AS", "b=RR" and "b=RS" parametersin the SDP contain all the
overhead coming from the |P-layer and the layers above, e.g. IP, UDP, RTP and RTCP payload, or IP, UDP and RTCP.

For multiplexed RTP/RTCP flows (as negotiated using the"a=rtcp-mux" SDP attribute defined in IETF RFC 5761 [42],
a P-CSCF supporting RTP/RTCP transport multiplexing shall derive the bandwidth information within the service
information as specified in 3GPP TS 29.213 [9] clause 6.2.

However, if service information is received containing the "b=TIAS" SDP parameter that corresponds to an SDP
answer payload, and if the P-CSCF supports this parameter, the P-CSCF may derive the bandwidth from this parameter
rather than from the "b=AS" SDP parameter, as detailed in 3GPP TS 29.213 [9] clause 6.2.

When available, the P-CSCF shall aso indicate to PCRF, as a complement to the Service Information, the IMS
Communication Service Identifier within the AF-Application-ldentifier AVP. The originating P-CSCF shall take the
IMS Communication Service ldentifier value from the SIP response. The terminating P-CSCF shall take the IMS
Communication Service ldentifier value from the SIP request. Otherwise, the P-CSCF may not be able to provide an
IMS Communication Service ldentifier value to the PCRF. The format and specific headers where IMS communication
service identifiers are transported within SIP are defined in 3GPP TS 24.229 [17].

NOTE 3: In order to indicate the IMS Communication Service ldentifier to the PCRF, the originating P-CSCF sets
the AF-Application-ldentifier AVP to the ICSI contained in the topmost occurance of the "+g.3gpp.icsi-
ref" header field parameter of the Feature-Caps header field(s) of 18x or 2xx SIP response (Feature-Caps:
*:+0.3gpp.icsi-ref="urn%Aurn-7%A3gpp-service.ims.ics.mmtel”) and the terminating P-CSCF sets the
AF-Application-ldentifier AVP to the ICSI of the P-Asserted-Service header information received in the
SIP request (e.g. P-Asserted-Service: urn:urn-7:3gpp-service.ims.icsi.mmtel). Since the headers and the
format of the ICSI can vary depending on the case, the PCRF has to be prepared to accept the complete
ICSI information received in different formats, as described in clause 7.2A.8.2 in 3GPP TS 24.229 [17].

Additionally, the P-CSCF may include the Sharing-Key-DL AV P and/or Sharing-Key-UL AVP within the Media-
Component-Description AVP in order to indicate the PCRF that resource sharing should apply for the media
components in the related direction with the same value for the Sharing-Key-DL AVP and/or Sharing-Key-UL AVP.

Additionally, if PrioritySharing feature is supported, the P-CSCF may provide the Priority-Sharing-Indicator AVP
within the Media-Component-Description AV P as described in clause 4.4.47.

NOTE 4: The P-CSCF obtains thisinformation from the Application Server as described in 3GPP TS 23.228 [16],
clause5.4.7.9.

NOTE 5: RTCP flows are not subject to resource sharing. This requirement cannot be met for multiplexed
RTP/RTCP flows asin this case there is no mechanism in the current release to distinguish between RTP
and RTCP flows.

If the Service-URN AV P does not include an emergency service URN, i.e. atop-level service type of "sos' as specified
in IETF RFC 5031 [21] and possibly additional sub-service information on the type of the emergency service and the
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PCRF binds the IM S service session to an IP-CAN session established to an Emergency APN, the PCRF shall return an
AAA command with Experimental -Result-Code AV P et to the value

UNAUTHORIZED_NON_EMERGENCY _SESSION to the P-CSCF. Upon receiving an AAA with Experimental-
Result-Code AVP set to the value UNAUTHORIZED_NON_EMERGENCY _SESSION the P-CSCF shall apply the
procedures defined in 3GPP TS 24.229 [17].

NOTE 6: The PCRF determines whether an IP-CAN session is established to an Emergency APN based on the
information received over Gx and operator configuration.

If the AF-Requested-Data AV P is provided in the AA-Request command indicating "EPC-level |dentities required”, the
PCRF shall provide the available user information for the IP-CAN session within the Subscription-ld AVP (s) and/or
User-Equipment-Info AV P or User-Equipment-Info-Extension AVP if the User-Equipment-Info-Extension featureis
supported.

The PCRF may decide not to authorize requested service information. The PCRF will indicate it to the P-CSCF by
sending an AA-Answer with Experimental -Result-Code AV P et to the value
REQUESTED_SERVICE_NOT_AUTHORIZED. Upon receiving an AA-Answer with Experimental-Result-Code
AVP set to the value REQUESTED_SERVICE_NOT_AUTHORIZED the P-CSCF shall apply the procedures defined
in3GPP TS 24.229 [17].

A.2  Enabling of IP Flows

A.2.0 General

Prior to the completion of the SIP session set-up, i.e. until the 2xx response to the INVITE request is received, the P-
CSCF may enable or disable media I P flows depending on operator policy, thus alowing or forbidding early mediain
forward and/or backward direction. The P-CSCF may set the values of the Flow-Status AV Ps derived from the SDP
direction attributes as defined in 3GPP TS 29.213 [9] clause 6.2 or set the values of the Flow-Status AV Ps considering
the em-param of the P-Early-Media header field according to clause A.2.1 or downgrade the val ues of the Flow-Status
AV Ps derived from the SDP direction attribute based on the configuration in the P-CSCF according to clause A.2.2.
However for multiplexed RTP/RTCP flows (as negotiated using the "a=rtcp-mux" SDP attribute defined in

IETF RFC 5761 [42]), a P-CSCF supporting RTP/RTCP transport multiplexing shall set the Flow-Status set to
"ENABLED" to prevent that RTCP is blocked. If the P-CSCF chooses to modify the values of the Flow-Status AV Ps as
received from the SDP direction attribute, the P-CSCF shall store the last received SDP.

When a 2xx response is received, the P-CSCF shall enable all media IP flows according to the direction attribute within
the last received SDP, as specified in 3GPP TS 29.213 [9] clause 6.2. When a 2xx response is received and the P-CSCF
previously provided the values of the Flow-Status AV Ps different from the value derived from the SDP direction
attribute in the session information, the P-CSCF shall provide service information with values of the Flow-Status AV Ps
corresponding to the last received SDP.

NOTE: Inmost cases a 2xx response is a 200 (OK) response.

If the P-CSCF receives SDP answers after the completion of the SIP session set-up, i.e. after the 2xx response to the
INVITE request is received, the P-CSCF shall provide the Flow-Status AV P, based on the last received SDP answer.
The Flow-Status AV P shall be derived from the SDP according to 3GPP TS 29.213 [9] clause 6.2.

A.2.1 Gate control procedures considering the P-Early-Media
header field

Prior to the completion of the SIP session set-up, the P-CSCF may use the em-param of the P-Early-Media header field
defined in IETF RFC 5009 [48] in order to enable or disable early mediain forward and/or backward direction. If the P-
CSCF uses the em-param of the P-Early-Media header field for the gate control of early media, the P-CSCF shall
perform the following procedures.

In the terminating P-CSCF, when a SIP message with the P-Early-Media header field is received from the UE and the
policies configured in the P-CSCF indicate that the UE is authorized to send early media, then:

1) the P-CSCF shall set the Flow-Status AVP to "ENABLED" if:
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2)

3)

4)

5)

- the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP
direction attribute from the UE is "sendrecv" or no SDP direction attribute has been received; or

the P-CSCF shall set the Flow-Status AVP to "ENABLED-UPLINK" if:

- the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP
direction attribute from the UE is "sendonly"; or

- thereceived em-param(s) in the P-Early-Media header field includes "sendonly" and the last received SDP
direction attribute from the UE is "sendrecv" or "sendonly" or no SDP direction attribute has been received;
or

the P-CSCF shall set the Flow-Status AVP to "ENABLED-DOWNLINK" if:

- the received em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received SDP
direction attribute from the UE is "recvonly"; or

- thereceived em-param(s) in the P-Early-Media header field includes "recvonly" and the last received SDP
direction attribute from the UE is "sendrecv" or "recvonly” or no SDP direction attribute has been received,
or

the P-CSCF shall set the Flow-Status AVP to "DISABLED" if either the received em-param(s) in the P-Early-
Media header field or the last received SDP direction attribute from the UE includes "inactive'; or

the P-CSCF may set the Flow-Status AVP to "DISABLED" or apply the rules defined in clause A.2.2 if the
received em-param(s) in the P-Early-Media header field includes "sendonly" or "recvonly” and the last received
SDP direction attribute from the UE is "recvonly” or "sendonly" respectively.

NOTE 1: If the UE isauthorized to send early media, the P-CSCF will not remove or modify the P-Early-Media

header field according to 3GPP TS 24.229 [17].

When a SIP message with the P-Early-Media header field is received from the functional entity within the trust domain,

and if:

the P-Early-Media header field includes the "gated" parameter, then the P-CSCF may decide not to perform the
gate control of early media; or

the P-Early-Media header field does not include the "gated" parameter, then the P-CSCF shall perform the
following procedures:

1) the P-CSCF shall set the Flow-Status AVP to"ENABLED" if:

- thereceived em-param(s) in the P-Early-Media header field includes "sendrecv” and the last received
SDP direction attribute from the functional entity is"sendrecv" or no SDP direction attribute has been
received; or

2) the P-CSCF shall set the Flow-Status AVP to "ENABLED-DOWNLINK" if:

- thereceived em-param(s) in the P-Early-Media header field includes "sendrecv” and the last received
SDP direction attribute from the functional entity is "sendonly"; or

- thereceived em-param(s) in the P-Early-Media header field includes "sendonly" and the last received
SDP direction attribute from the functional entity is"sendrecv" or "sendonly" or no SDP direction
parameter has been received; or

3) the P-CSCF shall set the Flow-Status AVP to "ENABLED-UPLINK" if:

- thereceived em-param(s) in the P-Early-Media header field includes "sendrecv" and the last received
SDP direction attribute from the functional entity is "recvonly"; or

- thereceived em-param(s) in the P-Early-Media header field includes "recvonly"and the last received SDP
direction attribute from the functional entity is"sendrecv" or "recvonly" or no SDP direction parameter
has been received ; or
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4) the P-CSCF shall set the Flow-Status AVP to "DISABLED" if either the received em-param(s) in the P-
Early-Media header field or the last received SDP direction attribute from the functional entity includes
"inactive"; or

5) the P-CSCF may set the Flow-Status AVP to "DISABLED" or apply the rules defined in clause A.2.2 if the
received em-param(s) in the P-Early-Media header field includes "sendonly" or "recvonly” and the last
received SDP direction attribute from the functional entity is "recvonly" or "sendonly” respectively.

NOTE 2: According to IETF RFC 5009 [48], the non-direction parameter "gated" can be included after the
direction parameter (e.g. "sendrecv") in the parameter list. The proxy performing gating of early media
can add the parameter before forwarding the SIP message.

When a SIP message without the P-Early-Media header field is received from either the functional entity within the
trust domain or the UE that is authorized to send early media, then the P-CSCF may set the Flow-Status AVP to
"DISABLED" or apply the rules defined in clause A.2.2 or apply the rules defined in 3GPP TS 29.213 [9] clause 6.2.

NOTE 3: Asindicated in IETF RFC 5009 [48] the applicable preconditions need to be met in order to allow early
mediain a particular direction.

When a SIP message is received from the functional entity other than the functional entity within the trust domain or the
UE that is authorized to send early media, then the P-CSCF shall not use the received em-param(s) in the P-Early-
Media header field and may apply the rules defined in clause A.2.2 or apply the rules defined in 3GPP TS 29.213 [9]
clause 6.2.

NOTE 4: The P-CSCF will remove or modify the P-Early-Media header field in the above case.

A.2.2 Gate control procedures based on the configuration in the
P-CSCF

Prior to the completion of the SIP session set-up, the P-CSCF may downgrade the values of the Flow-Status AV Ps
derived from the SDP direction attributes based on the configuration in the P-CSCF. If the P-CSCF has the
configuration for the gate control of early media, the P-CSCF shall perform the following procedures.

NOTE: The gate control of early media can be configured in the P-CSCF per UE basis.

When the Flow-Status AV P derived from the SDP direction attributeis"ENABLED", then the P-CSCF may downgrade
the value of the Flow-Status AVP to the value "DISABLED", "ENABLED_UPLINK", or "ENABLED_DOWNLINK"
based on the configuration in the P-CSCF.

When the Flow-Status AV P derived from the SDP direction attribute is"ENABLED_UPLINK" or
"ENABLED_DOWNLINK", then the P-CSCF may downgrade the value of the Flow-Status AV P to the value
"DISABLED" based on the configuration in the P-CSCF.

A.3  Support for SIP forking

A.3.0 General

The P-CSCF shall be able to handle forking when PCC is applied. Forking can occur as specified in
3GPP TS 23.228 [16]. The related UE procedures are described in 3GPP TS 24.229 [17].

A.3.1 PCC rule provisioning for early media for forked responses

When a SIP session has been originated by a connected UE, the P-CSCF may receive multiple provisional responses
due to forking before the first final answer is received. Multiple early media session may be established during this
process.

The UE and the P-CSCF become aware of the forking only when a subsequent provisional response arrives for a new
early dialogue. After the first early media session is established, for each subsequent provisional response establishing
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an additional early media session,, the P-CSCF shall use an AA request within the existing Diameter session containing
the SIP-Forking-Indication AVP with value SEVERAL_DIALOGUES and include the service information derived
from the latest provisional response.

The P-CSCF shall aso provision the service information derived from any subsequent SDP offer-answer exchange
within an early dialogue (e.g. in PRACK and OK(PRACK), or UPDATE and OK(UPDATE) ) using an AA request
within the existing Diameter session containing the SIP-Forking-Indication AVP with value SEVERAL_DIALOGUES
and the derived service information.

When receiving an AA reguest containing the SIP-Forking-Indication AVP with value SEVERAL_DIALOGUES, the
PCRF shall identify the existing authorization information for that AF session. The PCRF shall send additional PCC
Rules or individual service dataflow filtersto already provide PCC rules as required by the Flow Description AVPs
within the session information to the PCEF. The PCRF shall authorize any additional media components and any
increased QoS requirements for the previously authorized media components, as requested within the service
information. The PCRF shall authorize the maximum bandwidth required by any of the dialogues, but not the sum of
the bandwidths required by all dialogues. Thus, the QoS authorized for a media component is equal to the highest QoS
requested for that media component by any of the forked responses. The PCRF shall open or close the gates for service
flows depending on the flow status that is being provisioned. However, if aflow ID has been enabled in uplink or
downlink direction or both way within previous service information, it shall remain enabled even if the PCRF receives
service information that disable this flow ID within an AA request containing the SIP-Forking-Indication AVP with
value SEVERAL_DIALOGUES.

If the P-CSCF provides one or more Media-Component-Description AV P with the Flow-Status AV P set to
"REMOVED" for previoudy authorized media component(s) the media component shall remain as authorized and the
PCRF shall not take any action on that media component(s).

NOTE: There can be cases where aforked response could not support some of the media components included in
the SDP Offer (e.g. when early session disposition SDP as described in Annex A.7 applies, the forked
response related to the early session could include the port set to zero for those media components not
related to the early session or when a subsequent SDP Offer-Answer to indicate that some mediais
disabled). For those cases the P-CSCF will indicate the PCRF about the removal of the corresponding
media component. However this media component is already supported by other UEs and the PCRF
needs to maintain the corresponding PCC rules until the final SDP answer is received in the P-CSCF in
order to avoid the release of resourcesin the network.

A.3.2 Updating the provisioned PCC rules at the final answer

The P-CSCF shall store the SDP information for each early dialogue separately till the first final SIP answer is received.
Then the related early dialogue is progressed to an established dialogue to establish the final SIP session. All the other
early dialogues are terminated. The service information for the SIP session is updated to match the requirements of the
remaining early dialogue only.

When receiving the first final SIP response, the P-CSCF shall send an AA request without the SIP-Forking-Indication
AVP and include the service information derived from the SDP corresponding to the dialogue of the final response. The
P-CSCF shall provision the full service information including the applicable Flow-Description AV P(s) and Flow-Status
AVP(s).

When receiving an AA request with no SIP-Forking-Indication AV P or with a SIP-Forking-Indication AV P with value
SINGLE_DIALOGUE, the PCRF shall update installed PCC Rules information and Authorized-QoS information to
match only the reguirements of the service information within this AA request. The PCRF should immediately remove
PCC Rule(s) or individual service data flow filters not matching IP flow(s) in the updated Service Information, to
reduce the risk for initial clipping of the media stream, and to minimize possible misuse of resources. The PCRF shall
also open or close the gates for service flows according to the flow statusin the received service information.
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A.4  Notification of AF Signalling Transmission Path
Status

When the P-CSCF receives an initial REGISTER SIP message from an attached UE, the P-CSCF may subscribe to
notifications of the status of the AF Signalling transmission path using the procedures specified in clause 4.4.5. Once
the P-CSCF has subscribed, the P-CSCF may receive notifications from the PCRF according to clause 4.4.6.3.

NOTE 1: When the Standardised QCI characteristics as defined in 3GPP TS 23.203 [2] are followed, the QCI for
IMS signalling will correspond to a non-GBR bearer. In this case, the P-CSCF will not receive
notifications related to the Specific-Action with value "INDICATION_OF LOSS OF BEARER".

NOTE 2: This procedure is not applicable for IMS registrations for Emergency sessions.

The P-CSCF shall cancel the subscription to notification of the status of the AF Signalling transmission path when the
AF Signalling to that particular user isterminated (i.e. when the user is de-REGISTERED from the IM CN subsystem).

When the P-CSCF receives a notification of loss of signalling connectivity from the PCRF, the P-CSCF shall behave as
defined in 3GPP TS 24.229 [17].

A.5 Indication of Emergency Registration and Session
Establishment

When the P-CSCF receives an initial REGISTER SIP message for an IMS emergency registration or an INVITE SIP
message for an emergency session and the P-CSCF determines that there are no IMS-level roaming interfaces, the P-
CSCF may request the PCRF to provide the EPC-level identities (MSISDN, IMSI, IMEI(SV)) available for that 1P-
CAN session using the procedure as specified in this clause (for an IMS emergency registration) or A.1 (for an IMS
emergency session establishment). An P-CSCF may request the PCRF to provide the EPC-level identities (MSISDN,
IMSI, IMEI(SV)) available for that IP-CAN session when no service information is available in the AF.To do so, the P-
CSCF shall open an Rx Diameter session with the PCRF for the AF signalling using an AA-Request command. The P-
CSCF shall provide the UE's I P address (using either the Framed-IP-Address AV P or the Framed-Ipv6-Prefix AV P)
and the AF-Requested-Data AV P set to "EPC-level identities required”. The AF shall include the Service-URN AV P set
to the value "sos', in order to indicate that the new AF session relates to emergency traffic that is not related to a
specific emergency service.

When the PCRF receives an AA-Request command as described in the preceding paragraphs from the P-CSCF, the
PCRF shall perform session binding as described in 3GPP TS 29.213 [9]. When the PCRF receives the Service-URN
AVP indicating an emergency session, the PCRF may apply special policies, for instance prioritising service flows
relating to the AF session or alowing these service flows free of charge. When the Service-URN AVP indicates that the
AF session relates to emergency traffic and the AF-Reguested-Data AV P isreceived indicating "EPC-level Identities
required”, the PCRF shall provide the requested available user information (MSISDN, IMSI) for the IP-CAN session
within the Subscription-1d AV P(s) and/or the IMEI(SV) within the User-Equipment-Info AVP or the User-Equipment-
Info-Extension AV P if the User-Equipment-Info-Extension feature is supported, in the AA-Answer command.

When the P-CSCF receives the AA-Answer with the EPC-level identities from the PCRF, the P-CSCF stores the
information received within the Subscription-l1d AV P(s) and/or User-Equipment-Info AVP or User-Equipment-Info-
Extension AVP if the User-Equipment-Info-Extension feature is supported, provided by the PCRF and behaves as
defined in 3GPP TS 24.229 [17].

NOTE: The user information received within the User-Equipment-Info AV P or the User-Equipment-Info-
Extension AVP if the User-Equipment-Info-Extension feature is supported, and/or Subscription-l1d
AVP(s) can be used to support PSAP callback functionality for anonymous IMS emergency sessions. See
3GPP TS 23.167 [53] for further information.

The P-CSCF may decide to terminate the Rx session at any time. In that case, the AF shall use a Session-Termination-
Reguest (STR) command to the PCRF, which shall be acknowledged with a Session-Termination-Answer (STA)
command.
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A SIPINVITE request can contain a service URN as defined in IETF RFC 5031 [21] within the request URI. If the
service within this URN is"sos", possibly with additional sub-service information, the P-CSCF shall provision this
service and sub-service information within the Service-URN AV P towards the PCRF. The P-CSCF may & so provision
possible information about other services received within the service URN.

A.6  Natification IP-CAN Type Change

When the P-CSCF receives an initial REGISTER SIP message or an INVITE SIP message from an attached UE, the P-
CSCF may reguest from the PCRF the information about the type of IP-CAN the UE is attached to using the procedure
specified in clause 4.4.1.

NOTE 1: This procedureis not applicable for IMS registrations for Emergency sessions.

NOTE 2: The P-CSCF can request information about the type of IP-CAN as part of the SIP session setup when it is
only interested in the related information when the IM S session is ongoing.

If the P-CSCF requests information about the type of IP-CAN, the P-CSCF shall also subscribe within the same AAR
command operation to notifications for changes of the IP-CAN type used by the UE. The P-CSCF shall include a
Specific-Action AVP inthe AAR that is set to the value of IP-CAN_CHANGE.

When the P-CSCF receives the AA-Answer or RA-Request from the PCRF, the P-CSCF stores the IP-CAN type
information received within the IP-CAN-Type AVP and the RAT type information received within the RAT-Type AVP
and AN-Trusted AVP (if also provided by the PCRF) and behaves as defined in 3GPP TS 24.229 [17].

The P-CSCF may receive notifications for changes of the IP-CAN type from the PCRF according to clause 4.4.6.4.
When the P-CSCF receives a notification of the change of the IP-CAN used by the UE, the P-CSCF stores the new | P-
CAN typeinformation and RAT type information and behaves as defined in 3GPP TS 24.229 [17].
NOTE 3: The subscription to receive information about the type of IP-CAN will be cancelled when the
corresponding Rx session is terminated by the AF (i.e. when the UE is de-REGISTERED or the related
SIP call istorn down).

A.7  Support for Early Session disposition SDP

A.7.1 General

As anetwork option, the P-CSCF may support the PCC procedures in the present Clause to handle "early session”
disposition type SDP, as standardised in IETF RFC 3959 [27].

A.7.2 Service Information Provisioning for Early Media

The P-CSCF can receive "early session” disposition SDP in addition to "session" disposition SDP in SIP early
dialogues.

The P-CSCF shall then provision service information derived both from the "early session” disposition SDP and
"session” disposition SDP applying the proceduresin Clauses A.1, A.2, and A.3, and in the present Clause.

The P-CSCF shall apply the mapping rulesin Annex B.1.2.2.2 to derive the flow identifiers from "early session"
disposition SDP.

If asingle medialine with one mediatype (e.g. "audio" or "video") is contained in "early session” disposition SDP and
asingle medialine with the same mediatype is contained in the "session" disposition SDP of the same SIP dialogue,
and both media lines describe service flows of the same directionality (uplink, downlink, or bidirectional), the P-CSCF
should describe those SDP media lines in the same session information media component (with the same flow D).

The "early session” disposition SDP can also contain media lines of atype not included in the "session” disposition
SDP, or several media lines of the same type. Such media components shall be described in own media componentsin
the service information.
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If the P-CSCF desires to invoke specia policies or separate event notifications for an "early session” disposition media
line, it may choose to provision a separate session information media component even if a media line with the same
mediatype and directionality is contained in "session” disposition SDP.

NOTE 1: A PCRF isthen likely to supply separate PCC rules for early media and the corresponding final media.
This may lead to an over provisioning of resources during call establishment and a subsequent
reconfiguration of the radio bearer, or even to acall failure if the extraresources are not authorized or
available.

If the P-CSCF receives "early session” disposition SDP before any "session” disposition SDP and supplies service
information derived from the "early session” disposition SDP at this point of time, it shall use dedicated media
components relating only to the "early session” disposition SDP in the service information.

NOTE 2: The"session" disposition SDP offer will frequently occur before the "early session” disposition SDP
offer, but can also occur in parallel or in exceptional cases afterwards. The "session" disposition SDP
answer can be contained in the same SIP message as the "early session” disposition SDP offer, or can be
sent in a200 OK (INVITE), i.e. after the "early session” disposition SDP answer.

If the P-CSCF includes any media component relating both to "early session” disposition SDP and "session" disposition
SDP in the service information, the P-CSCF shall:

- provision the service information derived from "early session” disposition SDP and the service information
derived from "session" disposition SDP in separate Rx AA-Requests, and shall send anew Rx AA-Reguest only
after any previous Rx AA-Request has been acknowledged; and

- provision thefirst service information (either derived from "early session” disposition SDP or "session”
disposition SDP) without the SIP-Forking-Indication AV P, or with the SIP-Forking-Indication AVP with value
SINGLE_DIALOGUE; and

- provision all subsequent service information during ongoing call establishment with the SI P-Forking-Indication
AVP with value SEVERAL_DIALOGUES,; and

- if an SDP answer has been received and Codec-Data AV Ps are provisioned within a M edia-Component-
Description AVP, provision a Codec-Data AV P derived from the corresponding offer together with a Codec-
Data AVP derived from the SDP answer.

NOTE 3: The P-CSCF needs to provision the service information derived from "early session” disposition SDP and
the service information derived from "session" disposition SDP in separate Rx AA-Requests because the
encoding of the media-component does not allow for the simultaneous provisioning of two corresponding
filters.

NOTE 4: The PCRF will treat service information containing the SIP-Forking-Indication AV P as described in
Clause A.3.

A.7.3 Updating the Provisioned Service Information when
Dialogue is established

The P-CSCF shall store the SDP information for the "session" disposition type until the first final SIP answer is
received. Then the early media described in the "early session" disposition type SDP are terminated.

The P-CSCF shall then update the service information to match the requirements of the media described in the "session”
disposition type SDP only:

- If the P-CSCF included any media component relating both to "early session” disposition SDP and "session”
disposition SDP in the service information, the P-CSCF shall send an AA request without the SIP-Forking-
Indication AVP or with a SIP-Forking-Indication AVP with value SINGLE_DIALOGUE and shall include the
service information derived from the "session” disposition SDP. The P-CSCF shall provision the full service
information including the applicable Flow-Description AVP(s) and Flow-Status AV P(s).

- The P-CSCF shall disable any media component(s) in the service information that relate to early mediaonly by
setting their flow statusto "removed".
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A.8  Provision of Signalling Flow Information at P-CSCF

When the P-CSCF has successfully concluded theinitial registration of an attached UE, i.e., when the P-CSCF has sent
to the UE a SIP 200 (OK) response to the SIP REGISTER request, the P-CSCF may provision information about the
SIP signalling flows between the UE and itself using the procedure specified in clause 4.4.5A. If the P-CSCF already
has an open Rx Diameter session with the PCRF related to the signalling with the UE, e.g. one that has been opened
according to the procedure described in clause A.6 and/or in clause A .4, the P-CSCF shall reuse the already open
session to provision the SIP Signalling IP Flow information.

NOTE: This procedure is not applicable for IMS registrations for Emergency sessions.

If the P-CSCF provisions information about SIP signalling flows, the P-CSCF shall ensure that for each signalling IP
flow information it provides, the Flow-Description AV P shall accurately reflect the I P flow information as seen in the
IP header ‘on the wire'. The P-CSCF shall set the value of the AF-Signalling-Protocol AVPto ‘SIP'.

When the P-CSCF de-registers the UE and terminates SIP Signalling to the UE, the P-CSCF shall de-provision the SIP
Signalling I P flow information from the PCRF as described in clause 4.4.5A.

A.9 Handling of MPS Session

When the P-CSCF receives an authorised Resource-Priority header field or atemporarily authorised Resource-Priority
header field containing an appropriate namespace and priority value in SIP signaling, and recognizes the need for
priority treatment as specified in 3GPP TS 24.229 [17], the P-CSCF shall include the MPS-Identifier AVP and
Reservation-Priority AVP in the AAR command towards the PCRF. The MPS-Identifier AVP shall contain the national
variant for MPS service name indicating an MPS session. The Reservation-Priority AVP shall include the priority value
of the related priority service. The Reservation-Priority AVP shall be populated with a default value if the priority value
is unknown.

NOTE 1: Various mechanisms can be applied to recognize the need for priority treatment in the P-CSCF (e.g.,
based on the dialled digits), according to national regulation and network configuration, as stated in
3GPP TS 24.229[17].

NOTE 2: Lowest user priority value is mapped in the corresponding lowest enumerated value of the Reservation-
Priority AVP.

If the P-CSCF supports the Diameter message priority mechanism for an MPS session, it shall include the DRMP AVP
towards the PCRF as described in 3GPP TS 29.213 [9], Annex J.

NOTE 3: If the P-CSCF supports the Diameter message priority mechanism for an MPS session, it includes the
DRMP AVP with a priority value equivalent to the Reservation-Priority AVP priority value. Highest user
priority value is mapped in the corresponding lowest enumerated value of the DRMP AVP.

Upon reception of arequest that requires MPS treatment, the PCRF shall derive the PCC/QoS Rules corresponding to
the MPS session, as appropriate. The PCRF shall take specific actions on the corresponding |P-CAN to ensure that the
MPS session is prioritized, as described in 3GPP TS 29.212 [8], clause 4.5.19.1.3.

When the P-CSCF terminates the MPS session, the PCRF shall delete the PCC/QoS Rules corresponding to the MPS
session. The PCRF shall revoke the actions related to the prioritization of the MPS session in the corresponding | P-
CAN, as described in 3GPP TS 29.212 [8], clause 4.5.19.1.3.

A.10 Retrieval of network provided location information

A.10.1 General

According to Annex E.7 of 3GPP TS 23.228 [16], the P-CSCF can use PCC to retrieve network provided location
information. Information flows related to the distribution of network provided location information within the IMS are
provided in Annex R of 3GPP TS 23.228 [16].
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This sublause provides optional PCC procedures to support the retrieval of network provided location information.

The originating P-CSCF can, depending on operator policy, retrieve the user location and/or UE Time Zone information
either before sending the INVITE or MESSAGE towards the terminating side or upon reception of the SDP answer
from the terminating side.

The terminating P-CSCF can, depending on operator policy, retrieve the user location and/or UE Time Zone
information either upon reception of a SIP INVITE or upon reception of a SIP response.

The originating and terminating P-CSCF can, depending on operator policy, retrieve the user location and/or UE Time
Zoneinformation at mid call, e.g., when the P-CSCF learns about IP-CAN type change.

A.10.2 Retrieval of network provided location information at
originating P-CSCEF for inclusion in SIP Request

If the originating P-CSCF is required by operator policy to retrieve network provided location information before
forwarding a SIP INVITE request, upon reception of an INVITE/UPDATE request, the P-CSCF shall send an AA-
Request according to clause 4.4.1 (SIP INVITE request) or 4.4.2 (SIP INVITE/UPDATE request) including:

- the"ACCESS NETWORK_INFO_REPORT" value within the Specific-Action AVP; and
- therequired access network information within the Required-Access-Info AVP.

If the SIP INVITE request isan initial SIP INVITE request, the P-CSCF shall establish an Rx session for the new SIP
session with the AA-Request according to clause 4.4.6.7 (if no session information isincluded) or 4.4.1 (if preliminary
session information isincluded).

The P-CSCF will receive the access network information from the PCRF in an RAR, and should include this access
network information in the SIP INVITE/UPDATE requests that it forwards. When the retrieved access network
information corresponds to the TWAN-Identifier AV P, the P-CSCF may also map the retrieved access network
information to a Geographical |dentifier for routing, as specified in Annex E.8 of 3GPP TS 23.228 [16].

A.10.3 Retrieval of network provided location information at
originating P-CSCF for inclusion in SIP response
confirmation

If an originating P-CSCF is required by operator policy to retrieve network provided location information before
forwarding an SDP answer, the P-CSCF shall apply the following procedures:

Upon reception of an SDP offer, the P-CSCF may send an AA-Request to the PCRF according to clause A.1 and may
include in this AA-request:

- the"ACCESS NETWORK_INFO_REPORT" value within the Specific-Action AVP; and
- therequired access network information within the Required-Access-Info AVP.

Upon reception of an SDP answer, the P-CSCF will send an AA-Request to the PCRF according to clause A.1. If the P-
CSCF has not requested access network information upon reception of the SDP offer, the P-CSCF shall include in this
AA-request:

- the"ACCESS NETWORK_INFO_REPORT" value within the Specific-Action AVP; and
- therequired access network information within the Required-Access-Info AVP.

The P-CSCF will receive the access network information from the PCRF in an RAR, and should include this access
network information in the SIP message with the response confirmation before forwarding it. When the retrieved access
network information corresponds to the TWAN-Identifier AVP, the P-CSCF may also map the retrieved access network
information to a Geographical Identifier for routing, as specified in Annex E.8 of 3GPP TS 23.228 [16].
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If the originating P-CSCF is required by operator policy to retrieve network provided location information before
forwarding a SIP MESSAGE request, upon reception of a MESSAGE request, the P-CSCF shall send an AA-Request
including:

- the UE'sIP address (using either the Framed-IP-Address AV P or the Framed-1pv6-Prefix AVP);

- aMedia-Component-Description AVP including a single Media-Sub-Component AV P with the Flow-Usage
AVP set to the value "AF_SIGNALLING". The Media-Component-Description AVP shall contain the Media-
Component-Number AVP set to "0". The Media-Sub-Component AV P shall contain the Flow-Number AVP set
to "0", and the rest of AV Ps within the Media-Component-Description and Media-Sub-Component AV Ps shall
not be used in this case;

- the"ACCESS NETWORK _INFO_REPORT" value within the Specific-Action AVP; and
- therequired access network information within the Required-Access-Info AVP.

The P-CSCF will receive the access network information from the PCRF in an RAR and should include this access
network information in the SIP MESSAGE requests that it forwards. When the retrieved access network information
corresponds to the TWAN-Identifier AV P, the P-CSCF may also map the retrieved access network information to a
Geographical Identifier for routing, as specified in Annex E.8 of 3GPP TS 23.228 [16].

If the Rx Diameter Session is only used for retrieval of network provided location information, at reception of this
information, the AF may terminate the AF session sending a Session-Termination-Request (STR) command to the
PCRF, which shall be acknowledged with a Session-Termination-Answer (STA) command.

A.10.4 Retrieval of network provided location information at
terminating P-CSCF

If aterminating P-CSCF isrequired by operator policy to retrieve network provided location information at session
establishment and/or modification, the P-CSCF shall apply the following procedures:

The terminating P-CSCF may request network provided location information upon reception of a SIP INVITE request :
in the following manner:

- Ifthe SIPINVITE request isaninitial SIP INVITE request, the P-CSCF shall establish an Rx session for the
new SIP session with the AA-Request according to clause 4.4.6.7 (if no session information isincluded) or 4.4.1
(if preliminary session information isincluded).

- If the SIPINVITE includes an SDP offer, the P-CSCF shall send an AA-Reqguest including:

the "ACCESS_NETWORK_INFO_REPORT" value within the Specific-Action AVP,

the required access network information within the Required-Access-Info AVP;

service information derived from the SDP offer; and

- the Service-Info-Status AV P with the value set to PRELIMINARY SERVICE INFORMATION.
- If the SIPINVITE includes no SDP offer, the P-CSCF shall send an AA-Request including:

- the"ACCESS NETWORK_INFO_REPORT" value within the Specific-Action AVP; and

- the reguired access network information within the Required-Access-Info AVP.

Upon reception of a SIP response that requires the inclusion of access network information, if the P-CSCF has not
aready requested network provided location information upon reception of the corresponding SIP INVITE, the P-CSCF
shall request network provided location information in the following manner:

- If an Rx session related to service data has not yet been established, the P-CSCF shall establish an Rx session for
the new SIP session with the AA-Request according to clause 4.4.6.7 (if no session information isincluded) or
4.4.1 (if session information is included).

- If the SIP response includes an SDP answer, the P-CSCF will send an AA-Request to the PCRF according to
clause A.1; the P-CSCF shdll include in this AA-request:
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- the"ACCESS NETWORK_INFO_REPORT" value within the Specific-Action AVP; and
- therequired access network information within the Required-Access-Info AVP.

- If the SIP response includes no SDP, the P-CSCF shall send an AA-Request including:
- the"ACCESS NETWORK_INFO_REPORT" value within the Specific-Action AVP; and
- the reguired access network information within the Required-Access-Info AVP.

- If the SIP reponse includes an SDP offer, the P-CSCF shall send an AA-Request including:

the "ACCESS_NETWORK_INFO_REPORT" value within the Specific-Action AVP;

the required access network information within the Required-Access-Info AVP;

service information derived from an SDP offer within the SIP response; and
- the Service-Info-Status AV P with the value set to PRELIMINARY SERVICE INFORMATION.

The P-CSCF will receive the access network information from the PCRF in an RAR, and should include this access
network information in the appropriate SIP response before forwarding it. When the retrieved access network
information corresponds to the TWAN-Identifier AV P, the P-CSCF may also map the retrieved access network
information to a Geographical Identifier for routing, as specified in Annex E.8 of 3GPP TS 23.228 [16].

If the terminating P-CSCF is required by operator policy to retrieve network provided location information upon
reception of a SIP MESSAGE response, the P-CSCF shall behave according to A.10.2.

A.10.5 Provisioning of network provided location information at SIP
session release

If aP-CSCF isrequired by operator policy to include network provided location information in SIP session release
signalling, the P-CSCF shall apply the following procedures:

Upon reception of a SIP session release request that requires the inclusion of network provided location information, the
P-CSCF will send an ST-Request and shall include in this request the required access network information within the
Required-Access-Info AVP.

The P-CSCF will receive the access network information from the PCRF in the corresponding ST-Answer, and should
include this access network information either in the SIP session termination request (at the originating side) or areply
to the SIP session termination request (at the terminating side). When the retrieved access network information
corresponds to the TWAN-Identifier AVP, the P-CSCF may also map the retrieved access network information to a
Geographical Identifier for routing, as specified in Annex E.8 of 3GPP TS 23.228 [16].

A.10.6 Provisioning of network provided location information at mid
call

If aP-CSCF isrequired by operator policy to include network provided location information at mid call, the P-CSCF
shall apply the following procedures:

Upon reception of atrigger (e.g., when the P-CSCF learns about the access change) that requires the inclusion of
network provided location information in a SIP message, the P-CSCF shall include in the AA-request:

- the"ACCESS NETWORK_INFO_REPORT" value within the Specific-Action AVP;
- therequired access network information within the Required-Access-Info AVP; and
- the service information related to the service according to clause 4.4.2.

The P-CSCF will receive the access network information from the PCRF in an RAR, and should include this access
network information in the appropriate SIP message before forwarding it. When the retrieved access network
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information corresponds to the TWAN-Identifier AV P, the P-CSCF may also map the retrieved access network
information to a Geographical Identifier for routing, as specified in Annex E.8 of 3GPP TS 23.228 [16].

A.11 Handling of RAN/NAS release cause values

If the P-CSCF is required by operator policy to provide the RAN/NAS release cause information, it includes this
information in the corresponding SIP message as specified in 3GPP TS 24.229 [17] when received from the PCRF (see
clause4.4.4,4.4.6.1,4.4.6.2,4.4.6.3 and 4.4.6.7).

A.12 Resource Sharing

The P-CSCF may indicate to the PCRF that media of an AF session may share resources with media belonging to other
AF sessions according to 3GPP TS 23.228 [16].

If the P-CSCF determines that resource sharing is possible, it may at establishment of a new AF session, include the
Sharing-Key-UL AVP and/or Sharing-Key-DL AV P indicating that media resources may be shared in the related
direction. The P-CSCF shall assign a distinct value for the Sharing-Key-UL AVP and/or Sharing-Key-DL AVP for each
media component identified by the Media-Component-Description AVP for the AF session.

NOTE 1: When resource sharing applies to both directions for a certain media component, the P-CSCF can assign
the same value for Sharing-Key-UL AVP and Sharing-Key-DL AV P within the same media component.

The P-CSCF shall not include the Sharing-Key-UL AVP and/or Sharing-Key-DL AV P within the M edia-Component-
Description AVP when the AF session relates to an Emergency Session.

The PCRF shall not include the Sharing-Key-DL AV P and/or Sharing-Key-UL AVP for those PCC/QoS Rules related
to the RTCP traffic.

Trigger conditions that require applying or stopping resource sharing are described in 3GPP TS 24.229 [17].

NOTE 2: When P-CSCF needs to stop sharing according to the procedures described in 3GPP TS 24.229 [17], the
P-CSCF will provide new values for the Sharing-Key-UL AV P and/or Sharing-Key-DL AVP that are not
being used by any other AF sessions for the same user.

A.13 Handling of MCPTT priority call

A.13.1 General

Within the framework of MCPTT, when the SIP Core (3GPP TS 23.379 [54]) isimplemented by an IMS core network,
if the P-CSCF receives a SIP request message including a Resource-Priority header field with a namespace field and
priority value defined for MCPTT for adjusting the priority of an MCPTT session, the P-CSCF shall provide the
Reservation-Priority AVP and the MCPTT-Identifier AVP in the AA-Regquest command as defined in clause A.13.2 to
alow the PCRF to set the corresponding PCC rule(s) according to the prioritized MCPTT service. Additionally, if
PrioritySharing feature is supported, the P-CSCF may provide the Priority-Sharing-Indicator AV P within the Media-
Component-Description AVP as described in clause A.1. For MCPTT the service priority and the priority sharing
indicator are defined in 3GPP TS 23.379 [54].

NOTE 1. The process of adjusting priority may occur several times during the course of one session, e.g. anormal
MCPTT group call elevated to an MCPTT emergency group call, returned to a normal priority MCPTT
group call, elevated to an MCPTT imminent peril group call and returned to anormal priority MCPTT
group call.

NOTE 2: Upon reception of arequest that requires the adjustment of the MCPTT priority, the PCRF is expected to
derive the PCC Rules corresponding to the thisMCPTT session, as appropriate according to operator
policies.
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NOTE 3: The PCRF can identify an MCPTT call using the IMS Communication Service |dentifier specific to
MCPTT, whichis provided by the P-CSCF in the AF-Application-ldentifier AVP in the AA-Request sent
to PCRF.

A.13.2 Determination of MCPTT priority parameter values

When the P-CSCF receives an authorized Resource-Priority header field containing an appropriate namespace and
priority value used for MCPTT in SIP signaling, the P-CSCF shall include the MCPT T-ldentifier AVP and Reservation-
Priority AVPin the AAR command towards the PCRF.

The MCPTT-Identifier AVP shall include the namespace defined for MCPTT as received within the Resource-Priority
header field.

NOTE: Two different values are defined for the MCPTT-Identifier AVP, one for each namespace value defined
for MCPTT (see |IETF RFC 8101 [45]).

The Reservation-Priority AVP shall contain the priority value of the Resource-Priority header; the lowest priority shall
be mapped to to DEFAULT (0), the next after the lowest to PRIORITY-ONE (1), and so on up to the highest priority
which shall be mapped to PRIORITY-FIFTEEN (15).

Additionally, when the P-CSCF receives information about priority sharing froman MCPTT server that supports
simultaneous sessions and that needs to share a common priority for several MCPTT sessions and if PrioritySharing
feature is supported, the P-CSCF may include the Priority-Sharing-Indicator AV P within the Media-Component-
Description AVP in the AAR command. See 3GPP TS 23.379 [54] for further information.

A.14 Notification of PLMN Change

When the P-CSCF receives an initial REGISTER SIP message from an attached UE, the P-CSCF may subscribe to
notifications of PLMN ID changes corresponding to the PLMN where the UE is located using the procedure specified
in clause 4.4.6.9.

When the P-CSCF receives the AA-Answer or RA-Request from the PCRF, the P-CSCF storesthe PLMN identifier
received within 3GPP-SGSN-MCC-MNC AV P and behaves as defined in 3GPP TS 24.229 [17].

The P-CSCF shall cancel the subscription to notification for changes of the PLMN used by the UE when the user is de-
registered from the IM CN subsystem.

A.15 Handling of MCVideo priority call

A.15.1 General

Within the framework of MCVideo, when the SIP Core (3GPP TS 23.281 [61]) isimplemented by an IMS core
network, if the P-CSCF receives a SIP request message including a Resource-Priority header field with a namespace
field and priority value defined for MCVideo for adjusting the priority of an MCVideo session, the P-CSCF shall
provide the Reservation-Priority AVP and the MCVideo-ldentifier AVP in the AA-Request command as defined in
clause A.15.2 to alow the PCRF to set the corresponding PCC rule(s) according to the prioritized MCVideo service.

NOTE 1: The process of adjusting priority may occur several times during the course of one session, e.g. anormal
MCVideo group call elevated to an MCVideo emergency group call and returned to a normal priority
MCVideo group call, elevated to an MCVideo imminent peril group call and returned to a normal priority
MCVideo group call.

NOTE 2: Upon reception of arequest that requires the adjustment of the MCVideo priority, the PCRF is expected
to derive the PCC Rules corresponding to the this MCVideo session, as appropriate according to operator
policies.
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NOTE 3: The PCRF can identify an MCVideo call using the IMS Communication Service Identifier specific to
MCVideo, which is provided by the P-CSCF in the AF-Application-ldentifier AVP in the AA-Request
sent to PCRF.

A.15.2 Determination of MCVideo priority parameter values

When the P-CSCF receives an authorized Resource-Priority header field containing an appropriate namespace and
priority value used for MCVideo in SIP signaling, the P-CSCF shall include the MCVideo-Identifier AVP and
Reservation-Priority AVP in the AAR command towards the PCRF.

The MCVideo-ldentifier AVP shall include the namespace defined for MCVideo as received within the Resource-
Priority header field.

The Reservation-Priority AV P shall contain the priority value of the Resource-Priority header; the lowest priority shall
be mapped to to DEFAULT (0), the next after the lowest to PRIORITY -ONE (1), and so on up to the highest priority
which shall be mapped to PRIORITY -FIFTEEN (15).

A.16 Support for volume based charging of IMS services

As anetwork option, when VBC feature is supported, the P-CSCF may be able to indicate to the PCRF the
establishment and termination of specific IMS communication services (e.g. CAT and voice calls, 3PTY conference) or
the establishment and termination of different communication dialogues to separate parties. This enables PCC to apply
different Policy and Charging control. During AF session establishment, the P-CSCF may include the IMS-Content-
Identifier AVP and the IMS-Content-Type AVP in the AAR command towards the PCRF. The PCRF derives the PCC
rules to categorise the service data flows by rating group or combination of rating group and serviceid.

During AF session modification, the P-CSCF may include the IMS-Content-ldentifier AVP and the IMS-Content-Type
AVP inthe AAR command towards the PCRF. The PCRF updates the PCC rules to categorise the service data flows by
rating group or combination of rating group and service id.

The IMS-Content-Type AV P indicates the type of IMS content of a session component. The P-CSCF determines the
type of IMS content as follows:

- If the SDP payload refers to the Customized Alerting Tones (CAT) service (i.e. SDP body contains a media-level
"a=content" SDP attribute with avalue "g.3gpp.cat" defined in 3GPP TS 24.182 [62]), the P-CSCF setsthe IMS-
Content-Type AVP with the value "CAT".

- If the SDP payload refersto the 3PTY conference service (i.e. SDP body contains an "a=content” media-level
attribute line with value of "g.3gpp.conf" defined in 3GPP TS 24.147 [63]), the P-CSCF sets the IM S-Content-
Type AVP with the value "CONFERENCE".

- Otherwise, the P-CSCF sets the IMS-Content-Type AV P with the value "NO_CONTENT_DETAIL".

The IMS-Content-ldentifier AV P contains information that identifies a particular IMS communication service or a
particular communication dialogue in the IMS session. This information may be used by the PCRF to apply different
charging characteristics to the different partiesin a3PTY conference scenario.

Asanetwork option, if VBCLTE feature is further supported, the P-CSCF shall be able to indicate to the PCRF caller
and callee information.

During AF session establishment, the P-CSCF may include the Calling-Party-Address AV P and the Callee-Information
AVP inthe AAR command towards the PCRF. The PCRF derives the PCC rules including the information of caller and
calee.

During AF session modification, the P-CSCF may include the Callee-Information AVP in the AAR command towards
the PCRF. The PCRF updates the PCC rules to categorise the service data flows by rating group or combination of
rating group and serviceid.

The Calling-Party-Address AV P indicates the caller of the IMS service. The P-CSCF determines the caller as defined in
clause 7.2.33 of 3GPP TS 32.299 [24].

The Calee-Information AV P indicates the callee of the IMS service. The P-CSCF determines the callee as follows:
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- The Called-Party-Address holds the address of the party (Public User ID or Public Service ID) to whom the SIP
transaction is posted in the context of an end-to-end SIP transaction as defined in clause 7.2.32 in
3GPP TS 32.299 [24].

- The Reguested-Party-Address holds the address of the party (Public User ID or Public Service ID) to whom the
SIP transaction was originally posted as defined in clause 7.2.176 in 3GPP TS 32.299 [24].

NOTE: ThisAVPisonly applicable when the ATCF is collocated with the P-CSCF.

- The Called-Asserted-lIdentity holds the address or addresses (SIP URI and/or Tel URI) of the party (Public User
ID or Public Service ID) of the finally asserted called party as defined in clause 7.2.31 of 3GPP TS 32.299 [24].

A.17 Indication of Restricted Local Operator Services
Support

RLOS is an optional feature supported in certain countries. Service requirements of RLOS are defined in

3GPP TS 22.101 [65] and the architectural requirements are defined in 3GPP TS 23.221 [66]. The RLOS stage 2
services description for the Evolved Packet System (EPS) is specified in 3GPP TS 23.401 [67]. The policy and charging
control architecture is described in 3GPP TS 23.203[2].

RLOS may be supported as described in clause A.5 with the following differences:
- emergency registration is replaced by RLOS registration;
- emergency session isreplaced by RLOS session;
- emergency traffic is replaced by RLOS traffic;
- vaue"sos' isreplaced by "g.3gpp.rlos’;

- UNAUTHORIZED_NON_RLOS SESSION session is returned when the service-URN AV P does not include
an RLOS value, and the PCRF binds the IMS session to an IP-CAN established to an RLOS APN;

- RLOS services are not prioritized services; and

- thecall back functionality is not required.

A.18 Coverage and Handoff Enhancements using
Multimedia error robustness feature (CHEM)

As anetwork option, the P-CSCF may support the PCC procedures in the present clause to handle the Coverage and
Handoff Enhancements using Multimedia error robustness feature (CHEM)

NOTE 1: When the CHEM feature is supported, improved error robustness can be enabled by packet-loss handling
procedures of the codec, codec mode, or codec configuration to avoid, delay, or reduce the need to
handoff aterminal due to degradation in the media quality. Communicating the level of robustness of the
media to the network enables the eNB to use this information to determine a threshold for when the
terminal should be handed off to another cell, domain (circuit-switched vs. packet-switched), or radio
access technology.

When a session isinitiated or modified the P-CSCF supporting the CHEM feature shall derive the Max-PLR-DL AVP
and Max-PLR-UL AVP based on the PLR_adapt and maxe2e-PL R attribute values in both the SDP offer and/or SDP
answer to determine the maximum tolerable end-to-end PLR budget distributed across the uplink and downlink in a
media transport path as described in 3GPP TS 29.213 [9] clause 6.2.

Upon reception of SDP offer and answer, P-CSCF should check whether a= PLR_adapt line is present in both SDP
offer and answer to derive Max-PLR-DL and Max-PLR-UL AVP in Media-Component-Description AV P else downlink
and uplink maximum packet loss are not included by AF.
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The originating P-CSCF should derive Max-PLR-DL AV P to the maximum value of Max-PLR-DL among al the RTP
payload types. For each RTP payload type Max-PLR-DL is computed as described in 3GPP TS 29.213 [9] clause 6.2.

If maxe2e-PLR isincluded in the SDP offer then Max-PLR-DL for a payload type is derived as value of
maxe2e-PLR in the SDP offer - maxUL-PLR in the SDP answer if present else the default value is 2 maxe2e-
PLR value present in the SDP offer.

If maxe2e-PLR is not included in the SDP offer then then Max-PLR-DL for a payload type is derived from the
default value in end-to-end Maximum End-to-End Packet Loss Rate for the decoder of the RTP payload type as
recommended in 3GPP TS 26.114 [41] clause X.1.2 for application layer redundancy or X.1.1 for partial
redundancy - maxUL-PLR in the SDP answer if present el se the default value is %2 default value in end-to-end
Maximum End-to-End Packet Loss Rate for the decoder of the RTP payload type as recommended in 3GPP TS
26.114 [41].

The originating P-CSCF should derive Max-PLR-UL AVP to the maximum value of Max-PLR-UL among all the RTP
payload types. For each RTP payload type Max-PLR-UL is computed as described in 3GPP TS 29.213 [9] clause 6.2.

If maxe2e-PLR isincluded in the SDP answer then Max-PLR-UL for a payload type is derived as value of
maxe2e-PLR in the SDP answer - maxDL-PLR inthe SDP ANSWER if present else the default value is %%
maxe2e-PLR value present in the SDP answer.

If maxe2e-PLR is not included in the SDP answer then then Max-PLR-UL for a payload typeis derived as the %2
default value in end-to-end Maximum End-to-End Packet L oss Rate for the decoder of the RTP payload type as
recommended in 3GPP TS 26.114 [41] clause X.1.2 for application layer redundancy or X.1.1 for partial
redundancy.

The terminating P-CSCF should derive Max-PLR-DL AVP to the maximum value of Max-PLR-DL among al the RTP
payload types. For each RTP payload type Max-PLR-DL is computed as described in 3GPP TS 29.213 [9] clause 6.2.

If maxe2e-PLR isincluded in the SDP answer then Max-PLR-DL for a payload typeis derived as value of value
of maxDL-PLR inthe SDP answer if present else the default value is %2 maxe2e-PLR value present in the SDP
answer.

If maxe2e-PLR is not included in the SDP answer then then Max-PLR-DL for a payload type is derived as the %2
default value in end-to-end Maximum End-to-End Packet L oss Rate for the decoder of the RTP payload type as
recommended in 3GPP TS 26.114 [41] clause X.1.2 for application layer redundancy or X.1.1 for partial
redundancy.

The terminating P-CSCF should derive Max-PLR-UL AV P to the maximum value of Max-PLR-UL among all the RTP
payload types. For each RTP payload type Max-PLR-UL is computed as described in 3GPP TS 29.213 [9] clause 6.2.

If maxe2e-PLR isincluded in the SDP offer then Max-PLR-UL for a payload type is derived as value of value of
maxUL-PLR in the SDP answer if present else the default value is %2 maxe2e-PLR value present in the SDP
offer.

If maxe2e-PLR is not included in the SDP offer then then Max-PLR-UL for a payload type is derived as the %2
default value in end-to-end Maximum End-to-End Packet L oss Rate for the decoder of the RTP payload type as
recommended in 3GPP TS 26.114 [41] clause X.1.2 for application layer redundancy or X.1.1 for partial
redundancy.

A.19 Handling of a FLUS session

If the P-CSCF receives a SIP request that requires provisioning of service information to the PCRF, the "FLUS" feature
is supported and an SDP attribute "a=label:flus..." isincluded in one or more of the received SDP media descriptions,
the P-CSCF shall provide the string after "a=label:" starting with "flus" within the FLUS-Identifier AVP within the
affected Media-Component-Description AVP(s) in the AA-Request to the PCRF.

NOTE: During thefirst interaction with the PCRF, the P-CSCF does not know if the "FLUS" feature is supported

by the PCRF. In this case the P-CSCF will include the information as if supported.

If additionally the P-CSCF receives the "a=3gpp-qos-hint" media-level SDP attribute in the SIP request, the P-CSCF
shall provide the PCRF with the Desired-Max-Latency AV P and/or Desired-Max-Loss AV P as described in
3GPPTS29.213[9], clause 6.2.
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Upon receiving the information from the P-CSCF and if the "FLUS" feature is supported, the PCRF shall derive the
QoS information as described in 3GPP TS 29.213[9], clause 6.3.

A.20 QoS hint support for data channel media

If the P-CSCF receives a SIP request that requires provisioning of a service information to the PCRF, the QoSHint
feature is supported and an SDP attribute "a=3gpp-gos-hint" isincluded in one or more of the received data channel
media descriptions, the P-CSCF may provide the Desired-Max-Latency AVP and/or Desired-Max-Loss AVP for each
affected application media component within the Media-Component-Description AV P(s) in the AA-Request to the
PCRF.

NOTE: During thefirst interaction with the PCRF, the P-CSCF does not know if the QoSHint feature is
supported by the PCRF. In this case the P-CSCF will include the information asif supported.

Upon receiving the information from the P-CSCF and if the QoSHint feature is supported, the PCRF shall derive the
QoS information as described in 3GPP TS 29.213 [9], clause 6.3.
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Annex B (normative):
Flow identifiers: Format definition and examples

B.1 Format of a flow identifier

B.1.1 General

A flow identifier is expressed as a 2-tuple as follows:

<The ordinal number of the position of the media component description in the SDI , The ordinal number of the
IP flow(s) within the media component description assigned in the order of increasing downlink port numbers as
detailed below >

where both are numbered starting from 1. The encoding of the flow identifier isasindicated in 3GPP TS 24.008 [12].

If UE and AF share an agorithm for a given application, which guarantees that UE and AF assign the same ordinal
number to each media component, the ordinal numbers of the | P Flows within a media component shall be assigned
according to the following rules:

- All IPflow(s) or bidirectional combinations of two IP flow(s) within the media component, for which a
downlink destination port number is available, shall be assigned ordinal numbers in the order of downlink
destination port numbers.

- All IP flows, where no downlink destination port number is available, shall be assigned the next higher ordinal
numbers in the order of uplink destination port numbers.

The ordinal number of a media component shall not be changed when the session description information is modified.

If no SDI with fixed and unique positions for media components is exchanged between UE and AF, the UE and AF may
assign the ordinal numbers of the media components in another application-dependent algorithm which guarantees that
UE and AF assign the same ordinal number to each media component.

If UE and AF do not share an algorithm for a given application, which guarantees that UE and AF assign the same
ordinal number to each media component, the ordinal number of the media component shall be set to zero and the
ordinal number of the IP flows shall be assigned according to the following rules:

1. If ordinal numbers for several IP flows are assigned at the same time, al uplink 1P flows shall be assigned lower
ordina number than all downlink IP flows.

2. If ordinal numbers for several IP flows are assigned at the same time, all uplink and all downlink 1P flows shall
separately be assigned ordinal numbers according to increasing internet protocol number assigned by IANA (e.g.
6 for TCP and 17 for UDP)

3. If ordinal numbers for severa IP flows are assigned at the same time, for each internet protocol with a port
concept, all uplink and all downlink IP flows of thisinternet protocol shall separately be assigned ordinal
numbers according to increasing port numbers.

4. If IPflows are removed from an existing session, the previoudly assigned binding info shall remain unmodified
for the remaining I P flows.

5. If IPflows are added to an existing session, the previously assigned binding info shall remain unmodified and
the new | P flows shall be assigned ordinal numbers following the rules 1. To 3., starting with the first previously
unused ordinal number. The numbers freed in step 4. Shall not be reused.

If the IP flows correspond to AF signalling (e.g. SIP signalling IP Flows), and no IP flow information is provided both
the ordinal number of the media component and the I P flows shall be set to zero. In the case when the IP flow
information of the AF signalling is provided, the ordinal number of the media component will be set to zero, and the
ordinal number(s) of the IP flows shall follow the rules set above for the case when the UE and AF do not share an
algorithm for a given application.
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B.1.2 Derivation of Flow Identifiers from SDP

B.1.2.1 Standard Procedure

The procedurein Table B.1.2.1.1 shall be applied for SDP of "session” disposition type within SIP and for all SDP

outside SIP.

Table B.1.2.1.1: Standard Procedure to derive Flow Identifiers from SDP

The ordinal number of the position of the media
component

The ordinal number of the IP flow(s) within the media
component description

The ordinal number of the position of the "m="line in
the SDP

The ordinal number of the IP flow(s) within the "m=" line assigned
in the order of increasing downlink destination port numbers, if
downlink destination port numbers are available. For uplink or
inactive unicast media IP flows, a downlink destination port
number is nevertheless available, if SDP offer-answer according
to RFC 3264 is used.

The ordinal number of the IP flow(s) within the "m="line assigned
in the order of increasing uplink destination port numbers, if no
downlink destination port numbers are available.

B.1.2.2 SDP with "early session" disposition type

The procedure in Table B.1.2.2.1 shall be applied for SDP of "early session” disposition type within SIP. The "early
session” disposition type is specified within IETF RFC 3959 [27].

Table B.1.2.2.1: Procedure to derive Flow Identifiers from "early session” disposition SDP

The ordinal number of the position of the media
component

The ordinal number of the IP flow(s) within the media
component description

If a single media component with one media type
(e.g. "audio" or "video") is contained in "early
session” disposition SDP and a single media
component with the same mediatypeis contained in
the "session” disposition SDP of the same SIP
dialogue, and if both SDP media components are
described in asingle Rx service information media
component, that Rx service information media
component shall obtain the media component
number derived from "session” disposition SDP
following therulesintable B.1.2.1.1.

Otherwise each media component shall obtain the
ordinal number of the position of the "m="linein
the "early session" disposition SDP plus 1000 as
media component ordinal number.

As in table B.1.2.1.1.

B.2 Examplel

An UE, asthe offerer, sends a SDP session description, as shown in table B.2.1, to an application server (only relevant

SDP parameters are shown):

Table B.2.1: The values of the SDP parameters sent by the UE in example 1.

V=0

s=MMO01

o=ecsreid 3262464865 3262464868 IN 1P6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A

i=One unidirectional audio media and one unidirectional video media and one bidirectional application
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media

t=3262377600 3262809600

m=video 50230 RTP/AVP 31

c=IN IP6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A
a=recvonly

m=audio 50330 RTP/AVP 0

c=IN IP6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A
a=sendonly

m=application 50430 udp wb

c=IN IP6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A
a=sendrecv

and receives the SDP parameters, as shown in table B.2.2, from the application server:

Table B.2.2: The values of the SDP parameters sent by the application server in example 1.

V=0

o=ecsreid 3262464865 3262464868 IN |P6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A
s=MMO01

i=One unidirectional audio media and one unidirectional video media and one bidirectional application
media

t=3262377600 3262809600

m=video 51372 RTP/AVP 31

c=IN 1P6 2001:0646:000A:03A7:02D0:59FF:FE40:2014

a=sendonly

m=audio 49170 RTP/AVP 0

c=IN 1P6 2001:0646:000A:03A7:02D0:59FF:FE40:2014

a=recvonly

m=application 32416 udp wb

c=IN 1P6 2001:0646:000A:03A7:0250: DA FF.FEOE:C6F2

a=sendrecv

From this offer—answer exchange of SDP parameters the UE and the PCRF each creates alist of flow identifiers
comprising the IP flows as shown in table B.2.3:

Table B.2.3: Flow identifiers in example 1.

Order of ‘m='- Type of IP flows Destination IP address / Port number of the IP flows Flow identifier
line
1 RTP (Video) DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50230 <1,1>
1 RTCP DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50231 <1,2>
1 RTCP UL 2001:0646:000A:03A7:02D0:59FF:FE40:2014 / 51373 <1,2>
2 RTP (Audio) UL 2001:0646:000A:03A7:02D0:59FF:FE40:2014 / 49170 <2,1>
2 RTCP DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50331 <2,2>
2 RTCP UL 2001:0646:000A:03A7:02D0:59FF:FE40:2014 / 49171 <2,2>
3 UDP (application) DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50430 <3,1>
3 UDP (application) UL 2001:0646:000A:0327:0250:DAFF:FEOE:C6F2 / 32416 <3,1>

B.3 Example 2
In the general case, multiple ports may be specified with a"number of ports' qualifier as follows, RFC 2327 [17]:
m=<media> <port>/<number of ports> <transport> <fmt list>

An UE, asthe offerer, sends a SDP session description, as shown in table B.3.1, to an application server (only relevant
SDP parameters are shown):
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Table B.3.1: The values of the SDP parameters sent by the UE in example 2.

v=0

o=ecsreid 3262464321 3262464325 IN |P6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A
s=MMO02

i=One unidirectional audio media consisting of two media I P flows described by one media
component

t=3262377600 3262809600

m=audio 50330/2 RTP/AVP 0

c=IN IP6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A

a=recvonly

and receives the SDP parameters, as shown in table B.3.2, from the application server:

Table B.3.2: The values of the SDP parameters sent by the application server in example 2.

v=0

o=ecsreid 3262464321 3262464325 IN |P6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A
s=MMO02

i=One unidirectional audio media consisting of two media | P flows described by one media
component

t=3262377600 3262809600

m=audio 49170/2 RTP/AVPO0

c=IN 1P6 2001:0646:000A:03A7:02D0:59FF:FE40:2014

a=sendonly

From this offer—answer exchange of SDP parameters the UE and the PCRF each creates alist of flow identifiers
comprising the IP flows as shown in table B.3.3:

Table B.3.3: Flow identifiers in example 2.

Order of ‘m='- Type of IP flows Destination IP address / Port number of the IP flows Flow identifier
line
1 RTP (audio) DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50330 <1,1>
1 RTCP DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50331 <1,2>
1 RTCP UL 2001:0646:000A:03A7:02D0:59FF:FE40:2014 / 49171 <1,2>
1 RTP (audio) DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50332 <1,3>
1 RTCP DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50333 <1,4>
1 RTCP UL 2001:0646:000A:03A7:02D0:59FF:FE40:2014 / 49173 <1,4>

B.4  Example 3 without media components.

The UE and AF do not exchange SDP for an application and do not share an algorithm, which guarantees that UE and
AF assign the same ordinal number to each media component.

At the AF session initiation, the UE and AF agree to set up the following IP flows:

Uplink UDP flow with destination port 100.
Downlink UDP flow with destination port 100.
Downlink TCP flow with destination port 100.
Uplink TCP flow with destination port 100.
Uplink UDP flow with destination port 200.
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The following binding info is assigned to these I P flows.

- Uplink UDP flow with destination port 100: 0,2
- Downlink UDP flow with destination port 100: (0,5)
- Downlink TCP flow with destination port 100: 0, 4
- Uplink TCP flow with destination port 100: (0, 1)
- Uplink UDP flow with destination port 200: ©,3)

At alater stage in the session, the TCP | P flows are removed and the following I P flows are added:
- Uplink UDP flow with destination port 150.
- Downlink UDP flow with destination port 50.

The following binding info is assigned to the IP flows existing at this stage:

- Uplink UDP flow with destination port 100: ©, 2
- Downlink UDP flow with destination port 100: (0,5)
- Uplink UDP flow with destination port 200: (0, 3)
- Uplink UDP flow with destination port 150: (0, 6)
- Downlink UDP flow with destination port 50: 0, 7)

B.5 Example 4

In this example, the SDP "a=rtcp" attribute defined in IETF RFC 3605 is used.

An UE, asthe offerer, sends a SDP session description, as shown in table B.5.1, to an application server (only relevant
SDP parameters are shown):

Table B.5.1: The values of the SDP parameters sent by the UE in example 1.

V=0

o=ecsreid 3262464865 3262464868 IN |P6 2001:0646:00F1:0045:02D0:59FF: FE14:F33A
s=MMO01

i=One unidirectional video media

t=3262377600 3262809600

m=video 50230 RTP/AVP 31

c=IN 1P6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A

a=recvonly

a=rtcp: 49320

and receives the SDP parameters, as shown in table B.5.2, from the application server:

Table B.5.2: The values of the SDP parameters sent by the application server in example 1.

V=0

o=ecsreid 3262464865 3262464868 IN |P6 2001:0646:00F1:0045:02D0:59FF:FE14:F33A
s=MMO01

i=One unidirectional video media

t=3262377600 3262809600

m=video 51372 RTP/AVP 31

c=IN |P6 2001:0646:000A:03A7:02D0:59FF:FE40:2014
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a=sendonly
a=rtcp:53020

From this offer—answer exchange of SDP parameters the UE and the PCRF each creates a list of flow identifiers
comprising the IP flows as shown in table B.5.3:

Table B.5.3: Flow identifiers in example 4.

Order of ‘m='- Type of IP flows Destination IP address / Port number of the IP flows Flow identifier
line
1 RTP (Video) DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 50230 <1,2>
1 RTCP DL 2001:0646:00F1:0045:02D0:59FF:FE14:F33A / 49320 <1,1>
1 RTCP UL 2001:0646:000A:03A7:02D0:59FF:FE40:2014 / 53020 <1,1>
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Annex C (informative):
Void
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Annex D (normative):
Monitoring Related SCEF Procedures over Rx

D.1  Monitoring events support, using SCEF procedures
over RXx

If SCS/AS has requested monitoring of events and operator policies in the SCEF indicate that monitoring shall be
performed via PCRF, the SCEF shall initiate the applicable Rx procedures acting as an AF as described in
3GPP TS 23.682 [40Q].

The following monitoring events are supported;

- Location reporting according to the Access Network Information Report procedures described in clause 4.4.6.7.
This functionality requires the support of NetLoc, NetLoc-Untrusted-WLAN and/or NetLoc-Trusted-WLAN
supported features.

- Communication Failure reporting as described in clauses 4.4.4, 4.4.6.2 and 4.4.6.3. This functionality requires
the support of RAN-NAS-Cause supported feature.

ETSI



3GPP TS 29.214 version 18.3.0 Release 18 101 ETSI TS 129 214 V18.3.0 (2024-09)

Annex E (normative):
Interworking with 5GS via Rx interface

E.1 General

In the 5GS the Rx reference point is defined between the the PCF and the AF. The relationship between the involved
functional entitiesis depicted in figure E.1.1. The overall PCC architecture is depicted in clause 4 of
3GPPTS29.513[59].

AF e PCF

Figure E.1.1: Rx reference model in 5GS

5GS supports an interworking with AFs viathe Rx interface. Interworking with AFsrelated to existing IMS servicesis
described in 3GPP TS 23.228 [16]. Interworking with AFs related to existing Mission Critical servicesis described in
TS 23.280 [60]. The PCF in 5GS supports the corresponding Rx procedures and requirements defined in

3GPP TS 23.203 [2]. The stage 2 requirements for 5GS supporting Rx interface are described in 3GPP TS 23.503 [56].

The PCF exchanges PCC rules with the SMF over the N7 interface as specified in 3GPP TS 29.512 [57].
Signalling flows related to the both Rx and N7 interfaces are specified in 3GPP TS 29.513 [59].

The generic mechanisms for interaction between the AF and the PCF are described in main clausesin this specification
and with the following clarifications:

- description of the PCRF and the PCEF applies to the PCF and the SMF respectively;

- description of the SPR appliesto the UDR,;

- BBERFisnot applicablein 5GS;

- an IP-CAN bearer in this specification shall be interpreted as a 5GS QoS flow;

- anIP-CAN session in this specification shall be interpreted as a 5GS PDU session of type IP;
- APN isequivalent to DNN;

- thefollowing values of the Specific-Action AVP defined in clause 5.3.13 are applicable only to a PCF;
EPS FALLBACK (17) and INDICATION_OF REALLOCATION_OF CREDIT (18);

- when the serving network isan SNPN and the serving network information is provided to the AF, the NID may
optionally be part of the serving network identifier, as specified in clause E.5; and

- the 5G-RAN-NAS-Release-Cause AVP defined in clause 5.3.69 is applicable only to a PCF. When the RAN-
NAS-Cause feature is supported, it encodes the 5GS RAN cause and/or NAS cause, when available.

The specific mechanisms for the interaction between the AF and the PCF are described in the subclauses below.

E.2  Mapping table for IP-CAN types and Access types

Table E.2-1 maps the values of the Accesstypes and RAT types used for N7 interface in 3GPP TS 29.512 [58] with the
values of the IP-CAN types and RAT types used in this specification.
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Table E.2-1: Mapping table for IP-CAN types and Access types values

AccessType specified for
N7, see 3GPP TS 29.571 [64]

RatType specified for N7,
see 3GPP TS 29.571 [64]

RAT-Type, see 3GPP TS
29.212 [8] clause 5.3.31

IP-CAN-Type, see 3GPP
TS 29.212 [8] clause 5.3.27

clause 5.4.3.1 clause 5.4.3.2
(NOTE 1)
Value Value Value Description Value Description
3GPP_ACCESS NR 1006 |NR 8 3GPP-5GS
EUTRA 1004 |EUTRAN
NBIOT 1005 |EUTRAN-NB-loT
LTE-M 1007 |LTE-M
NR_U 1008 [NR-U
WB_E UTRAN _LEO 1011 |EUTRAN(LEO)
WB_E_UTRAN_MEO 1012 |[EUTRAN(MEO)
WB E_UTRAN GEO 1013 |[EUTRAN(GEO)
WB_E_UTRAN_OTHERSA | 1014 |EUTRAN(OTHE
T RSAT)
NB_IOT_LEO 1021 |EUTRAN-NB-
loT(LEO)
NB_IOT_MEO 1022 |EUTRAN-NB-
loT(MEO)
NB_IOT_GEO 1023 |EUTRAN-NB-
I0T(GEOQ)
NB_IOT_OTHERSAT 1023 |EUTRAN-NB-
loT(OTHERSAT)
LTE_M LEO 1031 |LTE-M(LEO)
LTE M_MEO 1032 |LTE-M(MEQ)
LTE M _GEO 1033 |LTE-M(GEO)
LTE_M _OTHERSAT 1034 |LTE-M(GEO)
EUTRA_U 1009 |EUTRAN-U
NR _LEO 1035 |NR(LEO)
NR_MEO 1036 |NR(MEO)
NR_GEO 1037 [NR(GEOQ)
NR_OTHER_SAT 1038 |NR(OTHERSAT)
NR_REDCAP 1039 |NR-REDCAP
NR_EREDCAP 1040 |NR-EREDCAP
NON_3GPP_ACCESS WLAN 0 WLAN (NOTE 2) 9 Non-3GPP-5GS
VIRTUAL 1 VIRTUAL
TRUSTED N3GA 2 TRUSTED-N3GA
TRUSTED WLAN 0 WLAN (NOTE 2)
WIRELINE 3 WIRELINE
WIRELINE_CABLE 4 WIRELINE-
CABLE
WIRELINE_BBF 5 WIRELINE-BBF

to this specification.

NOTE 1: Other values of RAT Types specified in 3GPP TS 29.571 [64] and not shown in this table are not applicable

NOTE 2: When the received RAT Type in N7 indicates "WLAN", the AN-Trusted AVP set to "Untrusted” indicates the
access type is not trusted. When the received RAT Type in N7 indicates "TRUSTED_WLAN", the AN-
Trusted AVP set to "Trusted” indicates the access type is trusted.

E.3  Reporting EPS Fallback

When the feature "EPSFallbackReport” is supported, if the AF requests the PCF to report EPS Fallback, the AF shall
subscribe to the "EPS_FALLBACK" within the Specific-Action AVP as described in clause 5.3.13. The AF shall
request the PCF to report the EPS Fallback in conjuction with providing the PCF with the AF session information as
described in clause 4.4.1 for the initial provisioning of session information, and the subscription to "EPS FALLBACK"
shall apply for voice mediatype requests along the AF session lifetime.

When the PCF then receives the EPS Fallback indication from the SMF, the PCF shall provide the corresponding EPS
Fallback indication to the AF by sending an RAR (re-authorization request) command. The RAR command shall
include the EPS_FALLBACK cause encoded in the Specific-Action AVP.
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When the AF receives the RAR command, it shall acknowledge the command by sending an RAA (re-authorization
answer) command to the PCF.

E.4 IP-CAN type change Notification for a MA PDU
session

If the AF has successfully subscribed to change notificationsin UE' s IP-CAN type and RAT type, the ATSSS featureis
supported and the PDU sessionisaMA PDU session:

- if the PCF previously requested to the SMF to be updated with access type changes, the PCF shall include in the
AAA command:

i. thelP-CAN-Type AVP, RAT-Type AVP (if applicable) for the UE's IP-CAN/RAT type values; and

ii. if both, 3GPP and non-3GPP access information is available, the additional IP-CAN type information and
RAT typeinformation (if available) in the MA-Information AV P,

- otherwise, the PCF shall subscribe to access type changes as described in clause 4.2.6.4 of 3GPP TS 29.512 [57]
and shall send an RAR command when the corresponding I|P-CAN event occurs, i.e.:

a) whenaUE'sIP-CAN type or RAT type (if applicable) changes; or
b) anew IP-CAN type and RAT type (if applicable) become available for the UE and the MA PDU session; or

c) anIP-CAN typeand RAT type (if applicable) become unavailable (are released) for the UE and the MA PDU
session.

The RAR from the PCF shall include the Specific-Action AV P for the subscribed event and:
a ifitisthefirst IP-CAN change report:
i. thelP-CAN-Type AVP, RAT-Type AVP (if applicable) for the UE's IP-CAN/RAT type values; and

ii. if both, 3GPP and non-3GPP access information is available, the additional IP-CAN type information and
RAT typeinformation (if available) in the MA-Information AVP,

b. if itisasubsequent IP-CAN change report:

i. if anew IP-CAN typeisadded to the MA PDU session, the MA-Information AV P with the added | P-
CAN type information encoded in the IP-CAN-Type AVP and the RAT type information encoded within
the RAT-Type AVPif applicable;

ii. if anIP-CAN typeisreleased in the MA PDU session, the MA-Information AV P with the released 1P-
CAN type information encoded in the IP-CAN-Type AVP, the RAT type information encoded within the
RAT-Type AVP, if applicable, and the MA-Information-Action AVP set to 1 (RELEASE).

NOTE: ForaMA PDU session, if the ATSSS feature is not supported by the AF the PCF includes the IP-CAN-
Type AVP and the RAT-Type AV P with a currently active combination of IP-CAN type and RAT type
(if applicable for the notifed access type). When both 3GPP and non-3GPP accesses are available, the
PCF includes the information corresponding to the 3GPP access.

E.5 Reporting serving network identity

When anew AF session is being established as described in clause 4.4.1 or is being modified as described in

clause 4.4.2, the AAA command shall also contain the PLMN identifier within the 3GPP-SGSN-M CC-MNC AV P and,
if available, the NID within the NID AVP if the PCF has previously requested the SMF to be updated with the serving
network identity.

NOTE: The combination of a PLMN identifier and a NID identifies an SNPN, as specified in
3GPP TS 23.501 [55] clause 5.30.2.
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When the AF initiates a session termination, the PCF shall include in the STA command the PLMN identifier within the
3GPP-SGSN-MCC-MNC AVP and, if available, the NID within the NID AVP:

- if the PCF received an ST-Request from the AF, indicating an AF session termination and if location info is not
available, as specified in clause 4.4.4; and

- if the AF requested the PCF to report the access network information, the Rx session is being terminated and if
location info is not available, as specified in clause 4.4.6.7.

When the PCF needs to inform the AF about atraffic plane event, the PCF shall include in the RAR command the
PLMN identifier within the 3GPP-SGSN-MCC-MNC AVP and, if available, the NID within the NID AVP:

- when the PCF gets the knowledge that one or more SDFs have been deactivated, if the RAN-NAS-Cause feature
is supported and if location info is not available, as specified in clause 4.4.6.2;

- when the PCF is notified of the loss or release of resources associated to the PCC rules corresponding with AF
signaling IP flows, if the RAN-NAS-Cause feature is supported and if location info is not available, as specified
inclause 4.4.6.3;

- if the AF requested the PCF to report the access network information, the Rx session is not being terminated and
if location info is not available, as specified in clause 4.4.6.7; and

- when the PCF gets the knowledge that the service network where the UE is located has been updated or becomes
available and the AF subscribed to PLMN_CHANGE has described in clause 4.4.6.9.

E.6 Trusted non-3GPP Access Network Information

The PCF provides the AF with the access network information as described in clause 4.4.1, with the following
differences:

- TheRAT-Type AVP shall be set to "WLAN" and AN-Trusted AVP shall be set to "Trusted" when over the N7
reference point:

a) thereceived "ratType" attributeis"TRUSTED_WLAN"; or

b) thereceived "ratType" attributeis"TRUSTED_N3GA" and the "Netloc-Trusted-N3GA" feature is not
supported.

- The RAT-Type AVP shal be set to "TRUSTED-N3GA" when the "Netloc-Trusted-N3GA" feature is supported
and the received "ratType" attribute over the N7 reference point is"TRUSTED_N3GA".

If the NetLoc-Trusted-WLAN is supported, the procedure described in clauses 4.4.4 and 4.4.6.7 shall apply with the
exceptions specified in clause E.1 and with the exception of the user location information that is encoded as follows:

a) The TNAP/TWAP ldentifier received over the N7 reference point in the "tnapld"/"twapld" attributes of the
"n3galocation" attribute, if available, is encoded in the TWAN-Identifier AVP.

NOTE 1. Thereceived SSID, BSSID and Civic Address values, if available, are encoded within the TWAN-
Identifier AVP as specified in 3GPP TS 29.061 [34].

b) The UE/N5CW device local |P address (used to reach the TNGF/TWIF) received over the N7 reference point in
the "uelpv4Addr” or "uelpv6Addr” attribute of the "n3gal ocation” attribute, if available, is encoded in the UE-
Local-1P-Address AVP.

¢) The UDP source port number received over the N7 reference point in the "portNumber" attribute if available, is
encoded within the UDP-Source-Port AVP

NOTE 2: The UDP protocol can be used between the UE and TGNF to enable NAT traversalWhen reporting | P-
CAN_CHANGE specific action, the PCF shall, in addition to the IP-CAN-Type AVP and RAT-Type AVP, provide the
AN-Trusted AVP set to "Trusted" when the provided and RAT-Type AVP valueis"WLAN".
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E.7 Untrusted non-3GPP Access Network Information

The PCF provides the AF with the access network information as described in clause 4.4.1, with the following
differences:

- TheRAT-Type AVP shall be set to "WLAN" and AN-Trusted AV P shall be set to "Untrusted" when over the
N7 reference point the received "ratType" attribute is"WLAN".

- The ePDG address used as | PSec tunnel endpoint with the UE, received over the N7 reference point within the
"anGwAddr" attribute included in the "servNfld" attribute, is encoded in the AN-GW-Address AVP.

- The serving network identifier received over the N7 reference point within the "servingNetwork" attribute is
encoded in the 3GPP-SGSN-MCC-MNC AVP.

If the NetLoc-Untrusted-WLAN feature is supported, reporting access network information procedure described in
clauses 4.4.4 and 4.4.6.7 shall apply with the exceptions specified in clause E.1 and with the exception of:

- Theuser location information is encoded as follows:

a) The UE local IP address (used to reach the N3IWF or ePDG) received over the N7 reference point in the
"uelpv4Addr” or "uelpv6Addr" attribute of the "n3galocation” attribute, if available, is encoded in the UE-
Local-1P-Address AVP.

b) The UDP source port or the TCP source port received over the N7 reference point in the "portNumber"
attribute if available, is encoded within the UDP-Source-Port AV P or the TCP-Source-Port AV P as indicated
by the "protocol" attribute, if available.

NOTE 1: When the UE reachesthe ePDG viaa NAT, the combination of UE local |1P address and the UE source
port is needed for lawful interception purposes. The UE source port may be either a UDP or a TCP port,
and it isindicated in the "protocol" attribute received over the N7 reference point.

¢) The WLAN location information received in the "twapld" attribute of the "n3galL ocation” attribute, if
available, is encoded in the TWAN-Identifier AVP.

- The UE time zone information is included within 3GPP-MS-TimeZone AVP, if available.
NOTE 2: EPC does not support time zone reporting when the access network is untrusted WLAN.

When reporting IP-CAN_CHANGE specific action, the PCF shall, in addition to the IP-CAN-Type AVP and RAT-
Type AVP, provide the AN-Trusted AVP set to "Untrusted”. The PCF provides also the AF with the ePDG | P address
used as IPSec tunnel endpoint with the UE, if received, encoded in the AN-GW-Address AVP.

E.8 Wireline non-3GPP Access Network Information

The PCF provides the AF with the wireline access network information as described in clause 4.4.1, with the following
differences:

- TheRAT-Type AVP shall be set to "WIRELINE", "WIRELINE_CABLE" or "WIRELINE_BBF" according to
the received "ratType" attribute.

If the NetLoc-Wireline is supported, the procedure described in clauses 4.4.4 and 4.4.6.7 shall apply with the exceptions
specified in clause E.1 and the exception of the user location information that is encoded as follows:

-  Thewirdinelocation is encoded in the Wireline-User-Location-Info AV P, where:

a) The HFC Node Identifer received over NGAP in the "hfcNodeld" attribute of the "n3galocation”, if
available, is encoded in the HFC-Node-ldentifier AVP.

b) The Global Line Identifier in the "gli" attribute of the "n3galocation", if available, is encoded in the GLI-
Identifier AVP.

c) Thetype of wireline accessin the "wbgbanLineType" attribute of the "n3galL ocation”, if available, is
encoded in the Line-Type AVP.
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E.9 5GS-Level Identities report

The PCF provides 5GS-Level Identities as defined in annex A.1 and A.5 with the following differences:
- theIMSI isincluded within the Subscription-ld AVP if the IMSI isreceived within the "supi” attribute;

- the MSISDN isincluded within the Subscription-Ild AVP if the MSISDN isreceived within the "gpsi” attribute;

the NAI isincluded within the Subscription-ld AVP if the NAI is received within the "supi” attribute;
- the IMEISV isincluded with the User-Equipment-Info AVP if the IMEISV isreceived within the "pei" attribute;

- theIMEI isincluded with the the User-Equipment-Info-Extension AVP if the User-Equipment-I nfo-Extension
featureis supported and the IMEI is received within the "pei" attribute.

NOTE 1: UE identities for wireless and wireline convergence access are not considered to be used for the IMS.

NOTE 2: When the UE accesses a PLMN, the PCF provides the IMSI and the MSISDN within the Subscription-1d
AVP(s), if available. When the UE accesses a SNPN, the PCF provides the IMSI or the NAI, and the
MSISDN within the Subscription-ld AVP(s), if available. For both, SNPN and PLMN accesses, the PCF
provides the IMEI(SV) in the concerned AV P(s) as specified above.

E.10 Reporting Access Network Information

When the PCF receives the access network information, the PCF shall provide the corresponding access network
information to the AF as defined in clause 4.4.6.7,

When the AF regquested UE location, the PCF shall forward both, the received 3GPP access (NR or E-UTRA) and non-
3GPP access (Trusted, Untrusted, or Wireline network) UE location, if available.

The PCF encodes 3GPP UE location received in the "eutralLocation” or "nrLocation” attribute into the 3GPP-User-
Location-Info AVP as described in 3GPP TS 29.061 [34].

The PCF encodes the non-3GPP Trusted, Unstrusted or Wireline access UE location as described in clauses E.6, E.7
and E.8. When the PCF received the "userLocationinfoTime" attribute, the PCF includes the User-L ocation-Info-Time
AVP in the access network report to the AF to indicate when the UE location was last known.

NOTE: When the PCF receives both, the 3GPP and non-3GPP access UE locations, the "userL ocationlnfoTime"
attribute, if received, indicates the last known 3GPP access UE location, and consequently, the User-
Location-Info-Time AVP aso indicates the last known 3GPP access UE location.

E.11 Access Network Charging Information Notification

When the PCF receives the access network charging information, the PCF shall provide the corresponding access
network information to the AF as defined in clause 4.4.6.5.

If the PCF received from the SMF both, the IPv4 and 1Pv6 addresses within the "anChargl pv4Addr" and
"anCharglpv6Addr" attributes respectively, the PCF may select, based on local configuration, one of the received
addresses and report it within the Access-Network-Charging-Address AVP.

E.12 3GPP Access Network Information

The PCF provides the AF with the access network information as described in clause 4.4.1 by including the mapped
RAT Type within the RAT-Type AVP according to Table E.2-1.

If the NetLoc is supported, the procedure described in clauses 4.4.4 and 4.4.6.7 shall apply with the exceptions specified
in clause E.1 and with the exception of the user location information that is encoded as follows:
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a) TheTAI and NCGI received over the N7 reference point in the "tai" attribute and "ncgi" attribute of the
"nrLocation" attribute respectively, if available, are encoded in the 3GPP-User-Location AVP; or

b) The TAI and ECGI received over the N7 reference point in the "tai" attribute and "ecgi” attribute of the
"eutralocation" attribute respectively, if available, are encoded in the 3GPP-User-Location AVP.
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2018-06 [ CT#80 | CP-181171 (1618 1 | A |Support priority for MCVideo services 15.4.0
2018-12 [ CT#82 | CP-183118 (1622 1 | F |Removal of editor's note on Volume Based Charging 15.5.0
2019-03 [ CT#83 | CP-190118 (1623 2 | F [The mapping of Access-Type with IP-CAN-Type 15.6.0
2019-09 [ CT#85 | CP-192154 (1626 1 | A |[draft-ietf-dime-load published as RFC 8583 15.7.0
2019-09 [ CT#85 | CP-192164 (1624 1 | B |Support for Restricted Local Operator Services 16.0.0
2019-12 | CT#86 CP-193215 |1628 6 | B |Coverage and Handover Enhancements for Media (CHEM) 16.1.0
2019-12 [ CT#86 | CP-193221 (1631 5 | B [Adding Caller and Callee information 16.1.0
2020-03 | CT#87e | CP-200215 |1632 1| B [Support of Framework for Live Uplink Streaming (FLUS) in Rx 16.2.0
interface
2020-03 [ CT#87e | CP-200231 (1635 1 | B |Report of EPS Fallback 16.2.0
2020-03 | CT#87e | CP-200201 (1636 2 | B [5G SRVCC impacts on Rx 16.2.0
2020-06 | CT#88e | CP-201245 (1639 - | A |Missing annex A.10.5 (network provided location information at 16.3.0
SIP session release)
2020-06 [ CT#88e | CP-201229 (1640 3 | B [Access Type Report for a MA PDU session 16.3.0
2020-06 [ CT#88e | CP-201245 (1642 2 | A [Clarification on FlowDescription 16.3.0
2020-06 | CT#88e | CP-201246 [1643 1 | B [Support of applications with specific QoS hints 16.3.0
2020-06 [ CT#88e | CP-201269 (1644 1 | B |Reallocation of credit reporting to the AF 16.3.0
2020-06 | CT#88e | CP-201252 |1646 2 | B [Providing NID to the P-CSCF 16.3.0
2020-09 | CT#89%e | CP-202051 (1648 1 | A [Correction to RAN-NAS Release Cause feature 16.4.0
2020-09 [ CT#89e | CP-202059 (1649 1 | F [Correction to E.2 16.4.0
2020-09 [ CT#89%e | CP-202059 (1650 1| F |Support of 5GS non-3GPP Trusted Access 16.4.0
2020-09 | CT#89e | CP-202059 |1651 1 | F [Support of 5GS Wireline Access 16.4.0
2021-06 [ CT#92e | CP-211253 (1653 3 | B [IMEI over Rx reference point 17.0.0
2021-06 | CT#92e | CP-211226 |1654 3 | B |AF Session for Control of MPS for DTS 17.0.0
2021-06 | CT#92e | CP-211254 [1655 - | F_[Correction to Netloc-Untrusted-WLAN 17.0.0
2021-09 | CT#93e | CP-211254 [1656 1 | B [29.214 Authorization for MPS for DTS 17.1.0
2021-09 | CT#93e | CP-212201 |1657 1 | B |5GS-Level UE identities 17.1.0
2021-09 | CT#93e | CP-212224 (1658 F__[Clarification of resource allocation failure 17.1.0
2021-09 | CT#93e | CP-212224 |1661 1 [ F |Report of 3GPP and non-3GPP user location 17.1.0
2021-09 [ CT#93e | CP-212200 (1663 1| A |Support of TCP and UDP ports in non-3GPP UE location 17.1.0
2021-12 | CT#94e | CP-213225 |1664 1 [ B |[5GS-Level Identify for NAI 17.2.0
2021-12 [ CT#94e | CP-213215 (1669 A [Correction of an invalid 3GPP-User-Location-Info value 17.2.0
2021-12 | CT#94e | CP-213229 |1671 1 | B |5GS Level Identities in SNPN scenarios 17.2.0
2022-03 | CT#95e | CP-220196 (1673 1 | F [Correction to enable retrieval of Network Provided Location 17.3.0
information in a MESSAGE request
2022-03 | CT#95e | CP-220171 |1675 A [Correction to EPS Fallback 17.3.0
2022-03 | CT#95e | CP-220195 (1676 1 | B [Correction to enable retrieval of Network Provided Location 17.3.0
information at mid-call access change
2022-09 [ CT#97e | CP-222125 (1677 1 | F_[Untrusted WLAN location information 17.4.0
2022-09 | CT#97e | CP-222115 |1678 F |Allocate the value to FAILED QOS UPDATE 17.4.0
2022-09 [ CT#97e | CP-222125 (1679 F |Report of Access Network Charging Address 17.4.0
2023-03 | CT#99 CP-230175 (1680 1 | F |EPC AF signalling note 18.0.0
2023-03 | CT#99 CP-230174 (1681 F |Flow Description for MPS for DTS AF signalling flow 18.0.0
2023-03 [ CT#99 | CP-230174 (1682 F |Format handling for 3GPP-User-Location-Info AVP 18.0.0
2023-06 | CT#100 | CP-231133 (1683 1 | F [Handling of 3GPP User Location 18.1.0
2023-06 [ CT#100 | CP-231170 (1686 A |Corrections for the RAT types 18.1.0
2024-06 [ CT#104 | CP-241131 (1687 1 | B |Access control for users with eRedcap/Redcap subscriptions 18.2.0
2024-09 [ CT#105 | CP-242148 (1689 1 | A |Add the missing RAT type mapping. 18.3.0
2024-09 | CT#105 | CP-242136 |1692 1 [ A |Align ENUM value 18.3.0
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