ETSITS 129 215 vi15.2.0 2019-10)

& =>

TECHNICAL SPECIFICATION

Digital cellular telecommunications system (Phase 2+) (GSM);
Universal Mobile Telecommunications System (UMTS);
LTE;

Policy and Charging Control (PCC) over S9 reference point;
Stage 3
(3GPP TS 29.215 version 15.2.0 Release 15)

H056

A GLOBAL INITIATIVE



3GPP TS 29.215 version 15.2.0 Release 15 1 ETSI TS 129 215 V15.2.0 (2019-10)

Reference
RTS/TSGC-0329215vf20

Keywords
GSM,LTE,UMTS

ETSI

650 Route des Lucioles
F-06921 Sophia Antipolis Cedex - FRANCE

Tel.: +334 9294 42 00 Fax: +33 493 65 47 16

Siret N° 348 623 562 00017 - NAF 742 C
Association a but non lucratif enregistrée a la
Sous-Préfecture de Grasse (06) N° 7803/88

Important notice

The present document can be downloaded from:
http://www.etsi.org/standards-search

The present document may be made available in electronic versions and/or in print. The content of any electronic and/or
print versions of the present document shall not be modified without the prior written authorization of ETSI. In case of any
existing or perceived difference in contents between such versions and/or in print, the prevailing version of an ETSI
deliverable is the one made publicly available in PDF format at www.etsi.org/deliver.

Users of the present document should be aware that the document may be subject to revision or change of status.
Information on the current status of this and other ETSI documents is available at
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx

If you find errors in the present document, please send your comment to one of the following services:
https://portal.etsi.org/People/CommiteeSupportStaff.aspx

Copyright Notification

No part may be reproduced or utilized in any form or by any means, electronic or mechanical, including photocopying
and microfilm except as authorized by written permission of ETSI.
The content of the PDF version shall not be modified without the written authorization of ETSI.
The copyright and the foregoing restriction extend to reproduction in all media.

© ETSI 2019.
All rights reserved.

DECT™, PLUGTESTS™, UMTS™ and the ETSI logo are trademarks of ETSI registered for the benefit of its Members.
3GPP™ and LTE™ are trademarks of ETSI registered for the benefit of its Members and
of the 3GPP Organizational Partners.
oneM2M™ |ogo is a trademark of ETSI registered for the benefit of its Members and
of the oneM2M Partners.
GSM® and the GSM logo are trademarks registered and owned by the GSM Association.

ETSI


http://www.etsi.org/standards-search
http://www.etsi.org/deliver
https://portal.etsi.org/TB/ETSIDeliverableStatus.aspx
https://portal.etsi.org/People/CommiteeSupportStaff.aspx

3GPP TS 29.215 version 15.2.0 Release 15 2 ETSI TS 129 215 V15.2.0 (2019-10)

Intellectual Property Rights

Essential patents

IPRs essential or potentially essential to normative deliverables may have been declared to ETSI. The information
pertaining to these essential |PRs, if any, ispublicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRS); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards', which is available from the ETSI Secretariat. Latest updates are available on the ETSI Web
server (https://ipr.etsi.org/).

Pursuant to the ETSI IPR Policy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given asto the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Trademarks

The present document may include trademarks and/or tradenames which are asserted and/or registered by their owners.
ETSI claims no ownership of these except for any which are indicated as being the property of ETSI, and conveys no
right to use or reproduce any trademark and/or tradename. Mention of those trademarks in the present document does
not constitute an endorsement by ETSI of products, services or organizations associated with those trademarks.

Legal Notice

This Technical Specification (TS) has been produced by ETSI 3rd Generation Partnership Project (3GPP).

The present document may refer to technical specifications or reports using their 3GPP identities. These shall be
interpreted as being references to the corresponding ETSI deliverables.

The cross reference between 3GPP and ETSI identities can be found under http://webapp.etsi.org/key/queryform.asp.

Modal verbs terminology

In the present document "shall", "shall not", "should", "should not", "may", "need not", "will", "will not", "can" and
"cannot" areto beinterpreted as described in clause 3.2 of the ETS| Drafting Rules (Verba forms for the expression of
provisions).

"must” and "must not" are NOT alowed in ETSI deliverables except when used in direct citation.

ETSI


https://ipr.etsi.org/
http://webapp.etsi.org/key/queryform.asp
https://portal.etsi.org/Services/editHelp!/Howtostart/ETSIDraftingRules.aspx

3GPP TS 29.215 version 15.2.0 Release 15 3 ETSI TS 129 215 V15.2.0 (2019-10)

Contents

Intellectual Property RIGNES.... ..ot e e b e 2
LB INOLICE ...t b bt e e h e st b e e b e bt nE e R e e e e et b e bt R e b e e et e e e neebeen e e ns 2
AV TeTo = L= g oS = 011 070] oo | OSSPSR 2
1= 11 o TSRS 8
1 o0 o< TSP PP PP PRSI 9
2 REFEIBINCES .....ccee ettt s bt bt s e et e e e e et et e st e be e bt sE e et e b e e et e neenenbenbeneens 9
3 Definitions and @DBreVIaLiONS...........coueieieieieise ettt 10
31 D= T o T] (0] TP P TR UR TSROSO 10
3.2 ADDIEVIBLIONS ...ttt b e b et e et e s e e bt sh e eb e e he e ae e e e nE e b e sR e eh e e Re e e e R e eb e e bt eaeene e e ne e 10
4 SO REFEIENCE POINL ...ttt et et este s te e e s besre e tesseeeesbeeneenseseeeneeneenneenes 11
41 L0 oY= SRR 11
4.2 REFEIENCE MOE ... .ttt ettt et et et e beseeebe s st eae e e e eeseeseeebesneeneeneeneenes 11
43 FUNCLIONAl BIEMENES. ...ttt sttt eae et et e eeseeebeseeebeeneeneenaesseseesaesseeneenseneens 12
431 o 8 SR 12
4.3.1.0 LC T g1 - ST 12
4311 HOIME FOULEA BCCESS....... ettt sttt ettt sttt bt e b et bbbt e e e e et sbesbesaeene e e ennenes 12
4312 W ISIEEO A CCESS ...ttt sttt st sttt sttt s e st ese e st e besaes e et e se e st ebesee st ebesae st ebeseeneeteneebesae e esesbeneesens 13
432 BT 1 RSO 13
4.3.20 LC T o1 - SR 13
4321 HOIME FOULEO BICCESS. ... e veeueeeete sttt sttt h e ae et b s e e b e bt bt e ae e e e e se e eb e s bt ehe e e e s e besbesbe e e enneneen 13
4322 TS L= =0T\ RS 13
4.4 PCC, QoS, and IP flow mobility routing Rules and NBIFOM routing RUIES...........c.ccvirinineincneeene 14
441 OO (U =X o = 1T o o] o PP SRSRSN 14
442 QOS RUIE AEFINITION ...ttt et et e et e s ae st e e e testeseeseeeneeneeeeneas 15
4.4.2a IP flow mobility routing RUI€ defiNitiON...........cooiiiiiiie e 15
4.4.2b V2o o OSSR USROS 15
4.4.2c NBIFOM routing RUIE defiNItION .........cooiiiice ettt e e e e 15
4.4.3 (@0 1< = (0] 030 T = OO {1 =SS 15
4.4.4 Operations 0N QOS RUIES........ccuiiieiee ettt ae s e e e e ste e ee s e e saeesseenteesteeseesseesseenseesesneennes 15
445 Operations on 1P flow mobility routing RUIES...........ccv o et 15
4.4.6 Yoo TSP 16
4.4.7 Operations 0N NBIFOM roUtiNG RUIES..........c.oiiiiiieniereeese ettt s besr e 16
4.5 PCC procedures over SO REFEIENCE POINT .........ouiiieiriieet e 16
451 (€71 PP 16
4511 SO SesSioN EStabliSNMENT ...ttt sttt ne e e 16
4512 SO SESSION TEMMINGLION. ....cceeeieeiereeeeeie et ettt sttt e e st e stesbesae e st e neesee e e eeseessessesneeseeneenseneens 17
4513 Y= oL R I oo = TSSO P TP PRTOTSRURPTRRON 17
45131 Provisioning Of EVENE THIQOEIS......ueieeieeieeie e eeesee st e eestesae e sreesaeeteentesseessaessaesteenseenaesneennns 17
45132 Reporting of deployed EVENE THQUENS ..oiveiieiieeieeesieeseestestesaesee st e sreeste et eneessaesrae e e sneenaesneesnes 18
4514 MUItIPI€ BBERF SCENAIOS ... .eiuveiieeieeesieesiecte et ettestee e e e ete s te s e sseesaeesteeseeneeanessseasseensenssessanssenssenssnns 18
4515 Provisioning and validation of Default EPS Bearer authorized QOS...........cccevvevivecenieseeseee e 18
4516 Provisioning of Authorized QOS Per APN .......ooii it e e s e e ennaesreennees 19
4517 Bearer Control MOOE SEIECHION.........cuiiiiiriitese ettt e bbb e 20
4518 Access Network Information REPOIING..........cviereiiireeeree s 20
452 HOME-ROULEA GCCESS. ... veeueeieie ittt e see ettt et e e et e eeseesbe s et ebe et eme e teseebesaeeseeneeneeneessessesaeeseeneensessens 20
4521 S9 Session/Subsession establishment/modifiCation ...........ccooerere e 20
4522 Provision of QOS RUIES DY the H-PCRE ..ot 22
4523 S9 Session/Subsession Termination Initiated by the V-PCRF ... 23
4524 S9 Session/Subsession Termination Initiated by the H-PCRF ...........ccccooe e 23
4525 Multiple BBERF HANAIING ....ccviiiiieiiiieiieise sttt sttt sttt s ebe st neenens 24
4525.1 LC T g1 - PSS 24
45252 Handling of multiple BBERFs associated with the same IP-CAN session during handover .......... 24
45253 Handling of two BBERFs with flow mobility within the same IP-CAN session..........ccccceeeevueenee. 25
45.2.6 Deferred Session Linking HanliNg .........coooieeiieie ettt et et 25

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 4 ETSI TS 129 215 V15.2.0 (2019-10)

4527 Session Linking Handling When Multiple PDN Connection to asingle APN is supported................. 26
453 W ISIEEO ACCESS ..ottt e sttt ettt et e s e e e e saeebesaeeaeeae e e enseae e eeseeseeeseemeeseeneensesseseeseeeneeneeneanseses 26
4531 Request PCC and QOS RUIES ........c.ciiiiiiiieieeeete sttt sttt b e s b e e e b e e b e e b srennenen 26
4532 PCC and QOS RUIES PrOVISIONING....c.coueeetiriiietirteneetestereete sttt s ebe e e b e e ebesbe e esesaeneebesresnenens 29
4533 S9 Session/Subsession Termination Initiated by V-PCRF...........cooiiiiceeeeeeeeees 30
4534 S9 Session/Subsession Termination Initiated by the H-PCRF............cccooe e 31
4535 Multiple BBERF HANING ....c.oiveviiieiiisitcerei e 31
45.3.6 RX OVEN SOtttk bbbt E ket E Rt R bR bt R bR bt r s 32
4536.1 GENETAL ...ttt bbb R R e R bR Rt R b n b nen s 32
45.3.6.2 Y1 =0T | 1T o 32
453621 V-AF Subscription to Notification of Signalling Path StatuS ............cceeviirininnneeceee, 32
45.3.6.2.2 Reporting of Signalling Path SEALUS ..o e 32
4.5.3.6.2.3 Reporting IP-CAN Type Change NOtIfiCatiON..........ccvireiririeeereeesee e 32
4537 Deferred Session Linking HandliNg .........coiieeiieiiesieeesie e sb e 33
4538 Session Linking Handling When Multiple PDN Connection to asingle APN is supported................. 33
4539 [P FIOW MODITTEY SUPPOT ...ttt bttt b e et b et b e 34
45.3.10 Application Detection and CONLIOL .........c.coceiiueiieieeie et e e e e e e sreseesreesreesneeseenneens 34
453101 GENETAL ...ttt R R R R bR R R b e b nen s 34
453102 LY L OSSP SO TSP PSPPSR 35
45.3.10.3. W O0I0 et R R h bR R R R R R R Rt R n et 35
45.3.104. Application DeteCtion INFOrMELION.........ccueiieieee e e et ee e 35
45.3.105. ADC RUIE DEITVALION ...ttt ettt 35
45311 NBIFOM SUPPOIT ...ttt sttt st e bt e e n e s r e r e b et ene e e e e e sr e er e sreere e ene e 36
454 IMS EIMEITENCY SEIVICES ...ttt sttt sttt et b e et be e ae b se e st b e s e e he b e s e e bt e b e ne e bt e b e seeb e e b e ns et ebesb et ebe s e e e 36
455 Extended bandwidth support for EPC supporting Dual Connectivity (E-UTRAN and 5G NR) ................ 36
5. SO PrOLOCOI ...ttt e b e bbb st b bR R b e b 37
51 L (00 To e BT o] oo 37
52 Initialization, maintenance and termination of CONNECtion aNd SESSION..........c.cvreerirreerirreeree s 37
5.3 SO SPECITIC AV PS....eieeette ettt b e bbbt R R R R R R bR n s 38
5.3.0 (C1c 07 - SO TSP P PSP PTPTRRPURON 38
531 SUDSESSION-DECISION-TNTO ...t sr e sr e r e sre e renrennenen 38
532 SUbSESSI ON-ENfOrCEMENT-TNTO. ...t sttt see e e ene e e eneas 39
533 IS 01525 o T o PSR 40
534 SUDSESS ON-OPEIELION ...ttt ettt b btk eb e s b e b se et b e se e st b e se et e sb e e ebesb e e ebesbennenen 40
535 Yoo SRR 40
536 MUItIPIE-BBERF-ACHION ..ottt sttt sttt sttt eb e st b e et b e st bene et e b e b et b b 40
537 DIRA-DEDIOYMENT ....cveteeeete ettt ettt b et bt b e bbbt bt b et s bt s e et e b e s b et e bt s b e bt e b e st et e b e s e et b b 41
538 DRA-BINGING. ...ttt ettt e et b st e bt e bt e bt ne bt e bt e n e nna 41
54 SO TEUSEH AVPS ..ttt h et b e R R e Rt R R bR b n e 41
5.4.0 GENENAL ...ttt et b e R Rt R R R R R R R Rt R R R e R Rt e Rt e bt e r e 41
54.1 Use of the Supported-Features AVP on the SO reference Point..........ccccevce e ieeseeseeseeseee e 41
55 S = o PSPPSR 44
551 el Y o] o] I Tor= (o o TSP SOU PP ST UP PSPPI 44
552 CC-Request (CCR) COMMBNG......cueeeterterietirtereeteete sttt sttt et et ss e ebesbeseebesbeseesesbeseeseebeseebesbeeereseeneesens 44
553 CC-ANSWES (CCA) COIMIMEAING.......eeiueeterteieterteseeterte ettt sttt ebe et b et ebesbe e ebesbeseebesbeseebesbeseesesreeebesbennesens 45
554 Re-Auth-Request (RAR) COMIMEANG ..ottt st sb e 45
555 Re-Auth-AnSWer (RAA) COMMANG .....cuiitiiiiiiieietiste ettt st sb et e et b e et b e et st se et sbe e 46
557 Trigger-Establishment-Request (TER) COMMENG...........ccoeiiiriiiiineineeeese s 46
55.8 Trigger-Establishment-Answer (TEA) COMMANG.........ccciiieiie e e e sae e e e naeene e 47
5.6 S9 specific Experimental-ReSult-Code AVP VBIUES.............cocuieiieiecie e steese e e e s sneas 47
5.6.1 GENENAL ...ttt et b e R Rt R R R R R R R Rt R R R e R Rt e Rt e bt e r e 47
56.2 SUCCESS. ...ttt bbbt bbb b S a R R bR R bbb r e sh b 47
56.3 PEMANENE FAITUMNES ...t ettt et ne et r e s r e er e n e 47
5.6.4 TrANSIENE FAIUIES ...ttt et r e n e re e 47
Annex A (normative): Access specific agpects, Fixed Broadband Access interworking with

B P bbbt sae e 49
Nt oo o - PSSR 49
A.2  Definitions and aDBreViationS........ ..o 49
A21 DEFTNITIONS. ...ttt r e R R e R R et e et R e et r e r s 49

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 5 ETSI TS 129 215 V15.2.0 (2019-10)

A.22 F N o] 0 1=V o] = 49
A.3 Reference points and REFErENCE MOTE ........ccueeiiiiiie e s ee e 49
A.3.0 LC T g1 - ST 49
A31 SOB REFEIENCE POINL ...ttt bbbt a e e e bt sa e eb e s aeehe e e e s e besresbesaeene e e aneas 50
A.3.2 SO REFEIENCE POINL ...ttt b e bt b e ae e a et e s e b e se e eb e s bt e he e e e b e besbeebesneene e e ennas 50
A.33 REFEIENCE IMOUE ...ttt e bbbt e e se ekt s bt bt et e s e e s e abenbesbeebeeneennennen 50
A4 FUNCHONE EIEBMENTS.......i ettt sttt st et s re et e be s e e ntesneeneesteeneeneentesaeeneensenneenes 59
A.4.0 O e SRS 59
A4l N mP R ..ttt sttt ettt e e —e e et ee e —e e e tee e beeataeeaeeehteaaeeeateeaaeeateeeaneeeteeeaneeeareeenneeens 60
AA4.2 L 8 PSSR 61
A.4.3 PSSR 61
A.5 PCC procedures over S9a ReferenCe POINt ..........cceciiiiiie et s 62
A5.1 SesSioN EStabliSNMENT OVEr SOA.......cc.eiiiieiii bbb bbbt sr e bt ne e 62
Ab511 ST O (o TH 1= o I = oSSR 62
A5111 S9a Session Establishment Trigger BY PCRE ...t 62
Ab5112 S92 SeSSION EStabliSMENL ...t st n e nee e 63
A51.2 N IS T @ 1 = o RRSRS 63
Ab5121 S9a* SeSSION EStabliSNMENT ...ttt ae e neen 63
A52 SESSION TEIMINALTION OVEF SO8........ecueieeeiieiieieeie ettt et e e e et e ste bt e e e eeseeseestesaesbesneeneeneenseseesaessesneeneeneenes 63
Ab521 e O 010 11=o I = oS PRRRN 63
A5211 S9a Session Termination initiated by the (V=) PCRF .........c.ooiriiee e 63
Ab5.22 N ST L@ T I = oSSR 64
A5.221 S9a* Session Termination initiated by the BPCF ..........oovi e 64
Ab5.222 S9a* Session Termination initiated by the (V-) PCREF .........oooieeee e 64
A53 SESSION MOGITICATION OVEN SOA......ccueiuiiuieiieieeie ettt bbbt sa e eb et ae e e b besbe b e e e e e e e ennas 65
Ab531 ST O (o TH 1= o I = oSSR 65
A5311 S9a Session Modification initiated by the (V=) PCRF ..o 65
A53.12 S9a Session Modification initiated by the BPCF ...........ccooiiiiiicne s 65
A5.3.2 NN ST L@ i TSRS 66
Ab5321 SO9a* Session Modification initiated by the (V-) PCRF ..o 66
A53.22 S9a* Session Modification initiated by the BPCF ..o 66
A54 Handling of QOS iNFOMMBLION..........iueiriiieiirie bbbt b et eb e b 66
A54.1 EPC-TOULEA TrAFTIC. ... ettt et h et e e bbbt bt et e st e e e se e besaesb e e e enneneens 66
A54.2 N ST L@ I = ST SRTRSPS 66
A.6  PCC procedures over SO REFENENCE POINL..........ccueiiiiiiiiiisie e 67
A.6.1 SesSioN EStabliSNMENT OVEN SO.... .ottt sttt ae e e e e e tesreeseeneeneeneaneas 67
A6.11 e O 010 11=o [ I = oSO RRRN 67
A6.1.11 S9 Session Establishment Triggered by H-PCRF ..........ccoiiiiiieneeeneeeieeese s 67
A6.1.12 SO SesSiON EStabliSNMENT....... oottt ettt neene et neen 67
A.6.1.2 N ST L@ T I - oSS 68
A.6.2 SESSION TEIMINGLTION OVEF SO......iiiiiiiieieiee ettt e et ae et et e e seesbesaeeaeene e s e e e e eseseeseesseeneeneeneeneas 68
A.6.21 ST O (o TH 1= o I (= oSS 68
A6.21.1 S9 Session Termination initiated by the H-PCRF ...........coooiii e 68
A.6.2.1.2 S9 Session Termination initiated by the V-PCRF ...........cooi i 68
A.6.2.2 N ST L@ T I = oSSR 69
A6.2.2.1 S9 Session Termination initiated by the V-PCRF ...........ccooi e 69
A.6.2.2.2 S9 Session Termination initiated by the H-PCRF ...........coooiii e 69
A.6.3 S =SS To g Y Kol [N {Tor= (Lo g o V7= g0 PRSP 69
A.6.31 e O 010 11= o = i o P RRSN 69
A.6.3.1.0 S9 subsession establishment triggered by H-PCRF ... 69
A.63.1.1 S9 Session Modification initiated by the H-PCRF ... 69
A.6.3.1.2 S9 Session Modification initiated by the V-PCRF ... 70
A.6.3.2 N ST L@ I = ST SRTRSPS 70
A.6.3.2.1 S9 Session Madification initiated by the H-PCRF ..o 70
A.6.3.2.2 S9 Session Moadification initiated by the V-PCRF-...........c.coi i 70
A.64 Provisioning and validation of QOS iNfOrMELION...........cceieeieeii e e se e sreesae e reeneens 71
A.6.4.1 ST O (o TH 1= o I (= oSS 71
A.6.4.2 N ST L@ I = ST SRTRSPS 71
E S N {00 | SRS 71

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 6 ETSI TS 129 215 V15.2.0 (2019-10)

A71 PrOLOCOI SUPIIOIT ...ttt ettt ettt sttt b et eh s b et b b e b bt h bt bbbt s e st b e s e bt e e eb e b e ens 71
A.7.2 Initialization, maintenance and termination of conNNECtion and SESSION...........ccceveeveeeieeecree e e esaee s 71
A.7.3 SOB GPECITIC AV PS....c.eeeiteett ettt bbb et b e e st bt s e bt b e s e e Rt b e e he b e ne b e et bt r e n e 72
A.731 GBNEN@L.... .ottt ettt et e et e st e e st e e te et e eaeeeheeebe e te e beeateeheeaheeeheeaheebeeateereebeeareeaaeeaeeeheesteeareereenreaaes 72
A.7311 PCRF-AGAIESS ...ttt et e et e e bt e be et e et e e abesatesaeesaeesheesaeeseeasesaseaneesaeesteesseesanas 72
A74 SOATEUSEA AV PS......oceiiieee ettt ettt ettt st et bt b et e b s b et e be s be st e be e b e Rt e be s e e st ebe st eneebeneeneebeneenees 72
A74.1 LCT= 0T o OSSPSR 72
A.75 S9a specific Experimental-Result-Code AVP VAIUES...........cooveiiee et 75
A.751 (=0T o OSSPSR 75
A. 752 SUCCESS. ...ttt et ettt ettt et s et e e Rt e n e e e ea e e e R e eE e b e e R e SaE e £ e e e S RE e £RE SR e e R e eR R e eR Rt eR e e R e e Re e Rt e e e nnnenneenneenreereen 75
A.753 PEIMANENT FAIUMES ...ttt e et e e s ae e sae e s beeabeeabeeaeesbeesbeesbeesbeenseenseenneenns 75
A.754 TrANSIENE FQIUIES ...ttt ettt e e be et e et e e st e eaeesbeesbeeaseesaeesbeenseeareeasesseestnesanas 75
A.7.6 SOBIMESSAGES ......ccurerireiit ettt r e bt h et e e E R R R e e R e Rt R R Rt R e n e r e Rt R an e ens 75
A.76.1 SOB APPIICELION ...ttt bbbt bt b et b e b e bt bt b e bt he b e e bt R e e bt b e bt b e neenea 75
A.7.6.2 CC-Request (CCR) COMIMBNG.........cuerterieieterieietestese ettt sttt st seeie st se et ebese e ebesae e ebesbeseebesbe st ebesbeneebesbeneesens 76
A.7.6.3 CC-ANSWES (CCA) COIMIMANT......ccuiietirtereetirte sttt sttt se et sb e e bt b see st sbesee st ebesee st ebeseebesbe e ebesbennerens 76
A.76.4 Re-Authorization-Request (RAR) COMMANG..........c.ccceiieiieiieieeie e seesee et ese e sraesreesree e saesessneesnes 77
A.7.6.5 Re-Authorization-Answer (RAA) COMMENG ..........cocieiierieeieeie e seeseesre e ssee e e e seeaeseesneesnes 77
A.7.6.6 Trigger-Establishment-Request (TER) COMMANG.........ccoiveiieiiieieriesiese e see s sre e neees 77
A.7.6.7 Trigger-Establishment-Answer (TEA) COMMENG.......ccccoiiieiieiiieierieseesee e e seeseeseesre e e esse e esesseeseens 78
YR TS = i . )]0 o RSP 78
AB8.1 PrOLOCOI SUPIIOIT ...ttt ettt ettt sttt b et eh s b et b b e b bt h bt bbbt s e st b e s e bt e e eb e b e ens 78
A.8.2 Initialization, maintenance and termination of coNNECtion and SESSION...........cccveieveeeieeicree e e e 78
A.8.3 SOBF SPECITIC AV PS...eee et b et b et b e et b e et b e et b e bt b e et bt et b et b n s 79
A.831 GBNEN@l... .ottt ettt e e et e st et e e te et e eaeeeheeebe e be e beeateeheeeheeeheeaheeteeateereebeereeneeeaeeeheenteeareereanreeans 79
A8311 UE-LOCEI-IPUB-PIrEfiX AV P ....ocuieeieie et ettt sttt st st st s be et sae e ebesbeneenen 79
A84 SOGF TE-USEA AV PSSttt sttt sttt b et b s b et b e b et b e e Rt et e et R be et te st e e 79
A.84.1 (=0T o OSSPSR 79
A.85 S9a* specific Experimental-Result-Code AV P VEIUES...........c.ocviiieiiesieeee e se et sae et 80
A.851 (=0T - OSSPSR 80
A.852 SUCCESS. ...ttt ettt ettt et et et s e h e e Rt e n e st ea e e eh e e e R e e b e e R e e AR e £ ae e SRe e ARE SR e e R e eR R e eR R e eR e e R e e Re e Rt e nesnnenneenneenreereen 81
A.853 PEIMANENT FAIUMES ...ttt et e et s sae e sae e beeabeeabeeaeesbeesbeesbeesbeenseensesnnennns 81
A.854 TrANSIENE FQIUIES ...ttt ettt e e be et e et e eabeeaeesbeesbeesaeesaeesbeenteeareentesseestaesaeas 81
A.8.6 SO MESSAJES .......veirirerii ettt ettt r e E e et h et a e e e e R e R R R R R e R e R R R e Rt R e n e r e Rt R e e enns 81
A.8.6.1 i Y o) o] [ Tor= o] o [H OSSOSO PPTO ST PP PSPPI 81
A.8.6.2 CC-Request (CCR) COMMBING..........certerieeeterieietesteseete st sttt st et sbeseeseebe e eseebesaeneebesbeseebesbeseebesbeeebesbeneesens 81
A.8.6.3 CC-ANSWES (CCA) COIMIMANT......ccuiieuirtereetirtesieieete ettt sttt sr et b e e bt b see st sbesee st ebesee e ebeseebesbe e ebesbennesens 82
A.8.6.4 Re-Authorization-Request (RAR) COMMANG..........c.ccceiieiieiieieeie e seesee e esae et eae e sree e e e saesessneesnes 82
A.8.6.5 Re-Authorization-Answer (RAA) COMMEANG .........covieiieiieieeiese s e seeste e ae e e e e teeaeseesneesnes 83
Annex B (normative): Access specific aspects, Fixed Broadband Access network

(00 01 VL< 0= o [0 SRS 84
= 0 RS oo o PP T PRSP PRPRTROTN 84
B.2 Definitions and abbreViations...........cceiiiieieiieie et e et et sr e s aesreeae e e resre e neeneens 84
B.2.1 DEINITIONS.....ccee ettt ettt et e et e et eeaae s beesheesbeebeeaeesaeeeaeebeeateeaseeheesbeesbeesbeeseentesnnenans 84
B.2.2 ADDIEVIBLIONS ...ttt bt a et e bbbt h e b e e e e R e R e Rt SRt b e Rt h e e e b e Ee bt b e neene e ne e 84
B.3 Reference points and REFErENCE MOUE .........ccooiiiieieeee et 84
B.3.1 GBNETEL ...ttt bt e h bR h e e R e R R e R e e Re R e e E e R e Rt ARe b e e Rt e R e e e e b e Rt eReebeeaeenee e enns 84
B.3.2 SO REFEIENCE POIML ...ttt bbbt h et e e et se e e bt s bt e bt e e e b et e sbe e b e sneene e e eneas 84
B.3.3 REFEIENCE IMIOUE ... ..ottt e s e st e s ae e s ae e beeateeaseeaeesbe e baesbeesbesnsesaeesaeesaeesseanseensenns 85
B.4  FUNCHONE EIEMENLS.......cociiieieitice ettt st s e st e este s aeebesreeneesbeeaeeneeseesneennesreeneens 86
B.4.1 Y SRS 86
B.4.2 L O OSSOSO 86
B.5 PCC procedures over SO RefErenCe POINT ..........ccooieiiiiee e 87
B.5.0 LC T g1 oSSR 87
B.5.1 SessioN EStabliShMENt OVEN SO.......ouoiie ettt et s s s ae e s be e beeabeeabeenaeeneesaeesaeas 87
B.5.2 SESSION TEIMINGLION OVE SO......cciiiiiiie ettt ettt et e et e et e e be s aeesaeesheesaeesseeaseensesaeenseenseenteessesseesaeesanas 87
B.5.3 SessiON MOIfiCAHION OVEN SO........ooiiiiiieciie ettt ettt ettt et e et e sae e sae e sheesaeebeenteenteeaneeneesreesanas 87

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 7 ETSI TS 129 215 V15.2.0 (2019-10)

B.5.4 Provisioning and validation of QOS INfOrMELION............ereiririeire e 87
Annex C (normative): Access specific aspects, EPC-based eHRPD ACCESS..........ccceovvirinirinicnnnas 88
LT €7 0 - ST 88
C.2  IPVO PrefiX PrOVISIONING......ccieiieitieie ettt sttt s e st et esre et e s ae e e e beeaaesbesreensesreeaeensessesaeesesnennnas 88
Annex D (informative): ChangE NiStOrY ....ccuiiiceece e e 89
[ 1S 0] Y PSSRSO 90

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 8 ETSI TS 129 215 V15.2.0 (2019-10)

Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present document provides the Stage 3 specification of the SO reference point for the present release. The functional
requirements of Stage 2 specification for the S9 reference point are contained in 3GPP TS 23.203 [2]. The S9 reference
point lies between the PCRF in the home PLMN (aso known as H-PCRF) and the PCRF in the visited PLMN (also
known as V-PCRF).

Whenever it is possible the present document specifies the requirements for the protocols by reference to specifications
produced by the IETF within the scope of Diameter. Where thisis not possible extensions to Diameter are defined
within the present document.

2 References

The following documents contain provisions which, through reference in this text, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.203: "Policy and Charging Control Architecture”

[3] 3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points'.

[4] 3GPPTS 29.213: "Policy and charging control signalling flows and Quality of Service (QoS)
parameter mapping"

[5] 3GPP TS 29.214: "Policy and charging control over Rx reference point"

[6] Void.

[7] 3GPP TS 29.229: "Cx and Dx interfaces based on the Diameter protocol; Protocol details’

[8] IETF RFC 4960: " Stream Control Transmission Protocol”.

[9] 3GPP TS23.003: "Numbering, addressing and identification".

[10] 3GPP TS 23.261: "IP flow mobility and seamless Wireless Local Area Network (WLAN) offload,;
Stage 2".

[11] Void.

[12] Void.

[13] 3GPP TS 23.216: "Single Radio Voice Call Continuity (SRVCC); Stage 2".

[14] Broadband Forum TR-203: "Interworking between Next Generation Fixed and 3GPP Wireless
Access'.

[15] Broadband Forum TR-134: "Policy Control Framework".

[16] Broadband Forum TR-146: " Subscriber Sessions”.

[17] DSL Forum TR-059: "DSL Evolution — Architecture. Requirements for the Support of QoS-

Enabled IP Services', September 2003
[18] 3GPP TS 23.402: "Architecture Enhancements for non-3GPP accesses”.
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[19] IETF RFC 4006: "Diameter Credit Control Application”.

[20] 3GPP TS 23.007: "Restoration Procedures”.

[21] Void.

[22] 3GPP TS 29.274: "3GPP Evolved Packet System. Evolved GPRS Tunnelling Protocol for EPS
(GTPv2)".

[23] 3GPP2 X.S0057-B: "E-UTRAN — eHRPD Connectivity and Interworking: Core Network
Aspects'.

[24] IETF RFC 7683: "Diameter Overload | ndication Conveyance".

[25] IETF RFC 4005: "Diameter Network Access Server Application”.

[26] 3GPP TS 23.161: "Network-based | P flow mobility and Wireless Local Area Network (WLAN)
offload; Stage 2".

[27] IETF RFC 7944: "Diameter Routing Message Priority”.

[28] IETF RFC 8583: "Diameter Load Information Conveyance'.

[29] IETF RFC 6733: "Diameter Base Protocol"”.

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

Home Routed Access: Roaming scenario where the PCEF is located in the HPLMN. In a Home Routed roaming
scenario, the UE obtains access to the packet data network from the HPLMN.

I P-CAN session: association between a UE and an IP network.

The association is identified by one or more UE 1Pv4 addresses/ and/or 1Pv6 prefix together with a UE identity
information, if available, and a PDN represented by a PDN ID (e.g. an APN). An IP-CAN session incorporates one or
more |P-CAN bearers. Support for multiple IP-CAN bearers per IP-CAN session is IP-CAN specific. An IP-CAN
session exists as long as the related UE | Pv4 address and/or | Pv6 prefix are assigned and announced to the | P network.

Visited Access (also known aslocal breakout): Roaming scenario where the PCEF islocated inthe VPLMN. In a
Visited Access Roaming scenario, the UE obtains access to the packet data network from the VPLMN.

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

ADC Application Detection and Control

AF Application Function

AN-Gateway  Access Network Gateway

AVP Attribute-Value Pair

BBERF Bearer Binding and Event Reporting Function
DRMP Diameter Routing Message Priority

H-AF Home AF

H-PCRF Home PCRF

HPLMN Home PLMN

HR Home-Routed
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HRPD High Rate Packet Data
HSGW HRPD Serving Gateway
NBIFOM Network-based | P flow mobility
OCs Online charging system
OFCS Offline charging system
PCC Policy and Charging Control
PCEF Policy and Charging Enforcement Function
PCRF Policy and Charging Rule Function
RCAF RAN Congestion Awareness Function
SGW Serving Gateway
TDF Traffic Detection Function
TSSF Traffic Steering Support Function
ubC User Data Convergence
UDR User Data Repository
VA Visited Access
V-AF Visited AF
V-PCRF Visited PCRF
VPLMN Visited PLMN
4 S9 Reference Point

4.1 Overview

The S9 reference point is used in roaming scenarios involving a HPLMN and a VPLMN. Two main roaming scenarios
are considered: visited access (PCEF in VPLMN and AF in VPLMN or HPLMN) and home-routed access (PCEF in
HPLMN and AF in the HPLMN).

Two Diameter applications are used over the S9 reference point: S9 and Rx. The purpose of the S9 Diameter
application isto install PCC rules or QoS rules generated in the HPLMN into the VPLMN and transport the events that
may occur in the VPLMN to the HPLMN. Additionally, the SO Diameter application is used to install ADC rules
generated in the HPLMN into the VPLMN and transport the application detection and control information from the
VPLMN to the HPLMN, when the H-PCRF and the V-PCRF both support the Application Detection and Control
feature. When the AF isin the VPLMN, Rx is used over the S9 reference point to exchange service session information
from the V-PCRF to the H-PCRF.

The AF exchanges session information with the H-PCRF or V-PCRF as specified in 3GPP TS 29.214 [5]. The PCRF
(H-PCRF and/or V-PCRF) exchanges PCC rules and QoS rules with the PCEF and BBERF respectively as specified in
3GPP TS29.212 [3]. Additionally, the PCRF (H-PCRF and/or V-PCRF) exchanges ADC rules (for solicited application
reporting) and application detection notifications with the TDF as specified in 3GPP TS 29.212 [3].

NOTE: Incaseof TDF and visited access, the V-PCRF extracts ADC Rules from the received PCC Rules.
Signalling flows related to all the PCC reference points (Gx, Gxx, Rx, Sd and S9) are specified in 3GPP TS 29.213 [4].
Diameter messages over the S9 reference point shall make use of SCTP [8].

Refer to Annex G of 3GPP TS 29.213 [4] for Diameter overload control procedures over the S9 interface.
Refer to Annex J of 3GPP TS 29.213 [4] for Diameter message priority mechanism procedures over the S9 interface.

Refer to Annex K of 3GPP TS 29.213 [4] for Diameter |oad control procedures over the S9 interface.

4.2 Reference model
The S9 reference point is defined between the V-PCRF and the H-PCRF for home routed access and visited access.

The relationships between the different functional entities involved in the home routed access and visited access are
depicted in figure 4.2.1. The overall PCC architecture is depicted in clause 3a of 3GPP TS 29.213 [4].
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S9

V-PCRF | H-PCRF

Figure 4.2.1: S9 reference model
Figure 4.2.1a: Void
Figure 4.2.2: Void

Figure 4.2.2a: Void

4.3 Functional elements

43.1 H-PCRF

43.1.0 General

The H-PCRF (Home Policy and Charging Rules Function) is afunctiona element that encompasses policy control
decision and flow based charging control functionalitiesin the HPLMN.

The H-PCRF provides functions for both home routed access and visited access.

The H-PCRF selects the bearer control mode applicable for the user or IP-CAN session. Policy decisions based on the
bearer control mode are made in the H-PCRF.

Usage monitoring as defined in 3GPP TS 29.212 [3] is controlled by the H-PCRF.

The H-PCRF shall check whether PCC Rules or QoS Rules have to be provided based on the information received from
the V-PCRF.

NOTE: The H-PCRF can use the Called-Station-1d AVP for that purpose. When this AV P is absent, the H-PCRF
provides QoS rules that are not related to any IP-CAN session. When it is present, if it identifies a Visited
Network, the PCC rules will be provided. If it is present and identifies a Home Network, the QoS rules
will be provided. When looking up policies for an APN from the SPR or internal storage, the H-PCRF
can apply the APN matching proceduresin Annex | of 3GPP TS 29.213 [4].

When provisioning PCC/QoS rules over the S9 reference point, the H-PCRF is responsible for assigning packet filter
identifiers for rules provisioned as aresult of UE initiated resource modification. For E-UTRAN access with UE
initiated resource modification procedure, the H-PCRF shall either authorize the same QoS as requested or reject the
request if the requested QoS cannot be authorized.

431.1 Home routed access

The H-PCRF shall provision QoS Rules to the V-PCRF via the S9 reference point, PCC Rulesto the PCEF via the Gx
reference point, and if applicable, provision ADC rulesto the TDF viathe Sd reference point. The H-PCRF ensures that
the QoS Rules provisioned are aligned with the PCC Rules. It is PCRF's responsibility to coordinate the PCC rules and
QoSrules, if applicable, with ADC rulesin order to ensure consistent service delivery.

Based on home operator policy, the H-PCRF may allow arequest for ponsored data connectivity, reject arequest for
sponsored data connectivity, or terminate the AF session associated with sponsored data connectivity.

The H-PCRF PCC Rule decisions may be based on one or more of the following:
- Information obtained from the AF viathe Rx reference point.

- Information obtained from the V-PCRF via the S9 reference point.
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NOTE: The above may include information obtained from the BBERF via the Gxx reference point.
- Information obtained from the PCEF via the Gx reference point.
- Information obtained from the SPR via the Sp reference point.
- Information obtained from the TDF via the Sd reference point.
- PCRF pre-configured information.
The H-PCRF provisions event triggers to the V-PCRF, PCEF and TDF.

43.1.2 Visited Access

The H-PCRF shall provision PCC Rulesto the V-PCRF viathe S9 reference point. The H-PCRF may provision QoS
Rules to the V-PCRF viathe S9 reference point for case 2a when the available QoS Rules are not related to any |P-
CAN session.

The H-PCRF shall reject request for sponsored data connectivity when the AF islocated in the HPLMN.

NOTE 0: Sponsored connectivity for a roaming subscriber with visited accessis not supported in this release as
specified in 3GPP TS 23.203 [2].

The H-PCRF PCC/QoS Rule decisions may be based on one or more of the following:
- Information obtained from the AF when located in the home network.
- Information obtained from the V-PCRF viathe S9 reference point.

NOTE 1: The above may include information obtained from the AF when the AF islocated in the VPLMN and
information obtained from the PCEF, BBERF and TDF.

NOTE 2: Information obtained from the AF only applies for PCC Rule decisions.
- Information obtained from the SPR via the Sp reference point.
- PCRF pre-configured information.

The H-PCRF provisions event triggers to the V-PCRF.

4.3.2 V-PCRF

43.2.0 General

The V-PCRF (Visited Policy and Charging Rules Function) is afunctional element that encompasses policy control
decision and flow based charging control functionalitiesin the VPLMN.

The V-PCRF provides functions for both home routed access and visited access.

For E-UTRAN access with UE initiated resource modification procedure, the V-PCRF shall validate the QoS based on
operator policiesin the request from the BBERF/PCEF before interacting with the H-PCRF.

43.2.1 Home routed access
The V-PCRF shall request QoS Rules and report events to the H-PCRF viathe S9 interface.

The V-PCRF validates the QoS parameters received within the QoS Rules based on operator policies. The V-PCRF
informs the H-PCRF if the QoS validation failed.

The V-PCRF shall provision QoS Rules to the BBERF via the Gxx reference point.

4322 Visited access

The V-PCRF shall request PCC Rules from and report events to the H-PCRF using the S9 reference point.
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The V-PCRF may request QoS Rules from the H-PCRF using the S9 reference point when the available QoS Rules are
not related to any IP-CAN session.

If the V-PCREF receives the PCC Rules from the H-PCRF, the V-PCRF extracts the QoS Rules from the PCC Rules,
validates the former, and if QoS validation is successful, the V-PCRF shall provision the PCC Rules to the PCEF via
the Gx reference point and the QoS Rules to the BBERF viathe Gxx reference point. If the QoS validation fails the V-
PCRF shall provide the acceptable QoS to the H-PCRF. The H-PCRF may provide back an acceptable QoS to the V-
PCRF or may reject the request. Upon reception of the successful response from the H-PCRF, the V-PCRF shall
provision the PCC Rulesto the PCEF and the QoS Rulesto the BBERF, if H-PCRF reject the request the V-PCRF shall
reject the corresponding request from the PCEF/BBEREF-. If the QoS validation applies to the Default Bearer QoS or
APN-AMBR, the procedures described in clauses 4.5.1.5 and 4.5.1.6 shall apply respectively. For case 2a, there may be
additional specific rulesto be installed at the BBERF for the sole purpose of alowing the tunnel between the BBERF
and the PCEF not directly related with any service.

If the V-PCRF receives the PCC Rules containing application identifiers from the H-PCRF, and thereisa TDF
deployed in the visited network, the V-PCRF shall derive corresponding ADC rules and provide those ADC rulesto the
TDF. If the V-PCRF receives PCC Rules containing application identifiers from the H-PCRF and the PCEF in the
visited network supports Application and Detection Control feature, the V-PCRF shall provide those PCC rulesto the
PCEF supporting Application Detection and Control feature.

If the V-PCRF receives application detection notifications from a PCEF or a TDF, the V-PCRF shall provide those
notifications to the H-PCRF if the H-PCRF has subscribed to the Event-Trigger AV P with the value
APPLICATION_START/APPLICATION_STOP and the Mute-Notification AVP is not included in the corresponding
PCC rule with application identifier; otherwise, the V-PCRF may handleit localy.

When the AF islocated in the VPLMN, the V-PCRF shall exchange Rx messages with the H-PCRF over the SO
reference point.

The V-PCRF shall reject request for sponsored data connectivity when the AF islocated in the VPLMN.

NOTE:1 Sponsored connectivity for aroaming subscriber with visited access is not supported in thisrelease as
specified in 3GPP TS 23.203 [2].

NOTE 2: Through roaming agreement, the HPLMN operator may allow the VPLMN operator to operate the V-
PCRF without interaction with H-PCRF (i.e. no S9 is used). In such case, only static policies will be
applied in V-PCRF based on roaming agreements. The VPCRF may also interact with the AF in the
VPLMN in order to generate PCC Rules for services delivered viathe VPLMN. V-PCRF useslocally
configured policies according to the roaming agreement with the HPLMN operator as input for PCC Rule
decision.

4.4 PCC, QoS, and IP flow mobility routing Rules and NBIFOM
routing Rules

441 PCC Rule definition

The purpose of the PCC Rule is defined in 3GPP TS 29.212 [3]. PCC Rules are sent over S9 interface for visited access.
There are two different types of PCC rules as defined in 3GPP TS 29.212 [3]:

- Dynamic PCC rules. Dynamically provisioned by the H-PCRF to the V-PCRF viathe S9 interface. These PCC
rules may be either predefined or dynamically generated in the H-PCRF. Dynamic PCC rules can be installed,
modified and removed at any time.

- Predefined PCC rules. Preconfigured in the PCEF. Predefined PCC rules can be activated or deactivated by the
H-PCREF at any time viathe V-PCRF using S9 interface. Predefined PCC rules may be grouped allowing the H-
PCRF to dynamically activate a set of PCC rulesin the PCEF viathe V-PCRF using S9 interface. The H-PCRF
should activate the predefined PCC rules based on the roaming agreement. The V-PCRF may accept or reject the
H-PCRF decision according to visited operator policy.

The content of a PCC Rule isthe same as defined in 3GPP TS 29.212 [3]. The rule name within a PCC Rule shall be
used to reference to a PCC Rule in the communication between the H-PCRF and the V-PCRF.
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4.4.2 QoS Rule definition

The purpose of the QoS Rule is defined in clause 4.3a of 3GPP TS 29.212 [3]. QoS Rules are sent over S9 interface for
home routed access and visited access.

The content of a QoS Rule isthe same as defined in clause 4.3a of 3GPP TS 29.212 [3]. The rule name within a QoS
Rule shall be used to reference to a QoS Rule in the communication between the H-PCRF and the V-PCRF.

4.4.2a IP flow mobility routing Rule definition

The purpose of the IP flow mobility routing Rule is defined in 3GPP TS 29.212 [3]. IP flow mobility routing Rules are
sent over S9 interface for visited access.

The content of an IP flow mobility routing Rule is the same as defined in 3GPP TS 29.212 [3]. The routing rule
identifier within an 1P flow mobility routing Rule generated by the PCEF shall be used to reference to an IP flow
mobility routing Rule in the communication between the H-PCRF and the V-PCRF.

4.4.2b Void

4.4.2c  NBIFOM routing Rule definition

The purpose of the NBIFOM routing Rule is defined in clause 4.3c of 3GPP TS 29.212 [3]. NBIFOM routing Rules are
sent over S9 interface for visited access.

The content of a NBIFOM routing Rule is the same as defined in clause 4.3c of 3GPP TS 29.212 [3]. The routing rule
identifier within aNBIFOM routing Rule generated by the PCEF or the H-PCRF shall be used to reference to a
NBIFOM routing Rule in the communication between the H-PCRF and the V-PCRF.

4.4.3 Operations on PCC rules

PCC Rules operations are defined in 3GPP TS 29.212 [3]. This clause clarifies how those operations are implemented
on the S9 interface.

For dynamic PCC rules, the V-PCRF validates the QoS parameters requested within the PCC Rules, before accepting
the installation or modification of PCC Rules. If the QoS validation fails the V-PCRF shall provide the acceptable QoS
to the H-PCRF. Upon reception of the successful response from the H-PCRF, the V-PCRF shall provision the PCC
Rules to the PCEF, if H-PCRF reject the request the V-PCRF shall regject the corresponding request from the
PCEF/BBERF.

For the Visited Access case, the H-PCRF may activate predefined PCC rulesin the V-PLMN’s PCEF. In that case, the
V-PCRF shall validate, based on roaming agreements, that the H-PCRF is allowed to perform a particular operation on
aparticular PCC Rule.

4.4.4  Operations on QoS Rules

Dynamic QoS Rules operations are defined in 3GPP TS 29.212 [3].

For QoS rules, the V-PCRF validates the QoS parameters requested within the QoS Rules, before accepting the
installation or modification of QoS Rules. If the QoS validation fails the V-PCRF shall provide the acceptable QoS to
the H-PCRF. Upon reception of the successful response from the H-PCRF, the V-PCRF shall provision the QoS Rules
to the BBERF, if H-PCRF reject the request the V-PCRF shall reject the corresponding request from the PCEF/BBERF.

4.4.5 Operations on IP flow mobility routing Rules

IP flow mobility routing Rules operations are defined in clause 4.3a of 3GPP TS 29.212 [3]. This clause clarifies how
those operations are implemented on the S9 interface.
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For the Visited Access case, the H-PCRF receives I P flow mobility routing rules from the V-PCRF if and only if the H-
PCRF has subscribed either the AN_GW_CHANGE or the IP-CAN_CHANGE event trigger at the V-PCRF. In that
case, the H-PCRF shall update the affected PCC rules based on the I P flow mobility routing rules and provide them to
the V-PCRF.

446 Void

4.4.7 Operations on NBIFOM routing Rules

NBIFOM routing Rules operations are defined in clause 4.3c of 3GPP TS 29.212 [3]. This clause clarifies how those
operations are implemented on the S9 interface.

For the Visited Access case, the H-PCRF receives NBIFOM routing rules from the V-PCRF if and only if the H-PCRF
has confirmed that the NBIFOM applies to the IP-CAN session to the V-PCRF. In that case, the H-PCRF shall update
the affected PCC rules based on the NBIFOM routing rules and provide them to the V-PCRF.

4.5 PCC procedures over S9 Reference Point

451 General

In this release, there are two protocols running over the S9 interface: the S9 protocol and the Rx protocol.
- The Rx protocol isworking as specified in 3GPP TS 29.214 [5].

- The S9 protocol is defined in clause 5 in this document. The S9 protocol allows establishment, modification and
termination of Diameter S9 sessions. Thereis an S9 session per UE between each H-PCRF and V-PCRF pair.
An S9 session can contain zero, one or several S9 subsessions. The S9 subsession scope is per PDN connection.
An S9 subsession can be established, modified and terminated.

When the V-PCRF receives a request that should be sent to the HPLMN, the V-PCRF places the information within a
S9 subsession level if it only appliesto aparticular PDN connection. Otherwise, the information is placed at S9 session
level.

There are three distinct network scenarios for an IP-CAN as defined in 3GPP TS 29.213 [4]:
1. No Gateway Control session is needed. GTP isused for S5/S8, S2a and S2b reference points.
2. Gateway Control session is needed. Two subcases can be distinguished:

2a) S2c reference point (and then DSMIPv6 protocol) is used by atrusted non-3GPP access to access the
EPC. Each Gateway Control Session appliesfor all IP-CAN sessions using the same CoA.

2b) Trusted non-3GPP accesses that use S2a reference point (PMIPv6 or M1Pv4 protocol is used) or 3GPP
access that uses PMIPv6 over S5/S8 reference points. Each Gateway Control Session applies for one
IP-CAN session.

The S9 reference point is used for case 1 in VA scenario and, for cases 2aand 2b for both HR and VA scenarios.

NOTE: The cases described above are often referred through the document as cases 1, 2a or 2b.

4511 S9 Session Establishment

When the V-PCREF receives a CCR command with CC-Request-type AV P set to the value "INITIAL_REQUEST" from
the PCEF/BBERF that can not be associated with any existing S9 session to the H-PCRF for that UE (based on the
Subscription-ld AVP), the V-PCRF shall establish a new S9 session according to the procedures specified in clause
45.2.1 or 4.5.3.1 for home-routed and visited access respectively.
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NOTE: Inanetwork scenario that deploys case 1 as defined in clause 4.5.1, S9 session is only needed in the
visited access case and the procedures described in clause 4.5.3 apply.
4512 S9 Session Termination

The V-PCRF shall initiate atermination of the S9 session when it receives atrigger that originates the removal of the
last existing S9 subsession associated with the referred S9 session. The V-PCRF terminates the S9 session following the
procedures described in clause 4.5.2.3 or clause 4.5.3.3.

When the H-PCRF determines that the S9 session shall be terminated, the procedures described in clause 4.5.2.4 and
4.5.3.4 apply.

NOTE: Inanetwork scenario that deploys case 1 as defined in clause 4.5.1, only the procedures described in

clause 4.5.3 apply.
45.1.3 Event Triggers
45.1.3.1 Provisioning of Event Triggers

Provisioning of event triggers may be performed by either the V-PCRF or the H-PCRF. The V-PCRF may receive
requests to subscribe to event triggers from the H-PCRF, from the PCEF (VA case) , from the TDF (VA case) or due to
an internal or other external event. The H-PCRF may receive subscription request from the PCEF (i.e. In the HR case,
the H-PCRF derives the event triggers from the Event-Report-Indication AV P from the PCEF), or due to an internal or
external event (e.g. due to an Rx interaction with the AF).

When the H-PCRF wants to subscribe or unsubscribe to event trigger(s) in the VPLMN, the H-PCRF shall provide to
the V-PCRF one or several event triggers by including them within the Event-Trigger AV P. Event Triggers may apply
to a specific S9 Subsession(s) or to a specific SO session. Event Triggers provided for a specific S9 session apply to S9
subsession(s) within the specified SO session.

- When Event Triggers are provided for a specific S9 subsession(s), the H-PCRF includes Subsession-Decision-
Info AVP for each of the affected S9 subsession. Each Subsession-Decision-Info AV P includes the Subsession-
Id AVP and the list of event triggers within the Event-Trigger AVP.

- When Event Triggers are provided for a specific S9 session(s), the H-PCRF includes the list of event triggers
within the Event-Trigger AVP at command level.

The H-PCRF adds new event triggers or removes previoudly provided event triggers to the V-PCRF by providing the
new complete list of applicable event triggers.

The H-PCRF may provision event triggers to the V-PCRF using both a RAR and a CCA command. However, for the
Home Routed case, the H-PCRF shall provision the IP-CAN_CHANGE event trigger to the V-PCRF at the command
level in theinitial CCA command.

When the V-PCRF receives event triggers from the H-PCRF, the V-PCRF stores them locally as S9-related and
proceeds as follows:

- In both the Home-Routed and Visited Access cases, the V-PCRF shall provision the event triggers over the
associated Gxx session to the BBERF using the Gateway Control and QoS Rules Provisioning or Gateway
Control Session Establishment procedure described in 3GPP TS 29.212 [3] clauses 4a.5.1 and 4a.5.2.

- Additionaly, in the Visited Access case, the V-PCRF may also provision the event triggers over the associated
Gx session to the PCEF using the PCC Provisioning procedures described in 3GPP TS 29.212 [3] clause 4.5.3.
The V-PCRF may also provision the corresponding relevant event triggers over the associated TDF session to
the TDF using the ADC Rule Provisioning procedure as described in 3GPP TS 29.212 [3] clause 4b.5.3.

For the Visited Access case, the H-PCRF may remove al previously provided event triggers by providing the Event-
Trigger AVP set to the value NO_EVENT_TRIGGERS. The H-PCRF includes within the Subsession-Decision-Info
AVP the affected Subsession-1d AVP and the list of event triggers within the Event-Trigger AVP. When an Event-
Trigger AVP is provided with this value, no other Event-Trigger AV P shall be provided in the CCA or RAR command.
Upon reception of an Event-Trigger AV P with this value from the H-PCRF, if there are no other locally handled event
triggers, the V-PCRF shall provide the Event-Trigger AVP set to the value NO_EVENT_TRIGGERS to the BBERF
and PCEF; if there are locally handled event triggers, the V-PCRF shall update the event triggers at the BBERF and the
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PCEF to remove those triggers previously installed based on requests from the H-PCRF. The V-PCRF shall not inform
H-PCRF of any subsequent event except for those events that are always subscribed with no provision.

When the PCEF in the Visited Access case subscribes or unsubscribes to one or several event triggers with the V-
PCRF, the V-PCRF stores them locally as Gx-related events and then provision them over the associated Gxx session
(identified using the Gateway Control Session to IP-CAN session linking procedure described in 3GPP TS 29.212 [ 3]
clause 4a.5.6) to the BBERF using the Gateway Control and QoS Rules Provisioning procedure described in

3GPP TS 29.212 [3] clause 4a.5.2.

When the TDF in theVisited Access case subscribes or unsubscribes to one or several event triggers with the V-PCRF,
the V-PCRF stores them locally as Sd-related events and then provision them over the associated Gxx session to the
BBERF using the Gateway Control and QoS Rules Provisioning procedure described in 3GPP TS 29.212 [3] clause
4a.5.2 or Gx session to the PCEF using the PCC rules Provisioning procedure described in 3GPP TS 29.212 [ 3] clause
45.2.

The V-PCRF may also provision event triggers to the BBERF/PCEF/TDF due to an internal or external trigger or using
the Provisioning of Event Triggers procedure as described in 3GPP TS 29.212 [3] clauses 4a.5.3, clause 4.5.3 and
clause 4b.5.3.

45.1.3.2 Reporting of deployed Event Triggers

The V-PCRF may receive areport of an event trigger that is deployed at the BBERF or at the PCEF (VA case) or at the
TDF (VA case).

Inthe VA case, when the event trigger reported by the BBERF correspondsto a Gx-related event trigger (i.e. a
subscription from the PCEF), the V-PCRF notifies the PCEF as described in 3GPP TS 29.212 [3] clause 4.5.2.1.

Inthe VA case, when the event trigger reported by the BBERF or PCEF corresponds to an Sd-related event trigger (i.e.
a subscription from the TDF), the V-PCRF notifies the TDF as described in 3GPP TS 29.212 [3] clause 4b.5.8.

NOTE: TheV-PCRF alwaysreportsthe UE_IP_ADDRESS ALLOCATE and UE_IP_ADDRESS RELEASE to
the TDF.

When the event trigger reported by the BBERF, the PCEF (in VA case) or TDF (in VA case) corresponds to a S9-
related (i.e. a subscription from the H-PCRF) event trigger or is always reported even though the V-PCRF has not
provisioned it and the value is applicable for the S9 reference point asindicated in clause 5.4, the V-PCRF notifies the
H-PCRF using the procedures as described in clause 4.5.2.1 in home routed case or the PCC Rule Request procedure as
described in clause 4.5.3.1 for visited access case.

When the event trigger reported by the BBERF/PCEF correspondsto a V-AF-related event trigger, the V-PCRF shall
inform the V-AF using the RAR command including the Specific-Action AVP as described in 3GPP TS 29.214 [5]
clauses 4.4.6.1, 4.4.6.2 and 4.4.6.3.

45.1.4 Multiple BBERF scenarios

The multiple BBERF scenarios happen when there is a change or an addition of BBERF and the H-PCRF and the V-
PCRF needs to handle more than one BBERF related with the samel P-CAN session.

The V-PCRF shall follow the procedures defined in clauses 4.5.2.5 and 4.5.3.5 respectively for the home routed and
visited access cases.
45.1.5 Provisioning and validation of Default EPS Bearer authorized QoS

The default EPS Bearer QoS handling only applies to case 2b in HR scenario, and case 1, case 2aand case 2b inthe VA
scenario.

For IP-CAN types that support multiple IP-CAN bearers, the V-PCRF may provide the Default-EPS-Bearer-QoS AVP
in the Subsession-Enforcement-Info AV P within the CCR command to the H-PCRF.

The H-PCRF may provision the authorized QoS for the default EPS bearer within the corresponding S9 subsession in
the CCA command including the Subsession-Decision-Info AVP for the S9 subsession within the S9 session. The S9
Subsession-Decision-Info AV P contains the Default-EPS-Bearer-QoS AVP.
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Besides the H-PCRF may provision the authorized QoS for the default EPS bearer without receiving a request from the
V-PCRF, e.g. in response to an interna trigger within the H-PCRF or upon interaction with the SPR. The H-PCRF shall
send a RAR command including the Subsession-Decision-Info AV P with the Default-EPS-Bearer-QoS AV P for the S9
subsession within the S9 session.

The V-PCRF shall validate the Default-EPS-Bearer-QoS AVP in caseit is received in the CCA or RAR command.

If the QoS validation fails and there is a default EPS bearer QoS val ue already authorized for that IP-CAN session, the
V-PCREF shall retain the existing default EPS bearer QoS without any modification and reject the request using a
CCR/RAA command respectively to the H-PCRF. The CCR/RAA shall include the Subsession-Enforcement-Info AVP
for the affected S9 subsession that includes the S9 subsession identifier within the Subsession-1d AV P, the Default-
EPS-Bearer-QoS AVP to indicate the retained value, and the Event Trigger set to DEFAULT-EPS-BEARER-

QOS _MODIFICATION_FAILURE.

If the QoS validation fails as part of the IP-CAN session establishment procedure, the V-PCRF shall derive the
acceptable default EPS bearer QoS based on operator policies and reject the request using a CCR command to the H-
PCRF. The CCR shall include the Subsession-Enforcement-Info AV P for the affected S9 subsession that includes the
S9 subsession identifier within the Subsession-1d AV P, the Default-EPS-Bearer-QoS AV P to indicate the acceptable
value, and the Event Trigger set to DEFAULT-EPS-BEARER-QOS _MODIFICATION_FAILURE.

The H-PCRF may provide back an acceptable default EPS bearer QoS or may reject the request. If the H-PCRF regjects
the request the V-PCRF shall reject the corresponding request from the PCEF/BBERF.

Upon reception of the subsequent CCA command, if the procedure was initiated by the PCEF/BBERF and default EPS
bearer QoS is acceptable, the V-PCRF shall provide the negotiated default EPS bearer QoS in the response to the
PCEF/BBERF.

NOTE: Inorder to avoid loopsin the QoS negotiation process, it is recommended that the H-PCRF provides a
default EPS bearer QoS acceptable by the Visited Network.

45.1.6 Provisioning of Authorized QoS per APN

The Authorized QoS per APN handling only appliesto case 2b in HR scenario, and case 1, case 2a and case 2b in the
VA scenario.

At S9 Session/Subsession Establishment/M odification, the V-PCRF may include the APN-AMBR (if received from the
BBEREF for case 2b or PCEF for case 1 and case 2ain VA scenario) in the QoS-Information AV P of the Subsession-
Enforcement-Info AVP, using the APN-Aggregate-Max-Bitrate-UL AV P and/or the APN-Aggregate-Max-Bitrate-DL
AVP, or the Extended-APN-AMBR-UL AV P and/or the Extended-APN-AMBR-DL AVP (see subclause 4.5.5) within
the CCR command to the H-PCRF.

Upon receiving the subscribed APN-AMBR from the V-PCRF, the H-PCRF shall provision the authorized QoS per
APN within the CCA command. The authorized QoS per APN shall be provisioned in the QoS-Information AV P of
Subsession-Decision-Info AV P, using the APN-Aggregate-Max-Bitrate-UL AV P and/or the APN-Aggregate-Max-
Bitrate-DL AVP, or the Extended-APN-AMBR-UL AVP and/or the Extended-APN-AMBR-DL AVP (see
subclause 4.5.5). When APN-Aggregate-Max-Bitrate-UL AV P and/or the APN-Aggregate-Max-Bitrate-DL AVP are
provided, the Max-Requested-Bandwidth values, and the Guaranteed-Bitrate val ues shall not be included.

Besides the H-PCRF may provision the authorized APN-AMBR without receiving a reguest from the V-PCRF, e.g. in
response to an internal trigger within the H-PCRF or upon interaction with the SPR. The H-PCRF shall send a RAR
command including the Subsession-Decision-Info AVP with the QoS-Information AV P for the S9 subsession.

If the APN-AMBR is changed, the H-PCRF shall provision the authorized APN-AMBR for each IP-CAN session for
that APN by including the Subsession-Decision-Info AV P with the QoS-Information AV P for each affected SO
subsession.

The V-PCRF shall validate the APN-AMBR in caseit isreceived in the CCA or RAR command. If the QoS validation
fails and thereis an APN-AMBR value already authorized for that IP-CAN session, the V-PCRF shall retain the
existing APN-AMBR without any modification and reject the request using a CCR/RAA command respectively to the
H-PCRF. The CCR/RAA shall include the Subsession-Enforcement-Info AV P for the affected S9 subsession that
includes the S9 subsession identifier within the Subsession-1d AV P, the QoS-Information AV P to indicate the retained
value, and the Event Trigger set to APN-AMBR_MODIFICATION_FAILURE.
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If the QoS validation fails as part of the IP-CAN session establishment procedure, the V-PCRF shall derive the
acceptable APN-AMBR based on operator policies and reject the request using a CCR command to the H-PCRF. The
CCR shall include the Subsession-Enforcement-Info AV P for the affected S9 subsession that includes the S9 subsession
identifier within the Subsession-1d AV P, the QoS-Information AV P to indicate the acceptable value, and the Event
Trigger set to APN-AMBR_MODIFICATION_FAILURE.

The H-PCRF may provide back an acceptable APN-AMBR or may reject the request. If the H-PCRF rejects the request
the V-PCRF shall reject the corresponding request from the PCEF/BBERF.

Upon reception of the subsequent CCA command, if the procedure was initiated by the PCEF/BBERF and the APN-
AMBR is acceptable, the V-PCRF shall provide the negotiated APN-AMBR in the response to the PCEF/BBERF.

NOTE: Inorder to avoid loopsin the QoS negotiation process, it is recommended that the H-PCRF provides an
APN-AMBR acceptable by the Visited Network.
45.1.7 Bearer Control Mode Selection

The H-PCRF derives the selected bearer control mode based on the received Network-Request-Support AV P, access
network information, subscriber information and operator policy.

- If the bearer control mode that H-PCRF derivesis applicable for the S9 session of the user, the H-PCRF includes
the bearer control mode within Bearer-Control-Mode AVP at the command level.

- If the bearer control mode that H-PCRF derivesis applicable for a specific IP-CAN session, the H-PCRF
includes the Subsession-Decision-Info AVP for the affected S9 subsession corresponding to the IP-CAN session.
The subsession-Decision-Info AVP includes allocated S9 subsession identifier within the Subsesssion-ld AVP
and the bearer control mode within the Bearer-Control-Mode AVP.

45.1.8 Access Network Information Reporting

This procedure takes place when the multi access PDN connectivity is supported.

The V-PCRF shall report the access network information of the UE to the H-PCRF, e.g. the IP-CAN type, RAT type (if
applicable), at the command level for case 2aand if there is no S9 subsession established.

Otherwise, the V-PCRF shall report the access network information of the IP-CAN session to the H-PCRF only in the
corresponding S9 subsession except during S9 session establishment where the V-PCRF shall report the access network
information at both the command and S9 subsession levels.

NOTE: The V-PCRF provides the access network information at the command level during S9 session
establishment for backwards compatibility reasons, in case the H-PCRF does not support the multi access
PDN connectivity.

452 Home-Routed access

4521 S9 Session/Subsession establishment/modification
The V-PCRF interacts with the H-PCRF in the following instances:
1) Upon Gateway Control Session establishment over Gxx:

When the V-PCRF receives a CCR command with a CC-Request-Type AVP set to "INITIAL_REQUEST" from
the BBERF over Gxx, the V-PCRF determines whether case 2a or case 2b applies as defined in
3GPP TS 29.213 [4] and applies the following procedures apply:

- If case 2a applies,

- If thereisnot an already established S9 session for this roaming user, the V-PCRF shall send to the H-
PCRF a CCR command with the CC-Request-Type AVP set to the value "INITIAL_REQUEST" to
establish anew S9 session. The CCR command from the V-PCRF to the H-PCRF shall include those
attributes provided by the BBERF to the V-PCRF at the Diameter CCR command level, defined in clause
4a5.1 of 3GPP TS 29.212 [3].
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- Otherwise, if thereisan already established S9 session for this roaming user, the proceduresin clause
4.5.2.5 shall be applied.

- If case 2b applies,

- If thereis not an already established S9 session for this roaming user, the V-PCRF shall send to the H-
PCRF a CCR command with the CC-Request-Type AVP set to the value "INITIAL_REQUEST" to
establish anew S9 session. The V-PCREF shall include the Subsession-Enforcement-Info AV P within the
CCR command with a new S9 subsession identifier assigned by the V-PCRF within the Subsession-Id
AV P, the Subsession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall map the
Gxx session-id(s) to the corresponding subsession-id(s) in the S9 session. In addition, the V-PCRF shall
include those attributes provided by the BBERF that allows the H-PCRF to identify the Subsession as
defined in 3GPP TS 29.212 [3].

- If an existing S9 session for the roaming user is already established with the H-PCRF, the V-PCRF shall
update the existing session by sending a CCR with the CC-Request-Type AV P set to the value
“UPDATE_REQUEST” to the H-PCRF.

- If an S9 subsession does not exist for the PDN connection corresponding to the gateway control session
establishment, the V-PCRF shall include the Subsession-Enforcement-Info AVP within the CCR
command with a new S9 subsession identifier assigned by the V-PCRF within the Subsession-Id AVP,
the Subsession-Operation AV P set to the value "ESTABLISHMENT". The V-PCRF shall map the Gxx
session-id(s) to the corresponding subsession-id(s) in the S9 session.

- Inall cases, the CCR command from the V-PCRF to the H-PCRF shall include, at subsession level, those
attributes provided by the BBERF to the V-PCRF, as defined in clause 4a.5.1 of 3GPP TS 29.212 [3].

- If the V-PCRF detects that an S9 subsession already exists for a particular PDN connection linked to a
different gateway control session (i.e. different Gxx session-id), the V-PCRF shall follow the procedures
inclause 4.5.2.5.

2) Upon Gateway Control Session modification over Gxx by receiving a Gateway Control and QoS rules request

If the V-PCRF receives a CCR command with a CC-Request-Type AVP set to "UPDATE_REQUEST" from the
BBERF over Gxx, the V-PCRF shall send a CCR command with a CC-Request-Type AVP set to
"UPDATE_REQUEST" to the H-PCRF including the updated information.

In case 23, the V-PCRF shall include the attributes provided by the BBERF at the CCR command level.

In case 2b, the V-PCRF shall modify the corresponding S9 subsession by including the Subsession-
Enforcement-Info AVP within the CCR command that contains the allocated S9 subsession identifier within the
Subsession-1d AV P, the Subsession-Operation AVP set to the value "MODIFICATION". In addition, the V-
PCRF shall provide the Subsession-1d AV P to alow the H-PCRF to identify the subsession for which QoS Rules
are requested. The V-PCRF shall include the attributes provided by the BBERF within the Subsession-
Enforcement-Info AVP.

If the V-PCRF receives a CCR command with a CC-Request-Type AVP set to "UPDATE_REQUEST" and the
Event-Trigger AVP set to "RESOURCE_MODIFICATION_REQUEST", the V-PCRF may validate the QoSin
the request. If the QoS validation fails, the V-PCRF shall reply to the BBERF over Gxx with a CCA command
including the Gx experimental result code DIAMETER_ERROR_INITIAL_PARAMETERS.

The QoS rules are provisioned by the H-PCRF as follows:

In case 2a, the H-PCRF shall provision QoS Rules in the CCA command by the QoS-Rule-Install AVP at the
command level.

In case 2b, the H-PCRF shall provision QoS Rules within the corresponding S9 subsession by issuing the CCA
command and including the Subsession-Decision-Info AV P for the S9 subsession within the S9 session. Each S9
Subsession-Decision-Info AV P contains the QoS-Rule-Install AVP.

If the H-PCREF is, due to incomplete, erroneous or missing information (e.g. subscription related information not
available or authorized QoS exceeding the subscribed bandwidth) not able to:

1) Provision apolicy decision to a specific subsession as response to the request sent by the V-PCRF, the H-PCRF

shall send a CCA command including the Experimental-Result AV P at the command level with the
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Experimental -Result-Code AVP set to DIAMETER_ERROR_SUBSESSION (5470), including the Subsession-
Decision-Info AV P with the rejected Subsession-1d(s) within the Subsession-Id AV P and the appropriate error
within either the Experimental-Result-Code AV P or Result-Code AVP.

2) Provision apolicy decision to any of the SO subsession(s) or provision a policy decision at the command level,
the H-PCRF shall reject the request using a CCA command with the
DIAMETER_ERROR_INITIAL_PARAMETERS (5140) within the Experimental -Result-Code AVP.

When the V-PCRF receives a CCA command where S9 specific subsession(s) contain a specific Result-Code or
Experimental-Result-Code AV P from the H-PCRF, the V-PCRF shall reply to the BBERF over the respective Gxx with
a CCA command including the same result code.

When the V-PCRF receives a CCA command with an error code within the Experimental-Result-Code AVP or Result-
Code AVP at the command level, the V-PCRF shall reply to the BBERF over the respective Gxx interface with a CCA
command including the same result code.

The V-PCRF shall validate the QoS Rules contained in the CCA. If the QoS validation fails the V-PCRF shall perform
the following:

1) Send a CCR command to the H-PCRF with the CC-Request-Type AVP set to “UPDATE_REQUEST” and

a) Incase 2a, include the QoS-Rule-Report AV P to indicate the QoS Rules that were not accepted, including
Rule-Failure-Code AVP set to UNSUCCESSFUL_QOS VALIDATION va ue and the QoS-Information
AV P to indicate the acceptable QoS.

b) In case 2b, include the QoS-Rule-Report AV P within the Subsession-Enforcement-Info AVP to indicate the
QoS Rules that were not accepted, including Rule-Failure-Code AVP set to
UNSUCCESSFUL_QOS_VALIDATION vaue and the QoS-Information AV P to indicate the acceptable
Qo0S. The V-PCRF shall include the S9 subsession specific information within the CCR command that
includes the S9 subsession identifier within the Subsession-ld AVP.

2) Upon reception of the subsequent CCA command from the H-PCRF, the V-PCRF shall reply to the BBERF over
Gxx with a CCA command. If the validation of the answer from the H-PCRF is successful, the V-PCRF shall
include the acceptable QoS in the QoS rules. Otherwise, the V-PCRF shall reply to the BBERF over Gxx with a
CCA command including the Gx experimental result code DIAMETER_ERROR_INITIAL_PARAMETERS.

NOTE: Inorder to avoid loopsin the QoS negotiation process, it is recommended that the H-PCRF provides a
QoS acceptable by the Visited Network.

4522 Provision of QoS Rules by the H-PCRF

The H-PCRF may decide to provision QoS Rules without obtaining a request from the V-PCRF, e.g. in response to
information provided to the H-PCRF via the Rx reference point, or in response to an internal trigger within the H-
PCREF, or from atrigger by the SPR. The H-PCRF may also decide to provision QoS rules in response to arequest for
PCC Rules received by the H-PCRF from the PCEF that is linked with aformer Gateway Control session establishment.

To provision QoS Rules without a request from the V-PCRF, the H-PCRF shall do the following:

- Incase 23, send a RAR command including the QoS rules to be provisioned within the QoS-Rule-Instal |
AVP at the command level.

- Incase 2b, send aRAR command including the Subsession-Decision-Info AVP for each of the SO
subsessions within the S9 session. Each Subsession-Decision-Info AV P contains the QoS rulesto be
provisioned within the QoS-Rule-Install AVPs.

The V-PCRF shall validate the QoS Rules contained within each S9 subsession within the RAR command.
If the QoS validation fails the V-PCRF shall send areject in the RAA command to the H-PCRF. The V-PCRF includes:

- Incase2a aDIAMETER _PCC RULE _EVENT (5142) experimental result code, the QoS-Rule-Report AVP
to indicate the QoS Rules that were not accepted, including Rule-Failure-Code AVP set to
UNSUCCESSFUL_QOS VALIDATION value and the QoS-Information AV P to indicate the acceptable
QoS
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- Incase 2b, the Subsession-Enforcement-Info AV P for each rejected SO subsession. The Subsession-
Enforcement-Info AV P with the rejected Subsession-1d(s) and aDIAMETER_PCC_RULE_EVENT (5142)
experimental result code, including the QoS-Rule-Report AV P to indicate the QoS Rules that were not
accepted, including Rule-Failure-Code AVP set to UNSUCCESSFUL_QOS _VALIDATION value and the
QoS-Information AV P to indicate the acceptable QoS.

If the QoS validation succeeds, the V-PCRF shall initiate the Gateway Control and QoS Rules Provision procedure over
Gxx asdefined in 3GPP TS 29.212 [3] by sending an RAR command to the BBERF including the parameters from the
RAR command received from the H-PCRF. When the V-PCRF receives the RAA from the BBERF(S), the V-PCRF
responds to the H-PCRF as follows:

- incase 2a, the V-PCRF shall send a corresponding RAA command to the H-PCRF including the
corresponding result code.

- incase 2b, the V-PCRF shall send a corresponding RAA command to the H-PCRF including the S9
Subsession-Enforcement-Info AV P for each specific SO subsession with the corresponding result code.

45.2.3 S9 Session/Subsession Termination Initiated by the V-PCRF

This procedureis triggered by a Gateway Control Session Termination procedure over Gxx interface. When the V-
PCRF receives a CCR command with a CC-Request-Type AVP set to “TERMINATION_REQUEST” from the BBERF
over Gxx, it shall acknowledge this message by sending the CCA command to the BBERF as defined in

3GPP TS29.212 [3]. If in addition to the Gateway Control Session being terminated, one or more Gateway Control
Sessions corresponding to the PDN connection for case 2b or to the user for case 2a exist the V-PCRF shall follow the
procedures for Multiple BBERF Handling described in clause 4.5.2.5; otherwise the V-PCRF shall do the following:

1) Terminate the SO session, if as a consequence of the Gateway Control Session Termination over Gxx, the last S9
subsession for that roaming user isterminated. In order to do that, the V-PCRF shall terminate the related S9
session by sending a CCR command with a CC-Request-Type AVP set to “TERMINATE_REQUEST” to the H-
PCRF.

When the H-PCRF receives the CCR, it shall acknowledge this message by sending a CCA to the V-PCRF.

2) Update the S9 session, if there are remaining S9 subsessions for the roaming user. The V-PCRF shall modify the
related S9 session by sending a CCR with a CC-Request-Type AVP set to “UPDATE_REQUEST” to the H-
PCRF. The V-PCRF shall include in the CCR the Subsession-Enforcement-Info and set the Subsession-
Operation AVPto “TERMINATION” for each S9 subsession of a particular UE that is terminated.

When the H-PCRF receives the CCR, it shall acknowledge this message by sending a CCA to the V-PCRF. The H-
PCREF shall include the Subsession-Decision-Info AV P within the CCA command with the removed Subsession-Id
AVP and the Result-Code AV P.

On receipt of the CCA command, the V-PCRF shall remove the session information stored for that Gateway Control
Session.

4524 S9 Session/Subsession Termination Initiated by the H-PCRF
The H-PCRF may request the termination of a S9 session/subsession to the V-PCRF.

The H-PCRF decides to terminate a SO session/subsession due to an internal trigger or trigger from the SPR. The
following cases can be distinguished:

- If the H-PCRF considers that the S9 session has to be terminated, the H-PCRF shall send an RAR command to
the V-PCRF indicating the termination of the S9 session by including the Session-Release-Cause AVP at
command level. The V-PCRF shall send a corresponding RAA command to the H-PCRF.

- If the H-PCRF considers that the S9 subsession has to be terminated, the H-PCRF shall send an RAR command
to the V-PCREF indicating the termination of the SO subsession by including the Session-Rel ease-Cause AVP
within the Subsession-Decision-Info AVP. When the V-PCRF receives the RAR command it shall answer it by
issuing the corresponding RAA command.

The V-PCRF shall trigger the termination of the corresponding Gateway Control session(s) over Gxx interface by
applying the Request of Gateway Control session termination procedures as defined in 3GPP TS 29.212 [3] clause
4a5.4.
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4525 Multiple BBERF Handling

4525.1 General

In the management of multiple BBERF for home routed scenario, the H-PCRF distingui shes between the case of
handover and the case of IP flow mobility. If the H-PCRF receives the indication of IP flow mobility (e.g.
ROUTING_RULE_CHANGE event trigger) from the active Gx session, then the clause 4.5.2.5.3 will apply, otherwise
the clause 4.5.2.5.2 will apply.

45252 Handling of multiple BBERFs associated with the same IP-CAN session during
handover

The H-PCRF distinguishes two types of BBERFs: primary and non-primary according to 3GPP TS 29.212 [3]. The V-
PCREF interacts with the H-PCRF in the following instances:

1) Upon Gateway Control Session establishment over Gxx:

When the V-PCRF has received a CCR for Gateway Control Session Establishment from anew BBERF that is
related with an existing gateway control session, the V-PCRF modifies the S9 session by sending a CCR
command to inform the H-PCRF of the new Gateway Control Session. The V-PCRF shall include the Multiple-
BBERF-Action AVP set to the value "ESTABLISHMENT" and the AN-GW-Address AV P to distinguish the
information from the new BBERF and to allow the H-PCRF operating on any of the BBERF separately.

- If case 2a applies, the Multiple-BBERF-Action AVP and the AN-GW-Address AVP areincluded at
command level.

- If case 2b applies, the Multiple-BBERF-Action AVP and the AN-GW-Address AVP are included in the
Subsession-Enforcement-Info AV P that contains the allocated S9 subsession identifier within the Subsession-
Id AVP and the Subsession-Operation AV P set to the value "MODIFICATION".

When the H-PCRF receives the CCR command, the H-PCRF shall apply the procedures defined in

3GPP TS 29.212 [3] to detect if the new BBERF is primary or not and will act accordingly by answering with a
CCA command. Within the CCA command the H-PCRF may include new decisions at either the command level
for case 2a or at the subsession level for case 2b for the affected BBERF.

If the same changes are applied to all BBERFs, the H-PCRF shall not include AN-GW-Address AV P within the
CCA command. If different decisions are applied to different BBERFs, the H-PCRF shall include, in the CCA
command, the AN-GW-Address AVP that was included in the CCR command and the associated QoS rules and
event triggers for that BBERF. The H-PCRF shall provide the updated QoS rules and event triggers to the
remaining BBERF(s) within RAR command(s) by initiating the QoS rule provision procedure for each of the
remaining BBERF(s). In each RAR command, the H-PCRF shall include the AN-GW-Address AVP in order to
identify the target BBERF.

2) Upon Gateway Control Session modification over Gxx:

When the V-PCRF receives a CCR command from any of the BBERFs for Gateway Control Session
modification, the V-PCRF shall follow the same procedures as described above for Gateway Control Session
Establishment case and include AN-GW-Address AV P within the CCR command to the H-PCRF. The H-PCRF
also follows the same procedures in determining whether to include AN-GW-Address AVP or not in the CCA
command.

3) Upon QoS rule provisioning:

When provisioning different QoS rules, the H-PCRF shall include the different QoS rules within separate RAR
commands, and shall also include the AN-GW-Address AV P with the value set to the BBERF address to
indicate the actual BBERF where the rules are to be applied. The H-PCRF may also include subscription for any
event trigger by including the Event-Trigger AV P with the corresponding value. For case 2a, the AN-GW-
Address AVP isincluded at the command level; for case 2b, the AN-GW-Address AVP isincluded at the
subsession level.

When provisioning the same QoS rulesto all the BBERFs, the H-PCRF shall include the QoS rules within the
same RAR command without including the AN-GW-Address AVP.

4) Upon Gateway Control Session termination over Gxx:
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When the V-PCRF receives a CCR command from any of the BBERFs for Gateway Control Session
Termination, the V-PCRF shall modify the S9 session by sending CCR command to inform the H-PCRF the
Gateway Control Session terminated. The V-PCRF shall include the Multiple-BBERF-Action AVP set to the
value "TERMINATION" and the AN-GW-Address AVP to identify the BBERF initiating the termination.

- For case 23, the Multiple-BBERF-Action AVP and the AN-GW-Address AVP are included at the command
level.

- For case 2b, the Multiple-BBERF-Action AVP and the AN-GW-Address AVP are included in the
Subsession-Enforcement-Info AV P that contains the allocated S9 subsession identifier within the Subsession-
Id AVP and the Subsession-Operation AV P set to the value "MODIFICATION".

When the H-PCRF receives the CCR command, the H-PCRF shall delete the QoS rules related to the BBERF
identified by the AN-GW-Address AVP.

NOTE: For case 2b the old BBERF always initiates the termination of the Gateway Control Session.
5) Upon Request of Gateway Control Session Termination:

When the H-PCRF decides to request the termination of a Gateway Control Session in the VPLMN for case 2a,
the H-PCRF shall send an RAR command to request the V-PCRF terminated the Gateway Control session. The
H-PCRF shall include the Multiple-BBERF-Action AVP set to the value "TERMINATION" and the AN-GW-
Address AVP to identify the BBERF corresponding to the Gateway Control Session at the command level. The
V-PCRF acknowledges this request by sending the RAA command.

The V-PCRF shall trigger the termination of the corresponding Gateway Control session(s) over Gxx interface
by applying the Request of Gateway Control session termination procedures as defined in 3GPP TS 29.212 [3]
clause 4a.5.4. Then the V-PCRF shall apply the procedure "Upon Gateway Control Session termination over
Gxx" inthis clause.

45253 Handling of two BBERFs with flow mobility within the same IP-CAN session

For IP flow mohility, the H-PCRF does not distinguish primary and non-primary BBERF according to

3GPP TS 29.212 [3]. The H-PCRF and V-PCRF behaves as described in clause 4.5.2.5.2 with the exception that the H-
PCRF does not perform any procedure to detect if the new BBERF is primary or not and applies the procedure
described in 3GPP TS 29.212 [ 3] to detect that | P flow mobility applies and that the UE is connected to multiple
BBERF.

NOTE: IP flow mobility routing rules can be defined in case 2b only for PMIP-based 3GPP accesses.

45.2.6 Deferred Session Linking Handling

This procedure takes place at Initial IP-CAN Session Establishment and during the inter-system BBERF relocation for
case 2b.

NOTE: Thedeferred leg linking indication assists the PCRF to avoid linking the Gateway Control Session with
an obsolete Gx Session at initial IP-CAN Session Establishment.

When the V-PCRF receives a CCR for Gateway Control Session Establishment including Session-Linking-1ndicator
AVP set to the value "SESSION_LINKING_DEFERRED" from a new BBERF related with an existing Gateway
Control session (i.e. the new Gateway Control session has the same values in the Subscription-ld AVP and Called-
Station-ld AV P as the existing Gateway Control session), the V-PCRF shall establish a new S9 subsession by sending a
CCR command including the Subsession-Enforcement-Info AVP with a new S9 subsession identifier assigned by the
V-PCRF within the Subsession-Id AV P, the Subsession-Operation AVP set to the value "ESTABLISHMENT" and the
Session-Linking-Indicator AVP set to the value "SESSION_LINKING _DEFERRED". The V-PCRF shall keep the
mapping between the new Gateway Control session and the new S9 subsession.

When the V-PCRF checks if APNs within Called-Station-1d AV Ps match each other, the V-PCRF shall apply the APN
matching proceduresin Annex | of 3GPP TS 29.213 [4].

After the H-PCRF receives the CCR command as described above from the V-PCRF, the H-PCRF applies the same
deferred session linking procedure as described in clause 4a.5.6 of 3GPP TS 29.212 [3] except that the Gateway Control
Session is replaced by the S9 subsession.
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45.2.7 Session Linking Handling When Multiple PDN Connection to a single APN is
supported

This procedure takes place in case 2b.

When the V-PCRF receives a CCR for Gateway Control Session Establishment with the PDN Connection ID included
in the PDN-Connection-ID AVP in addition to the user identity included in Subscription-ld AV P and the PDN 1D
included in Called-Station-1d AV P, the following procedures are applied:

- If thereisnot an already established S9 session for this roaming user, the V-PCRF shall send to the H-PCRF a
CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST" to establish a new S9 session.
The V-PCRF shall include the Subsession-Enforcement-Info AVP within the CCR command with a new S9
subsession identifier assigned by the V-PCRF within the Subsession-ld AV P, PDN Connection ID within the
PDN-Connection-ID AV P, the user identity within the Subscription-ld AVP, the PDN 1D within the Called-
Station-1d AVP and the Subsession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall
keep the mapping between new Gateway Control Session and the new S9 subsession. When the H-PCRF
receives the CCR for IP-CAN Session Establishment from the PCEF that has the same valuesin the
Subscription-ld AVP, Called-Station-1d AVP and PDN-Connection-ID AVP as the new S9 subsession, the H-
PCRF shall link the Gx session with the new S9 subsession.

- If anexisting S9 session for the roaming user is already established and if no Gateway Control Session for the
same PDN ID exists or at least one Gateway Control Session for same PDN ID exists but the IP-CAN type
received in the the CCR command has not been modified, the V-PCRF sends a CCR command to the H-PCRF to
establish a new S9 subsession by including the Subsession-Enforcement-Info AV P that contains a new S9
subsession identifier within the Subsession-1d AV P, PDN Connection 1D within the PDN-Connection-ID AV P,
the user identity within the Subscription-ld AV P, the PDN 1D within the Called-Station-Id AVP and the
Subession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF shall keep the mapping between
new Gateway Control Session and the new S9 subsession. When the H-PCRF receives the CCR for IP-CAN
Session Establishment from the PCEF that has the same values in the Subscription-Id AV P, Called-Station-Id
AVP and PDN-Connection-ID AVP as the new S9 subsession, the H-PCRF shall link the Gx session with the
new S9 subsession.

- If at least one Gateway Control Session for same PDN ID exists and the IP-CAN type received in the CCR
command has been modified, the V-PCRF assumes that this constitutes an inter-system BBERF relocation. The
V-PCRF sends a CCR command to the H-PCRF to establish a new S9 subsession by including the Subsession-
Enforcement-Info AVP that contains a new S9 subsession identifier within the Subsession-Id AV P, PDN
Connection 1D within the PDN-Connection-ID AV P, the user identity within the Subscription-1d AV P, the PDN
ID within the Called-Station-1d AV P and the Subession-Operation AV P set to the value "ESTABLISHMENT".
The V-PCRF shall keep the mapping between the new Gateway Control Session and the new S9 subsession.
When the H-PCRF receives the CCR for IP-CAN Session Modification from the PCEF that has the same values
in the Subscription-1d AVP, Called-Station-1d AV P and PDN-Connection-ID AVP as the new S9 subsession, the
H-PCREF shall link the Gx session with the new S9 subsession.

When the V-PCRF checksif APNs within Called-Station-1d AV Ps match each other, the V-PCRF shall apply the APN
matching proceduresin Annex | of 3GPP TS 29.213 [4].
4.5.3  Visited Access

4531 Request PCC and QoS Rules
The V-PCRF shall request for PCC or QoS rules from the H-PCRF in the following instances:

1) A Diameter CCR command as defined in clause 4.5.1 of 3GPP TS 29.212 [3] isreceived by the V-PCRF from
the PCEF requesting PCC for aroaming user and/or informing that an installed event trigger has been detected in
this case the affected PCC Rules are included by the PCEF.

2) A Diameter CCR command as defined in clause 4a.5.1 of 3GPP TS 29.212 [3] isreceived by the V-PCRF from
the BBERF requesting QoS Rules for aroaming user and/or informing that an installed event trigger has been
detected in this case the affected QoS Rules are included by the BBERF. The procedures within clause 4.5.3.5
shall be applied if during a multiple BBERF scenario the request is coming from a non-primary BBERF.
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3) A Diameter CCR command as defined in clause 4b.5.1 of 3GPP TS 29.212 [3] is received by the V-PCRF from
the TDF reguesting ADC Rules for aroaming user and/or informing that an installed event trigger has been
detected; in this case the affected ADC Rules are included by the TDF.

If the CCR command also includes the Event-Trigger AVP set to "RESOURCE_MODIFICATION_REQUEST", the
V-PCRF may validate the QoS in the request. If the QoS validation fails, the V-PCRF shall reply to the PCEF/BBERF
over Gx/Gxx with a CCA command including the Gx experimental result code
DIAMETER_ERROR_INITIAL_PARAMETERS. Otherwise, the V-PCRF shall store the information received in the
CCR command from the BBERF/PCEF and send a new request over S9 as follows:

- If an existing S9 session for the roaming user does not aready exist with the H-PCRF, the V-PCRF shall
establish a new S9 session with the H-PCRF by sending a CCR command with the CC-Request-Type AVP set to
thevalue “INITIAL_REQUEST", to the H-PCRF.

- If an existing S9 session for the roaming user is already established with the H-PCRF, the V-PCRF shall update
the existing session by sending a CCR command with the CC-Request-Type AV P set to the value
"UPDATE_REQUEST" to the H-PCRF.

The V-PCRF shall include within the CCR command those attributes provided by the BBERF and PCEF and TDF as
defined in clause 4a.5.1 and 4.5.1 and 4b.5.1 of 3GPP TS 29.212 [3] respectively.

- Incase2aif the original CCR command is received from the BBERF, the VV-PCRF shall include the attributes
provided by the BBERF at the Diameter CCR command level. If the original CCR command is received from
the PCEF, the V-PCRF shall include the attributes provided by the PCEF at the S9 subsession level by including
the Subsession-Enforcement-Info AV P with the corresponding Subsession-Id AVP.

- Incaselor case 2b, the V-PCRF shall refer the request to the corresponding S9 subsession by including, within
the CCR command the Subsession-Enforcement-Info AV P with the corresponding Subsession-Id AVP and shall
also include those attributes provided by the BBERF (for case 2b)/PCEF (for case 1).

For casel, case 2a and case 2b,

- If new subsessions are created the V-PCRF shall include within the Subsession-Enforcement-Info AV P, the
Subsession-1d AVP set to the value of a new subsession identifier, the Subsession-Operation AV P set to the
value "ESTABLISHMENT". For case 1, the V-PCRF shall map the Gx session-id(s) to the corresponding
subsession-id(s) in the S9 session. For case 2a and case 2b, the V-PCRF shall map the Gxx and Gx session-id(s)
to the corresponding subsession-id(s) in the S9 session.

NOTE: For case 2a, a new subsession will be created only when the original received Diameter CCR from the
PCEF indicates an establishment request for anew Gx session. Thisis applicable also to case 2b athough
aternatively, the new subsession might be created upon the reception of the gateway control session
establishment and be further modified when the corresponding I|P-CAN session establishment arrivesto
the V-PCRF.

- If dready existing subsessions are modified the V-PCRF shall set the Subsession-Operation AV P value within
the Subsession-Enforcement-Info AVP to "MODIFICATION".

If the H-PCREF is, due to incomplete, erroneous or missing information (e.g. subscription related information not
available or authorized QoS exceeding the subscribed bandwidth) not able to:

1) Provision a policy decision to one or more of the S9 subsession(s) within the CCR command sent by the V-
PCRF, the H-PCRF shall send a CCA command including the S9 specific experimental result code
DIAMETER_ERROR_SUBSESSION (5470) at the command level. For each of the rejected subsessions, the H-
PCRF shall include the Subsession-Decision-Info AV P with the rejected Subsession-I1d within the Subsession-1d
AVP and the appropriate error code within either the Experimental-Result-Code AVP or Result-Code AV P. For
each of the successful subsessions, the H-PCRF shall include the Subsession-Decision-Info AVP with the
corresponding Subsession-1d AVP and any PCC rules to be provisioned.

2) Provision apolicy decision to a CCR command sent by the V-PCRF with no S9 subsession information, the H-
PCREF shall reject the request using a CCA command with the DIAMETER_ERROR_INITIAL_PARAMETERS
(5140) within the Experimental-Result-Code AV P.

NOTE: CCR command with no subsession information is only used in case 2a.
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When the V-PCRF receives a CCA command with an error code within the Experimental-Result-Code AVP or Result-
Code AVP at the command level, the V-PCRF shall reply to the BBERF over the corresponding gateway control
session with a CCA command including the same result code.

When the V-PCRF receives a CCA command including QoS rules at command level, with no subsession information
and indicating success status at the command level, the V-PCRF shall validate the QoS rules contained in the CCA. If
the QoS validation fails the V-PCRF shall send a CCR command to the H-PCRF including the QoS-Rule-Report AVP
to indicate the QoS Rules that were not accepted, the Rule-Failure-Code AVP set to

UNSUCCESSFUL_QOS VALIDATION and the QoS-Information AV P to indicate the acceptable QoS. Upon
reception of the subsequent CCA command from the H-PCRF, the V-PCRF shall reply to the BBERF over Gxx with a
CCA command. If the validation of the answer from the H-PCRF is successful, the V-PCRF shall include the
acceptable QoS in the QoS rules. Otherwise, the V-PCRF shall reply to the BBERF over Gxx with a CCA command
including the Gx experimental result code DIAMETER_ERROR_INITIAL_PARAMETERS.

NOTE: Inorder to avoid loopsin the QoS negotiation process, it is recommended that the H-PCRF provides a
QoS acceptable by the Visited Network.

When the V-PCRF receives a CCA command including QoS rules at command level, with no subsession information
and indicating success status at the command level and if the QoS validation is successful, the V-PCRF shall follow the
procedures described in 3GPP TS 29.212 [3] to provision the QoS rules to the BBERF. If after provisioning the QoS
rules to the BBERF, the V-PCRF receives a notification from the BBERF informing that an operation on one or more
QoSrule hasfailed, the V-PCRF shall immediately inform the H-PCRF. The V-PCRF shall send a CCR command with
the CC-Request-Type AVP set to the value UPDATE_REQUEST to the H-PCRF including the QoS-Rule-Report AVP
to indicate the QoS rules that were affected at the command level. The H-PCRF may decide to reinstall, modify or
remove the affected QoS rules as described in this clause or terminate the S9 session/subsession as described in clause
4.5.3.4.

When the V-PCRF receives a CCA command where the S9 specific subsession contains a specific error code within a
Result-Code or Experimental-Result-Code AV P from the H-PCRF, the V-PCRF shall inform the trigger(s) of the
related CCR command (i.e. BBERF and/or PCEF and/or TDF) with a CCA command including the same result code.

When the V-PCREF receives a CCA command where the S9 specific subsession indicates success status, the V-PCRF
shall validate the PCC rules contained in the CCA. If the validation fails, the V-PCRF shall send a CCR command to
the H-PCRF including Subsession-Enforcement-Info AV P with the corresponding Subsession-ld and include the
Charging-Rule-Report AV P to indicate the PCC Rules that were not accepted, the Rule-Failure-Code AVP set to
UNSUCCESSFUL_QOS VALIDATION, and the QoS-Information AV P to indicate the acceptable QoS. Upon
reception of the subsequent CCA command, if the validation of the answer is not successful, the V-PCRF shall reply to
the PCEF over Gx and the BBERF if applicable over Gxx with a CCA command including the Gx experimental result
code DIAMETER_ERROR_INITIAL_PARAMETERS. Otherwise, the V-PCRF shall act asif the QoS validation is
successful.

NOTE: Inorder to avoid loops in the QoS negotiation process, it is recommended that the H-PCRF provides a
QoS acceptable by the Visited Network.

When the V-PCRF receives a CCA command where the S9 specific subsession indicates success status and if the QoS
validation is successful, the V-PCRF shall derive QoS rules based on the PCC rules received for case 2a and case 2b.
The V-PCRF shall map the S9 subsession to the corresponding Gx and Gxx and follow the procedures described in
3GPP TS 29.212 [3] to provision the PCC/QoS rules to the PCEF and BBERF respectively using, if the PCEF/BBERF
sent the original CCR command, CCA command or, if the PCEF/BBERF did not send the original CCR command,
RAR command.

NOTE: Provisioning rules within RAR command can be needed for those cases when the V-PCRF receives CCR
command related with a particular event from only the BBERF or only the PCEF or the TDF. For
example, an event-trigger such as QOS_CHANGE can trigger only the BBERF to send the CCR
command while an event-trigger such asOUT_OF _CREDIT can trigger only the PCEF to send the CCR
command.

When there isa TDF deployed in the visited network and the V-PCRF receives a CCA command where the S9 specific
subsession indicates success status, the V-PCRF shall derive ADC rules based on the received PCC rules with
application identifiers as defined in clause 4.5.3.10.5. The V-PCRF shall map the S9 subsession to the corresponding
TDF session and follow the procedures described in 3GPP TS 29.212 [3] to provision the ADC rulesto the TDF
respectively using, if the TDF sent the original CCR command, CCA command or, if the TDF did not send the original
CCR command, RAR command.
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If after provisioning the rules to the PCEF/BBERF/TDF, the V-PCRF receives a notification from the PCEF (case 1, 2a,
2b) or the BBERF (case 2aand 2b) or TDF or all the PCEF, the BBERF and the TDF informing that an operation on a
PCC/Qo/ADC Srule has failed, the V-PCRF shall inform the H-PCRF. The V-PCRF shall send a CCR command with
the CC-Request-Type AV P set to the value UPDATE_REQUEST to the H-PCRF including the Charging-Rule-Report
AVP toindicate the PCC rules that were affected at the subsession level by including the Subsession-Enforcement-Info
AVP identifying the affected S9 subsession within the Subsession-1d AV P, the Subsession-Operation AVP set to the
value “MODIFICATION”. The H-PCRF may decide to reinstall, modify or remove the affected PCC rules as described
in this clause or terminate the S9 session/subsession as described in clause 4.5.3.4.

45.3.2 PCC and QoS Rules Provisioning

The H-PCRF shall provision, viathe S9 reference point, PCC and QoS rules rules, using one of the following
procedures:

- PULL procedure (Provisioning solicited by the V-PCRF): In response to arequest for PCC rules being made by
the V-PCRF, as described in the preceding section, to provide QoS rules for case 2a where no corresponding
PCC rules are sent, the H-PCRF shall provision QoS rulesin the CCA by including the QoS-Rule-Install AVP at
the command level; for other cases, the H-PCRF shall provision PCC rules and in the CCA command by
including the Charging-Rule-Install AV P within the Subsession-Decision-Info AVP on the SO subsession(s) that
reguested for PCC rules or in response to a request for PCC Rules being made by the V-PCRF, as described in
the preceding section instance.

- PUSH procedure (Unsolicited provisioning from the H-PCRF). The H-PCRF may decide to provision (install,
modify ore remove) PCC Rules without obtaining a request from the V-PCRF, e.g. in response to information
provided to the H-PCRF from the AF (either in the visited or in the home network), or in response to an internal
trigger within the H-PCRF, or from atrigger by the SPR. To install or modify QoS Rules without a request from
the V-PCREF for case 2a when there are no related PCC rules, the H-PCRF shall provision QoSrulesin the RAR
by including the QoS-Rule-Install AVP at the command level; to provision PCC Rules without a request from
the V-PCRF, the H-PCRF shall include these PCC Rulesin an RAR command by including the Charging-Rule-
Install AVP on the related S9 subsessions within the Subsession-Decision-Info AVP. To removeinstalled PCC
Rules without a reguest from the V-PCRF, the H-PCRF shall include these PCC Rulesin a RAR command by
including the Charging-Rule-Remove AV P on the related S9 subsessions within the Subsession-Decision-Info
AVP.

The V-PCRF shall validate the QoS information contained within the PCC rules of the CCA/RAR command. If the QoS
validation fails or other error conditions occur for PCC rules provisioned within the CCA command from the H-PCRF,
the V-PCRF shall follow the procedures specified in clause 4.5.3.1 for error handling. Otherwise, if the QoS validation
fails or other error conditions occur when provisioning PCC rules using the RAR command, the procedures below

apply.

If the QoS information is provisioned at the command level and the validation fails, the V-PCRF shall respond back to
the H-PCRF by issuing an RAA command that includes, at the command level, the DIAMETER_PCC_RULE_EVENT
(5142) experimental result code, the QoS-Rule-Report AVP to indicate the QoS Rules that were not accepted, the Rule-
Failure-Code AVP set to UNSUCCESSFUL_QOS VALIDATION, and the QoS-Information AV P to indicate the
acceptable QoS.

If the QoS information is provisioned at the command level and the validation is successful, the V-PCRF shall follow
the procedures described in 3GPP TS 29.212 [3] to provision the QoS rulesto the BBERF. If after provisioning the
rules to the BBERF, the V-PCRF receives a notification from the BBERF informing that an operation on a QoS rule has
failed, the V-PCRF shall immediately inform the H-PCRF. The V-PCRF shall send a RAA command to the H-PCRF
including the QoS-Rule-Report AV P to indicate the QoS rules that were affected at the command level. The H-PCRF
may decide to reinstall, modify or remove the affected Rules as described in this clause or terminate the SO
session/subsession as described in clause 4.5.3.4. If the provisioning of the rules was successful, the V-PCRF shall
inform the H-PCRF by sending a RAA command containing, at the command level, the information included in the
notification received from the BBERF.

If the QoS information is provisioned at the subsession level and the validation for al subsession fails, the V-PCRF
shall send aRAA command to the H-PCRF, including the Subsession-Enforcement-Info AV P for each rejected SO
subsession. Each Subsession-Enforcement-Info AVP includes the rejected Subsession-Id, a

DIAMETER _PCC_RULE_EVENT (5142) experimental result code, the Charging-Rule-Report AV P to indicate the
PCC Rules that were not accepted, the Rule-Failure-Code AVP set to UNSUCCESSFUL_QOS VALIDATION, and
the QoS-Information AV P to indicate the acceptable QoS.
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If the QoS information is provisioned at the subsession level and the validation for one or more subsession is successful,
the V-PCRF shall provision the validated rules to the PCEF/BBERF first. For al validated PCC rules, the V-PCRF
derives QoS rules based on the PCC rules for case 2a and case 2b. The V-PCRF follows the procedures specified in
3GPP TS 29.212 [3] to provision the rules to the BBERF/PCEF.

If after provisioning the rules to the PCEF/BBERF, the V-PCRF receives a notification from either the PCEF (case 1,
23, 2b) or the BBERF (case 2a and 2b) informing that an operation on a PCC/QoS rule has failed, the V-PCRF shall
inform the H-PCRF.

After obtaining the QoS validation and rulesinstallation (if applicable) result, the V-PCRF shall send a RAA command
to the H-PCRF and for each subsession, include the Subsession-Enforcement-Info AV P with the Subsession-ld AVP. In
addition, for each subsession, the Subsession-Enforcement-Info shall include,

- if the QoS validation failed at the V-PCRF, aDIAMETER_PCC _RULE_EVENT (5142) experimental result
code, the Charging-Rule-Report AV P to indicate the PCC Rules that were not accepted, the Rule-Failure-Code
AVP set to UNSUCCESSFUL_QOS VALIDATION, and the QoS-Information AV P to indicate the acceptable
QoS.

- if the V-PCREF received notification from the BBERF/PCEF indicating failure in provision, the Experimental -
Result-Code AVP or Result-Code AV P received from the PCEF if available or from the BBERF otherwise, the
Charging-Rule-Report AVP to indicate the failed PCC Rules and any other additional information received from
the BBERF/PCEF.

- if the provision was successful, the result-code and other information received from the PCEF/BBERF.

If the TDF is deployed in the visited network and the V-PCRF receives PCC rule(s) with application identifier(s) from
the H-PCRF within CCA command, and if a Sd session towards the TDF in the VPLMN is already established, the V-
PCRF shall map the S9 subsession to the corresponding Sd session and follow the procedures specified in

3GPP TS 29.212 [3] to provision the ADC rules extracted from the PCC rules as defined in clause 4.5.3.10.5. to the
TDF. If a Sd session towards the TDF in the VPLMN is not yet established, the V-PCRF shall also initiate Sd session
establishment specified in clause 4.5.3.10.1 before ADC rule provisioning.

NOTE: PCC Rulesprovisioning in this case is only applicable to the solicited application reporting.

After obtaining the ADC rules installation result from the TDF, the V-PCRF shall send a RAA command to the H-
PCRF and, for each subsession, shall include the Subsession-Enforcement-Info AV P with the Subsession-Id AVP. In
addition, for each subsession, the Subsession-Enforcement-Info shall include:

- if the V-PCRF received a notification from the TDF indicating a provisioning failure within the ADC-Rule-
Report, the V-PCRF shall include this information within the Charging-Rule-Report AV P to indicate the failed
PCC Rules, and any other additional information received from the TDF.

- if the provisioning was successful, the result-code and other information received from the TDF.
The result code or the experimental result code at the RAA command level shall be set to the following value:
- DIAMETER_SUCCESS (2001), if al subsessions have been provisioned successfully;
- DIAMETER_ERROR_SUBSESSION (5470), if one or more S9 subsessions have failed.
For failed PCC rules, the H-PCRF may decide to reinstall, modify or remove the affected PCC Rules as described in
this clause or terminate the S9 session/subsession as described in clause 4.5.3.4.
4.5.3.3 S9 Session/Subsession Termination Initiated by V-PCRF.

When the V-PCRF receives an indication of an IP-CAN Session Termination from the PCEF or an indication of Gxx
session termination from the BBERF, the V-PCRF shall acknowledge the received message by sending the CCA
command to the PCEF or the BBERF as defined in 3GPP TS 29.212 [3]. In addition, the V-PCRF shall indicate to the
H-PCRF one of the following actions:

1) Terminate the SO session, if in case 2a, the Gxx session isremoved or in case 1 or case 2b, the last S9 subsession
for the roaming user is removed. The V-PCRF shall terminate the S9 session with the H-PCRF by sending a
CCR with the CC-Request-Type AVP set to the value ‘ TERMINATION_REQUEST”.
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2) Update the S9 session for the roaming user, if there are remaining S9 subsessions for the roaming user. The V-
PCRF shall update the existing S9 session with the H-PCRF by sending a CCR command with CC-Request-type
AVP set to value “UPDATE-REQUEST” that includes the Subsession-Enforcement-Info AV P with the removed
S9 subsession identifier within the Subsession-1d AV P, the Subsession-Operation AV P set to the value
“TERMINATION".

NOTE: In case 2b, when the V-PCRF receives a Gxx session termination request from the BBERF (i.e. aCCR
command with CC-Request-Type AVP set to value “TERMINATION_REQUEST") , it handlesit as
specified in 3GPP TS 29.212 [3] without impacting S9.

When receiving the CCR command, the H-PCRF shall perform the following steps:
1) Identify the removed PCC Rules associated to the terminated S9 session or S9 subsession;

2) If anIP-CAN session isterminated, check whether the H-AF and/or V-AF shall be informed and if the H-AF
and/or V-AF needs to be informed, send an ASR command as defined in clause 4.4.6.1 of 3GPP TS 29.214 [5]

The H-PCRF answers to the V-PCRF by issuing a CCA command.

45.3.4 S9 Session/Subsession Termination Initiated by the H-PCRF-.

The H-PCRF may decide to terminate an S9 session or S9 subsession based on an internal trigger or atrigger from the
SPR. When any of these triggers are met, the H-PCRF shall initiate a S9 session or S9 subsession termination by
sending an RAR command to the V-PCRF as defined in clause 4.5.2.4.

The V-PCRF shall trigger the termination of corresponding I|P-CAN session(s) by applying the PCRF-Initiated IP-CAN
session termination procedure for non-roaming case as defined in 3GPP TS 29.213 [4] clause 4.2.3.1.

4535 Multiple BBERF Handling
The V-PCRF distinguishes two types of BBERF: primary and non-primary according to 3GPP TS 29.212 [3].

The V-PCRF shall ensure that the QoS rules are aligned with the PCC rules on all BBERFs as specified in
3GPPTS29.212 [3] clause 4a.5.7.

When the V-PCRF receives a CCR command for Gateway Control Session Establishment from anew BBERF that is
related with an existing Gateway Control Session, the V-PCRF determines whether case 2a or case 2b applies as
defined in 3GPP TS 29.213 [4] and applies the following procedures:

- If case 2a applies, the V-PCRF modifies the S9 session by sending a CCR command including the attributes
provided by the new BBERF at the Diameter CCR command level.

- If case 2b applies and if the H-PCRF has subscribed to either the AN_GW_CHANGE or the IP-
CAN_CHANGE event trigger, the V-PCRF modifies the S9 session by sending a CCR command including
the attributes provided by the new BBERF in the Subsession-Enforcement-Info AV P that contains the
alocated S9 subsession identifier within the Subsession-Id AV P and the Subsession-Operation AVP set to
the value "M ODIFICATION"; otherwise, the V-PCRF shall not contact the H-PCRF.

When, due to handover, the V-PCRF receives an IP CAN session modification from the PCEF with the event trigger set
to AN_GW_CHANGE the V-PCRF shall send a CCR message to the H-PCRF with the Event-Trigger AVP at
subsession level set to AN_GW_CHANGE, provided the H-PCRF has subscribed to this event-trigger. If the CCR
message from the PCEF also includes the IP-CAN_CHANGE event-trigger, the V-PCRF shall reclassify the primary/
non-primary BBERFs based on the received IP-CAN type, and shall include this trigger as well at subsession level in
the CCR message sent to the H-PCRF, provided the H-PCRF has subscribed to it. If there is any subsequent request
coming from the primary BBERF, the V-PCRF shall act according to the normal procedures specified in clause 4.5.3
and corresponding subclauses.

If the H-PCRF has not subscribed to either the AN_GW_CHANGE or the IP-CAN_CHANGE event, the V-PCRF shall
not inform the H-PCRF of this scenario and should solve it according to local policies and roaming agreements.
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45.3.6 Rx Over S9

45.3.6.1 General

The interaction between the V-AF and the V-PCRF isin accordance with 3GPP TS 29.214 [5]. The V-PCRF may act as
a Diameter Proxy or client/server to send the Rx messages between the V-AF and the H-PCRF except as noted below.

If the Subscription-1d AVP is received in the AAR command and the IMSI can not be extracted or if the Subscription-
ID AVP isnot received in the AAR command, the V-PCRF may alternatively determine the Destination-Realm based
on session binding within the V-PCRF.

NOTE: With the session binding, for Rx over S9 reference point interactions the V-PCRF can find the UE
Identity that isreceived from Gx/Gxx reference point and use it to construct the EPC Home Network
Realm/Domain, asindicated in 3GPP TS 23.003 [9], clause 19.2, and use it as Destination-Realm.

If the IP-Domain-1d isreceived in the AAR command from the V-AF, the V-PCRF may remove it from the AAR
command before forwarding the AAR command to the H-PCRF if the session binding is performed. In this case, if the
Subscription-1d AVP is used to assist in the session binding, in order to allow the H-PCRF to perform session binding,
the V-PCRF may add Subscription-ld AVP and Called-Station-ld AV P received over Gx/Gxx reference point to the
AAR command before sending the AAR command to the H-PCRF.

The V-PCRF may process the initial or modified Service Information received from the V-AF according to the operator
policy to decide whether the request is accepted or not. If the service information provided by the V-AF is rejected, the
V-PCREF shall send the AAA to reject the request with the Experimental-Result-Code AV P set to the value
REQUESTED_SERVICE_NOT_AUTHORIZED. In this case, the V-PCRF shall not forward the AAR to the H-PCRF.

The V-PCRF shall not forward the AAR message from the V-AF to the H-PCRF if the processing of the request results
in any of the specific values of the "Rx specific Experimental-Result-Code" per clause. 5.5 of 3GPP TS 29.214 [5].

45.3.6.2 Event Handling
453.6.2.1 V-AF Subscription to Notification of Signalling Path Status

A V-AF may subscribe to notifications of the status of the AF Signalling transmission path by including the Specific-
Action AV P with the corresponding value as described in section 4.4.5 of 3GPP TS 29.214 [5].

When the V-PCREF receives an AAR command for the establishment of the AF signalling session from the V-AF, the
V-PCRF, depending on operator policy, may not forward the AAR message to the H-PCRF. In this case, the V-PCRF
handles the AF signalling session locally and shall acknowledge the AAR command by sending an AAA command to the V-
AF and follow the procedures described in clause 4.4.5 of 3GPP TS 29.214 [5]. Otherwise, the V-PCRF proxies the
AAR to the H-PCRF.

45.3.6.2.2 Reporting of Signalling Path Status

If the V-PCRF is handling the AF signalling session locally with the V-AF (i.e. the V-PCRF is not proxying the AF
signalling session to the H-PCRF) and subscribed to the signalling path status specific actions

("INDICATION_OF LOSS OF BEARER" and/or “INDICATION_OF RELEASE OF BEARER”), and the V-
PCRF is notified of the loss or release of resources associated to the PCC Rules corresponding with V-AF Signalling |P
Flows, the V-PCRF shall inform the V-AF about the Loss of the Signalling Transmission Path by sending a
Re-Authorization Request (RAR) command to the V-AF per section 4.4.6.3 of 3GPP TS 29.214 [5].

The V-PCRF shall send a CCR message to the H-PCRF over the S9 interface reporting this event trigger only if the H-
PCRF has previoudly subscribed to the corresponding event trigger.

45.3.6.2.3 Reporting IP-CAN Type Change Notification

If the V-PCRF is handling the AF signalling session locally with the V-AF (i.e. the V-PCRF is not proxying the AF
signalling session to the H-PCRF) and the V-AF has subscribed for change notification in UE's IP-CAN type and RAT
type, then the V-PCRF shall send a RAR command when there is a change in the UE's IP-CAN type or RAT type (if the
IP-CAN type is 3GPP-GPRS) per section 4.4.6.4 of 3GPP TS 29.214 [5].
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The V-PCRF shall send a CCR message to the H-PCRF over the S9 interface reporting this event trigger only if the H-
PCRF has previoudly subscribed to the corresponding event trigger.

4.5.3.7 Deferred Session Linking Handling

This procedure takes place at initial IP-CAN Session Establishment and during the inter-system BBERF relocation for
case 2b.

NOTE: Thedeferred leg linking indication assists the PCRF to avoid linking the Gateway Control Session with
an obsolete Gx Session at initial IP-CAN Session Establishment.

When the V-PCRF receives a CCR for Gateway Control Session Establishment including Session-Linking-Indicator
AVP set to the value "SESSION_LINKING_DEFERRED" from a new BBERF related with an existing Gateway
Control session (i.e. the new Gateway Control session has the same valuesin the Subscription-Id AVP and Called-
Station-Id AVP asthe existing Gateway Control session), the V-PCRF shall acknowledage by sending a CCA to the
BBERF and shall not send the CCR to the H-PCRF to update the S9 session immediately.

If the V-PCRF receives the CCR for IP-CAN session modification that has the same values in the Subscription-1d AVP
and Called-Station-1d AV P as the new Gateway Control session, the V-PCRF shall link the new Gateway Control
session with the existing Gx session, and then send a CCR to H-PCRF to modify the S9 subsession by including the
Subsession-Enforcement-Info AV P within the CCR command that contains the already allocated S9 subsession
identifier within the Subsession-1d AV P, the Subsession-Operation AV P set to the value "MODIFICATION". The V-
PCRF shall keep the mapping between the new Gateway Control session, the existing Gx session and the SO subsession.
The Multiple BBERF handling procedures described in clause 4.5.3.5 are a so applicable now.

If the V-PCRF receives the CCR for IP-CAN session establishment that has the same values in the Subscription-ld AVP
and Called-Station-1d AV P as the new Gateway Control session, the V-PCRF shall link the new Gateway Control
session with the new Gx session, and then send a CCR command to H-PCRF to establish a new S9 subsession by
including the Subsession-Enforcement-Info AV P within the CCR command that contains a new S9 subsession identifier
within the Subsession-1d AV P, the Subsession-Operation AVP set to the value "ESTABLISHMENT". The V-PCRF
shall keep the mapping between the new Gateway Control session, the new Gx session and the new S9 subsession.

When the V-PCRF checks if APNs within Called-Station-ld AV Ps match each other, the V-PCRF shall apply the APN
matching proceduresin Annex | of 3GPP TS 29.213 [4].

45.3.8 Session Linking Handling When Multiple PDN Connection to a single APN is
supported

This procedure takes place in case 2b.

When the V-PCRF receives a CCR for Gateway Control Session Establishment with the PDN Connection ID included
in the PDN-Connection-ID AVP in addition to the user identity included in Subscription-ld AVP and the PDN 1D
included in Called-Station-1d AV P, the following procedures are applied:

- If thereisnot an already established S9 session for this roaming user, the V-PCRF shall send to the H-PCRF a
CCR command with the CC-Request-Type set to the value "INITIAL_REQUEST" to establish a new S9 session.
The V-PCRF shall include the Subsession-Enforcement-Info AVP within the CCR command with a new S9
subsession identifier assigned by the V-PCRF within the Subsession-Id AV P and the Subsession-Operation AVP
set to the value "ESTABLISHMENT". The PDN Connection ID shall not be sent to the H-PCRF. When the V-
PCREF receives the CCR for IP-CAN Session Establishment from the PCEF that has the same valuesin the
Subscription-1d AVP, Called-Station-1d AVP and PDN-Connection-ID AV P as the new Gateway Control
Session, the V-PCRF shall link the new Gateway Control Session with the Gx session. The V-PCRF shall keep
the mapping between the new Gateway Control Session, the new Gx session and the new S9 subsession.

- If anexisting S9 session for the roaming user is already established and if no Gateway Control Session for the
same PDN ID exists or at least one Gateway Control Session for same PDN ID exists but the IP-CAN type
received in the CCR command has not been modified, and the PDN Connection ID received in the CCR
command is different the V-PCRF sends a CCR command to H-PCRF to establish anew S9 subsession by
including the Subsession-Enforcement-Info AV P within the CCR command that contains a new S9 subsession
identifier within the Subsession-1d AV P and the Subsession-Operation AV P set to the value
"ESTABLISHMENT". The PDN Connection ID shall not be sent to the H-PCRF. When the V-PCRF receives
the CCR for IP-CAN Session Establishment from the PCEF that has the same values in the Subscription-1d
AVP, Called-Station-1d AVP and PDN-Connection-ID AV P as the new Gateway Control Session, the V-PCRF
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shall link the new Gateway Control Session with the Gx session. The V-PCRF shall keep the mapping between
the new Gateway Control Session, the new Gx session and the new S9 subsession.

- If at least one Gateway Control Session for same PDN ID exists and the IP-CAN type received in the CCR
command has been modified, the V-PCRF assumes that this constitutes an inter-system BBERF rel ocation.

- If the Framed-IP-Address AV P and/or Framed-1Pv6-Prefix AVP are received, the V-PCRF link the new
Gateway Control session with the existing Gx session where the Framed-1P-Address AV P and/or Framed-1Pv6-
Prefix AVP are equal and the PDN ID are matched and then shall send a CCR command to H-PCRF to modify
the S9 subsession by including the Subsession-Enforcement-Info AV P within the CCR command that contains
the already allocated S9 subsession identifier within the Subsession-Id AV P and the Subsession-Operation AVP
set to the value "M ODIFICATION". The V-PCRF shall keep the mapping between the new Gateway Control
session, the Gx session and the S9 subsession.

- If the Framed-IP-Address AV P and/or Framed-1Pv6-Prefix AVP are not received, the V-PCRF shall not link the
new Gateway Control Session with any Gx session and shall not contact with the H-PCRF immediately. When
the V-PCREF receives a CCR command for IP-CAN Session Modification that has the same valuesin the
Subscription-ld AVP, Called-Station-1d AVP and PDN-Connection-ID AVP as the new Gateway Control
Session, the V-PCRF shall link the new Gateway Control Session with the Gx sesssion, and then shall send a
CCR command to H-PCRF to modify the S9 subsession by including the Subsession-Enforcement-Info AVP
within the CCR command that contains the already allocated S9 subsession identifier within the Subsession-1d
AVP and the Subsession-Operation AVP set to the value "MODIFICATION". The V-PCRF shall keep the
mapping between the new Gateway Control session, the Gx session and the S9 subsession.

When the V-PCRF checksif APNs within Called-Station-1d AV Ps match each other, the V-PCRF shall apply the APN
matching proceduresin Annex | of 3GPP TS 29.213 [4].

45.3.9 IP flow mobility support
This procedure takes place if the IP flow mobility is applied as described in 3GPP TS 23.261 [10]

When the V-PCRF receives a CCR command for IP-CAN Session establishment with the Routing-Rule-Install AVP
from the PCEF, the V-PCRF shall send a CCR command to H-PCRF to establish a new S9 subsession by including the
Subsession-Enforcement-Info AVP within the CCR command that contains a new S9 subsession identifier within the
Subsession-Id AV P and the Subsession-Operation AV P set to the value "ESTABLISHMENT". If and only if the H-
PCRF has subscribed either the AN_GW_CHANGE or the IP-CAN_CHANGE event trigger, the Routing-Rule-Install
AVP isincluded in the Subsession-Enforcement-Info.

When the V-PCRF receives a CCR command for |P-CAN Session modification with the Routing-Rule-Install AVP
and/or Routing-Rule-Remove AV P, the Event-Trigger AVP set to ROUTING_RULE_CHANGE from the PCEF, if and
only if the H-PCRF has subscribed either the AN_GW_CHANGE or the IP-CAN_CHANGE event trigger, the V-PCRF
shall send a CCR command to H-PCRF to modify the S9 subsession by including the Subsession-Enforcement-Info
AVP within the CCR command that contains the Routing-Rule-Install AV P and/or Routing-Rule-Remove AV P, the
Event-Trigger AVP set to ROUTING_RULE_CHANGE, the already allocated S9 subsession identifier within the
Subsession-1d AV P and the Subsession-Operation AVP set to the value "M ODIFICATION".

If the H-PCRF has not subscribed either the AN_GW_CHANGE or the IP-CAN_CHANGE event trigger, the V-PCRF
shall handle the IP flow mobility locally as described in 3GPP TS 29.212 [3].

4.5.3.10 Application Detection and Control

This procedure takes place if Application Detection and Control feature with solicited or unsolicited application
reporting is support as defined in clause 5.4.1.

45.3.10.1 General

For the solicited application reporting, the H-PCRF may decide that the application detection and control shall be
initiated based on roaming policies. In order to do that, the H-PCRF shall provision new PCC rules as described in
clause 4.5.3.2.

If the PCEF indicates support of Application Detection and Control feature during the IP-CAN session establishment,
the V-PCRF shall provision the PCC rules received from the H-PCRF as described in 3GPP TS 29.212 [3], clause 4.5.2
by sending RAR/CCA command.
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Otherwiseg, if the TDF is deployed in the visited network, the V-PCRF shall initiate the TDF session establishment by
sending TSR command as defined in 3GPP TS 29.212 [3], clause 4b.5.1.1 and provision ADC rules extracted from the
PCC Rules received from the H-PCRF as defined in clause 4.5.3.10.5. The V-PCRF shall keep the mapping between the
TDF session and S9 subsession.

If the H-PCRF removes al the PCC rules, from which the corresponding ADC Rules were extracted, with the
Charging-Rule-Remove AVP of the IP-CAN session(e.g. subscriber profile changes) , the V-PCRF shall initiate the
TDF session termination by sending RAR command as defined in 3GPP TS 29.212 [3], clause 4b.5.4.

If the ABC feature as described in clause 5b.4.1 of 3GPP TS 29.212 [3] applies, the V-PCRF may provide the
maximum allowed bit rate which appliesto the TDF session to the TDF at the command level by including the QoS-
Information AVP in the TSR, CCA or RAR. Only the Max-Requested-Bandwidth-UL AV P and the Max-Requested-
Bandwidth-DL AVP, and/or the Extended-M ax-Requested-BW-UL AV P and the Extended-M ax-Reguested-BW-DL
AVP (see subclause 4.5.5) shall be used.

NOTE: Inorder to avoid down-link packets being discarded in PCEF when TDF performs charging, the V-PCRF
will set the Maximum downlink bit rate to the DL APN-AMBR.

If the V-PCRF receives the Charging-Information AV P, Online AV P, Offline AVP from the H-PCRF and/or 3GPP-
Charging-Characteristics AVP from the PCEF, the V-PCRF shall provide them to the TDF in the TSR command.

For unsolicited application reporting, the TDF initiates the TDF session establishment by sending a CCR command as
defined in 3GPP TS 29.212 [3] if the TDF session correponding to the detected application does not exist. The
parameters described in clause 4b.5.1.1 of 3GPP TS 29.212 [3] may aso be included in the CCR command. The V-
PCRF shall keep the mapping between the TDF session and S9 subsession. If the S9 subsession is terminated by the V-
PCRF or the H-PCRF or the IPv4 address of adual stack IP-CAN session is released and there is an active | Pv4 address
related TDF session for the corresponding S9 subsession, the V-PCRF shall initiate the TDF session termination by
sending RAR command as defined in 3GPP TS 29.212 [3].

4.5.3.10.2 Void
4.5.3.10.3. Void
4.5.3.10.4. Application Detection Information

If the V-PCREF receives a notification from the PCEF supporting Application Detection and Control feature or the TDF
with the Application-Detection-Information AV P, informing that the corresponding application has been detected and,
if the H-PCRF has subscribed the APPLICATION_START/APPLICATION_STOP and Mute-Notification AVP is not
included in the corresponding PCC rule with application identifier, the V-PCRF shall inform the H-PCRF. The V-PCRF
shall send a CCR command with the CC-Request-Type AV P set to the value UPDATE_REQUEST to the H-PCRF
including the Application-Detection-Information AV P, as received from the PCEF or TDF, at the subsession level by
including the Subsession-Enforcement-Info AV P identifying the affected S9 subsession within the Subsession-1d AV P,
the Subsession-Operation AV P set to the value “MODIFICATION”. The H-PCRF may then decide to reinstall, modify
or remove the PCC rules as described in clause 4.5.3.1. Otherwise, if the Flow-Information AVP isincluded in the
Application-Detection-Information, the V-PCRF may provision anew PCC rule to the PCEF and a corresponding QoS
rule to the BBERF, if applicable, based on service data flow descriptions in the Flow-Information and the QoS
information from the corresponding PCC rule previously provisioned by the H-PCRF.

When the V-PCRF receives a CCA command where the S9 specific subsession contains a specific error code within a
Result-Code or Experimental-Result-Code AV P from the H-PCRF, the V-PCRF shall inform the trigger(s) of the
related CCR command (i.e. PCEF and/or TDF) with a CCA command including the same result code.

For unsolicited application reporting, the Application Detection Information is only reported from the TDF.

4.5.3.10.5. ADC Rule Derivation

If the TDF is deployed in the VPLMN, when the V-PCRF receives the PCC rule with application identifier from the H-
PCREF, the V-PCRF shall derive the ADC rule from the PCC rule as follows:

- TheV-PCRF allocates the value of ADC-Rule-Name AV P and keeps the mapping between the value of ADC-
Rule-Name AV P and value of PCC-Rule-Name AVP.
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- TheV-PCRF setsthe TDF-Application-ldentifier AV P, the Flow-Status AV P, the Monitoring-Key AVP, the
Max-Requested-Bandwidth-UL AV P, the Max-Requested-Bandwidth-DL AV P, the Extended-M ax-Reguested-
BW-UL AVP and the Extended-Max-Reguested-BW-DL AVP (see subclause 4.5.5), the Redirect-Information
AVP, the Service-ldentifier AVP, the Rating-Group AV P, the Reporting-Level AVP, the Online AVP, the
Offline AVP and the Metering-Method AV P as the values in the corresponding AV Ps of the PCC rule if
available.

- The V-PCRF sets the Precedence AV P based on the value received in the PCC rule.

- The V-PCRF does not include the Qos-Class-Identifier AV P, Allocation-Retention-Priority AVP, the
Guaranteed-Bitrate-UL AVP, the Guaranteed-Bitrate-DL AV P, the Extended-GBR-UL AV P and the Extended-
GBR-DL AVP inthe QoS-Information AVP of the ADC rule regardlessif they are included in the PCC rule.

- TheV-PCRF may include the Mute-Notification AVP inthe ADC ruleif it isincluded in the PCC rule.

4.5.3.11 NBIFOM support
This procedure takes place if NBIFOM is applied as described in 3GPP TS 23.161 [26]

If the HPLMN operator allows the VPLMN operator to autonomously handle the NBIFOM procedures through roaming
agreements, the V-PCRF shall handle the NBIFOM locally as defined in subclause 4.5.25 of 3GPP TS 29.212 [3];
otherwise, following procedures shall apply:

When the V-PCRF receives a CCR command for IP-CAN Session establishment as defined in clause 4.5.25.2.1 of
3GPP TS 29.212 [3] from the PCEF, the V-PCRF shall send a CCR command to H-PCRF to establish a new S9
subsession by including the Subsession-Enforcement-Info AVP and within the CCR command that contains a new S9
subsession identifier within the Subsession-Id AV P, the Subsession-Operation AV P set to the value
"ESTABLISHMENT", the NBIFOM-Support AVP and NBIFOM-Mode AVP. If the H-PCRF supports the NBIFOM
feature, the H-PCRF shall include the NBIFOM-Support AV P, NBIFOM-Mode AVP if applicable and RAN-Rule-
Support AVP if applicable in the Subsession-Decision-Info AVP in the CCA command and the V-PCRF shall forward
thisinformation to the PCEF. If the H-PCRF does not support NBIFOM feature, the V-PCRF shall locally add the
NBIFOM-Support AV P set to the value NBIFOM_NOT_SUPPORTED (0) to the CCA command.

As part of the IP-CAN session modification procedures, if the H-PCRF supports the NBIFOM feature, the V-PCRF
shall proxy the NBIFOM information received from the PCEF to the H-PCRF or the NBIFOM decision from the H-
PCREF to the PCEF.

45.4 IMS Emergency services

The S9 interface is not applicable for IMS Emergency services.

In case 23, the V-PCRF upon reception of a CCR command with a CC-Request-Type AVP set to
"INITIAL_REQUEST" from the PCEF over Gx shall check if the Called-Station-Id AVP includes a PDN identifier that
matches one of the Emergency APNs from the configurable list specified in 3GPP TS 29.212 [3]. If the V-PCRF
identifies that the request for PCC Rules is restricted to Emergency services then shall send a CCA command to the
PCEF to provision PCC Rules and then the V-PCRF may provision QoS Rules to the BBERF as specified in
3GPPTS29.212[3].

NOTE: Incase 2a, the V-PCRF detects that an IP-CAN session is for Emergency Services at reception of the
request for PCC Rules for Emergency purposes over Gx.

45.5 Extended bandwidth support for EPC supporting Dual Connectivity
(E-UTRAN and 5G NR)

When the Extended-BW-NR feature is supported, extended bandwidth AV Ps representing bitrates in kbps shall be used
to support bandwidth values higher than 2232-1 bps instead of the bandwidth AV Ps representing bitratesin bps.

That is:
- Extended-Max-Requested-BW-DL/UL AVPs shall be used instead of Max-Requested-Bandwidth-DL/UL AVPs.
-  Extended-GBR-DL/UL AVPs shall be used instead of Guaranteed-Bitrate-DL/UL AV Ps.
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- Extended-APN-AMBR-DL/UL AVPs shall be used instead of APN-Aggregate-Max-Bitrate-UL/DL AVPs.
For values lower or equal to 2°32-1 bps AV Ps representing bitrates in bps shall be used.

When the S9 session is being established, if the V-PCRF supports the Extended-BW-NR feature and for bandwidth
values higher than 2°32-1 bps, AV Ps representing bitrate in bps (i.e. APN-Aggregate-Max-Bitrate-UL/DL AV Ps) shall
be provided with value set to 232-1 bps and bandwidth AV Ps representing bitrate in kbps (i.e. Extended-APN-AMBR-
UL/DL AVPs) shall be provided with the actual reguired bandwidth.

NOTE: When the Diameter session is being established, the originator node does not know yet the features
supported by the peer node.

5. S9 Protocol

5.1 Protocol Support

The S9 application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the Application-
ID for the SO Application in the present release is 16777267. The vendor identifier assigned by IANA to 3GPP
(http://www.iana.org/assi gnments/enterprise-numbers) is 10415.

NOTE: A route entry can have a different destination based on the application identification AVP of the message.
Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured
appropriately to identify the 3GPP S9 application within the Auth-Application-ld AVP in order to create
suitable routeing tables.

Tthe SO application identification shall be included in the Auth-Application-1d AVP.

With regard to the Diameter protocol defined over the S9 interface, the H-PCRF acts as a Diameter server, in the sense
that it is the network element that handles PCC/QoS rule requests for a particular realm. The V-PCRF acts as the
Diameter client, in the sense that it is the network element requesting PCC/QoS rules to the H-PCRF.

A Diameter S9 session used in the S9 protocol shall combine all Gx and Gxx Diameter sessions for a particular UE.

52 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between each V-PCRF/H-PCRF pair is defined by the underlying
protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 6733 [29].

After establishing the transport connection, the V-PCRF and the H-PCRF shall advertise the support of the S9 specific
Application by including the value of the application identifier in the Auth-Application-Id AVP and the value of the
3GPP (10415) in the Vendor-ld AV P of the Vendor-Specific-Application-Id AVP contained in the
Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request
and Capabilities-Exchange-Answer commands are specified in the Diameter Base Protocol (IETF RFC 6733 [29]).

The termination of the SO Diameter session can be initiated either by the V-PCRF or H-PCRF, as specified in
subclauses 4.5.2 and 4.5.3.

In case of roaming, when S9 protocol is used for 3GPP accesses, a V-PCRF shall use, by default, the IMSI (MNC and
MCC vaues) of the user provided over Gxc/Gx to construct the EPC Home Network Realm/Domain, asindicated in
3GPP TS 23.003 [9], clause 19.2, and use it as Destination-Realm. However the V-PCRF may alternatively determine
the Destination-Realm based on slocal configuration within the V-PCRF. This configuration follows specific roaming
agreement between the visited and the home operators.
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5.3 S9 specific AVPs

5.3.0 General

Table 5.3.0.1 describes the Diameter AV Ps defined for the S9 reference point, their AVP Code values, types, possible
flag values, whether or not the AV P may be encrypted and the applicability of the AVPs to charging control, policy
control or both. The Vendor-ld header of all AVPs defined in the present document shall be set to 3GPP (10415).

Table 5.3.0.1: S9 specific Diameter AVPs

AVP Flag rules (note 1)
Attribute Name AVP | Clause | Value Type | Must [May|Should|Must | May | Acc. |Applica
Code | defined (note 2) not not |Encr.| type | bility
(note 3)
DRA-Deployment 2206 |5.3.7 Enumerated |V P M Y Non- |PC
3GPP |EPC-
-EPS [routed
3GPP
-EPS
Multiple-BBERF-Action 2204 |5.3.6 Enumerated |M,V P Y All PC
Subsession-Decision-Info 2200 |5.3.1 Grouped M,V P Y All Both
Subsession-Enforcement-Info  [2201 |5.3.2 Grouped M,V P Y All Both
Subsession-Id 2202 |5.3.3 Unsigned32 M,V P Y All Both
Subsession-Operation 2203 |5.3.4 Enumerated |M,V P Y All Both
DRA-Binding 2208 |5.3.x Enumerated |V P M Y Non- |PC
3GPP |EPC-
-EPS [routed
3GPP
-EPS
NOTE 1: The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit
denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further
details, see IETF RFC 6733 [29].
NOTE 2: The value types are defined in IETF RFC 6733 [29].
NOTE 3: AVPs marked with “CC” are applicable to charging control, AVPs marked with “PC” are applicable to policy
control and AVPs marked with “Both” are applicable to both charging control and policy control.

531 Subsession-Decision-Info

The Subsession-Decision-Info AVP (AVP code 2204) is of type Grouped, and it is used to manage PCC/QoS rules and
event information within an S9 subsession from the H-PCRF to the V-PCRF.

Theinformation contained within this grouped AV P pertains only to the subsession identified by the Subsession-Id
AVP.

The Session-Release-Cause AVP is only applicable when the Subsession-Decision-Info AVP is provided in aRAR.

The Result-Code AV P and Experimental-Result-Code AV P are only applicable when the Subsession-Decision-Info
AVPisprovided in a CCA. The Result-Code AV P or Experimental-Result-Code AV P may be provided to inform the
V-PCRF of possible errors when processing subsession information that was provided in a corresponding CCR
command.

AVP Format:

Subsessi on-Deci sion-Info ::= < AVP Header: 2200 >
{ Subsession-1d }
[ AN- GWM Address ]
[ Result-Code ]
[ Experinmental - Resul t - Code ]
*[ Chargi ng- Rul e- Renove ]
*[ Charging-Rule-Install ]
[ Event-Report-Indication ]
[ QS-Rule-Install ]
[ QoS-Rul e- Renove ]
[ Default-EPS-Bearer-QS ]
[ Framed-|pv6-Prefix ]
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Usage- Moni toring-1nformation ]
Sessi on- Rel ease- Cause ]
Bear er - Cont r ol - Mode ]
Event - Tri gger ]

Reval i dation-Tine ]

Def aul t - Access ]

NBI FOM Support ]

NBI FOM Mode ]

RAN- Rul e- Support ]

Rout i ng- Rul e- Report]
Renoval - Of - Access ]

| P- CAN- Type ]

Online ]

Ofline ]
QS-Information ]

AVP ]

* ok

— — — e ) e e e e e e

53.2 Subsession-Enforcement-Info

The Subsession-Enforcement-Info AVP (AVP code 2201) is of type Grouped, and it is used to set up and tear down
subsessions, provide information about the subsession, request PCC/QoS rules and report on PCC/QoS rules and related
events. Thisinformation is sent from the V-PCRF to the H-PCRF. The information contained within this grouped AVP
pertains only to the subsession identified by the Subsession-1d AVP.

The following AV Ps are only applicable when the Subsession-Enforcement-Info AV P is provided within a CCR:
Subsession-Operation AVP, Bearer-ldentifier AVP, Bearer-Operation AV P, Packet-Filter-Information AV P, Packet-
Filter-Operation AVP, Framed-IP-Address AV P, Framed-1 Pv6-Prefix AVP, Caled-Station-ID AVP, PDN-Connection-
ID AVP, Bearer-Usage AV P, TFT-Packet-Filter-Information AVP, Online AV P, Offline AV P, Application-Detection-
Information AV P, Routing-Rule-Install AV P, Routing-Rule-Remove AV P, NBIFOM-Support AVP, NBIFOM-Mode
AVP, Default-Access AVP, Access-Availability-Change-Reason AVP and Credit-Management-Status AV P.

The following AV Ps are only applicable when the Subsession-Enforcement-Info AVP is provided within an RAA:
Result-Code AV P and Experimental-Result-Code AVP.

The other AV Ps are applicable when the Subsession-Enforcement-Info AVP is provided in either a CCR or RAA.

IP-CAN-Type AVP, RAT-Type AVP, 3GPP-SGSN-MCC-MNC AVP, 3GPP-SGSN-Address AV P, 3GPP-SGSN-| Pv6-
Address AVP, RAI AVP, 3GPP-User-Location-Info AVP, 3GPP2-BSID AVP and User-CSG-Information AVP are
only applicable when the MAPCON feature is supported as described in clause 5.4.1.

The Result-Code AV P or Experimental-Result-Code AV P may be provided to inform the H-PCRF of possible errors
when processing subsession information that was provided in a corresponding RAR command.

< AVP Header: 2201 >

{ Subsession-Id }

[ Subsession-Operation ]

[ AN-GW Address ]

[ Bearer-ldentifier ]

[ Bearer-Operation ]

[ Packet-Filter-Information ]
[ Packet-Filter-Qperation ]
[ QS-Information ]

[ Framed-| P- Address ]

[ Framed-1Pv6-Prefix ]

[ CoA-Information ]

[ Called-Station-Id ]

[ PDN- Connection-ID ]
[
[
[
[
[
[
[
[
[
[
[
[
[
[
[

Subsessi on- Enforcenent-Info :: =
0*2

*

*

Bear er - Usage |
TFT- Packet-Filter-Information ]

Online ]
Ofline ]
Resul t - Code ]

*
Experi nent al - Resul t - Code ]

*[ Chargi ng- Rul e- Report ]

Credit - Managenent - St at us ]

QoS- Rul e- Report ]

Application-Detection-Information ]

| P- CAN- Type ]

RAT- Type ]

3GPP- SGSN- MCC- M\C ]

3GPP- SGSN- Addr ess ]
3GPP- SGSN- | Pv6- Addr ess ]

*
*
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RAl ]
3GPP- User - Locati on- I nf 0]
3GPP2-BSI D ]

User - CSG | nformation ]

Def aul t - EPS- Bear er - QoS ]

Def aul t - Access ]

NBI FOM Support ]

NBI FOM Mode ]

Access- Avai | abi | i ty-Change- Reason ]
Net wor k- Request - Support ]
Routing-Rule-Install ]

Rout i ng- Rul e- Renove ]
User-Location-1nfo-Tinme ]

Logi cal - Access-1D ]

Physi cal - Access-1D ]

Usage- Moni toring-1nformation ]

Mul ti pl e- BBERF- Action ]

Event - Tri gger ]

Access- Net wor k- Char gi ng- Addr ess ]
Access- Net wor k- Char gi ng-1dentifier-Gx ]
Sessi on- Li nki ng- I ndi cat or ]

HeNB- Local - | P- Addr ess ]

UE- Local - | P- Addr ess ]

UE- Local - I Pv6-Prefix ]

UDP- Sour ce- Port ]

AN- GV St at us ]

AVP ]

* *

*

— e 1 1 e e e e e e e e ) ) ) ) e e ) ) e e e e

5.3.3 Subsession-Id

The Subsession-1d AVP (AVP code 2202) is of type Unsigned32, and it is used to uniquely identify a subsession within
the S9 session. The Subsession-1d AV P shall be selected by the V-PCRF.

5.3.4  Subsession-Operation

The Subsession-Operation AVP (AVP code 2203) is of type of Enumerated, and it indicates the operation to be
performed on the subsession.

The following values are defined:
TERMINATION (0)
Thisvalueisused to indicate that a subsession is being terminated.
ESTABLISHMENT (1)
Thisvalueis used to indicate that a new subsession is being established.
MODIFICATION (2)

Thisvalueis used to indicate that an existing subsession is being modified.

535 Void

5.3.6 Multiple-BBERF-Action

The Multiple-BBERF-Action AVP (AVP code 2204) is of type Enumerated, and it indicates that the Gateway Control
Session inthe VPLMN is established or terminated in the multiple BBERFs scenario.

The following values are defined:
ESTABLISHMENT (0)

Thisvalue shall be used to indicate that the Gateway Control Session inthe VPLMN is established in the
multiple BBERFs scenario.

TERMINATION (1)

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 41 ETSI TS 129 215 V15.2.0 (2019-10)

This value shall be used to indicate that the Gateway Control Session in the VPLMN isterminated in the
multiple BBERFs scenario.

5.3.7 DRA-Deployment

The DRA-Deployment AVP (AVP code 2206) is of type Enumerated and is used by the V-DRA (proxy) to indicate to
the H-PCRF that whether the DRA is deployed in the visited network.

The following values are defined:
DRA_Deployed (0)
Thisvalue indicates that the DRA is deployed.

5.3.8 DRA-Binding

The DRA-Binding AVP (AVP code 2208) is of type of Enumerated, and it indicates that the action to be done on the
DRA binding information.

The following values are defined:
DRA_BINDING_DELETION (0)
Thisvalueisused to indicate the DRA hinding information in the DRA shall be deleted.

5.4 S9 re-used AVPs

54.0 General

The S9 reference point re-uses all of the Gx and Gxx AV Ps specified in 3GPP TS 29.212 [3], including the AVPs re-
used by Gx and Gxx as specified in clauses 5.4.0 and 5a.4.0 of 3GPP TS 29.212 [3] with exceptions noted below.

3GPP-RAT-Type AVP, QoS-Rule-Base-Name AVP and TDF-Information AV P are not applicable for the SO reference
point.

The event trigger value PGW_TRACE_CONTROL is not applicable for the S9 reference point.

Reused AV Ps marked with a supported feature (e.g. "Rel9", "Rel10", "MAPCON", "IFOM", "SADC", "USADC",
"vSRVCC", "EPC-routed" or "NSWQ") are applicable as described in clause 5.4.1.

54.1 Use of the Supported-Features AVP on the S9 reference point

The Supported-Features AVP is used during session establishment to inform the destination host about the required and
optional features that the origin host supports. The client shall, in the first request of a Diameter session indicate the set
of supported features.. The server shall, in the first answer within the Diameter session indicate the set of features that it
has in common with the client and that the server shall support within the same Diameter session. Any further
command messages shall always be compliant with the list of supported features indicated in the Supported-Features
AV Ps during session establishment. Features that are not advertised as supported shall not be used to construct
command messages for that Diameter session. Unless otherwise stated, the use of the Supported-Features AV P on the
S9 reference point shall be compliant with the requirements for dynamic discovery of supported features on the Cx
reference point as defined in clause 7.2.1 of 3GPP TS 29.229 [7].

The base functionality for the S9 reference point is the 3GPP Rel-8 standard and afeature is an extension to that
functionality. If the origin host does not support any features beyond the base functionality, the Supported-Features
AVP shall be absent from the SO commands. As defined in clause 7.1.1 of 3GPP TS 29.229 [7], when extending the
application by adding new AV Psfor afeature, the new AV Ps shall have the 'M' bit cleared and the AV P shall not be
defined mandatory in the command ABNF.

Asdefined in 3GPP TS 29.229 [ 7], the Supported-Features AV P is of type grouped and contains the VVendor-1d,
Feature-List-1D and Feature-List AV Ps. On the S9 reference point, the Supported-Features AV P is used to identify
features that have been defined by 3GPP and hence, for features that are defined in this document, the Vendor-1d AVP
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shall contain the vendor ID of 3GPP (10415). If there are multiple feature lists defined for the SO reference point, the
Feature-List-ID AVP shall differentiate those lists from one another.

On receiving an initial request application message, the destination host shall act as defined in clause 7.2.1 of
3GPP TS 29.229 [7]. The following exceptions apply to the initial CCR/CCA command pair:

- If the V-PCRF supports post-Rel-8 S9 functionality,the CCR shall include the features supported by the V-PCRF
within Supported-Features AV P(s) with the 'M' bit cleared.

NOTE 1: Oneinstance of Supported-Features AVP is needed per Feature-List-ID

- If the CCR command does not contain any Supported-Features AV P(s) and the H-PCRF supports Rel-8 SO
functionality, the CCA command shall not include the Supported-Features AVP. In this case, both V-PCRF and
H-PCRF shall behave as specified in this document.

- If the CCR command contains the Supported-Features AV P(s), the H-PCRF shall include the Supported-
Features AVP(s) in the CCA command, with the 'M" bit cleared, indicating only the features that both the V-
PCRF and H-PCRF support.

NOTE 2: The client will aways declare all features that are supported according to table 5.4.1.1. When more than
one feature identifying arelease is supported by both VV-PCRF and H-PCRF, the V-PCRF will work
according to the latest common supported rel ease.

Once the V-PCRF and H-PCRF have negotiated the set of supported features during session establishment, the set of
common features shall be used during the lifetime of the Diameter session.

The table below defines the features applicable to the S9 interfaces for the feature list with a Feature-List-ID of 1.
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Table 5.4.1.1: Features of Feature-List-ID 1 used in S9

Feature
bit

Feature

M/O

Description

0

Rel9

M

This feature indicates the support of base 3GPP Rel-9 S9 functionality,
including the AVPs and corresponding procedures supported by the base
3GPP Rel-8 S9 standard, but excluding those features represented by
separate feature bits. AVPs introduced with this feature are marked with
"Rel9" as described in clause 5.4.

Rell0

This feature indicates the support of base 3GPP Rel-10 S9 functionality,
including the AVPs and corresponding procedures supported by the Rel8 and
Rel9 standard, but excluding those features represented by separate feature
bits. AVPs introduced with this feature are marked with "Rel10" as described
in clause 5.4.

MAPCON

This feature indicates support for the feature of multi access PDN connectivity
as described in clause 4.5.1.8

IFOM

This feature indicates support for the feature of IP flow mobility as described in
clause 4.5.2.5

SADC

This feature indicates support for Application Detection and Control feature
with solicited application reporting. This shall be set in case either "ADC"
feature bit is set over the Gx interface as described in clause 5.4.1 of

TS 29.212 [3] or there is TDF supporting solicited application reporting in the
network.

USADC

This feature indicates support for Application Detection and Control feature
with unsolicited application reporting. This shall be set in case there is TDF
supporting unsolicited application reporting in the network.

(]

VvSRVCC

This feature indicates support for the vSRVCC feature (see TS 23.216 [13]).

EPC-routed

This feature indicates support for interworking with Fixed Broadband Access
networks when the traffic is routed via the EPC network as defined in Annex
A

NSWO

This feature indicates support for interworking with Fixed Broadband Access
networks when the traffic is offloaded to the Fixed Broadband access network
as defined in Annex A.

NetLoc

This feature indicates the support of the Access Network Information
Reporting.

10

TimeBasedUM

This feature indicates support for Time based Usage Monitoring Control. This
shall be set in case the "TimeBasedUM" feature bit is set either over the Gx
interface as described in clause 5.4.1 of TS 29.212 [3] or over the Sd interface
as described in clause 5b.4.1 of TS 29.212 [3]. If the PCEF or TDF supports
this feature, the behaviour shall be as specified in corresponding subclauses
of TS 29.212 [3].

11

PendingTransaction

This feature indicates support for the race condition handling as defined in
TS 29.213 [4]

12

ABC

This feature indicates support for Application Based Charging as defined in
the TS 29.212 [3]. This shall only be set in case “ABC” feature is set over the
Sd and/or Gx interface as described in the TS 29.212 [3].

13

SGW-Rest

This feature indicates the support of SGW Restoration procedures as defined
in TS 23.007 [20].

14

ExUsage

This feature indicates support for excluding the corresponding Service data
flow or application for the volume and/or time measurement on IP-CAN
session or TDF session level. This shall be set in case the "ExUsage" feature
bit is set either over the Gx interface as described in clause 5.4.1 of

TS 29.212 [3] or over the Sd interface as described in clause 5b.4.1 of

TS 29.212 [3].

15

ResShare

o

This feature indicates the support of resource sharing among several AF
sessions as defined in TS 29.212 [3] and TS 29.214 [5].

16

NBIFOM

o]

This feature indicates support for the feature of NBIFOM as described in
clause 4.5.3.11

17

Extended-BW-NR

O]

This feature indicates the support of QoS data rate in kbps.

Feature bit: The order number of the bit within the Feature-List AVP where the least significant bit is assigned number
“0”.

Feature: A short name that can be used to refer to the bit and to the feature, e.g. "EPS".

M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O") in this 3GPP Release.

Description: A clear textual description of the feature.
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5.5 S9 Messages

55.1 S9 Application

S9 Messages are carried within the Diameter Application(s) described in clause 5.1.

Existing Diameter command codes from the Diameter base protocol IETF RFC 6733 [29] and the Diameter Credit
Control Application IETF RFC 4006 [19] are used with the S9 specific AV Ps specified in clause 5.3. The Diameter
Credit Control Application AVPs and AV Ps from other Diameter applications that are re-used are defined in clause 5.4.
The S9 application identifier shall be included in the Auth-Application-Id AVP.

NOTE: Some of the AVPsincluded in the messages formats below are in bold to highlight that these AVPs are
used by this specific protocol and do not belong to the original message definition in the DCC
Application IETF RFC 4006 [19] or Diameter Base Protocol IETF RFC 6733 [29].

5.5.2 CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flagsfield, is
sent by the V-PCRF to the H-PCRF in order to request PCC or QoS rules. The CCR command is also sent by the V-
PCRF to the H-PCRF in order to indicate bearer or PCC/QoS rule related events.

M essage Format:
<CC-Request> ::= < Dianmeter Header: 272, REQ PXY >
< Session-1d >

[ DRWP ]

{ Auth-Application-Id }

{ Oigin-Host }

{ Oigin-Realm}

{ Destination-Real m}

{ CC- Request-Type }

{ CC- Request - Nunber }

[ Destination-Host ]

[ Oigin-State-1d ]

*[ Subscription-1d ]

[ Franed- | P- Address ]

[ Framed-1Pv6-Prefix ]

*[ Supported-Features ]

[ OC Supported- Features ]

[ QoS-Information ]

*[ QS-Rul e-Report ]
0*2 [ AN-GW Address ]

[ Networ k- Request - Support ]
*[ Packet-Filter-Information ]
[ Packet-Filter-Operation ]
*[ Subsessi on- Enforcenment-Info ]
[ I P-CAN-Type ]

[ RAT-Type ]

[ Term nation-Cause ]

[ User-Equipment-Info ]

[ QoS-Negotiation ]

[ QoS- Upgrade ]

[ 3GPP- SGSN- MCC- M\C ]

[ 3GPP- SGSN- Addr ess ]

[ 3GPP- SGSN- | Pv6- Addr ess ]
[ RAL ]

[ 3GPP-User-Location- | nfo]
[ 3GPP- M5-Ti neZone ]

[ 3GPP2-BSID ]
*[ Event-Trigger]

[ Multiple-BBERF-Action ]

[ User-CSG Information ]

*[ Proxy-Info ]

*[ Route-Record ]

*[ AVP ]

NOTE: Multipleinstances of the Subscription-Id AVP in the CCR command correspond to multiple types of
identifier for the same subscriber, for example IMS| and MSISDN.
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5.5.3 CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R’ bit cleared in the Command Flags
field, is sent by the H-PCRF to the V-PCRF in response to the CCR command. It is used to provision PCC/QoS rules
and event triggers for the subsession/session

Message Format:

<CC- Answer > ::

5.5.4

*

e S A e A e a e A A

*

* % ok

* ok

Di aneter Header: 272, PXY >
Session-1d >

DRWP ]

Aut h- Appl i cation-1d }
Origin-Host }
Origin-Realm}

Resul t - Code ]

Experinental - Resul t ]

CC- Request - Type }

CC- Request - Nunmber }
Suppor t ed- Feat ur es]

OC- Support ed- Features ]
OC-OLR ]

QS-Rule-Install ]

QoS- Rul e- Renove ]

QoS-I nformation ]

Bear er - Contr ol - Mode ]
Event - Tri gger ]

Char gi ng- I nformation ]
Subsessi on- Deci si on-1nfo ]
CSG | nformati on- Reporting ]

0*2[ AN GW Address ]

Re-Auth-Request (RAR) Command

* % ok ok

—— — — — — ——

Oigin-State-1d ]
Error- Message |
Error-Reporting-Host ]
Fai | ed- AVP ]
Proxy-Info ]

Rout e- Record ]

Load ]

AVP ]

ETSI TS 129 215 V15.2.0 (2019-10)

The RAR command, indicated by the Command-Code field set to 258 and the 'R’ bit set in the Command Flagsfield, is
sent by the H-PCRF to the V-PCRF in order to provision QoS/PCC rules and event triggers for the subsession/session.

Message Format:

<RA- Request > ::

Di aneter Header: 258, REQ PXY >

Session-1d >

DRWP ]

Aut h- Appl i cation-I1d }
Origin-Host }
Origin-Realm}

Desti nati on- Real m}
Desti nati on- Host }

Re- Aut h- Request - Type }
Oigin-State-1d ]

OC- Support ed- Features ]
QS-Rule-Install ]

QoS- Rul e- Renove ]

QoS-I nformation ]
Event - Tri gger ]
Subsessi on- Deci si on-Info ]
AN- GV Addr ess ]

Sessi on- Rel ease- Cause ]
HeNB- Local - | P- Addr ess ]
UE- Local - | P- Address ]
UDP- Sour ce- Port ]
Proxy-Info ]

Cal l ed-Station-1d ]
Rout e- Record ]

AVP]

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 46

555 Re-Auth-Answer (RAA) Command

ETSI TS 129 215 V15.2.0 (2019-10)

The RAA command, indicated by the Command-Code field set to 258 and the 'R’ bit cleared in the Command Flags

field, is sent by the V-PCRF to the H-PCRF in response to the RAR command.

M essage Format:

Di aneter Header: 258, PXY >
Session-1d >
DRWP ]
Origin-Host }
Oigin-Realm}
Resul t - Code ]
Experinental - Result ]
Oigin-State-1d ]
Franed- | P- Address ]
Framed- | Pv6- Prefix |
| P- CAN- Type ]
RAT- Type ]
3GPP- SGSN- MCC- M\C ]
3GPP- SGSN- Addr ess ]
3GPP- SGSN- | Pv6- Addr ess ]
RAI ]
3CGPP- User - Location-Info ]
3GPP- M5- Ti neZone ]
3GPP2-BSI D ]
OC- Support ed- Feat ures ]
OC-OLR ]
QS-Information ]

*[ QS-Rul e-Report ]
0*2[ AN GW Address ]

*[ Subsessi on- Enforcenment-Info ]

[ User-CSG Information ]

<RA- Answer > :: =

e e e e e e e A A

[ Error-Message ]

[ Error-Reporting-Host ]
[ Failed-AVP ]

*[ Proxy-Info ]

*[ Load ]

*[ AVP ]

NOTE: Load AVP isonly applicable to the EPC-routed feature as described in annex A.6.3.1.

5.5.7 Trigger-Establishment-Request (TER) Command

The TER command, indicated by the Command-Code field set to 8388656 and the 'R’ bit set in the Command Flags
field, is sent by the H-PCRF to the V-PCRF in order to trigger the S9 Session Establishment. It is aso sent by the H-
PCRF to the V-DRA in order to remove the DRA binding information created during the S9 Session Establishment

Trigger procedure.
Message Format:

<TE- Request> ::= < Dianeter Header: 8388656, REQ PXY >
< Session-1d >
[ DRWP ]
{ Auth-Application-1d }
{ Oigin-Host }
{ Oigin-Realm}
{ Destination-Real m}
{ Destination-Host }
[ Auth-Session-State ]
[ Oigin-State-1d ]
[ Subscription-1d ]
[ OC- Supported- Features ]
[ Called-Station-Id ]
[ UE-Local -1 P-Address ]
[ HeNB- Local - | P- Address ]
[ DRA- Bi ndi ng ]
[ UDP- Source-Port ]
*[ Proxy-Info ]
*[ Route-Record ]
*[ AVP ]
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5.5.8 Trigger-Establishment-Answer (TEA) Command

The TEA command, indicated by the Command-Code field set to 8388656 and the 'R’ bit cleared in the Command Flags
field, is sent by the V-PCRF to the H-PCRF in response to the TER command.

M essage Format:

Di anet er Header: 8388656, PXY >
Session-1d >

DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Result ]
Oigin-State-1d ]

DRA- Depl oynent ]

OC- Support ed- Feat ures ]
OC-OLR ]

Error-Message ]
Error-Reporting-Host ]
Fai | ed- AVP ]

Proxy-Info ]

Load ]

AVP ]

<TE- Answer > ::

|
e T e e e e A A

* %k ok

5.6 S9 specific Experimental-Result-Code AVP values

56.1 General

IETF RFC 6733 [29] specifies the Experimental-Result AV P containing Vendor-ID AV P and Experimental-Result-
Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-
assigned value representing the result of processing arequest. The Vendor-1D AVP shall be set to 3GPP (10415).

5.6.2 Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully
compl eted.

The Result-Code AV P values defined in Diameter BASE IETF RFC 6733 [29] shall be applied.

5.6.3 Permanent Failures

Errorsthat fall within the Permanent Failures category shall be used to inform the peer that the request failed, and
should not be attempted again.

The Result-Code AV P values defined in Diameter BASE IETF RFC 6733 [29] and 3GPP TS 29.212 [3] are applicable.
Also the following specific SO Experimental-Result-Codes val ues are defined:

DIAMETER_ERROR_SUBSESSION (5470)

This error shall be used when one or more S9 subsessions within the answer contains an unsuccessful Result-
Code or Experimental-Result-Code value. The Result Code specific to the request related to the subsession is
specified within the corresponding Subsession-Decision-Info or Subsession-Enforcement-Info AVP.

DIAMETER_ERROR_ONGOING_SESSION_ESTABLISHMENT (5471)

This error shall be used within the TEA command by the V-PCRF when the VV-PCRF receives a TER command
from the H-PCRF to trigger an S9 session establishment for the EPC-routed traffic while the SO session is being
established for the NSWO traffic by the V-PCRF initiated by the BPCF.

5.6.4  Transient Failures

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at
the time it was received, but may be able to satisfy the request in the future.

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 48 ETSI TS 129 215 V15.2.0 (2019-10)

The Result-Code AV P values defined in Diameter Base IETF RFC 6733 [29] and 3GPP TS 29.212 [3] are applicable.
Additional handling for the following Experimental -Result-Code defined in 3GPP TS 29.212 [3] is specified:
DIAMETER_PENDING_TRANSACTION (4144)

This error shall be used when a PCRF that supports the PendingTransaction feature receives an incoming request
on a session while it has an ongoing transaction on the same session and cannot handle the request as described
in clause 8.2 of 3GPP TS 29.213 [4]. If the error is specific to a subset of the S9 subsessions, this Experimental -
Result-Code shall be included within the corresponding Subsession-Decision-Info or Subsession-Enforcement-
Info AVP. In this case, the DIAMETER_ERROR_SUBSESSION Experimental -Result-Code shall be included
at the command level. Otherwise, if this error is applicable to the session level, this Experimental-Result-Code
shall beincluded at the command level.
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Annex A (normative):
Access specific aspects, Fixed Broadband Access
interworking with EPC

A.l  Scope

This annex defines access specific aspects procedures for the use of S9a between the BPCF and the PCRF in the non-
roaming case or between the BPCF and the V-PCRF in the roaming case and the S9 between V-PCRF and H-PCRF-.

A.2 Definitions and abbreviations

A.2.1 Definitions

UE local 1P addressis defined as: either the public IPv4 address and/or |Pv6 address/I Pv6 network prefix assigned to
the UE by the BBF domain in the no-NAT case, or the public |Pv4 address assigned by the BBF domain to the NATed
RG that is used for this UE.

H(e)NB local IP addressis defined as: either the public 1Pv4 address and/or |Pv6 address/| Pv6 network prefix assigned
to the H(e)NB by the BBF domain in the no-NAT case, or the public IPv4 address assigned by the BBF domain to the
NATed RG that isused for this H(e)NB.

Non-seamless WL AN offload (NSWO) is defined as; a capability of routing specific |P flows over the WLAN access
without traversing the EPC as defined in clause 4.1.5 of 3GPP TS 23.402 [18].

Non-seamless WL AN offload APN (NSWO-APN) is defined as: an APN allowing the BPCF to indicate to PCRF that
for subscribers of a certain HPLMN the IP-CAN session isrelated to NSWO traffic.

EPC-routed traffic is defined as. User plane traffic that isrouted viaa PDN GW in EPC as part of a PDN Connection.
EPC-routed traffic applies to non-roaming, roaming with home routed and roaming with visited access cases.

A.2.2 Abbreviations

The following abbreviations are relevant for this annex only:

BBF Broadband Forum

BPCF Broadband Policy Control Function
NA(P)T Network Address (Port) Transation
NSWO Non-Seamless WLAN offload
NSWO-APN Non-Seamless WLAN offload APN
RG Residentia Gateway

A.3  Reference points and Reference model

A.3.0 General

For Fixed Broadband Access network interworking, the applied scenarios of case 1, case 2aand case 2b are defined in
clause E.4.1in 3GPP TS 29.213 [4].

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 50 ETSI TS 129 215 V15.2.0 (2019-10)

A.3.1 S9a Reference Point

The S9a reference point is located between the PCRF in the PLMN and BPCF in the Fixed Broadband Access Network
(BPCF) for the non-roaming case and between the the PCRF in the VPLMN (V-PCRF) and the BPCF in the Fixed
Broadband Access Network (BPCF) for the roaming case. The S9a reference point enables transfer of dynamic QoS
control policies from the (V-)PCRF to the BPCF for the purpose of allocation of QoS resources in the Fixed Broadband
Access Network.

Two Diameter applications are used over the S9a reference point: S9a and S9a*. The purpose of the S9a Diameter
application isto transfer QoS rules from the (V-)PCRF to the BPCF in the EPC-Routed scenario. The purpose of the
S9a* Diameter application isto transfer PCC rules from the (V-)PCRF to the BPCF in the NSWO scenario.

Refer to Annex G of 3GPP TS 29.213 [4] for Diameter overload control procedures over the S9ainterface.
Refer to Annex J of 3GPP TS 29.213 [4] for Diameter message priority mechanism procedures over the S9ainterface.

Refer to Annex K of 3GPP TS 29.213 [4] for Diameter load control procedures over the S9ainterface.

A.3.2 S9 Reference Point

In addition to the specification of the S9 reference point defined in clause 4, this reference point is used to trigger the V-
PCRF to initiate the S9a session establishment. The S9 interface is enhanced to carry from the H-PCRF to the V-PCRF
the UE local | P address, the H(e)NB local 1P address the UDP source port number, if available, and the ePDG IP
address derived from the ePDG IP address | E as defined in clause 7.2.1 of 3GPP TS 29.274 [22] (for GTP-based S2b
access) or used as the |PSec tunnel endpoint with the UE (for untrusted S2c access), or the PDN GW | P address used as
the endpoint of the DSMIPv6 |Pv4 user plane tunnel or the DSMIPv6 IPv6 user plane tunnel with the UE (for trusted
S2¢ access).

A.3.3 Reference Model

The relationships between the different functional entitiesinvolved in the non-roaming for EPC-routed are depicted in
figure A.3.3.1and A.3.3.2.
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Figure A.3.3.1: S9a reference point at the Policy and Charging Control (PCC) architecture for non-
roaming case with SPR
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Figure A.3.3.2: S9a reference point at the Policy and Charging Control (PCC) architecture for non-
roaming case with UDR

The relationships between the different functional entitiesinvolved in the home routed access for EPC-routed traffic are
depicted in figure A.3.3.3and A.3.3.4.
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Figure A.3.3.3: S9, S9a reference points at the PCC architecture for roaming with home routed access
with SPR
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Figure A.3.3.4: S9, S9a reference points at the PCC architecture for roaming with home routed access
with UDR

The relationships between the different functional entitiesinvolved in the visited access for EPC routed traffic are
depicted in figure A.3.3.5 and figure A.3.3.6.
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Figure A.3.3.5: S9, S9a reference points at the PCC architecture for roaming with visited access with

SPR
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Figure A.3.3.6: S9, S9a reference points at the PCC architecture for roaming with visited access with

UDR

The relationships between the different functional entitiesinvolved in the non-roaming for NSWO traffic are depicted

infigure A.3.3.7 and A.3.3.8.
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Figure A.3.3.7: S9a reference points at the PCC architecture for non-roaming with SPR
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Figure A.3.3.8: S9a reference points at the PCC architecture for non-roaming with UDR

The relationships between the different functional entitiesinvolved in the roaming case for NSWO traffic are depicted
infigure A.3.3.9 and A.3.3.10.
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Figure A.3.3.9: S9, S9a reference points at the PCC architecture for roaming with SPR
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Figure A.3.3.10: S9, S9a reference points at the PCC architecture for roaming with UDR

A4 Functional Elements

A.4.0 PCRF

The PCRF functionality defined in clause E.4.1 of 3GPP TS 29.212 [3] shall apply. For the purpose of Fixed Broadband
Access Interworking for EPC-routed traffic the PCRF functionalities defined here are applicable:

- Send the QoS rules to the BPCF over S9ato request admission control in the fixed broadband access network.

- Send to the BPCF the UE local IP address, UDP source port number if available, ePDG IP Address used as
IPSec tunnel endpoint with the UE and P-GW IP address for the WLAN scenario to allow the Fixed Broadband
Access network to identify UE traffic.

- Send to the BPCF the H(e)NB Local |P address and UDP source port number if available for the H(e)NB
scenario. This allows the Fixed Broadband Access network to identify I P flows corresponding to the IPSec
tunnel from the H(€)NB to the SeGW which transports H(e)NB UE traffic.

- Beableto be configured with the relation of |P address ranges to Fixed Broadband Access network, to allow
BPCF discovery.

For the NSWO scenario, the following PCRF functionalities are applicable:
- Handleincoming request of S9a* session establishment.

- Perform session binding of the AF session information received via Rx with an existing S9a* session using the
UE local 1P address and the IMSI (if available).
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- For the unsolicited application reporting, link the TDF session with an existing S9a* session using the UE local
IP address and PDN information if available.

- Send the PCC rules to the BPCF over S9ato allocated QoS resources in the fixed broadband access network.

A4.1 V-PCRF

The V-PCRF functionality defined in clause 4.3.2 shall apply. For the purpose of Fixed Broadband Access I nterworking
for the EPC-routed traffic the V-PCRF functionalities defined here are applicable:

- If an S9a Session Establishment request is received from the BPCF, the V-PCRF shall initiate an S9
Session/Subsession Establishment procedure towards the H-PCRF.

- If an S9a Session Termination is received from the BPCF, the V-PCRF shall initiate an S9 Session/Subsession
Termination towards the H-PCRF.

- For home routed roaming case, in case 1:

- If an S9 Session/Subsession Establishment trigger is received from the H-PCRF, then the V-PCRF shall
initiate an S9a Session Establishment trigger towards the BPCF and an S9 Session/Subsession Establishment
towards the H-PCRF.

- For the WLAN scenario, if an S9 Session/Subsession Termination is received from the H-PCRF, then the V-
PCRF shall initiate an S9a Session Termination procedure towards the BPCF.

- For the H(e)NB scenario, if an S9 Session Termination is received from the H-PCRF for the last UE
connected to a H(e)NB local |P address and there is no S15 session linked with the S9a session, then the V-
PCRF shall initiate an S9a Session Termination procedure towards the BPCF. Otherwise it shall initiate an
S9a Session Modification procedure.

- If an S9 Session Modification is received from the H-PCRF, then the V-PCRF shall trigger an S9a Session
Establishment, Modification or Termination towards the BPCF.

NOTE: For H(e)NB scenario, when the V-PCRF receives an SO Session Madification that corresponds to a
change of the H(e)NB local IP address and there are no more UES connected to the previous H(e)NB the
V-PCRF will terminate the S9a session related to that H(e)NB address

- For both home routed and visited access roaming cases, in case 2a, case 2b:

- If aGateway Control Session establishment from the BBERF (ePDG) occurs and there is no S9a session
established, then the V-PCRF shall initiate an S9a session establishment with the BPCF and an S9 session
establishment with the H-PCRF.

- If thelast Gateway Control Session from the BBERF (ePDG) isterminated, then the V-PCRF shall initiate an
S9a Session Termination towards the BPCF and an S9 Session Termination towards the H-PCRF.

- For visited access roaming case, in case 1:

- If an IP-CAN Session Establishment from the PCEF occurs and there is no S9a session established, then the
V-PCRF shall initiate an S9a session establishment with the BPCF and an S9 session establishment with the
H-PCRF.

- For the WLAN scenario, if the last IP-CAN Session from the PCEF is terminated, then the V-PCRF shall
initiate an S9a Session Termination towards the BPCF and an S9 Session Termination towards the H-PCRF.

- For the H(e)NB scenario, if the last IP-CAN Session for the last UE connected to a H(€)NB is terminated and
thereis no S15 session linked to the S9a session, then the V-PCRF shall initiate an S9a Session Termination
towards the BPCF and an S9 Session Termination towards the H-PCRF. Otherwise, the V-PCRF shall initiate
an SQ9a Session Modification Request towards the BPCF.

For the NSWO scenario, the following V-PCRF functionalities are applicable:

- For the roaming scenario, the V-PCRF shall handle incoming request of S9a* session procedures,
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- If an S9a* Session Establishment request isreceived for aroaming user over the S9a reference point, then the
V-PCRF shall conclude that the IP-CAN session is used for NSWO.

A.4.2 H-PCRF

The H-PCRF functionality defined in clause 4.3.1 shall apply. For the purpose of Fixed Broadband Access interworking
for the EPC-routed traffic, the H-PCRF functionalities defined here are applicable:

- For case l, if an IP-CAN Session Establishment is received over Gx then, if thisisthe first IP-CAN session for
this UE, the H-PCRF shall trigger an S9 Session Establishment to the V-PCRF.

- For case 1, if an IP-CAN Session Termination isreceived over Gx then if thisisthelast IP-CAN session for this
UE, the H-PCRF shall initiate an S9 session Termination Request to the V-PCRF.

- If PCC Rules are generated, the H-PCRF shall send QoS rules to the V-PCRF to request admission control over
9.

- If aPCEF-Initiated IP-CAN Session Modification Procedure occurs over Gx to update the UE local 1P Address
and UDP port number for WLAN scenario, then the H-PCRF shall initiate an S9 Session Modification procedure
including these data towards the V-PCRF.

- If aPCEF-Initiated IP-CAN Session Modification Procedure occurs over Gx to update the H(e)NB local 1P
Address and UDP port number for H(e)NB scenario, then the H-PCRF shall check whether thereisan S9
Session aready established for that subscriber based on H(e)NB local IP Address. If it is already established, the
H-PCRF shall link the Gx session to the SO Session corresponding to the H(e)NB local IP Address. Otherwise,
H-PCRF shall initiate an S9 Session Establishment procedure including these data towards the V-PCRF.

For the NSWO scenario, in case of roaming, the H-PCRF shall determine the applicable PCC rules based on home
operator policy for the specific UE when it receives the S9 session establishment/moaodification request from V-PCRF
with the NSWO-APN.

A.4.3 BPCF

The BPCF isthe policy control entity in the Fixed Broadband Access network. The compl ete specification of the BPCF
isdefined in BBF TR-134 [15] and BBF TR-203 [14] and it is out of the scope of 3GPP.

For the purpose of interworking with 3GPP network for the EPC-routed traffic the BPCF is expected to:

- Perform admission control in fixed access or delegate admission control decision to other BBF nodes. Based on
the admission control, the BPCF accepts or rejects the request received over S9a reference point. The BPCF may
include the acceptable QoS in the reply if the request is rejected.

- Trandate the 3GPP QoS rules as received over the S9a reference point into access specific QoS parameters
applicable in the Fixed Broadband access network.

- Support PCRF-triggered establishment of S9a session.
- Support BPCF-initiated establishment of S9a session.

NOTE: Admission control, QoS and IP-flow support in the Fixed Broadband Access Network are described in
DSL TR-059 [17] and BBF TR-146 [16] and are out of the scope of 3GPP.

The functionality of the BPCF in aroaming scenario is the same as in a non-roaming scenario.
For the NSWO traffic, the BPCF is expected to:

- Perform admission control in fixed access or delegate admission control decision to other BBF nodes. Based on
the admission control, the BPCF accepts or rejects the request received over S9a reference point. The BPCF may
include the acceptable QoS in the reply if the request is rejected.

- Trandate the 3GPP PCC rules as received over the S9a reference point into access specific QoS parameters
applicable in the Fixed Broadband access network.
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- Support BPCF-initiated establishment, modification and termination of S9a* session.

NOTE: Admission control, QoS and IP-flow support in the Fixed Broadband Access Network are described in
DSL TR-059 [17] and BBF TR-146 [16] and are out of the scope of 3GPP.

The functionality of the BPCF in aroaming scenario is the same as in a non-roaming scenario.

A.5 PCC procedures over S9a Reference Point

A.5.1 Session Establishment over S9a

A.5.1.1 EPC-Routed traffic

A5.1.1.1 S9a Session Establishment Trigger by PCRF

For GTP/PMIP-based S2b of the WLAN scenario, when PCRF or V-PCRF receives the Gateway Control Session
Establishment from the BBERF (ePDG) or |P-CAN session establishment from the PCEF, (V-) PCRF shall trigger an
S9a session establishment procedure from the BPCF.

For trusted and untrusted S2c of the WLAN scenario, when PCRF or V-PCRF receives the Gateway Control Session
Establishment from the BBERF (ePDG) or IP-CAN session establishment from the PCEF, (V-) PCRF determinesif an
S9a session is aready present for this user. If not, the (V-) PCRF shall trigger an S9a session establishment procedure
from the BPCF.

For case 1, when the UE is roaming with the home routed case and GTP-based S2b is used, if the V-PCRF receives the
S9 Session/Subsession Establishment Trigger from the H-PCRF, the V-PCRF shall trigger S9a session establishment
procedure from the BPCF.

For case 2a, when the UE is roaming with the home routed case and trusted S2c is used, if the V-PCRF receives the SO
Session Establishment Trigger from the H-PCRF, the V-PCRF shall trigger S9a session establishment procedure from
the BPCF.

For H(e)NB scenario, when (V-)PCRF receives the Gateway Control Session Establishment from the BBERF or | P-
CAN session establishment from the PCEF, or S15 Session Establishment from the HNB (for CS Support), (V-)PCRF
determinesif an S9a session is already present for thisH(e)NB Local 1P Address. If not, the V-PCRF shall trigger an
S9a session establishment procedure from BPCF. For case 1 when the UE is roaming with the home routed case and,
the V-PCREF receives the SO Session/Subsession Establishment Trigger from the H-PCRF, the V-PCRF determines if an
S9a session is aready present for that H(€)NB Local IP Address. If an S9a session is not already established, the (V-)
PCRF shall trigger an S9a session establishment procedure from the BPCF. If an S9a session is already established and
the UE is connected to the network viathe H(€)NB, the (V-) PCRF shall update the S9a session with the QoS rules if
they were provided from the H-PCRF.

NOTE: Depending on the deployment there can be one or multiple H-PCRF(s) that establish an S9 session for a
given H(e)NB address. The V-PCRF can link more than one S9 session to the same S9a session, i.e. upon
reception of a TER command, the V-PCRF can generate a RAR command when the S9a session exists.
Upon reception of a TER command or a RAR command, that does not include QoS rulesit is expected
that the BPCF will generate a CCR command in order to ask for the QoS rules related to that S9a session.

NOTE: How the BPCF relates S9a sessions received from different PCRFs.is out of the scope of 3GPP.

The (V-) PCRF shall send a TER command to BPCF to trigger S9a session establishment procedure. The (V-) PCRF
shall include the Auth-Session-State AVP set to NO_STATE_MAINTAINED. The (V-) PCRF may include its own
address within the PCRF-Address AVP.

For WLAN scenario the (V-) PCRF shall include the UE local 1P address, within the UE-Local-1P-Address AVP the
UDP Source Port within the UDP-Source-Port AVP if available, the PDN information within the Called-Station-1D
AVP if available and the IMSI within the Subscription-Id.
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For the H(e)NB scenario the (V-) PCRF shall include H(€)NB Loca |IP address within the HeNB-L ocal-1P-Address
AVP, the UDP Source Port within the UDP-Source-Port AV P if available and the PDN information within the Called-
Station-ID AVP if available.

The BPCF shall reply (V-) PCRF with a TEA command, and initiate the S9a Session establishment procedure as
described in clause A.5.1.1.2. PCRF determines whether the S9a session triggered by the TER command has been
established based on the identification information (i.e. the UE Local |P address and UDP Source Port if NA(P) T is
detected for WLAN scenario or H(e)NB Local |P address and UDP Source Port if NA(P)T is detected for the H(e)NB
scenario).

A5.1.1.2 S9a Session Establishment

Upon request of an S9a Session Establishment Trigger by the (V-) PCRF, the BPCF shall send a CCR command with
the CC-Request-Type AVP set to the value "INITIAL_REQUEST".

For WLAN scenario the BPCF shall include the UE local |P address within UE-Local-1P-Address AVP, the UDP
Source Port within UDP-Source-Port AV P, if available, the PDN information within the Called-Station-ID AVP if
available and the IMSI within the Subscription-Id AVP.

For the H(€)NB scenario the BPCF shall include H(e)NB Local |P address within HeNB-Local-IP-Address AV P, the
UDP Source Port within UDP-Source-Port AVP, if available and the PDN information within the Called-Station-1D
AVP if available.

For the roaming case, the V-PCRF shall initiate the SO Session Establishment procedure according to clause A.6.1.1.2.

To acknowledge the CCR command initiated by the BPCF, the (V-) PCRF shall send a CCA command including the
result code within Result-Code AVP. The (V-) PCRF provides the QoS-Rule-Install AVP to include the applicable QoS
Rulesand, if available, the ePDG IP address derived from the ePDG | P address |E as defined in clause 7.2.1 of

3GPP TS 29.274 [22] (for GTP-based S2b acces) or used as the 1PSec tunnel endpoint with the UE (for untrusted S2c
access) within AN-GW-Address AVP or, if available, the PDN GW IP address (for trusted S2c access) used as the
endpoint of the DSMIPv6 |Pv4 user plane tunnel with the UE within 3GPP-GGSN-Address AV P (IPv4 address) or used
as the endpoint of the DSMIPv6 IPv6 user plane tunnel with the UE within the 3GPP-GGSN-IPv6-Address AVP (IPv6
address).

A.5.1.2 NSWO traffic

A5121 S9a* Session Establishment

For NSWO scenario, when the BPCF receives the trigger that a UE is accessing over Fixed Broadband access network
and policy interworking with PCRF is supported, the BPCF shall send a CCR command with the CC-Request-Type
AVP set to thevalue "INITIAL_REQUEST".

The BPCF shall include the local UE I P address within UE-Local-IP-Address AV P or UE-Local-IPv6-Prefix AVP, the
NSWO-APN within Called-Station-1d AVP and the IMS| within the Subscription-1d AVP.

The PCRF shall check if the policy control is performed for NSWO traffic for that UE based on operator policies (e.g.

network where the UE is offloading). The PCRF shall provide the result in a CCA command within Result-Code AV P.
If policy control is not performed, then the PCRF shall indicate DIAMETER_AUTHORIZATION_REJECTED in the
CCA command.

A.5.2 Session Termination over S9a

A.5.2.1 EPC-Routed Traffic

A5.21.1 S9a Session Termination initiated by the (V-) PCRF
This procedure is performed when the (V-) PCRF knows that the 3GPP UE released the last PDN connection and

request the BPCF to rel ease the S9a session for the WLAN scenario and for the H(€)NB scenario. This occursin the
following cases:
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- When the (V-) PCRF receives a Gateway Control Session Termination from the BBERF that correspondsto the
last Gxx session linked to the S9a session.

NOTE: BBERF refersto both ePDG and S-GW.

- For the WLAN scenario, when the PCRF receives an IP-CAN session termination from the PCEF or decides to
terminate the IP-CAN session that corresponds to the last active |P-CAN session.

For the H(€)NB scenario, when the PCRF receives an IP-CAN session termination from the PCEF or decidesto
terminate the IP-CAN session that corresponds to the last active IP-CAN session for the last subscriber
connected to the H(e)NB and there is no S15 session linked to the S9a session.

- For the H(e)NB scenario, when the ( V-)PCRF receives an S15 Session Termination that correspondsto a
H(e)NB address for which an S9a session exists.

- For the roaming case in WLAN scenario, when the V-PCRF receives an S9 Session/Subsession Termination
initiated by the H-PCRF.

- For the roaming case in H(e)NB scenario, when the V-PCRF receives an S9 Session Termination that
corresponds to the last UE connected to that H(e)NB.

- For the roaming case in H(e)NB scenario, when the V-PCRF receives an S9 Session Modification that
corresponds to a change of the H(e)NB local 1P address and there are no more UES connected to the previous
H(e)NB.

NOTE: Inthiscasethe V-PCRF will initiate a new S9a Session Establishment if there is no S9a Session related to
the new H(e)NB local IP address.

The PCRF shall send an RAR command including the Session-Release-Cause AV P to the BPCF. When the BPC
Freceives the RAR command, it shall acknowledge the command by sending an RAA command to the PCRF.

The BPCF shall send a CCR command with the CC-Request-Type AV P set to the value
"TERMINATION_REQUEST".

To acknowledge the CCR command, the (V-) PCRF shall send a CCA command including the result code within
Result-Code AVP.
A.5.2.2 NSWO Traffic

A5.221 S9a* Session Termination initiated by the BPCF

This procedureisinitiated by the BPCF to terminate an S9a* session when the BPCF knows that the 3GPP UE is no
longer attached via Fixed Broadband access network.

The BPCF shall send a CCR command with the CC-Request-Type AV P set to the value
"TERMINATION_REQUEST".

To acknowledge the CCR command, the (V-) PCRF shall send a CCA command including the result code within
Result-Code AVP.
A5.2.2.2 S9a* Session Termination initiated by the (V-) PCRF

If the PCRF decides to terminate the S9a* session due to an internal trigger or trigger from the SPR, the PCRF shall
send an RAR command including the Session-Release-Cause AV P to the BPCF. The BPCF shall acknowledge the
command by sending an RAA command to the PCRF.

The BPCF shall send a CCR command with the CC-Request-Type AV P set to the value
"TERMINATION_REQUEST".

To acknowledge the CCR command, the (V-) PCRF shall send a CCA command including the result code within
Result-Code AVP.
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A.5.3 Session Modification over S9a

A.5.3.1 EPC-Routed traffic

A5.3.1.1 S9a Session Modification initiated by the (V-) PCRF

The (V-) PCRF may initiate an S9a Session Modification by sending a RAR command to the BPCF in the following
conditions.

- For WLAN scenario in the non-roaming case, solicited by the BBERF/PCEF when the Local IP Address and or
UDP port is changed or

- For H(e)NB scenario for CS services, solicited by the HNB GW, when the (V-) PCRF receives an S15 Session
Modification or

- For both WLAN scenario and H(€)NB scenario in the non-roaming case, the PCRF decides to update the QoS
information to the BPCF (e.g. subscription change, AF requests, etc) or

- When the (V-) PCRF receives a Gateway Control Session Termination from the BBERF (ePDG) that does not
correspond to the last Gxx session linked to the S9a session or

- When the PCRF receives an IP-CAN session termination from the PCEF or decides to terminate the IP-CAN
session and it does not corresponds to the last active IP-CAN session linked to that S9a session or

- For the H(e)NB scenario, when the PCRF receives an |P-CAN session termination from the PCEF or decidesto
terminate the IP-CAN session that corresponds to the last active IP-CAN session for the last subscriber
connected to the H(e)NB and there is an active S15 session linked to the S9a session. or

- For WLAN scenario in the roaming case, the H-PCRF initiates an SO Session Modification procedure or

- For H(e)NB scenario in the roaming case, the H-PCRF initiates an S9 Session Establishment and thereis an S9a
session aready created for that H(e)NB or

- For H(e)NB scenario in the roaming case, the H-PCRF initiates an S9 SessionTermination procedure and there
are more UEs already connected to the network viathe related H(e)NB or there is an S15 session active for that
H(e)NB.

NOTE: For H(€)NB scenario, the V-PCRF will not initiate an S9a Session Modification upon reception of an S9
Session Modification if only the HeNB-Local-I P-Address AV P and/or UDP-Source-Port AVPis
changed.

NOTE: For H(e)NB scenario, the V-PCRF will initiate an S9a Session Modification upon reception of an S9
Session Establishment Trigger if thereis an existing S9a session already established for that H(e)NB
address.

The (V-) PCRF may provide the local UE IP Address within UE-Local-IP-Address AVP (WLAN scenario) or the
H(e)NB Local IP address within HeNB-Local-1P-Address AVP (H(e)NB scenario), the UDP source port within UDP-
Source-Port AVP and corresponding event triggers, if available by including the Event-Report-Indication AVP in the
RAR command. If the QoS information needs to be updated to the BPCF, the PCRF shall include QoS-Rule-Install
AVP and/or QoS-Rule-Remove AVP.

The BPCF shall perform QoS validation and shall include the result of the procedure in the RAA command in a Result-
Code or Experimental -Result-Code AV P.
A.5.3.1.2 S9a Session Modification initiated by the BPCF

The BPCF may initiate an S9a Session Modification by sending a CCR command in order to indicate a QoS Rule
failure (e.g. release of resources) to the (V-) PCRF.

The CCR shall include the QoS-Rule-Report AV P indicating the QoS rules that were not accepted and the Rule-Failure-
Code AVP indicating the failure cause at command level.

The (V-) PCRF shall include the result of the procedure in the CCA command.
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A.5.3.2 NSWO traffic

A5.3.2.1 S9a* Session Modification initiated by the (V-) PCRF

The (V-) PCRF may initiate an S9a* Session Modification by sending a RAR command to the BPCF in the following
conditions:

- The (H-) PCRF decides to update the policy information to the BPCF based on operator policies, subscription
change or an AF request or

- The (V-) PCRF decides to update the policy information to the BPCF based on a TDF request.

The (V-) PCRF may include in the RAR command the Charging-Rule-Install AVP and/or Charging-Rule-Remove
AVP.

The BPCF shall perform QoS validation and shall include the result of the procedure in the RAA command in a Result-
Code or Experimental -Result-Code AV P.

A5.3.2.2 S9a* Session Modification initiated by the BPCF

The BPCF may initiate an S9a* Session Modification by sending a CCR command in order to indicate a PCC Rule
failure (e.g. release of resources) to the (V-) PCRF.

The CCR shall include the Charging-Rule-Report AV P indicating the PCC rules that were not accepted and the Rule-
Failure-Code AVP indicating the failure cause at command level.

The (V-) PCRF shall include the result of the procedure in the CCA command.

A.5.4 Handling of QoS information

A.5.4.1 EPC-routed traffic

When the (V-) PCRF provides QoS rulesin a CCA/RAR command to the BPCF, and if the Fixed Broadband access
network cannot accept the QoS required for the QoS rules, the BPCF includes the QoS-Rule-Report AV P to indicate the
QoS Rules that were not accepted including Rule-Failure-Code AVP set to UNSUCCESSFUL_QOS VALIDATION
value and may additionally provide the acceptable QoS to the (V-) PCRF in the CCR/RAA command.

The BPCF shall include the DIAMETER_PCC_RULE_EVENT (5142) experimental result code, the QoS-Rule-Report
AVP to indicate the QoS Rules that were not accepted, including Rule-Failure-Code AVP set to
UNSUCCESSFUL_QOS VALIDATION vaue. The BPCF may a so include the QoS-Information AVP to indicate the
acceptable QoS.

A.5.4.2 NSWO traffic

When the (V-) PCRF provides PCC rulesin a CCA/RAR command to the BPCF, and if the Fixed Broadband access
network cannot accept the QoS required for the PCC rules, the BPCF includes the Charging -Rule-Report AVP to
indicate the PCC Rules that were not accepted including Rule-Failure-Code AVP set to

UNSUCCESSFUL_QOS VALIDATION vaue and may additionally provide the acceptable QoS to the (V-) PCRF in
the CCR/RAA command.

The BPCF shall include the DIAMETER_PCC_RULE_EVENT (5142) experimental result code, the Charging-Rule-
Report AVP to indicate the PCC Rules that were not accepted, including Rule-Failure-Code AV P set to
UNSUCCESSFUL_QOS VALIDATION vaue. The BPCF may a so include the QoS-Information AVP to indicate the
acceptable QoS.
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A.6  PCC procedures over S9 Reference Point

A.6.1 Session Establishment over S9

A.6.1.1 EPC-Routed Traffic

A6.1.1.1 S9 Session Establishment Triggered by H-PCRF

When the H-PCRF receives an |P-CAN Session establishment from the PCEF including either the H(e)NB-Local-1P-
Address AVP or UE-Local-IP-Address AVP and the user isroaming in a Visited Network, the H-PCRF determinesiif

an S9 session exists for this IP-CAN session. If the S9 session is not aready established, the H-PCRF shall trigger an S9
session establishment procedure from the V-PCRF.

The H-PCRF shall send a TER command to V-PCRF to trigger the S9 session establishment procedure. The H-PCRF
shall include in the TER command the IMSI within the Subscription-Ild AV P, the UDP port within UDP-Source-Port
AVP if available and the PDN information within the Called-Station-ID AVP if available. The H-PCRF shall include
the Auth-Session-State AVP set to NO_STATE_MAINTAINED.

For WLAN scenario, the H-PCRF shall also include the UE local |P address within the UE-Local-1P-Address AVP.

For H(e)NB scenario, the H-PCRF shall also include the H(e)NB Local |1P address within the HeNB-Local-1P-Address
AVP.

The V-PCRF shall reply the H-PCRF with a TEA command, and initiate the S9a Session establishment procedure as
described in clause A,5,1.1 (when no S9a session exists) or the S9a Session modification procedure as described in
clause A.5.3.1.1 (when there already exists an S9a session).

When the V-PCRF receives a TER command from the H-PCRF to trigger an S9 session establishment procedure for the
EPC-routed traffic for a user, if the V-PCRF determines that the S9 session is being established for the NSWO traffic
for the user by the V-PCRF, the V-PCRF.shall send a TEA command including the Experimental-Result AV P with the
Experimental -Result. Code AVP set to DIAMETER_ERROR_ONGOING_SESSION_ESTABLISHMENT (5471) to
the H-PCRF. When the H-PCRF receivesthis error, it shall send a RAR command to V-PCRF to trigger an S9
subsession establishment procedure after the S9 session of the user is established as defined in clause A.6.3.1.0.
A.6.1.1.2 S9 Session Establishment
When the V-PCREF receives one of the following triggers:

- aGateway Control Session Establishment from the BBERF (ePDG) with UE Local 1P address

- an IP-CAN Session Establishment from the PCEF with UE Local |P address

- aGateway Control Session Establishment from the BBERF(S-GW) with H(e)NB IP address

- an IP-CAN Session Establishment from the PCEF with H(e)NB P address

- an SQ9a Session Establishment from the BPCF.

then the V-PCRF determines if an S9 session is already present for that subscriber. If the S9 session is not already
established, the V-PCRF initiates an S9 Session Establishment Procedure. Otherwise, it initiates an S9 Subsession
Establishment Procedure as described in clause A.6.3.1.2.

The V-PCRF shall send a CCR command following current S9 procedures including the information received over G,
Gxx or S9a.

If the procedure is initiated by the BPCF the V-PCRF shall map the S9a session-id to the corresponding S9 session-id.
If the procedure isinitiated by the BBERF/PCEF, the VV-PCRF shall map the Gxx/Gx session-id to the corresponding S9
session-id (case 2a) or S9 subsession-id (case 1 and case 2b).
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If the procedureis initiated by the BBERF or PCEF, the V-PCRF shall initiate the S9a session establishment trigger
procedures as described in clause A.5.1.1.1 and keep the mapping between the S9a session-id and the S9 session-id
(case 2a) or S9 subsession-id (case 2b and H(€)NB scenario).

To acknowledge the CCR command, the H-PCRF shall send a CCA command including the result code within Result-
Code AVP. The H-PCRF provides the QoS-Rule-Install AV P to include the applicable QoS Rules and, if available, the
ePDG IP address derived from the ePDG IP address |E as defined in clause 7.2.1 of 3GPP TS 29.274 [22] (for S2b
access) or used as the |PSec tunnel endpoint with the UE (for untrusted S2c access) within AN-GW-Address AVP or, if
available, the PDN GW IP address (for trusted S2c access) within 3GPP-GGSN-Address AV P used as the endpoint of
the DSMIPv6 I1Pv4 user plane tunnel with the UE (IPv4 address) or used as the endpoint of the DSMIPv6 | Pv6 user
plane tunnel with the UE within the 3GPP-GGSN-IPv6-Address AVP (IPv6 address).

A.6.1.2 NSWO Traffic

When the V-PCRF receives an S9a* Session Establishment from the BPCF, then the V-PCRF determinesif an S9
session is already present for that subscriber. If the SO session is not aready established, the V-PCRF initiates an S9
Session Establishment Procedure in order to establish an S9 subsession below; otherwise, the V-PCRF initiates an S9
Session Modification Procedure as described in clause A.6.3.2.2.

The V-PCRF shall send a CCR command following current S9 session establishment procedures including the
information received over S9a reference point.

The V-PCRF shall map the S9a* session to the corresponding S9 subsession.
The H-PCRF shall acknowledge the request using a CCA command.

A.6.2 Session Termination over S9

A.6.2.1 EPC-Routed traffic

A6.21.1 S9 Session Termination initiated by the H-PCRF

This procedureisinitiated by the H-PCRF to terminate an S9 session when the last IP-CAN session related to a
subscriber is terminated. The procedure described in clause 4.5.2.4 shall apply. The V-PCRF shall apply the
corresponding S9a session procedure according to clause A.5.

The V-PCRF shall send a CCR command with the CC-Request-Type AV P set to the value
"TERMINATION_REQUEST".

To acknowledge the CCR command, the H-PCRF shall send a CCA command including the result code within Result-
Code AVP.
A.6.2.1.2 S9 Session Termination initiated by the V-PCRF

This procedure isinitiated by the V-PCRF to terminate an S9 session when the V-PCRF receives a Gateway Control
Session Termination from the BBERF corresponding to the last PDN connection related to a subscriber. The procedure
described in clause 4.5.2.3 shall apply. The V-PCRF shall initiate the corresponding S9a session procedure as described
inclause A.5.

The V-PCRF shall send a CCR command with the CC-Request-Type AV P set to the value
"TERMINATION_REQUEST".

To acknowledge the CCR command, the H-PCRF shall send a CCA command including the result code within Result-
Code AVP.
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A.6.2.2 NSWO Traffic

A.6.2.2.1 S9 Session Termination initiated by the V-PCRF

This procedureisinitiated by the V-PCRF to terminate an S9 session when the V-PCRF receives an S9a* Session
Termination procedure from the BPCF and it corresponds to the last SO subsession for the roaming user.

The V-PCRF shall send a CCR command with the CC-Request-Type AV P set to the value
"TERMINATION_REQUEST".

To acknowledge the CCR command, the H-PCRF shall send a CCA command including the result code within Result-
Code AVP.

A.6.2.2.2 S9 Session Termination initiated by the H-PCRF

If the H-PCRF decides to terminate the IP-CAN session for the NSWO traffic due to an internal trigger or trigger from
the SPR, and if the H-PCRF considers that the S9 session has to be terminated, the H-PCRF shall send an RAR
command to the V-PCRF indicating the termination of the S9 session by including the Session-Release-Cause AVP at
command level. The V-PCRF shall send a corresponding RAA command to the H-PCRF.

The V-PCRF shall trigger S9a* Session Termination procedure as defined in clause A.5.2.2.2.

A.6.3 Session Modification over S9

A.6.3.1 EPC-Routed traffic

A.6.3.1.0 S9 subsession establishment triggered by H-PCRF

When the H-PCRF receives an |P-CAN Session establishment from the PCEF including either the H(e)NB-Local-1P-
Address AVP or UE-Local-IP-Address AVP and the user isroaming in aVisited Network, the H-PCRF determines if
an S9 session exists for this IP-CAN session. If the S9 session is not established, the SO session establishment
procedure as described in clause A.6.1.1.1 applies. If the SO session is already established, the H-PCRF shall trigger an
S9 subsession establishment procedure from the V-PCRF.

The H-PCRF shall send aRAR command to V-PCRF to trigger the S9 subsession establishment procedure. The H-
PCRF shall include in the RAR command the IMSI within the Subscription-ld AV P, the PDN information within the
Cdled-Station-ID AVP if available and the UDP port within UDP-Source-Port AVP if available.

For WLAN scenario, the H-PCRF shall also include the UE local |P address within the UE-Local-1P-Address AVP.

For H(e)NB scenario, the H-PCRF shall also include the H(e)NB Local |P address within the HeNB-L ocal-1P-Address
AVP.

The V-PCRF shall reply the H-PCRF with aRAA command, and initiate the S9a Session establishment procedure as
described in clause A,5,1.1 (when no S9a session exists) or the S9a Session modification procedure as described in
clause A.5.3.1.1 (when there already exists an S9a session).

A.6.3.1.1 S9 Session Modification initiated by the H-PCRF
The H-PCRF may initiate an S9 Session Modification by sending a RAR command in the following cases:
- AnIP-CAN Session Modification is triggered by the PCEF
- Inresponse to information provided to the H-PCRF via the Rx reference point
- From atrigger from the SPR
- Based oninternal policies

- AnIP-CAN Session Establishment. In this case, the procedure described in clause A.6.3.1.0 applies.
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The H-PCRF may provide thelocal UE IP Address (WLAN scenario), the H(€)NB Local |P address (H(e)NB
scenario), the UDP port and corresponding event triggers, if provided by the PCEF by including the Event-Report-
Indication AV P within the Subsession-Decision-Info AV P (case 1) when this information has changed in the RAR
command.

If the QoS information is changed, the H-PCRF may include QoS rules within the QoS-Rule-Install AVP at command
level (case 2a) or within the Subsession-Decision-Info AVP (case 1, case 2b).

The V-PCRF shall initiate the corresponding S9a session procedure according to clause A.5.
When the RAR command includes QoS rules, the V-PCRF shall validate the QoS information contained within the QoS
rules using the current procedures.
A.6.3.1.2 S9 Session Modification initiated by the V-PCRF
When the V-PCRF receives one of the following triggers.
- an S9a Session Establishment from the BPCF.

- an SQ9a Session Modification from the BPCF (e.g. when the BBF network cannot sustain the allocated
bandwidth) according to clause A.5.3.1.2

- aGateway Control Session Establishment from the BBERF (case 2b, case 24) and there is an S9 Session
established

- aGateway Control Session Modification from the BBERF (case 2b, case 2a)

- aGateway Control Session Termination from the BBERF that does not correspond to the last SO subsession
(applicable only to WLAN, case 2b)

NOTE: Inthe above scenarios, BBERF refers to both ePDG and SGW.

- an IP-CAN Session Establishment from the PCEF and there is an S9 session established

- anIP-CAN Session Modification from the PCEF

- anIP-CAN Session Termination from the PCEF that does not correspond to the last S9 subsession

then the V-PCRF shall send a CCR command following current S9 procedures including the information received over
Gx, Gxx or S9a.

NOTE: For H(e)NB scenario, when the S9 Session Modification is generated by the BPCF, the V-PCRF modifies
al the S9 sessions affected by the S9a session modification.

A.6.3.2 NSWO traffic

A.6.3.2.1 S9 Session Modification initiated by the H-PCRF

Solicited in response to information provided to the H-PCRF viathe Rx reference point or from atrigger from the SPR
or based on interna policies, the H-PCRF may initiate an S9 Session Modification procedure by sending a RAR
command.

If the H-PCRF considers that the S9 subsession has to be terminated, the H-PCRF shall send an RAR command to the
V-PCRF indicating the termination of the S9 subsession by including the Session-Release-Cause AV P within the
Subsession-Decision-Info AVP.

If the QoS information is changed, the H-PCRF may install or modify PCC rules by including the Charging-Rule-Install

AVP or remove the PCC rules by including the Charging-Rule-Remove AV P within the Subsession-Decision-Info
AVP.

A.6.3.2.2 S9 Session Modification initiated by the V-PCRF

The V-PCRF initiates an S9 session modification by sending a CCR command following the current S9 session
modification procedures including the information received over S9a reference point in the following cases:
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- theV-PCRF receives an S9a* Session Establishment from the BPCF as described in clause A.5.1.2.1 and an
existing S9 session for the roaming user aready exists with the H-PCRF;

- the V-PCREF receives an S9a* Session Modification from the BPCF (e.g. when the BBF network cannot sustain
the allocated bandwidth) according to clause A.5.3.2.2;

- the V-PCRF receives an S9a* Session Termination from the BPCF as described in clause A.5.2.2.1 and it does
not correspond to the last S9 subsession.

A.6.4 Provisioning and validation of QoS information

A.6.4.1 EPC-Routed traffic

When the H-PCRF provides QoS rules to the V-PCRF and the V-PCRF cannot accept the QoS required for the QoS
rules, the V-PCRF includes the QoS-Rule-Report AV P to indicate the QoS Rules that were not accepted including
Rule-Failure-Code AVP set to UNSUCCESSFUL_QOS _VALIDATION vaue and may additionally propose the
acceptable QoS to the H-PCRF as per normal S9 procedures.

A.6.4.2 NSWO traffic

When the H-PCRF provides PCC rules to the V-PCRF and the VV-PCRF cannot accept the QoS required for the PCC
rules, the V-PCRF includes the Charging -Rule-Report AV P to indicate the PCC Rules that were not accepted including
Rule-Failure-Code AVP set to UNSUCCESSFUL_QOS_VALIDATION vaue and may additionally propose the
acceptable QoS to the H-PCRF as per normal S9 procedures.

A.7 S9a Protocol

A.7.1 Protocol support

The S9a application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the
Application-1D for the S9a Application in the present release is 16777319. The vendor identifier assigned by IANA to
3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE: A route entry can have adifferent destination based on the application identification AV P of the message.
Therefore, Diameter agents (relay, proxy, redirection, tranglation agents) must be configured
appropriately to identify the 3GPP S9a application within the Auth-Application-Id AVP in order to create
suitable routeing tables.

The S9a application identification shall be included in the Auth-Application-Ild AVP.

A.7.2 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between each BPCF/(V-)PCRF pair is defined by the underlying
protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 6733 [29].

After establishing the transport connection, the BPCF and the (V-)PCRF shall advertise the support of the S9a specific
Application by including the value of the application identifier in the Auth-Application-1d AVP and the value of the
3GPP (10415) in the Vendor-ld AV P of the Vendor-Specific-Application-Id AVP contained in the
Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request
and Capabilities-Exchange-Answer commands are specified in the Diameter base protocol (IETF RFC 6733 [29]).

The termination of the Diameter S9a session over S9a reference point can beinitiated by the (V-)PCRF, as specified in
clause A.5.2.1.1.
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A.7.3 S9a specific AVPs

A.7.3.1 General

Table A.7.3.1.1 describes the Diameter AV Ps defined for the S9a Diameter application over S9a reference point, their
AVP Code values, types, possible flag values, whether or not the AVP may be encrypted, what access types (e.g. 3GPP-
GPRS, etc.) the AVP is applicable to, the applicability of the AV Psto charging control, policy control or both, and
which supported features the AV P is applicable to. The Vendor-1d header of all AV Ps defined in the present document
shall be set to 3GPP (10415).

Table A.7.3.1.1: S9a specific Diameter AVPs

AVP Flag rules (NOTE
1)
Attribute Name AVP |Clause | Value Type | Must |May|Shoul| Must | May | Acc.type |Applic
Code |defined| (NOTE 2) d not| not [Encr.| (NOTE 3) |ability
PCRF-Address 2207 |A.7.3.1. |Diameterlde |[V,M |P Y PC
1 ntity EPC-
routed

NOTE 1: The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit
denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further
details, see IETF RFC 6733 [29]].

NOTE 2: The value types are defined in IETF RFC 6733 [29].

NOTE 3: S9a protocol applies only when the UE is making use of a fixed broadband access network.

A7311 PCRF-Address

The PCRF-Address AVP (AVP code 2207) is of type Diameterldentity and is used by the (V)-PCRF to indicate its own
addressin the TER command so that the BPCF can address the (V)-PCRF during the S9a session establishment
procedure.

NOTE: Thevauein the Origin-Host AVP of the TER command can be replaced by the proxy agent between the
(V)-PCRF and the BPCF.

A.7.4 S9are-used AVPs

A.7.4.1 General

Table A.7.4.1.1 lists the Diameter AV Ps re-used by the S9a reference point from other reference points (e.g. Gx, GxXx,
S9 reference points) and other existing Diameter Applications, reference to their respective specifications, short
description of their usage within the S9a reference point, the applicability of the AV Ps to a specific access, and which
supported featuresthe AV P is applicable to. When reused from S9 reference point, the specific clause in the present
specification is referred. Other AV Ps from existing Diameter Applications, except for the AVPs from Diameter base
protocol, do not need to be supported. The AV Ps from Diameter base protocol are not included in table A.7.4.1.1, but
they are re-used for the S9a reference point. Unless otherwise stated, re-used AV Ps shall maintain their 'M', 'P and 'V'
flag settings. Where RADIUS V SAs are re-used, unless otherwise stated, they shall be translated to Diameter AVPs as
described in IETF RFC 4005 [25] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.
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Table A.7.4.1.1: S9a re-used Diameter AVPs
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Attribute Name Reference Description Acc. type |Applicability
Note 1
Called-Station-Id |[IETF RFC 4005 [25] |The address the user is connected to in the Non- PC
3GPP network (i.e. the PDN identifier). For EPS |3GPP-EPS
the APN. When used to contain the APN, the 3GPP-EPS
APN is composed of the APN Network Identifier
only, or the APN Network Identifier and the APN
Operator Identifier as specified in TS 23.003 [9],
clause 9.1.
CC-Request- IETF RFC 4006 [19] |The number of the request for mapping requests |Non- PC
Number and answers 3GPP-EPS
3GPP-EPS
CC-Request- IETF RFC 4006 [19] |The type of the request (initial, update, Non- PC
Type termination) 3GPP-EPS
3GPP-EPS
DRMP IETF RFC 7944 [27] |Allows Diameter endpoints to indicate the Non- PC
relative priority of Diameter transactions. 3GPP-EPS
3GPP-EPS
Event-Report- TS 29.212 [3] When sent from the PCRF to the BPCF, it is Non- PC
Indication used to report an event coming from the PCEF  |3GPP-EPS
or BBERF and the relevant info to the BPCF. 3GPP-EPS
(NOTE x)
The following values for the included Event-
Trigger are applicable:
UE_LOCAL_IP_ADDRESS_CHANGE (43),
H(E)NB_LOCAL_IP_ADDRESS_CHANGE (44).
The following AVPs which are included in Event-
Report-Indication are applicable to S9a interface:
UE-Local-IP-Address, HeNB-Local-IP-Address
and UDP-Source-Port.
BPCF does not subscribe the notification of
following event trigger values:
UE_LOCAL_IP_ADDRESS_CHANGE,
H(E)NB_LOCAL IP_ADDRESS_CHANGE.
The AVP used to convey load information Non- PC
between Diameter nodes. 3GPP-EPS
Load IETF RFC 8583 [28] |ThisAVP and all AVPswithin this grouped 3GPP-EPS
AVP shal have the 'M" bit cleared.
Contains the necessary information to convey an |Non- PC
OC-OLR IETF RFC 7683 [24] |overload report. 3GPP-EPS
3GPP-EPS
OC-Supported- Defines the support for the Diameter overload ~ |Non- PC
Features IETFRFC 7683 [24] |indication conveyence by the sending node. 3GPP-EPS
3GPP-EPS
QoS-Information |TS 29.212 [3] Defines the QoS information that can be Non- PC
accepted by the BPCF. 3GPP-EPS
QoS-Rule-Install TS 29.212 [3] It is used to activate, install or modify QoS rules |Non- PC
as instructed from the PCRF to the BPCF. Only (3GPP-EPS
QoS-Rule-Definition, QoS-Rule-Name, QoS- 3GPP-EPS
Rule-Base-Name , 3GPP-GGSN-Address,
3GPP-GGSN-IPv6-Address, AN-GW-Address
and UDP-Source-Port are applicable.
QoS-Rule- TS 29.212 [3] It is used to deactivate or remove QoS rules in Non- PC
Remove the BPCF. 3GPP-EPS
3GPP-EPS
QoS-Rule-Report |TS 29.212 [3] It is used to report the status of the QoS Rules.  |Non- PC
3GPP-EPS
3GPP-EPS
Session-Release- |TS 29.212 [3] Indicate the reason of termination initiated by the |Non- PC
Cause PCRF. 3GPP-EPS
3GPP-EPS
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Attribute Name Reference Description Acc. type |Applicability
Note 1
Subscription-1d IETF RFC 4006 [19] |The identification of the subscription (i.e. IMSI) Non- PC
3GPP-EPS
Supported- TS 29.229 [7] If present, this AVP informs the destination host  |Non- PC
Features about the features that the origin host requires to |3GPP-EPS
successfully complete this command exchange  |3GPP-EPS
HeNB-Local-IP- |TS 29.212 [3] Contains the H(e)NB local IP address 3GPP-EPS |PC
Address
UE-Local-IP- TS 29.212 [3] Contains the UE local IP address Non- PC
Address 3GPP-EPS
UDP-Source-Port |TS 29.212 [3] Contains the UDP source port number in the Non- PC
case that NA(P)T is detected for supporting 3GPP-EPS
interworking with Fixed Broadband access 3GPP-EPS
network
NOTE 1: AVPs marked with “PC” are applicable to policy control.
NOTE 2: Event trigger value UE_LOCAL_IP_ADDRESS_CHANGE, UE-Local-IP-Address AVP and UDP-Source-Port
AVP are applicable to the Non-3GPP-EPS. Event trigger value HEE)NB_LOCAL_IP_ADDRESS_CHANGE,
H(e)NB-Local-IP-Address AVP and UDP-Source-Port AVP are applicable to the 3GPP-EPS.

A.7.5 S9a specific Experimental-Result-Code AVP values

A.7.5.1 General
IETF RFC 6733 [29] specifies the Experimental-Result AVP containing Vendor-ID AVP and Experimental -Result-

Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-
assigned value representing the result of processing a request. The Vendor-ID AV P shall be set to 3GPP (10415).

A.7.5.2 Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully
compl eted.

The Result-Code AV P values defined in Diameter base protocol, IETF RFC 6733 [29], shall be applied.

A.7.5.3 Permanent Failures

Errorsthat fall within the Permanent Failures category shall be used to inform the peer that the request failed, and
should not be attempted again.

The Result-Code AV P values defined in Diameter base protocol, IETF RFC 6733 [29], and 3GPP TS 29.212 [3] are
applicable.

A.7.5.4 Transient Failures

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at
the time it was received, but may be able to satisfy the request in the future.

No transient failure isidentified in thisrelease.

A.7.6 S9a Messages

A.7.6.1 S9a Application

S9a Messages are carried within the Diameter Application(s) described in clause A.7.1.

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 76 ETSI TS 129 215 V15.2.0 (2019-10)

Existing Diameter command codes from the Diameter base protocol, IETF RFC 6733 [29], and the Diameter Credit
Control Application, IETF RFC 4006 [19], are used with the S9a specific AV Ps specified in clause A.7.3. The Diameter
Credit Control Application AVPs and AV Ps from other Diameter applications that are re-used are defined in

clause A.7.4. The S9a application identifier shall be included in the Auth-Application-1d AVP.

NOTE: Some of the AVPsincluded in the messages formats below are in bold to highlight that these AVPs are
used by this specific protocol and do not belong to the original message definition in the DCC
Application, IETF RFC 4006 [19], or Diameter base protocol, IETF RFC 6733 [29].

A.7.6.2 CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R' bit set in the Command Flagsfield, is
sent by the BPCF to the PCRF in order to initiate an S9a session establishment and to request QoS rules. The CCR
command is aso sent by the BPCF to the PCRF in order to indicate QoS rule related events.

Message Format:

<CC-Request> ::= < Dianmeter Header: 272, REQ PXY >
Session-1d >
DRVP ]

Aut h- Application-1d }
Origin-Host }
Oigin-Realm}

Desti nati on-Real m}

CC- Request - Type }

CC- Request - Nunber }
Desti nati on- Host ]
Oigin-State-1d ]
Subscription-1d ]

Cal l ed-Station-1d ]

OC- Support ed- Features ]
Support ed- Features ]
QoS-I nformation ]

QoS- Rul e- Report ]

UE- Local - | P- Addr ess ]
HeNB- Local - | P- Addr ess ]
Term nati on- Cause ]
Proxy-Info ]

Rout e- Record ]

AVP ]

*

*

* %k o

e e e s e A A A A

A.7.6.3 CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R’ bit cleared in the Command Flags
field, is sent by the PCRF to the BPCF in response to the CCR command. It is used to provision QoS rules for the S9a
session

Message Format:

<CC-Answer> ::= < Dianeter Header: 272, PXY >
Session-Id >
DRWP ]

Aut h- Application-1d }
Origin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Result ]
CC- Request - Type }

CC- Request - Nunber }

OC- Support ed- Features ]
OC-OLR ]

Suppor t ed- Feat ur es]
QS-Rule-Install ]

QoS- Rul e- Renove ]

Event - Report-1ndi cation ]
Oigin-State-1d ]
Error- Message |

Error- Reporting- Host ]
Fai | ed- AVP ]

Proxy-Info ]

* %k ok

e A A e A A A A

*
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*[ Route-Record ]
*[ Load ]
*[ AVP ]

A.7.6.4 Re-Authorization-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R’ bit set in the Command Flagsfield, is
sent by the PCRF to the BPCF in order to provision QoS rules and address information for the S9a session.

Message Format:

<RA-Request> ::= < Dianeter Header: 258, REQ PXY >
Session-1d >
DRWP ]

Aut h- Appl i cation-I1d }
Origin-Host }
Oigin-Realm}

Desti nati on- Real m}
Desti nati on- Host }

Re- Aut h- Request - Type }
Oigin-State-1d ]

OC- Support ed- Features ]
QS-Rule-Install ]

QoS- Rul e- Renove ]

Event - Report-1ndi cation ]
Sessi on- Rel ease- Cause ]
Proxy-Info ]

Rout e- Record ]

AVP ]

* ok

e e A A A A e e A

* % o

A.7.6.5 Re-Authorization-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R’ bit cleared in the Command Flags
field, is sent by the BPCF to the PCRF in response to the RAR command.

M essage Format:

<RA- Answer> ::= < Dianeter Header: 258, PXY >
Session-1d >
DRWP ]

Origin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Result ]
Oigin-State-1d ]

OC- Support ed- Features ]
OC-OLR ]

QoS-I nformation ]

QoS- Rul e- Report ]
Error-Message ]
Error-Reporting-Host ]
Fai | ed- AVP ]
Proxy-Info ]

Load ]

AVP ]

*

— e e e e e e e e A

* %k ok

A.7.6.6 Trigger-Establishment-Request (TER) Command

The TER command, indicated by the Command-Code field set to 8388656 and the 'R’ bit set in the Command Flags
field, is sent by the PCRF to the BPCF in order to trigger the S9a Session Establishment.

Message Format:

<TE-Request> ::= < Dianeter Header: 8388656, REQ PXY >
< Session-ld >
[ DRWP ]

{ Auth-Application-1d }
{ Oigin-Host }
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Oigin-Realm}

Desti nati on- Real m}
Desti nati on- Host }

Aut h- Session-State ]
Oigin-State-1d ]

OC- Support ed- Feat ures ]
Subscription-1d ]

Cal l ed-Station-1d ]
PCRF- Addr ess ]

UE- Local - | P- Address ]
HeNB- Local - | P- Address ]
UDP- Sour ce- Port ]
Proxy-Info ]

Rout e- Record ]

AVP ]

* % ok

A.7.6.7 Trigger-Establishment-Answer (TEA) Command

The TEA command, indicated by the Command-Code field set to 8388656 and the 'R’ bit cleared in the Command Flags
field, is sent by the BPCF to the PCRF in response to the TER command.

M essage Format:

<TE-Answer> ::= < Dianmeter Header: 8388656, PXY >
Session-1d >

DRWP ]

Oigin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Resul t ]
Oigin-State-1d ]

OC- Support ed- Feat ures ]
OC-OLR ]

Error-Message ]
Error-Reporting-Host ]
Fai | ed- AVP ]

Proxy-Info ]

Load ]

AVP ]

* %k ok

e e e A e A

A.8 S9a* Protocol

A.8.1 Protocol support

The S9a* application is defined as a vendor specific Diameter application, where the vendor is 3GPP and the
Application-1D for the S9a* Application in the present release is 16777320. The vendor identifier assigned by IANA to
3GPP (http://www.iana.org/assignments/enterprise-numbers) is 10415.

NOTE: A route entry can have adifferent destination based on the application identification AV P of the message.
Therefore, Diameter agents (relay, proxy, redirection, translation agents) must be configured
appropriately to identify the 3GPP S9a* application within the Auth-Application-ld AVP in order to
create suitable routeing tables.

The S9a* application identification shall be included in the Auth-Application-ld AVP.

A.8.2 Initialization, maintenance and termination of connection
and session

The initialization and maintenance of the connection between each BPCF/(V-)PCRF pair is defined by the underlying
protocol. Establishment and maintenance of connections between Diameter nodes is described in IETF RFC 6733 [29].

After establishing the transport connection, the BPCF and the (V-)PCRF shall advertise the support of the S9a* specific
Application by including the value of the application identifier in the Auth-Application-ld AVP and the value of the
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3GPP (10415) in the Vendor-1d AV P of the Vendor-Specific-Application-ld AVP contained in the
Capabilities-Exchange-Request and Capabilities-Exchange-Answer commands. The Capabilities-Exchange-Request
and Capabilities-Exchange-Answer commands are specified in the Diameter base protocol (IETF RFC 6733 [29]).

The termination of the Diameter S9a* session over S9areference point may be initiated by the BPCF and PCRF, as
specified in subclauses A.5.2.2.1 and A.5.2.2.2.

A.8.3 S9a* specific AVPs

A.8.3.1 General

Table A.8.3.1.1 describes the Diameter AV Ps defined for the S9a* Diameter application over S9a reference point, their
AVP Code values, types, possible flag values, whether or not the AVP may be encrypted, what access types (e.g. 3GPP-
GPRS, etc.) the AVP is applicable to, the applicability of the AV Psto charging control, policy control or both, and
which supported features the AV P is applicable to. The Vendor-1d header of all AVPs defined in the present document
shall be set to 3GPP (10415).

Table A.8.3.1.1: S9a* specific Diameter AVPs

AVP Flag rules (NOTE
1)
Attribute Name AVP |Clause | Value Type | Must |May|Shoul| Must | May | Acc.type |Applic
Code |defined| (NOTE 2) dnot| not [Encr.| (NOTE 3) |ability
UE-Local-IPv6-Prefix 2205 |A.8.3.1 |Octetstring |V.M |P Y PC
NSWO

NOTE 1: The AVP header bit denoted as 'M', indicates whether support of the AVP is required. The AVP header bit
denoted as 'V', indicates whether the optional Vendor-ID field is present in the AVP header. For further
details, see IETF RFC 6733 [29].

NOTE 2: The value types are defined in IETF RFC 6733 [29].

NOTE 3: S9a* protocol applies only when the UE is making use of a fixed broadband access network.

A8.3.1.1 UE-Local-IPv6-Prefix AVP

The UE-Local-IPv6-Prefix AVP (AVP code 2205) is of type OctetString, and it indicates the UE local 1Pv6 prefix
alocated to the user. The encoding of the value within this AVP shall be as defined for Framed-IPv6-Prefix AVPin
IETF RFC 3162 [15], clause 2.3. The "Reserved", "Prefix-Length” and "Prefix" fields shall be included in this order.

A.8.4 S9a* re-used AVPs

A.8.4.1 General

Table A.8.4.1.1 lists the Diameter AV Ps re-used by the S9a* Diameter Application from other reference points (e.g.
GX, Gxx, S9 reference points) and other existing Diameter Applications, reference to their respective specifications,
short description of their usage within the S9a reference point, the applicability of the AV Ps to a specific access, and
which supported features the AV P is applicable to. When reused from S9 reference point, the specific clause in the
present specification is referred. Other AV Ps from existing Diameter Applications, except for the AV Ps from Diameter
base protocol, do not need to be supported. The AV Ps from Diameter base protocol are not included in table A.8.4.1.1,
but they are re-used for the S9a reference point. Unless otherwise stated, re-used AV Ps shall maintain their ‘M, 'P' and
V' flag settings. Where RADIUS V SAs are re-used, unless otherwise stated, they shall be trandated to Diameter AV Ps
asdescribed in IETF RFC 4005 [25] with the exception that the ‘M’ flag shall be set and the ‘P’ flag may be set.
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Attribute Name Reference Description Acc. type |Applicability
Note 1
Called-Station-Id  |IETF RFC 4005 [25] |t is set to a fixed value and indicates that the PC
S9a* session is related to NSWO traffic (i.e.
conveys the NSWO-APN). It is a fixed value set
by the operator. The naming convention is left
to operator’s implementation decision.
CC-Request- IETF RFC 4006 [19] |The number of the request for mapping PC
Number requests and answers
CC-Request-Type [IETF RFC 4006 [19] |The type of the request (initial, update, PC
termination)
DRMP IETF RFC 7944 [27] |Allows Diameter endpoints to indicate the PC
relative priority of Diameter transactions.
Contains the necessary information to convey PC
OC-OLR IETF RFC 7683 [24] an overload report
SC-Supported- IETF RFC 7683 [24] _Def_ine_s the support for the Diamett_ar overload PC
eatures indication conveyence by the sending node
QoS-Information  |3GPP TS 29.212 [3] |Defines the QoS information that can be PC
accepted by the BPCF.
Charging-Rule- 3GPP TS 29.212 [3] |It is used to activate, install or modify PCC rules PC
Install at Fixed Broadband access network. Only
Charging-Rule-Definition, Charging-Rule-Name,
Charging-Rule-Base-Name are applicable.
Charging-Rule- 3GPP TS 29.212 [3] |It is used to deactivate or remove PCC rules in PC
Remove the BPCF.
Charging-Rule- 3GPP TS 29.212 [3] |Itis used to report the status of the PCC Rules. PC
Report
Load IETF RFC 8583 [28] |The AVP used to convey load information PC
between Diameter nodes.
This AVP and all AVPs within this grouped AVP
shall have the 'M' bit cleared.
Session-Release- [3GPP TS 29.212 [3] |Indicate the reason of termination initiated by PC
Cause the PCRF.
Subscription-Id IETF RFC 4006 [19] |The identification of the subscription (i.e. IMSI) PC
Supported- 3GPP TS 29.229 [7] |If present, this AVP informs the destination host PC
Features about the features that the origin host requires
to successfully complete this command
exchange
TDF-Information  [3GPP TS 29.212 [3] |It contains the information about the TDF that PC
shall handle the application detection and
reporting for that IP-CAN Session
UE-Local-IP- 3GPP TS 29.212 [3] |Contains the UE local IP address PC
Address

NOTE 1: AVPs marked with “PC” are applicable to policy control.
NOTE 2: S9a* protocol applies only when the UE is making use of a fixed broadband access network to offload the
traffic. This is not notified over the interface.

A.8.5 S9a* specific Experimental-Result-Code AVP values

A.8.5.1 General

IETF RFC 6733 [29] specifies the Experimental-Result AV P containing Vendor-1D AV P and Experimental -Result-
Code AVP. The Experimental-Result-Code AVP (AVP Code 298) is of type Unsigned32 and contains a vendor-
assigned value representing the result of processing a request. The Vendor-ID AV P shall be set to 3GPP (10415).
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A.8.5.2 Success

Result Codes that fall within the Success category are used to inform a peer that a request has been successfully
completed.

The Result-Code AV P values defined in Diameter base protocol, IETF RFC 6733 [29], shall be applied.

A.8.5.3 Permanent Failures

Errorsthat fall within the Permanent Failures category shall be used to inform the peer that the request failed, and
should not be attempted again.

The Result-Code AV P values defined in Diameter base protocol, IETF RFC 6733 [29], and 3GPP TS 29.212 [3] are
applicable.
A.8.5.4 Transient Failures

Errorsthat fall within the transient failures category are used to inform a peer that the request could not be satisfied at
the time it was received, but may be able to satisfy the request in the future.

No transient failure isidentified in thisrelease.

A.8.6 S9a* Messages

A.8.6.1 S9a* Application

S9a* Messages are carried within the Diameter Application(s) described in clause A.8.1.

Existing Diameter command codes from the Diameter base protocol, IETF RFC 6733 [29], and the Diameter Credit
Control Application, IETF RFC 4006 [19], are used with the S9a* specific AV Ps specified in clause A.8.3. The
Diameter Credit Control Application AVPs and AVPs from other Diameter applications that are re-used are defined in
clause A.8.4. The S9a* application identifier shall be included in the Auth-Application-1d AVP.

NOTE: Some of the AVPsincluded in the messages formats below are in bold to highlight that these AVPs are
used by this specific protocol and do not belong to the original message definition in the DCC
Application, IETF RFC 4006 [19], or Diameter base protocol, IETF RFC 6733 [29].

A.8.6.2 CC-Request (CCR) Command

The CCR command, indicated by the Command-Code field set to 272 and the 'R’ bit set in the Command Flags field, is
sent by the BPCF to the PCRF in order to initiate an S9a* session establishment and to request PCC rules. The CCR
command is also sent by the BPCF to the PCRF in order to indicate PCC rule related events.

Message Format:
<CC-Request> ::= < Dianmeter Header: 272, REQ PXY >
< Session-ld >
[ DRWP ]

{ Auth-Application-Id }

{ Oigin-Host }
Oigin-Realm}
Desti nati on- Real m}
CC- Request - Type }
CC- Request - Nunmber }
Desti nati on- Host ]
Oigin-State-1d ]
Subscription-1d ]
Call ed-Station-1d ]
OC- Support ed- Feat ures ]
Support ed- Features ]
Char gi ng- Rul e- Report ]
UE- Local - | P- Addr ess ]
UE- Local - I Pv6-Prefix ]
QoS-I nformation ]

* ok

— e e e e e e A A A e
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TDF- I nformation ]
Term nati on- Cause ]
Proxy-1Info ]

Rout e- Record ]

AVP ]

— ————

* %k ok

A.8.6.3 CC-Answer (CCA) Command

The CCA command, indicated by the Command-Code field set to 272 and the 'R’ bit cleared in the Command Flags
field, is sent by the PCRF to the BPCF in response to the CCR command. It is used to provision PCC rules for the S9a
session.

Message Format:

<CC- Answer> ::= < Dianeter Header: 272, PXY >
Session-1d >

DRWP ]

Aut h- Application-1d }
Origin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Result ]
CC- Request - Type }

CC- Request - Nunber }

OC- Support ed- Features ]
OC-OLR ]

Suppor t ed- Feat ur es]
Chargi ng-Rul e-Instal | ]
Char gi ng- Rul e- Renove ]
Oigin-State-1d ]
Error- Message |

Error- Reporting- Host ]
Fai |l ed- AVP ]

Proxy-Info ]

Rout e- Record ]

Load ]

AVP ]

* %k ok

* ok ok *

e e A A e A A A A

A.8.6.4 Re-Authorization-Request (RAR) Command

The RAR command, indicated by the Command-Code field set to 258 and the 'R’ bit set in the Command Flagsfield, is
sent by the PCRF to the BPCF in order to provision PCC rules and address information for the S9a session.

Message Format:
<RA- Request> ::= < Dianmeter Header: 258, REQ PXY >
< Session-1d >
[ DRWP ]
{ Auth-Application-Id }
{ Oigin-Host }
{ Oigin-Realm}
{ Destination-Realm}
{ Destination-Host }
{ Re- Aut h- Request - Type }
[ Oigin-State-1d ]
[ OC Supported-Features ]
*[ Charging-Rule-Install ]
*[ Chargi ng- Rul e- Renove ]
[ Session- Rel ease- Cause ]
*[ Proxy-Info ]
*[ Route-Record ]
*[ AVP ]
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A.8.6.5 Re-Authorization-Answer (RAA) Command

The RAA command, indicated by the Command-Code field set to 258 and the 'R’ bit cleared in the Command Flags
field, is sent by the BPCF to the PCRF in response to the RAR command.

M essage Format:

<RA- Answer> ::= < Dianeter Header: 258, PXY >
Session-1d >
DRWP ]

Oigin-Host }
Oigin-Realm}

Resul t - Code ]
Experinental - Result ]
Oigin-State-1d ]

OC- Support ed- Features ]
OC-OLR ]

QoS-I nformation ]
Char gi ng- Rul e- Report ]
Error-Message ]

Er ror - Reporti ng- Host ]
Fai | ed- AVP ]
Proxy-Info ]

AVP ]

*

* ok

e e e e A e A
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Annex B (normative):
Access specific aspects, Fixed Broadband Access network
convergence

B.1  Scope

Thisannex defines access specific aspects of S9 procedures for supporting Non-Seamless WL AN Offload (NSWO) traffic
from a 3GPP UE in the fixed broadband access network convergent scenario. In the convergent scenario, the PCRF
controls directly the network element(s) in the fixed broadband access without the mediation of a different policy server,
such as the Broadband Policy Control Function (BPCF).

B.2 Definitions and abbreviations

B.2.1 Definitions

The definitions in the following are relevant for this Annex only.

UE local 1P addressis defined as either the public | P address assigned to the UE by the Broadband Forum domain in
the no-NAT case, or the public IP address assigned by the Broadband Forum domain to the NATed RG.

IP-CAN session as defined in clause 3.1 applies with the following clarifications for fixed broadband access. The term
UE corresponds to the device that accesses the services provided by the network (i.e. either RG, or 3GPP UE or fixed
end-device), the PDN identifies the IP network where the device gets IP connectivity and the UE identity information
may be the IM S, the user-name or the access lineidentifier (if available). In a Fixed Broadband Access an IP-CAN
session corresponds to a Subscriber 1P Session defined in Broadband Forum TR-146 [16].

NOTE: The PDN connection concept and APN are not applicable to a Subscriber 1P session for a fixed device.

B.2.2 Abbreviations

The following abbreviations are relevant for this annex only:

BBF Broadband Forum

NSWO Non-Seamless WLAN offload
NSWO-APN Non-Seamless WLAN offload APN
RG Residentia Gateway

B.3  Reference points and Reference model

B.3.1 General

For Fixed Broadband Access network convergence, the applied scenarios are defined in Annex F, clause F.4.1 in
3GPPTS29.213 [4].

B.3.2 S9 Reference Point

The S9 reference point defined in clause 4.1 applies.

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 85 ETSI TS 129 215 V15.2.0 (2019-10)

B.3.3 Reference Model

For Fixed Broadband Access network convergence, the reference architecture in Figures B.3.3-1 and Figure B.3.3-2
applies with the following conditions:

- Theroaming architecture is not applicable to fixed devices and RGs in the scenario of Fixed Broadband Access
network convergence.

- PCEF residesin the |P Edge in the Fixed Broadband Access network.
NOTE 1: Either SPR or UDR isused in this architecture.

NOTE 2: Gxx reference point is not used.

VPLMN | HPLMN

Application | Application
Function . Function
(AF) | (AF)
Rx — I Rx
| Subscription
- - _ . ) Profile
Traf;'fﬂ%?gﬁ“on Policy and | S9 Policy and Repository
Charging Rules Charging Rules
(TDF) ‘l Function | || Function (SPR)
(V-PCRF) | (H-PCRF)
Gx : I Sy
BBF defined Fixed N - 1
Broadband Access : I - Cﬁgrlg?ﬁg
I
. ! I ‘ System
Policy and T I
Charging ro (OCS)
Enfor cement : .
Function v
(PCEF) : — — — — — E— O — — — -
I
I
I
IP Edge I I Offline
0 ;
| Charging
1Gz System
; (OFCYS)

Figure B.3.3-1: S9 reference point at the PCC architecture for roaming with SPR
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VPLMN | HPLMN
Application | Application
Function . Function
(AF) | (AF)
Rx [ | Rx [
| ud User Data
; ; . Repositor
Traf'?c Igte_tecnon Sd Policy and | 9 Policy and P Y
unction Charging Rules Charging Rules (UDR)
(TDF) ‘l Function | ‘l Function
(V-PCRF) | (H-PCRF)
e
BBF defined Fixed Gx _| L Sy
Broadband Access I | -1
. G Online
y .
1 I Charging
. . | System
Poalicy and T T
Charging ro (OCYS)
Enforcement : .
Function v
| ot e e e ot — — —— —
(PCEF) I
|
I
I
|P Edge | Offline
: | Charging
1Gz System
: (OFCS)

Figure B.3.3-2: S9 reference point at the PCC architecture for roaming with UDR

B.4 Functional Elements

B.4.1 V-PCRF

The V-PCRF functionality defined in clause 4.3.2.0 and clause 4.3.2.2 for case 1 and visited access shall apply.

B.4.2 H-PCRF

The H-PCRF functionality defined in clause 4.3.1.0 and clause 4.3.1.2 for case 1 and visited access shall apply with
following exceptions:

- No negotiation of IP-CAN bearer control mode applies.

- Subscriptionsto changes of IP-CAN type, RAT type or Access Network Information do not apply.

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 87 ETSI TS 129 215 V15.2.0 (2019-10)

B.5 PCC procedures over S9 Reference Point

B.5.0 General

The following exceptions apply for S9 session procedures in the scenario of Fixed Broadband Access network
convergence:

- Gxx reference point is not used.
- S9reference point is only applicable for the NSWO traffic from the 3GPP UE.

- No provisioning of 1P flow mobility routing information over S9 reference point is performed.

B.5.1 Session Establishment over S9

The S9 session establishment procedure in clause 4.5.1.1 applies with the following exceptions or restrictions as
described in clause B.5.0.

B.5.2 Session Termination over S9

The procedures for case 1 described in clause 4.5.1.2 apply with the exceptions or restrictions as described in
clause B.5.0.

B.5.3 Session Modification over S9

S9 session modification procedures described in clause 4.5.3.1 and clause 4.5.3.2 for case 1 apply with the exceptions
or restrictions as described in clause B.5.0.

S9 subsession termination procedures described in clause 4.5.3.3 and clause 4.5.3.4 for case 1 apply with the exceptions
or restrictions as described in clause B.5.0

B.5.4 Provisioning and validation of QoS information

The provisioning and validation of QoS information in clause 4.5.3.1 and clause 4.5.3.2 applies with the exceptions or
restrictions as described in clause B.5.0.

ETSI



3GPP TS 29.215 version 15.2.0 Release 15 88 ETSI TS 129 215 V15.2.0 (2019-10)

Annex C (normative):
Access specific aspects, EPC-based eHRPD Access

C.1 General

In case of EPC-based eHRPD access the BBERF islocated in the HRPD Serving Gateway (HSGW) as defined in
3GPP2 X.S0057 [23].

C.2  IPv6 prefix provisioning

For the home-routed access scenario, when the H-PCRF receives a CCR command with the CC-Request-Type set to the
vaue "UPDATE_REQUEST", the IP-CAN-Type AVP set to the value "Non-3GPP-EPS", the RAT-Type AVP set to
the value "EHRPD" and the Multiple-BBERF-Action AVP set to the value "ESTABLISHMENT" from the V-PCRF,
and if the UE has acquired an IPv6 prefix viathe 3GPP access, the H-PCRF shall provide the IPv6 prefix of the UE to
the V-PCRF by including the Framed-1pv6-Prefix AVP in Subsession-Decision-Info AVP within the CCA command.

For the visited access scenario, when the V-PCRF receives a CCR command with the CC-Request-Type set to the value
"INITIAL_REQUEST", the IP-CAN-Type AVP set to the value "Non-3GPP-EPS", the RAT-Type AV P set to the value
"EHRPD" from a new BBERF and at |east one Gateway Control Session for the same user identity and PDN ID exists,
and if the UE has acquired an IPv6 prefix viathe 3GPP access, the V-PCRF shall provide the IPv6 prefix of the UE to
the BBERF by including the Framed-1pv6-Prefix AVP in the CCA command after the V-PCRF receives the CCA
command from the H-PCRF.

NOTE: Inorder to allow the V-PCREF to link the new Gateway Control session to an S9 subsession based on the
information received in the CCR command from the BBERF, it is assumed that thereisonly asingle | P-
CAN session per PDN ID and user identity.
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Annex D (informative):
Change history

Change history

Date TSG# | TSG Doc. | CR |Rev Subject/Comment Old New
12/2014 CT-66 CP-140922 |0359 |1 Update PCC architecture diagrams to include Np reference point [12.5.0 [13.0.0
03/2015 CT-67 CP-150135 |0367 Precedence derivation for ADC rule 13.0.0 ]13.1.0
03/2015 CT-67 CP-150132 |0368 Support for IPv6 prefix retrieve by the HSGW during the eHRPD |13.0.0 |13.1.0

pre-registration procedure
03/2015 CT-67 CP-150112 |0370 |2 Reference update to align with the published BBF documents 13.0.0 ]13.1.0
03/2015 CT-67 CP-150128 |0371 |1 Excluding Usage of a Service/Application from IP-CAN 13.0.0 |13.1.0
session/TDF session Usage for roaming case
03/2015 CT-67 CP-150127 |0367 Double resource reuse support over S9 13.0.0 |13.1.0
06/2015 CT-68 CP-150362 |0375 [5 Clarification of the Called-Station-Id 13.1.0 ]13.2.0
06/2015 CT-68 CP-150360 |0377 |1 Diameter overload control over S9 13.1.0 |13.2.0
06/2015 CT-68 CP-150360 [0380 |1 Diameter overload control over S9a interface 13.1.0 ]13.2.0
06/2015 CT-68 CP-150361 |0381 |- Correcting Hanging Paragraphs 13.1.0 |13.2.0
09/2015 CT-69 CP-150472 |0384 |2 Remove the IP domain Id by the V-PCRF 13.2.0 ]13.3.0
09/2015 CT-69 CP-150485 |0386 |1 Removel of OCS proxy in LBO roaming scenario 13.2.0 ]13.3.0
09/2015 CT-69 CP-150491 |0387 |3 PCC related update over S9 to support NBIFOM 13.2.0 ]13.3.0
12/2015 CT-70 CP-150661 (0389 (1 NBIFOM update 13.3.0 |13.4.0
12/2015 CT-70  |CP-150797 10390 |1  |Update the PCC architecture figures in 29.215 13.3.0 [13.4.0
12/2015 CT-70 CP-150630 [0392 |1 Update draft-ietf-dime-ovli reference to RFC 7683 13.3.0 ]13.4.0
12/2015 CT-70 CP-150730 (0394 |1 Diameter Message Priority over S9, S9a 13.3.0 |13.4.0
Change history
Date TSG # TSG Doc. CR Rev |Cat [Subject/Comment New
03/2016 |CT#71 CP-160091 [0400 |1 B Include TSSF and RCAF in the EPC-routed architecture 13.5.0
03/2016 |CT#71 CP-160107 [0401 |- F Network-initiated removal of one access from the PDN connection 13.5.0
03/2016 |CT#71 CP-160090 |0402 (4 F Correction to NBIFOM handling in roaming case 13.5.0
06/2016 |CT#72 CP-160255 [0404 |- F Add the missing abbreviation for TSSF 13.6.0
09/2016 |CT#73 CP-160442 (0405 |- F Correction of IETF drmp draft version 13.7.0
12/2016 |CT#74 CP-160614 [0406 |- F Correction to change IETF drmp draft version to official RFC 7944 13.8.0
12/2016 |CT#74 CP-160626 0408 [1- F Correction to NBIFOM in the roaming case 13.8.0
12/2016 |CT#74 CP-160615 [0407 |2 B Diameter Load Control Mechanism 14.0.0
12/2016 |CT#74 CP-160616 |0409 [1- F Diameter base protocol specification update 14.0.0
03/2017 |CT#75 CP-170076 (0412 |2 F Handling of Vendor-Specific-Application-ld AVP 14.1.0
03/2017 |CT#75 CP-170076 [0413 |- F Update instance number for the Failed-AVP in answer commands 14.1.0
06/2017 |CT#76 CP-171119 |0414 |1 F Reference update for draft-ietf-dime-load 14.2.0
09/2017 |CT#77 CP-172038 0419 |1 B Extension of QoS values 15.0.0
06/2018 |CT#80 CP-181020 0425 |1 A Charging-Rule-Report AVP inclusion in Subsession-Enforcement- 15.1.0
Info AVP of RAA command of S9 interface

09/2019 |CT#85 CP-192154 |0431 (1 A draft-ietf-dime-load published as RFC 8583 15.2.0
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