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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must” and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.
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1 Scope

The present document specifies the stage 3 protocol and data model for the Nudm Service Based Interface. It provides
stage 3 protocol definitions and message flows, and specifies the API for each service offered by the UDM.

The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6] 3GPP TS 33.501: " Security Architecture and Procedures for 5G System”.

[7] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

(8] 3GPP TS 23.003: "Numbering, addressing and identification".

[9] 3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".

[10] 3GPP TS 29.505: "5G System; Usage of the Unified Data Repository Services for Subscription
Data; Stage 3".

[11] 3GPP TS 32.255: "Charging management; 5G data connectivity domain charging".

[12] 3GPP TS 32.298: "Charging management; Charging Data Record (CDR) parameter description”.

[13] IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[14] OpenAPI Initiative, "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.

[15] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

[16] IETF RFC 7807: "Problem Detailsfor HTTP APIs".

[17] IETF RFC 7396: "JSON Merge Patch”.

[18] IETF RFC 6749: "The OAuth 2.0 Authorization Framework™.

[19] 3GPP TS 29.510: "Network Function Repository Services; Stage 3".

[20] 3GPP TS 23.122: "Non-Access-Stratum (NAS) functions related to Mobile Station in idle mode".
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[21] 3GPP TS 29.002: "Mobile Application Part (MAP) specification".

[22] 3GPP TS 29.338: "Diameter based protocols to support Short Message Service (SMS) capable
M obile Management Entities (MMES)"

[23] ITU-T Recommendation E.164: "The international public telecommunication numbering plan”.

[24] 3GPP TS 29.509: "Authentication Server Services, Stage 3".

[25] IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests”.

[26] IETF RFC 7234: "Hypertext Transfer Protocol (HTTP/1.1): Caching".

[27] 3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".

[28] ETSI TS 102 225: "Smart Cards; Secured packet structure for UICC based applications'.

[29] IETF RFC 7542: "The Network Access Identifier".

[30] 3GPP TR 21.900: "Technical Specification Group working methods'.

[31] IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".

[32] 3GPP TS 23.632: "User Data Interworking, Coexistence and Migration"

[33] 3GPP TS 29.519: "Policy Data, Application Data and Structured Data for Exposure; Stage 3".

[34] 3GPP TS 29.572: "5G System; Location Management Services; Stage 3".

[35] 3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data
analytics services'.

[36] 3GPP TS 29.518: "Access and Mobility Management Services'.

[37] 3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS);
Stage 2".

[38] 3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".

[39] 3GPP TS 29.515: "5G System; Gateway Mobile Location Services; Stage 3".

[40] 3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".

[41] IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".

[42] BBF TR-069: "CPE WAN Management Protocol”.

[43] BBF TR-369: "User Services Platform (USP)".

[44] 3GPP TS 29.524: "5G System; Cause codes mapping between 5GC interfaces; Stage 3".

[45] 3GPP TS 29.122: "T8 reference point for Northbound APIS".

[46] 3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[47] 3GPP TS 22.071: "Location Services (LCS); Service description; Stage 1".

[48] 3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace
control and configuration management".

[49] 3GPP TS 24.302: "Access to the 3GPP Evolved Packet Core (EPC) via non-3GPP access
networks".

[50] IETF RFC 7230: "Hypertext Transfer Protocol (HTTP/1.1): Message Syntax and Routing".

[51] 3GPP TS 23.287: " Architecture enhancements for 5G System (5GS) to support Vehicle-to-

Everything (V2X) services'.
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[52] 3GPP TS 29.328: "IP Multimedia (IM) Subsystem Sh interface; Signalling flows and message
contents’.

[53] 3GPP TS 23.040: "Technical redlization of the Short Message Service (SMS)".

[54] 3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs; Stage 3".

[55] 3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA) based on
3GPP credentialsin the 5G System (5GS)".

[56] 3GPP TS 37.355: "L TE Positioning Protocol (LPP)".

[57] 3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".

[58] 3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".

[59] 3GPP TS 23.247: " Architectural enhancements for 5G multicast-broadcast services; Stage 2".

[60] 3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2.

[61] 3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping
Architecture (GBA)".

[62] 3GPP TS 29.563: "5G System; Home Subscriber Server (HSS) services for interworking with
Unified Data Management (UDM); Stage 3"

[63] 3GPP TS 33.558: " Security aspects of enhancement of support for enabling edge applications;
Stage 2".

[64] 3GPP TS 33.503: " Security Aspects of Proximity based Services (ProSe) in the 5G System
(5GS)".

[65] 3GPP TS 29.562: "5G System; Home Subscriber Server (HSS) Services, Stage 3"

[66] 3GPP TS 23.540: " 5G System; Technical realization of Service Based Short Message Service;
Stage 2".

[67] 3GPP TS 32.256: " Charging management; 5G connection and mobility domain charging; Stage 2".

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP
TR 21.905[1].

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

5GC 5G Core Network

5G PKMF 5G ProSe Key Management Function

5G ProSe 5G Proximity-based Services

ACS Auto-Configuration Server

AKMA Authentication and Key Management for Applications
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AMF Access and Mobility Management Function
AUSF Authentication Server Function
DCCF Data Collection Coordination Function
DNN Data Network Name
EES Edge Enabler Server
FQDN Fully Qualified Domain Name
FN-RG Fixed Network RG
GMLC Gateway Mobile Location Centre
GPSI Generic Public Subscription Identifier
GUAMI Globally Uniqgue AMF Identifier
HGMLC Home GMLC
JSON Javascript Object Notation
LCS LoCation Services
LPI LCS Privacy Indicator
MICO Mobile Initiated Connection Only
N5GC Non-5G-Capable
NAI Network Access Identifier
NAS Non-Access Stratum
NEF Network Exposure Function
NIDD Non-I1P Data Delivery
NRF Network Repository Function
NSSAI Network Slice Selection Assistance Information
NWDAF Network Data Analytics Function
PEI Permanent Equipment Identifier
QFI QoS Flow Identifier
5G-RG 5G Residential Gateway
RG Residentia Gateway
SBI Service Based Interface
SMF Session Management Function
SMSF Short Message Service Function
SUCI Subscription Concealed Identifier
SUPI Subscription Permanent Identifier
UDM Unified Data Management
UDR Unified Data Repository
W-AGF Wireline Access Gateway Function
4 Overview
4.1 Introduction

Within the 5GC, the UDM offers services to the AMF, SMF, SMSF, NEF, GMLC, NWDAF, AUSF, HSS, GBA's BSF,
SMS-GMSC, DCCF, 5GDDNMF, PAnF and 5G PKMF via the Nudm service-based interface (see

3GPP TS 23.501[2], 3GPP TS 23.502 [3], 3GPP TS 23.288 [35], GPP TS 23.304 [57], 3GPP TS 23.540 [66], and
3GPP TS 33.503[64]).

Figure 4.1-1 provides the reference model (in service-based interface representation and in reference point
representation), with focus on the UDM.
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Figure 4.1-1: Reference model — UDM

The functionalities supported by the UDM are listed in clause 6.2.7 of 3GPP TS 23.501 [2].

5 Services offered by the UDM

5.1 Introduction

The UDM offeres the following services viathe Nudm interface:

- Nudm_SubscriberDataM anagement Service
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- Nudm_UEContextManagement Service

- Nudm_UEAuthentication Service

- Nudm_EventExposure Service

- Nudm_ParameterProvision Service

- Nudm_NIDDAuthorization Service

- Nudm_MT Service

27

- Nudm_ServiceSpecificAuthorization Service

- Nudm_ReportSMDeliveryStatus Service

- Nudm_UEldentifier Service

ETSI TS 129 503 V17.18.0 (2025-03)

Table 5.1-1 summarizes the corresponding APl s defined for this specification.

Table 5.1-1: API Descriptions

Service Name Clause | Description | OpenAPI Specification File | apiName | Annex

Nudm_SubscriberDataManagement | 6.1 UDM TS29503_Nudm_SDM.yaml nudm- A.2
Subscriber sdm
Data
Managemen
t Service

Nudm_UEContextManagement 6.2 UDM TS29503_Nudm_UECM.yaml | nudm- A3
Context uecm
Managemen
t Service

Nudm_UEAuthentication 6.3 UDM UE TS29503_Nudm_UEAU.yaml | nudm- A.4
Authenticati ueau
on Service

Nudm_EventExposure 6.4 UDM Event TS29503_Nudm_EE.yaml nudm-ee | A5
Exposure
Service

Nudm_ParameterProvision 6.5 UDM TS29503_Nudm_PP.yaml nudm-pp | A.6
Parameter
Provision
Service

Nudm_NIDDAuthorization 6.6 UDM NIDD TS29503_Nudm_NIDDAU.ya | nudm- A7
Authorizatio | ml niddau
n Service

Nudm_MT 6.7 UDM MT TS29503_Nudm_MT.yaml nudm-mt | A.8
Service

Nudm_ServiceSpecificAuthorization | 6.8 UDM TS29503_Nudm_SSAU.yaml | nudm- A9
Service ssau
Specific
Authorizatio
n Service

Nudm_ReportSMDeliveryStatus 6.9 UDM Report | TS29503_Nudm_RSDS.yaml | nudm- A.10
SM-Delivery rsds
Status
Service

Nudm_UEldentifier 6.10 UDM UE TS29503_Nudm_UEID.yaml nudm- A1l
Identifier ueid
Service

All scenarios shown in the following clauses assume that the UDM is stateful and stores information in local memory.
However, the UDM may be statel ess and stores information externally in the UDR. If so, the stateless UDM makes use
of Nudr services as specified in 3GPP TS 29.504 [9] and 3GPP TS 29.505 [10] to retrieve required data from the UDR
and store them locally before processing an incoming request. Processing the incoming request may then include
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updating datain the UDR or subscribing to data change notifications at the UDR by consuming the appropriate Nudr
services. After processing the incoming request, the UDM may delete the locally stored data. When data stored in UDR
isthen shared among the different UDM instances of the same group, as identified by UDM Group ID (see 3GPP TS
23.501 [2], clause 6.2.6), bulk subscriptions, as described in clause 4.15.3.2.4 of 3GPP TS 23.502 [3], are not
applicable, i.e. an NF consumer (e.g. NEF) only subscribes towards one of the UDM instances within the group. See
Annex B.

5.2 Nudm_SubscriberDataManagement Service

5.2.1 Service Description

See 3GPP TS 23.501 [2] table 7.2.5-1.
5.2.2 Service Operations

5.2.2.1 Introduction
For the Nudm_SubscriberDataM anagement service the following service operations are defined:
- Get
- Subscribe
- ModifySubscription
- Unsubscribe
- Notification
- Info

The Nudm_SubscriberDataM anagement Service is used by Consumer NFs (AMF, SMF, SMSF, GMLC, NEF, 5G
DDNMF, NWDAF, DCCF, trusted AF) to retrieve the UE's individual subscription data relevant to the consumer NF
from the UDM by means of the Get service operation. If the consumer NF supports the feature "sharedData" (see clause
6.1.8), theretrieved individual subscription data for the UE may contain shared data identifier identifying additional
parts of subscription data shared by several UEs. If so, the Nudm_SubscriberDataM anagement Service is also used by
Consumer NFsto retrieve shared subscription data from the UDM by means of the Get service operation unless the
shared datais aready cached. The retrieved shared data shall be cached aslong as the consumer NF serves an UE for
which the shared datais relevant.

It isalso used by Consumer NFs to subscribe to notifications of data change by means of the Subscribe service
operation. If the consumer NF supports the feature "sharedData" (see clause 6.1.8), the consumer NF may also
subscribe to notifications of shared data change by means of the Subscribe service operation.

It isalso used to modify an existing subscription by means of the ModifySubscription service operation. If the consumer
NF supports the feature "sharedData" (see clause 6.1.8), the consumer NF may also modify an existing subscription to
notifications of shared data change by means of the M odifySubscription service operation.

It isalso used to unsubscribe from notifications of data changes by means of the Unsubscribe service operation. If the
feature "sharedData" (see clause 6.1.8) is supported, it may also be used to unsubscribe from notifications of shared data
changes by means of the Unsubscribe service operation.

Itis also used by the Consumer NFs (AMF, SMF, SMSF, NEF, GMLC, 5G DDNMF, NWDAF, DCCF, trusted AF)
that have previously subscribed, to get notified by means of the Notification service operation when UDM decides to
modify the subscribed data. If the feature "sharedData" (see clause 6.1.8) is supported by the consumer NF and the
consumer NF has previously subscribed to notifications of shared data change, it is also used by the consumer NF to get
notified by means of the Notification service operation when the UDM decides to modify the subscribed shared data.

It isalso used by Consumer NFs to provide the information about the status of the subscription data management
procedures.
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5.2.2.2 Get

52221 General

The following procedures using the Get service operation are supported:

Slice Selection Subscription Data Retrieval
Access and Mobility Subscription Data Retrieval
SMF Selection Subscription Data Retrieval
Session Management Subscription Data Retrieval
SM S Subscription Data Retrieval

SM'S Management Subscription Data Retrieval
UE Context in SMF Data Retrieval

UE Context in SMSF Data Retrieval

Retrieval Of Multiple Data Sets

Identifier Translation

Shared Subscription Data Retrieval

Trace Data Retrieval

LCS Privacy Data Retrieval

Group ldentifier Trandation

LCS Mobile Originated Data Retrieval

Enhanced Coverage Restriction Data Retrieval
V2X Subscription Data Retrieval

LCS Broadcast Assistance Subscription Data Retrieval
UE Context in AMF Data Retrieval

ProSe Subscription Data Retrieval

Individual Shared Subscription Data Retrieval
B5MBS Subscription Data Retrieval

User Consent Subscription Data Retrieval

Multiple Identifiers Tranglation

ETSI TS 129 503 V17.18.0 (2025-03)

When the feature SharedData (see clause 6.1.8) is supported and the retrieved UE-individual data (i.e. data other than
Shared Subscription Data) contain SharedDatal ds, the NF service consumer shall also retrieve the shared data identified
by the received shared data | ds unless the identified shared data are already available at the NF service consumer. The
order of sequence of sharedDatal ds within UE-individual datais significant: Individual data take precedence over
shared data unless the feature SharedDataT reatment is supported in which case treatment instructions may be
applicable; shared data " SharedDataX" identified by a sharedDatald X takes precedence over shared data
"SharedDataY" identified by a sharedDatald Y if X appearsimmediately before Y within the list of SharedDatalds in
the UE-individual data unless the feature SharedDataT reatment is supported in which case the treatment instructions
associated to SharedDataY are applicable after treatment instructions associated to SharedDataX have been applied.
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5.2.2.2.2 Slice Selection Subscription Data Retrieval

Figure 5.2.2.2.2-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's NSSA (see also clause 5.15.5.2.1 of 3GPP TS 23.501 [2] and 3GPP TS 23.502 [3] figure 4.2.2.2.3-1 step 3).
In this example scenario the NSSA is retrieved by the AMF, see clause 6.1.3.2.1 for other scenarios that can retrieve
the NSSALI. The request contains the UE's identity (/{ supi}), the type of the requested information (/nssai) and query
parameters (supported-features, plmn-id).

2b. 404 Not Found

NF service UDM
consumer

| |

: 1. GET .../{supi}/nssai >:

| |

| < 2a. 200 OK (Nssai) |

| |

| |

Figure 5.2.2.2.2-1: Requesting a UE's NSSAI

1. The NF service consumer (e.g. AMF) sendsa GET request to the resource representing the UE's subscribed
NSSAI, with query parameters indicating the supported-features and/or plmn-id.

2a. On success, the UDM responds with “200 OK" with the message body containing the UE's NSSAI as relevant
for the requesting NF service consumer.

2h. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.3 Access and Mobility Subscription Data Retrieval

Figure 5.2.2.2.3-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's Access and Mobility Subscription data (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request
contains the UE's identity (/{ supi}), the type of the requested information (/am-data) and query parameters (supported-
features, plmn-id).

NF service
consumer UDM
| |
: 1. GET .../{supi}/am-data >
: 2a. 200 OK (AccessAndMobilitySubscriptionData) :
| 2b. 404 Not Found |

Figure 5.2.2.2.3-1: Requesting a UE's Access and Mobility Subscription Data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's Access and
Mobility Subscription Data, with query parameters indicating the supported-features and/or plmn-id.

2a. On Success, the UDM responds with "200 OK" with the message body containing the UE's Access and Mobility
Subscription Data as relevant for the requesting NF service consumer.
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NOTE 1:

If the UDM initiated a request to obtain SoR information from the SOR-AF, the UDM starts an operator
configurable timer up to which the UDM shall wait for aresponse from the SOR-AF for retrieving the
SoR information. The UDM responds back to the NF service consumer for Access and Mobility
Subscription Data Retrieval service operation before the timer expires. If the SOR-AF has not provided a
response with the SoR information before the timer expires, the UDM shall behave as specified in clause
C.2 of 3GPP°TS°23.122 [20] (step 3d). Asdescribed in clause C.2 of 3GPP°TS°23.122 [20] (step 4), if
UDM supports SOR-CMCI, then UDM indicates in the response to NF service consumer (i.e. AMF) to
send acknowledgement that will include the "ME support of SOR-CMCI". UDM will also delete the"ME
support of SOR-CMCI" updating AuthenticationSoR of Nudr_DataRepository service as specified in
3GPP TS 29.505 [10] clause 5.2.25, if the UE is performing initial registration or emergency registration.
UDM will decide whether to provide SOR-CMCI based on "usimSupportOf SorCmci" retrieved via
AuthenticationSoR of Nudr_DataRepository service as specified in 3GPP TS 29.505 [10] clause 5.2.25.

2b. If there is no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

NOTE 2:

NOTE 3:

Upon reception of any Nudm_EventExposure operation or Nudm_PP operation, or when the validity of
an event subscription or provisioned parameter with its associated maximum latency, maximum response
time or DL Buffering Suggested Packet Count value expires, UDM may need to adjust the values of
active time and/or periodic registration timer and/or DL Buffering Suggested Packet Count. The UDM
shall notify AMF and/or SMF if the values are updated (see clause 4.15.3.2.3b and 4.15.6.3a of

3GPP TS 23.502 [3]).

If UPU data have previously been provisioned, but have not yet been acknowledged by the UE, e.g.
because no AMF was registered at provisioning time, the UDM needs to convey the UPU data (after
AUSF protection) within 200 OK AccessAndM obilitySubscriptionDatato to the AMF.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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SMF Selection Subscription Data Retrieval

Figure 5.2.2.2.4-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's SMF Selection Subscription data (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request
contains the UE's identity (/{ supi}), the type of the requested information (/smf-select-data) and query parameters
(supported-features, plmn-id).

NF service UDM
consumer

| |

: 1. GET .../{supi}/smf-select-data >:

| |

I 2a. 200 OK (SmfSelectionSubscriptionData) I

| 2b. 404 Not Found |

Figure 5.2.2.2.4-1: Requesting a UE's SMF Selection Subscription Data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's SMF Selection
Subscription Data, with query parameters indicating the supported-features and/or plmn-id.

2a. On success, the UDM responds with *200 OK" with the message body containing the UE's SMF Selection
Subscription Data as relevant for the requesting NF service consumer.

2h. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.25 Session Management Subscription Data Retrieval

Figure 5.2.2.2.5-1 shows a scenario where the NF service consumer (e.g. SMF) sends a request to the UDM to receive
the UE's session management subscription data (see also 3GPP TS 23.502 [ 3] figure 4.3.2.2.1-1 step 4a-4b). The
request contains the UE'sidentity (/{ supi}), the type of the requested information (/sm-data), and query parameters
(single-nssai, dnn, supported-features, plmn-id).

NF service

UDM
consumer
I I
:—1. GET .../{supi}/sm-data?<q uery-parameters>—>:
|

|
2a. 200 OK (SmSubsData) !
2b. 404 Not Found |

|

|

-—-q---

Figure 5.2.2.2.5-1: Requesting a UE's Session Management Subscription Data

1. The NF service consumer (e.g. SMF) sends a GET request to the resource representing the UE's session
management subscription data, with query parameters indicating the selected network slice and/or the DNN
and/or supported-features and/or plmn-id.

2a. On success, the UDM responds with “200 OK", the message body containing the UE's session management
subscription data (an array of SessionManagementSubscriptionData objects and/or SharedDatal ds, one array
element per S-NSSALI) asrelevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, or if the UE subscription data exists, but the requested session
management subscription is not available (e.g. query parameter contains network slice and/or DNN that does not
belong to the UE subscription), HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.6 SMS Subscription Data Retrieval

Figure 5.2.2.2.6-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's SM S Subscription Data (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the UE's identity
(/{ supi}) and the type of the requested information (/sms-data).

e
| |
: 1. GET ...{supi}/sms-data >:
| |
|
|
|

IH 2. 200 OK (SmsSubscriptionData)
|
|

Figure 5.2.2.2.6-1: Requesting UE's SMS Subscription Data

1. The NF Service Consumer (e.g. AMF) sends a GET request to the resource representing the UE's SMS
Subscription Data.

2. The UDM responds with "200 OK" with the message body containing the UE's SM S Subscription Data.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.2.7 SMS Management Subscription Data Retrieval

Figure 5.2.2.2.7-1 shows a scenario where the NF service consumer (e.g. SMSF) sends a request to the UDM to receive
the UE's SM'S Management Subscription Data (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the
UE'sidentity (/{ supi}) and the type of the requested information (/sms-mng-data).

NF Service
Consumer

[
|
: 1. GET .../{supi}/sms-mng-data:
|
|

__y_ ]

:4—2. 200 OK (SmsManagementSubscriptionData)—:

Figure 5.2.2.2.7-1: Requesting UE's SMS Management Subscription Data

1. The NF Service Consumer (e.g. SMSF) sends a GET reguest to the resource representing the UE's SMS
Management Subscription Data.

2. The UDM responds with "200 OK" with the message body containing the UE's SM'S Management Subscription
Data.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.8 UE Context In SMF Data Retrieval

Figure 5.2.2.2.8-1 shows a scenario where the NF service consumer (e.g. AMF, NWDAF, DCCF) sends arequest to the
UDM to receive the UE's Context In SMF data (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request
contains the UE's identity (/{ supi}), the type of the requested information (/ue-context-in-smf-data) and query
parameters (supported-features).

consumer uow
| |
: 1. GET .../{supi}/ue-context-in-smf-data—>:
| 2a. 200 OK (UeContextinSmfData)

|
|
2b. 404 Not Found i
|
|

Figure 5.2.2.2.8-1: Requesting a UE's Context in SMF Data

1. The NF service consumer (e.g. AMF) shall send a GET request to the resource representing the UE's Context In
SMF Data, with query parameters indicating the supported-features.

2a. On Success, the UDM shall respond with "200 OK" with the message body containing the UE's Context In SMF
Data as relevant for the requesting NF service consumer. If no PDU session is stored in the UDM the
UEContextInSmfData within "200 OK" shall be empty.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" may be returned including
additional error information in the response body (in the "ProblemDetails" element).
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.29 Retrieval Of Multiple Data Sets

Figure 5.2.2.2.9-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
multiple data sets. In this example scenario the UE's Access and Mobility Subscription data and the the UE's SMF
Selection Subscription data are retrieved with a single request; see clause 6.1.3.11.3.1 for other data sets that can be
retrieved with asingle request. The request contains the UE's identity (/{ supi}) and query parametersidentifying the
requested data sets (in this example: ?dataset-names=AM, SMF_SEL). The data sets allowed in multiple data sets
retrieval arelisted in table 6.1.6.3.3-1.

NF Service UDM
Consumer

[ [
| |
1. GET.../supi}?dataset-names=AM,SMF_SEL—»|

2. 200 OK (SubscriptionDataSets)

——-g--

Figure 5.2.2.2.9-1: Retrieval of Multiple Data Sets

1. The NF Service Consumer (e.g. AMF) sends a GET request to the resource representing the supi. Query
parameters indicate the requested data sets.

2. The UDM responds with "200 OK" with the message body containing the requested and available data sets.
When not al requested data sets are available at the UDM (e.g. no Trace Data), only the requested and available
data sets are returned in a"200 OK" response.

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.10 Identifier Translation

Figure 5.2.2.2.10-1 shows a scenario where the NF service consumer (e.g. NEF) sends arequest to the UDM to receive
the SUPI/GPSI that corresponds to the provided GPSI/SUPI (see also 3GPP TS 23.502 [3] clause 4.13.2.2, clause
4.13.7.2) and clause 4.15.z. The request contains the UE's identity (/{ ueld}) which shall be a SUPI or GPS| and the type
of the requested information (/id-trand ation-result).

NOTE: Thisservice operation can be used by a Rel-15 GMLC during 5GS-MT-LR procedure to get the SUPI of
aUE from GPSlI, as an authorized NF service consumer of Nudm_SubscriberDataM anagement service.
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2c. 403 Forbidden

NF Service UDM
Consumer
I I
: 1. GET ...Kueld}/id-translation-result >
| |
: 2a. 200 OK (IdTranslationResult) :
| 2b. 404 Not Found |
< |
|
|

|
[
Figure 5.2.2.2.10-1: Identifier Translation

1. The NF Service Consumer (e.g. NEF) shall send a GET request to the resource representing the
IdTranglationResult, with query parameters indicating the supported-features and/or necessary information used
for identifier trandation (e.g. af-id, app-port-id, etc.).

2a. On success, the UDM shall respond with "200 OK" with the message body containing the UE's requested
identity (GPSI or SUPI).

If the expected result of identifier translation is GPSI and the AF specific query parameters (e.g. af-id, app-port-
id, af-service-id, mtc-provider-info, etc) are provided, the UDM shall take the provided AF specific information
into account to determine the GPSI (i.e. External Identifier) to be returned for the UE.

2h. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

2c. If the AF included in the request is not allowed to perform this operation for the UE, HT TP status code "403
Forbidden” shall be returned including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.11 Shared Subscription Data Retrieval

Figure 5.2.2.2.11-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to receive
the shared subscription data. The request contains the type of the requested information (/shared-data) and query
parameters (supported-features, shared-data-ids).

NF service

UDM
consumer
| |
| ) . ) [
—1. GET .../shared-data?shared-data-ids=<id1>,<id2>——

| |
| 2a. 200 OK (SharedData) !
2b. 404 Not Found i

|

|

|
|
[

Figure 5.2.2.2.11-1: Requesting shared data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the SharedData, with
query parameters indicating the supported-features and shared-data-ids.

2a. On success, the UDM responds with 200 OK" with the message body containing the SharedData.

2b. If thereis no valid shared data for one or more of the shared-data-ids, HT TP status code "404 Not Found" shall
be returned including additional error information in the response body (in the "ProblemDetails’ element).
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.12 UE Context In SMSF Data Retrieval

Figure 5.2.2.2.12-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to receive
the UE's Context In SM SF data. The reguest contains the UE's identity (/{ supi}), the type of the requested information
(/ue-context-in-smsf-data) and query parameters (supported-features).

NF service UDM
consumer

| |

: 1. GET .../{supi}/ue—context-in—smsf—data—»}

|

:4 2a. 200 OK (UeContextInSmsfData)

|

|

|
|
2b. 404 Not Found |
|
|

Figure 5.2.2.2.12-1: Requesting a UE's Context in SMSF Data

1. The NF service consumer (e.g. AMF) shall send a GET request to the resource representing the UE's Context In
SMSF Data, with query parameters indicating the supported-features.

2a. On Success, the UDM shall respond with "200 OK" with the message body containing the UE's Context In
SMSF Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.13 Trace data Retrieval

Figure 5.2.2.2.13-1 shows a scenario where the NF service consumer (e.g. AMF, SMF) sends arequest to the UDM to
receive the UE's trace data. The request contains the UE's identity (/{ supi}), the type of the requested information
(/trace-data) and query parameters.

NF service UDM
consumer

l l

: 1. GET .../{supi}/trace-data =:

: 2a. 200 OK (TraceDataResponse) :

| 2b. 404 Not Found
|
|

Figure 5.2.2.2.13-1: Requesting a UE's trace Data

1. The NF service consumer (e.g. AMF, SMF) shall send a GET request to the resource representing the UE's trace
Data, with query parameters.

2a. On Success, the UDM shall respond with "200 OK" with the message body containing the UE's trace data
response as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HTTP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.2.14 Group ldentifier Translation

Figure 5.2.2.2.14-1 shows a scenario where the NF service consumer (e.g NEF, GMLC) sends arequest to the UDM to
receive the Internal Group Identifier that corresponds to the provided External Group Identifier and / or the list of the
UE identifiers (e.g. SUPIs, GPSIs) that belong to the provided External Group Identifier.

The NF service consumer (e.g TSCTSF) may also send arequest to the UDM to receive the list of the UE identifiers
(e.g. SUPIs) that corresponds to the provided External Group Identifier (see 3GPP TS 23.502 [3] clause 4.15.9.2 and
clause 4.15.9.4)

NF Service UDM
Consumer

I I
' 1. GET .../group-data/group-identifiers?ext-group-id:...—»:

2b. 404 Not Found
| 2c. 403 Forbidden

|
|
|
: 2a. 200 OK (InternalGroupldentifiers)
|
I

|

Figure 5.2.2.2.14-1: External Group ldentifier Translation

1. The NF Service Consumer (e.g. NEF, GMLC, TSCTSF) shall send a GET request to the resource representing
the group identifiers handled by UDM; the External Group Identifier is passed in a query parameter of the
reguest URI, and an indication is also passed if the list of UE identifiers that belong to the provided External
Group Identifier are required.

2a. On success, the UDM shall respond with "200 OK" with the message body containing the Internal Group
Identifier and / or the list of UE identifiers that belong to the provided External Group Identifier.

2b. If thereisno valid data for this group, HTTP status code "404 Not Found" shall be returned including additional
error information in the response body (in the "ProblemDetails' element).

2c. If the AF included in the request is not allowed to perform this operation for the group, HTTP status code "403
Forbidden" shall be returned including additional error information in the response body (in the
"ProblemDetails’ element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

Figure 5.2.2.2.14-2 shows another scenario where the NF service consumer (e.g NEF, GMLC) sends a request to the to
receive the External Group Identifier that corresponds to the provided Internal Group Identifier and optionally, the list
of the UE identifiers (e.g. SUPIs, GPSIs) pertaining to such group or the NF service consumer (e.g TSCTSF) sendsa
regquest to the UDM to receive the list of the UE identifiers (e.g. SUPIs) that corresponds to the provided Internal Group
Identifier (see 3GPP TS 23.502 [3] clause 4.15.9.2 and clause 4.15.9.4).

NF Service

Consumer UDM
[ [

L——1. GET .../group-data/group-identifiers?int-group-id=...——»-!

|
2a. 200 OK (ExternalGroupldentifiers) :
2b. 404 Not Found |

|

|

|

2c. 403 Forbidden

Figure 5.2.2.2.14-2: Internal Group ldentifier Translation

1. The NF Service Consumer (e.g. NEF, GMLC, TSCTSF) shall send a GET request to the resource representing
the Internal Group Identifiers handled by UDM; the Internal Group Identifier is passed in a query parameter of
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therequest URI, and an indication is also passed if the list of UE identifiers that belong to the provided Internal
Group Identifier are required.

2a. On success, the UDM shall respond with "200 OK" with the message body containing the corresponding
External Group Identifier and / or the list of UE identifiers that belong to the provided Internal Group Identifier.

2b. If thereis no valid data for this group, HTTP status code "404 Not Found" shall be returned including additional
error information in the response body (in the "ProblemDetails' element).

2c. If the AF included in the request is not allowed to perform this operation for the group, HTTP status code "403
Forbidden" shall be returned including additional error information in the response body (in the
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.15 LCS Privacy Data Retrieval

Figure 5.2.2.2.15-1 shows a scenario where the NF service consumer (e.g. HGMLC, NEF) sends a request to the UDM
to receive the UE's LCS Privacy Subscription data (see 3GPP TS 23.273 [38] figure 6.1.2-1 step 2, figure 6.3.1-1 step 2,
figure 6.5.1-1 step 7 and figure 6.8.1 step 3). The request contains the UE's identity (/{ ueld}), the type of the requested
information (/Ics-privacy-data) and query parameters (supported-features).

2b. 404 Not Found

NF service UDM
consumer

i :

| . |

. 1. GET ...Aueld}/Ics-privacy-data: >

' |

< 2a. 200 OK (LcsPrivacyData) |

i |

' |

Figure 5.2.2.2.15-1: Requesting a UE's LCS Privacy Data

1. The NF service consumer (e.g. HGMLC, NEF) sends a GET request to the resource representing the UE's Lcs
Privacy Subscription Data, with query parameters indicating the supported-features.

2a. On Success, the UDM responds with "200 OK" with the message body containing the UE's Lcs Privacy
Subscription Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.16 LCS Mobile Originated Data Retrieval

Figure 5.2.2.2.16-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's LCS Mobile Originated Subscription data (see 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request
contains the UE's identity (/{ supi}), the type of the requested information (/Ics-mo-data) and query parameters
(supported-features).
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consumer UDM
| |
: 1. GET ...{supi}/lcs-mo-data >:
| 2a. 200 OK (LcsMoData) |
i
|

:‘ 2b. 404 Not Found
|
|

Figure 5.2.2.2.16-1: Requesting a UE's LCS Mobile Originated Data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's LCS Mobile
Originated Subscription Data, with query parameters indicating the supported-features.

2a. On Success, the UDM responds with "200 OK" with the message body containing the UE's LCS Mobile
Originated Subscription Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.17 Enhanced Coverage Restriction Data Retrieval

Figure 5.2.2.2.17-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve
a UE's subscribed Enhanced Coverage Restriction data (see also 3GPP TS 23.502 [3] figure 4.27.1-1 step 3and 7). The
request contains the identifier of the UE (/{ supi}), the type of the requested information (/am-data/ecr-data) and query
parameters (supported-features).

NF service UDM
consumer

| |

| : |

. 1. GET .../{supi}fam-data/ecr-data >

| |

I 2a. 200 OK (EhancedCoverageRestrictionData) I

| 2b. 404 Not Found |

Figure 5.2.2.2.17-1: NF service consumer retrieves Enhance Coverage Restriction Data

1. The NF service consumer (e.g. NEF) sends a GET request to the resource that represents a UE's subscribed
Enhanced Coverage Restriction data, with query parameters indicating the supported-features.

2a. On success, the UDM responds with "200 OK", the message body containing the UE's subscribed Enhanced
Coverage Restriction data as relevant for the requesting NF service consumer.

2b. If there is no valid subscribed Enhanced Coverage Restriction data for the UE, HTTP status code "404 Not
Found" shall be returned including additional error information in the response body (in the "ProblemDetails"
element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.2.18 V2X Subscription Data Retrieval

Figure 5.2.2.2.18-1 shows a scenario where the NF service consumer (e.g. AMF) sends a request to the UDM to retrieve
aUE's subscribed V2X data (see also 3GPP TS 23.287 [51] clause 6.5.2). The request contains the identifier of the UE
(A supi}), the type of the requested information (/v2x-data) and query parameters (supported-features).

2b. 404 Not Found

NF service

consumer UDM
| |
: 1. GET ...{supi}/v2x-data >:
L 2a. 200 OK (V2xSubscriptionData) :
| |
| |

Figure 5.2.2.2.18-1: NF service consumer retrieves V2X Subscription Data

1. The NF service consumer (e.g. AMF) sendsa GET request to the resource that represents a UE's subscribed V2X
data, with query parameters indicating the supported-features.

2a. On success, the UDM responds with "200 OK", the message body containing the UE's subscribed V2X data as
relevant for the requesting NF service consumer.

2b. If thereis no valid subscribed V2X data for the UE, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.19 LCS Broadcast Assistance Subscription Data Retrieval

Figure 5.2.2.2.19-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the UE's LCS Broadcast Assistance Subscription data (see 3GPP TS 23.273 [38]). The request contains the UE's
identity (/{ supi}), the type of the requested information (/Ics-bca-data) and query parameters (supported-features, plmn-
id).

NF service UDM
consumer

| |

| . |

. 1. GET .../{supi}/Ics-bca-data >

| |

! 2a. 200 OK (LcsBroadcastAssistanceData) !

| 2b. 404 Not Found |

Figure 5.2.2.2.19-1: Requesting a UE's LCS Broadcast Assistance Subscription Data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the UE's Lcs Location
Assistance Subscription Data, with query parameters indicating the supported-features and/or plmn-id.

2a. On Success, the UDM responds with "200 OK" with the message body containing the UE's Lcs Location
Assistance Subscription Data as relevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.2.20 UE Context In AMF Data Retrieval

Figure 5.2.2.2.20-1 shows a scenario where the NF service consumer (e.g. HSS, NWDAF, DCCF) sends a request to the
UDM to receive the UE's Context In AMF data (see 3GPP TS 23.632 [32] figure 5.3.4-1 step 2 and 3 and also

3GPP TS 23.288[35]). The request contains the UE's identity (/{ supi}), the type of the requested information (/ue-
context-in-amf-data) and query parameters (supported-features).

consumer UDM
| |
: 1. GET .../{supi}/ue-context-in-amf-data—>:
: 2a. 200 OK (UeContextinAmfData)

|
|
2b. 404 Not Found i
|
|

Figure 5.2.2.2.20-1: Requesting a UE's Context in AMF Data

1. The NF service consumer (e.g. HSS) shall send a GET request to the resource representing the UE's Context In
AMF Data, with query parameters indicating the supported-features.

2a. On Success, the UDM shall respond with *200 OK" with the message body containing the UE's Context In AMF
Data asrelevant for the requesting NF service consumer.

2b. If thereis no valid subscription data for the UE, HTTP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.21 Individual Shared Subscription Data Retrieval

Figure 5.2.2.2.21-1 shows a scenario where the NF service consumer (e.g. AMF) sends arequest to the UDM to receive
the individual shared subscription data indicated by the sharedDatald. The request contains the type of the requested
information (/shared-data/{ sharedDatald} and query parameters (supported-features)).

NF service UDM
consumer

| |

| |

. 1. GET .../shared-data/{sharedDatald}—

|

Il< 2a. 200 OK (SharedData)

|

|

|
|
2b. 404 Not Found i
|
|

Figure 5.2.2.2.21-1: Requesting shared data

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the individual
SharedData indicated by the sharedDatal d.

2a. On success, the UDM responds with "200 OK" with the message body containing the individual SharedData.

2b. If thereis no valid individual SharedData indicated by the sharedDatald, HT TP status code "404 Not Found"
shall be returned including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.2.2.2.22 Prose Subscription Data Retrieval

Figure 5.2.2.2.22-1 shows a scenario where the NF service consumer (e.g. 5G DDNMF, 5G PKMF, PAnF) sends a
request to the UDM to receive the UE's ProSe Subscription Data. The request contains the UE's identity (/{ supi}), the
type of the requested information (/prose-data) and query parameters (supported-features).

2b. 404 Not Found

e
| |
: 1. GET .../{supi}/prose-data >:
: 2a. 200 OK (ProSeSubscriptionData) :
|
|
|

Figure 5.2.2.2.22-1: Requesting a UE's ProSe Subscription Data

1. The NF service consumer (e.g. 5G DDNMF, 5G PKMF, PANnF) sends a GET request to the resource representing
the UE's ProSe Subscription Data, with query parameters indicating the supported-features.

2a. On Success, the UDM responds with 200 OK" with the message body containing the UE's ProSe Data as
relevant for the requesting NF service consumer.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.23 5MBS Subscription Data Retrieval

Figure 5.2.2.2.23-1 shows a scenario where the NF service consumer (e.g. SMF) sends arequest to the UDM to receive
the UE's 5SMBS Subscription Data. The request contains the UE's identity (/{ supi}), the type of the requested
information (/mbs-data) and query parameters (supported-features).

2b. 404 Not Found

NF service UDM
consumer
| |
: 1. GET .../{supi}/mbs-data >:
: 2a. 200 OK (MbsSubscriptionData) :
|
|
|

Figure 5.2.2.2.23-1: Requesting a UE's 5MBS Subscription Data

1. The NF service consumer (e.g. SMF) sends a GET request to the resource representing the UE's5MBS
Subscription Data, with query parameters indicating the supported-features.

2a. On Success, the UDM responds with "200 OK" with the message body containing the UE's 5SMBS Subscription
Data as relevant for the requesting NF service consumer.

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.24 User Consent Subscription Data Retrieval

Figure 5.2.2.2.24-1 shows a scenario where the NF service consumer (e.g. NWDAF, DCCF, NEF, trusted AF) sends a
reguest to the UDM to receive the UE's User Consent Subscription Data. The request contains the UE's identity
(/{supi}), the type of the requested information (/uc-data) and query parameters (uc-purpose and/or supported-features).
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2b. 404 Not Found

NF service
consumer .
| |
: 1. GET .../{supi}/uc-data >:
: 2a. 200 OK (UcSubscriptionData) :
|
|
|

Figure 5.2.2.2.24-1: Requesting a UE's User Consent Subscription Data

1. The NF service consumer (e.g. NWDAF, DCCF, NEF, trusted AF) sends a GET request to the resource
representing the UE's User Consent Subscription Data, with query parameters indicating the uc-purpose and/or
supported-features.

2a. On Success, the UDM responds with "200 OK" with the message body containing the UE's User Consent
Subscription Data as relevant for the requesting NF service consumer.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.2.25 Multiple Identifiers Translation

Figure 5.2.2.2.25-1 shows a scenario where the NF service consumer (e.g TSCTSF) sends a reguest to the UDM to
receive the list of the UE identifiers (i.e. SUPIs) that corresponds to the provided UE identifiers (i.e. GPSIs) (see
3GPP TS 23.502 [3] clause 4.15.9.2 and clause 4.15.9.4).

NF Service

Consumer UbM
[ [

L——————1. GET .../multiple-identifiers?gpsi-list=...—————!

|
|
|
|
-

|
|
2a. 200 OK (Ueldentifiers) |
2b. 404 Not Found :

|

[
[
Figure 5.2.2.2.25: GPSIs Translation

1. The NF Service Consumer (e.g. TSCTSF) shall send a GET request to the resource representing the list of GPSIs
handled by UDM; the list of GPSIs are passed in a query parameter of the request URI.

2a. On success, the UDM shall respond with "200 OK" with the message body containing the list of UE Identifiers
with list of SUPIs that belong to each provided GPSI.

2b. If thereisno valid datafor thislist of GPSls, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.2.2.3 Subscribe

5.2.2.3.1 General
The following procedures using the Subscribe service operation are supported:

- Subscription to notification of data change (for UE individual data)
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- Subscription to notification of shared data change

5.2.2.3.2 Subscription to notifications of data change

Figure 5.2.2.3.2-1 shows a scenario where the NF service consumer sends a request to the UDM to subscribe to
notifications of data change (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains a callback
URI and the URI of the monitored resource.

NF service
consumer

I I
L——1. POST...{ueld}/sdm-subscriptions (Sdeubscription)—»}

UDM

|
| |
: 2a. 201 Created (SdmSubscription) :
¢ 2b. 404 Not Found |
| |
| |

2¢. 501 Not Implemented

Figure 5.2.2.3.2-1: NF service consumer subscribes to notifications

1. The NF service consumer sends a POST request to the parent resource (collection of subscriptions)
(.../{ ueld} /sdm-subscriptions), to create a subscription as present in message body. The payload body of the
POST request shall contain a representation of the individual subscription resource to be created. An NF
consumer supporting the "LimitedSubscriptions' feature shall create only one unique subscription per UE
(identified by the ueld in URI) without additional filter criteria, or with a specific filter criteria (e.g. dnn and/or
singleNssai), and set the "uniqueSubscription” I1E with the value "true” in request body.

2a. On success, the UDM responds with “201 Created” with the message body containing a representation of the
created subscription. The Location HTTP header shall contain the URI of the created subscription.

In case of partial success, "201 Created" should contain only the monitores resource Uris that are supported by the
UDM.

2b. If thereis no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned including
additional error information in the response body (in the "ProblemDetails" element).

2c. If the UE subscription data exist, but the requested subscription to data change notification cannot be created
(e.g. due to an invalid/unsupported data reference to be monitored, contained in the SdmSubscription parameter),
HTTP status code "501 Not Implemented” shall be returned including additional error information in the
response body (in the "ProblemDetails" element).

"501 Not Implemented" shall be returned only when none of the montitoredResourceUris are supported by the
UDM.

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.2.2.3.3 Subscription to notifications of shared data change

Figure 5.2.2.3.3-1 shows a scenario where the NF service consumer sends a reguest to the UDM to subscribe to
notifications of shared data change. The request contains a callback URI and the URI of the monitored resource.
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NF service
consumer

I I
L——1. POST.../shared-data-subscriptions (SdmSubscription)—!

UDM

e

|
|
|
2. 201 Created (SdmSubscription) |
|
|

Figure 5.2.2.3.3-1: NF service consumer subscribes to notifications of shared data change

1. The NF service consumer sends a POST request to the parent resource (collection of subscriptions) (.../shared-
data-subscriptions), to create a subscription as present in message body. The payload body of the POST request
shall contain arepresentation of the shared data individual subscription resource to be created. An NF consumer
supporting the "LimitedSubscriptions' feature shall create only one unique shared data individual subscription
and set the "uniqueSubscription” |E with the value "true" in request body.

2. On success, the UDM responds with "201 Created” with the message body containing a representation of the
created subscription. The Location HTTP header shall contain the URI of the created subscription.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5224 Unsubscribe

5.2.24.1 General
The following procedures using the Unsubscribe service operation are supported:
- Unsubscribe to notification of data change (for UE individual data)

- Unsubscribe to notifications of shared data change

5.2.2.4.2 Unsubscribe to notifications of data change

Figure 5.2.2.4.2-1 shows a scenario where the NF service consumer sends a request to the UDM to unsubscribe from
notifications of data changes (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the URI
previously received in the Location HTTP header of the response to the subscription.

NF service

UDM
consumer

:—1. DELETE.../{ueId}/sdm-subscriptions/{subscriptionId}—»}

2a. 204 No Content |
2b. 404 Not Found |
|
|

|
|
[t
|
|
|

Figure 5.2.2.4.2-1: NF service consumer unsubscribes to notifications

1. The NF service consumer sends a DELETE request to the resource identified by the URI previously received
during subscription creation.

2a. On success, the UDM responds with "204 No Content".
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2b. If there is no valid subscription available (e.g. due to an unknown subscriptionld value), HTTP status code "404
Not Found" should be returned including additional error information in the response body (in the
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.2.2.4.3 Unsubscribe to notifications of shared data change

Figure 5.2.2.4.3-1 shows a scenario where the NF service consumer sends a request to the UDM to unsubscribe from
notifications of shared data changes. The request contains the URI previoudly received in the Location HT TP header of
the response to the subscription.

NF service

UDM
consumer
| |
:—1. DELETE.../shared-data—subscriptions/{subscriptionId}—»}

| |
| < 2a. 204 No Content !
2b. 404 Not Found i

|

|

[
[
[
Figure 5.2.2.4.3-1: NF service consumer unsubscribes to notifications for shared data

1. The NF service consumer sends a DELETE request to the resource identified by the URI previously received
during subscription creation.

2a. On success, the UDM responds with "204 No Content".

2b. If thereis no valid subscription available (e.g. due to an unknown subscriptionld value), HT TP status code "404
Not Found" should be returned including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5225 Notification

5.2.25.1 General
The following procedures using the Notification service operation are supported:

- Datachange notification to NF, including the updates of UE's Subscriber Data indicated by the "subscription
data Type" input and additional UE's UDM -related parameters.

- Delivery of UE Parameters Update Data to the UE via control plane procedure as defined in 3GPP TS 23.502 [3]
clause 4.20.

- UDR-initiated Data Restoration Notification

5.2.2.5.2 Data Change Notification To NF

Figure 5.2.2.5.2-1 shows a scenario where the UDM noatifies the NF service consumer (that has subscribed to receive
such notification) about subscription data change (see also 3GPP TS 23.502 [3] clause 4.5.1 or 3GPP TS 23.502 [3]
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clause 4.5.2) or shared data change. The delivery of UE Parameters Update Data to the UE via control plane procedure
isalso conveyed using this notification, as defined in 3GPP TS 23.502 [ 3] clause 4.20.The notification request shall be
sent to the callbackReference URI as previoudy received in the SdmSubscription (see clause 6.1.6.2.3).

NF service UDM
consumer
[ [

| |
:4—1. POST {callbackReference} (ModificationNotification)—:

|
| 2a. 204 No Content

: 2b. 4xx/5xx (Problem Details) or 3xx
|
|

N A

Figure 5.2.2.5.2-1: Subscription Data Change Notification

1. The UDM sendsa POST request to the callbackReference as provided by the NF service consumer during the
subscription.

2a. On success, the NF service consumer responds with “204 No Content”.

2b. On failure or redirection, one of the appropriate HTTP status code listed in Table 6.1.5.2-3 shall be returned. For
a 4xx/5xx response, the message body may contain appropriate additional error information.

NOTE 1: If the NF service consumer detects that the received Data Change Notification contains an origVa ue that
does not match the currently stored value, it can re-sync by using the Nudm_SDM_ Get service operation.

NOTE 2: When the notification is used for the delivery of UE Parameter Update Data to the UE, the trigger for
UDM to start this procedure is out of the scope of this specification. This can be based, e.g., on O&M
commands or provisioning orders. When a given UE parameter can be updated either in the USIM or in
the ME side of the UE (e.g., Routing Indicator, see 3GPP TS 23.502 [3] clause 4.20.1) it is assumed that
the trigger for the UE parameter update procedure includes an indication to the UDM of the target for the
UE parameters update (i.e., USIM or ME). Thisindication is used by the UDM to decide which UE
parameter update data set type to use and whether the UE parameter update requires secured packet
protection via SP-AF.

5.2.25.3 UDR-initiated Data Restoration Notification

Figure 5.2.2.5.3-1 shows a scenario where the UDM noatifies the NF Service Consumer about the need to restore data
(e.g., SDM subscriptions) due to a potential data-1oss event occurred at the UDR. The request contains identities
representing those UEs potentially affected by such event.

2b. 4xx/5xx (Problem Details) or 3xx

NF Service UDM
Consumer

I I

: 1. POST {dataRestorationCallbackUri} :

: (DataRestorationNotification) :

| |

|

: 2a. 204 No Content »{

|

| |

Figure 5.2.2.5.3-1: UDR-initiated Data Restoration
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1

The UDM (after receiving a notification from UDR about a potential data-loss event) sends a POST request to
the dataRestorationCallbackUri; such callback URI may be provided by the NF service consumer during the
creation of an SDM subscription, or dynamically discovered by UDM by querying the NRF for the NF Profile of
the NF Service Consumer.

2a. On success, the NF Service Consumer responds with "204 No Content”.

2b. On failure or redirection, one of the appropriate HTTP status codes listed in Table 6.1.5.3-3 shall be returned.

For a 4xx/5xx response, the message body may contain appropriate additional error information.

5.2.2.6 Info

5.2.2.6.1 General

The following procedures using the Info service operation are supported:

Providing acknowledgement from the UE to UDM about successful delivery of Steering of Roaming information
viathe AMF as defined in 3GPP TS 23.122 [20]

Providing acknowledgement from the UE to UDM about successful delivery of updated Default Configured
NSSAI or UICC data (Secured-Packet, containing e.g. Routing indicator) viathe AMF as defined in
3GPP TS 23.502 [3].

Providing acknowledgement from the UE to the UDM about successful delivery of the Network Slicing
Subscription Change Indication.

Providing acknowledgement from the UE to UDM about successful delivery of CAG configuration (see
3GPP TS 23.501 2] clause 5.30.3.3).

Providing indication from AMF to UDM about unsuccessful delivery of Steering of Roaming Information,
updated Default Configured NSSAI or UICC data, Network Slicing Subscription Change Indication or Network
Slicing Subscription Change Indication.

Triggering update of Steering of Roaming information at the UE due to "initial registration” or "emergency
registration” inaVPLMN.

5.2.2.6.2 Providing acknowledgement of Steering of Roaming

Figure 5.2.2.6.2-1 shows a scenario where the NF service consumer (e.g. AMF) sends the UE acknowledgement to the
UDM (see aso 3GPP TS 23.122 [20] Annex C). The request contains the UE's identity (/{ supi}), the type of the
acknowledgement information (/am-data/sor-ack), and the SOR-MAC-lue.

2.

NF service UDM
consumer

I I
| |
:—1. PUT...{supi}/am-data/sor-ack (Acknowledgelnfo)—>:

|
|
™ 2. 204 No Content

Figure 5.2.2.6.2-1: Providing acknowledgement of Steering of Roaming

The NF service consumer (e.g. AMF) sends a PUT request to the resource representing the UE's Access and
Mobility Subscription Data, with the Acknowledgel nfo (SOR-MAC-lue received from the UE, or UE not
reachable indication).

The UDM responds with *204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.
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5.2.2.6.3 Providing acknowledgement of UE parameters update

Figure 5.2.2.6.3-1 shows a scenario where the NF service consumer (e.g. AMF) sends the UE acknowledgement to the
UDM (see also 3GPP TS 23.502 [3]). The request contains the UE's identity (/{ supi}), the type of the acknowledgement
information (/am-data/upu-ack), and the UPU-MAC-lue.

NF service

UDM
consumer
I

I
| |
:—1. PUT.../{supi}/am-data/upu-ack (Acknowledgelnfo)—>:

|
|
™ 2. 204 No Content

Figure 5.2.2.6.3-1: Providing acknowledgement of UE parameters update

1. The NF service consumer (e.g. AMF) sendsaPUT reguest to the resource representing the UE's Access and
Mobility Subscription Data, with the Acknowledgel nfo(UPU-MA C-1ye received from the UE, or UE not
reachable indication).

2. The UDM responds with 204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.2.2.6.4 Providing acknowledgement of UE for Network Slicing Subscription Change

Figure 5.2.2.6.4-1 shows a scenario where the NF service consumer (e.g. AMF) sends the UE acknowledgement to the
UDM (see also 3GPP TS 23.502 [3]). The request contains the UE's identity (/{ supi}) and the type of the
acknowledgement information (/am-data/subscribed-snssais-ack).

NF service

UDM
consumer
I I
| |
1. PUT.../ i}Yam- / ibed- is-ack
| UT.../{supi}/am-data/subscribed-snssais-ac |

(Acknowledgelnfo)
2. 204 No Content

——-g--

Figure 5.2.2.6.4-1: Providing acknowledgement of UE for Network Slicing Subscription Change

1. The NF service consumer (e.g. AMF) sendsaPUT request to the resource representing the UE's Access and
Mobility Subscription Data, with the Acknowledgel nfo.

2. The UDM responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.2.2.6.5 Providing acknowledgement of UE for CAG configuration change

Figure 5.2.2.6.5-1 shows a scenario where the NF service consumer (e.g. AMF) sends the UE acknowledgement to the
UDM (see aso 3GPP TS 23.502 [3]). The request contains the UE's identity (/{ supi}) and the type of the
acknowledgement information (/am-data/cag-ack).
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NF service UDM
consumer
[ [

| |
:—1. PUT...Asupi}/am-data/cag-ack (Acknowledgelnfo)—»}

|
i< 2. 204 No Content
|
|

Figure 5.2.2.6.5-1: Providing acknowledgement of UE for CAG configuration change

1. The NF service consumer (e.g. AMF) sends a PUT request to the resource representing the UE's Access and
Mobility Subscription Data, with the Acknowledgel nfo.

2. The UDM responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.2.2.6.6 Triggering Update of Steering Of Roaming information

Figure 5.2.2.6.6-1 shows a scenario where the NF service consumer (e.g. AMF) sends the request to the UDM to trigger
the update of Steering of Roaming information at the UE. The request contains the UE's identity (/{ supi}), the type of
request (/am-data/update-sor) and the VPLMN ID.

NF service

UDM
consumer
I I
I I

:—1. POST...{supi}/am-data/update-sor (SorUpdateInfo)—»{

2. 200 OK (SorlInfo)

e

Figure 5.2.2.6.6-1: Triggering update of Steering Of Roaming information

1. The NF service consumer (e.g. AMF) sends a POST request to the resource representing the UE's Access and
Mobility Subscription Data, with the request to update the Steering of Roaming information at the UE.

2. The UDM responds with "200 OK" containing the updated Sor Information.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.2.2.7 ModifySubscription

52271 General

The following procedures using the ModifySubscription service operation are supported:
- Modification of a Subscription to notification of data change (for UE individual data)
- Modification of a Subscription to notification of shared data change

The ModifySubscription service operation can be used for the following purpose:

- Extend the expiry time of SdmSubscription;
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- Modify the resource URIs to be monitored, e.g. add/remove resource URI s to/from the monitored resource URI
list.

5.2.2.7.2 Maodification of a subscription to notifications of data change

Figure 5.2.2.7.2-1 shows a scenario where the NF service consumer sends a reguest to the UDM to modify a
subscription to notifications of data changes. The request contains the URI previously received in the Location HTTP
header of the response to the subscription.

NF service UDM
consumer

I I

[ . o '

| 1. PATCH...ueld}/sdm-subscriptions/{subscriptionld} !

(SdmSubsModification)
2a. 200 OK (SdmSubscription)

|
|
2b. 404 Not Found |
|
|

|
|
B
|
|

Figure 5.2.2.7.2-1: NF service consumer modifies a subscription to notifications

1. The NF service consumer sends a PATCH request to the resource identified by the URI previously received
during subscription creation.

The NF service consumer may include "monitoredResourceUris" to replace the existing monitored resource
URIs, e.g. to add/remove specific resource URIs from the monitored resource URI list.

2a. On success, the UDM responds with "200 OK".

2b. If thereis no valid subscription available (e.g. due to an unknown subscriptionld value), HTTP status code "404
Not Found" should be returned including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.2.2.7.3 Maodification of a subscription to notifications of shared data change

Figure 5.2.2.7.3-1 shows a scenario where the NF service consumer sends a request to the UDM to modifya
subscription to notifications of shared data changes. The request contains the URI previoudly received in the Location
HTTP header of the response to the subscription.

NF service UDM
consumer

I I

| oL . |

| 1. PATCH.../shared-data-subscriptions/{subscriptionld} |

(SdmSubsModification)
2a. 200 OK (SdmSubscription)

|
|
2b. 404 Not Found |
|
|

——-g--

Figure 5.2.2.7.3-1: NF service consumer modifies a subscription to notifications for shared data

1. The NF service consumer sends a PATCH request to the resource identified by the URI previously received
during subscription creation.
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The NF service consumer may include "monitoredResourceUris" to replace the existing monitored resource
URIs, e.g. for the purposes to add/remove specific resource URIs from the monitored resource URI list.
2a. On success, the UDM responds with "200 OK".

2b. If there is no valid subscription available (e.g. due to an unknown subscriptionld value), HTTP status code "404
Not Found" should be returned including additional error information in the response body (in the
"ProblemDetails’ element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3 Nudm_UEContextManagement Service

5.3.1 Service Description
See 3GPP TS 23.501 [2] table 7.2.5-1, and 3GPP TS 23.632 [32].

5.3.2 Service Operations

53.2.1 Introduction
For the Nudm_UEContextM anagement service the following service operations are defined:
- Regidtration
- DeregistrationNotification
- Deregistration
- Get
- Update
- P-CSCF-RestorationNotification
- P-CSCF-RestorationTrigger
- AMPFDeregistration
- PEI-Update
- DataRestorationNotification
- SendRoutinglnfoForSM

The Nudm_UEContextManagement Service is used by Consumer NFs (AMF, SMF, SMSF, NWDAF) to register at the
UDM by means of the Registration service operation.

Itisalso used by the registered Consumer NFs (AMF) to get notified by means of the DeregistrationNotification service
operation when UDM decides to deregister the registered consumer NF.

Itisalso used by the registered Consumer NFs (AMF, SMF, SMSF, NWDAF) to deregister from the UDM by means of
the Deregistration service operation.

It is also used by consumer NFs (NEF, NWDAF, NSSAAF, DCCF, SMF) to retrieve registration information from the
UDM by means of the Get service operation.

Itisalso used by the registered Consumer NFs (AMF, SMF, NWDAF) to update registration information stored at the
UDM by means of the Update service operation.

It is also used by the registered Consumer NFs (AMF, SMF) to get notified by means of the P-CSCF-
RestorationNotification service operation when UDM detects the need for P-CSCF restoration.
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It isalso used by the consumer NF (HSS) to trigger P-CSCF restoration by means of the P-CSCF-RestorationTrigger
service operation.

It isalso used by the consumer NF (HSS) to trigger deregistration of the registered AMF for 3GPP access by means of
the AMFDeregistration service operation

It isalso used by the consumer NF (HSS) to update the stored PEI in e.g. the UDR, by means of the PEI-Update service
operation.

Itisalso used by consumer NFs to retrieve NWDAF registration information from the UDM by means of the Get
service operation.

It isalso used by consumer NFsto retrieve addressing information for MT SM S delivery, e.g. addressing of the IP-SM-
GW, SM S Router or SMSF serving nodes in both 3GPP and non-3GPP accesses, by means of the
SendRoutinglnfoForSM service operation.

5.3.2.2 Registration

5.3.2.2.1 General

The Registration service operation is invoked by a NF that has been selected to provide service to the UE to store
related UE Context Management information in UDM.

NF Consumers are AMF for access and mobility management service, SMF for session management services, SM SF
providing SM S services and HSS for IP-SM-GW registration in SM Sol P scenarios.

As part of this registration procedure, the UDM authorizes or rejects the subscriber to use the service provided by the
registered NF, based on subscription data (e.g. roaming restrictions).

The following procedures using the Registration service operation are supported:
- AMF registration for 3GPP access
- AMF registration for non-3GPP access
- SMF registration
- SMSF registration for 3GPP access
- SMSF registration for non-3GPP access
- IP-SM-GW registration

- NWDAF registration

5.3.2.2.2 AMF registration for 3GPP access

Figure 5.3.2.2.2-1 shows a scenario where the AMF sends a request to the UDM to update the AMF registration
information for 3GPP access (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the UE's
identity (/{ ueld}) which shall be a SUPI and the AMF Registration Information for 3GPP access.
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1. PUT ...{ueld}/registrations/amf-3gpp-access
(Amf3GppAccessRegistration) |
2a. 200 OK / 204 No Content |
2b. 201 Created !
2c. 403 Forbidden i
2d. General failure error codes

o

Figure 5.3.2.2.2-1: AMF registering for 3GPP access

1. The AMF sendsaPUT request to the resource representing the UE's AMF registration for 3GPP access to update
or create AMF registration information.

If EPSinterworking with N26 is supported, and the AMF has per DNN selected the PGW-C+SMF for EPS
interworking, the AMF shall include the info of selected PGW-C+SMF to the UDM.

The AMF shall include ueReachablelnd IE if the UE is currently not reachable (e.g. in not allowed areas) or the
UE reachability is unknown (e.g. service restriction area of the UE is not received at the AMF during initial
registration).

The AMF shall include the "backupAmfinfo" |E containing al of the GUAMI served by the AMF and the
related backup AMF name if the AMF supports the AMF management without UDSF as specified in
clause 6.5.2 of 3GPP TS 29.500 [4]. The "backupAmfinfo" 1E isonly applicable to this UE in 3GPP access.

2a. On success, the UDM updates the Amf3GppA ccessRegistration resource by replacing it with the received
resource information, and responds with "200 OK" or "204 No Content".

UDM shall invoke the Deregistration Notification service operation towards the old AMF using the callback URI
provided by the old AMF.

When AMF indicates there are no ongoing event subscriptions, but UDM has ongoing event exposure
subscriptions stored (e.g. in UDR), UDM shall invoke one Namf_EventExposure Subscribe Service operations
(see clause 5.3.2.2 of 3GPP TS 29.518 [36]) on behalf of NEF per subscription stored.

If ueReachablelnd | E is received indicating that the UE is not reachable, the UDM shall not trigger Reachability
Report for the UE upon this UECM registration. The AMF shall subsequently generate UE Reachability Report
when it detects the UE isreachable. If the If ueReachablelnd IE is received indicating that the UE reachability is
unknown, the UDM may trigger Reachability Report for the UE when needed based on operator policy.

2b. If the resource does not exist (there is no previous AMF information stored in UDM for that user), UDM stores
the received AMF registration data for 3GPP access and responds with HTTP Status Code "201 created”. A
response body may be included to convey additional information to the NF consumer (e.g., features supported by
UDM).

2c. If the operation cannot be authorized due to e.g UE does not have required subcription data, the AMF does not
support CAG feature and the UE is allowed to access 5GS via CAG cell(s) only, access barring, roaming
restrictions, core network restriction, or if an UE performs registration in an SNPN using credentials from the
Credentials Holder, but it is not authorized to access the SNPN, HT TP status code "403 Forbidden" should be
returned including additional error information in the response body (in " ProblemDetails" element).

2d. On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional
error information should be returned in the PUT response body.
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5.3.2.2.3 AMF registration for non 3GPP access

Figure 5.3.2.2.3-1 shows a scenario where the AMF sends a request to the UDM to update the AMF registration
information for non 3GPP access (see also 3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14). The request contains the
UE's identity (/{ ueld}) which shall be a SUPI and the AMF Registration Information for non 3GPP access.

AMF UDM
T
|
|

1. PUT .../{ueld}/registrations/amf-non-3gpp-access
(AmfNon3GppAccessRegistration)

2b. 201 Created
2c. 403 Forbidden

I
|
|
!
|
|
=
|

|
|
2a. 200 OK / 204 No Content :
|
|

Figure 5.3.2.2.3-1. AMF registering for non 3GPP access

1. The AMF sendsaPUT request to the resource representing the UE's AMF registration for non 3GPP access to
update or create AMF registration information.

The AMF shall include the "backupAmfinfo" |E containing al of the GUAMI served by the AMF and the
related backup AMF name if the AMF supports the AMF management without UDSF as specified in
clause 6.5.2 of 3GPP TS 29.500 [4]. The "backupAmfinfo" IE isonly applicable to this UE in non 3GPP access.

2a. On success, the UDM updates the AmfNon3GppA ccessRegi stration resource by replacing it with the received
resource information, and responds with “200 OK" or "204 No Content".

UDM shall invoke the Deregistration Notification service operation towards the old AMF using the callback URI
provided by the old AMF.

When AMF indicates there are no ongoing event subscriptions, but UDM has ongoing event exposure
subscriptions stored (e.g. in UDR), UDM shall invoke one Namf_EventExposure Subscribe Service operations
(seeclause 5.3.2.2 of 3GPP TS 29.518 [36]) on behalf of NEF per subscription stored.

2b. If the resource does not exist (there is no previous AMF information stored in UDM for that user), UDM stores
the received AMF registration data for non-3GPP access and responds with HT TP Status Code 201 created". A
response body may be included to convey additional information to the NF consumer (e.g., features supported by
UDM).

2c. If the operation cannot be authorized due to e.g UE does not have required subcription data, the AMF does not
support CAG feature and the UE is alowed to access 5GS via CAG cell(s) only, access barring, roaming
restrictions or core network restriction, HTTP status code "403 Forbidden" should be returned including
additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.24 SMF registration
Figure 5.3.2.2.4-1 shows a scenario where an SMF sends a request to the UDM to create a new registration (see also

3GPP TS 23.502 [3] clause 4.3.2.2.1 step 16¢ and clause 4.26.5.3 step 11). The request contains the UE's identity
(/{ueld}) which shall be a SUPI and the SMF Registration Information.
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1

SMF UDM
I I
| |
I 2. PUT .../{ueld}/registrations/smf-registrations/{pduSessionid} _ |
— . . -
| (SmfRegistration) |
| |
! 2a. 201 Created (SmfRegistration) !
:< 2b. 200 OK (SmfRegistration) :
| |

2c. 403 Forbidden

Figure 5.3.2.2.4-1: SMF registration

The SMF sendsa PUT request to the resource .../{ uel d} /registrations/smf-registrations/{ pduSessionl d}, to create
an SMF Registration as present in the message body.

During SM Context Transfer procedure (see clause 4.26.5.3 of 3GPP TS 23.502 [3]) the SMF shall include
registrationReason |E set to the value "SMF_CONTEXT_TRANSFERRED" in the message body.

If the SMF belongsto an SMF Set, the NF Set ID of the SMF Set shall be included in the request message.

If EPS interworking is supported, the SMF+PGW-C shall include the PCF ID selected for the PDU session to the
UDM when the SMF+PGW-C register in the UDM.

2a. The UDM responds with "201 Created" with the message body containing a representation of the created SMF

registration.

2b. If the individual resource exists, on success, the UDM updates the resource by replacing it with the received

2c.

resource information, and responds with "200 OK" with the message body containing a representation of the
updated Individual SmfRegistration resource.

If the new SMF isnotinaSMF set or ishot in the same SMF Set as the old SMF, the UDM shall invoke the
Deregistration Notification service operation towards the old SMF using the callback URI provided by the old
SMF.

If the operation cannot be authorized due to e.g UE does not have required subscription data, access barring or
roaming restrictions, HTTP status code "403 Forbidden" should be returned including additional error
information in the response body (in " ProblemDetails" element). Subscription information associated to a
specific DNN (if any) shall take precedence over subscription information associated to the Wildcard DNN.

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.25 SMSF Registration for 3GPP Access

Figure 5.3.2.2.5-1 shows a scenario where the SM SF sends a request to the UDM to create or update the SM SF
registration information for 3GPP access (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the UE's
identity (/{ ueld}) which shall be a SUPI and the SM SF Registration Information for SM S service.

When a UE requests SM S service from both 3GPP access and Non-3GPP access, the SM SF shall perform seperate
individual SM SF registration for each access type.
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I
|
1. PUT .../ueld}/registrations/ f-3 -
! {ueld}/registrations/smsf-3gpp-access

| (SmsfRegistration) |
| I
2a. 200 OK / 201 Created (SmsfRegistration)

I 2b. 403 Forbidden

Figure 5.3.2.2.5-1: SMSF registering for 3GPP Access

SMSF UDM
I
|
|

1. The SMSF sendsaPUT request to the resource representing the UE's SM SF registration for 3GPP Access to
update or create SM SF registration information.

If the SM SF supports SBI-based MT SM transmit, the "SBI support indication” of the SM SF shall be included in
the SM SF registration information.

If the SM SF belongsto an SMSF Set, the NF Set ID of the SMSF Set shall be included in the request message.

2a. If successful, the UDM responds with "200 OK", or "201 Created" with the message body containing the
representation of the SmsfRegistration.

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or
roaming restrictions, HT TP status code " 403 Forbidden” should be returned including additional error
information in the response body (in "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.2.6 SMSF Registration for Non 3GPP Access

Figure 5.3.2.2.6-1 shows a scenario where the SM SF sends a request to the UDM to create or update the SM SF
registration information for non 3GPP access (see also 3GPP TS 23.502 [3], clause 4.13.3.1). The request contains the
UE'sidentity (/{ueld}) which shall be a SUPI and the SM SF Registration Information for SMS service.

When a UE requests SM S service from both 3GPP access and Non-3GPP access, the SM SF shall perform seperate
individual SM SF registration for each access type.

SMSF UDM
I
|
|

|
| 1. PUT .../ueld}/registrations/smsf-non-3gpp-access

| (SmsfReqistration) |
| 2a. 200 OK / 201 Created (SmsfRegistration) |
| 2b. 403 Forbidden

Figure 5.3.2.2.6-1: SMSF registering for Non 3GPP Access

1. The SMSF sendsaPUT request to the resource representing the UE's SM SF registration for Non 3GPP Access
to update or create SM SF registration information.

If the SM SF supports SBI-based MT SM transmit, the "SBI support indication" of the SM SF shall be included in
the SM SF registration information.

If the SM SF belongs to an SM SF Set, the NF Set 1D of the SMSF Set shall be included in the request message.

2a. If successful, the UDM responds with "200 OK", or "201 Created" with the message body containing the
representation of the SmsfRegistration.
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2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, access barring or
roaming restrictions, HT TP status code "403 Forbidden" should be returned including additional error
information in the response body (in "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.2.7 IP-SM-GW registration

Figure 5.3.2.2.7-1 shows a scenario where an HSS sends a request to the UDM to create a new registration of an |P-SM-
GW (see dso 3GPP TS 23.632 [32] figure 5.5.6.2.1-1 step 2). The request contains the UE's identity (/{ ueld}) which
shall be a SUPI and the IP-SM-GW registration information.

HSS

M

:—2. PUT ...{ueld}/registrations/ip-sm-gw (IpSmGwRegistration)
|

|

| 2a. 201 Created (IpSmGwRegistration)
«————  2b. 200 OK (IpSmGwRegistration)

: 2c. 403 Forbidden

L A =

Figure 5.3.2.2.7-1: IP-SM-GW registration

1. The HSS sendsaPUT request to the resource .../{ ueld} /registrations/ip-sm-gw, to create an IP-SM-GW
registration as present in the message body.

If the IP-SM-GW indicated support for SBI-based SMS when registering in HSS, "SBI Support Indication” shall
be included in the IP-SM-GW registration information.

2a. If there was not a prior registration, the UDM responds with "201 Created" with the message body containing a
representation of the created |P-SM-GW registration.

2h. If there was a prior registration, the UDM responds with "200 OK" with the message body containing a
representation of the updated |P-SM-GW registration.

2c. If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.2.8 NWDAF registration

Figure 5.3.2.2.8-1 shows a scenario where an NWDAF sends a request to the UDM to create a new registration. The
regquest contains the UE's identity (/{ ueld}) which shall be a SUPI, the NWDAF's registration identity
(/{ nwdaf Registrationl d} ), and the NWDAF Registration I nformation.
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| 2. PUT ...{ueld}/registrations/nwdaf-registrations
{nwdafRegistrationld}(NwdafRegistration)

NWDAF UDM
T
|
|

2a. 200 OK / 201 Created (NwdafRegistration)
| 2b. 403 Forbidden |

Figure 5.3.2.2.8-1: NWDAF registration

1. The NWDAF sendsa PUT request to the resource .../{ uel d} /regi strations/nwdaf -
registrations/{ nwdaf Registrationld}, to create an NWDAF Registration as present in the message body.

NOTE 1: nwdafRegistrationld could be the Nflnstancel d, the combination of NfSetld and Nflnstance ID or other
identifier forms of the NWDAF. NWDAF implementation shall secure the global uniqueness of this
resource |D.

2a. The UDM responds with "200 OK™" or "201 Created" with the message body containing a representation of the
created NWDAF registration.

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.3.2.3 DeregistrationNotification

5.3.2.3.1 General
The following procedure using the DeregistrationNotification service operation is supported:

- UDM initiated NF Deregistration

5.3.2.3.2 UDM initiated NF Deregistration

Figure 5.3.2.3.2-1 shows a scenario where the UDM notifies the registered NF about its deregistration (see also

3GPP TS 23.502 [3] figure 4.2.2.2.2-1 step 14, 3GPP TS 23.502 [3] figure 4.2.2.3.3-1 step 1 and 3GPP TS 23.502 [3]
figure 4.26.4.1.1-1 step 14). The request contains the deregCallbackUri URI for deregistration notification as received
by the UDM during registration, and Deregistration Data.

The UDM initiates the deregistration procedure when the UE is registered to the AMF which does not support CAG
feature and the CAG subscription of the UE changes and it is allowed to access the 5GS via CAG cell(s) only.

The UDM also initiates deregistration notification when UE moves to different AMF within same AMF-Set.

The UDM may a so initiate deregistration notification for the disaster inbound roaming UE when a disaster condition is
no longer being applicable.

Deregistration notification shall not be sent if the nfinstanceld of the AMF initiating registration is same as the old
AMF already registered in UDM (e.g. when multiple PLMNSs are hosted on same AMF and UE moves across PLMNS).

The UDM also initiates the deregistration procedures towards the SMF of the old PDU session when a new PDU
session has been established with the same PDU session ID from a different SMF, during SM Context Transfer
procedure (see clause 4.26.5.3 of 3GPP TS 23.502 [3]) or when duplicated PDU sessions existing in the network (e.g.
the AMF failed to release the old PDU session before creation of the new PDU session with the same PDU session ID).
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NF service UDM
consumer
[ [

| |
:471. POST {deregCallbackUri} (DeregistrationData)—:

|
| 2a. 204 No Content

: 2b. 4xx/5xx (Problem Details) or 3xx
|
|

N A

Figure 5.3.2.3.2-1: UDM initiated NF Deregistration

1. The UDM sendsaPOST request to the deregCallbackUri as provided by the NF service consumer during the

registration.

If the SMF deregistration istriggered by SM Context Transfer procedure, i.e. the UDM has received a
registration request with registrationReason | E set to the value "SMF_CONTEXT_TRANSFERRED" from
another SMF, the UDM shall set the deregReason |E to the value "SMF_CONTEXT_TRANSFERRED". If the
SMF deregistration is due to duplicated PDU sessions in the network, i.e. the UDM has received aregistration
request from another SMF without registrationReason |E set to the value "SMF_CONTEXT_TRANSFERRED",
the UDM shall set the deregReason |E to the value "DUPLICATE_PDU_SESSION".

2a. On success, the NF service consumer responds with "204 No Content”.

An SMF received the deregistration notification shall release the PDU session but shall not send a SM Context
Status Notification to the AMF. For a PDU session with I-SMF or V-SMF, the anchor SMF shall send a Status
Notification to the I-SMF or V-SMF indicating that the PDU session is released due to duplicated PDU sessions.

2b. On failure or redirection, one of the appropriate HTTP status code listed in Table 6.2.5.2-3 shall be returned. For

a 4xx/5xx response, the message body may contain appropriate additional error information.

5.3.24 Deregistration

5.3.24.1 General

The following procedures using the Deregistration service operation are supported:

AMF deregistration for 3GPP access

AMF deregistration for non-3GPP access
SMF deregistration

SM SF deregistration for 3GPP access

SM SF deregistration for non-3GPP access
IP-SM-GW deregistration

NWDAF deregistration

5.3.24.2 AMF deregistration for 3GPP access

Figure 5.3.2.4.2-1 shows a scenario where the AMF sends a request to the UDM to deregister (purge) from the UDM
for 3GPP access (see also 3GPP TS 23.502 [3] figure 4.5.3.1-1 step 3). The request contains the UE's identity (/{ ueld})
which shall be a SUPI and an instruction to set the purgeFlag within the Amf3GppA ccessRegi stration resource.
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AMF UDM
| |
| |

1. PATCH ...Aueld}/registrations/amf-3gpp-access

(Instruction: set PurgeFlag)
2a. 204 No Content

|
|
2b. 403 Forbidden |
|
|

Figure 5.3.2.4.2-1: AMF deregistering for 3GPP access

1. The AMF sendsaPATCH request to the resource representing the UE's AMF registration for 3GPP access.

2a. The UDM shall check whether the received GUAMI matches the stored GUAMI. If so, the UDM shall set the
PurgeFlag. The UDM responds with *204 No Content”.

2h. Otherwise the UDM responds with 403 Forbidden".

NOTE: Based on operator policy, when AMF receives 403 Forbidden, the AMF can avoid freezing the 5G-TM S|
that the UE used, under consideration that the UE has been assigned another 5G-TM Sl by another AMF.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3.24.3 AMF deregistration for non-3GPP access

Figure 5.3.2.4.3-1 shows a scenario where the AMF sends a request to the UDM to deregister (purge) from the UDM
for non-3GPP access (see also 3GPP TS 23.502 [3] figure 4.5.3.1-1 step 3). The request contains the UE's identity
(/{ueld}) which shall be a SUPI and an instruction to set the purgeFlag within the AmfNon3GppA ccessRegistration
resource.

AMF UDM
| |
| |

1. PATCH .../{ueld}/registrations/amf-non-3gpp-access

(Instruction: set PurgeFlag)
2a. 204 No Content

|
|
2b. 403 Forbidden |
|
|

|
|
I
|
|
|

Figure 5.3.2.4.3-1. AMF deregistering for non-3GPP access

1. The AMF sendsaPATCH request to the resource representing the UE's AMF registration for non-3GPP access.

2a. The UDM shall check whether the received GUAMI matches the stored GUAMI. If so, the UDM shall set the
PurgeFlag. The UDM responds with "204 No Content".

2b. Otherwise the UDM responds with "403 Forbidden".

NOTE: Based on operator policy, when AMF receives 403 Forbidden, the AMF can avoid freezing the 5G-TM S|
that the UE used, under consideration that the UE has been assigned another 5G-TMSI by another AMF.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.
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5.3.24.4 SMF deregistration

Figure 5.3.2.4.4-1 shows a scenario where the SMF sends a request to the UDM to deregister an individual SMF
registration (see also 3GPP TS 23.502 [3] figure 4.3.2.2-1 step 20). The request contains the UE's identity (/{ ueld})
which shall be a SUPI and the PDU Session ID (/{ pduSessionid} .

: 1. DELETE .../{ueld}/registrations/smf-registrations/
—_—

{pduSessionid}
2. 204 No Content

SMF UDM
| |
|

——-g--

Figure 5.3.2.4.4-1: SMF deregistration

1. The SMF sends a DELETE request to the resource representing the individual SMF registration that isto be
deregistered.

2. The UDM responds with "204 No Content”. If the SMF had requested the SDM Subscription to be created with
the "implicitUnsubscribe" flag set, then UDM will terminate the SDM Subscription when the last PDU Session
for that SUPI and SMF is deregistered.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.3.245 SMSF Deregistration for 3SGPP Access

Figure 5.3.2.4.5-1 shows a scenario where the SM SF sends a request to the UDM to delete the SM SF registration
information for 3GPP access (see also 3GPP TS 23.502 [3], clause 4.13.3.2). The request contains the UE's identity
({ ueld}) which shall be a SUPI.

For a UE previoudly requests SMS service from both 3GPP access and Non-3GPP access, if SMS service is disabled
from one access type, the SM SF shall only delete the corresponding SM SF registration for that accesstype. If SMS
service is disabled from both 3GPP access and Non-3GPP access, the SMSF shall delete the SMSF registration for both
access types.

SMSF UDM
| |
———1. DELETE .../{ueld}/registrations/smsf—39pp—access—»i

——-g--

|
2. 204 No Content :
|
|

Figure 5.3.2.4.5-1: SMSF Deregistering for 3GPP Access

1. The SMSF sends a DELETE request to the resource representing the UE's SM SF registration for 3GPP access.
2. |If successful, the UDM responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.
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5.3.2.4.6 SMSF Deregistration for Non 3GPP Access

Figure 5.3.2.4.6-1 shows a scenario where the SM SF sends a request to the UDM to delete the SMSF registration
information for non 3GPP access (see also 3GPP TS 23.502 [ 3], clause 4.13.3.2). The request contains the UE's identity
(/{ ueld}) which shall be a SUPI.

For a UE previously requests SM S service from both 3GPP access and Non-3GPP access, if SMS service is disabled
from one access type, the SMSF shall only delete the corresponding SM SF registration for that accesstype. If SMS
serviceis disabled from both 3GPP access and Non-3GPP access, the SMSF shall delete the SM SF registration for both
access types.

SMSF UDM

—1. DELETE . ./{ueld}/registrations/smsf—non—39pp—access—>:
|
|

:4 2. 204 No Content
|
|

Figure 5.3.2.4.6-1: SMSF Deregistering for Non 3GPP Access

1. The SMSF sends a DELETE request to the resource representing the UE's SM SF registration for non 3GPP
access.

2. If successful, the UDM responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.3.2.4.7 IP-SM-GW deregistration

Figure 5.3.2.4.7-1 shows a scenario where the HSS sends a request to the UDM to deregister the IP-SM-GW from the
UDM (see also 3GPP TS 23.632 [32] figure 5.5.X.2-2 step 2). The request contains the UE's identity (/{ ueld}) which
shall be a SUPI.

1. DELETE .../ueld}/registrations/ip-sm-gw———»

HSS UDM
I
|
|
|
|
|
i
|
|

[
|
|
|
|
:4 2. 204 No Content
|
|

Figure 5.3.2.4.7-1: IP-SM-GW deregistration

1. The HSS sends a DELETE request to the resource representing the UE's IP-SM-GW registration.
2. The UDM responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.
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5.3.2.4.8 NWDAF deregistration

Figure 5.3.2.4.8-1 shows a scenario where the NWDAF sends a request to the UDM to deregister the NWDAF from the
UDM. The reguest contains the UE'sidentity (/{ ueld}) which shall be a SUPI ,and the NWDAF's registration identity
(A nwdafRegistrationld} ).

1. DELETE .../{ueld}/registrations/nwdaf-

|

registrations/{nwdafRegistrationld}

NWDAF UDM
I
|
|
|
|
|
|
|
|

|
|
|
|
:4 2. 204 No Content
|
|

Figure 5.3.2.4.8-1: NWDAF deregistration

1. The NWDAF sends a DELETE reguest to the resource representing the UE's NWDAF registration.
2. The UDM responds with 204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.3.2.5 Get

5.3.251 General
The following procedures using the Get service operation are supported:
- Amf3GppAccessRegistration Information Retrieval
- AmfNon3GppAccessRegistration Information Retrieval
- SmfRegistrations Information Retrieval
- SmsfRegistration Information Retrieval for 3GPP Access
- SmsfRegistration Information Retrieval for Non-3GPP Access
- Location Information Retrieval
- Retrieval Of Multiple UE Registration Data Sets
- IP-SM-GW Registration Information Retrieval

- NwdafRegistration Information Retrieval

5.3.25.2 Amf3GppAccessRegistration Information Retrieval

Figure 5.3.2.5.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve
the UE's Amf3GppA ccessRegistration Information. The request contains the UE's identity (/{ ueld}) which shall be a
GPSI or SUPI, the type of the requested information (/registrations/amf-3gpp-access) and query parameters (supported-
features).
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NF service

consumer

| |
:—1 . GET .../{ueId}/registrations/amf—Sgpp—access,;»:
|

|
i<—2. 200 OK (Amf3GppAccessRegistration) :
|

|

UDM

Figure 5.3.2.5.2-1: Requesting a UE's AMF Registration Information for 3GPP Access

1. The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's AMF
registration information for 3GPP access, with query parameters indicating the supported-features.

2. The UDM responds with "200 OK" with the message body containing the UE's Amf3GppA ccessRegistration.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.25.3 AmfNon3GppAccessRegistration Information Retrieval

Figure 5.3.2.5.3-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve
the UE's AmfNon3GppA ccessRegistration Information. The request contains the UE's identity (/{ ueld}) which shall be
aGPSl| or SUPI, the type of the requested information (/registrations/amf-non-3gpp-access) and query parameters
(supported-features).

NF service

UDM
consumer
| |
:—1 . GET .../{ueld}/registrations/amf—non-Sgpp—access—ﬂ
| |

i<—2. 200 OK (AmfNonBGppAccessRegistration)—i
| |
| |

Figure 5.3.2.5.3-1: Requesting a UE's AMF Registration Information for non-3GPP Access

1. The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's AMF
registration information for non-3GPP access, with query parameters indicating the supported-features.

2. The UDM responds with "200 OK" with the message body containing the UE's
AmfNon3GppA ccessRegistration.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.254 Void

5.3.25.5 SmsfRegistration Information Retrieval for 3GPP Access

Figure 5.3.2.5.5-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to retrieve
the UE's SmsfRegistration Information. The request contains the UE's identity (/{ ueld}) which shall be a GPSI, the type
of the requested information (/registrations/smsf-3gpp-access) and query parameters (supported-features).
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NF Service

Consumer UbM
i i
———1. GET .../{ueld}/registrations/smsf-3gpp-access—————»

|
2a. 200 OK (SmsfRegistration) |
2b. 403 Forbidden |

|

|

|
|
-t
|
|
|

Figure 5.3.2.5.5-1: Requesting a UE's SMSF Registration Information for 3GPP Access

1. The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's SMSF
registration information for 3GPP access, with query parameters indicating the supported-features.

2a. The UDM responds with "200 OK" with the message body containing the UE's SmsfRegistration for 3GPP
access.

2b. If the UE does not have required subscription data for SMS service or SM S serviceis barred, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.2.5.6 SmsfRegistration Information Retrieval for Non-3GPP Access

Figure 5.3.2.5.6-1 shows a scenario where the NF service consumer (e.g. NEF) sends arequest to the UDM to retrieve
the UE's SmsfRegistration Information for non-3GPPP access. The request contains the UE's identity (/{ ueld}) which
shall be a GPSI, the type of the requested information (/registrations/smsf-non-3gpp-access) and query parameters
(supported-features).

NF Service

Consumer UDM
| |
———1. GET .../ueld}/registrations/smsf-non-3gpp-access——»

| |
:4 2a. 200 OK (SmsfRegistration) !
2b. 403 Forbidden i

|

|

[
[
[
Figure 5.3.2.5.6-1: Requesting a UE's SMSF Registration Information for Non-3GPP Access

1. The NF service consumer (e.g. NEF) sends a GET request to the resource representing the UE's SMSF
registration information for non-3GPP access, with query parameters indicating the supported-features.

2a. The UDM responds with "200 OK" with the message body containing the UE's SmsfRegistration for non-3GPP
access.

2b. If the UE does not have required subscription data for SMS service or SMS serviceis barred, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.3.25.7 SmfRegistration Information Retrieval

Figure 5.3.2.5.7-1 shows a scenario where the NF service consumer (e.g. NWDAF, SMF) sends arequest to the UDM
to retrieve the UE's SmfRegistration Information. NF Service Consumer (e.g. SMF) may send request to UDM to
retrieve SMF registration information to ensure the uniqueness of PDU Session ID if handover between EPS and
EPC/ePDG. The request contains the UE's identity (/{ ueld}) which shall be a GPSI or SUPI, the type of the requested
information (/registration/smf-registrations) and query parameters (single-nssai, dnn, supported-features).

NF service

consumer
I I
I I

1. GET .../{ueld}/reg istrations/smf-registration34>:

|
2a. 200 OK (SmfRegistrationinfo) !
2b. 404 Not Found |

|

|

UDM

Figure 5.3.2.5.7-1: Requesting a UE's SMF Registration Information

1. The NF service consumer (e.g. NWDAF) sends a GET request to the resource representing the UE's SMF
registration information, with query parameters indicating the single-nssai, dnn, supported-features.

2a. The UDM responds with "200 OK" with the message body containing the UE's SmfRegistrationl nfo.

2b. If thereis no valid SMF Registration data for the UE, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.25.8 Individual SmfRegistration Information Retrieval

NF Service Consumer (e.g. AMF) may send request to UDM to retrieve individual SMF registration information
identified by PDU Session ID.

NF service

consumer

I
|
:—1 .GET .../{ueld}/registrations/smf—Registrations/{pduSessionId}»{
|
|
|
|

UDM

:4 2a. 200 OK (SmfRegistrationiInfo)

2b. 404 Not Found

Figure 5.3.2.5.8-1: Requesting individual SMF Registration Information

1. The NF service consumer (e.g. AMF) sends a GET request to the resource representing the individual SMF
registration information.

2a. The UDM responds with 200 OK" with the message body containing the SmfRegistration corresponding to the
indicated PDU session.

2b. If thereis no valid SMF Registration datafor the indicated PDU session, HT TP status code "404 Not Found”
shall be returned including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.3.2.5.9 Location Information Retrieval

Figure 5.3.2.5.9-1 shows a scenario where the NF service consumer (e.g. (H)GMLC) sends arequest to the UDM to
retrieve the UE's Location Information. The request contains the UE's identity (/{ ueld}), which shall be a GPSI or
SUPI, and query parameters (supported-features).

consumer uDw
| |
: 1. GET .../{ueld}/registrations/location—>:
| 2a. 200 OK (LocationInfo)

|
|
2b. 404 Not Found i
|
|

Figure 5.3.2.5.9-1: Requesting a UE's Location Information

1. The NF service consumer (e.g. (HJGMLC) sends a GET request to the resource representing the UE's Location
information, with query parameters indicating the supported-features.

2a. The UDM responds with "200 OK" with the message body containing the UE's Locationinfo.

The returned Locationlnfo shall include the NF instance ID of the serving AMF ID, and may include the
GUAMI of the serving AMF, the VGML C address info.

2b. If thereis no valid location information data for the UE, aresponse with HTTP status code "404 Not Found”
shall be returned to the NF service including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.2.5.10 Retrieval Of Multiple UE Registration Data Sets

Figure 5.3.2.5.10-1 shows a scenario where the NF service consumer (e.g. HSS, NWDAF, NSSAAF) sends a request to
the UDM to receive multiple UE registration data sets. In this example scenario the UE's AMF registration data sets are
retrieved with a single reguest; see clause 6.2.6.3.6 for other data sets that can be retrieved with a single request. The
request contains the resource of UE's registrations({ uel d} /registrations) and query parameters identifying the requested
registration data sets (in this example: ?registration-dataset-names=AMF_3GPP, AMF_NON_3GPP).

NF Service UDM
Consumer

I I

| |
. o . )

| 1. GET ...Aueld}/Registrations?registration-dataset |

| names=AMF_3GPP,AMF_NON_3GPP
|
:4 2. 200 OK (RegistrationDataSets)
|
|

Figure 5.3.2.5.10-1: Retrieval of Multiple UE Registration Data Sets

1. The NF Service Consumer (e.g. HSS, NWDAF) sends a GET request to the resource representing the UE
registrations. Query parametersindicate the requested UE registration data sets.

2. The UDM responds with "200 OK" with the message body containing the requested UE registration data sets.
When not al requested data sets are available at the UDM, only the requested and available data sets are
returned in a"200 OK" response.
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.3.25.11 IP-SM-GW Registration Information Retrieval

Figure 5.3.2.5.11-1 shows a scenario where the NF service consumer sends a request to the UDM to retrieve the UE's
IP-SM-GW Registration Information. The request contains the UE's identity (/{ ueld}) which shall be a SUPI.

NF service UDM
consumer

| |

: 1. GET .../{ueld}/registrations/ip-sm-gw—»{

|

|

|
|
:4 2. 200 OK (IpSmGwRegistration) |
| |
| |

Figure 5.3.2.5.11-1: Requesting a UE's IP-SM-GW Registration Information

1. The NF service consumer sends a GET request to the resource representing the UE's IP-SM-GW registration
information for 3GPP access.

2. The UDM responds with "200 OK" with the message body containing the UE's IP-SM-GW Registration.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
5.3.25.12 NwdafRegistration Information Retrieval

Figure 5.3.2.5.12-1 shows a scenario where the NF service consumer (e.g. NWDAF) sends a request to the UDM to
retrieve the UE's NwdafRegistration |nformation. The request contains the UE's identity (/{ ueld}), which shall be a
SUPI, the type of the requested information (/registrations/nwdaf-registrations) and query parameters (anayticslds,
supported-features).

NF service

UDM
consumer
I I
| |

:—1. GET .../{ueld}/registrations/nwdaf-registrations—»{

| |
:4 2a. 200 OK (NwdafRegistration(s)) !
2b. 404 Not Found i

|

|

|
|
[

Figure 5.3.2.5.12-1: Requesting a UE's NwdafRegistration Information

1. The NF service consumer (e.g. NWDAF) sends a GET request to the resource representing the UE's
Nwdaf Registration information, with query parameters indicating the analyticsl ds, supported-features.

2a. The UDM responds with 200 OK" with the message body containing the UE's Nwdaf Regi stration(s).
NOTE: if there are multiple NwdafRegsitration for the same UE, all matched NwdafRegistration(s) will be returned.

2b. If there is no valid NwdafRegistration information data for the UE, aresponse with HT TP status code "404 Not
Found" shall be returned to the NF service including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.3.2.6 Update

5.3.26.1 General
The following procedures using the Update service operation are supported:
- Update a parameter (e.g. PEI, EPS Interworking Info, etc) in the AMF registration for 3GPP access
- Update a parameter (e.g. PEI) in the AMF registration for non-3GPP access
- Update a parameter (e.g. anayticsid(s)) in the NWDAF registration
- Update a parameter (e.g. PGW FQDN) in the SMF registration

5.3.2.6.2 Update A Parameter (e.g. PEI) in the AMF Registration For 3GPP Access

Figure 5.3.2.6.2-1 shows a scenario where the AMF sends a request to the UDM to update a parameter within the
Amf3GppAccessRegistration resource. The request contains the UE's identity (/{ ueld}) which shall be a SUPI and an
instruction to modify a parameter (e.g. PEI).

2c. 404 Not Found
2d. 422 Unprocessable Request

AMF UDM
! 1. PATCH .../{ueld}/registr_ation_s/amf-?fgpp-_access '
! (Amf3GppAccessRegistrationModification) !
: 2a. 204 No Content :
:4 2b. 200 OK (PatchResult) :
| |
| |

Figure 5.3.2.6.2-1: AMF registration parameter update for 3GPP access

1. The AMF sendsaPATCH request to the resource representing the UE's AMF registration for 3GPP access.

If the AMF needs to modify the backupAmfInfo, the AMF shall include the |E in the PATCH request. The
modified backupAmfinfo isonly applicable to this UE in 3GPP access.

2a. If al the modification instructions in the PATCH request have been implemented, the UDM shall respond with
"204 No Content" response.

2b. If some of the modification instructions in the PATCH request have been discarded, and the NF service
consumer has included in the supported-feature query parameter the "PatchReport” feature number, the UDM
shall respond with "200 OK" with the response body containing PatchResullt.

2c. If the resource does not exist e.g. the UE is not registered yet, HTTP status code "404 Not Found" should be
returned including additional error information in the response body (in the "ProblemDetails" element).

2d. If the resource exists, but the requesting AMF is not the one currently registered for the UE, HTTP status code
"422 Unprocessable Entity" should be returned including additional error information in the response body (in
the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3.2.6.3 Update A Parameter (e.g. PEI) in the AMF Registration For Non 3GPP Access

Figure 5.3.2.6.3-1 shows a scenario where the AM F sends a request to the UDM to update a parameter within the
AmfNon3GppA ccessRegistration resource. The request contains the UE's identity (/{ ueld}) which shall be a SUPI and
an instruction to modify a parameter (e.g. PEI).
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(AmfNon3GppAccessRegistrationModification )
2a. 204 No Content
2b. 200 OK (PatchResult)
2c. 404 Not Found
2d. 422 Unprocessable Request

AMF UDM
! 1. PATCH .../{ueld}/registrations/amf-3gpp-access :
| :
| |
| |
- |
| |
| |

Figure 5.3.2.6.3-1: AMF registration parameter update for non-3GPP access

1. The AMF sends a PATCH request to the resource representing the UE's AMF registration for non-3GPP access.

If the AMF needs to modify the backupAmfInfo, the AMF shall include the |E in the PATCH request. The
modified backupAmfinfo isonly applicable to this UE in non-3GPP access.

2a. If al the modification instructions in the PATCH request have been implemented, the UDM shall respond with
"204 No Content" response.

2b. If some of the modification instructions in the PATCH request have been discarded, and the NF service
consumer has included in the supported-feature query parameter the " PatchReport" feature number, the UDM
shall respond with "200 OK" with the response body containing PatchResult.

2c. If the resource does not exist e.g. the UE is not registered yet, HTTP status code "404 Not Found" should be
returned including additional error information in the response body (in the "ProblemDetails" element).

2d. If the resource exists, but the requesting AMF is not the one currently registered for the UE, HTTP status code
"422 Unprocessable Entity" should be returned including additional error information in the response body (in
the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3.2.6.4 Update A Parameter (e.g. analyticsld(s)) in the NWDAF Registration

Figure 5.3.2.6.4-1 shows a scenario where the NWDAF sends a request to the UDM to update a parameter within the
NwdafRegistration resource. The request contains the UE's identity (/{ ueld}) which shall be a SUPI, the NWDAF's
registration identity (/{ nwdafRegistrationld} ) and an instruction to modify a parameter (e.g. analyticsld(s)).

NWDAF UDM
1. PATCH ...Aueld}/registrations/nwdaf-

I
registrations/{nwdafRegistrationld} —»:
(NwdafRegistrationModification)

[
:
| |
| |
: 2a. 204 No Content :
| |
|
|
|

2b. 200 OK (PatchResult) or 200 OK (NwdafRegistration)
2c. 404 Not Found |
2d. 422 Unprocessable Entity I

Figure 5.3.2.6.4-1: NWDAF registration parameter update

1. The NWDAF sends a PATCH request to the resource representing the UE's NWDAF registration.

2a. If all the modification instructions in the PATCH request have been implemented, the UDM shall respond with
"204 No Content" response.

2b. If some of the modification instructionsin the PATCH request have been discarded:
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- the UDM shall respond with "200 OK" with the response body containing PatchResult, if the NF service
consumer has included in the supported-feature query parameter the " PatchReport" feature number; or

- the UDM shall respond with "200 OK" with the response body containing NwdafRegistration, if the NF
service consumer does not support the "PatchReport” feature.

2c. If the resource does not exist e.g. the UE is not registered yet, HTTP status code "404 Not Found" should be
returned including additional error information in the response body (in the "ProblemDetails" element).

2d. If the resource exists, but the requesting NWDAF is not the one currently registered for the UE, HTTP status
code "422 Unprocessable Entity" should be returned including additional error information in the response body
(in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.3.2.6.5 Update A Parameter (e.g. PGW FQDN) in the SMF Registration

Figure 5.3.2.6.5-1 shows a scenario where the SMF sends a request to the UDM to update a parameter within the
SmfRegistration resource (see also clause 4.11.5.2 of 3GPP TS 23.502 [3]). The request contains the UE's identity
({ ueld}) which shall be a SUPI and an instruction to modify a parameter (e.g. PGW FQDN).

SMF UDM

| 1. PATCH .../{ueld}/registrations/smf-registrations/{pduSessionld} |
= . . . . gl
| (Modification instruction)

|

|

|

|

2a. 204 No Content or 200 OK (PatchResult)
-—— 2b. 404 Not Found
2c. 422 Unprocessable Request

[
[
Figure 5.3.2.6.5-1: SMF registration parameter update

1. The SMF sends a PATCH request to the resource representing the UE's SMF registration
.../[{ ueld}/registrations/smf-registrations/{ pduSessionl d} .

2a. On success, the UDM responds with *204 No Content™" or 200 OK" shall be returned; in the latter case, the
payload body of the PATCH response shall contain the PatchResult indicating that some of the modification
instructions in the PATCH request have been discarded.

2b. If the resource does not exist, HTTP status code "404 Not Found" should be returned including additional error
information in the response body (in the "ProblemDetails' element).

2c. If the resource exists, but the requesting SMF is not the one currently registered for the UE, HTTP status code
"422 Unprocessable Entity" should be returned including additional error information in the response body (in
the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5327 P-CSCF-RestorationNotification

5.3.2.7.1 General
The following procedure using the P-CSCF-RestorationNotification service operation is supported:

- UDM initiated P-CSCF-Restoration

ETSI



3GPP TS 29.503 version 17.18.0 Release 17 73 ETSI TS 129 503 V17.18.0 (2025-03)

5.3.2.7.2 UDM initiated P-CSCF-Restoration

Figure 5.3.2.7.2-1 shows a scenario where the UDM noatifies the registered AMF or SMF about the need for P-CSCF
restoration. The request contains the pcscfRestorationCallbackUri URI for P-CSCF restoration as received by the UDM
during registration, and P-CSCF Restoration Indication.

AMF / SMF UDM
I I
| |
| 1. POST {pcscfRestorationCallbackUri} |
(PcscfRestorationNotification) :
2a. 204 No Content |
>
|
|
|

|
|
| 2b. 4xx/5xx (Problem Details) or 3xx
|
|

Figure 5.3.2.7.2-1: UDM initiated P-CSCF Restoration

1. TheUDM sends a POST request to the pcscfRestorationCallbackUri as provided by the NF service consumer
during the registration.

2a. On success, the AMF or SMF responds with "204 No Content”.

2b. On failure or redirection, one of the appropriate HTTP status code listed in Table 6.2.5.3-3 shall be returned. For
a 4xx/5xx response, the message body may contain appropriate additional error information.

5.3.2.8 P-CSCF-RestorationTrigger

5.3.2.8.1 General
The following procedure using the P-CSCF-RestorationTrigger service operation is supported:
- P-CSCF-RestorationTrigger

5.3.2.8.2 P-CSCF-RestorationTrigger

Figure 5.3.2.8.2-1 shows a scenario where the HSS sends a request to the UDM to initiate P-CSCF restoration. The
request contains the UE's identity which shall be a SUPI.

HSS

1. POST .../restore-pcscf (supi)

2. 204 No Content

C
B . 2 =
<

e S

Figure 5.3.2.8.2-1: P-CSCF-RestorationTrigger

1. The HSS sends a POST request (custom method: restore-pcscf) to the UDM.
2. The UDM responds with 204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.
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5.3.2.9 AMFDeregistration

5.3.29.1 General
The following procedure using the AMFDeregistration service operation is supported:

- AMF-Deregistration

5.3.2.9.2 AMF-Deregistration

Figure 5.3.2.9.2-1 shows a scenario where the HSS sends a request to the UDM to deregister the registered AMF. The
request contains the UE's identity which shall bean IMSI.

HSS | UDM
1. POST...ueld}/registrations/amf-3gpp-access/dereg-amf
(AmfDereginfo)

2a. 204 No Content

|
|
|
|
' 2b. 404 Not Found

-
|
|

Figure 5.3.2.9.2-1: AMF-Deregistration

1. The HSS sends a POST request (custom method: dereg-amf) to the resource representing the UE's registration
for 3GPP access. This shall result in sending of Nudm_UECM _DeregistrationNotification to the AMF (see
3GPP TS 23.632[32]) and setting the purgeFlag in the Amf3GppA ccessRegistration stored in the UDR.

2a. The UDM responds with 204 No Content".

2b. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.3.2.10 PEI-Update

5.3.2.10.1 General
The following procedure using the PEI-Update service operation is supported:

- PEI Update

5.3.2.10.2 PEI Update

Figure 5.3.2.10.2-1 shows a scenario where the HSS sends a request to the UDM to update the PEI attribute in the 3GPP
Access Registration context. The request contains the UE's identity which shall bean IMSI.

HSS UDM

:_1. POST...ueld}/registrations/amf-3gpp-access/pei-u pdate_>I
(PeiUpdatelnfo) '

|
|
|
|
-

|
|
2a. 204 No Content :
2b. 404 Not Found :
|

Figure 5.3.2.10.2-1: PEI Update
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1. The HSS sends a POST request (custom method: pei-update) to the resource representing the UE's registration
for 3GPP access. This shall result in the UDM updating the stored pei attribute in e.g. the UDR.
2a. The UDM responds with "204 No Content".

2b. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

53.2.11 Roaming Information Update

5.3.2.11.1 General
The following procedure using the Roaming-Info-Update service operation is supported:

- Roaming Information Update

5.3.2.11.2 Roaming Information Update

Figure 5.3.2.11.2-1 shows a scenario where the HSS sends a request to the UDM to update the Roaming Information
Update in the 3GPP Access Registration context. The request contains the UE's identity which shall be an IMSI.

HSS | UDM

L 1. POST...ueld}/registrations/amf-3gpp-access/roaming-

information (RoaminginfoUpdate)

A

I
|
2a. 204 No Content :
2b. 201 Created :

|

Figure 5.3.2.11.2-1: Roaming Information Update

1. The HSS sends a POST request to the resource representing the UE's Roaming information to update or create
the Roaming Information.

2a. On success, the UDM updates the RoaminglnfoUpdate resource by replacing it with the received resource
information, and responds with "204 No Content".

2b. If the resource does not exist (there is no previous Roaming Information Update stored in UDM for the user,
UDM stores the received Roaming Information Update and responds with HTTP Status Code "201 created” with
the created Roaming Information Update.

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.3.2.12 DataRestorationNotification

5.3.2.12.1 General
The following procedure using the DataRestorationNotification service operation is supported:

- UDR-initiated Data Restoration
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5.3.2.12.2 UDR-initiated Data Restoration

Figure 5.3.2.12.2-1 shows a scenario where the UDM notifies the NF Service Consumer (e.g., aregistered AMF, SMF,
SMSF) about the need to restore subscription-data due to a potential data-loss event occurred at the UDR. The request
contains identities representing those UEs potentially affected by such event.

2b. 4xx/5xx (Problem Details) or 3xx

NF Service UDM
Consumer
I I
: 1. POST {dataRestorationCallbackUri} :
! (DataRestorationNotification) :
| |
|
: 2a. 204 No Content -
| |
| |

Figure 5.3.2.12.2-1: UDR-initiated Data Restoration

1. The UDM (after receiving a notification from UDR about a potential data-10ss event) sends a POST request to
the dataRestorationCallbackUri; such callback URI may be provided by the NF service consumer during the
registration, or dynamically discovered by UDM by querying the NRF for the NF Profile of the NF Service
Consumer.

2a. On success, the NF Service Consumer responds with "204 No Content”.

2b. On failure or redirection, one of the appropriate HTTP status codes listed in Table 6.2.5.3-3 shall be returned.
For a 4xx/5xx response, the message body may contain appropriate additional error information.

5.3.2.13 SendRoutingInfoForSM

5.3.2.13.1 General
The following procedure using the SendRoutingl nfoForSM service operation is supported:

- Successful Mobile Terminated short message transfer as defined in 3GPP TS 23.540 [66] clause 5.1.2,
clause 5.1.3 and clause 5.1.4.

- Unsuccessful Mobile Terminated short message transfer as defined in 3GPP TS 23.540 [66] clause 5.1.5,
clause 5.1.6 and clause 5.1.9.

- GPSI-to-Subscription-Network resolution as defined in 3GPP TS 23.540 [66] clause 5.1.7.

5.3.2.13.2 Send Routing Information For SM
Figure 5.3.2.13.2-1 shows a scenario where the NF consumer (e.g. SMS-GM SC, HSS...) sends a request to the UDM to

retrieve the addressing information for SM S delivery, e.g. addressing of the available SM SF nodes registered in the
UDM.
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NF Service

Consumer
I [

! 1. POST ...Aueld}/registrations/ !
|
|
|
|
|

: send-routing-info-sm
|
: 2a. 200 OK (RoutingInfoSm)

———————— 2b. 404 Not Found —_—

: 2c. 403 Forbidden :

Figure 5.3.2.13.2-1: Send Routing Info For SM

1. The NF Service Consumer sends a POST request (custom method: send-routing-info-sm) to the UDM. The
reguest URI contains the UE's identity ({ ueld}). The request body may contain alist of features of the
Nudm_UECM API supported by the NF Service Consumer, if any; otherwise, the request body may contain an
empty JSON object.

2a. The UDM responds with 200 OK" with the message body containing a Routingl nfoSm data structure, including
the addressing info of the nodes that are currently available to be used for sending SM S to the recipient UE, if
any.

2b. If thereisno node at UDM currently available to be used for sending SM S to the recipient UE, then the UDM
responds with "404 Not Found" with the message body containing a ProblemDetails object, with a cause code
indicating "ABSENT_SUBSCRIBER_SM".

2c. If the UE does not have required subscription data for SMS service or SMS service is barred, the UDM responds
with HT TP status code "403 Forbidden”, with the reponse body including a ProblemDetails object containing an
application error indicating "SERVICE_NOT_PROVISIONED" or "SERVICE_NOT_ALLOWED".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

54 Nudm_UEAuthentication Service

54.1 Service Description
See 3GPP TS 23.501 [2] table 7.2.5-1.

5.4.2 Service Operations

5421 Introduction
For the Nudm_UEA uthentication service the following service operations are defined:
- Get
- GetHssAv
- ResultConfirmation
- GetProseAv
- GetGbaAv

- Notification
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The Nudm_UEA uthentication service is used by the AUSF to request the UDM to select an authentication method,
calculate a fresh authentication vector (AV) if required for the selected method, and provide it to the AUSF by means of
the Get service operation. See 3GPP TS 33.501 [6] clause 14.2.2 and 3GPP TS 33.535 [55] clause 6.1. The service may
also be used by the AUSF to indicate to the UDM that the user is using a N5GC device behind Cable RGsin private
networks or in isolated deployment scenarios with wireline access and that therefore the applicable authentication
method shall be EAP based. See 3GPP TS 23.316 [37] clause 4.10a.

The Nudm_UEAuthentication service is also used by the HSS to request UDM to generate the authentication vector(s)
for EPS or IMS domain by means of GetHssAv service operation. See 3GPP TS 23.632 [32] clause 5.6.3.

The Nudm_UEAuthentication service is aso used by the AUSF to inform the UDM about the occurrence of a
successful or unsuccessful authentication by means of the ResultConfirmation service operation.
See3GPP TS 33.501 [6] clause 14.2.3.

The Nudm_UEAuthentication service is also used by the AUSF to request the UDM to authenticate the FN-RG
accessing to 5GC viaW-AGF. See 3GPP TS 23.316 [37] clause 7.2.1.3.

The Nudm_UEAuthentication service is also used by the NF service consumer to request the UDM to remove the UE
authentication result during the Purge of subscriber datain AMF after the UE deregisters from the network or NAS
SMC fails following the successful authentication in the registration procedure.

The Nudm_UEAuthentication service is also used by the AUSF to request UDM to retrieve the Authentication Vectors
for 5G ProSe by means of GetProseAv service operation. See 3GPP TS 33.503 [64] clause 7.4.

The Nudm_UEAuthentication service is also used by the GBA's BSF to request UDM to generate the GBA
authentication vector by means of GetGbaAv service operation. See 3GPP TS 33.220 [61] clause N.2.2.

5.4.2.2 Get

54221 General

The following procedure using the Get service operation is supported:
- Authentication Information Retrieval

- FN-RG Authentication

As part of this Authentication Information Retrieval operation, the UDM authorizes or rejects the subscriber to use the
service provided by the registered NF, based on subscription data (e.g. roaming restrictions).

As part of this FN-RG Authentication operation, the UDM decides, based on the stored authentication profile of the
SUPI and the authenticated indication that authentication has been completed by the W-AGF, that authentication by the
home network is not required for the FN-RG.

54222 Authentication Information Retrieval

Figure 5.4.2.2.2-1 shows a scenario where the NF service consumer (AUSF) retrieves authentication information for the
UE from the UDM (see also 3GPP TS 33.501 [6] clause 6.1.2). The request contains the UE's identity (supi or suci), the
serving network name, and may contain resynchronization info.

NF service

consumer
I
I

C
)
<

I 1. POST ...{supiOrSuci}/security-information/generate-auth-data
:_ (serving network name, resync. info)
|
! 2a. 200 OK (AuthenticationIinfoResult)
2b. 403 Forbidden

——————————
I

-L___X

Figure 5.4.2.2.2-1: NF service consumer requesting authentication information

ETSI



3GPP TS 29.503 version 17.18.0 Release 17 79 ETSI TS 129 503 V17.18.0 (2025-03)

1. The NF service consumer sends a POST request (custom method: generate-auth-data) to the resource
representing the UE's security information.

2a. The UDM responds with "200 OK" with the message body containing the authentication data information.

The AUSF shall store the authentication data information for subsegquent authentication processing. If the AUSF
is configured to store Kausf (e.g. based on its support of SoRProtection / UPUProtection service operations/
deriving AKMA key after primary authentication), the AUSF shall preserve the Kausf and related information
(e.g. SUPI) after the completion of the primary authentication. If the UDM decides that the primary
authentication by an AAA server in a Credentials Holder is required, the AUSF shall perform the authentication
with the AAA Server. In case the UDM receives an anonymous SUCI that contains the realm part, the UDM
authorizes the UE based on realm part of SUCI, and send anonymous SUPI and the indicator to indicate to the
AUSF to run primary authentication with an external Credentials holder (see 3GPP TS 33.501 [6], clause |.2.2).
If the Default Credentials Server (DCS) provides UDM with the information of a Provisioning Server (PVS
FQDN(s) and/or |P address(es)), the UDM provides the PV S info to the AUSF.

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, none of the CAG
IDsin the CAG cell match any of the CAG IDs in the allowed CAG list, access barring or roaming restrictions,
UDM receives an anonymous SUCI that does not contain the realm part, HTTP status code "403 Forbidden"
should be returned including additional error information in the response body (in "ProblemDetails" element). If
the cellCaglnfo is not received, the UDM shall not assume the UE is accessing from the PLMN and shall not
stop the authenthcation if the UE is allowed to access 5GS via CAG cell(s) only.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.4.2.2.3 FN-RG Authentication

Figure 5.4.2.2.3-1 shows a scenario where the NF service consumer (AUSF) requests the UDM to authenticate the FN-
RG accessing to 5GC viaW-AGF. (see d'so 3GPP TS 23.316 [37] clause 7.2.1.3). The request contains the UE's
identity (suci), and the authenticated indication.

NF service

UDM
consumer
I I
I I

:—1. GET .../{supiOrSuci}/security-information-rg4>:

2a. 200 OK (RgAuthCtx)
| 2b. 403 Forbidden

Figure 5.4.2.2.3-1: NF service consumer requesting authentication information for FN-RG

1. The NF service consumer sends a GET request to the resource representing the UE's security information.

2a. The UDM responds with "200 OK" with the message body containing the authentication data information of FN-
RG.

2b. If the operation cannot be authorized due to e.g. UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.
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5423 ResultConfirmationinform

54231 General
The following procedure using the ResultConfirmation service operation is supported:
- Authentication Confirmation

- Authentication Result Removal

5.4.2.3.2 Authentication Confirmation

Figure 5.4.2.3.2-1 shows a scenario where the NF service consumer (AUSF) confirms the occurence of a successful or
unsuccessful authentication in a serving network to the UDM (see also 3GPP TS 33.501 [6] clause 6.1.4.1a). The
request contains the UE's identity (supi), and information about the authentication occurrence (AuthEvent).

s
| |
E 1. POST ... /{supi}/auth-events (AuthEvent)—»i
54— ——————— 2a. 201 Created- — — — — — — — —i
— — — — — — 2b. 4xx/5xx (ProblemDetails) — — — — — =

Figure 5.4.2.3.2-1: NF service consumer confirms UE authentication

1. The NF service consumer sends a POST request to the resource representing the UE's authentication events. The
payload body of the POST request shall contain a representation of the individual AuthEvent resource to be
created. There shall be only one individual AuthEvent per UE per Serving Network identified by the supi in URI
and servingNetworkName in AuthEvent.

2a. On success, the UDM responds with "201 Created" and the "Location" header shall be present and shall contain
the URI of the created resource.

2b. On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional
error information should be returned.

5.4.2.3.3 Authentication Result Removal

Figure 5.4.2.3.3-1 shows a scenario where the NF service consumer requests the UDM to remove the Authentication
Result. The request contains the UE's identity { supi}, the authEvent Id, and an indication to remove Authentication
result.

NF service

UDM
consumer
T T
I I

:—1. PUT .../{supi}/auth-events/{authEventid} (Auth Event)—»{

Figure 5.4.2.3.3-1: NF service consumer removes the authentication result
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1. The NF service consumer shall send a PUT request to the UDM. The payload of the body shall contain the
indication to remove authentication result.

2a. On success, "204 No Content” shall be returned. The UDM shall remove the Authentication result of the UE by
completely replacing the individual AuthEvent resource.

2b. On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional
error information should be returned.

5424 GetHssAv

54241 General
The following procedure using the GetHssAv service operation is supported:

- HSS Authentication Vector Retrieval

54242 HSS Authentication Vector Retrieval

Figure 5.4.2.4.2-1 shows a scenario where the NF service consumer (HSS) retrieves authentication vector(s) for the UE
from the UDM (see dso 3GPP TS 23.632 [32] clause 5.6.3). The request contains the UE's identity (SUPI), the
authentication method, serving network id, and may contain resynchronization info.

NF service

UDM
consumer

I
:_1. POST .../{supi}/hss-security-information/{hssAuthType}/generate-av -
(HssAuthenticationinfoRequest)

- 2b. 403 Forbidden
2c. 404 Not Found

I
I
: 2a. 200 OK (HssAuthenticationInfoResult)
I
I
I

Figure 5.4.2.4.2-1. NF service consumer requesting authentication vector(s)

1. The NF service consumer sends a POST request (custom method: generate-av) to the resource representing the
UE's HSS security information; the type of requested AV isincluded as part of the resource URI.

2a. The UDM responds with "200 OK" with the message body containing the authentication vector(s).

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails" element).

2c. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5425 GetGbaAv

54.25.1 General

The following procedure using the GetGbaAv service operation is supported:
- GBA Authentication Vector Retrieval
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5.4.25.2 GBA Authentication Vector Retrieval

Figure 5.4.2.5.2-1 shows a scenario where the NF service consumer (GBA's BSF) retrieves authentication vector(s) for
the UE from the UDM (see also 3GPP TS 33.220 [61]). The request contains the UE's identity (SUPI), the
authentication method and may contain resynchronization info.

NF service
consumer

UDM

1. POST .../{supi}/gba-security-information/generate-av
(GbaAuthenticationinfoRequest)

- 2b. 403 Forbidden
2c. 403 Not Found

I
I
|
I
| 2a. 200 OK (GbhaAuthenticationInfoResult)
I
I
I

Figure 5.4.2.5.2-1: NF service consumer requesting authentication vector(s)

1. The NF service consumer sends a POST request (custom method: generate-av) to the resource representing the
UE's GBA security information.

2a. The UDM responds with "200 OK" with the message body containing the authentication vector(s).

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails" element).

2c. If the user does not exist, HTTP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.4.2.6 GetProseAv

54.2.6.1 General
The following procedure using the GetProseAv service operation:

- ProSe Authentication Vector Retrieval

5.4.2.6.2 ProSe Authentication Vector Retrieval

Figure 5.4.2.6.2-1 shows a scenario where the NF service consumer (AUSF) retrieves ProSe authentication vector(s) for
the 5G ProSe Remote UE from the UDM (see also 3GPP TS 33.503 [64] clause 7.4). The request contains the UE's
identity (supi or suci), Relay Service Code, and may contain resynchronization info.
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NF service UDM
consumer

I . - - - .

I 1. POST .../{supiOrSuci}/prose-security-information/generate-

av(ProSeAuthenticationInfoRequest)

- 2b. 403 Forbidden
2c. 403 Not Found

|
|
: 2a. 200 OK (ProSeAuthenticationIinfoResult)
I
|
|

Figure 5.4.2.6.2-1: NF service consumer requesting authentication vector(s)

1. The NF service consumer sends a POST request to the UDM.
2a. The UDM responds with "200 OK" with the message body containing the authentication vector(s).

2b. If the operation cannot be authorized due to e.g UE does not have required subcription data, HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in
"ProblemDetails" element).

2c. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5427 Notification

54271 General
The following procedures using the Notification service operation are supported:

- UDR-initiated Data Restoration Notification

54.27.2 UDR-initiated Data Restoration Notification

Figure 5.4.2.7.2-1 shows a scenario where the UDM notifies the NF Service Consumer (e.g. AUSF) about the need to
restore data (e.g. confirmation of successful authentication events) due to a potential data-1oss event occurred at the
UDR. The request contains identities representing those UEs potentially affected by such event.

NF Service UDM
Consumer
I I
: 1. POST {dataRestorationCallbackUri} :
! (DataRestorationNotification) :
| |
|
: 2a. 204 No Content -
| |
| |

2b. 4xx/5xx (Problem Details) or 3xx

Figure 5.4.2.7.2-1: UDR-initiated Data Restoration

1. The UDM (after receiving a notification from UDR about a potential data-1oss event) sends a POST request to
the dataRestorationCallbackUri; such callback URI may be provided by the NF service consumer during the
confirmation of a successful authentication event, or dynamically discovered by UDM by querying the NRF for
the NF Profile of the NF Service Consumer.
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2a. On success, the NF Service Consumer responds with "204 No Content”.

2b. On failure or redirection, one of the appropriate HTTP status codes listed in Table 6.3.5.2-3 shall be returned.
For a 4xx/5xx response, the message body may contain appropriate additional error information.

5.5 Nudm_EventExposure Service

55.1 Service Description
See 3GPP TS 23,501 [2] table 7.2.5-1.

5.5.2 Service Operations

55.21 Introduction
For the Nudm_EventExposure service the following service operations are defined:
- Subscribe
- Unsubscribe
- Notify
- ModifySubscription

The Nudm_EventExposure service is used by consumer NFs (e.g. NEF) to subscribe to notifications of event
occurrence by means of the Subscribe service operation. For events that can be detected by the AMF, the UDM makes
use of the appropriate AMF service operation to subscribe on behalf of the consumer NF (e.g. NEF).

The Nudm_EventExposure service is also used by the consumer NFs (e.g. NEF) that have previously subscribed to
notificatios, to unsubscribe by means of the Unsubscribe service operation. For events that can be detected by the AMF,
the UDM makes use of the appropriate AMF service operation to unsubscribe on behalf of the consumer NF (e.g. NEF).

The Nudm_EventExposure service is also used by the subscribed consumer NFs (e.g. NEF) to get notified by the UDM
when a subscribed event occurs at the UDM by means of the Notify service operation. For subscribed events that can
occur at the AMF, the consumer NF (e.g. NEF) makes use of the corresponding AMF service operation to get notified
by the AMF directly without UDM involvement.

The Nudm_EventExposure serviceis also used by the subscribed consumer NFs (e.g. NEF) to modify an existing
subscription by means of the ModifySubscription service operation.

For details see 3GPP TS 23.502 [3] clause 4.15.
55.2.2 Subscribe

55.2.2.1 General
The following procedures using the Subscribe service operation are supported:

- Subscribe to Notification of event occurrence

5.5.2.2.2 Subscription to Notification of event occurrence

Figure 5.5.2.2.2-1 shows a scenario where the NF service consumer sends a regquest to the UDM to subscribe to
notifications of event occurrence (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 1 and 3GPP TS 23.502 [3]
Figure 4.15.3.2.3b-1 step 1). The request contains a callback URI, the type of event that is monitored and additional
information e.g. event filters and reporting options.
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NF service
consumer

I I
L——1. POST...{ueldentity}/ee-subscriptions (EeSubscription)—|

UDM

| |
: 2a. 201 Created (CreatedEeSubscription) :
————————— 2b. 404 Not Found _

: 2c. 403 Forbidden :
| |

Figure 5.5.2.2.2-1: NF service consumer subscribes to notifications

1. The NF service consumer sends a POST request to the parent resource (collection of subscriptions)
(.../{ ueldentity} /ee-subscriptions), to create a subscription as present in message body. The values ueldentity
shall take are specified in Table 6.4.3.2.2-1. The request may contain an expiry time, suggested by the NF
Service Consumer, representing the time upto which the subscription is desired to be kept active and the time
after which the subscribed event(s) shall stop generating notifications, the indication on whether the subscription
applies also to EPC.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE or for the group of UEs or Any UE which
isindicated in the Resource URI variable uel dentity; otherwise, the UDM shall skip the MTC provider and/or
AF authorization check.

2a. On success, the UDM responds with "201 Created" with the message body containing a representation of the
created subscription. The Location HTTP header shall contain the URI of the created subscription. If the event
subscription was for a group of UEs:

- The"maxNumOfReports' in the "reportingOptions' | E shall be applicable to each UE in the group;
- The UDM shal return the number of UEs in that group in the "numberOfUes" |E.

The NF service consumer shall keep track of the maximum number of reports reported for each UE in the event
report and when "maxNumOfReports* numberOfUes" limit is reached, the NF service consumer shall initiate the
unsubscription of the notification towards the UDM (see clause 5.5.2.3.2).

If the event subscription was for alist events, the "maxNumOfReports® in the "reportingOptions’ 1E shall be
applicable to each event. The NF service consumer shall keep track of the maximum number of reports reported
for each event in the event report and when " maxNumOfReports* number of events' limit is reached, the NF
service consumer shall initiate the unsubscription of the notification towards the UDM (see clause 5.5.2.3.2).

The response, based on operator policy, may contain the expiry time, as determined by the UDM, after which the
subscription becomesinvalid. Before the subscription is going to expire, if the NF Service Consumer wants to
keep receiving notifications, it shall modify the subscription in the UDM with a new expiry time. The NF
Service Producer shall not provide the same expiry time for many subscriptionsin order to avoid all of them
expiring and recreating the subscription at the same time. If the expiry timeis not included in the response, the
NF Service Consumer shall not associate an expiry time for the subscription.

If the indication on whether the subscription applies also to EPC isincluded and set to true in the request, the
response shall include the indication on whether the subscription was also successful in EPC domain. If the
subscription also applies to the EPC domain, the only the Event Types below shall apply to the EPC domain,

- Theevent type"LOSS OF CONNECTIVITY", it shal be map to event type "LOSS_OF CONNECTIVITY"
on Nhss

- Theevent type"UE_REACHABILITY_FOR_DATA" and the reportCfg in reachabilityForDataCfg set to
"DIRECT_REPORT", it shall be mapped to event type "UE_REACHABILITY_FOR_DATA" on Nhss

- Theevent type "LOCATION_REPORTING", and dddTrafficDes or Dnn is not included in the request, it shall
be mapped to event type "LOCATION_REPORTING" on Nhss

- Theevent type"COMMUNICATION_FAILURE", it shall be mapped to event type
"COMMUNICATION_FAILURE" on Nhss
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- Theevent type "AVAILABILITY_AFTER_DDN_FAILURE", it shall be mapped to event type
"AVAILABILITY_AFTER DDN_FAILURE" on Nhss

- Theevent type"PDN_CONNECTIVITY_STATUS", it shall be mapped to event type
"PDN_CONNECTIVITY_STATUS" on Nhss

- Theevent type"UE_REACHABILITY_FOR_SMS' and reachabilityForSmsCfg set to
"REACHABILITY_FOR_SMS OVER_NAS', it shall be mapped to event type
"UE_REACHABILITY_FOR_SMS" on Nhss

- Theeventtype"UE_MEMORY_AVAILABLE FOR_SMS', it shall be mapped to event type "
UE_ MEMORY_AVAILABLE FOR_SMS" on Nhss

If some of the requested monitoring configurations fails, the response may include the failedMonitoringConfigs
to indicate the failed cause of the failed monitoring configurations.

If some of the requested monitoring configurations fails in the EPC domain or the EE subscription failsin the
EPC domain, the response may include the failedM oni ConfigsEPC to indicate the failed cause of the failed
monitoring configurations or the failed cause of the EE subscription in the EPC domain.

If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an
individual UE and the event requested for immediate reporting is reported by the UDM (e.g.
"CHANGE_OF_SUPI_PEI_ASSOCIATION" or "ROAMING_STATUS"), the UDM may include the current
status of the event if available in the response.

If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an
individual UE and the event requested for immediate reporting is reported by the AMF (e.g.
LOCATION_REPORT) and the NF service consumer has indicated supporting of "IERSR" feature (see

clause 6.4.8), the UDM shall indicate the support of "IERSR" feature when subscribing to the event on the AMF
(see clause 6.2.8 of 3GPP TS 29.518 [36]). UDM shall include the current status of the event if received from the
AMEF in subscription creation response.

If the NF Service Consumer has included the immediateFlag with value as "true" in the event subscription for an
individual UE, the indication on whether the subscription applies also to EPC isincluded and set to "true" in the
reguest and the NF service consumer has indicated supporting of "IERSR" feature (see clause 6.4.8), the UDM
shall indicate the support of "ERIR" feature when subscribing to the event on the HSS (see clause 6.4.8 of

3GPP TS 29.563[62]). UDM shall include the current status of the event in EPC if received from the HSSin
subscription creation response.

NOTE: |ERSR featureisnot applicable to events detected by the SMF.

2b. If the user does not exist, HT TP status code "404 Not Found" shall be returned including additional error
information in the response body (in the "ProblemDetails" element).

2c. If thereis no valid subscription data for the UE, i.e. based on the UE's subscription information monitoring of the
requested EventTypeis not alowed, or the requested EventType is not supported, or when MTC Provider or AF
are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.5.2.2.3 Void
55.2.3 Unsubscribe
5.5.2.3.1 General

The following procedures using the Unsubscribe service operation are supported:

- Unsubscribe to Notifications of event occurrence
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5.5.2.3.2 Unsubscribe to notifications of event occurrence

Figure 5.5.2.3.2-1 shows a scenario where the NF service consumer sends a request to the UDM to unsubscribe from
notifications of event occurrence. The request contains the URI previously received in the Location HTTP header of the
response to the subscription.

NF service

UDM
consumer
I I

——1. DELETE.. .H{ueldentity}/ee-su bscriptions/{subscriptionId}—>:

2a. 204 No Content
2b. 404 Not Found

e et

Figure 5.5.2.3.2-1: NF service consumer unsubscribes to notifications

1. The NF service consumer sends a DELETE request to the resource identified by the URI previously received
during subscription creation.

2a. On success, the UDM responds with "204 No Content".

2b. If thereis no valid subscription available (e.g. due to an unknown Subscriptionld value), HTTP status code "404
Not Found" shall be returned including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.5.2.4 Notify

55.24.1 General

The following procedures using the Notify service operation are supported:
- Event Occurrence Notification
- Monitoring Revocation Naotification

- UDR-initiated Data Restoration Notification

5.5.2.4.2 Event Occurrence Notification

Figure 5.5.2.4.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive
such notification) about occurrence of an event (see also 3GPP TS 23.502 [3] figure 4.15.3.2.2-1 step 44a). The request
contains the callbackReference URI as previously received in the EeSubscription (see clause 6.4.6.2.2).
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NF service UDM
consumer
[ [

| |
:471. POST {callbackReference} (MonitoringReport)—:

2. 204 No Content

Y _

Figure 5.5.2.4.2-1: Event Occurrence Notification

1. The UDM sendsa POST request to the callbackReference as provided by the NF service consumer during the
subscription, the request shall include in each report the Reference ID of the associated monitoring
configuration.

2. The NF Service Consumer responds with "204 No Content".

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.5.2.4.3 Monitoring Revocation Notification

Figure 5.5.2.4.3-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive
such notification) about revocation of the monitoring events due to some reasons (e.g. the revocation of the
authorisation on AF or MTC Provider for certain events of the UE, or group member UE(s) are removed from a group
subscription). The request contains the secondCallbackRef URI as previoudly received in the EeSubscription (see clause
6.4.6.2.2).

NF service

UDM
consumer
I I
| |
| . . |
¢——1. POST {secondCallbackRef} (EeMonitoringRevoked)———
|
2. 204 No Content >i
|
|

Figure 5.5.2.4.3-1: Monitoring Revocation Notification

1. The UDM sendsa POST request to the secondCallbackRef as provided by the NF service consumer during the
subscription, the request shall include the revoked monitoring events due to some reasons (e.g. the revocation of
the authorisation on AF or MTC Provider for certain events of the UE).

If the revocation is triggered by network initiated explicit event notification subscription cancel procedure (see
clause 4.15.3.2.11 of 3GPP TS 23.502 [3]), the request body shall contain either:

- alist of group member UE(s) that are excluded from the group subscription and the revocation cause shall be
set to "EXCLUDED_FROM_GROUP", or

- aGPSl which is not longer associated to an individual subscription and the revocation cause shall be set to
"GPSI_REMOVED".

2. The NF Service Consumer responds with *204 No Content”.

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.
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55.24.4 UDR-initiated Data Restoration

Figure 5.5.2.4.4-1 shows a scenario where the UDM noatifies the NF Service Consumer (e.g. a NEF) about the need to
restore subscription-data due to a potential data-loss event occurred at the UDR. The request contains identities
representing those UEs potentially affected by such event.

2b. 4xx/5xx (Problem Details) or 3xx

NF Service UDM
Consumer
I I
: 1. POST {dataRestorationCallbackUri} :
! (DataRestorationNotification) :
| |
|
: 2a. 204 No Content -
| |
| |

Figure 5.5.2.4.4-1: UDR-initiated Data Restoration

1. The UDM (after receiving a notification from UDR about a potential data-1oss event) sends a POST request to
the dataRestorationCallbackUri; such callback URI may be provided by the NF service consumer during the
registration, or dynamically discovered by UDM by querying the NRF for the NF Profile of the NF Service
Consumer.

2a. On success, the NF Service Consumer responds with "204 No Content”.

2b. On failure or redirection, one of the appropriate HTTP status codes listed in Table 6.4.5.4-3 shall be returned.
For a 4xx/5xx response, the message body may contain appropriate additional error information.

5.5.2.5 ModifySubscription

5.5.25.1 General
The following procedures using the M odifySubscription service operation are supported:
- Modification of an EE-Subscription to notification of events

- Remove or add group member UE(Ss) for a group subscription

5.5.25.2 Modification of a subscription

The service operation isinvoked by a NF Service Consumer, e.g. NEF, towards the UDM, when it needs to modify an
existing subscription previousdly created by itself at the UDM.

The NF Service Consumer shall modify the subscription by using HTTP method PATCH with the URI of the individual
subscription resource (see clause 6.4.3.3) to be modified.
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NF service
consumer

I - . . . . I
I 1. PATCH .../{ueldentity}/ee-subscriptions/{subscriptionid} I
(array(Patchltem))

|

|

: 2a. 204 No Content

| 2b. 200 OK (PatchResult)
I” 2c. 404 Not Found

I 2d. 403 Forbidden

UDM

Figure 5.5.2.5.2-1: NF service consumer updates subscription

1. The NF service consumer (e.g. NEF) shall send a PATCH request to the resource representing a subscription.
The modification may be for the events subscribed or for updating the event report options.

2a. On success, the request is accepted, and all the modification instructionsin the PATCH request have been
implemented, the UDM shall respond with "204 No Content".

2b. On success, the request is accepted, but some of the modification instructions in the PATCH request have been
discarded, the UDM shall respond with 200 OK" including PatchResult to indicate the failed modifications.

2c. If the resource does not exist e.g. the subscriptionld cannot be found, HTTP status code "404 Not Found" should
be returned including additional error information in the response body (in the "ProblemDetails' element).

2d. If the modification can't be accepted, HT TP status code "403 Forbidden" should be returned including additional
error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.5.25.3 Remove or add group member UE(s) for a group subscription

The service operation isinvoked by a NF Service Consumer, e.g. NEF, towards the UDM, to remove or add group
member UE(s) for the group subscription.

The NF Service Consumer shall modify the subscription by using HTTP method PATCH with the URI of the individual
subscription resource (see clause 6.4.3.3) to be modified.

NF service
consumer

UDM

I 0 - - - 0 I
I 1. PATCH ...Kueldentity}/ee-subscriptions/{subscriptionid} I
(array(Patchitem))

2a. 204 No Content
2b. 404 Not Found
2c. 403 Forbidden

S

Figure 5.5.2.5.3-1: NF service consumer updates subscription
1. The NF service consumer (e.g. NEF) shall send a PATCH request to the resource representing a group

subscription and the request body shall contain a Patchltem with the JSON pointer to the "/excludeGpsiList" or
the "/includeGpsiList" object in the subscription.
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2a. On success, the request is accepted, and all the modification instructionsin the PATCH request have been
implemented, the UDM shall respond with "204 No Content".

2b. If the resource does not exist e.g. the subscriptionld cannot be found, HTTP status code “404 Not Found" should
be returned including additional error information in the response body (in the "ProblemDetails" element).

2c. If the modification can't be accepted, HT TP status code "403 Forbidden™" should be returned including additional
error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.6 Nudm_ParameterProvision Service

5.6.1 Service Description
See 3GPP TS 23.501 [2] table 7.2.5-1.

5.6.2 Service Operations

5.6.2.1 Introduction
For the Nudm_ParameterProvision service the following service operations are defined:
- Update
- Create
- Delete
- Get

The Nudm_ParameterProvision service is used by consumer NFs (e.g. NEF) to update a UE's or a group of UES
subscription data by means of the Update service operation.

For details see 3GPP TS 23.502 [3] clause 4.15.6.2.

The Nudm_ParameterProvision service can also be used by a NF Service Consumer (e.g. SOR-AF) to send updated
Steering of Roaming Information for a UE to the UDM at any time, as specified in Annex C.3 of
3GPP°TS°23.122°[20].

5.6.2.2 Update

5.6.2.2.1 General
The following procedures using the Update service operation are supported:
- Subscription data update
- SoR Information update
- 5G VN Group modification
- Parameter Provisioning Data Entry per AF update
- BG-MBS-Group modification
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5.6.2.2.2 Subscription data update

Figure 5.6.2.2.2-1 shows a scenario where the NF service consumer (e.g. NEF, AMF) sends a request to the UDM to
update a UE's subscription data (see 3GPP TS 23.502 [ 3] figure 4.15.6.2-1 step 2 and also 3GPP TS 23.273 [38] Figure
6.12.1-1 step 2). The request contains the identifier of the UE's parameter provision data ( .../{ ueld}/pp-data) and the
modification instructions. The values ueld shall take are specified in Table 6.5.3.2.2-1.

NF service

UDM
consumer
| |
———1. PATCH...Aueld}/pp-data (ModificationInstruction)——

| |
:4 2a. 204 No Content !
2b. 403 Forbidden i

|

|

|
|
[

Figure 5.6.2.2.2-1: NF service consumer updates subscription data

1. The NF service consumer (e.g. NEF, AMF) sends a PATCH request to the resource that represents a UE's
modifiable subscription data.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. The UDM responds with "204 No Content".

2b. If MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails' el ement).

NOTE: Upon reception of an update or removal of maximum latency, maximum response time or DL Buffering
Suggested Packet Count, UDM may need to adjust the value of active time and/or periodic registration
timer and/or DL Buffering Suggested Packet Count and the UDM shall notify AMF and/or SMF if the
values are updated (see clause 4.15.6.3a of 3GPP TS 23.502 [3]).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.6.2.2.3 5G VN Group modification

Figure 5.6.2.2.3-1 shows a scenario where the NF service consumer sends a reguest to the UDM to modify an external
group id's group data. The regquest contains the external group identifier of the group and the modification instructions.

NF service
consumer

I

|

| 1. PATCH.../5g-vn-groups/{extGroupld} |
. e . — >y
| (ModificationInstruction)
|
|

|

|
2a. 204 No Content :
:4 2b. 404 Not Found :
2c. 403 Forbidden

Figure 5.6.2.2.3-1: NF service consumer modifies a 5G VN Group

1. The NF service consumer sends a PATCH request to the resource that represents a5G VN Group.
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If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success, the UDM responds with "204 No Content™.

2b. If the external group id does not exist in the UDM, HTTP status code 404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

2c. If MTC Provider or AF are not allowed to perform this operation for the UE, HT TP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails' element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.6.2.2.4 SoR Information update

Figure 5.6.2.2.4-1 shows a scenario where the NF service consumer (e.g. SOR-AF) sends updated SoR Information for
aUE to the UDM to trigger the sending of this updated SoR Information to the UE viathe AMF (as per Annex C.3 of
3GPP TS 23.122[20]). The request contains the identifier of the UE's parameter provision data ( .../{ ueld}/pp-data), the
SUPI in this case, and the modification instructions.

2b. 403 Forbidden

consumer uDM
| |
: 1. PATCH...{ueld}/pp-data (PpData) >:
| 2a. 204 No Content :
|
|
|

Figure 5.6.2.2.4-1: NF service consumer updates SoR Information for a UE

1. The NF service consumer (e.g. SOR-AF) sends a PATCH request to the resource that represents a UE's
modifiable subscription data, containing updated Steering of Roaming Information (i.e. new list of preferred
PLMN/access technology combinations, the SOR-CMCI, if any, and the " Store the SOR-CMCI in the ME"
indicator, if any, or a secured packet for a UE) for a UE.

The UDM, after contacting the AUSF to perform integrity protection and getting the related information
(sorMaclausf and coutersor), shall immediately convey this updated SoR Information to the concerned UE by
triggering a notification to the registered AMF (that has subscribed to receive notifications on change of
AccessAndM obilitySubscriptionData) for the UE, if any, as per annex C.3 of 3GPP TS 23.122 [20]. Once the
subscribing AMF is notified (or when no AMF has subscribed), the UDM shall delete the updated Sorlnfo and
shall not send it as part of AccessAndMobilitySubscriptionDatato an NF (e.g. AMF) retrieving the
AccessAndM obilitySubscriptionData.

2a. The UDM responds with "204 No Content".

2b. If the operation cannot be authorized dueto e.g UE isn't registered in the network, HT TP status code "403
Forbidden" should be returned including additional error information in the response body (in " ProblemDetail s’
element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.6.2.2.5 Parameter Provisioning Data Entry per AF update

Figure 5.6.2.2.5-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to update
the Parameter Provisioning Data entry for a certain AF, which will influence the UE's subscription data (see

3GPP TS 23.502 [3] figure 4.15.6.2-1 step 2 and also 3GPP TS 23.273 [38] Figure 6.12.1-1 step 2). The NF consumer
shall send a PUT request towards the resource URI of an existing Parameter Provisioning Data entry for the AF
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(...{ ueld}/pp-data-store/{ af nstancel d} ) with the new value in the request body. The URI variants ueld and
afInstanceld shall take values as specified in Table 6.5.3.4.2-1.

NF service UDM
consumer

I I

| |

| 1. PUT...{ueld}/pp-data-store/{afinstanceld} I

(PpDataEntry)

|
2a. 204 No Content :

2b. 4xx or 5xx (ProblemDetails) :
|

S

Figure 5.6.2.2.5-1: NF service consumer updates a Parameter Provisioning Data Entry per AF

1. The NF service consumer (e.g. NEF) sends a PUT request to the resource that represents an existing Parameter
Provisioning Data entry for the AF identified by the afl nstnaceld. The request body shall contain a PpDataEntry
object representing the new value of the resource.

The UDM shall check whether the AF is allowed to perform this operation for the UE. If MTC Provider
information is received in the request, the UDM shall check whether the MTC Provider is allowed to perform
this operation for the UE; otherwise, the UDM shall skip the MTC provider authorization check.

2a. The UDM responds with "204 No Content".

2b. If MTC Provider or AF are not alowed to perform this operation for the UE, HTTP status code 403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails’ element).

NOTE:  Upon reception of an update or removal of maximum latency, maximum response time or DL Buffering
Suggested Packet Count, UDM may need to adjust the value of active time and/or periodic registration
timer and/or DL Buffering Suggested Packet Count and the UDM shall notify AMF and/or SMF if the
values are updated (see clause 4.15.6.3aof 3GPP TS 23.502 [3]).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body as specified in table 6.5.3.4.3.1-3.

5.6.2.2.6 5G-MBS-Group modification

Figure 5.6.2.2.6-1 shows a scenario where the NF service consumer sends a reguest to the UDM to modify an external
group id's group data. The regquest contains the external group identifier of the group and the modification instructions.

NF service UDM
consumer

I I

I . I

| 1. PATCH.../mbs-group-membership/{extGroupld} |

(ModificationInstruction)

2b. 404 Not Found
2c. 403 Forbidden

|
|
2a. 204 No Content :
|

o

Figure 5.6.2.2.6-1: NF service consumer modifies a 5G-MBS-Group
1. The NF service consumer sends a PATCH request to the resource that represents a5G MBS Group.

If AF ID are received in the request, the UDM shall check whether the AF is allowed to perform this operation
for the UE; otherwise, the UDM shall skip the AF authorization check.

2a. On success, the UDM responds with “204 No Content™.
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2h. If the external group id does not exist in the UDM, HTTP status code 404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

2c. If AF are not allowed to perform this operation for the UE, HTTP status code 403 Forbidden" shall be returned
including additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PATCH response body.

5.6.2.3 Create

5.6.2.3.1 General

The following procedures using the Create service operation are supported:
- 5G-VN-Group cregtion
- Parameter Provisioning Data Entry per AF creation

- 5G-MBS-Group creation

5.6.2.3.2 5G-VN-Group creation

Figure 5.6.2.3.2-1 shows a scenario where the NF service consumer sends arequest to the UDM to create a5G VN
Group. The request contains the group's external identifier and the group configuration.

2b. 403 Forbidden

NF service UDM
consumer
' T
' |
| 1. PUT.../5g-vn-groups/{extGroupld} >
| (5GVnGroupConfiguration) |
: 2a. 201 Created :
< i
|
|

|
|
Figure 5.6.2.3.2-1: NF service consumer creates a 5G-VN-Group

1. The NF service consumer sends a PUT request to the resource .../5g-vn-groups/{ extGroupld}, to create a5G VN
Group as present in the message body.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success the UDM responds with *201 Created”.

2b. If the creation can't be accepted (e.g. MTC Provider or AF are not allowed to perform this operation for the UE),
HTTP status code "403 Forbidden” should be returned including additional error information in the response
body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

5.6.2.3.3 Parameter Provisioning Data Entry per AF creation

Figure 5.6.2.2.3-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to create the
Parameter Provisioning Data entry for a certain AF, which will influence the UE's subscription data (see

3GPP TS 23.502 [3] figure 4.15.6.2-1 step 2 and also 3GPP TS 23.273 [38] Figure 6.12.1-1 step 2). The NF consumer
shall send a PUT request towards the resource URI of new Parameter Provisioning Data entry for the AF (.../{ ueld}/pp-
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data-store/{ afI nstancel d} ) with the new value in the request body. The URI variants ueld and afl nstancel d shall take
values as specified in Table 6.5.3.4.2-1.

NF service UDM
consumer

I I

| |

| 1. PUT...{ueld}/pp-data-store/{afinstanceld} I

(PpDataEntry)

|
2a. 201 Created (PpDataEntry) :
2b. 4xx or 5xx (ProblemDetails) :

|

A

Figure 5.6.2.3.3-1: NF service consumer creates a Parameter Provisioning Data Entry per AF

1. The NF service consumer (e.g. NEF) sendsa PUT request to the resource that represents the new Parameter
Provisioning Data entry for the AF identified by the afl nstnaceld. The request body shall contain a PpDataEntry
object representing the value of the new resource.

The UDM shall check whether the AF is allowed to perform this operation for the UE. If MTC Provider
information is received in the request, the UDM shall check whether the MTC Provider is allowed to perform
this operation for the UE; otherwise, the UDM shall skip the MTC provider authorization check.

2a. The UDM responds with "201 Created" and the response body shall contain a PpDataEntry object representing
the new created resource.

2b. If MTC Provider or AF are not alowed to perform this operation for the UE, HTTP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails’ element).

NOTE: Upon reception of creation of maximum latency, maximum response time or DL Buffering Suggested
Packet Count, UDM may need to adjust the value of active time and/or periodic registration timer and/or
DL Buffering Suggested Packet Count and the UDM shall notify AMF and/or SMF if the values are
updated (see clause 4.15.6.3aof 3GPP TS 23.502 [3]).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body as specified in table 6.5.3.4.3.1-3.

5.6.2.34 5G-MBS-Group creation

Figure 5.6.2.3.4-1 shows a scenario where the NF service consumer sends a request to the UDM to create a5G MBS
Group. The request contains the group's external identifier and the group configuration.

NF service

UDM
consumer
I I
[ ) [
| 1. PUT.../mbs-group-membership/{extGroupld} |

(MulticastMbsGroupMemb)

2a. 201 Created
2b. 403 Forbidden

A

Figure 5.6.2.3.4-1: NF service consumer creates a 5G-MBS-Group

1. The NF service consumer sends a PUT reguest to the resource .../mbs-group-membershi p/{ extGroupl d}, to
create a5G MBS Group as present in the message body.

If AF ID are received in the request, the UDM shall check whether the AF is allowed to perform this operation
for the UE; otherwise, the UDM shall skip the AF authorization check.
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2a. On success the UDM responds with "201 Created".

2b. If the creation can't be accepted (e.g. AF are not allowed to perform this operation for the UE), HTTP status code
"403 Forbidden" should be returned including additional error information in the response body (in the
"ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the PUT response body.

56.2.4 Delete

5.6.24.1 General

The following procedures using the Delete service operation are supported:
- 5G-VN-Group deletion
- Parameter Provisioning Data Entry per AF deletion
- 5G-MBS-Group deletion

5.6.2.4.2 5G-VN-Group deletion

Figure 5.6.2.4.2-1 shows a scenario where the NF service consumer sends arequest to the UDM to delete a5G VN
Group. The request contains the group's external identifier.

NF service

UDM
consumer

I
|
: 1. DELETE.. ./5g-vn-groups/{extGroupId}—»{
|
|
|

2a. 204 No Content
:4 2b. 404 Not Found
| 2c. 403 Forbidden

Figure 5.6.2.4.2-1: NF service consumer deletes a 5G-VN-Group

1. The NF service consumer sends a DELETE request to the resource .../5g-vn-groups/{ extGroupl d}, to delete the
5G VN Group identified by the external group id.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success, the UDM responds with “204 No Content™.

2h. If the external group id does not exist in the UDM, HTTP status code 404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

2c¢. If MTC Provider or AF are not allowed to perform this operation for the UE, HTTP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails’ element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.6.2.4.3 Parameter Provisioning Data Entry per AF deletion

Figure 5.6.2.4.3-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to delete a
Parameter Provisioning Data Entry for a certain AF. The NF consumer shall send a DELETE request towards the
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resource URI of an existing Parameter Provisioning Data entry for the AF (.../{ ueld}/pp-data-store/{ afInstanceld} ). The
URI variants ueld and afl nstanceld shall take values as specified in Table 6.5.3.4.2-1.

NF service

UDM
consumer
I I
I I

:—1. DELETE.../{ueId}/pp-data-store/{aflnstanceld}—>:

2a. 204 No Content
2b. 404 Not Found
2c. 4xx or 5xx (ProblemDetails)

——g---

Figure 5.6.2.4.3-1: NF service consumer deletes a Parameter Provisioning Data Entry per AF

1. The NF service consumer sends a DELETE request to the resource ... /{ ueld} /pp-data-store/{ afInstancel d} , to
delete the Parameter Provisioning Data Entry for the AF identified by aflnstanceld.

The UDM shall check whether the AF is allowed to perform this operation for the UE. If MTC Provider
information is received in the request, the UDM shall check whether the MTC Provider is allowed to perform
this operation for the UE; otherwise, the UDM shall skip the MTC provider authorization check.

2a. On success, the UDM responds with "204 No Content".

2b. If the Parameter Provisioning Data Entry for the AF does not exist in the UDM, HTTP status code "404 Not
Found" shall be returned including additional error information in the response body (in the "ProblemDetails"
element).

2c. If MTC Provider or AF are not allowed to perform this operation for the UE, HT TP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails' el ement).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body as specified in table 6.5.3.4.3.2-3.

5.6.24.4 5G-MBS-Group deletion

Figure 5.6.2.4.4-1 shows a scenario where the NF service consumer sends a reguest to the UDM to delete a5G MBS
Group. The request contains the group's external identifier.

NF service

UDM
consumer
| |
| : |
———1. DELETE.../mbs-group-membership/{extGroupld}——-

2a. 204 No Content
2b. 404 Not Found
2c. 403 Forbidden

——g---

Figure 5.6.2.4.4-1. NF service consumer deletes a 5G-MBS-Group

1. The NF service consumer sends a DELETE request to the resource .../mbs-group-membership/{ extGroupld}, to
delete the 5G MBS Group identified by the external group id.

If AF ID arereceived in the request, the UDM shall check whether the AF is allowed to perform this operation
for the UE; otherwise, the UDM shall skip the AF authorization check.

2a. On success, the UDM responds with "204 No Content".
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2h. If the external group id does not exist in the UDM, HTTP status code 404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

2c. If AF are not allowed to perform this operation for the UE, HTTP status code 403 Forbidden" shall be returned
including additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the DELETE response body.

5.6.2.5 Get

5.6.25.1 General

The following procedures using the Get service operation are supported:
- 5G-VN-Group get
- Parameter Provisioning Data Entry per AF get
- 5G-MBS-Group get

5.6.2.5.2 5G-VN-Group get

Figure 5.6.2.5.2-1 shows a scenario where the NF service consumer sends a request to the UDM to get 5G VN Group.
The request contains the group's external identifier.

2c. 403 Forbidden

NF service UDM
consumer
I I
: 1. GET .../5g-vn-groups/{extGroupld} >:
| |
| 2a. 200 OK |
I
|
|
|

|'< 2b. 404 Not Found
|
|

Figure 5.6.2.5.2-1: NF service consumer gets 5G-VN-Group

1. The NF service consumer sends a GET request to the resource .../5g-vn-groups/{ extGroupl d}, to get the 5G VN
Group identified by the external group id.

2a. On success, the UDM responds with “200 Ok™ with the VPN Group Information

2h. If the external group id does not exist in the UDM, HTTP status code 404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails' element).

2c. If the original AF is not allowed to get thisinformation, HT TP status code "403 Forbidden” shall be returned
including additional error information in the response body (in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.6.2.5.3 Parameter Provisioning Data Entry per AF get

Figure 5.6.2.5.3-1 shows a scenario where the NF service consumer (e.g. NEF) sends arequest to the UDM to get a
Parameter Provisioning Data Entry for a certain AF. The NF consumer shall send a GET reguest towards the resource
URI of an existing Parameter Provisioning Data entry for the AF (.../{ ueld} /pp-data-store/{ af Instanceld} ). The URI
variants ueld and afl nstanceld shall take values as specified in Table 6.5.3.4.2-1.
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NF service

UDM
consumer
I I

:—1. GET .../{ueId}/pp-data-store/{aflnstanceld}—>:

|
2a. 200 OK (PpDataEntry) :
2b. 404 Not Found :

|

|

2C. 4xx or 5xx (ProblemDetails)

———p---

Figure 5.6.2.5.3-1: NF service consumer gets a Parameter Provisioning Data Entry per AF

1. The NF service consumer sends a GET request to the resource .../{ ueld} /pp-data-store/{ afInstancel d} , to get the
Parameter Provisioning Data Entry for the AF identified by aflnstanceld.

The UDM shall check whether the AF is allowed to perform this operation for the UE. If MTC Provider
information is received in the request, the UDM shall check whether the MTC Provider is allowed to perform
this operation for the UE; otherwise, the UDM shall skip the MTC provider authorization check.

2a. On success, the UDM responds with "200 OK" with the Parameter Provisioning Data Entry for the AF.

2b. If the Parameter Provisioning Data Entry for the AF does not exist in the UDM, HTTP status code "404 Not
Found" shall be returned including additional error information in the response body (in the "ProblemDetails"
element).

2c. If MTC Provider or AF are not allowed to perform this operation for the UE, HT TP status code "403 Forbidden"
shall be returned including additional error information in the response body (in the "ProblemDetails' el ement).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body as specified in table 6.5.3.4.3.3-3.

5.6.2.5.4 5G-MBS-Group get

Figure 5.6.2.5.4-1 shows a scenario where the NF service consumer sends a request to the UDM to get 5G MBS Group.
The request contains the group's external identifier.

NF service

UDM
consumer
I I

:—1. GET .. ./mbs-group-membership/{extGroupId}—>:

|

2a. 200 OK :
2b. 404 Not Found :
2c. 403 Forbidden :

———p---

Figure 5.6.2.5.4-1: NF service consumer gets 5G-MBS-Group

1. The NF service consumer sends a GET request to the resource .../mbs-group-membership/{ extGroupld}, to get
the 5G MBS Group identified by the external group id.

2a. On success, the UDM responds with 200 Ok™ with the MBS Group Information

2b. If the external group id does not exist in the UDM, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails" element).

2c. If the original AF is not allowed to get thisinformation, HTTP status code "403 Forbidden” shall be returned
including additional error information in the response body (in the "ProblemDetails' element).
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On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

5.7 Nudm_NIDDAuthorization Service

5.7.1 Service Description
See 3GPP TS 23,501 [2] table 7.2.5-1.

5.7.2 Service Operations

5.7.2.1 Introduction

For the Nudm_NIDDAuthorization service the following service operations are defined:
- Get
- Notification

The Nudm_NIDDAuthorization Serviceis used by Consumer NFs (NEF) to retrieve the UE's authorization for NIDD
Configuration relevant to the consumer NF from the UDM by means of the Get service operation.

It isalso used by the Consumer NFs (NEF) that have previously subscribed, to get notified by means of the Notification
service operation when UDM decides to modify the subscribed data.

5.7.2.2 Get

5.7.2.2.1 General
The following procedures using the Get service operation are supported:

- NIDD Authorization Data Retrieval

5.7.2.2.2 NIDD Authorization Data Retrieval

Figure 5.7.2.2.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends arequest to the UDM to authorize
the NIDD configuration request (see also 3GPP TS 23.502 [3] figure 4.25.3-1 step 4). The request contains the UE's
identity (/{ ueldentity}), and information used for NIDD authorization (Authorizationlnfo).

NF service

consumer
I I
| |

| |
———-1. POST .../{ueldentity}/authorize (AuthorizationInfo)——

UDM

2b. 404 Not Found
2c. 403 Forbidden

|
2a. 200 OK (AuthorizationData) i
|
|

- -

Figure 5.7.2.2.2-1: Requesting a UE's NIDD Authorization Data
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1. The NF service consumer (e.g. NEF) sends a POST request to invoke "authorize" custom method on the resource
representing the UE's subscribed NIDD authorization information. The payload of the request shall be an object
of "Authorizationinfo" which shall contain NSSAI, DNN, MTC Provider Information, callback URI.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is alowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. On success, the UDM responds with "200 OK" with the message body containing the single value or list of
AuthorizationData (SUPI and GPSl) as relevant for the requesting NF service consumer.

2b. If thereis no valid AuthorizationData for the UE Identity, HTTP status code "404 Not Found" shall be returned
including additional error information in the response body (in the "ProblemDetails" element).

2c. If SNSSAI and/or DNN are not authorized for this UE, or MTC Provider or AF are not allowed to perform this
operation for the UE, HTTP status code "403 Forbidden" shall be returned including additional error information
in the response body (in the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.

Editor's Note: On success if the response exceeds the maximum length of a message segmentation need to be
introduced, how thisis doneis FFS.

57.2.3 Notification

5.7.2.3.1 General
The following procedures using the Notification service operation are supported:

- NIDD Authorization Data Update Notification

5.7.2.3.2 NIDD Authorization Data Update Notification

Figure 5.7.2.3.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed to receive
such notification) about subscription data change (see al'so 3GPP TS 23.502 [3] figure 4.25.6-1 step 1 and 2). The
request contains the authUpdateCallbackUri URI as previously received by the UDM during NIDD Authorization Data
Retrieval.

NF service

consumer
I
I

:41. POST {authUpdateCallbackUri} (NiddAuthUpdateNoatification)

C
)
<

2. 204 No Content

SN S B

Figure 5.7.2.3.2-1: Requesting a UE's NIDD Authorization Data

1. The UDM sendsa POST request to the authUpdateCallbackUri as provided by the NF service consumer during
NIDD Authorization Data Retrieval.

2. The NF service consumer responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.
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5.8 Nudm_MT Service

5.8.1 Service Description
See 3GPP TS 23.632[32)].

5.8.2 Service Operations

5.8.2.1 Introduction

For the Nudm_MT service the following service operations are defined:
- ProvideUelnfo
- ProvidelLocationlnfo

The Nudm_MT serviceis used by the HSS to request the UDM to provide terminating access domain selection
information and/or user state and/or 5GSRV CClnfo by means of the ProvideUelnfo service operation.

It isalso used by the HSS to request the UE's Location Information in 5GC by means of the Providel ocationlnfo
service operation.

5.8.2.2 ProvideUelnfo

5.8.2.2.1 General
The following procedure using the ProvideUelnfo service operation is supported:

- UE Information Retrieva

5.8.2.2.2 UE Information Retrieval

Figure 5.8.2.2.2-1 shows a scenario where the NF service consumer (HSS) retrieves domain selection information
and/or user state and/or 5GSRV CClnfo for a UE from the UDM. The request contains the UE's identity (supi).

NF service UDM
consumer
| |
! 1. GET .../{supi}?<fields >
| |
| |
| 2a. 200 OK (Uelnfo) |
< |
|

2b. 404 Not Found

Figure 5.8.2.2.2-1: NF service consumer requesting domain selection information

1. The NF service consumer sends a GET request to the UDM to query the Uelnfo. Query parameters indicate that
Tadslnfo and/or UserState and/or 5GSRV CClnfo is requested.

2a. The UDM responds with "200 OK" with the message body containing the requested information.

2b. If there is no valid subscription data for the UE, HT TP status code "404 Not Found" shall be returned and
additional error information should be included in the response body (in the "ProblemDetails’ element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the GET response body.
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5.8.2.3 ProvideLocationInfo

5.8.2.3.1 General
The following procedure using the Providel ocationlnfo service operation is supported:

- Network Provided Location Information Request

5.8.2.3.2 Network Provided Location Information Request

Figure 5.8.2.3.2-1 shows a scenario where the NF service consumer (HSS) request UE's location information from
UDM. The request contains the UE's identity (supi), and requested information (current location, local time zone, RAT
type, or serving node identity)

NF service

consumer
I
|

:—1. POST .../{supi}/loc-info/provide-loc-info (LocationInfoRequest)—»

UDM

|
|
: 2a. 200 OK (LocationInfoResult)
N 2b. 404 Not Found

Figure 5.8.2.3.2-1: NF service consumer requesting domain selection information

1. The NF service consumer sends a POST request (custom method: provide-loc-info) to the resource representing
UE'slocation information in 5GC.

2a. The UDM responds with "200 OK" with the message body containing the requested information.

2b. If thereis no valid subscription data for the UE, or the requested information is not available, HTTP status code
"404 Not Found" shall be returned and additional error information should be included in the response body (in
the "ProblemDetails" element).

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5.9 Nudm_ServiceSpecificAuthorization Service

5.9.1 Service Description
See 3GPP TS 23.501 [2] table 7.2.5-1.

5.9.2 Service Operations

59.21 Introduction

For the Nudm_ServiceSpecificAuthorization service the following service operations are defined:
- Create
- UpdateNotify
-  Remove

The Nudm_ServiceSpecificAuthorization Service is used by Consumer NFs (e.g. NEF) to retrieve the UE's
authorization for a specific service relevant to the consumer NF from the UDM by means of the Create service
operation.
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It isalso used by the Consumer NFs (e.g. NEF) that have previoudly received the service specific authorization result, to
get notified by means of the UpdateNotify service operation when the authorization for a specific serviceis revoked.

It isalso used by the Consumer NFs (NEF) that have previously received the service specific authorization result, to
request UDM to remove the UE's authorization for a specific service relevant to the consumer NF in the UDM by
means of the Remove service operation.

5.9.2.2 Create

5.9.2.2.1 General
The following procedures using the Create service operation are supported:

- Service Specific Authorization Data Retrieval

5.9.2.2.2 Service Specific Authorization Data Retrieval

Figure 5.9.2.2.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to receive
the service specific authorization for the service parameters for an individual UE or a group of UES (see aso

3GPP TS 23.502 [3] figure 4.15.6.7a-1). The request contains the UE's identity (/{ ueldentity}), service type, and service
parameters (ServiceSpecificAuthorizationlnfo) associated with the UE's identity. The response from UDM may contain
the authorization result (AuthorizationData).

NF service UDM
consumer

T

| . . .

I 1. POST .../{ueldentity}/{serviceType}/authorize

T
|
|
| (ServiceSpecificAuthorizationInfo) |
| 2a. 200 OK (ServiceSpecificAuthorizationData) |
-— 2b. 404 Not Found _

! 2c. 403 Forbidden !

Figure 5.9.2.2.2-1: Requesting a UE's Authorization Data for a specific service

1. The NF service consumer (e.g. NEF) sends a POST request to invoke "authorize" custom method on the resource
representing the subscribed information for service identified by the service type of a UE or a group of UES. The
payload of the request shall be an object of " ServiceSpecificAuthorizationlnfo" which should contain the
callback URI and may contain S-NSSAI, DNN, MTC Provider Information, AF ID.

If MTC Provider information and/or AF ID are received in the request, the UDM shall check whether the MTC
Provider and/or the AF is allowed to perform this operation for the UE; otherwise, the UDM shall skip the MTC
provider and/or AF authorization check.

2a. If S'NSSAI, DNN and service type received in the request are allowed or is part of the UE's subscription data or
group data (for a request targeting a group), UDM shall respond successfully with *200 OK" HTTP response.
The message body shall include the ServiceSpecificAuthorizationData object containing the SUPI of the UE (or
the Internal Group Identifier mapped from External Group ID if the request is targeting a group) and the Service
Specific Authorization Id.

2b. If thereis no valid AuthorizationData for the UE Identity or unknown UE Identity, HT TP status code "404 Not
Found" shall be returned including additional error information in the response body (in the "ProblemDetails"
element).
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2c. If SNSSAI and/or DNN are not authorized for the service type according to the UE's subscription (including
group data associated to the UE), or MTC Provider or AF are not allowed to perform this operation for the UE,
HTTP status code "403 Forbidden" shall be returned including additional error information in the response body
(in the "ProblemDetails" element).

On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

59.2.3 UpdateNotify

5.9.23.1 General
The following procedures using the UpdateNotify service operation are supported:

- Service Specific Authorization Data Update Notification

5.9.2.3.2 Service Specific Authorization Data Update Notification

Figure 5.9.2.3.2-1 shows a scenario where the UDM notifies the NF service consumer (that has subscribed during
Service Specific Authorization Data Retrieval to receive such notification) about authorization revoke or update of
subscription data associated to the UE or group of UE (see also 3GPP TS 23.502 [3] figure 4.15.6.7a-2). The request
contains the authUpdateCallbackUri URI as previoudly received by the UDM during Service Specific Authorization
Data Retrieval.

NF service

UDM
consumer
T T

| |
| |
4—1. POST {authUpdateCallbackUri} (AuthUpdate Notification)—:

|
E 2. 204 No Content =E
| |
| |

Figure 5.9.2.3.2-1: Update UE's service specific authorization data

1. The UDM sends a POST request to the updNotifyCallbackUri (as provided by the NF service consumer during
Service Specific Authorization Result Retrieval) when the UEs subscription data (or group data associated to the
UE) is modified so that the authorization of UES association with the service type (and S-NSSAI, DNN if
requested) is changed. When the authorization becomes invalid, the request body may include the cause
indicating the reason why the authorization isinvalid. The request body may also contain the MTC provider
Information and the AF ID.

2. The NF service consumer responds with "204 No Content".

On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error
information should be returned in the POST response body.

5923 Remove

5.9.23.1 General
The following procedures using the Remove service operation are supported:

- Service Specific Authorization Data Removal.
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5.9.2.3.2 Service Specific Authorization Data Removal

Figure 5.9.2.3.2-1 shows a scenario where the NF service consumer (e.g. NEF) sends a request to the UDM to remove
the service specific authorization for the service parameters for an individual UE or a group of UES (see also

3GPP TS 23.502 [3] clause 4.15.6.7). The request contains the UE's identity (/{ ueldentity} ), service type, and service
parameters (ServiceSpecificAuthorizationRemoveData).

NF service UDM
consumer
[ [
I 1. POST...{ueldentity}/{serviceType}/ I
. —
| remove(ServiceSpecificAuthorizationRemoveData) |
| |
| |
:4— —————— 2a. 204 No Content— — — — — — — -
-—— — — — — — 2b. 404 NotFound — — — — — — — 1

Figure 5.9.2.3.2-1: Service Specific Authorization Data Removal

1. The NF service consumer (e.g. NEF) sends a POST reguest to invoke "remove” custom method on the resource
representing the UE's subscribed information for service identified by the service type. The payload of the
request shall be an object of " ServiceSpecificAuthorizationRemoveData" which contains the Service Specific
Authorization Id previously received from UDM via Create Operation (see clause 5.9.2.2.2).

2a. On success, the UDM shall respond with "204 No Content".

2b. If the indicated authorization to be removed cannot be found at UDM, the UDM shall return "404 Not Found"
with cause | E set to the application error "AUTHORIZATION_NOT_FOUND".

On other failures, the appropriate HTTP status code indicating the error shall be returned and appropriate additional
error information should be returned in the response body.

5.10 Nudm_ReportSMDeliveryStatus Service

5.10.1 Service Description
See 3GPP TS 23.540 [66].

5.10.2 Service Operations

5.10.2.1 Introduction
For the Nudm_ReportSM DeliveryStatus service the following service operations are defined:
- Request

The N Nudm_ReportSM DeliveryStatus Service is used by Consumer NFs (SMS-GM SC, |P-SM-GW) to report the SM-
Delivery Statusto UDM by means of the Request service operation.

5.10.2.2  Request

5.10.2.2.1 General
The following procedures using the Request service operation are supported:

- Report the SM-Délivery Status
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5.10.2.2.2 Report the SM-Delivery Status

Figure 5.10.2.2.2-1 shows a scenario where the NF service consumer (e.g. SMS-GMSC, IP-SM-GW) sends a request to
the UDM to report the SM-Delivery Status (see also 3GPP TS 23.540 [66]). The request contains the UE's identity
which shall be an GPSI.

NF service

UDM
consumer
I I
I I

:—1. POST...{ueld}/sm-delivery-status (SmDeIiveryStatus)—»i
| |

Figure 5.10.2.2.2-1: Report the SM-Delivery Status

1. The NF service consumer sends a POST request to the resource representing the SM-Delivery status.
2a. On success, "204 No Content” shall be returned.

2b. On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional
error information should be returned.

5.11 Nudm_UEldentifier Service

5.11.1 Service Description
See 3GPP TS 33.503 [64].

5.11.2 Service Operations

5.11.2.1 Introduction
For the Nudm_UEldentifier service the following service operations are defined:
- Deconceal

The N Nudm_UEldentifier Service is used by Consumer NF (i.e. the 5G PKMF) to de-conceal the SUCI of the 5G
ProSe Remote UE to the SUPI.

5.11.2.2 Deconceal

Figure 5.11.2.2-1 shows a scenario where the NF service consumer (i.e., the 5G PKMF) sends a request to the UDM to
de-conceal the SUCI of the 5G ProSe Remote UE to the SUPI (see also 3GPP TS 33.503 [64]).
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NF service

consumer
| |
| |
—————1. POST.../deconceal (DeconcealRegData)———
| |

|
:4— — — — — 2a. 200 OK (DeconcealRspData)— — — — — —

:4— ————— 2b. 4xx/5xx (ProblemDetails)- — — — — — -

UDM

Figure 5.11.2.2-1: Deconceal SUCI to SUPI

1. The NF service consumer sends a POST request to the resource representing the deconceal custom operation.
The request body shall contain the SUCI to be de-concealed.

2a. On success, "200 OK" shall be returned. The response body shall contain the SUPI de-concealed from the input
SUClI.

2b. On failure, the appropriate HT TP status code indicating the error shall be returned and appropriate additional
error information should be returned.

6 API Definitions

6.1 Nudm_SubscriberDataManagement Service API

6.1.1 API URI

The Nudm_SDM service shall use the Nudm_SDM API.
The APl URI of the Nudm_SDM API shall be:
{apiRoot}/<apiName>/<apiVersion>

Therequest URI used in HTTP request from the NF service consumer towards the NF service producer shall have the
structure defined in clause 4.4.1 of 3GPP TS 29.501 [9], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUr iPar t>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "nudm-sdm".

The <apiVersion> shall be "v2".

The <api SpecificResourceUriPart> shall be set as described in clause 6.1.3.
6.1.2 Usage of HTTP

6.1.2.1 General
HTTP/2, as defined in IETF RFC 7540 [13], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

HTTP messages and bodies for the Nudm_SDM service shall comply with the OpenAPI [14] specification contained in
Annex A2.
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6.1.2.2 HTTP standard headers

6.1.2.2.1 General
The usage of HTTP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].

6.1.2.2.2 Content type
The following content types shall be supported:
JSON, as defined in IETF RFC 8259 [15], signalled by the content type "application/json”.
The Problem Details JSON Object (IETF RFC 7807 [16] signalled by the content type " application/problem+json"
JSON Merge Patch, as defined in IETF RFC 7396 [17], signalled by the content type "application/merge-
patch+json"
6.1.2.2.3 Cache-Control

Asdescribed in IETF RFC 7234 [26] clause 5.2, a" Cache-Control” header should be included in HTTP responses
except for non-cacheabl e resources (e.g. UeContextinSmsfData). If it isincluded, it shall contain a"max-age" value,
indicating the amount of time in seconds after which the received response is considered stale.

The "max-age" value shall be configurable by operator policy.

6.1.2.2.4 ETag

Asdescribed in IETF RFC 7232 [25] clause 2.32, an "ETag" (entity-tag) header should be included in HTTP responses
except for non-cacheabl e resources (e.g. UeContextinSmfData) to allow an NF Service Consumer performing a
conditional request with "If-None-Match" header. If it isincluded, it shall contain a server-generated strong validator,
that allows further matching of this value (included in subsequent client requests) with a given resource representation
stored in the server or in a cache.

6.1.2.2.5 If-None-Match

Asdescribed in IETF RFC 7232 [25] clause 3.2, an NF Service Consumer may issue conditional GET request towards
UDM by including an "1f-None-Match" header in HT TP requests containing one or several entity tags received in
previous responses for the same resource.

6.1.2.2.6 Last-Modified

Asdescribed in IETF RFC 7232 [25] clause 2.2, a"Last-Modified" header should be included in HTTP responses
except for non-cacheable resources (e.g. SorAck) to allow an NF Service Consumer performing a conditional request
with "If-Modified-Since" header.

6.1.2.2.7 If-Modified-Since

Asdescribed in IETF RFC 7232 [25] clause 3.3, an NF Service Consumer may issue conditional GET request towards
UDM, by including an "If-Modified-Since" header in HT TP requests.

6.1.2.2.8 When to Use Entity-Tags and Last-Modified Dates

Both "ETag" and "Last-Modified" headers should be sent in the same HT TP response as stated in IETF RFC 7232 [25]
clause 2.4.

NOTE: "ETag" isastronger validator than "Last-Modified" and is preferred.

If the NF Service Producer included an "ETag" header with the resource then a conditional request for this resource
shall be performed with the "If-None-Match" header.
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6.1.2.3 HTTP custom headers

6.1.2.3.1 General

The usage of HTTP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].
6.1.3 Resources

6.1.3.1 Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.

Figure 6.1.3.1-1 depicts the resource URIs structure for the Nudm-SDM API.
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{apiRoot}/nudm-sdm/v2

—[/{supi} ]

(oo )

- (fam-dte )
—(/smf-select-data ) —{/sor-ack )
(Jopuack )

(/subscribed-snssais-ack J

‘—(/ue—context—in—smf—data ) '—(/cag—ack J

e —

—(/ue—context—in—a mf-data J

N\
|
—(/ue—context—in—smsf—data ] e '

—(/trace-data J _(/ecr-data }

(s )
- (famsdara )
——{/sms-mng-data
—(/Ics-mo-data
—{/v2x-data
—{(/Ics-bca-data
——(/prose-data

(/ mbs-data
7(/ uc-data

U U~

— /{ueld}

/id-translation-result J

—(/Ics—privacy—data j

/sdm-subscriptions ]
\—(/{subscriptionld} j
—(/shared-data J

\—[/{sharedDatald} ]

—[/shared—data—subscriptions ]

| /group-data \—[/{subscriptionld} ]
/group-identifiers }

—[/multiple—identifiers ]
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Figure 6.1.3.1-1: Resource URI structure of the Nudm-SDM API

Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
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Table 6.1.3.1-1: Resources and methods overview
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HTTP
Resource name e e o
Resource URI or Description
(Archetype) custom
operation
Supi H{supi} GET Retrieve multiple data sets from
(Document) UE's subscription data
Nssai Hsupi}/nssai GET Retrieve the UE's subscribed
(Document) Network Slice Selection Assistance
Information
UeContextinAmfData /{supi}/ue-context-in-amf-data GET Retrieve the UE's Context in AMF
(Document) Data
AccessAndMobilitySubscription |/{supi}/am-data GET Retrieve the UE's subscribed
Data Access and Mobility Data
(Document) Hsupi}fam-data/update-sor update- Trigger the update of Steering of
sor Roaming Information at the UE
(POST)
SorAck /{supi}/am-data/sor-ack PUT Providing acknowledgement of
(Document) Steering of Roaming
UpuAck /{supi}/am-data/upu-ack PUT Providing acknowledgement of UE
(Document) parameters update
CagAck Hsupi}fam-data/cag-ack PUT Providing acknowledgement of UE
(Document) CAG configuration update
EnhancedCoverageRestriction |/{supi}/am-data/ecr-data GET Retrieve the UE's subscribed
Data Enhance Coverage Restriction Data
SmfSelectionSubscriptionData  |/{supi}/smf-select-data GET Retrieve the UE's subscribed SMF
(Document) Selection Data
UeContextinSmfData Hsupi}/ue-context-in-smf-data GET Retrieve the UE's Context in SMF
(Document) Data
SessionManagementSubscripti |/{supi}/sm-data GET Retrieve the UE's session
onData management subscription data
(Document)
SMSSubscriptionData Hsupi}/sms-data GET Retrieve the UE's SMS subscription
(Document) data
SMSManagementSubscription  |/{supi}/sms-mng-data GET Retrieve the UE's SMS
Data management subscription data
(Document)
LcsPrivacySubscriptionData Hueld}/Ics-privacy-data GET Retrieve the UE's LCS privacy
(Document) subscription data
LcsMobileOriginatedSubscripti  |/{supi}/lcs-mo-data GET Retrieve the UE's LCS Mobile
onData Originated subscription data
(Document)
LcsBroadcastAssistanceSubsc  |/{supi}/Ics-bca-data GET Retrieve the UE's LCS Broadcast
riptionData Assistance subscription data
(Document)
ProseSubscriptionData Hsupi}/prose-data GET Retrieve the UE's ProSe
(Document) subscription data
V2xSubscriptionData Hsupi}/v2x-data GET Retrieve the UE's V2X subscription
(Document) data
MbsSubscriptionData /{supi}/mbs-data GET Retrieve the UE's 5MBS
(Document) subscription data
UcSubscriptionData /{supi}/uc-data GET Retrieve the UE's User Consent
(Document) subscription data
SdmSubscriptions Hueld}/sdm-subscriptions POST Create a subscription
(Collection)
Individual subscription Hueld}/sdm- DELETE |Delete the subscription identified by
(Document) subscriptions/{subscriptionld} {subscriptionld}, i.e. unsubscribe
PATCH Modify the sdm-subscription
identified by {subscriptionid}
IdTranslationResult Hueld}/id-translation-result GET Retrieve a UE's SUPI or GPSI
(Document)
UeContextinSmsfData /{supi}/ue-context-in-smsf-data GET Retrieve the UE's Context in SMSF
(Document) Data
TraceData /{supi}/trace-data GET Retrieve Trace Configuration Data
(Document)
SharedData /shared-data GET Retrieve shared data
(Collection)
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IndividualSharedData /shared-data/{sharedDatald} GET Retrieve the individual Shared Data
(Document)
SharedDataSubscriptions /shared-data-subscriptions POST Create a subscription
(Collection)
SharedDatalndividual /shared-data- DELETE |[Delete the subscription identified by
subscription subscriptions/{subscriptionld} {subscriptionld}, i.e. unsubscribe
(Document) PATCH Modify the shared data subscription
identified by {subscriptionid}
Groupldentifiers /group-data/group-identifiers GET Retrieve group identifiers and the
(Document) UE identifiers belong to the group
identifiers.
SnssaisAck /{supi}/am-data/subscribed- PUT Providing acknowledgement of UE
(Document) snssais-ack for subscribed S-NSSAls
Multipleldentifiers /multiple-identifiers GET Retrieve SUPIs belong to the
(Document) GPSls.
6.1.3.2 Resource: Nssai (Document)
6.1.3.2.1 Description

This resource represents the subscribed Nssai for a SUPI. It is queried by the AMF before registering, and is used to
assist network dice selection. See 5.2.2.2.2 and 3GPP TS 23.501 [2] clause 5.15.3.

Thisresource is also queried by the PGW-C+SMF during PDN connection establishment in the EPC, and is used to
select the SSNSSAI provided to the UE, see 3GPP TS 23.502 [3] clause 4.11.0a.5. The PGW-C+SMF shall not indicate
support to "Nssaa' feature (see clause 6.1.8) in this query to UDM. If adiceis not present in the Nssai resource

returned by UDM, i.e. not subscribed by the UE or subject to Network Slice-Specific Authentication and Authorization,

the dlice shall not be selected by the PGW-C+SMF.

6.1.3.2.2

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /nssai

Resource Definition

This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.

Table 6.1.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.2.3 Resource Standard Methods
6.1.3.2.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
f;;ﬂ?é‘sed' fr”epsp"”e‘":eat 0 0.1 see 3GPP TS 29.500 [4] clause 6.6
plmn-id PImnldNid O |0..1 Identity of the PLMN or SNPN serving the UE
disaster-roaming- [boolean O |0.1 Disaster Roaming Indicator (see 3GPP TS 23.502 [3]).
ind When present, this IE shall be set as follows:
- true: Disaster Roaming service is applied;
- false (default): Disaster Roaming service is not applied.
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If "plmn-id" isincluded, UDM shall return the Subscribed S-NSSAIs which the UE is subscribed to usein the PLMN or
SNPN identified by "plmn-id".

If "plmn-id" is not included, UDM shall return the Subscribed S-NSSAIsfor HPLMN.

This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and
response codes specified in table 6.1.3.2.3.1-3.

Table 6.1.3.2.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

Nssai M |1 200 OK Upon success, a response body containing the NSSAI shall be
returned.

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.2.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.2.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0.1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0.1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.3

6.1.3.3.1

Description

Resource: SdmSubscriptions (Collection)

Thisresourceis used to represent subscriptionsto notifications.

The UDM will only recognize subscribed DNNs in this resource so for instance, if the SMF receives
SessionManagementSubscriptionData for the Wildcard DNN, SMF shall include the wildcard DNN in
SdmSubscription. Any request for non-subscribed DNN will be regjected with "404 Not Found".

6.1.3.3.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ uel d} /sdm-subscriptions

This resource shall support the resource URI variables defined in table 6.1.3.3.2- 1.
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Table 6.1.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
ueld VarUeld Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2) or

Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.8)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.1.3.3.3 Resource Standard Methods

6.1.3.3.3.1 POST
This method shall support the URI query parameters specified in table 6.1.3.3.3.1-1.

Table 6.1.3.3.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and
response codes specified in table 6.1.3.3.3.1-3.

Table 6.1.3.3.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

SdmSubscription | M |1 The subscription that is to be created.

Table 6.1.3.3.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
SdmSubscription | M |1 201 Upon success, a response body containing a representation of
Created the created Individual subscription resource shall be returned

including the accepted values, e.g. in case of partial success
UDM shall return the list of monitores resource Uri successfully
subscribed.

The HTTP response shall include a "Location" HTTP header
that contains the resource URI of the created resource. When
stateless UDM is deployed, the stateless UDM may use an
FQDN identifying the UDM group to which the UDM belongs
as the host part of the resource URI.

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors::
- USER_NOT_FOUND
ProblemDetails O |0.1 501 Not The "cause" attribute may be used to indicate one of the
Implemente [following application errors:
d - UNSUPPORTED_RESOURCE_URI

This response shall not be cached.
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE: Inthe scenario of stateless UDM deployment, it is assumed that stateless UDMs are organized into
several UDM groups, and for each UDM group an FQDN can be allocated.

Table 6.1.3.3.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-sdm/<apiVersion>/{ueld}/sdm-
subscriptions/{subscriptionld}
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Resource: Individual subscription (Document)

Description

Thisresourceis used to represent an individual subscription to notifications.

6.1.3.4.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ uel d} /sdm-subscriptions/{ subscriptionl d}

This resource shall support the resource URI variables defined in table 6.1.3.4.2-1.

Table 6.1.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
ueld VarUeld Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
or Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.8)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]
subscriptionld |string The subscriptionld identifies an individual subscription to notifications.

6.1.3.4.3

6.1.3.4.3.1

Resource Standard Methods

DELETE

This method shall support the URI query parameters specified in table 6.1.3.4.3.1-1.

Table 6.1.3.4.3.1-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.4.3.1-2 and the response data structures and
response codes specified in table 6.1.3.4.3.1-3.

Table 6.1.3.4.3.1-2: Data structures supported by the Delete Request Body on this resource

Data type

P

Cardinality

Description

n/a

The request body shall be empty.

Table 6.1.3.4.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality |Respons Description
e
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the following
Found application errors:
- USER_NOT_FOUND
- SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.4.3.2

PATCH

This method shall support the URI query parameters specified in table 6.1.3.4.3.2-1.
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Table 6.1.3.4.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ) )

This method shall support the request data structures specified in table 6.1.3.4.3.2-2 and the response data structures and
response codes specified in table 6.1.3.4.3.2-3.

Table 6.1.3.4.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type P | Cardinality Description

SdmSubsModifica | M |1 The modification Instruction
tion

Table 6.1.3.4.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes
SdmSubscription | C ]0..1 200 OK Upon partial success, if any of the requested modifications have

not been accepted, but the server has set different values than
those requested by the client, in any of the attributes of the
resource, the modified SdmSubscription shall be returned
including the accepted values, e.g. UDM shall return the list of
monitored resource Uri successfully subscribed and/or the
confirmed expiry time.

Also, upon partial success, if the NF service consumer does not
support the "PatchReport” feature, the UDM shall return an
SdmSubscription object in the response.

(NOTE 2)

PatchResult Cc (0.1 200 OK Upon partial success, if the NF service consumer has included
in the supported-feature query parameter the "PatchReport"
feature, and in case some of the requested modifications are
discarded while the rest of the madification instructions are fully
accepted, UDM may return the execution report instead of the
whole SdmSubscription. (NOTE 2)

n/a 204 No Upon success, an empty response body shall be returned.
Content (NOTE 2)

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

- SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

ProblemDetails O |0..1 403 One or more attributes are not allowed to be modified.
Forbidden

The "cause" attribute may be used to indicate one of the
following application errors:

- MODIFICATION_NOT_ALLOWED, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

NOTE 1: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2: One of SdmSubscription or PatchResult shall be returned.

6.1.3.5 Resource: AccessAndMobilitySubscriptionData (Document)

6.1.3.5.1 Description

This resource represents the subscribed Access and Mobility Datafor a SUPI. It is queried by the AMF after registering.

6.1.3.5.2 Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/am-data
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This resource shall support the resource URI variables defined in table 6.1.3.5.2-1.

Table 6.1.3.5.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause
5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.5.3 Resource Standard Methods
6.1.3.5.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.5.3.1-1.

Table 6.1.3.5.3.1-1: URI query parameters supported by the GET method on this resource

ind

Name Data type P | Cardinality Description
supported-features |SupportedFeatures [O [0..1 see 3GPP TS 29.500 [4] clause 6.6
plmn-id PImnldNid 0 |0..1 PLMN identity of the PLMN serving the UE
adjacent-plmns array(PImnid) O (1..N PLMN identities of PLMNs adjacent to the PLMN serving
the UE. If present the GET response may contain
adjacentPImnRestrictions for the indicated PLMNs.
disaster-roaming- boolean O (0.1 Disaster Roaming Indicator (see 3GPP TS 23.502 [3]).

When present, this IE shall be set as follows:

- true: Disaster Roaming service is applied;

- false (default): Disaster Roaming service is not
applied.

If "plmn-id" isincluded, UDM shall return the Access and Mobility Data for the SUPI associated to the PLMN or
SNPN identified by "plmn-id”.

If "plmn-id" is not included, UDM shall return the Access and Mobility Data for the SUPI associated to the HPLMN.

This method shall support the request data structures specified in table 6.1.3.5.3.1-2 and the response data structures and
response codes specified in table 6.1.3.5.3.1-3.

Table 6.1.3.5.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.5.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
AccessAndMobility | M (1 200 OK Upon success, a response body containing the Access and
SubscriptionData Mobility Subscription Data shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND
- DATA_NOT FOUND

NOTE:

In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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Table 6.1.3.5.3.1-4: Headers supported by the GET method on this resource

Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.5.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0.1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0.1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.5.4 Resource Custom Operations

6.1.3.54.1 Overview

Table 6.1.3.5.4.1-1: Custom operations

Mapped HTTP
method
update-sor /{supi}/am-data/update-sor POST Trigger the update of Steering of

Roaming information at the UE

Operation Name

Custom operation URI Description

6.1.3.5.4.2 Operation: update-sor

6.1.3.5.4.2.1 Description

When a UE performsinitial registration or emergency registration at an AMF (which aready has

AccessAndM obilitySubscriptionData stored) within aVPLMN, and the sorUpdatel ndicatorList is present in
AccessAndM obilitySubscriptionData and contains the corresponding registration type, the AMF shall make use of this
operation to trigger the HPLMN to update steering of roaming information for the UE.

6.1.3.5.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.1.3.5.4.2.2-1 and the response data structure
and response codes specified in table 6.1.3.5.4.2.2-2.

Table 6.1.3.5.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

SorUpdatelnfo M |1 Contains the ID of the VPLMN
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Table 6.1.3.5.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
Sorinfo M (1 200 OK Upon success, a response body containing the updated
Steering Of Roaming information shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND

NOTE: The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

6.1.3.6 Resource: SmfSelectionSubscriptionData (Document)

6.1.3.6.1 Description

This resource represents the subscribed SMF Selection Data for a SUPI. It is queried by the AMF after registering.

6.1.3.6.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /smf-select-data

This resource shall support the resource URI variables defined in table 6.1.3.6.2-1.

Table 6.1.3.6.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.6.3 Resource Standard Methods

6.1.3.6.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.6.3.1-1.

Table 6.1.3.6.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features [SupportedFeature |O |0..1 see 3GPP TS 29.500 [4] clause 6.6
S . .
plmn-id PImnidNid O [0..1 Identity of the PLMN or SNPN serving the UE
disaster-roaming- boolean O (0.1 Disaster Roaming Indicator (see 3GPP TS 23.502 [3]).
ind When present, this IE shall be set as follows:

- true: Disaster Roaming service is applied;
- false (default): Disaster Roaming service is not
applied.

If "plmn-id" isincluded, UDM shall return the SMF Selection Subscription Data for the SUPI associated to the PLMN
or SNPN identified by "plmn-id".

If "plmn-id" is not included, UDM shall return the SMF Selection Subscription Data for the SUPI associated to the
HPLMN.

This method shall support the request data structures specified in table 6.1.3.6.3.1-2 and the response data structures and
response codes specified in table 6.1.3.6.3.1-3.

ETSI



3GPP TS 29.503 version 17.18.0 Release 17

124 ETSI TS 129 503 V17.18.0 (2025-03)

Table 6.1.3.6.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.6.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
SmfSelectionSubsc | M |1 200 OK Upon success, a response body containing the SMF
riptionData Selection Subscription Data shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND
- DATA_NOT FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.6.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.6.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.7

6.1.3.7.1

Description

Resource: UeContextinSmfData (Document)

This resource represents the alocated SMFsfor a SUPI. It is queried by the AMF after registering.

6.1.3.7.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /ue-context-in-smf-data

This resource shall support the resource URI variables defined in table 6.1.3.7.2- 1.

Table 6.1.3.7.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
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6.1.3.7.3 Resource Standard Methods

6.1.3.7.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.7.3.1-1.

Table 6.1.3.7.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures [O [0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.7.3.1-2 and the response data structures and
response codes specified in table 6.1.3.7.3.1-3.

Table 6.1.3.7.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.7.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
UeContextinSmfDa [ M |1 200 OK Upon success, a response body containing the
ta UeContextinSmfData shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA NOT _FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.8 Resource: SessionManagementSubscriptionData (Document)

6.1.3.8.1 Description

This resource represents the Session Management subscription datafor a SUPI. It is queried by the SMF during session
setup, using query parameters representing the selected network slice and the DNN. The SMF isresponsible for
enforcing the user session management subscription data.

UDM will only recognize subscribed DNNs in this resource so for instance, in case SMF receives indication from AMF
that the DNN was authorized based on the wildcard APN in the Selection Mode Value, SMF shall include the wildcard
DNN in the query parameter and SMF will receive SessionM anagementSubscriptionData for the Wildcard DNN. Any
request for non-subscribed DNN will be rejected with "404 Not Found".

Thisresource is also queried by the PGW-C+SMF during PDN connection establishment in the EPC, to select the S-
NSSAI for the APN/DNN of the PDN connection, see 3GPP TS 23.502 [3] clause 4.11.0a.5.

NOTE: ThePGW-C+SMF shall also retrieve the Nssai resource from UDM, to avoid selection aslicethat is
subject to Network Slice-Specific Authentication and Authorization (see clause 6.1.3.2.1).

6.1.3.8.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/sm-data

This resource shall support the resource URI variables defined in table 6.1.3.8.2-1.
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Table 6.1.3.8.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.8.3 Resource Standard Methods

6.1.3.8.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.8.3.1-1.

Table 6.1.3.8.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P Cardinality Description
supported-features SupportedFeatures O (0.1 see 3GPP TS 29.500 [4] clause 6.6
single-nssai Snssai O |[0.1 When present without Slice Differentiator (sd),

all slices identified by the given Slice/Service
Type (sst) and any sd value (if any) shall be
considered matching the query parameter.

dnn Dnn O 0.1 The DNN shall be the DNN Network Identifier
only.
plmn-id PimnldNid O 0.1 Identity of the PLMN or SNPN serving the UE

JSON objects (such as Snssai, Pimnid...) shall be included directly as part of the URI query parameters by specifyingin
the OpenAPI file that the "Content-Type" of such parametersis "application/json”.

If "singleNssai" is not included, and "dnn" is not included, UDM shall return all DNN configurations for all network
dice(s).

If "singleNssai" isincluded, and "dnn" is not included, UDM shall return all DNN configurations for the requested
network slice identified by "singleNssai".

If "singleNssai" is not included, and "dnn" isincluded, UDM shall return all DNN configurations identified by "dnn"
for all network slices where such DNN is available.

If "singleNssai" isincluded, and "dnn" isincluded, UDM shall return the DNN configuration identified by "dnn", if
such DNN is available in the network dlice identified by "singleNssai".

For al the combinations about the inclusion of "dnn" and "singleNssai" as URI query parameters, if "plmn-id" is
included, UDM shall return the configurations for the DNN and network slices associated to the PLMN or SNPN
identified by "plmn-id". Otherwise (i.e. if "plmn-id" is not included), UDM shall return the configurations for the DNN
and network dlices associated to the HPLMN.

This method shall support the request data structures specified in table 6.1.3.8.3.1-2 and the response data structures and
response codes specified in table 6.1.3.8.3.1-3.

Table 6.1.3.8.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 6.1.3.8.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmSubsData M (1 200 OK Upon success, a response body containing the Session
Management Subscription data shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND
- DATA_NOT FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.8.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.8.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.9

6.1.3.9.1

Resource: SMSSubscriptionData (Document)

Description

This resource represents the subscribed SM S Subscription Data for a SUPI. It is queried by the AMF after registering.

6.1.3.9.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/sms-data

This resource shall support the resource URI variables defined in table 6.1.3.9.2-1.

Table 6.1.3.9.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause
5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.9.3 Resource Standard Methods
6.1.3.9.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.9.3.1-1.
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Table 6.1.3.9.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
plmn-id PImnidNid C |[0.1 if absent, H-PLMN ID is used as default
shall be present if identifying an SNPN
supported- SupportedFeat | O |0..1
features ures see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.9.3.1-2 and the response data structures and
response codes specified in table 6.1.3.9.3.1-3.

Table 6.1.3.9.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.9.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality Response Description
codes
SmsSubscriptionDat (M |1 200 OK Upon success, a response body containing the SMS
a Subscription Data shall be returned.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

Table 6.1.3.9.3.1-4: Headers supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

If-None-Match

string

o

0.1

Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2

If-Modified-Since

string

o

0.1

Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.9.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0.1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0.1 Timestamp for last modification of the resource, as described

in IETF RFC 7232 [25], clause 2.2

6.1.3.10

6.1.3.10.1

Description

Resource: SMSManagementSubscriptionData (Document)

This resource represents the subscribed SMS Management Datafor a SUPI. It is queried by the SM SF after registering.

6.1.3.10.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/sms-mng-data

This resource shall support the resource URI variables defined in table 6.1.3.10.2-1.
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Table 6.1.3.10.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot string

See clause 6.1.1

supi Supi

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.10.3

6.1.3.10.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.1.3.10.3.1- 1.

Table 6.1.3.10.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
plmn-id PImnidNid C |[0.1 if absent, H-PLMN ID is used as default
shall be present if identifying an SNPN
supported- SupportedFeat | O |0..1
features ures see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.10.3.1-2 and the response data structures
and response codes specified in table 6.1.3.10.3.1-3.

Table 6.1.3.10.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.10.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
SmsManagementS | M |1 200 OK Upon success, a response body containing the SMS
ubscriptionData Management Subscription Data shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_ NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.10.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.10.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2
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6.1.3.11 Resource: Supi (Document)

6.1.3.11.1 Description

This resource represents the subscription profile of the subscriber identified by a given SUPI.

6.1.3.11.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}

This resource shall support the resource URI variables defined in table 6.1.3.11.2-1.

Table 6.1.3.11.2-1: Resource URI variables for this resource

Name Data .
type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.11.3 Resource Standard Methods
6.1.3.11.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.11.3.1-1.

NOTE: Theretrieva of these data sets can aso be achieved by sending individual GET requeststo the
corresponding sub-resources under the { supi} resource. When multiple data sets need to be retrieved by
the NF Service consumer, it is recommended to use asingle GET reguest with query parameters rather
than issuing multiple GET requests.

Table 6.1.3.11.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
dataset-names DatasetNames | M (1 Contains names of the data sets that are required to retrieve.
plmn-id PImnldNid C |0.1 If absent, H-PLMN ID is used as default.
This IE is only used for data sets whose DataSetNames are
listed below:
"AM"
"SMF_SEL"
"SMS_SUB"
"SM"
"TRACE"
"SMS_MNG"
f;;ﬂ?é‘sed' fr”epsp"”e‘":eat o |01 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.11.3.1-2 and the response data structures
and response codes specified in table 6.1.3.11.3.1-3.

Table 6.1.3.11.3.1-2; Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

ETSI



3GPP TS 29.503 version 17.18.0 Release 17

131 ETSI TS 129 503 V17.18.0 (2025-03)

Table 6.1.3.11.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SubscriptionData | M |1 200 OK Upon success, a response body containing the requested data
Sets sets shall be returned.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE:

The manadatory HTTP error status code for the GET method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

Table 6.1.3.11.3.1-4: Headers supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

If-None-Match

string

O

0.1

Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2

If-Modified-Since

string

o

0.1

Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.11.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.12

6.1.3.12.1

Description

Resource: IdTranslationResult (Document)

This resource represents the SUPI or GPSI. It is queried by the NEF for GPSI to SUPI translation or SUPI to GPSI
trandation. See 3GPP TS 23.502 [3] clauses 4.13.2.2, 4.13.7.2 and 4.15.6.8.

6.1.3.12.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ uel d} /id-transl ation-result

This resource shall support the resource URI variables defined in table 6.1.3.12.2-1.

Table 6.1.3.12.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

ueld

VarUeld

Represents the Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] clause
5.9.8) or Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.1.3.12.3

6.1.3.12.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.1.3.12.3.1- 1.
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Table 6.1.3.12.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
supported- SupportedrFeat | O 0.1 see 3GPP TS 29.500 [4] clause 6.6
features ures ) )

af-id string O |[0.1 AF Identifier, see 3GPP TS 23.502 [3] clause 4.13.2.2 and
clause 4.13.7.2

If not present, additional authorization on AF indentifier is not
required (see 3GPP TS 23.502 [3] clause 4.15.6.8)
app-port-id AppPortld C (0.1 Indicates the Application port identity, see

3GPP TS 23.501 [2] clause 4.4.7 or 3GPP TS 23.502 [3]
clause 4.13.7.2.

This attribute shall be present if ueld is a SUPI in Resource
URI variables and if the application port identity is available.
af-service-id string C |0..1 Indicates the Application Service Identifier, see

3GPP TS 23.502 [3] clause 4.15.z.

This attribute shall be present if ueid is a SUPI in Resouce
URI variables and if the application service identifier is

available.
mtc-provider-info  [MtcProviderinf | C |0..1 Indicates the information of MTC Service Provider and/or
ormation MTC Application.

This attribute shall be present if ueid is a SUPI in Resource
URI variables and if the MTC provider information is

available.
requested-gpsi-  |GpsiType Cc (0.1 Indicates the requested GPSI type, and it may be included
type when the ueld variable in the resource URI is a SUPI.

If the ueld variable in the resource URI is a GPSI, this
parameter should not be included (i.e., in that case, the UDM
returns the GPSI type that was not used in ueld, if available).

This method shall support the request data structures specified in table 6.1.3.12.3.1-2 and the response data structures
and response codes specified in table 6.1.3.12.3.1-3.

Table 6.1.3.12.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.12.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
IdTranslationRes | M |1 200 OK Upon success, a response body containing the SUPI and
ult optionally the MSISDN shall be returned.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND

ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:

- AF_NOT_ALLOWED

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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Table 6.1.3.12.3.1-4: Headers supported by the GET method on this resource

Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC

7232 [25], clause 3.3

Table 6.1.3.12.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described

in IETF RFC 7232 [25], clause 2.2

6.1.3.13

6.1.3.13.1

Description

Resource: SorAck (Document)

This resource represents the acknowledgement of the SoR for a SUPI.

6.1.3.13.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/sor-ack

This resource shall support the resource URI variables defined in table 6.1.3.13.2-1.

Table 6.1.3.13.2-1: Resource URI variables for this resource

Name Data .
type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.13.3 Resource Standard Methods
6.1.3.13.3.1 PUT

This method shall support the URI query parameters specified in table 6.1.3.13.3.1- 1.

Table 6.1.3.13.3.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type

P [Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.13.3.1-2 and the response data structures
and response codes specified in table 6.1.3.13.3.1-3.

Table 6.1.3.13.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P Cardinality

Description

Acknowledgelnfo

M [1

Contains the SOR-MAC-lue received from the UE.
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Table 6.1.3.13.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P Cardinality Response Description
codes
n/a 204 No Successful receiving the SorXmaclue in the Request.
Content
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.14 Resource: TraceData (Document)
6.1.3.14.1 Description

This resource represents the trace configuration data for a SUPI. It is queried by the AMF and SMF after registering.

6.1.3.14.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /trace-data

This resource shall support the resource URI variables defined in table 6.1.3.14.2- 1.

Table 6.1.3.14.2-1: Resource URI variables for this resource

RENIS DEVE] Definition
type
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.14.3 Resource Standard Methods
6.1.3.14.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.14.3.1-1.

Table 6.1.3.14.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures |O |0..1 see 3GPP TS 29.500 [4] clause 6.6
plmn-id PimnidNid O |0..1 Identity of the PLMN or SNPN serving the UE

If "plmn-id" isincluded, UDM shall return the Trace Datafor the SUPI associated to the PLMN or SNPN identified by

"plmn-id".

If "plmn-id" is not included, UDM shall return the Trace Data for the SUPI associated to the HPLMN.

This method shall support the request data structures specified in table 6.1.3.14.3.1-2 and the response data structures
and response codes specified in table 6.1.3.14.3.1-3.

Table 6.1.3.14.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a
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Table 6.1.3.14.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
TraceDataRespons | M (1 200 OK Upon success, a response body containing the Trace Data
e shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.14.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.14.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.15

6.1.3.15.1

Description

Resource: SharedData (Collection)

This resource represents the collection of data that can be shared by multiple UEs.

6.1.3.15.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/shared-data

This resource shall support the resource URI variables defined in table 6.1.3.15.2-1.

Table 6.1.3.15.2-1: Resource URI variables for this resource

Name Data L
type Definition
apiRoot string See clause 6.1.1
6.1.3.15.3 Resource Standard Methods
6.1.3.15.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.15.3.1-1.
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Table 6.1.3.15.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
shared-data-ids  |array(SharedD | M |1..N Contains uniue items
atald) q
supported- SupportedFeat | O |0..1
features ures see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.15.3.1-2 and the response data structures
and response codes specified in table 6.1.3.15.3.1-3.

Table 6.1.3.15.3.1-2; Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.15.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
array(SharedDat | M |0..N 200 OK Upon success, a response body containing a list of
a) SharedData shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.15.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2
If-Modified-Since |string O |0..1 Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.15.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0.1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0.1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0.1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.3.16

6.1.3.16.1

Description

Resource: SharedDataSubscriptions (Collection)

Thisresourceis used to represent subscriptions to notifications for shared data.

6.1.3.16.2

Resource Definition

Resource URI: {apiRoot} /nudm-sdm/<apiV ersion>/shared-data-subscriptions

This resource shall support the resource URI variables defined in table 6.1.3.16.2-1.
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Table 6.1.3.16.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

6.1.3.16.3

6.1.3.16.3.1

Resource Standard Methods

POST

This method shall support the URI query parameters specified in table 6.1.3.16.3.1- 1.

Table 6.1.3.16.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.16.3.1-2 and the response data structures
and response codes specified in table 6.1.3.16.3.1-3.

Table 6.1.3.16.3.1-2: Data structures supported by the POST Request Body on this resource

Data type

P

Cardinality

Description

SdmSubscription

M

1

The subscription that is to be created.

Table 6.1.3.16.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
SdmSubscription | M |1 201 Upon success, a response body containing a representation of
Created the created Individual subscription resource shall be returned.
The HTTP response shall include a "Location" HTTP header
that contains the resource URI of the created resource. When
stateless UDM is deployed, the stateless UDM shall use the
FQDN identifying the UDM set to which the UDM belongs as
the host part of the resource URI.
ProblemDetails O |0.1 501 Not The "cause" attribute may be used to indicate one of the
Implemente [following application errors:
d - UNSUPPORTED_RESOURCE_URI
This response shall not be cached.
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE: Inthe scenario of stateless UDM deployment, it is assumed that stateless UDMs are organized into
several UDM sets, and each UDM set is alocated an FQDN.
Table 6.1.3.16.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-sdm/<apiVersion>/shared-data-
subscriptions/{subscription|d}
6.1.3.17 Resource: Individual subscription (Document)
6.1.3.17.1 Description

Thisresource is used to represent an individual subscription to notifications for shared data.
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6.1.3.17.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/shared-data-subscriptions/{ subscriptionl d}

This resource shall support the resource URI variables defined in table 6.1.3.17.2-1.

Table 6.1.3.17.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
subscriptionld |string The subscriptionld identifies an individual subscription to notifications.
6.1.3.17.3 Resource Standard Methods
6.1.3.17.3.1 DELETE

This method shall support the URI query parameters specified in table 6.1.3.17.3.1-1.

Table 6.1.3.17.3.1-1: URI query parameters supported by the DELETE method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.17.3.1-2 and the response data structures
and response codes specified in table 6.1.3.17.3.1-3.

Table 6.1.3.17.3.1-2: Data structures supported by the Delete Request Body on this resource

Data type P | Cardinality Description

n/a The request body shall be empty.

Table 6.1.3.17.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
ProblemDetails O |0.1 404 Not The resource corresponding to the Subscriptionld can't be
Found found.

The "cause" attribute may be used to indicate one of the
following application errors::

- SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.17.3.2 PATCH
This method shall support the URI query parameters specified in table 6.1.3.17.3.2-1.

Table 6.1.3.17.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ' )

This method shall support the request data structures specified in table 6.1.3.17.3.2-2 and the response data structures
and response codes specified in table 6.1.3.17.3.2-3.
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Table 6.1.3.17.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type

P

Cardinality

Description

tion

SdmSubsModifica

M

1

The modification Instruction

Table 6.1.3.17.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type

P

Cardinality

Response
codes

Description

SdmSubscription

C

0.1

200 OK

Upon partial success, if any of the requested modifications have
not been accepted, but the server has set different values than
those requested by the client, in any of the attributes of the
resource,the modified SdmSubscription shall be returned
including the accepted values, e.g. UDM shall return the list of
monitored resource Uri successfully subscribed and/or the
confirmed expiry time.

Also, upon partial success, if the NF service consumer does not
support the "PatchReport" feature, the UDM shall return an
SdmSubscription object in the response.

(NOTE 2)

PatchResult

0.1

200 OK

Upon partial success, if the NF service consumer has included
in the supported-feature query parameter the "PatchReport"
feature, and in case some of the requested modifications are
discarded while the rest of the modification instructions are fully
accepted, UDM may return the execution report instead of the
whole SdmSubscription. (NOTE 2)

n/a

204 No
Content

Upon success, an empty response body shall be returned.
(NOTE 2)

ProblemDetails

0.1

404 Not
Found

The resource corresponding to the Subscriptionld can't be
found.

The "cause" attribute may be used to indicate one of the
following application errors:

- SUBSCRIPTION_NOT_FOUND, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

ProblemDetails

0.1

403
Forbidden

One or more attributes are not allowed to be modified.

The "cause" attribute may be used to indicate one of the
following application errors:

- MODIFICATION_NOT_ALLOWED, see 3GPP TS 29.500 [4]
table 5.2.7.2-1.

NOTE 1:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2: One of SdmSubscription or PatchResult shall be returned.

6.1.3.18 Resource: UeContextinSmsfData (Document)

6.1.

3.18.1

Description

This resource represents the allocated SM SFs for a SUPI.

6.1.

3.18.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /ue-context-in-smsf-data

Thisresource shall support the resource URI variables defined in table 6.1.3.18.2-1.
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Table 6.1.3.18.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

supi

Supi

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.18.3 Resource Standard Methods

6.1.3.18.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.18.3.1- 1.

Table 6.1.3.18.3.1-1: URI query parameters supported by the GET method on this resource

Description
see 3GPP TS 29.500 [4] clause 6.6

Cardinality
0..1

Data type P
SupportedFeatures (O

Name
supported-features

This method shall support the request data structures specified in table 6.1.3.18.3.1-2 and the response data structures
and response codes specified in table 6.1.3.18.3.1-3.

Table 6.1.3.18.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.18.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
UeContextinSmsf | M |1 200 OK Upon success, a response body containing the
Data UeContextinSmsfData shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.19 Resource: UpuAck (Document)
6.1.3.19.1 Description

This resource represents the acknowledgement of UE parameters update for a SUPI.

6.1.3.19.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/upu-ack
This resource shall support the resource URI variables defined in table 6.1.3.19.2-1.

Table 6.1.3.19.2-1: Resource URI variables for this resource

Name Data Definition
type
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
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6.1.3.19.3 Resource Standard Methods

6.1.3.19.3.1 PUT
This method shall support the URI query parameters specified in table 6.1.3.19.3.1-1.

Table 6.1.3.19.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.19.3.1-2 and the response data structures
and response codes specified in table 6.1.3.19.3.1-3.

Table 6.1.3.19.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P Cardinality Description
Acknowledgelnfo M (1 Contains the UPU-MAC-lue received from the UE and the provisioning
time stamp as received within Upulnfo.

Table 6.1.3.19.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P Cardinality Response Description
codes
n/a 204 No Successful receiving the UpuXmaclue in the Request.
Content
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT FOUND
NOTE: The manadatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4]
also apply.
6.1.3.20 Resource: Groupldentifiers (Document)
6.1.3.20.1 Description

This resource represents the Group Identifiers handled by UDM/UDR. It is queried by the NEF or GMLC for
trandation between External and Internal Group Identifiers or query the UE identifiers that belong to the provided
Externa or Internal Group Identifier.

It isalso queried by the TSCTSF for the SUPI(s) that belong to the provided External or Internal Group Identifier.

6.1.3.20.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/group-data/group-identifiers
This resource shall support the resource URI variables defined in table 6.1.3.20.2-1.

Table 6.1.3.20.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1

6.1.3.20.3 Resource Standard Methods

6.1.3.20.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.20.3.1-1.
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Table 6.1.3.20.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description

supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6

features ures ' )

af-id string O |0.1 AF Identifier, see 3GPP TS 23.502 [3] clause 4.13.2.2 and
clause 4.13.7.2
If not present, additional authorization on AF indentifier is not
required (see 3GPP TS 23.502 [3] clause 4.15.6.8)

ext-groud-id ExtGroupld C |0..1 External Group ID

int-group-id Groupld C |0..1 Internal Group 1D

ue-id-ind boolean C |[0.1 Indication whether UE identifiers are required or not.
When present, it shall be set as following:
- true: UE identifiers are required
- false (default): UE identifiers are not required

NOTE: Either ext-group-id or int-group-id shall be present in the request.

This method shall support the request data structures specified in table 6.1.3.20.3.1-2 and the response data structures
and response codes specified in table 6.1.3.20.3.1-3.

Table 6.1.3.20.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.20.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
Groupldentifiers M |1 200 OK Upon success, a response body containing the group
identifier(s) shall be returned.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- GROUP_IDENTIFIER_NOT_FOUND
- DATA_NOT_FOUND
ProblemDetails O (0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:

- AF_NOT ALLOWED

NOTE:

In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

Table 6.1.3.20.3.1-4: Headers supported by the GET method on this resource

Name

Data type P

Cardinality

Description

If-None-Match

string (0]

0.1

Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.2

If-Modified-Since

string (0]

0.1

Validator for conditional requests, as described in IETF RFC
7232 [25], clause 3.3

Table 6.1.3.20.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in IETF RFC
7234 [26], clause 5.2
ETag string O |0..1 Entity Tag, containing a strong validator, as described in IETF
RFC 7232 [25], clause 2.3
Last-Modified string O |0.1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2
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6.1.3.21 Resource: SnssaisAck (Document)

6.1.3.21.1 Description

This resource represents the acknowledgement of UE for subscribed S-NSSAI s update for a SUPI.

6.1.3.21.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/subscribed-snssais-ack

Thisresource shall support the resource URI variables defined in table 6.1.3.21.2-1.

Table 6.1.3.21.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

supi

Supi

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.21.3 Resource Standard Methods

6.1.3.21.3.1 PUT

This method shall support the URI query parameters specified in table 6.1.3.21.3.1-1.

Table 6.1.3.21.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.21.3.1-2 and the response data structures
and response codes specified in table 6.1.3.21.3.1-3.

Table 6.1.3.21.3.1-2: Data structures supported by the PUT Request Body on this resource

[5)
M |1

Data type
Acknowledgelnfo

Cardinality Description

Contains the provisioning time stamp as received within the Nssai.

Table 6.1.3.21.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P Cardinality Response Description
codes
n/a 204 No Successful receiving the UE acknowledgement for
Content subscribed S-NSSAIs update.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.22 Resource: CagAck (Document)
6.1.3.22.1 Description

This resource represents the acknowledgement of UE for CAG update for a SUPI.
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Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/cag-ack

This resource shall support the resource URI variables defined in table 6.1.3.22.2-1.

Table 6.1.3.22.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

supi

Supi

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.22.3

6.1.3.22.3.1

Resource Standard Methods

PUT

This method shall support the URI query parameters specified in table 6.1.3.22.3.1-1.

Table 6.1.3..3.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.22.3.1-2 and the response data structures
and response codes specified in table 6.1.3.22.3.1-3.

Table 6.1.3.22.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P

Cardinality

Description

Acknowledgelnfo

M

1

Contains the provisioning time stamp as received within the Caglnfo.

Table 6.1.3.22.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P Cardinality Response Description
codes
n/a 204 No Successful receiving the UE acknowledgement for CAG
Content configuration update.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.23 Resource: LcsPrivacySubscriptionData (Document)
6.1.3.23.1 Description

This resource represents the subscribed LCS Privacy Data for a UE. It is queried by the HGMLC or NEF.

6.1.3.23.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ uel d} /Ics-privacy-data

This resource shall support the resource URI variables defined in table 6.1.3.23.2- 1.
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Table 6.1.3.23.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
ueld VarUeld Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2) or

Generic Public Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.8)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7].
NOTE: SUPI is only used to retrieve Location Privacy profile by GMLC.

6.1.3.23.3 Resource Standard Methods

6.1.3.23.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.23.3.1-1.

Table 6.1.3.23.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures |O [0..1 see 3GPP TS 29.500 [4] clause 6.6

UDM shall return the LCS Privacy Data for the UE identified by the ueld.

This method shall support the request data structures specified in table 6.1.3.23.3.1-2 and the response data structures
and response codes specified in table 6.1.3.23.3.1-3.

Table 6.1.3.23.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.23.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
LcsPrivacyData M |1 200 OK Upon success, a response body containing the LCS

Privacy Subscription Data shall be returned (see

3GPP TS 23.273 [38] clause 5.4.2)

ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.24 Resource: LcsMobileOriginatedSubscriptionData (Document)

6.1.3.24.1 Description

This resource represents the subscribed LCS Mobile Originated Data for a SUPI. It is queried by the AMF after
registering.

6.1.3.24.2 Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/Ics-mo-data

This resource shall support the resource URI variables defined in table 6.1.3.24.2-1.

ETSI



3GPP TS 29.503 version 17.18.0 Release 17

146

ETSI TS 129 503 V17.18.0 (2025-03)

Table 6.1.3.24.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

supi

Supi

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.24.3

6.1.3.24.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.1.3.24.3.1- 1.

Table 6.1.3.24.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

supported-features

SupportedFeatures

O

0.1

see 3GPP TS 29.500 [4] clause 6.6

UDM shall return the LCS Mobile Originated Data for the SUPI.

This method shall support the request data structures specified in table 6.1.3.24.3.1-2 and the response data structures
and response codes specified in table 6.1.3.24.3.1-3.

Table 6.1.3.24.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 6.1.3.24.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes

LcsMoData M |1 200 OK Upon success, a response body containing the LCS Mobile
Originated Subscription Data shall be returned (see
3GPP TS 23.273 [38] clause 5.4.2)

ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- USER_NOT_FOUND
- DATA_ NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.25 Resource: EnhancedCoverageRestrictionData
6.1.3.25.1 Description

This resource represents the subscribed Enhance Coverage Restriction Datafor a SUPI.

6.1.3.25.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /am-data/ecr-data

This resource shall support the resource URI variables defined in table 6.1.3.25.2-1.
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Table 6.1.3.25.2-1: Resource URI variables for this resource

Name Data Definition
type
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.25.3 Resource Standard Methods
6.1.3.25.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.25.3.1-1.

Table 6.1.3.25.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
supported-features |SupportedFeatures |O |0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.25.3.1-2 and the response data structures
and response codes specified in table 6.1.3.25.3.1-3.

Table 6.1.3.25.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.25.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P |Cardinality |Response Description
codes

EnhancedCoverageRestrictionData |M (1 200 OK Upon success, a response body containing the
Access and Mobility Subscription Data shall be
returned.

ProblemDetails 0O |0.1 404 Not The "cause" attribute may be used to indicate one

Found of the following application errors:

- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.26 Resource: UeContextinAmfData (Document)

6.1.3.26.1 Description

This resource represents the allocated AMF for a SUPI.

6.1.3.26.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /ue-context-in-amf-data
This resource shall support the resource URI variables defined in table 6.1.3.26.2- 1.

Table 6.1.3.26.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.1.1
supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
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6.1.3.26.3 Resource Standard Methods

6.1.3.26.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.26.3.1-1.

Table 6.1.3.26.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures [O [0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.26.3.1-2 and the response data structures
and response codes specified in table 6.1.3.26.3.1-3.

Table 6.1.3.26.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.26.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
UeContextinAmfDa [ M |1 200 OK Upon success, a response body containing the
ta UeContextinAmfData shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA NOT _FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.27 Resource: V2xSubscriptionData (Document)

6.1.3.27.1 Description
This resource represents the subscribed V2X Datafor a SUPI. It is queried by the AMF after registering.

6.1.3.27.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /v2x-data
Thisresource shall support the resource URI variables defined in table 6.1.3.27.2-1.

Table 6.1.3.27.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.1.1
supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.27.3 Resource Standard Methods

6.1.3.27.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.27.3.1-1.
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Table 6.1.3.27.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

supported-features

SupportedFeatures

0o

0.1

see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.1.3.27.3.1-2 and the response data structures
and response codes specified in table 6.1.3.27.3.1-3.

Table 6.1.3.27.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.27.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality |Response Description
codes

V2xSubscriptionData [ M |1 200 OK Upon success, a response body containing the V2X
Subscription Data shall be returned (see
3GPP TS 23.273 [38] clause 5.4.2)

ProblemDetails O |1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.28 Resource: LcsBroadcastAssistanceSubscriptionData (Document)
6.1.3.28.1 Description

This resource represents the subscribed LCS Broadcast Assistance Data Typesfor a SUPI. It is queried by the AMF.

6.1.3.28.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi}/Ics-bca-data

Thisresource shall support the resource URI variables defined in table 6.1.3.28.2- 1.

Table 6.1.3.28.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.1.1
supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.1.3.28.3 Resource Standard Methods
6.1.3.28.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.28.3.1-1.

Table 6.1.3.28.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures [O [0..1 see 3GPP TS 29.500 [4] clause 6.6
plmn-id PimnidNid O |0..1 Identity of the PLMN or SNPN serving the UE
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If "plmn-id" isincluded, the UDM shall return the LCS Broadcast Assistance Data Types for the SUPI associated to the
PLMN or SNPN identified by "plmn-id".

If "plmn-id" is not included, the UDM shall return the LCS Broadcast Assistance Data Types for the SUPI associated to
the HPLMN.

This method shall support the request data structures specified in table 6.1.3.28.3.1-2 and the response data structures
and response codes specified in table 6.1.3.28.3.1-3.

Table 6.1.3.28.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.1.3.28.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
LcsBroadcastAssist [ M |1 200 OK Upon success, a response body containing the list of
anceTypesData Broadcast Assistance Data Types Subscription Data shall
be returned (see 3GPP TS 23.273 [38] clause 7.1)
ProblemDetails ol 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.29 Resource: IndividualSharedData (Document)
6.1.3.29.1 Description

This resource represents the individual Shared Data.

6.1.3.29.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/shared-data/{ sharedDatal d}

This resource shall support the resource URI variables defined in table 6.1.3.29.2-1.

Table 6.1.3.29.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
sharedDatald [SharedDatald |Contains the individual Shared Data Identifier.
6.1.3.29.3 Resource Standard Methods
6.1.3.29.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.29.3.1- 1.

Table 6.1.3.29.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
supported- SupportedFeatures (O (0..1 see 3GPP TS 29.500 [4] clause 6.6
features ) )

This method shall support the request data structures specified in table 6.1.3.29.3.1-2 and the response data structures
and response codes specified in table 6.1.3.29.3.1-3.
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Table 6.1.3.29.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P

Cardinality

Description

n/a

Table 6.1.3.29.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SharedData M |1 200 OK Upon success, a response body containing the individual
Shared Data shall be returned.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- DATA_ NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.30 Resource: ProseSubscriptionData (Document)
6.1.3.30.1 Description

This resource represents the subscribed ProSe Data for a UE. It is queried by the 5G DDNMF, 5G PKMF, PAnF.

6.1.3.30.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /prose-data

Thisresource shall support the resource URI variables defined in table 6.1.3.30.2- 1.

Table 6.1.3.30.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

supi

Supi

5.9.2)

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause

pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.30.3

6.1.3.30.3.1

GET

Resource Standard Methods

This method shall support the URI query parameters specified in table 6.1.3.30.3.1-1.

Table 6.1.3.30.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

P | Cardinality

Description

supported-features

SupportedFeatures

O [0..1

see 3GPP TS 29.500 [4] clause 6.6

UDM shall return the ProSe Data for the UE identified by the supi.

This method shall support the request data structures specified in table 6.1.3.30.3.1-2 and the response data structures
and response codes specified in table 6.1.3.30.3.1-3.

Table 6.1.3.30.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a
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Table 6.1.3.30.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
ProseSubscription M |1 200 OK Upon success, a response body containing the ProSe
Data Subscription Data shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.31 Resource: MbsSubscriptionData (Document)

6.1.3.31.1 Description

This resource represents the subscribed 5MBS Data for a UE as defined in clause 6.4.2 of 3GPP TS 23.247 [59]. Itis
gueried by the SMF.

6.1.3.31.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiVersion>/{ supi}/mbs-data
This resource shall support the resource URI variables defined in table 6.1.3.31.2-1.

Table 6.1.3.31.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause
5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.31.3 Resource Standard Methods

6.1.3.31.3.1 GET
This method shall support the URI query parameters specified in table 6.1.3.31.3.1-1.

Table 6.1.3.31.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures |O |0..1 see 3GPP TS 29.500 [4] clause 6.6

UDM shall return the 5SMBS Subscription Data for the UE identified by the supi.

This method shall support the request data structures specified in table 6.1.3.31.3.1-2 and the response data structures
and response codes specified in table 6.1.3.31.3.1-3.

Table 6.1.3.31.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 6.1.3.31.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
MbsSubscriptionDa [ M |1 200 OK Upon success, a response body containing the 5SMBS
ta Subscription Data shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND
- DATA_NOT FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.1.3.32 Resource: UcSubscriptionData (Document)
6.1.3.32.1 Description

This resource represents the subscribed User Consent Data for a UE as defined in Annex V.2 of 3GPP TS 33.501 [6],
clause 5.1.3 of 3GPP TS 33.558 [63] and clause 6.2 of 3GPP TS 23.288 [35]. It is queried by the NWDAF, DCCF, NEF
and trusted AF (e.g. EES).

6.1.3.32.2

Resource Definition

Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/{ supi} /uc-data

Thisresource shall support the resource URI variables defined in table 6.1.3.32.2- 1.

Table 6.1.3.32.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot string

See clause 6.1.1

supi Supi

5.9.2)

Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause

pattern: See pattern of type Supi in 3GPP TS 29.571 [7]

6.1.3.32.3

6.1.3.32.3.1

GET

Resource Standard Methods

This method shall support the URI query parameters specified in table 6.1.3.32.3.1-1.

Table 6.1.3.32.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported-features |SupportedFeatures |O |0..1 see 3GPP TS 29.500 [4] clause 6.6
uc-purpose UcPurpose O (0.1 Contains a user consent purpose.

See clause 6.1.6.3.20.

UDM shall return the User Consent Subscription Data for the UE identified by the supi.

This method shall support the request data structures specified in table 6.1.3.32.3.1-2 and the response data structures
and response codes specified in table 6.1.3.32.3.1-3.

Table 6.1.3.32.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a
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Table 6.1.3.32.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P Cardinality Response Description
codes
UcSubscriptionDat | M |1 200 OK Upon success, a response body containing the User

a Consent Subscription Data shall be returned.

ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
- DATA_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.1.3.33 Resource: Multipleldentifiers (Document)

6.1.3.33.1 Description

This resource represents the Multiple Identifiers handled by UDM. It is queried by the TSCTSF for translation from list
of GPSIsto thelist of SUPIs.

6.1.3.33.2 Resource Definition
Resource URI: { apiRoot} /nudm-sdm/<apiV ersion>/multiple-identifiers
This resource shall support the resource URI variables defined in table 6.1.3.33.2-1.

Table 6.1.3.33.2-1: Resource URI variables for this resource

Name Definition

apiRoot

Data type
string

See clause 6.1.1

6.1.3.33.3 Resource Standard Methods

6.1.3.33.3.1 GET

This method shall support the URI query parameters specified in table 6.1.3.33.3.1- 1.

Table 6.1.3.33.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supported- SupportedFeat | O |0..1
features ures see 3GPP TS 29.500 [4] clause 6.6
gpsi-list array(Gpsi) M |1..N List of GPSlIs.

This method shall support the request data structures specified in table 6.1.3.33.3.1-2 and the response data structures
and response codes specified in table 6.1.3.33.3.1-3.

Table 6.1.3.33.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 6.1.3.33.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

Ueldentifiers M |1 200 OK Upon success, a response body containing the list of UE
identifier(s) shall be returned.

ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- USER_NOT_FOUND
- DATA_NOT_FOUND

NOTE: In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.3.33.3.1-4: Headers supported by the GET method on this resource
Name Data type P | Cardinality Description
If-None-Match string O |0.1 Validator for conditional requests, as described in
IETF RFC 7232 [25], clause 3.2
If-Modified-Since |string O |0.1 Validator for conditional requests, as described in
IETF RFC 7232 [25], clause 3.3

Table 6.1.3.33.3.1-5: Headers supported by the 200 Response Code on this resource

Name Data type P | Cardinality Description
Cache-Control string O |0..1 Cache-Control containing max-age, as described in
IETF RFC 7234 [26], clause 5.2
ETag string O |0.1 Entity Tag, containing a strong validator, as described in
IETF RFC 7232 [25], clause 2.3
Last-Modified string O |0..1 Timestamp for last modification of the resource, as described
in IETF RFC 7232 [25], clause 2.2

6.1.4 Custom Operations without associated resources

In thisrelease of this specification, no custom operations without associated resources are defined for the
Nudm_SubscriberDataM anagement Service.

6.1.5 Notifications

6.1.5.1 General

This clause will specify the use of notifications and corresponding protocol details if required for the specific service.
When notifications are supported by the AP, it will include a reference to the general description of notifications
support over the 5G SBIs specified in 3GPP TS 29.500 [4] / 3GPP TS 29.501 [5].

Table 6.1.5.1-1: Notifications overview

HTTP
method o
A Description
Notification Resource URI or (service operation)
custom
operation
Dﬁ;?ifig?ig%e {callbackReference} POST
Data POST
Restoration  |{dataRestorationCallbackUri}
Notification
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The POST method shall be used for Data Change Notifications and the URI shall be as provided during the subscription

procedure.

Resource URI: { callbackReference}

Support of URI query parametersis specified in table 6.1.5.2-1.

Table 6.1.5.2-1: URI query parameters supported by the POST method

Name

Data type

P

Cardinality

Description

n/a

Support of request data structuresis specified in table 6.1.5.2-2 and of response data structures and response codes is
specified in table 6.1.5.2-3.

Table 6.1.5.2-2: Data structures supported by the POST Request Body

Data type P Cardinality Description
ModificationNotificati | M |1
on
Table 6.1.5.2-3: Data structures supported by the POST Response Body
Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
RedirectRespons | O (0..1 307 Temporary redirection. The response shall include a Location
e Temporary |header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative
service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
RedirectRespons | O |0..1 308 Permanent redirection. The response shall include a Location
e Permanent |header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative
service instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
See table 6.1.7.3-1 for the description of this error.

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.1.5.2-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target-  [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
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Table 6.1.5.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
6.1.5.3 Data Restoration Notification

The POST method shall be used to inform the NF Service Consumer about a potential data-1oss event occurred at the
UDR, and the callback URI may be provided during the creation of an SDM subscription, or dynamically discovered by
UDM by querying NRF for a default notification URI.

Resource URI: { dataRestorationCallbackUri}

Support of URI query parametersis specified in table 6.1.5.3-1.

Table 6.1.5.3-1: URI query parameters supported by the POST method

Name Data type P | Cardinality Description

n/a

Support of request data structuresis specified in table 6.1.5.3-2 and of response data structures and response codesis
specified in table 6.1.5.3-3.

Table 6.1.5.3-2: Data structures supported by the POST Request Body

Data type P | Cardinality Description
DataRestorationN | M |1 Contains identifiers representing those UEs potentially affected by a data-loss
otification event at the UDR.

Table 6.1.5.3-3: Data structures supported by the POST Response Body

Data type P |Cardinality Response Description
codes
n/a 204 No Content |Upon success, an empty response body shall be returned.
RedirectResponse O 0.1 307 Temporary |Temporary redirection. The response shall include a
Redirect Location header field containing a different URI. The URI

shall be an alternative URI of the resource located on an
alternative service instance within the same NF or NF
(service) set.

If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a
different URI pointing to the endpoint of the NF service
consumer to which the notification should be sent.
RedirectResponse O 0.1 308 Permanent |Permanent redirection. The response shall include a
Redirect Location header field containing a different URI. The URI
shall be an alternative URI of the resource located on an
alternative service instance within the same NF or NF
(service) set.

If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a
different URI pointing to the endpoint of the NF service
consumer to which the notification should be sent.

NOTE: In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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Table 6.1.5.3-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.1.5.3-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

6.1.6 Data Model

6.1.6.1 General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nudm_SDM service API.
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Table 6.1.6.1-1: Nudm_SDM specific Data Types
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Data type Clause defined Description

Nssai 6.1.6.2.2 Network Slice Selection Assistance Information

SdmSubscription 6.1.6.2.3 A subscription to notifications

AccessAndMobilitySubscriptionData  16.1.6.2.4 Access and Mobility Subscription Data

SmfSelectionSubscriptionData 6.1.6.2.5 SMEF Selection Subscription Data

Dnninfo 6.1.6.2.6 Data Network Name and associated information
(LBO roaming allowed flag)

Snssailnfo 6.1.6.2.7 S-NSSAI and associated information (DNN Info)

SessionManagementSubscriptionData |6.1.6.2.8 User subscribed session management data

DnnConfiguration 6.1.6.2.9 User subscribed data network configuration

PduSessionTypes 6.1.6.2.11 Default/allowed session types for a data network

SscModes 6.1.6.2.12 Default/allowed SSC modes for a data network

SmsSubscriptionData 6.1.6.2.13

SmsManagementSubscriptionData 6.1.6.2.14 SMS Management Subscription Data

SubscriptionDataSets 6.1.6.2.15

UeContextinSmfData 6.1.6.2.16 UE Context In SMF Data

PduSession 6.1.6.2.17

IdTranslationResult 6.1.6.2.18 SUPI that corresponds to a given GPSI

ModificationNotification 6.1.6.2.21

IpAddress 6.1.6.2.22 IP address (IPv4, or IPv6, or IPv6 prefix)

UeContextinSmsfData 6.1.6.2.23

Smsfinfo 6.1.6.2.24

Acknowledgelnfo 6.1.6.2.25

Sorinfo 6.1.6.2.26 Steering Of Roaming Information

SharedData 6.1.6.2.27 Subscription Data shared by multiple UEs

Pgwinfo 6.1.6.2.28 Information about the DNNs/APNs and PGW-C+SMF
FQDNSs used in interworking with EPS

TraceDataResponse 6.1.6.2.29 Contains Trace Data or a shared data Id identifying
shared Trace Data

SteeringContainer 6.1.6.2.30

SdmSubsModification 6.1.6.2.31 Modification instruction for a subscription to
notifications

Emergencyinfo 6.1.6.2.32 Information about emergency session

Upulnfo 6.1.6.2.33 UE Parameters Update Information

Groupldentifiers 6.1.6.2.34

NiddInformation 6.1.6.2.35 Non-IP Data Delivery information

CagData 6.1.6.2.36

Caglnfo 6.1.6.2.37

DataSetName 6.1.6.3.3

PduSessionContinuitylnd 6.1.6.3.7

AdditionalSnssaiData 6.1.6.2.38 Additional information specific to a slice

VnGroupData 6.1.6.2.39

AppDescriptor 6.1.6.2.40

AppPortld 6.1.6.2.41 Application Port Id

LcsPrivacyData 6.1.6.2.42

Lpi 6.1.6.2.43

UnrelatedClass 6.1.6.2.44

PImnOperatorClass 6.1.6.2.45

ValidTimePeriod 6.1.6.2.46

LcsMoData 6.1.6.2.47

EcRestrictionDataWb 6.1.6.2.48 Enhance Coverage Restriction Data

ExpectedUeBehaviourData 6.1.6.2.49 Expected UE Behaviour Data

SuggestedPacketNumDI 6.1.6.2.52 Suggested Number of Downlink Packets

FrameRoutelnfo 6.1.6.2.54 Frame Route Information

SorUpdatelnfo 6.1.6.2.55

EnhancedCoverageRestrictionData 6.1.6.2.56 Enhanced Coverage Restriction Data

EdrxParameters 6.1.6.2.57 eDRX Parameters

PtwParameters 6.1.6.2.58 Paging Time Window Parameters

OperationMode 6.1.6.3.12 Operation Mode

SorUpdatelndicator 6.1.6.3.13 SoR Update Indicator

ExternalUnrelatedClass 6.1.6.2.62

AfExternal 6.1.6.2.63

LcsClientExternal 6.1.6.2.64

LcsClientGroupExternal 6.1.6.2.65

ServiceTypeUnrelatedClass 6.1.6.2.66
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Ueld 6.1.6.2.67

DefaultUnrelatedClass 6.1.6.2.68

ContextInfo 6.1.6.2.69 Contains the HTTP Headers received by the NFs

UeContextinAmfData 6.1.6.2.70

V2xSubscriptionData 6.1.6.2.71 V2X Subscription Data

LcsBroadcastAssistanceTypesData 6.1.6.2.72 LCS Broadcast Assistance Data Types

DatasetNames 6.1.6.2.73 Data Set Names

PImnRestriction 6.1.6.2.74

ProseSubscriptionData 6.1.6.2.76 ProSe Subscription Data

AerialUeSubscriptioninfo 6.1.6.2.78 Aerial UE Subscription Information

SmSubsData 6.1.6.2.79

ExtendedSmSubsData 6.1.6.2.80

Amfinfo 6.1.6.2.81 AMF information

ProSeAllowedPImn 6.1.6.2.82 Contains the allowed PLMN information for ProSe
Service

ImmediateReport 6.1.6.2.83 UDM SDM Immediate Report

MbsSubscriptionData 6.1.6.2.84 5MBS Subscription Data

UcSubscriptionData 6.1.6.2.85 User Consent Subscription Data

UeContextinSmfDataSubFilter 6.1.6.2.86 UE Context In Smf Data Subscription Filter

Ueldentifiers 6.1.6.2.87 List of UE identifiers

Supilnfo 6.1.6.2.88 List of the SUPIs

DefaultDnnindicator 6.1.6.3.2

LboRoamingAllowed 6.1.6.3.2

UeUsageType 6.1.6.3.2

MpsPrioritylndicator 6.1.6.3.2

McsPrioritylndicator 6.1.6.3.2

3GppChargingCharacteristics 6.1.6.3.2 3GPP Charging Characteristics

MicoAllowed 6.1.6.3.2

SmsSubscribed 6.1.6.3.2

SharedDatald 6.1.6.3.2

IwkEpsind 6.1.6.3.2 Interworking with EPS Indication

SecuredPacket 6.1.6.3.2

UpuRegind 6.1.6.3.2

ExtGroupld 6.1.6.3.2

NbloTUePriority 6.1.6.3.2

CodeWord 6.1.6.3.2

Afld 6.1.6.3.2

LcsClientld 6.1.6.3.2

DataSetName 6.1.6.3.3

PduSessionContinuitylnd 6.1.6.3.7

LocationPrivacyind 6.1.6.3.8

PrivacyCheckRelatedAction 6.1.6.3.9

LcsClientClass 6.1.6.3.10

LcsMoServiceClass 6.1.6.3.11

OperationMode 6.1.6.3.12

CodeWordind 6.1.6.3.14

MdtUserConsent 6.1.6.3.15 MDT User Consent

SharedDataTreatmentinstruction 6.1.6.3.16

GpsiType 6.1.6.3.17 Type of GPSI (MSISDN or External-ID)

SorTransparentContainer 6.1.6.3.2

AerialUelndication 6.1.6.3.18 Indication on whether Aerial service for UE is allowed
or not.

UpuTransparentContainer 6.1.6.3.2

ProseDirectAllowed 6.1.6.3.19 Contains the ProSe Services that can be authorised
by the given PLMN identity.

UcPurpose 6.1.6.3.20 Purpose of the user consent

UserConsent 6.1.6.3.21 User Consent

Table 6.1.6.1-2 specifies data types re-used by the Nudm_SDM service API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the Nudm_SDM
service API.
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Table 6.1.6.1-2: Nudm_SDM re-used Data Types
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Data type Reference Comments

Dnn 3GPP TS 29.571 [7] Data Network Name with Network Identifier
only; this type is used as key in a map of:
- DnnConfigurations; see clause 6.1.6.2.8;
- EpslwkPgws; see clause 6.2.6.2.2;
- ExpectedUeBehaviourData; see clause
6.1.6.2.8,;

DurationSec 3GPP TS 29.571 [7] Time value in seconds

ProblemDetails 3GPP TS 29.571 [7] Common data type used in response bodies

Snssai 3GPP TS 29.571 [7] Single NSSAI

Uri 3GPP TS 29.571 [7] Uniform Resource ldentifier

Gpsi 3GPP TS 29.571 [7] Generic Public Subscription Identifier

RatType 3GPP TS 29.571 [7] Radio Access Technology Type

Area 3GPP TS 29.571 [7]

ServiceAreaRestriction 3GPP TS 29.571 [7]

CoreNetworkType 3GPP TS 29.571 [7]

SupportedFeatures 3GPP TS 29.571 [7] see 3GPP TS 29.500 [4] clause 6.6

Plmnld 3GPP TS 29.571 [7] PLMN Identity

PduSessionType 3GPP TS 290.571 [7]

SubscribedDefaultQos 3GPP TS 29.571 [7] Subscribed Default QoS

Ambr 3GPP TS 29.571 [7]

AmbrRm 3GPP TS 29.571 [7]

SliceMbrRm 3GPP TS 290.571 [7]

PduSessionld

3GPP TS 29.571 [7]

PduSessionld is used as key in a map of
PduSessions; see clause 6.1.6.2.16.

Nflnstanceld

3GPP TS 29.571 [7]

Supi 3GPP TS 29.571 [7]

RfsplndexRm 3GPP TS 29.571 [7]

SscMode 3GPP TS 29.571 [7]

Ipv4Addr 3GPP TS 29.571 [7]

Ipv6Addr 3GPP TS 29.571 [7]

Ipv6Prefix 3GPP TS 29.571 [7]

SorMac 3GPP TS 29.509 [24]

Steeringlnfo 3GPP TS 29.509 [24]

Acklind 3GPP TS 29.509 [24]

CounterSor 3GPP TS 29.509 [24]

UpuMac 3GPP TS 29.509 [24]

UpuData 3GPP TS 29.509 [24]

UpuAckind 3GPP TS 29.509 [24]

CounterUpu 3GPP TS 29.509 [24]

TraceData 3GPP TS 29.571 [7] Trace control and configuration parameters

Notifyltem 3GPP TS 29.571 [7]

UpSecurity 3GPP TS 29.571 [7]

ServiceName 3GPP TS 29.510[19]

OdbPacketServices 3GPP TS 29.571 [7]

Groupld 3GPP TS 29.571 [7] This type is also used as key of a map in
attributes:
- vnGrouplnfo and sharedVnGroupDatalds;
see clause 6.1.6.2.4,6.1.6.2.8, 6.1.6.2.27;

DateTime 3GPP TS 29.571 [7]

Cagld 3GPP TS 29.571 [7]

StnSr 3GPP TS 29.571 [7] Session Transfer Number for SRVCC

CMsisdn 3GPP TS 29.571 [7] Correlation MSISDN

Osld 3GPP TS 29.519 [33]

uint16 3GPP TS 29.571 [7]

RgWirelineCharacteristics 3GPP TS 29.571 [7]

GeographicArea 3GPP TS 29.572 [34]

LcsServiceType 3GPP TS 29.572 [34]

ScheduledCommunicationTime

3GPP TS 29.571 [7]

Scheduled Communication Time

LocationArea

6.5.6.2.10

DataRestorationNotification

6.2.6.2.25

Contains identities representing those UEs
potentially affected by a data-loss event at the
UDR

Stationarylndication

3GPP TS 29.571 [7]

Stationary Indication

TrafficProfile

3GPP TS 29.571 [7]

Traffic Profile

ScheduledCommunicationType

3GPP TS 29.571 [7]

Scheduled Communication Type
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BatterylIndication

3GPP TS 29.571 [7]

Battery Indication

Acslinfo 3GPP TS 29.571 [7] ACS Information
IPv4AddrMask 3GPP TS 29.571 [7]

Fqgdn 3GPP TS 29.571 [7] Fully Qualified Domain Name
Nefld 3GPP TS 29.510 [19]

PatchResult 3GPP TS 290.571 [7]

NrV2xAuth 3GPP TS 29.571 [7]

LteV2xAuth 3GPP TS 29.571 [7]

ProseServiceAuth 3GPP TS 29.571 [7]

BitRate 3GPP TS 29.571 [7]

MdtConfiguration 3GPP TS 29.571 [7]

uint64 3GPP TS 29.571 [7]

WirelineArea 3GPP TS 29.571 [7]
WirelineServiceAreaRestriction |[3GPP TS 29.571 [7]

NfGroupld 3GPP TS 29.571 [7]

EcsServerAddr 3GPP TS 29.571 [7]

RedirectResponse

3GPP TS 29.571 [7]

Response body of the redirect response
message

Bytes

3GPP TS 29.571 [7]

Binary data encoded as a base64 character
string

SpatialValidityCond

3GPP TS 29.571 [7]

AccessType

3GPP TS 29.571 [7]

Access Type

NsSrg

3GPP TS 29.571 [7]

NSSRG value

MbsSessionld

3GPP TS 29.571 [7]

5MBS Session Id

RoamingRestrictions

3GPP TS 29.571 [7]

Roaming Restrictions related information

PImnIdNid 3GPP TS 29.571 [7]
6.1.6.2 Structured data types
6.1.6.2.1 Introduction

This clause defines the structures to be used in resource representations.

ETSI




3GPP TS 29.503 version 17.18.0 Release 17

6.1.6.2.2

Type: Nssai

165

ETSI TS 129 503 V17.18.0 (2025-03)

Table 6.1.6.2.2-1: Definition of type Nssai

Attribute name Data type P |Cardinality Description Applicability
supportedFeatures SupportedFeatures O 0.1 See clause 6.1.8
defaultSingleNssais array(Snssai) M [1.N A list of Single Nssais used as default.
(NOTE 1) (NOTE 2) (NOTE 3) (NOTE 4)
singleNssais array(Snssai) O |[1.N List of non default Single Nssais. (NOTE 1)
(NOTE 3)
provisioningTime DateTime Cc |0.1 This attribute shall be present if the Nssai is
sent to the AMF while reception has not yet
been acknowledged from the UE; otherwise
shall be absent.
This attribute serves as Network Slicing
Subscription Change Indication.
additionalSnssaiData map(AdditionalSnssa | O |1..N A map (list of key-value pairs where Nssaa, Nsac,
iData) singleNssai converted to string serves as key) [Nssrg
of additional information related to this single
Nssai.
suppressNssrgind boolean O 0.1 Indicates whether the AMF shall provide all Nssrg

subscribed S-NSSAIs to the UE not indicating
support of subscription-based restrictions to
simultaneous registration of network slices,
even if these S-NSSAIs do not share a
common NSSRG.

true: indicates that the AMF shall provide all
subscribed S-NSSAIs to the UE not indicating
support of subscription-based restrictions to
simultaneous registration of network slices.
false: indicates that the AMF does not need to
provide all subscribed S-NSSAIs to the UE not
indicating support of subscription-based
restrictions to simultaneous registration of
network slices.

NOTE 1:

If the NF consumer does not support Nssaa optional feature, the UDM shall not include S-NSSAI(s) subject to Network Slice-

Specific Authentication and Authorization in Get response messages, immediate reports within Subscribe response

messages, or data change notifications where the data change is limited to S-NSSAI(s) subject to Network Slice-Specific
Authentication and Authorization.
The total number of subscribed S-NSSAIs (including default S-NSSAIs and non-default S-NSSAIs) shall not exceed 16.

NOTE 2:

with the same NSSRG values as defined in clause 5.15.12 of 3GPP TS 23.501 [2].

NOTE 3:

NOTE 4:

If NSSRG information is present in the subscription data, the default S-NSSAIs, if more than one is present, are associated

If NSSRG information is present, at least one NSSRG shall be associated with each of the S-NSSAIs in the subscription
information.
If the use case requires the UE to remain reachable at all times with at least one slice, it is recommended that at least one

default S-NSSAI is not subject to network slice admission control, to avoid registration rejection in the case of no requested
NSSAI was provided or none of the S-NSSAIs in the requested NSSAI was allowed (e.g. due to exceeding the maximum
number of UEs configured for that S-NSSAI) as specified in clause 4.2.11.2 of 3GPP TS 23.502 [3].
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6.1.6.2.3 Type: SdmSubscription

Table 6.1.6.2.3-1: Definition of type SdmSubscription
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Attribute name

Data type

Cardinality

Description

Applicability

nflnstanceld

Nflnstanceld

1

Identity of the NF Instance creating the
subscription.

implicitUnsubscribe

boolean

0.1

If present with value true indicates that the
subscription expires when the subscribing NF
(AMF, SMF, SMSF) identified by the
nfinstanceld ceases to be registered at the
UDM.

When the subscribing NF is an SMF, this
means that the subscription is terminated by
UDM when the last PDU session of such SMF
is deregistered for a given SUPI.

If the subscribing NF (AMF. SMF, SMSF) is not
registered when the SDM subscription with
implicitUnsubscribe indicator set to true is
received by the UDM, the UDM should return a
confirmed expiry time in the expires attribute to
the subscribing NF even when the expires
attribute is absent from the request.

See NOTE 1.

expires

DateTime

If present, indicates the point in time at which
the subscription expires. Shall be present if
implicitUnsubscribe is absent or false.

Within a POST request the proposed expiry
time is conveyed whereas in a POST response
or PATCH response the confirmed expiry time
is returned.

callbackReference

Uri

URI provided by the NF service consumer to
receive notifications

amfServiceName

ServiceName

When present, this IE shall contain the name of
the AMF service to which Data Change
Notifications are to be sent (see clause 6.5.2.2
of 3GPP TS 29.500 [4]). This IE may be
included if the NF service consumer is an AMF.

monitoredResourceUris

array(Uri)

1.N

A set of URIs that identify the resources for
which a change triggers a notification.

The URI shall take the form of either an
absolute URI or an absolute-path reference as
defined in IETF RFC 3986 [31].

See NOTE 3.

Monitored Resource URIs should not contain
query parameters. Instead, attributes within the
SdmSubscription (e.g. singleNssai, dnn,
plmnld) may be used for filtering. Received
guery parameters may be ignored by the UDM.

singleNssai

Snssai

0.1

This IE may be present if the consumer is SMF.
This attribute shall be also used as filter for the
Nudr notifications when sdmSubscription is
included in subscriptionDataSubscription in
Nudr POST operation.

See NOTE 2.

dnn

Dnn

This IE may be present if the consumer is SMF.
This attribute shall be also used as filter for the
Nudr notifications when sdmSubscription is
included in subscriptionDataSubscription in
Nudr POST operation.

When present, this IE shall contain the Network
Identifier only, or Wildcard DNN.

See NOTE 2.

subscriptionld

string

This attribute shall be present if the
SdmSubscription is sent in a GET response
message on Nudr. It identifies the individual
sdmSubscription stored in the UDR and may
be used by the UDM to delete an expired or
implicitly unsubscribed sdmSubscription.
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plmnid

PImnlid

Cc

If present, it indicates the PLMN of the NF
Instance creating the subscription (i.e., the
PLMN serving the UE).

It shall be present if the NF Instance is located
in a different PLMN than the UDM.

If absent, the Home PLMN ID is used as
default.

immediateReport

boolean

This IE indicates whether immediate report is
needed or not.

When present, this IE shall be set as following:
- true: immediate report is required
- false (default) immediate report is not required

ImmediateRep
ort

report

ImmediateReport

This IE shall be present in Subscribe response,
if the immediateReport attribute is set to "true"
in Subscribe request.

When present, this IE shall contain the
representation of subscription data sets that to
be monitored, i.e. listed in
monitoredResourceUris attribute.

ImmediateRep
ort

supportedFeatures

SupportedFeatures

See clause 6.1.8
These are the features supported by the NF
subscribing at the UDM.

contextInfo

Contextinfo

This IE if present may contain e.g. the headers
received by the UDM along with the
SdmSubscription.

Shall be absent on Nudm and may be present
on Nudr.

nfChangeFilter

boolean

It may be present when
monitoredResourceUris is related to the ue-
context-in-amf-data and ue-context-in-smf-
data.

If present, it indicates the consumer NF wants
notification when NF is changed in the ue-
context-in-amf-data and ue-context-in-smf-
data.

ENA

uniqueSubscription

boolean

When present, this IE shall be set to indicate
whether the subscription is a unique
subscription, as specified in clause 5.2.2.3.2
and clause 5.2.2.3.3:

- true: the subscription is unique

- false: the subscription is not unique

LimitedSubscri
ptions

resetlds

array(string)

May be present in subscribe response
messages.

The NF service consumer may decide to re-
subscribe at the UDM when receiving a data
restoration notification containing a matching
resetid.

ueConSmfDataSubFilter

UeContextinSmfData
SubFilter

This IE may be present to receive the
notification on changes for information in
UeContextinSmfData related to specific PDU
sessions.

UeConSmfDat
aSubFilter

dataRestorationCallbac
kUri

Uri

If present, it contains the URI where
notifications about UDR-initiated data
restoration shall be sent by UDM.
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udrRestartInd boolean O |0.1 May be present in request messages from the

UDM consumers to the UDM.

If present:

- true: indicates that the registration message
sent by the UDM consumer is due to a re-
synchronization event, motivated by a previous
reception at the UDM consumer of a Data
Restoration Notification from the UDM

- false (or absent): indicates that this is a
normal request message (i.e., not motivated by
a data restoration notification event)

NOTE 1:

NOTE 2:

NOTE 3:

The subscription expires if the last registration identified by the nflnstanceld for the UE is deregistered at the UDM, e.g. the
UDM shall remove the SdmSubscription of the SMF, if the UE's last PDU session SMF registration of this SMF is
deregistered.

If "singleNssai" is not included, and "dnn" is not included, the UDM shall notify the data change of all DNN configurations
and network slice(s).

If "singleNssai" is included, and "dnn" is not included, the UDM shall notify the data change of network slice identified by
"singleNssai" and all DNN configurations for the requested network slice identified by "singleNssai".

If "singleNssai" is not included, and "dnn" is included, the UDM shall notify the data change of all network slices where such
DNN is available and all DNN configurations identified by "dnn".

If "singleNssai" is included, and "dnn" is included, the UDM shall notify the data change of network slice identified by
"singleNssai" where such DNN is available and the DNN configuration identified by "dnn", if such DNN is available in the
network slice identified by "singleNssai".

The UDM should handle only the relative-path part (apiSpecificResourceUriPart, see 3GPP TS 29.501 [5] clause 4.4.1) and
ignore possible inconsistencies in the base URI part.
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6.1.6.2.4 Type: AccessAndMobilitySubscriptionData

Table 6.1.6.2.4-1: Definition of type AccessAndMobilitySubscriptionData
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Attribute name Data type P |Cardinality Description Applicability
supportedFeatures SupportedFeatur | O |0..1 See clause 6.1.8
es
gpsis array(Gpsi) O |[0.N List of Generic Public Subscription Identifier; see
3GPP TS 29.571 [7]
internalGrouplds array(Groupld) O |1.N List of internal group identifier; see
3GPP TS 23.501 [2] clause 5.9.7
sharedVnGroupDatald |map(SharedDatal | O |1..N A map of identifiers of shared 5G VN group data (list
s d) of key-value pairs whereGroupld serves as key; see
clause 6.1.6.1).
This attribute is only applicable to the Nudm interface
and shall not be included over the Nudr interface.
hssGroupld NfGroupld O |0.1 Identity of the HSS group associated with the
subscription, which may be used by the UDM in
discovering the HSS; see 3GPP TS 29.510 [19].
This attribute may be included if the
coreNetworkTypeRestrictions does not indicate a
value of "EPC".
This attribute is only applicable to the Nudr interface
and shall not be included over the Nudm interface.
subscribedUeAmbr AmbrRm O |0.1
nssai Nssai O |0.1 Network Slice Selection Assistance Information
ratRestrictions array(RatType) O |0..N List of RAT Types that are restricted in 5GC and
EPC; see 3GPP TS 29.571 [7] (NOTE 2)
Contains unigue items
forbiddenAreas array(Area) O |0..N List of forbidden areas in 5GS (NOTE 6, NOTE 7)
serviceAreaRestriction |ServiceAreaRestr | O |0..1 Subscribed Service Area Restriction (NOTE 7)
iction
coreNetworkTypeRestr |array(CoreNetwo | O |0..N List of Core Network Types that are restricted.
ictions rkType) The use of the value "5GC" is deprecated on Nudm
and shall be discarded by the receiving AMF.
rfspindex RfsplndexRm O 0.1 Index to RAT/Frequency Selection Priority;
subsRegTimer DurationSecRm O 0.1 Subscribed periodic registration timer; (see
clause 5.20 of 3GPP TS 23.501 [2],
clause 4.15.3.2.3b and 4.15.6.3a of
3GPP TS 23.502 [3] and 3GPP TS 29.571 [7])
ueUsageType UeUsageType O |0..1
mpsPriority MpsPrioritylndica | O |0..1
tor
mcsPriority McsPrioritylndicat | O |0..1
or
activeTime DurationSecRm O 0.1 subscribed active time for PSM UEs (see clause 5.20
of 3GPP TS 23.501 [2] and clause 4.15.3.2.3b and
4.15.6.3a of 3GPP TS 23.502 [3]).
sorinfo Sorinfo O (0.1 On Nudm, this IE shall be present if the UDM shall

send the information for Steering of Roaming during
registration or the subscription data update to the
UE. The UDM may detect the need to send sorinfo
by retrieving context information from the UDR.
(NOTE 4)
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sorinfoExpectind Boolean C |0.1 Contains the indication on whether or not the UE is

expecting to receive SoR information at initial

registration.
- When set to true; it indicates that the UE is
expecting to receive SoR information at initial
registration in a VPLMN, i.e. the UDM shall send
SoR information to the AMF on Nudm even
when nothing was received from UDR or SOR-
AF. In case the UDM was not able to obtain SoR
information, SoR information sent on Nudm shall
contain the indication that "no change" is
needed.
- When set to false: it indicates that the UE is
not expecting to receive SoR information at
initial registration, i.e. the UDM shall send SoR
information to the AMF based on operator
policy.

This attribute may be present on Nudr interface and
shall be absent on UDM interface.

The UDM shall ignore this attribute if the UE is not
roaming out of its HPLMN.

sorafRetrieval boolean Cc |0.1 Contains the indication on whether or not SoR
information shall be retrieved from the SOR-AF.
- When set to true: it indicates that the UDM
shall retrieve SoR information from the SOR-AF.
- When set to false or absent: it indicates that
the retrieval of Sorlnfo from the SOR-AF is not
required.

This attribute may be present on Nudr interface and
shall be absent on Nudm interface.

The UDM shall ignore this attribute if it is received in
Nudr but the UE is not roaming out of its HPLMN.

sorUpdatelndicatorList |array(SorUpdatel | C |1..N When present, it contains the list of SOR Update
ndicator) Indicators;

- It shall indicate that the AMF shall retrieve
SoR information when the UE performs
Registration with NAS Registration Type "Initial
Registration"” if the value
"INITIAL_REGISTRATION" is included;

- And/or it shall indicate that the AMF shall
retrieve SoR information when the UE performs
Registration with NAS Registration Type
"Emergency Registration" if the value
"EMERGENCY_REGISTRATION" is included.

When absent on Nudm interface, it indicates that the
AMF is not requested to retrieve SoR information
when the UE performs Registration with either NAS
Registration Type "Initial Registration” or NAS
Registration Type "Emergency Registration".

The UDM shall ignore this attribute if the UE is not
roaming out of its HPLMN.

upulnfo Upulinfo O |0.1 This IE shall be present if the UDM shall send the
information for UE Parameters Update after the UE
has been successfully authenticated and registered
to the 5G system.

routingIndicator string O (0.1 This IE may be sent in Nudm_SDM notification as
defined in 3GPP TS 23.502 Clause 4.20.2, if UE
Parameter Update was sent for Routing Indicator
Update, but without requesting the UE to re-register.

micoAllowed MicoAllowed O |0.1 Indicates whether the UE subscription allows MICO
mode.
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sharedAmDatalds

array(SharedDat
ald)

Identifier of shared Access And Mobility Subscription
data

SharedData

odbPacketServices

OdbPacketServic
es

Operator Determined Barring for Packet Oriented
Services (NOTE 3).

subscribedDnnList

array(Dnn)

List of the subscribed DNNs for the UE (including
optionally the Wildcard DNN). Used to determine the
list of LADN available to the UE as defined in

clause 5.6.5 of TS 23.501 [2].

When present, this IE shall contain the Network
Identifier only.

serviceGapTime

DurationSec

Used to set the Service Gap timer for Service Gap
Control (see TS 23.501 [2] clause 5.26.16 and
TS 23.502 [3] clause 4.2.2.2.2).

mdtUserConsent

MdtUserConsent

When present, this IE shall indicate whether the user
has given his consent for MDT activation or not (see
clause 4.9 of 3GPP TS 32.422 [48]).

When absent, "CONSENT_NOT_GIVEN" is the
default value.

mdtConfiguration

MdtConfiguration

This IE shall be present if the MDT task is activated.
When present, this IE shall contain MDT
configuration data for UE (see clause 4.1.2.17 of
3GPP TS 32.422 [48)).

traceData

TraceData

Trace requirements about the UE, only sent to AMF
in the HPLMN or one of its equivalent PLMN(s)

cagData

CagData

Closed Access Group Data.

Shall be absent if both

- no CAG is subscribed for the serving PLMN and
- an acknowledgement from the UE is not pending.

CAGFeature

stnSr

StnSr

This IE shall be present if the UE is subscribed to 5G
SRVCC.

When present, it indicates the STN-SR (Session
Transfer Number for SRVCC) of the UE.

cMsisdn

CMsisdn

This IE shall be present if the UE is subscribed to 5G
SRVCC.

When present, it indicates the C-MSISDN
(Correlation MSISDN) of the UE.

nbloTUePriority

NbloTUePriority

Indicates NB loT UE priority which is used by the
NG-RAN to prioritise resource allocation between
UEs accessing via NB-loT(see clause 5.31.17 of
3GPP TS 23.501 [2)).

nssailnclusionAllowed

boolean

Indicates that the UE is allowed to include NSSAI in
the RRC connection establishment in clear text for
3GPP access, as specified in clause 5.15.9 of
3GPP TS 23.501 [2] and clause 4.2.2.2.2 of

3GPP TS 23.502 [3].

true: indicates that NSSAI can be included in RRC
connection establishment by the UE.

false or absent: indicates that NSSAI cannot be
included.

rgWirelineCharacteristi
cs

RgWirelineChara
cteristics

Indicates the RG Level Wireline Access
Characteristics as specified in 3GPP TS 23.316 [37].

ecRestrictionDataWb

EcRestrictionDat
awb

Indicates Enhanced Coverage Restriction Data for
WB-N1 mode.

If absent, indicates Enhanced Coverage is not
restricted for WB-N1 mode.

ecRestrictionDataNb

boolean

If present, this IE shall indicate whether Enhanced
Coverage for NB-N1 mode is restricted or not.

true: Enhanced Coverage for NB-N1 mode is
restricted.

false or absent: Enhanced Coverage for NB-N1
mode is allowed.
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expectedUeBehaviour
List

ExpectedUeBeha
viourData

0]

0.1

Indicates Expected UE Behaviour parameters
associated with AMF(see clause 5.20 of

3GPP TS 23.501 [2] and clause 4.15.6.3 of

3GPP TS 23.502 [3)).

This attribute is only applicable to the Nudm interface
and shall not be included over the Nudr interface.

primaryRatRestrictions

array(RatType)

List of RAT Types that are restricted for use as
primary RAT in 5GC and EPC; see

3GPP TS 29.571 [7] (NOTE 2)

Contains unigue items

secondaryRatRestricti
ons

array(RatType)

List of RAT Types that are restricted for use as
secondary RAT in 5GC and EPC; see

3GPP TS 29.571 [7] (NOTE 2)

Contains unigue items

edrxParametersList

array(EdrxParam
eters)

List of subscribed the extended idle mode DRX
parameters (see clause 5.31.7.2.1 of
3GPP TS 23.501 [2]).

ptwParametersList

array(PtwParame
ters)

List of subscribed the Paging Time Window
parameters (see clause 5.31.7.2.1 of
3GPP TS 23.501 [2]).

iabOperationAllowed

boolean

Indicates that the UE is allowed for IAB operation as
specified in 3GPP TS 23.501 [2].

true: indicates that the UE is allowed for IAB
operation.

false or absent: indicates that the UE is not allowed
for IAB operation.

adjacentPImnRestrictio
ns

map(PImnRestric
tion)

A map (list of key-value pairs where PImnlid
converted to string serves as key; see
3GPP TS 29.571 [7]) of PImnRestrictions for
adjacent PLMNs

wirelineForbiddenArea
S

array(WirelineAre
a)

List of forbidden areas for 5G-BRG/5G-CRG/FN-
CRG (NOTE 6, NOTE 7)

wirelineServiceAreaRe
striction

WirelineServiceA
reaRestriction

Subscribed Service Area Restriction for 5G-BRG/5G-
CRG/FN-CRG (NOTE 7)

pcfSelectionAssistanc
elnfos

array(PcfSelectio
nAssistancelnfo)

List of combination of DNN and S-NSSAI that
indicates that the same PCF needs to be selected by
the AMF. (NOTE 5)

aerialUeSublinfo

AerialUeSubscrip
tioninfo

This IE shall contain the subscribed Aerial UE
Subscription Information when present.

roamingRestrictions

RoamingRestricti
ons

This IE is used by Nudr_DataRepository API starting
with 3GPP Rel-17 and onwards (see Table 5.2.3.3.1-
3in 3GPP TS 29.505 [10]). If present, this IE
contains information on the roaming restrictions. If
this IE is absent e.qg. if the UDR is not provisioned
with the serving PLMN ID, then the UDM may use
the UE's home subscribed profile as the default
profile to handle the roaming and SNPN scenarios.

remoteProvind

boolean

Indicates whether the UE is allowed only for Remote
Provisioning as specified in clause 5.30.2.10.3.2 of
3GPP TS 23.501 [2]. UE subscription either allows,
or does not allow the UE to access the PLMN as the
Onboarding Network using PLMN credentials.

- false (default), or the attribute is absent:
indicates that the UE is not restricted to the
Onboarding only;

- true: indicates that the UE is allowed only for the
Onboarding.

3gppChargingCharact
eristics

3GppChargingCh
aracteristics

Subscribed charging characteristics data associated
to the subscription.
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NOTE 1:

NOTE 2:

NOTE 3:

NOTE 4:
NOTE 5:

NOTE 6:

NOTE 7:

AccessAndMobilitySubscriptionData can be UE-individual data or shared data.

UE-individual data take precedence over shared data unless treatment instructions associated to the
shared data indicate otherwise.

E.g.: When an attribute of type array is present but empty within UE-Individual data and present (with any
cardinality) in shared data and no treatment instructions are applicable, the empty array takes precedence.
Similarly, when a nullable attribute is present with value null within the individual data and present (with
any value) in shared data and no treatment instructions are applicable, the null value takes precedence
(i.e. for the concerned UE the attribute is considered absent).

If the primaryRatRestrictions and secondaryRatRestrictions attributes are supported by the sender, the
sender shall include the list of RAT Types that are restricted, if any, in the ratRestrictions attribute, shall
include the list of RAT Types that are restricted for use as primary RAT, if any, in the
primaryRatRestrictions attribute and shall include the list of RAT Types that are restricted for use as
secondary RAT, if any, in the secondaryRatRestrictions attribute. If the primaryRatRestrictions and
secondaryRatRestrictions attributes are supported by the receiver, the receiver shall use the data in the
primaryRatRestrictions attribute, if received, as the list of RAT Types that are restricted for use as primary
RAT, and shall use the data in the secondaryRatRestrictions attribute, if received, as the list of RAT Types
that are restricted for use as secondary RAT, otherwise the receiver shall use the data in the
ratRestrictions attribute, if received, as the list of RAT Types that are restricted.

If the secondaryRatRestictions attribute is included in the subscription profile, the content may be sent to
MME during inter RAT handover from NR SA to EN-DC, for the purpose of adequate SGW selection at
MME based on subscription profile, and to avoid allocating unnecessary resources for secondary RAT at
EPC if itis restricted.

The AMF shall take responsibility to perform PDU session related actions subject to change of
OdbPacketService, e.g. release existing PDU session.

The UDM shall ignore the content of sorinfo received on Nudr if "sorafRetrieval" is set to true.

If multiple PDU sessions to one DNN and S-NSSAI are established in EPS, the AMF shall select the same
PCF by configuration or by using existing method, e.g. same PCF selection in usage monitoring.

When UE is only permitted in a small area, i.e. the UE is forbidden in most of TAls in the PLMN, AreaCode
(e.g. "All TAIs except xxx") may be used to avoid provisoning and transferring large number of TAls.
AeraCode may be used otherwise.

AreaCode for VPLMN(s) may be provisioned under agreement between operators.

6.1.6.2.5 Type: SmfSelectionSubscriptionData

Table 6.1.6.2.5-1: Definition of type SmfSelectionSubscriptionData

Attribute name Data type P |Cardinality Description

Applicability

supportedFeatures SupportedFeatures O [0.1 See clause 6.1.8

subscribedSnssailnfos  |map(Snssailnfo) O |0..N List of S-NSSAIs and associated information

(DNN Info); see 3GPP TS 23.501 [2] clause
6.3.2.

A map (list of key-value pairs where singleNssai
converted to string serves as key; see

3GPP TS 29.571 [7]) of arrays of Dnninfo

sharedSnssailnfosld SharedDatald

Identifier of shared Snssailnfos.

SharedData

hssGroupld NfGroupld

O|Oo
oe
N

Identity of the HSS group associated with the
subscription, which may be used by the UDM in
discovering the HSS; see 3GPP TS 29.510 [19].

May be present on the Nudr interface if there is
DNN interworking with EPC and shall not be
included over the Nudm interface.

NOTE:

A single UE-individual subscribedSnssailnfo (within subscribedSnssailnfos) may clash with a
sharedSnssailnfo (i.e. both have the same singleNssai value as key). In this case the UE-individual
subscribedSnssailnfo takes precedence unless treatment instructions associated to the shared data
indicate otherwise.
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Table 6.1.6.2.6-1: Definition of type Dnninfo

Attribute name

Data type

Cardinality

Description

dnn

Dnn

1

Data Network Name with Network Identifier only., or
Wildcard DNN (NOTE)

defaultDnnindicator

DefaultDnnindica
tor

0.1

Indicates whether this DNN is the default DNN:

true: The DNN is the default DNN (NOTE);

false: The DNN is not the default DNN;

If this attribute is absent it means the DNN is not the
default DNN.

IboRoamingAllowed

LboRoamingAllo
wed

0.1

Indicates whether local breakout for the DNN is
allowed when roaming:

true: Allowed;

false: Not allowed;

If this attribute is absent it means not allowed.

iwkEpsind

IwkEpsind

0.1

Indicates whether interworking with EPS is
subscribed:

true: Subscribed;

false: Not subscribed;

If this attribute is absent it means not subscribed.

dnnBarred

boolean

0.1

Indicates whether the DNN is barred. Absence and
false indicates "not barred".

This attribute is only used on the Nudr interface. The
UDM shall handle barred DNNs received from the

UDR as not subscribed.

invokeNefind

boolean

Indicates whether the NEF based infrequent small
data transfer shall be used for the PDU Session
associated with the S-NSSAI and DNN.

true: Used;

false: Not used;

If this attribute is absent it means not used.

smfList

array(Nflnstancel
d)

1.N

Indicate the associated SMF(s) if the static IP
address/prefix is used.

sameSmfind

boolean

Indicates whether the same SMF for multiple PDU
sessions to the same DNN and S-NSSAI is required.
true: Required;

false: Not required;

If this attribute is absent it means not required.

NOTE:

true.

If the dnn attribute contains the value of the Wildcard DNN ("*"), the defaultDnnIndicator shall not be set to

6.1.6.2.7

Type: Snssailnfo

Table 6.1.6.2.7-1: Definition of type Snssailnfo

Attribute name

Data type

Cardinality

Description

dnninfos

array(Dnnlnfo)

1.N

list of Data Network Names for an S-NSSAI and
associated information
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Attribute name

Data type

P

Cardinality

Description

Applicability

singleNssai

Snssai

M

1

A single Network Slice Selection Assistance
Information

dnnConfigurations

map(DnnConfigurati
on)

@)

0..N

Additional DNN configurations for the network
slice;

A map (list of key-value pairs where DNN, or
optionally the Wildcard DNN, serves as key;
see clause 6.1.6.1) of DnnConfigurations.
(NOTE 1)

internalGrouplds

array(Groupld)

List of internal group identifier; see
3GPP TS 23.501 [2] clause 5.9.7

sharedVnGroupDatalds

map(SharedDatald)

A map of identifiers of shared 5G VN group
data (list of key-value pairs where Groupld
serves as key; see clause 6.1.6.1).

This attribute is only applicable to the Nudm
interface and shall not be included over the
Nudr interface.

traceData

TraceData

Trace requirements about the UE, only sent to
SMF in the HPLMN or one of its equivalent
PLMN(s)

sharedDnnConfiguration
sid

SharedDatald

Identifier of shared data for DNN configuration.

SharedData

sharedTraceDatald

SharedDatald

Identifier of shared data for trace requirements

odbPacketServices

OdbPacketServices

Operator Determined Barring for Packet
Oriented Services (NOTE 2).

expectedUeBehaviours
List

map(ExpectedUeBe
haviourData)

Ol O|o| O

A map of ExpectedUeBehaviourDatas
associated with SMF (DNN serves as key; see
clause 6.1.6.1), see clause 5.20 of

3GPP TS 23.501 [2] and clause 4.15.6.3 of
3GPP TS 23.502 [3].

This attribute is only applicable to the Nudm
interface and shall not be included over the
Nudr interface.

suggestedPacketNumDI
List

map(SuggestedPack
etNumDI)

A map (list of key-value pairs where dnn serves
as key; see clause 6.1.6.1) of
SuggestedPacketNumDlIs which are associated
with SMF (see clause 5.20 of

3GPP TS 23.501 [2] and clause 4.15.6.3 of
3GPP TS 23.502 [3]).

This attribute is only applicable to the Nudm
interface and shall not be included over the
Nudr interface.

3gppChargingCharacter
istics

3GppChargingChara
cteristics

0]

0.1

Subscribed charging characteristics data
associated to the subscription.

supportedFeatures

SupportedFeatures

0]

0.1

See clause 6.1.8

NOTE 1: A given UE-individual dnnConfiguration (within dnnConfigurations) may clash with a shared
dnnConfiguration (i.e. both have the same dnn value as key). In this case the clashing attributes of the UE-
individual dnnConfiguration take precedence unless treatment instructions indicate otherwise.

NOTE 2:

The SMF shall not trigger PDU session release when receiving change of OdbPacketService. Only the

AMF take responsibility to perform PDU session related actions subject to change of ODB setting, e.qg.
release existing PDU session.
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6.1.6.2.9 Type: DnnConfiguration

Table 6.1.6.2.9-1: Definition of type DnnConfiguration
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Attribute name

Data type

Cardinality

Description

pduSessionTypes

PduSessionTypes

1

Default/Allowed session types

sscModes

SscModes

Default/Allowed SSC modes

iwkEpsind

IwkEpsind

oZ|

1
0.1

Indicates whether interworking with EPS is
subscribed:

true: Subscribed;

false: Not subscribed;

If this attribute is absent it means not
subscribed.

5gQosProfile

SubscribedDefaultQ
0s

5G QoS parameters associated to the session
for a data network

sessionAmbr

Ambr

The maximum aggregated uplink and downlink
bit rates to be shared across all Non-GBR QoS
Flows in each PDU Session.

3gppChargingCharacter
istics

3GppChargingChara
cteristics

Subscribed charging characteristics data
associated to the session for a data network.
(NOTE 1)

staticlpAddress

array(IpAddress)

Subscribed static IP address(es) of the IPv4
and/or IPv6 type.

upSecurity

UpSecurity

When present, this IE shall indicate the security
policy for integrity protection and encryption for
the user plane.

pduSessionContinuityln
d

PduSessionContinuit
yind

When present, this IE shall indicate how to
handle a PDU Session when UE the moves to
or from NB-loT.

If this attribute is absent it means that Local
policy shall be used.

niddNefld

Nefld

Indicates the identity of the NEF to be selected
for NIDD service for this DNN.

niddinfo

NiddInformation

When present, this IE shall indicate information
used for SMF-NEF Connection.

redundantSessionAllow
ed

boolean

Indicates whether redundant PDU Sessions are
allowed:

true: Allowed;

false: Not allowed:;

If this attribute is absent it means not allowed.

acsinfo

Acslnfo

When present, this IE shall include the ACS
information for the 5G-RG as defined in
BBF TR-069 [42] or in BBF TR-369 [43].

ipv4FrameRouteList

array(FrameRoutelnf
0)

List of Frame Route information of IPv4, see
clause 5.6.14 of 3GPP TS 23.501 [2].

ipv6FrameRouteList

array(FrameRoutelnf
0)

List of Frame Route information of IPv6, see
clause 5.6.14 of 3GPP TS 23.501 [2].

atsssAllowed

boolean

Indicates whether this DNN supports ATSSS,
i.e. whether Multi-Access PDU session is
allowed to this DNN.

true: Allowed;

false (default): Not allowed;

If this attribute is absent it means this DNN
does not allow ATSSS.

secondaryAuth

boolean

Indicates whether DN-AAA based secondary
authentication and authorization is needed.
true: required.

false: not required.

If absent, it indicates that DN-AAA based
secondary authentication is not required by
subscription data, but it still may be required by
local policies at the SMF.

(NOTE 2)

uavSecondaryAuth

boolean

Indicates whether SBI-based secondary
authentication and authorization for Uncrewed
Aerial Vehicles (UAV) is needed.

true: required.

false or absent: not required.
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dnAaalpAddressAllocati
on

boolean

0.1

Indicates whether the SMF is required to
request the UE IP address from the DN-AAA
server for PDU Session Establishment.

true: required

false: not required

If absent, it indicates that the request by SMF
of the UE IP address from the DN-AAA server
is not required by subscription data, but it still
may be required by local policies at the SMF.
(NOTE 2)

dnAaaAddress

IpAddress

The IP address of the DN-AAA server used for
secondary authentication and authorization.
(NOTE 2)

additionalDnAaaAddres
ses

array(IpAddress)

Additional IP addresses of the DN-AAA server
used for secondary authentication and
authorization.

(NOTE 2)

dnAaaFqdn

Fqgdn

The FQDN of the DN-AAA server used for
secondary authentication and authorization.
(NOTE 2)

iptvAccCtrlinfo

string

The IPTV access control information used in
IPTV access procedure, see clause 7.7.1.1.2 of
3GPP TS 23.316 [37].

ipv4index

Ipindex

Indicates the "IP Index" (i.e. information that
identifies an address pool or an external
server) to be sent to the SMF for allocation of
an IPv4 address to the UE, for this DNN
configuration.

ipv6Index

IpIndex

Indicates the "IP Index" (i.e. information that
identifies an address pool or an external
server) to be sent to the SMF for allocation of
an IPv6 address to the UE, for this DNN
configuration.

ecsAddrConfiginfo

EcsAddrConfiginfo

ECS Address Configuration Information
Parameters. See 3GPP TS 23.502 [3]

additionalEcsAddrConfi
glnfos

array(EcsAddrConfig
Info)

This IE may be present when
ecsAddrConfiginfo IE is present.

When present, this IE shall contain the
additional ECS Address Configuration
Information Parameters. See

3GPP TS 23.548 [60]

sharedEcsAddrConfigInf
old

SharedDatald

Identifier of shared data indicating an ECS
Configuration Information.

additionalSharedEcsAd
drConfiginfolds

array(SharedDatald)

This IE may be present when
sharedEcsAddrConfiginfold IE is present.

When present, this IE shall contain the
identifiers of shared data indicating the
additional ECS Address Configuration
Information.

easDiscoveryAuthorized

boolean

Indicates whether the UE is authorized to use
5GC assisted EAS discovery via EASDF.
true: Authorized;

false (default): Not authorized,;

See 3GPP TS 23.548 [60]

onboardingind

boolean

Indicates whether the UE is allowed to use this
DNN for onboarding. UE subscription allows, or
does not allow the UE to access the PLMN as
the Onboarding Network using PLMN
credentials (see clause 5.30.2.10.4.4 in
3GPP TS 23.501 [2)).

- false (default): not restricted to

onboarding only;

- true: allowed for onboarding only.
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aerialUelnd AerialUelndication O |0.1 This IE shall indicate Aerial service for the UE
is allowed or not allowed.
subscribedMaxIpv6Prefi |integer O |0.1 maximum size of the IPv6 prefix that may be
xSize allocated for the PDU Session. See
3GPP TS 23.316 [37] clause 4.6.2.3.
NOTE 1: When present, this attribute shall take precedence over the "3gppChargingCharacteristics" attribute in the
SessionManagementSubscriptionData level.
NOTE 2: These attributes shall be consistent with the information received on the 5GVnGroupData (see
clause 6.5.6.2.7), in the Nudm_PP API. If both FQDN and IP addresses are provided, the IP addresses
should be preferred to target the DN-AAA server.
6.1.6.2.10 Void
6.1.6.2.11 Type: PduSessionTypes

Table 6.1.6.2.11-1: Definition of type PduSessionTypes

Attribute name Data type P |Cardinality Description
defaultSessionType PduSessionType Cc |0.1 Default session type, shall be present unless
the VnGroupData is supported.
allowedSessionTypes array(PduSessionTy O |[1.N Additional session types allowed for the data
pe) network

6.1.6.2.12

Type: SscModes

Table 6.1.6.2.12-1: Definition of type SscModes

Attribute name Data type P |Cardinality Description
defaultSscMode SscMode M |1 Default SSC mode
allowedSscModes array(SscMode) o 1.2 Additional SSC modes allowed for the data
network

6.1.6.2.13

Type: SmsSubscriptionData

Table 6.1.6.2.13-1: Definition of type SmsSubscriptionData

Attribute name Data type P |Cardinality Description

smsSubscribed SmsSubscribed C |0.1 Indicates whether the UE subscription allows SMS
delivery over NAS. Shall not be absent unless the
feature SharedData is supported and
smsSubscribed is present within shared data.

sharedSmsSubsDatald |SharedDatald Cc |0.1 Identifier of shared data. Shall be present if
smsSubscribed is absent.

supportedFeatures SupportedFeatur | O |0..1 See clause 6.1.8

es
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6.1.6.2.14 Type: SmsManagementSubscriptionData

Table 6.1.6.2.14-1: Definition of type SmsManagementSubscriptionData

Attribute name Data type P |Cardinality Description Applicability
supportedFeatures SupportedFeatur | O |0..1 See clause 6.1.8
es

mtSmsSubscribed boolean Cc |0.1 Indicates the SMS teleservice subscription for MT-
SMS. Shall not be absent unless the feature
SharedData is supported and mtSmsSubscribed is
present within shared data.

mtSmsBarringAll boolean C |0.1 Barring of all MT-SMS

mtSmsBarringRoaming |boolean C (0.1 Barring of MT-SMS when roaming outside the Home
Public Land Mobile Network (PLMN) country

moSmsSubscribed boolean C |0.1 Indicates the SMS teleservice subscription for MO-
SMS. Shall not be absent unless the feature
SharedData is supported and moSmsSubscribed is
present within shared data.

moSmsBarringAll boolean C |0.1 Barring of all MO-SMS

moSmsBarringRoaming |boolean Cc |0..1 Barring of MO-SMS when roaming outside the Home
Public Land Mobile Network (PLMN) country

traceData TraceData O |0.1 Trace requirements about the UE, only sent to
SMSF in HPLMN

sharedSmsMngDatalds |array(SharedDat | C |[1..N Identifier of shared data. Shall be present if SharedData

ald) mtSmsSubscribed and/or moSmsSubscribed and/or
traceData are absent.
6.1.6.2.15 Type: SubscriptionDataSets

Table 6.1.6.2.15-1: Definition of type SubcriptionDataSets

Attribute name Data type P |Cardinality Description
amData AccessAndMobilityS O |01 Access and Mobility Subscription Data
ubscriptionData
smfSelData SmfSelectionSubscri O 0.1 SMF Selection Subscription Data
ptionData
uecAmfData UeContextinAmfData | O |0..1 UE Context In AMF Data
uecSmfData UeContextinSmfData | O |0..1 UE Context In SMF Data
uecSmsfData UeContextinSmsfDat | O |0..1 UE Context In SMSF Data
a
smsSubsData SmsSubscriptionDat O |0.1 SMS Subscription Data
a
smData SmSubsData O 0.1 Session Management Subscription Data
traceData TraceData O |0.1 Trace Data. The Null value indicates that trace
is not active.
smsMngData SmsManagementSu O 0.1 SMS Management Subscription Data
bscriptionData
IcsPrivacyData LcsPrivacyData O |0.1 LCS Privacy Subscription Data
IcsMoData LcsMoData O |0.1 LCS Mobile Originated Subscription Data
v2xData V2xSubscriptionData | O |0..1 V2x Subscription Data
IcsBroadcastAssistance |LcsBroadcastAssista | O  [0..1 LCS List of Broadcast Assistance Data Types
TypesData nceTypesData Subscription Data
proseData ProseSubscriptionDa | O |0..1 ProSe Service Subscription Data
ta
mbsData MbsSubscriptionDat O 0.1 5MBS Subscription Data
a
ucData UcSubscriptionData O 0.1 User Consent Subscription Data
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Table 6.1.6.2.16-1: Definition of type UeContextinSmfData

Attribute name Data type P |Cardinality Description
pduSessions map(PduSession) O |0..N A map (list of key-value pairs where pduSessionld
converted from integer to string serves as key; see
clause 6.1.6.1) of PduSessions.
pgwinfo array(Pgwinfo) O |1.N Information about the DNNs/APNs and PGW-
C+SMF FQDNSs used in interworking with EPS
emergencylnfo Emergencylinfo O 0.1 Information about emergency session
NOTE: If sdmSubscription contains nfChangeFilter flag, then the UDM shall suppress the change notification for
the pgwinfo and emergencylinfo:
6.1.6.2.17 Type: PduSession

Table 6.1.6.2.17-1: Definition of type PduSession

Attribute name Data type P |Cardinality Description

dnn Dnn M (1 Data Network Name with Network Identifier only.

smflnstanceld Nflnstanceld M |1 NF Instance Id of the SMF

plmnid Plmnid M 1 PLMN Id of the SMF

singleNssai Snssai O |0.1 A single Network Slice Selection Assistance
Information.
(NOTE)

NOTE:  For supporting selection of the same SMF if a UE requests multiple PDU sessions associated with the

same DNN and same S-NSSAI, the S-NSSAI associated to the PDU session is required to be included.
6.1.6.2.18 Type: IdTranslationResult

Table 6.1.6.2.18-1: Definition of type IdTranslationResult

Attribute name Data type P |Cardinality Description

supportedFeatures SupportedFeatures O 0.1 See clause 6.1.8

supi Supi M 1 SUPI

gpsi Gpsi Cc 0.1 If ueld is a SUPI in Resource URI variables,

this shall be present and indicates an MSISDN
or external identifier.

additionalSupis array(Supi) O |[1.N May be present when ueld is a GPSI in

resource URI variables and more than one
SUPIs matching the retrieval request have
been received from the UDR.

additionalGpsis array(Gpsi) O |1.N May be present when ueld is a SUPI in

Resource URI variables and more than one
GPSIs matching the retrieval request have
been received from the UDR.

NOTE:  When the UDM receives an array of more than one SUPIs from the UDR, the supi attribute shall convey the
first received array element and the additionalSupis attribute shall convey subsequent received array
elements.

When the UDM receives an array of more than one GPSIs from the UDR, the gpsi attribute shall convey the
first received array element and the additionalGpsis attribute shall convey subsequent received array
elements.
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6.1.6.2.19 Void

6.1.6.2.20 Void

6.1.6.2.21 Type: ModificationNotification

Table 6.1.6.2.21-1: Definition of type ModificationNotification

Attribute name Data type P |Cardinality Description
notifyltems array(Notifyltem) M |1.N
6.1.6.2.22 Type: IpAddress
Table 6.1.6.2.22-1: Definition of type IpAddress
Attribute name Data type P |Cardinality Description
ipv4Addr Ipv4Addr CcC |0.1
ipv6Addr Ipv6Addr CcC |0.1
ipv6Prefix Ipv6Prefix C |0.1
NOTE:  Either ipv4Addr, or ipv6Addr, or ipv6Prefix shall be present.
6.1.6.2.23 Type: UeContextinSmsfData

Table 6.1.6.2.23-1: Definition of type UeContextinSmsfData

Attribute name Data type P |Cardinality Description
smsflnfo3GppAccess  |Smsflnfo O 0.1 SMSEF Info for 3GPP Access
smsflnfoNon3GppAcc |Smsflnfo O |0.1 SMSF Info for Non 3GPP Access
ess

6.1.6.2.24

Type: Smsfinfo

Table 6.1.6.2.24-1: Definition of type Smsfinfo

Attribute name Data type P |Cardinality Description
smsflnstanceld Nflnstanceld M |1 NF Instance Id of the SMSF
plmnid Plmnid M 1 PLMN Id of the SMSF
smsfSetld NfSetld C |0.1 NF Set Id of SMSF Set the registered SMSF

instance belongs to; it shall be present if provided in
SMSF registration procedure (see clauses 5.3.2.2.5
and 5.3.2.2.6)
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Attribute name

Data type

P

Cardinality

Description

Applicability

sorMaclue

SorMac

c

0.1

Shall be present when the Acknowledgement is sent
to acknowledge receipt of SorInfo. Shall be absent
when sorTransparentContainer is present.

upuMaclue

UpuMac

0.1

Shall be present when the Acknowledgement is sent
to acknowledge receipt of Upulnfo. Shall be absent
when upuTransparentContainer is present.

provisioningTime

DateTime

the provisioning time is used to correlate the
acknowledgement with the modification request, to
address glare cases when multiple modifications are
ongoing simultaneously.

sorTransparentContaine

r

SorTransparentC
ontainer

0.1

This attribute contains SoR transparent container as
received from UE, encoded as defined in clause
6.1.6.3.2 and shall be present when sent to
acknowledge receipt of SorInfo, if the UDM supports
receiving SoR Transparent Container.

sorTranspare
ntSupport

ueNotReachable

boolean

0.1

Transmission of Sorinfo / UE Parameter Update
data to the UE was not successful due to the UE not
being reachable.

default: false

may be present if sorMaclue and upuMaclue and
sorTransparentContainer are absent.

upuTransparentContain

er

UpuTransparent
Container

0.1

This attribute contains UE Parameter Update
transparent container as received from UE, encoded
as defined in clause 6.1.6.3.2 and shall be present
when sent to acknowledge receipt of Upulnfo, if the
UDM supports receiving UE Parameter Update
Transparent Container.

upuTranspare
ntSupport
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6.1.6.2.26 Type: Sorlnfo

Table 6.1.6.2.26: Definition of type Sorinfo
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Attribute name Data type P |Cardinality Description Applicability

ackind Ackind M (1 Contains the indication on whether an
acknowledgement from UE is to be
requested to the UE.

If sorTransparentContainer is present, the
AMF should ignore the value of ackind on
Nudm.

sorMaclausf SorMac C |0.1 Contains the SoR-MAC-IAUSF. Shall be
present when Sorlnfo is sent within
AccessAndMobilitySubscriptionData on
Nudm, and shall be absent when sent on
Nudr or within PpData. Shall be absent
when sorTransparentContainer is present.

countersor CounterSor C |0..1 Contains the CounterSoR. Shall be
present when Sorinfo is sent within
AccessAndMobilitySubscription on Nudm,
and shall be absent when sent on Nudr or
within PpData.

Shall be absent when
sorTransparentContainer is present.

steeringContainer SteeringContaine | C |0..1 When present, this information contains

r the information needed to update the
"Operator Controlled PLMN Selector with
Access Technology" list stored in the
USIM either as an array of preferred
PLMN/AccessTechnologies combinations
in priority order (with the first entry in the
array indicating the highest priority and
the last entry indicating the lowest) or a
secured packet.

If no change of the "Operator Controlled
PLMN Selector with Access Technology”
list stored in the USIM is needed, then this
attribute shall be absent.

This attribute shall be present when
Sorlnfo is sent within PpData.

Shall be absent when
sorTransparentContainer is present.

provisioningTime DateTime M |1 Point in time of SorInfo provisioning at the

UDR or SOR-AF.
sorTransparentContaine |SorTransparentC | C |0..1 This attribute contains protected SoR sorTransparentSuppor
r ontainer transparent container encoded as defined |t

in clause 6.1.6.3.2 and shall be present
when sent on Nudm, if NF Consumer (e.g.
AMF) supports receiving SoR information
encoded as transparent containers. Shall
be absent when sent on Nudr or within
PpData.

sorCmci SorCmci O |0..1 When present, provides the SOR-CMCI
values as defined in 3GPP TS 24.501 [27]

This attribute may be present on Nudr,
Nsoraf, PpData. Shall be absent on Nudm
(since the content on Nudm is provided
within sorTransparentContainer)
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storeSorCmcilnMe Boolean O (0.1 When present, indicates "Store the SOR-
CMCI in the ME", i.e. whether to instruct
UE to store SOR-CMCI in the ME as
defined in 3GPP TS 23.122 [14] and
3GPP TS 24.501 [27].

- True: Indicates to store the SOR-
CMCI in the ME

- False or absent: Indicates storing
the SOR-CMCI in the ME is not
required

This attribute may be present on Nudr,
Nsoraf, PpData. Shall be absent on Nudm
(since the content on Nudm is provided
within sorTransparentContainer)

usimSupportOfSorCmci |[Boolean O |0.1 When present, indicates "USIM support of
SOR-CMCI" based on pre-configuration.

- True: Indicates that USIM supports
SOR-CMCI

- False or absent: Indicates that
USIM does not support SOR-CMCI

This attribute may be present on Nudr.
Shall be absent on Nudm (since the
content on Nudm is provided within
sorTransparentContainer)
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Attribute name Data type P |Cardinality Description Applicability
haredDatald SharedDatald M (1 Identifier of the shared data
haredAmData AccessAndMobilityS O 0.1 Shared Access and Mobility Subscription Data
ubscriptionData sharedAmData shall not contain upulnfo,
sorinfo, stnSr or cMsisdn.
haredSmsSubsData |SmsSubscriptionDat O |0.1 Shared SMS Subscription Data
a
haredSmsMngSubsD |SmsManagementSu O 0.1 Shared SMS Management Subscription Data
ta bscriptionData
haredDnnConfigurati |map(DnnConfigurati O |1.N A map of shared DNN configuration (list of key-
ns on) value pairs where DNN, or optionally the
Wildcard DNN, serves as key)
haredTraceData TraceData O |0.1 Shared Trace Data
haredSnssailnfos map(Snssailnfo) O |1..N A map of Shared Snssai Info (list of key-value
pairs where singleNssai converted to string
serves as key; see 3GPP TS 29.571 [7])
haredvVnGroupDatas |map(VnGroupData) O |[1.N A map of shared 5G VN group data (list of key-
value pairs where Groupld serves as key; see
clause 6.1.6.1).
‘eatmentinstructions  |map(SharedDataTre O |1.N A map of SharedDataTreatmentinstructions (list |SharedDataTreatment
atmentlinstruction) of key-value pairs where a JSON pointer
pointing to an attribute within the SharedData
serves as key)
haredSmSubsData SessionManagement | O |0..1 Shared Session Management Subscription SharedSmSubsData
SubscriptionData Data
haredEcsAddrConfigl |EcsAddrConfiginfo O 0.1 Shared ECS Address Configuration Information
fo
IOTE 1: Exactly one of sharedAmData, sharedSmsSubsData, sharedSmsMngSubsData sharedDnnConfigurations, sharedTraceData and

sharedSnssailnfos shall be present.
The attributes sharedAmData, sharedSmsSubsData and SharedSmsMngSubsData shall not contain sharedDatalds
When shared data clash with individual data, individual data shall take precedence as default treatment unless the feature

IOTE 2:
IOTE 3:

SharedDataTreatment is supported and the SharedData contains treatment instructions different from the default treatment.
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6.1.6.2.28 Type: Pgwinfo

Table 6.1.6.2.28-1: Definition of type PgwInfo

Attribute name Data type P |Cardinality Description

dnn Dnn M (1 DNN/APN with Network Identifier only.

pgwFqdn Fgdn M |1 FQDN of the PGW in the "PGW-C+SMF"
(NOTE)

pgwlpAddr IpAddress O 0.1 IP Address of the PGW in the "PGW-C+SMF"

plmnid Plmnid O 0.1 PLMN where the PGW-C+SMF is located

epdgind boolean O |0.1 If present, it indicates whether access is from
ePDG or not.

true: access is from ePDG.

false or absent: access is not from ePDG
pcfld Nflnstanceld c (0.1 This IE shall be present if the PCF Selection
Assistance Info is received from the UDM.

When present, it indicates the PCF identifier
serving the PDU Session/PDN Connection that
should be selected by the AMF.
registrationTime DateTime O |0.1 Time of PGW-C+SMF Registration (i.e. point in
time when the HSS received SWx-SAR with
SA_TYPE=REGISTRATION). May be present
when used on Nhss within
UeContextinPgwData.
NOTE:  This IE may contain an empty string when the PGW Information is mapped from HSS and PGW FQDN is
not registered in HSS.

6.1.6.2.29 Type: TraceDataResponse

Table 6.1.6.2.29-1: Definition of type TraceDataResponse

Attribute name Data type P |Cardinality Description Applicability

traceData TraceData CcC |0.1 UE-individual trace data. Shall not be absent
unless the feature SharedData is supported
and traceData is present within shared data.

sharedTraceDatald SharedDatald Cc |0.1 Shared data identifier. Shall be present if
traceData is absent.

6.1.6.2.30 Type: SteeringContainer

Table 6.1.6.2.30-1: Definition of type SteeringContainer as a list of mutually exclusive alternatives

Data type Cardinality Description
array(Steeringinfo) 1..N List of PLMN/AccessTechnologies
combinations.
SecuredPacket 1 A Secured packet containing one or more

APDUs commands dedicated to Remote
File Management or command responses
(see ETSI TS 102.225 [28]).
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6.1.6.2.31 Type: SdmSubsModification
Table 6.1.6.2.31-1: Definition of type SdmSubsModification
Attribute name Data type P |Cardinality Description
expires DateTime O |0.1 If present, indicates the point in time at which

the subscription expires. Within a PATCH

request the proposed new expiry time is

conveyed.

monitoredResourceUris |array(Uri) O |1.N If present, indicates the updated resources

URIs to be monitored.

The URI shall take the form of either an

absolute URI or an absolute-path reference as

defined in IETF RFC 3986 [31].

See NOTE.

NOTE:  The UDM should handle only the relative-path part (apiSpecificResourceUriPart, see 3GPP TS 29.501 [5]
clause 4.4.1) and ignore possible inconsistencies in the base URI part.

6.1.6.2.32 Type: Emergencyinfo

Table 6.1.6.2.32-1: Definition of type Emergencyinfo

Attribute name Data type P |Cardinality Description
pgwFqdn Fqgdn c (0.1 FQDN of the PGW-C+SMF for emergency
session; either pgwFqdn or ipAddress shall be
present. (NOTE)

pgwlpAddress IpAddress C |0.1 IP address of the PGW-C+SMF for emergency
session (NOTE)

smflnstanceld Nflnstanceld O |0.1 NF Instance Id of the SMF for emergency
session (NOTE)

epdgind boolean O |0.1 If present, it indicates whether access is from
ePDG or not.

true: access is from ePDG.
false or absent: access is not from ePDG.

plmnid Plmnid O 0.1 PLMN where the PGW-C+SMF is located

NOTE: If the AMF fails to contact the SMF/PGW based on the provided information
(pgwFgdn/pgwipAddress/smfinstanceld) when needed, the AMF should use a locally configured SMF
instance ID or SMF set ID for the SMF/PGW for emergency services.
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Table 6.1.6.2.33-1: Definition of type Upulnfo

Attribute name

Data type

P

Cardinality

Description

Applicability

upuDatalList

array(UpuData)

C

1.N

This information defines the UE Parameters Update
(UPU).

A secured packet with the Routing indicator update
data is included and/or the Default configured NSSAI
update data are included on Nudm.

An unsecured Routing indicator update data or
secured packet with the Routing indicator update
data, and/or the Default configured NSSAI update
data, and/or Disaster Roaming Enabled Indication,
and/or the indication of 'applicability of "lists of
PLMN(s) to be used in disaster condition" provided
by a VPLMN' are included on Nudr.

Shall be absent when the NF Consumer (e.g. AMF)
supports receiving UE Parameters Update
information encoded as transparent containers, and
the upuTransparentContainer attribute is present.

upuRegInd

UpuRegind

Contains the indication of whether the re-registration
is requested.

Shall be absent when the NF Consumer (e.g. AMF)
supports receiving UE Parameters Update
information encoded as transparent containers, and
the upuTransparentContainer attribute is present.

upuAckind

UpuAckind

Contains the indication of whether the
acknowledgement from UE is needed.

Shall be absent when the NF Consumer (e.g. AMF)
supports receiving UE Parameters Update
information encoded as transparent containers, and
the upuTransparentContainer attribute is present.

upuMaclausf

UpuMac

Contains the UPU-MAC-Iausr. Shall be present when
Upulnfo is sent within
AccessAndMobilitySubscriptionData on Nudm, and
shall be absent when sent on Nudr.

Shall be absent when the NF Consumer (e.g. AMF)
supports receiving UE Parameters Update
information encoded as transparent containers, and
the upuTransparentContainer attribute is present.

counterUpu

CounterUpu

Contains the Counterupu. Shall be present when
Upulnfo is sent within
AccessAndMobilitySubscriptionData on Nudm, and
shall be absent when sent on Nudr.

Shall be absent when the NF Consumer (e.g. AMF)
supports receiving UE Parameters Update
information encoded as transparent containers, and
the upuTransparentContainer attribute is present.

provisioningTime

DateTime

Point in time of provisioning of UPU by the UDR.

upuTransparentContain

er

UpuTransparent
Container

This attribute contains protected UE Parameters
Update transparent container encoded as defined in
clause 6.1.6.3.2 and shall be present when sent on
Nudm, if NF Consumer (e.g. AMF) supports
receiving UE Parameters Update information
encoded as transparent containers. Shall be absent
when sent on Nudr or within PpData.

upuTransparent
Support
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6.1.6.2.34 Type: Groupldentifiers

Table 6.1.6.2.34-1: Definition of type Groupldentifiers

Attribute name Data type P |Cardinality Description

extGroupld ExtGroupld C |0.1 This IE shall contain the External Group ID
associated to the provided Internal Group ID.

intGroupld Groupld C |0.1 This IE shall contain the Internal Group ID
associated to the provided External Group ID..

ueldList array(Ueld) C |1.N This IE shall contain a list of the UE identifiers that
belong to the provided Internal/External Group ID if
they are required.

6.1.6.2.35 Type: NiddInformation

Table 6.1.6.2.35-1

: Definition of type NiddInformation

Attribute name

Data type

P |Cardinality

Description

afld

string

M 1

The string identifying the AF as the owner of
associated NIDD Configuration on T8 interface,
which is carried in {scsAsld} URI variable in
NIDD API (see clause 5.6.3.2.2 of

3GPP TS 29.122 [45]).

gpsi Gpsi O |0.1 Generic Public Subscription Identifier
extGroupld ExternalGroupld O 0.1 Indicates External Group Identifier which the
user belongs to.
6.1.6.2.36 Type: CagData

Table 6.1.6.2.36-1: Definition of type CagData

Attribute name

Data type

P |Cardinality

Description

caglinfos

map(Caglinfo)

M |0..N

A map (list of key-value pairs where PImnlid
converted to string serves as key; see
3GPP TS 29.571 [7]) of Caglnfo

An empty map indicates that for no PLMN CAG
is subscribed and shall only be sent when
provisioningTime is present (i.e. when
acknowledgement from the UE is pending).

If provisioningTime is present (i.e. the
acknowledgement from the UE is still pending),
the complete map of Caglnfo (i.e. for all
PLMNSs) shall be present; otherwise only the
Caglnfo relevant to the Serving PLMN should
be present.

provisioningTime

DateTime

This attribute shall be present if the CagData is
sent to the AMF while reception has not yet
been acknowledged from the UE; otherwise
shall be absent. Presence of this attribute
indicates that the AMF needs to update the UE
with the complete map of Caglnfo.

This attribute serves as CAG information
Subscription Change Indication
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6.1.6.2.37 Type: Caginfo
Table 6.1.6.2.37-1: Definition of type Caglinfo
Attribute name Data type P |Cardinality Description
allowedCagList array(Cagld) M [1.N List of allowed CAG Ids.
cagOnlyIndicator boolean O |0.1 true indicates that the UE is restricted to only

access 5GS via CAG cells;

absence and false indicate that the UE is not
restricted to only access 5GS via CAG cells.

6.1.6.2.38 Type: AdditionalSnssaiData

Table 6.1.6.2.38-1: Definition of type AdditionalSnssaiData

Attribute name Data type P |Cardinality Description Applicability

requiredAuthnAuthz boolean O |0.1 Indicates whether an S-NSSAI is subject to Network [Nssaa
Slice-Specific Authentication and Authorization:
- true: subject to network slice-specific
authentication and authorization
- false, or absent: not subject to network slice-
specific authentication and authorization

subscribedUeSliceMbr  |SliceMbrRm O |0.1 Indicates the subscribed UE-Slice-MBR for an S- Nsac
NSSAI if the access type is 3GPP access.
subscribedNsSrgList array(NsSrg) O [1.N Indicates the subscribed Network Slice Nssrg
Silumtaneous Group values for an S-NSSAI.
(NOTE 1)

NOTE 1: If the NF consumer does not support the Nssrg feature, the subset of the Subscribed S-NSSAIs as defined in clause 5.15.12
of 3GPP TS 23.501 [2], may be included without providing the subscribedNsSrgList information. i.e. UDM may send default S-
NSSAIs and subscribed S-NSSAIs sharing all the NSSRGs of the Default S-NSSAIs as part of the subscription information.

6.1.6.2.39 Type: VnGroupData
Table 6.1.6.2.39-1: Definition of type VnGroupData

Attribute name Data type P |Cardinality Description
pduSessionTypes PduSessionTypes O [0.1 Allowed session types
dnn Dnn O |0..1 Data Network Name with Network Identifier only.

(NOTE)

singleNssai Snssai O |0..1 Single Nssai
appDescriptors array(AppDescriptor) | O |1..N List of Application Descriptors
NOTE:  Only a 1:1 mapping between DNN and 5G VN group is supported in this release

6.1.6.2.40 Type: AppDescriptor
Table 6.1.6.2.40-1: Definition of type AppDescriptor
Attribute name Data type P |Cardinality Description
osld Osld O |0.1 OS identifier, does not include an OS version
number
appld string O |0.1 Application identifier, does not include a version
number for the application
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6.1.6.2.41 Type: AppPortld

Table 6.1.6.2.41-1: Definition of type AppPortld

Attribute name Data type P |Cardinality Description
destinationPort Uint16 O |0.1 Indicates the receiving port of application in the
receving device or AF.
originatorPort Uintl6 O (0.1 Indicates the sending port of application in sending
device.

When this data type is used as a key of a map structure, it shall be formatted as a string, according to the following
rules:

- Thestring shall consist of the decimal value of "destinationPort" attribute, followed by the separator character
":" (COLON, U+003A), followed by the decimal value of "originatorPort" attribute

- Each decimal value shall consist of 1 to 5 decimal digits, and no leading zeros shall be allowed

- If any of the attributes is absent, the character "-" (HYPHEN-MINUS, U+002D) shall be used as the value of
such attribute

EXAMPLES:
1) JSON object:
{ "destinationPort": 8000, "originatorPort": 4000 }
shall be formatted as "8000:4000"
2) JSON object:
{ "destinationPort": 0765 }

shall be formatted as " 765:-"

6.1.6.2.42 Type: LcsPrivacyData

Table 6.1.6.2.42-1: Definition of type LcsProfileData

Attribute name Data type P |Cardinality Description
Ipi Lpi O 0.1 If present, indicates the Location Privacy Indication
(see 3GPP TS 23.273 [38] clause 5.4.2.3)
If absent, indicates that location for UE is allowed.

unrelatedClass UnrelatedClass O |0.1 Indicates Call/Session unrelated Classes for the user
(see 3GPP TS 23.273 [38] clause 5.4.2.2.3).

plmnOperatorClasse |array(PImnOpera | O [1..N Indicates PLMN Operator Class for the user (see

S torClass) 3GPP TS 23.273 [38] clause 5.4.2.2.4).
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Table 6.1.6.2.43-1: Definition of type Lpi

Attribute name

Data type

Cardinality

Description

locationPrivacylnd

LocationPrivacyln
d

1

Indication of one of the following mutually exclusive
global settings:

- Location is disallowed

- Location is allowed

validTimePeriod

ValidTimePeriod

0.1

If present, indicate Time period during which the
Location Privacy Indication is valid.
If absent, indicates there is no time limitation.

6.1.6.2.44

Type: UnrelatedClass

Table 6.1.6.2.44-1: Definition of type UnrelatedClass

| Attributename |  Datatype | P cardinality | Description |

defaultUnrelatedCl |DefaultUnrelatedCl | M |1 The default Call/Session unrelated Class subscription

ass ass for unidentified value added LCS clients or AFs.

externalUnrelatedC |ExternalUnrelated O 0.1 The Call/Session unrelated Class subscriptions for

lass Class identified value added LCS Clients, AFs and value
added LCS Client groups.

serviceTypeUnrelat |array(ServiceType O [1.X(NOTE [The Call/Session unrelated Class subscriptions for

edClasses UnrelatedClass) 2) identified service types for UE.( NOTE 1)

NOTE 1: Itis possible that there are multiple serviceTypeUnrelatedClasses, whose maximum number is decied by

total number of service type defined in 3GPP TS 22.071 [47],
NOTE 2: X indicates the total number of service type defined in 3GPP TS 22.071 [47].

6.1.6.2.45

Type: PImnOperatorClass

Table 6.1.6.2.45-1: Definition of type PImnOperatorClass

Attribute name Data type P |Cardinality Description
IcsClientClass LcsClientClass M |1 Indicated the PLMN operator class of LCS client that
are allowed to locate the particular UE (see
3GPP TS 23.273 [38] clause 5.4.2.2.4).
IcsClientlds array(LcsClientld) | M |1..N List of LCS clients for the corresponding LCS Client
Class
6.1.6.2.46 Type: ValidTimePeriod

Table 6.1.6.2.46-1:

Definition of type ValidTimePeriod

Attribute name

Data type

P

Cardinality

Description

startTime

DateTime

0]

0.1

If present, indicates the start time

If absent, indicates there is no start time, and it shall
be valid immediately.

(NOTE 1)

endTime

DateTime

o]

0.1

If present, indicates the end time.
If absent, indicates there is no end time.

(NOTE 1)

NOTE 1: The end time shall be later than start time.
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6.1.6.2.47 Type: LcsMoData

Table 6.1.6.2.47-1: Definition of type LcsMoData

Attribute name Data type P |Cardinality Description
allowedServiceClass |array(LcsMoServi | M |1..N List of MO-LR services allowed for a UE subscriber
es ceClass)
moAssistanceDataTy |LcsBroadcastAss | O [0..1 A list of one or more types of location assistance data
pes istanceTypesDat that may be provided to the UE in the MO-LR

a procedure.
6.1.6.2.48 Type: EcRestrictionDataWhb

Table 6.1.6.2.48-1: Definition of type EcRestrictionData

Attribute name Data type P |Cardinality Description
ecModeARestricted |boolean O 0.1 If present, indicates whether Enhanced Coverage
Mode A is restricted or not.
true: Enhanced Coverage Mode A is restricted.
false or absent: Enhanced Coverage Mode A is not
restricted.
ecModeBRestricted |boolean O 0.1 If present, indicates whether Enhanced Coverage
Mode B is restricted or not.
true: Enhanced Coverage Mode B is restricted.
false or absent: Enhanced Coverage Mode B is not
restricted.

NOTE: At least one of the attributes ecModeARestricted and ecModeBRestricted shall be contained, and If the
value of attribute ecModeARestricted is set to true, the value of attribute ecModeBRestricted shall be set to
true.
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Table 6.1.6.2.49-1: Definition of type ExpectedUeBehaviourData

Attribute name Data type P |Cardinality Description
stationarylndication Stationarylndicati | O |[0..1 Identifies whether the UE is stationary or mobile (see
on TS 23.502 [3] clause 4.15.6.3).
communicationDuration |DurationSec O (0.1 Indicates for how long the UE will normally stay in
Time CM-Connected for data transmission (see
TS 23.502 [3] clause 4.15.6.3).
periodicTime DurationSec O |0.1 Identifies interval time of periodic communication
(see TS 23.502 [3] clause 4.15.6.3).
scheduledCommunicati |ScheduledComm | O |(0..1 Identifies time and day of the week when the UE is
onTime unicationTime available for communication (see TS 23.502 [3]
clause 4.15.6.3).
scheduledCommunicati |ScheduledComm | O |0..1 Indicates that the Scheduled Communication Type
onType unicationType (see TS 23.502 [3] clause 4.15.6.3).
(NOTE 5)
expectedUmts array(LocationAr | O |[1..N Identifies the UE's expected geographical
ea) movement. The attribute is only applicable in 5G
(see TS 23.502 [3] clause 4.15.6.3).
(NOTE 3, NOTE 4)
trafficProfile TrafficProfile O |0..1 Identifies the type of data transmission: single packet
transmission (UL or DL), dual packet transmission
(UL with subsequent DL or DL with subsequent UL),
multiple packets transmission
batterylndication Batterylndication | O |0..1 Indicates the power consumption type(s) of the UE
(see TS 23.502 [3] clause 4.15.6.3).
validityTime DateTime O |0.1 If present, identifies when the expected UE
behaviour parameters expire and shall be deleted
locally if it expire (see TS 23.502 [3] clause
4.15.6.3).
(NOTE 2)
NOTE 1: At least one of optional parameters (expect for validityTime) above shall be present.
NOTE 2: If this attribute is omitted, no expiry for the expected UE behaviour parameters applies.
NOTE 3: The first instance of the attribute represents the start of the location, and the last one represents the stop of
the location.
NOTE 4: The parameter expectedUmts is only used by AMF.
NOTE 5: The value of attribute "scheduledCommunicationType" shall be used together with the value of
"scheduledCommunicationTime".
6.1.6.2.50 Void
6.1.6.2.51 Void
6.1.6.2.52 Type: SuggestedPacketNumDI

Table 6.1.6.2.52-1: Definition of type SuggestedPacketNumDI

Attribute name Data type P |Cardinality Description

suggestedPacketNumDI |integer M |1 Value in number of packets.

validityTime DateTime O (0.1 If present, identifies the time to which the Network
Configuration Parameters expire and shall be
deleted locally if it expire (see TS 23.502 [3] clause
4.15.6.3a).
(NOTE 1)

NOTE 1: If this attribute is omitted, no expiry for the expected UE behaviour parameters applies.
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Table 6.1.6.2.54-1: Definition of type FrameRoutelnfo

Attribute name Data type P |Cardinality Description
ipv4Mask IPv4AddrMask C |0.1 Indicates IPv4 address mask.
ipv6Prefix Ipv6Prefix C 0.1 Indicates IPv6 prefix.

NOTE:  Either ipv4Mask or ipv6Prefix shall be present.

6.1.6.2.55

Type: SorUpdatelnfo

Table 6.1.6.2.55-1: SorUpdatelnfo

Attribute name Data type P |Cardinality Description
vpimnld Pimnid M 1 Serving node PLMN identity.
supportedFeatures SupportedFeatures O 0.1 See clause 6.1.8

6.1.6.2.56 Type: EnhancedCoverageRestrictionData

Table 6.1.6.2.56-1: Definition of type EnhancedCoverageRestrictionData

Attribute name

Data type

P

Cardinality

Description

plmnEclinfoList

array(PImnEcinfo)

0]

1..N

It may indicate a complete list of serving
PLMNs where Enhanced Coverage Restriction
shall be allowed and the detailed enhanced
coverage restriction configuration under per the
PLMN.

6.1.6.2.57

Type: EdrxParameters

Table 6.1.6.2.57-1: EdrxParameters

3GPP TS 24.008 [46].

Attribute name Data type P |Cardinality Description

ratType RatType M |1 This IE shall indicate the RAT type which eDRX
value are applicable to.
Only the following values are allowed:
"EUTRA"
"NBIOT"
"LTE-M"
"NR"
"NR_REDCAP"

edrxValue string M |1 This IE shall indicate eDRX Cycle length value,
it shall be encoded as a string of bits 4 to 1 of
octet 3 in the "Extended DRX parameter" IE
(see Figure 10.5.5.32 of 3GPP TS 24.008 [46]).
Pattern: '"*([0-1]{4)$'

NOTE: The relationship between values of ratType and edrxValue shall be in line with clause 10.5.5.32 of
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Table 6.1.6.2.58-1: PtwParameters

Attribute name

Data type

P |Cardinality

Description

operationMode

OperationMode

M 1

This IE shall indicate the Operation Mode
which PTW value are applicable to.

ptwValue

string

This IE shall indicate RAT specific Subscribed
Paging Time Window length value, it shall be
encoded as a string of bits 8 to 5 of octet 3 in
the "Extended DRX parameter” |E (see Figure
10.5.5.32 of 3GPP TS 24.008 [46]).

Pattern: '"*([0-1]{4)$'

extendedPtwValue

string

This IE shall be applied only when the
operation mode is set to NR-N1 mode.

It shall indicate RAT specific Subscribed
Paging Time Window length value, it shall be
encoded as a string of octet 4 in the "Extended
DRX parameters" |IE (see Figure 10.5.5.32 of
3GPP TS 24.008 [46]).

Pattern: '*([0-1]{8})$'

When this IE is present, the value set in
ptwValue attribute shall be omitted.

NOTE:  The relationship between values of operationMode and ptwValue/extendedPtwValue shall be in line with
clause 10.5.5.32 of 3GPP TS 24.008 [46].
6.1.6.2.59 Void
6.1.6.2.60 Void
6.1.6.2.61 Type: Void
6.1.6.2.62 Type: ExternalUnrelatedClass

Table 6.1.6.2.62-1: Definition of type ExternalUnrelatedClass

rnals

upExternal)

Attribute name Data type P |Cardinality Description
IcsClientExternals  |array(LcsClientExt O |1.N The list of Call/session Unrelated Class identified by
ernal) LCS client in the external LCS client list for the list
afExternals array(AfExternal) O |[1.N The list of Call/session Unrelated Class identified by
AF in the external LCS client list
IcsClientGroupExte |array(LcsClientGro O |1.N The list of Call/session Unrelated Class identified by

LCS client group in the external LCS client list

6.1.6.2.63

Type: AfExternal

Table 6.1.6.2.63-1: Definition of type AfExternal

Attribute name Data type P |Cardinality Description

afld Afld O 0.1 AF Identifier (see 3GPP TS 23.273 [38] clause
5.4.2.2.3)

allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is
Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).
privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.
edAction edAction (NOTE)
validTimePeriod ValidTimePeriod O 0.1 Time period when positioning is allowed

not optional for the

attribute.

NOTE:"LOCATION_ALLOWED_WITHOUT_NOTIFICATION" is default value and "LOCATION_NOT_ALLOWED" is
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6.1.6.2.64 Type: LcsClientExternal

Table 6.1.6.2.64-1: Definition of type LcsClientExternal

Attribute name Data type P |Cardinality Description

IcsClientld LcsClientld O |0.1 Lcs Client Identifier (see 3GPP TS 23.273 [38] clause
5.4.2.2.3)

allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is
Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).
privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.
edAction edAction (NOTE)
validTimePeriod ValidTimePeriod O |0.1 Time period when positioning is allowed
NOTE:"LOCATION_ALLOWED_WITHOUT_NOTIFICATION" is default value and "LOCATION_NOT_ALLOWED" is
not optional for the attribute.

6.1.6.2.65

Table 6.1.6.2.65-1:

Type: LcsClientGroupExternal

Definition of type LcsClientGroupExternal

Attribute name Data type P |Cardinality Description
IcsClientGroupld ExtGroupld O 0.1 LCS Client Group Identifier
allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is
Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).
privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.
edAction edAction (NOTE)
validTimePeriod ValidTimePeriod O 0.1 Time period when positioning is allowed
NOTE:"LOCATION_ALLOWED_WITHOUT_NOTIFICATION" is default value and "LOCATION_NOT_ALLOWED" is
not optional for the attribute.

6.1.6.2.66

Table 6.1.6.2.66-1

Type: ServiceTypeUnrelatedClass

: Definition of type ServiceTypeUnrelatedClass

Attribute name Data type P |Cardinality Description

serviceType LcsServiceType M 1 One of the service type defined in
3GPP TS 22.071 [47].

allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is

Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).

privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.

edAction edAction (NOTE)

codeWordInd CodeWordInd O |0.1 Indication that codeword shall be checked in UE or
one or more codeword values to be checked in
GMLC

validTimePeriod ValidTimePeriod O 0.1 Time period when positioning is allowed

codeWordList array(CodeWord) C |[1.N This IE shall be present when codeWordInd is "

CODEWORD_CHECK_IN_GMLC".

When present, this IE shall contain one or more
CodeWords used by GMLC for verification.

NOTE:"LOCATION_ALLOWED_WITHOUT_NOTIFICATION" is default value and "LOCATION_NOT_ALLOWED" is
not optional for the attribute.

6.1.6.2.67

Type: Ueld

Table 6.1.6.2.67-1: Definition of type Ueld

Attribute name Data type P |Cardinality Description
supi Supi M |1 This IE shall indicate the SUPI.
gpsiList array(gpsi) O |1.N This IE shall indicate a list of GPSiIs that is
associated with the SUPI.
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Table 6.1.6.2.68-1: Definition of type DefaultUnrelatedClass

Attribute name Data type P |Cardinality Description
allowedGeographic |array(GeographicA | O |1..N Indicates Geographical area where positioning is
Area rea) allowed (see 3GPP TS 23.273 [38] clause 5.4.2.2.3).
privacyCheckRelat |PrivacyCheckRelat | O |[0..1 Indicates action related to privacy check.
edAction edAction (NOTE)
codeWordInd CodeWordInd O |0.1 Indication that codeword shall be checked in UE or

one or more codeword values to be checked in
GMLC
validTimePeriod ValidTimePeriod O |0.1 Time period when positioning is allowed
codeWordList array(CodeWord) C |1.N This |IE shall be present when codeWordInd is
present with value
"CODEWORD_CHECK_IN_GMLC".
When present, this IE shall contain one or more
CodeWords used by GMLC for verification.
NOTE: "LOCATION_NOT_ALLOWED" is default value and only values "LOCATION_NOT_ALLOWED",

"LOCATION_ALLOWED_WITHOUT_NOTIFICATION",
"LOCATION_ALLOWED_WITHOUT_RESPONSE", "LOCATION_RESTRICTED_WITHOUT_RESPONSE"
can be contained.

6.1.6.2.69

Type: Contextinfo

Table 6.1.6.2.69-1: Definition of type Contextinfo

Attribute name Data type P [Cardinality Description

origHeaders array(string) O |1.N Headers received by the UDM from NFs consuming
Nudm services. The encoding of the header shall
comply with clause 3.2 of IETF RFC 7230 [50]

requestHeaders array(string) O |[1.N Headers sent by the UDM to NFs (e.g.AMF). May be
present when ContextInfo is stored by the UDM in
UDR as part of AmfSubscriptioninfo. The encoding
of the header shall comply with clause 3.2 of
IETF RFC 7230 [50]

6.1.6.2.70 Type: UeContextinAmfData

Table 6.1.6.2.70-1: Definition of type UeContextinAmfData

epslinterworkinglinfo

Attribute name Data type P |Cardinality Description Applicability
epsinterworkinginfo  |Epsinterworkinginfo | O |0..1 This IE contains the associations
between APN/DNN and PGW-
C+SMF selected by the AMF for
EPS interworking.
amfinfo array(Amflnfo) O (0.2 This IE shall contain the list of ENA
Amfinfo.
NOTE: If sdmSubscription contains nfChangeFilter flag, then the UDM shall suppress the change notification for the
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Definition of type V2xSubscriptionData

Attribute name Data type P |Cardinality Description

nrvV2xServicesAuth NrvV2xAuth O |0..1 Indicates whether the UE is authorized to use the
NR sidelink for V2X services.

lteV2xServicesAuth LteV2xAuth O |0..1 Indicates whether the UE is authorized to use the
LTE sidelink for V2X services.

nrUePc5Ambr BitRate O |0..1 Indicates UE-PC5-AMBR for V2X communication
over PC5 reference point for NR PC5.

[tePc5Ambr BitRate O |0..1 Indicates UE-PC5-AMBR for V2X communication
over PC5 reference point for LTE PC5.
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6.1.6.2.72 Type: LcsBroadcastAssistanceTypesData

Table 6.1.6.2.72-1: Definition of type LcsBroadcastAssistanceTypesData

ETSI



3GPP TS 29.503 version 17.18.0 Release 17 205 ETSI TS 129 503 V17.18.0 (2025-03)

| Attributename | Datatype | P [Cardinality | Description |
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locationAssistanceTy |Bytes M
pe

This IE contains a bitmap ,encoded as a base64
string, which indicates the broadcast location
assistance data types for which the UE is subscribed
to receive ciphering keys used to decipher broadcast
assistance data. A bit set to 1 indicates that the UE is
subscribed to receive ciphering keys applicable to
corresponding positioning SIB type.

The bits are ordered as following in the bitmap:
- first octet is the right-most octet. E.g. in
"0x0123", “first octet” would be "0x23" and
“second octet” would be "0x01"

- bit 1 is the right-most bit and bit 8 is the left-
most bit in the octet. E.g. for octet "0x01", “bit
1" would be "1", and “bit 2" to "bit 8" would be
"o

The mapping of the bits to the positioning SIB types
is as follows:

-- bit 8 in the first octet maps to positioning SIB
Type 1-1
-- bit 7 in the first octet maps to positioning SIB
Type 1-2
-- bit 6 in the first octet maps to positioning SIB
Type 1-3
-- bit 5in the first octet maps to positioning SIB
Type 1-4
-- bit 4 in the first octet maps to positioning SIB
Type 1-5
-- bit 3 in the first octet maps to positioning SIB
Type 1-6
-- bit 2 in the first octet maps to positioning SIB
Type 1-7
-- bit 1 in the first octet maps to positioning SIB
Type 1-8

-- bit 8 in the second octet maps to positioning SIB
Type 2-1
-- bit 7 in the second octet maps to positioning SIB
Type 2-2
-- bit 6 in the second octet maps to positioning SIB
Type 2-3
-- bit 5in the second octet maps to positioning SIB
Type 2-4
-- bit 4 in the second octet maps to positioning SIB
Type 2-5
-- bit 3 in the second octet maps to positioning SIB
Type 2-6
-- bit 2 in the second octet maps to positioning SIB
Type 2-7
-- bit 1 in the second octet maps to positioning SIB
Type 2-8

-- bit 8 in the third octet maps to positioning SIB
Type 2-9

-- bit 7 in the third octet maps to positioning SIB
Type 2-10

-- bit 6 in the third octet maps to positioning SIB
Type 2-11

-- bit 5in the third octet maps to positioning SIB
Type 2-12

-- bit 4 in the third octet maps to positioning SIB
Type 2-13

-- bit 3 in the third octet maps to positioning SIB
Type 2-14

-- bit 2 in the third octet maps to positioning SIB
Type 2-15
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-- bit 1 in the third octet maps to positioning SIB
Type 2-16

-- bit 8 in the fourth octet maps to positioning SIB
Type 2-17
-- bit 7 in the fourth octet maps to positioning SIB
Type 2-18
-- bit 6 in the fourth octet maps to positioning SIB
Type 2-19
-- bit 5 in the fourth octet maps to positioning SIB
Type 2-20
-- bit 4 in the fourth octet maps to positioning SIB
Type 2-21
-- bit 3 in the fourth octet maps to positioning SIB
Type 2-22
-- bit 2 in the fourth octet maps to positioning SIB
Type 2-23
-- bit 1 in the fourth octet maps to positioning SIB
Type 2-24

-- bit 7 in the fifth octet maps to positioning SIB
Type 2-25

-- bit 6 in the fifth octet maps to positioning SIB
Type 3-1

-- bit 5 in the fifth octet maps to positioning SIB
Type 4-1

-- bit 4 in the fifth octet maps to positioning SIB
Type 5-1

-- bit 3 in the fifth octet maps to positioning SIB
Type 6-1

-- bit 2 in the fifth octet maps to positioning SIB
Type 6-2

-- bit 1 in the fifth octet maps to positioning SIB
Type 6-3

Any unassigned bits are spare and shall be coded as
zero. Non-included bits shall be treated as being
coded as zero.

3GPP TS 37.355 [56].

NOTE: The mapping of posSibType to assistance data element is further described in clause 7.2 of

6.1.6.2.73 Type: DatasetNames

Table 6.1.6.2.73-1: Definition of type DatasetNames

Data type Cardinality

Description

array(DataSetName) [2..N

List of names of the data sets
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Table 6.1.6.2.74-1: Definition of type PImnRestriction

Attribute name Data type P |Cardinality Description Applicability
ratRestrictions array(RatType) O |0.N List of RAT Types that are restricted in 5GC and
EPC; see 3GPP TS 29.571 [7]
Contains unigue items
forbiddenAreas array(Area) O |0..N List of forbidden areas in 5GS
serviceAreaRestriction [ServiceAreaRestr | O |0..1 Subscribed Service Area Restriction
iction
coreNetworkTypeRestr |array(CoreNetwo | O |0..N List of Core Network Types that are restricted.
ictions rkType) The use of the value "5GC" is deprecated on Nudm
and shall be discarded by the receiving AMF.
primaryRatRestrictions |array(RatType) O |0..N List of RAT Types that are restricted for use as
primary RAT in 5GC and EPC; see
3GPP TS 29.571 [7]
Contains unigue items
secondaryRatRestricti  |array(RatType) O |0..N List of RAT Types that are restricted for use as
ons secondary RAT in 5GC and EPC; see
3GPP TS 29.571 [7]
Contains unigue items
6.1.6.2.75 Type: PcfSelectionAssistancelnfo

Table 6.1.6.2.75-1: Definition of type PcfSelectionAssistancelnfo

Attribute name Data type P |Cardinality Description
dnn Dnn M 1 Identifies a DNN.
singleNssai Snssai M 1 Identifies a S-NSSAI.
6.1.6.2.76 Type: ProseSubscriptionData

Table 6.1.6.2.76-1: Definition of type ProseSubscriptionData

edPImn)

Attribute name Data type P |Cardinality Description
proseServiceAuth ProseServiceAut O |0.1 Indicates whether the UE is authorized to use ProSe
h related services.
nrUePc5Ambr BitRate O 0.1 Indicates the AMBR of UE's NR sidelink (i.e. PC5)
communication for ProSe services.
proseAllowedPImn array(ProSeAllow | O |1..N Contains a list of the ProSeAllowedPImn which

contain the PLMN identities where the Prose services
are authorised to use and the authorised Prose
services on these given PLMNSs.

6.1.6.2.77

Type: IpIndex

Table 6.1.6.2.77-1: Definition of type IpIndex as a list of non-exclusive alternatives

Data Type Cardinality Description
integer 1 IP Index expressed as an integer value
string 1 IP Index expressed as a string
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Table 6.1.6.2.78-1: Definition of type AerialUeSubscriptioninfo

Attribute name Data type P |Cardinality Description Applicability
aerialUelnd AerialUelndicatio | M |1 This UE shall indicate Aerial service for the UE is
n allowed or not allowed.
3gppUavid Gpsi Cc (0.1 When present, this IE shall contain the 3GPP UAV
ID, it is encoded as GPSI in the format of External
Identifier.
If aerialUelnd indicates "AERIAL_UE_ALLOWED",
this IE shall be present.
6.1.6.2.79 Type: SmSubsData
Table 6.1.6.2.79-1: Definition of type SmSubsData as a list of alternatives
Data type Cardinality Description Applicability
array(SessionManage |[1..N Individual Session Management Subscription Data.
mentSubscriptionData)
ExtendedSmSubsData |1 Extended Session Management Subscription Data. SharedSmSubsData
6.1.6.2.80 Type: ExtendedSmSubsData
Table 6.1.6.2.80-1: Definition of type ExtendedSmSubsData
Attribute name Data type P |Cardinality Description Applicability
individualSmSubsData |array(SessionMa | O |1..N individual Session Management Subscription Data SharedSmSubsDat
nagementSubscri (NOTE 1) a
ptionData)
sharedSmSubsDatald |array(SharedDat | M |1..N Identifier of shared data SharedSmSubsDat
S ald) a

NOTE 1: A given UE-individual SessionManagementSubscriptionData (within individualSmSubsData) may clash with a shared

SessionManagementSubscriptionData (i.e. both have the same singleNssai value). In this case the clashing attributes of the

UE-individual SessionManagementSubscriptionData take precedence unless treatment instructions indicate otherwise.

6.1.6.2.81

Type: Amfinfo

Table 6.1.6.2.81-1:

Definition of type UeContextinAmfData

Attribute name Data type P |Cardinality Description
amflnstanceld Nflnstanceld M 1 The identity the AMF uses to register in the NRF
guami Guami M 1 This IE shall contain the serving AMF's GUAMI.
accessType AccessType M |1 This IE shall contain the access type
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6.1.6.2.82 Type: ProSeAllowedPImn

Table 6.1.6.2.82-1: Definition of type ProSeAllowedPImn

Attribute name Data type P |Cardinality Description
visitedPImn PImnid M |1 This IE shall contain the PLMN identity where the UE
is authorised for 5G ProSe services.
proseDirectAllowed |array(ProseDirect | O |[1..N When present, this IE contains the 5G ProSe Direct

Allowed) services are authorised to use in the PLMN indicated

by visitedPImn for the UE.

If this IE is absent, it indicates that all the 5G ProSe
Direct services are authorised to use in the PLMN
indicated by visitedPImn for the UE.

6.1.6.2.83 Type: ImmediateReport
Table 6.1.6.2.83-1: Definition of type ImmediateReport as a list of alternatives
Data type Cardinality Description Applicability
SubscriptionDataSets |1 UE based subscription data sets that to be monitored in
SdmSubscription.
array(SharedData) 1..N Shared subscription data sets that to be monitored in
SdmSubscription.
6.1.6.2.84 Type: MbsSubscriptionData

Table 6.1.6.2.84-1: Definition of type MbsSubscriptionData

Attribute name

Data type

P

Cardinality

Description

mbsAllowed

boolean

C

0.1

This IE indicates whether the UE is authorized to
receive multicast MBS session data.

When present, this IE shall be set as following:

- true: the UE is authorized to receive multicast MBS
session data

- false (default): UE is not authorized to receive
multicast MBS session data

mbsSessionldList

array(MbsSessio
nid)

1..N

This IE shall be present if available and the
mbsAllowed attribute is set to "true”.

If present, this IE identifies the MBS Session(s) that
the UE is allowed to join.

6.1.6.2.85

Type: UcSubscriptionData

Table 6.1.6.2.85-1: Definition of type UcSubscriptionData

Attribute name

Data type

P

Cardinality

Description

userConsentPerPurp
oselList

map(UserConsen

B

0]

1..N

A map user consent (list of key-value pairs where
UcPurpose serves as key; see clause 6.1.6.3.20).
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6.1.6.2.86 Type: UeContextinSmfDataSubFilter

Table 6.1.6.2.86-1: Definition of type UeContextinSmfDataSubFilter

Attribute name

Data type

P

Cardinality

Description

dnnList

array(Dnn)

C

1..N

This IE shall be present to get the pduSesion and
pgwinfo in UeContextinSmfData for specific DNN(s).

When present, the UDM shall notify the changes of
pduSesion and pgwlinfo in UeContextinSmfData for
the indicated DNN(S).

When this IE is not present, the UDM will not notify
changes of pduSesion and pgwInfo.

snssailist

array(Snssai)

1..N

This IE may be present when dnnList IE is present.

When present, the UDM shall notify the changes of
pduSesion and pgwlinfo in UeContextinSmfData for
the DNN(s) that are associated the indicated S-
NSSAIs(s).

emergencyind

boolean

0.1

This IE shall be present and set to value "true" for
changes on the emergencyinfo in
UeContextinSmfData.

When present, this IE shall indicate whether the UDM
shall notify the changes on emergencylnfo in
UeContextinSmfData:

- true: changes on emergencylnfo to be notified

- false (default) changes on emergencylnfo not to be
notified.

6.1.6.2.87 Type: Ueldentifiers

Table 6.1.6.2.87-1: Definition of type Ueldentifiers

Attribute name

Data type

Cardinality

Description

ueldList

map(Supilnfo)

1.N

A map (list of key-value pairs where Gpsi serves as
key; see 3GPP TS 29.571 [7]) of arrays of Supi.

6.1.6.2.88 Type: Supilnfo

Table 6.1.6.2.88-1: Definition of type Supilnfo

Attribute name Data type Cardinality Description
supiList array(Supi) 0..N This IE shall indicate a list of SUPIs that is
associated with the GPSI.
An empty array shall be returned if there is no SUPIs
associated with the GPSI.
6.1.6.3 Simple data types and enumerations
6.1.6.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the

previous clauses.

6.1.6.3.2 Simple data types

The simple data types defined in table 6.1.6.3.2-1 shall be supported.
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Table 6.1.6.3.2-1: Simple data types

Type Name

Type Definition

Description

DefaultDnnIndicator

boolean

Indicates whether a DNN is the default DNN

LboRoamingAllowed

boolean

This flag indicates whether local breakout is allowed when
roaming.

UeUsageType

integer

Indicates the usage characteristics of the UE, enables the
selection of a specific Dedicated Core Network for EPS
interworking

MpsPrioritylndicator

boolean

Indicates whether UE is subscribed to multimedia priority service

McsPrioritylndicator

boolean

Indicates whether UE is subscribed to mission critical service

3GppChargingChara
cteristics

string

16-bit string identifying charging characteristics as specified in
3GPP TS 32.255 [11] Annex A and 3GPP TS 32.298 [12] clause
5.1.2.2.7, in hexadecimal representation. Each character in the
string shall take a value of "0" to "9" or "A" to "F" and shall
represent 4 bits. The most significant character representing the
4 most significant bits of the charging characteristics shall appear
first in the string, and the character representing the 4 least
significant bits of the charging characteristics shall appear last in
the string.

Example:
The charging characteristic 0x123A shall be encoded as "123A".
See also 3GPP TS 32.256 [67] Annex A

MicoAllowed

boolean

I ndicates whether MICO modeis allowed for the UE.

SmsSubscribed

boolean

Indicates whether the UE subscription allows SMS delivery over
NAS.

SharedDatald

string

Identifies globally and uniquely a piece of subscription data
shared by multiple UEs. The value shall start with the HPLMN id
(MCC/MNC) followed by a hyphen followed by a local Id as
allocated by the home network operator.

pattern: "N0-9]{5,6}-.+$"

IwkEpsind

boolean

Indicates whether Interworking with EPS is supported

SecuredPacket

string

Indicates the secured packet as specified in

3GPP TS 24.501 [27]. It is encoded using base64 and
represented as a String.

Format: byte

UpuRegind

boolean

true indicates that re-registration is requested after the successful
UE parameters update.

ExtGroupld

string

String containing a External Group ID.
Pattern: "extgroupid-[*@]+@[ @]+$"

NbloTUePriority

integer

Unsigned integer indicating the NB-loT UE Priority (see
clause 5.31.17 of 3GPP TS 23.501 [8]), the value is between 0
and 255 and lower value indicates higher priority.

CodeWord

string

Indicates the codeword as specified in 3GPP TS 23.273 [38]
clause 5.4.2.2.3.

Afld

string

AF ldentifier (see 3GPP TS 23.273 [38] clause 5.4.2.2.3)

LcsClientld

string

Lcs Client Identifier (see 3GPP TS 23.273 [38] clause 5.4.2.2.3)

SorTransparentCont
ainer

Bytes

String with format "byte" as defined in

OpenAPI Specification [14], i.e. base64-encoded characters,
encoding the "SOR transparent container" IE as specified in
clause 9.11.3.51 of 3GPP TS 24.501 [27] (starting from octet 1).

UpuTransparentCon
tainer

Bytes

String with format "byte" as defined in

OpenAPI Specification [14], i.e. base64-encoded characters,
encoding the "UE Parameters Update transparent container” IE
as specified in clause 9.11.3.53A of 3GPP TS 24.501 [27]
(starting from octet 1).

SorCmci

Bytes

String with format "byte" as defined in

OpenAPI Specification [14], i.e. base64-encoded characters,
encoding the "SOR-CMCI " |E as specified in figure 9.11.3.51.7
of 3GPP TS 24.501 [27] (starting from octet 1).
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6.1.6.3.3 Enumeration: DataSetName

Table 6.1.6.3.3-1: Enumeration DataSetName

Enumeration value Description
"AM" Access and Mobility Subscription Data
"SMF_SEL" SMF Selection Subscription Data
"UEC SMF" UE Context in SMF Data
"UEC SMSF" UE Context in SMSF Data
"SMS_SuUB" SMS Subscription Data
"SM" Session Management Subscription Data
"TRACE" Trace Data
"SMS_MNG" SMS Management Subscription Data
"LCS_PRIVACY" LCS Privacy Subscription Data
"LCS MO" LCS Mobile Originated Subscription Data
"UEC AMF" UE Context in AMF Data
"V2X" V2X Subscription Data
"LCS_BCA" LCS Broadcast Assistance Subscription Data
"PROSE" ProSe Service Subscription Data
"uc" User Consent Data
"MBS" 5MBS subscription data

NOTE: The current naming conventions for Enumerations (uppercase with underscore), when their intended
usage is for query parametersis not consistent with the naming conventions for URI components
(lowercase with hyphen).

6.1.6.3.4 Void
6.1.6.3.5 Void
6.1.6.3.6 Void
6.1.6.3.7 Enumeration: PduSessionContinuitylnd

Table 6.1.6.3.7-1: Enumeration PduSessionContinuityind

Enumeration value Description
"MAINTAIN PDUSESSION" Maintain the PDU session
"RECONNECT PDUSESSION" Disconnect the PDU session with a reactivation request
"RELEASE_PDUSESSION" Disconnect PDU session without reactivation request
6.1.6.3.8 Enumeration: LocationPrivacyind

Table 6.1.6.3.8-1: Enumeration LocationPrivacylInd

Enumeration value Description
"LOCATION DISALLOWED" Location for UE is disallowed
"LOCATION ALLOWED" Location for UE are allowed
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Enumeration: PrivacyCheckRelatedAction

Table 6.1.6.3.9-1: Enumeration PrivacyCheckRelatedAction

Enumeration value

Description

"LOCATION_NOT_ALLOWED"

Location not allowed

"LOCATION_ALLOWED_WITH_NOTIFICATION"

Location allowed with notification

"LOCATION_ALLOWED_WITHOUT NOTIFICATION"

Location allowed without notification

"LOCATION_ALLOWED_WITHOUT_RESPONSE"

Location with notification and privacy verification;
location allowed if no response

"LOCATION_RESTRICTED_WITHOUT_RESPONSE"

Location with notification and privacy verification;
location restricted if no response

6.1.6.3.10

Enumeration: LcsClientClass

Table 6.1.6.3.10-1: Enumeration LcsClientClass

Enumeration value

Description

"BROADCAST_SERVICE"

LCS client broadcasting location related information

"OM_IN_HPLMN"

O&M LCS client in the HPLMN

"OM_IN_VPLMN"

O&M LCS client in the VPLMN

"ANONYMOUS_LOCATION_SERVICE"

LCS client recording anonymous location
information

"SPECIFIC_SERVICE"

LCS Client supporting a bearer service, teleservice
or supplementary service to the target UE

6.1.6.3.11

Enumeration: LcsMoServiceClass

Table 6.1.6.3.11-1: Enumeration LcsMoServiceClass

Enumeration value

Description

"BASIC_SELF_LOCATION"

UE requests own location

"AUTONOMOUS_SELF_LOCATION"

UE requests location assistance data

"TRANSFER_TO_THIRD_PARTY"

UE requests transfer of own location to another LCS Client

6.1.6.3.12

Enumeration: OperationMode

Table 6.1.6.3.12-1: Enumeration OperationMode

Enumeration value

Description

"WB S1" WB-S1 mode, i.e. EUTRAN connected to EPC
"NB_S1" NB-S1 mode, i.e. EUTRAN NB-loT connected to EPC
"WB_ N1" WB-N1 mode, i.e. EUTRAN connected to 5GC

"NB N1" NB-N1 mode, i.e. EUTRAN NB-IoT connected to 5GC
"NR N1" NR-N1 mode, i.e. NR connected to 5GC

"NR_N1_REDCAP"

NR-N1 mode for RedCAP UE, i.e. NR connected to 5GC for a
RedCAP UE

6.1.6.3.13

Enumeration: SorUpdatelndicator

Table 6.1.6.3.13-1: Enumeration SorUpdatelndicator

Enumeration value

Description

"INITIAL_REGISTRATION"

NAS registration type "Initial Registration"

"EMERGENCY_REGISTRATION"

NAS registration type "Emergency Registration"
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6.1.6.3.14 Enumeration; CodeWordInd

Table 6.1.6.3.14-1: Enumeration CodeWordInd

Enumeration value

Description

"CODEWORD_CHECK_IN_UE"

codeword shall be checked in UE

"CODEWORD_CHECK_IN_GMLC"

one or more codeword values to be checked in GMLC

6.1.6.3.15

Enumeration: MdtUserConsent

Table 6.1.6.3.15-1: Enumeration MdtUserConsent

Enumeration value

Description

"CONSENT_GIVEN"

It shall indicate the user has given his consent for MDT activation.

"CONSENT_NOT_GIVEN"

It shall indicate the user hasn't given his consent for MDT
activation.

6.1.6.3.16

Enumeration: SharedDataTreatmentlnstruction

Table 6.1.6.3.16-1: Enumeration SharedDataTreatmentinstruction

Enumeration value

Description

"USE_IF_NO_CLASH"

If the attribute is not present in the individual data (no clash), the
value of the shared data attribute shall be used. Otherwise the
individual data takes precedence. (default)

"OVERWRITE"

The value of the shared data attribute shall be used (even when
clashing with individual data).

If the shared data attribute is absent, the value of the individual
attribute (if any) shall not be used, i.e. the attribute shall be
handled as being absent.

"MAX"

If no clash (i.e. individual data is absent) the shared data attribute
value shall be used. Otherwise the higher value shall be used.
(NOTE)

"MIN"

If no clash (i.e. individual data is absent) the shared data attribute
value shall be used. Otherwise the lower value shall be used.
(NOTE)

NOTE: Treatment instructions "MIN" and "MAX" are applicable to attributes that can take numeric values.

6.1.6.3.17

Enumeration: GpsiType

Table 6.1.6.3.17-1: Enumeration GpsiType

Enumeration value

Description

"MSISDN"

GPSI type of MSISDN

"EXT_ID"

GPSI type of external identity

"EXT_GROUP_ID"

GPSI type of external group identity

6.1.6.3.18

Enumeration: AerialUelndication

Table 6.1.6.3.18-1: Enumeration AerialUelndication

Enumeration value

Description

"AERIAL_UE_ALLOWED"

Aerial service for the UE is allowed.

"AERIAL_UE_NOT_ALLOWED"

Aerial service for the UE is not allowed.
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6.1.6.3.19 Enumeration: ProseDirectAllowed

Table 6.1.6.3.19-1: Enumeration ProseDirectAllowed

Enumeration value

Description

"ANNOUNCE" It indicates that the user is allowed to announce in the
corresponding PLMN for open 5G Direct Discovery Model A.
"MONITOR" It indicates that the user is allowed to monitor in the corresponding

PLMN for open 5G Direct Discovery Model A.

"RESTRICTD_ANNOUNCE"

It indicates that the user is allowed to announce in the
corresponding PLMN for restricted 5G ProSe Direct Discovery
Model A.

"RESTRICTD_MONITOR"

It indicates that the user is allowed to monitor in the corresponding
PLMN for restricted 5G ProSe Direct Discovery Model A.

"DISCOVERER"

It indicates that the user is allowed to perform discoverer operation
in the corresponding PLMN for restricted 5G ProSe Direct
Discovery Model B.

"DISCOVEREE"

It indicates that the user is allowed to perform discoveree
operation in the corresponding PLMN for restricted 5G ProSe
Direct Discovery Model B.

"BROADCAST"

It indicates that the user is allowed to perform Broadcast mode 5G
ProSe Direct Communication for NR PC5 in the corresponding
PLMN.

"GROUPCAST"

It indicates that the user is allowed to perform Groupcast mode 5G
ProSe Direct Communication for NR PC5 in the corresponding
PLMN.

"UNICAST"

It indicates that the user is allowed to perform Unicast mode 5G
ProSe Direct Communication for NR PC5 in the corresponding
PLMN.

"LAYER2_RELAY"

It indicates that the user is allowed to act as a 5G ProSe Layer-2
UE-to-Network Relay.

"LAYER3_RELAY"

It indicates that the user is allowed to act as a 5G ProSe Layer-3
UE-to-Network Relay.

6.1.6.3.20 Enumeration: UcPurpose

Table 6.1.6.3.20-1: Enumeration UcPurpose

Enumeration value

Description

"ANALYTICS"

User consent for analytics.

"MODEL_TRAINING"

User consent for model training.

"NW_CAP_EXPOSURE"

User consent for network capability exposure.

"EDGEAPP_UE_LOCATION"

User consent for the manipulation of UE information for the
purpose of UE Location retrieval by the EDGEAPP EAS entity.

6.1.6.3.21 Enumeration: UserConsent

Table 6.1.6.3.21-1: Enumeration UserConsent

Enumeration value

Description

"CONSENT_NOT_GIVEN"

It shall indicate the user hasn't given his consent.

"CONSENT_GIVEN"

It shall indicate the user has given his consent.

6.1.7 Error Handling

6.1.7.1 General

HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].
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6.1.7.2 Protocol Errors

Protocol errors handling shall be supported as specified in clause 5.2.7 of 3GPP TS 29.500 [4].

6.1.7.3 Application Errors

The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the Nudm_
SubscriberDataM anagement service. The following application errorslisted in Table 6.1.7.3-1 are specific for the
Nudm_ SubscriberDataM anagement service.

Table 6.1.7.3-1: Application errors

Application Error HTTP status Description
code
NF_CONSUMER_REDIRECT_ONE_TXN|307 Temporary |The request has been asked to be redirected to a
Redirect specified target for one transaction.
CONTEXT_NOT_FOUND 308 Permanent |The request has been asked to be redirected to a
Redirect specified target.
DATA_NOT_FOUND 404 Not Found |The requested UE subscription data is not found/does
not exist.
This error is applicable to all Nudm_SDM GET
operations.
USER_NOT_FOUND 404 Not Found |The user does not exist
This error is applicable to all Nudm_SDM GET
operations.
CONTEXT_NOT_FOUND 404 Not Found [It is used during the modification of an existing
subscription when no corresponding context exists.
GROUP_IDENTIFIER_NOT_FOUND 404 Not Found |The requested Group Identifier does not exist.
SUBSCRIPTION_NOT_FOUND 404 Not Found |The subscription does not exist.
UNSUPPORTED_RESOURCE_URI 501 Not The SDM Subscription contains unsupported resource
Implemented URI to be monitored.

6.1.8 Feature Negotiation

The optional featuresin table 6.1.8-1 are defined for the Nudm_SDM API. They shall be negotiated using the
extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
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Table 6.1.8-1: Supported Features
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Feature number

Feature Name

Description

1

SharedData

When receiving a Nudm_SDM_Get service operation request to
retrieve a UE's individual subscription data, and the request does not
contain a supported-features query parameter indicating support of
this feature, the UDM shall not include Shared Data Ids in the
response. Instead the UDM may — based on operator policy — take no
further action (i.e. allow the UE to get services based on only the UE's
individual subscription data), or send the shared data as individual
data (this may result in notifications of individual subscription data
change — if so subscribed — when shared data, which are sent as
individual data, are modified, and/or when the UE's Shared Data IDs
are modified).

ImmediateReport

When a NF consumer detects the UDM support ImmediateReport
feature, it can indicate an immediateReport flag when invoking
Nudm_SDM_Subscribe service operation. If UDM supports
ImmediateReport received Nudm_SDM_Subscribe service operation
request, it shall return the resource representation(s) of the monitored
resource(s) in the service operation response body.

PatchReport

If some of the modifications included in the PATCH request are not
successfully implemented, the UDM reports the result of PATCH
request execution to the consumer. See clause 5.2.7.2 of

3GPP TS 29.500 [4].

Nssaa

If the NF consumer does not support this feature, the UDM shall not
include information of S-NSSAI(s) subject to Network Slice-Specific
Authentication and Authorization in Get response messages,
immediate reports within Subscribe response messages, or data
change notifications where the data change is limited to S-NSSAI(s)
subject to Network Slice-Specific Authentication and Authorization.

CAGFeature

If the NF consumer does not support this feature, the UDM shall not
include CAG information list in the message body with "200 OK"
response (clause 5.2.2.2.3). The UDM performs action as executes
step 2c of clause 5.3.2.2.2 and 5.3.2.2.3 if UE is allowed to access
5GS via CAG cell(s) only.

SharedDataTreatment

This feature is an extension to the SharedData feature, i.e. support of
SharedDataTreatment requires support of SharedData.

When receiving a Nudm_SDM_Get service operation request to
retrieve a UE's individual subscription data, and the request does not
contain a supported-features query parameter indicating support of
this feature, the UDM shall not include SharedDataTreatments in the
SharedData returned in the response. Instead the UDM may — based
on operator policy — take no further action (i.e. allow the UE to get
services based on default treatment (i.e. individual data take
precedence), or send the shared data which have non-default
treatment as individual data.

sorTransparentSupport

This flag indicates NF Consumer (e.g. AMF) support of receiving SoR
Transparent Container instead of individual IEs from NF Producer
(e.g. UDM). If the NF consumer does not support this feature, the NF
Producer shall not include sorTransparentContainer, as defined in
clause 6.1.6.2.26.

Corresponding flag is also used by UDM to register (in NRF) its
support of receiving SoR Transparent Container instead of individual
IEs from the NF Consumer (e.g. AMF). If the UDM does not support
this feature, the NF Consumer shall not include
sorTransparentContainer, as defined in clause 6.1.6.2.25.

Nsac

If the NF consumer does not support this feature, the UDM shall not
include network slice admission control related information for S-
NSSAI(s) in the message body with "200 OK" response (See
clause 5.2.2.2.3).

SharedSmSubsData

If the NF consumer does not support this feature, the UDM shall not
take the alternative to include extendedSmSubsData in SmSubsData
(clause 6.1.6.2.79).

10

ENA

Enhanced Network Automation.

If the UDM supports this feature, the UDM shall apply the
nfChangeFilter IE received in the sdmSubscription and send the
notifications accordingly (See clause 6.1.6.2.16 and 6.1.6.2.70).
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11

Nssrg

The NF consumer (i.e. AMF) that supports this feature shall support
handling of NSSRG information received along with the subscribed S-
NSSAIs as defined in clause 5.15.12 of 3GPP TS 23.501 [2].

If the NF consumer does not support this feature, the UDM may select
the subset of the compatible Subscribed S-NSSAIs without including
any information of Network Slice Simultaneous Registration Group.

12

upuTransparentSupport

This flag indicates NF Consumer (e.g. AMF) support of receiving UE
Parameters Update Transparent Container instead of individual IEs
from NF Producer (e.g. UDM). If the NF consumer does not support
this feature, the NF Producer shall not include
upuTransparentContainer, as defined in clause 6.1.6.2.33.
Corresponding flag is also used by UDM to register (in NRF) its
support of receiving UE Parameters Update Transparent Container
instead of individual IEs from the NF Consumer (e.g. AMF). If the
UDM does not support this feature, the NF Consumer shall not include
upuTransparentContainer, as defined in clause 6.1.6.2.25.

13

LimitedSubscriptions

An NF consumer supporting this feature shall use one subscription for
the changes of subscription data sets per UE without additional filter
criteria, or with a specific filter criteria (e.g. dnn and/or singleNssai).

An NF consumer supporting this feature shall use one subscription for
the changes of shared data sets.

14

SNPN-ID

Support of SNPN-ID

This flag indicates whether the NF Consumer (e.g. AMF) or NF
producer (UDM) support receiving an SNPN-ID as an extension of the
"plmn-id" query parameter, when retrieving Access And Mobility
Subscription Data (either by querying the "{supi}" resource or the
"{supi}/am-data" resource).

If the NF Consumer is aware (e.g. from previous interactions) that the
UDM does not support this feature, the NF Consumer should not send
queries on the Nudm_SDM API including SNPN-ID in the "plmn-id"
query parameter.

Also, if the NF Consumer sent such query to UDM, and the UDM does
not indicate support of this feature in the response, the NF Consumer
should consider the response as invalid, since the response from
UDM would have not considered the presence of the NID component
of the SNPN-ID in the "plmn-id" parameter.

15

UeConSmfDataSubFilter

UE Context in Smf Data Subscription Filter

If the UDM supports this feature, the UDM shall handle the
ueConSmfDataSubFilter IE received in the sdmSubscription and
sends the notifications only for changes indicated in the IE.

16to 18

not used in Rel-17

19

SNPN-ID-EXT

Extended Support of SNPN-ID

This flag indicates whether the NF Consumer (e.g. AMF) or NF
producer (UDM) support receiving an SNPN-ID as an extension of the
"plmn-id" query parameter, when retrieving subscription data other
than Access And Mobility Subscription Data.

If the NF Consumer is aware (e.g. from previous interactions) that the
UDM does not support this feature, the NF Consumer should not send
queries on the Nudm_SDM API including SNPN-ID in the "plmn-id"
query parameter.

Also, if the NF Consumer sent such query to UDM, and the UDM does
not indicate support of this feature in the response, the NF Consumer
should consider the response as invalid, since the response from
UDM would have not considered the presence of the NID component
of the SNPN-ID in the "plmn-id" parameter.

ETSI



3GPP TS 29.503 version 17.18.0 Release 17 221 ETSI TS 129 503 V17.18.0 (2025-03)

6.1.9 Security

Asindicated in 3GPP TS 33.501 [6] and 3GPP TS 29.500 [4], the access to the Nudm_SDM API may be authorized by
means of the OAuth2 protocol (see IETF RFC 6749 [18]), based on local configuration, using the "Client Credentials”
authorization grant, where the NRF (see 3GPP TS 29.510 [19]) plays the role of the authorization server.

If OAuth2 isused, an NF Service Consumer, prior to consuming services offered by the Nudm_SDM API, shall obtain
a"token" from the authorization server, by invoking the Access Token Request service, as described in
3GPPTS29.510[19], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server isthe same NRF
that the NF Service Consumer used for discovering the Nudm_SDM service.

The Nudm_SDM API defines a single scope "nudm-sdm” for OAuth2 authorization (as specified in
3GPP TS 33.501 [6]) for the entire API, and it does not define any additional scopes at resource or operation level.

6.2 Nudm_UEContextManagement Service API

6.2.1 API URI
URIs of this API shall have the following root:
{apiRoot} /{ apiName} /<apiVersion>

The request URI used in HT TP request from the NF service consumer towards the NF service producer shall have the
structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUr iPar t>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "nudm-uecm".

The <apiVersion> shall be "v1".

The <api SpecificResourceUriPart> shall be set as described in clause 6.2.3.
6.2.2 Usage of HTTP

6.2.2.1 General
HTTP/2, as defined in IETF RFC 7540 [13], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

HTTP messages and bodies for the Nudm_UECM service shall comply with the OpenAPI [14] specification contained
in Annex A3.

6.2.2.2 HTTP standard headers

6.2.2.2.1 General
The usage of HTTP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].

6.2.2.2.2 Content type
The following content types shall be supported:
JSON, as defined in IETF RFC 8259 [15], signalled by the content type " application/json”.
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The Problem Details JSON Object (IETF RFC 7807 [16] signalled by the content type " application/problem+json”
JSON Merge Patch, as defined in IETF RFC 7396 [17], signalled by the content type " application/merge-

patch+json”
6.2.2.3 HTTP custom headers
6.2.2.3.1 General

The usage of HT TP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].
6.2.3 Resources

6.2.3.1 Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.

Figure 6.2.3.1-1 depicts the resource URIs structure for the Nudm_UECM API.
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Figure 6.2.3.1-1: Resource URI structure of the Nudm_UECM API

Table 6.2.3.1-1 provides an overview of the resources and applicable HTTP methods.
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Table 6.2.3.1-1: Resources and methods overview
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HTTP
Resource name method or .
(Archetype) Resource URI custom Description
operation
Hueld}/registrations GET Ssttsrleve UE's registration data

Registrations send- Retrieve addressing

(Document) Hueld}/registrations/send-routing- |routing-info- |information for SMS delivery
info-sm sm

(POST)
PUT Update the AMF registration
for 3GPP access
H{ueld}/registrations/amf-3gpp- PATCH Modify the AMF registration for
access 3GPP access
GET Retrieve the AMF registration
information for 3GPP access

Amf3GppAccessRegistration . . dereg-amf Trigger AMF deregistration
Hueld}/registrations/amf-3gpp- -

(Document) access/dereg-amf (POST) (él;)ecto mobility from 5GC to
H{ueld}/registrations/amf-3gpp- pei-update Updates the PEI in the 3GPP
access/pei-update (POST) Access Registration context

. . 3 i roaming- Updates the Roaming
{a{gﬂ;&%mtlﬁgffmggfp info-update |Information in the AMF 3GPP
9 P (POST) Registration context
PUT Update the AMF registration
for non 3GPP access

AmfNon3GppAccessRegistration |/{ueld}/registrations/amf-non- PATCH Modify the AMF registration for

(Document) 3gpp-access non 3GPP access

GET Retrieve the AMF registration
information for non 3GPP
access

GET Retrieve the SMF registration
information

SmfRegistrations Hueld}/registrations/smf-

(Store) registrations

PUT Create an SMF registration
identified by PDU Session Id

DELETE Delete an individual SMF
registration

GET Retrieve the SMF registration

IndividualSmfRegistration Kueld}/registrations/smf- information identified by PDU

(Document) registrations/{pduSessionid} Session Id.

PATCH Modify the SMF registration

PUT Create or Update the SMSF
registration

Smsf3GppAccessRegistration H{ueld}/registrations/smsf-3gpp- DELETE Delete the SMSF: registration

(Document) access for 3GPP access

GET Retrieve the SMSF registration
information

PUT Create or Update the SMSF
registration for non 3GPP
access

SmsfNon3GppAccessRegistration |/{ueld}/registrations/smsf-non- DELETE fD elete tggsll_\)/l SF registration

(Document) 3gpp-access ornon access -

GET Retrieve the SMSF registration
information for non 3GPP
access

GET Retrieve the UE's location

information by GMLC or NEF
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PUT Create or Update the IP-SM-
GW registration
IpSmGwRegistration H{ueld}/registrations/ip-sm-gw DELETE Delete the IP-SM-GW
(Document) 9 P 9 registration
GET Retrieve the IP-SM-GW
registration information
PUT Create an NWDAF registration
NwdafRegistration Hueld}/registrations/nwdaf- DELETE Eetzlgtt(rea%r;llqndlwdual NWDAF
(Document) registrations/{nwdafRegistrationld} PATCH Modify the NWDAF
registration
NwdafRegistrations Hueld}/registrations/nwdaf- GET Retrieve the NWDAF
(Store) registrations registration(s) information
6.2.3.2 Resource: Amf3GppAccessRegistration (Document)
6.2.3.2.1 Description

This resource represents the registered AMF for 3GPP access.

6.2.3.2.2 Resource Definition
Resource URI: { api Root} /nudm-uecm/v1/{ uel d} /registrations/amf-3gpp-access
This resource shall support the resource URI variables defined in table 6.2.3.2.2-1.

Table 6.2.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)

SUPI (i.e. imsi or nai or gli or gci) is used with the PUT and PATCH methods; SUPI (i.e. imsi
or nai) or GPSI (i.e. msisdn or extid) is used with the GET method.
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.2.3 Resource Standard Methods

6.2.3.2.3.1 PUT
This method shall support the URI query parameters specified in table 6.2.3.2.3.1-1.

Table 6.2.3.2.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.2.3.1-2 and the response data structures and
response codes specified in table 6.2.3.2.3.1-3.

Table 6.2.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P | Cardinality Description
Amf3GppAccess M |1 The AMF registration for 3GPP access is replaced with the received
Registration information.
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Table 6.2.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
Amf3GppAccess | M |1 201 Upon success, a response body containing a representation of
Registration Created the created Individual Amf3GppAccessRegistration resource
shall be returned.
Amf3GppAccess | M |1 200 OK Upon success, a response body containing a representation of
Registration the updated Individual Amf3GppAccessRegistration resource
shall be returned.
n/a 204 No Upon success, an empty response body shall be returned
Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT _FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden  [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
-NO_PS_SUBSCRIPTION
- ROAMING_NOT_ALLOWED
- ACCESS_NOT_ALLOWED
- RAT_NOT_ALLOWED
- REAUTHENTICATION_REQUIRED
- SNPN_NOT_ALLOWED
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

Table 6.2.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/amf-3gpp-access

6.2.3.2.3.2 PATCH

This method shall support the URI query parameters specified in table 6.2.3.2.3.2-1.

Table 6.2.3.2.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedFeat | O [0..1
features ures see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.2.3.2-2 and the response data structures and
response codes specified in table 6.2.3.2.3.2-3.

Table 6.2.3.2.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type P | Cardinality Description
Amf3GppAccess M |1 The AMF registration for 3GPP access is modified with the received
RegistrationModifi information.
cation
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Table 6.2.3.2.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body is returned. (NOTE 2)
Content
PatchResult M (1 200 OK Upon success, the execution report is returned. (NOTE 2)
ProblemDetails O |0..1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- INVALID_GUAMI
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT _FOUND
ProblemDetails O |0..1 422 The "cause" attribute may be used to indicate one of the
Unprocessa [following application errors:
ble Entity - UNPROCESSABLE_REQUEST
NOTE 1: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2: If all the modification instructions in the PATCH request have been implemented, the UDM shall respond
with 204 No Content response; if some of the modification instructions in the PATCH request have been
discarded, and the NF service consumer has included in the supported-feature query parameter the
"PatchReport" feature number, the UDM shall respond with PatchResult.
6.2.3.2.3.3 GET

This method shall support the URI query parameters specified in table 6.2.3.2.3.3-1.

Table 6.2.3.2.3.3-1: URI query parameters supported by the GET method on this resource

Name

Data type

P |Cardi

nality Description

supported-features

SupportedFeatures

O 0.1

see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.2.3.3-2 and the response data structures and

response codes specified in table 6.2.3.2.3.3-3.

Table 6.2.3.2.3.3-2: Data structures supported by the GET Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 6.2.3.2.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
Amf3GppAccess | M |1 200 OK Upon success, a response body containing the
Registration Amf3GppAccessRegistration shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- CONTEXT_NOT_FOUND
- USER_NOT FOUND

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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6.2.3.2.4 Resource Custom Operations

6.2.3.2.4.1 Overview

Table 6.2.3.2.4.1-1: Custom operations

OfEFI RS Custom operation URI Ma%’;ﬂ?g-rp Description

dereg-amf Hueld}/registrations/amf-3gpp- |POST Trigger AMF deregistration due to
access/dereg-amf mobility from 5GC to EPC

pei-update Hueld}/registrations/amf-3gpp- |[POST Updates the stored PEI
access/pei-update

roaming-info-update HKueld}/registrations/amf-3gpp- |POST Updates the Roaming information in
access/roaming-info-update the AMF 3GPP Registration context

6.2.3.2.4.2 Operation: dereg-amf

6.2.3.24.2.1 Description

The dereg-amf custom operation is used by the NF service consumer (HSS) to trigger AMF deregistration due to
mobility from 5GS to EPC. For details see 3GPP TS 23.632 [32].

6.2.3.2.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.2.3.2.4.2.2-1 and the response data structure
and response codes specified in table 6.2.3.2.4.2.2-2.

Table 6.2.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

AmfDereglinfo M |1 Contains the deregistration reason

Table 6.2.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes

n/a 204 No Upon success, an empty response body shall be returned
Content

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND
NOTE: The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

6.2.3.2.4.3 Operation: pei-update

6.2.3.24.3.1 Description

The pei-update custom operation is used by the NF service consumer (HSS) to trigger an update of the stored PEI . For
details see 3GPP TS 23.632 [32].

6.2.3.2.4.3.2 Operation Definition

This operation shall support the request data structures specified in table 6.2.3.2.4.3.2-1 and the response data structure
and response codes specified in table 6.2.3.2.4.3.2-2.
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Table 6.2.3.2.4.3.2-1: Data structures supported by the POST Request Body on this resource

Data type

P

Cardinality

Description

PeiUpdatelnfo

M

1

Contains the PEI provided by the NF service consumer

Table 6.2.3.2.4.3.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned
Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT FOUND

NOTE:

The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

6.2.3.24.4

6.2.3.24.4.1

Description

Operation: roaming-info-update

The roaming-info-update custom operation is used by the NF service consumer (HSS) to trigger an update of the
Roaming Information stored in the 3GPP Registration context. For details see 3GPP TS 23.632 [32].

6.2.3.2.4.4.2

Operation Definition

This operation shall support the request data structures specified in table 6.2.3.2.4.4.2-1 and the response data structure
and response codes specified in table 6.2.3.2.4.4.2-2.

Table 6.2.3.2.4.4.2-1: Data structures supported by the POST Request Body on this resource

Data type

P

Cardinality

Description

RoamingInfoUpda
te

M

1

Contains the roaming information provided by the NF service consumer.

Table 6.2.3.2.4.4.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
RoaminginfoUpda | M |1 201 Upon success, a response body containing a representation of
te Created the resource of the created Roaming Information shall be
returned.
n/a 204 No Upon success, an empty response body shall be returned
Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate any of the
Found following application errors:
- USER_NOT_FOUND

NOTE:

The manadatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

6.2.3.3

6.2.3.3.1

Description

Resource: AmfNon3GppAccessRegistration (Document)

This resource represents the registered AMF for non 3GPP access.

6.2.3.3.2

Resource Definition

Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/amf-non-3gpp-access/
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This resource shall support the resource URI variables defined in table 6.2.3.3.2-1.

Table 6.2.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause
5.9.2)

SUPI (i.e. imsi or nai or gli or gci) is used with the PUT and PATCH methods; SUPI (i.e.
imsi or nai) or GPSI (i.e. msisdn or extid) is used with the GET method.
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.3.3 Resource Standard Methods

6.2.3.3.3.1 PUT

This method shall support the URI query parameters specified in table 6.2.3.3.3.1-1.

Table 6.2.3.3.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.3.3.1-2 and the response data structures and
response codes specified in table 6.2.3.3.3.1-3.

Table 6.2.3.3.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P | Cardinality Description
AmfNon3GppAcc [ M (1 The AMF registration for non 3GPP access is replaced with the received
essRegistration information.

Table 6.2.3.3.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
AmfNon3GppAcc | M |1 201 Upon success, a response body containing a representation of
essRegistration Created the created Individual AmfNon3GppAccessRegistration
resource shall be returned.
AmfNon3GppAcc | M |1 200 OK Upon success, a response body containing a representation of
essRegistration the updated Individual AmfNon3GppAccessRegistration
resource shall be returned.
n/a 204 No Upon success, an empty response body shall be returned
Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
-NO_PS_SUBSCRIPTION
- ROAMING_NOT_ALLOWED
- ACCESS_NOT_ALLOWED
- RAT_NOT_ALLOWED
- REAUTHENTICATION_REQUIRED
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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Table 6.2.3.3.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/amf-non-3gpp-access
6.2.3.3.3.2 PATCH

This method shall support the URI query parameters specified in table 6.2.3.3.3.2- 1.

Table 6.2.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedFeat | O [0..1
features ures see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.3.3.2-2 and the response data structures and
response codes specified in table 6.2.3.3.3.2-3.

Table 6.2.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type P | Cardinality Description
AmfNon3GppAcc [ M (1 The AMF registration for non 3GPP access is modified with the received
essRegistrationM information.
odification

Table 6.2.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content (NOTE 2)
[PatchResult M |1 200 OK |Upon success, the execution report is returned. (NOTE 2)
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT _FOUND
ProblemDetails O |0..1 422 The "cause" attribute may be used to indicate one of the
Unprocessa [following application errors:
ble Entity - UNPROCESSABLE_REQUEST
NOTE 1: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2: If all the modification instructions in the PATCH request have been implemented, the UDM shall respond
with 204 No Content response; if some of the modification instructions in the PATCH request have been
discarded, and the NF service consumer has included in the supported-feature query parameter the
"PatchReport" feature number, the UDM shall respond with PatchResult.
6.2.3.3.3.3 GET

This method shall support the URI query parameters specified in table 6.2.3.3.3.3-1.

Table 6.2.3.3.3.3-1: URI query parameters supported by the GET method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.3.3.3-2 and the response data structures and

response codes specified in table 6.2.3.3.3.3-3.
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Table 6.2.3.3.3.3-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.2.3.3.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
AmfNon3GppAcc | M |1 200 OK Upon success, a response body containing the
essRegistration AmfNon3GppAccessRegistration shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT _FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.2.3.4 Resource: SmfRegistrations
6.2.3.4.1 Description

Thisresource is used to represent SMF registrations.

6.2.3.4.2

Resource Definition

Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/smf-registrations

This resource shall support the resource URI variables defined in table 6.2.3.4.2-1.

Table 6.2.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.4.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]
6.2.3.4.3 Resource Standard Methods
6.2.3.4.3.1 GET

This method shall support the URI query parameters specified in table 6.2.3.4.3.1-1.

Table 6.2.3.4.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
supported-features |SupportedFeatures [ O |0..1 see 3GPP TS 29.500 [4] clause 6.6
single-nssai Snssai O |0..1 When present without Slice Differentiator (sd), all slices
identified by the given Slice/Service Type (sst) and any
sd value (if any) shall be considered matching the query
parameter.
dnn Dnn O |0.1 The DNN shall be the DNN Network Identifier only.

JSON objects (such as Snssai, Dnn...) shall beincluded directly as part of the URI query parameters by specifyingin
the OpenAPI file that the "Content-Type" of such parametersis "application/json”.

If "single-nssai” is not included, and "dnn" is not included, UDM shall return all SMF registrations for all DNN(s) and

network slice(s).
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If "single-nssai" isincluded, and "dnn" is not included, UDM shall return all SMF registrations for all DNN(s) and the
requested network slice identified by "single-nssai".

If "single-nssai” is not included, and "dnn" isincluded, UDM shall return all SMF registrations for all network slices
where such DNN is available.

If "single-nssai" isincluded, and "dnn" isincluded, UDM shall return the all SMF registrations identified by "dnn" and
"single-nssai”.

This method shall support the request data structures specified in table 6.2.3.4.3.1-2 and the response data structures and
response codes specified in table 6.2.3.4.3.1-3.

Table 6.2.3.4.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.4.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmfRegistrationin | M |1 200 OK Upon success, a response body containing the
fo SmfRegistrationInfo shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be set to one of the following
Found application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.5 Resource: IndividualSmfRegistration (Document)

6.2.3.5.1 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/smf-registrations/{ pduSessi onl d}

This resource shall support the resource URI variables defined in table 6.2.3.5.1-1.

Table 6.2.3.5.1-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
ueld VarUeld Represents the Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
SUPI (i.e. imsi or nai or gli or gci) is used with the PUT, DELETE and PATCH
methods;
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]
pduSessionld |PduSessionld |The pduSessionld identifies an individual SMF registration.

6.2.3.5.2 Resource Standard Methods

6.2.3.5.2.1 PUT
This method shall support the URI query parameters specified in table 6.2.3.5.2.1-1.

Table 6.2.3.5.2.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a
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This method shall support the request data structures specified in table 6.2.3.5.2.1-2 and the response data structures and
response codes specified in table 6.2.3.5.2.1-3.

Table 6.2.3.5.2.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P

Cardinality

Description

SmfRegistration

M |1

The registrati

on that is to be created

Table 6.2.3.5.2.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmfRegistration M (1 201 Upon success, a response body containing a representation of
Created the created Individual SmfRegistration resource shall be
returned.

SmfRegistration M (1 200 OK Upon success, a response body containing a representation of
the updated Individual SmfRegistration resource shall be
returned.

n/a 204 No Upon success, an empty response body shall be returned

Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT_FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- ROAMING_NOT_ALLOWED
- DNN_NOT_ALLOWED

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.3.5.2.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/smf-registrations/{pduSessionid}
6.2.3.5.2.2 DELETE

This method shall support the URI query parameters specified in table 6.2.3.5.2.2-1.

Table 6.2.3.5.2.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P

Cardinality

Description

smf-set-id

NfSetld

o

0.1

The smf-set-id may be used by the UDM to guard against
deletion of registrations by NFs that do not belong to the
same NF set as the registered SMF.

smf-instance-id

Nflnstanceld

0.1

If smf-set-id is not present, the smf-instance-id may be used
by the UDM to guard against deletion of registrations by NF
that is not the registered SMF.

This method shall support the request data structures specified in table 6.2.3.5.2.2-2 and the response data structures and
response codes specified in table 6.2.3.5.2.2-3.

Table 6.2.3.5.2.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P

Cardinality

Description

n/a

The request body shall be empty.
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Table 6.2.3.5.2.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.2.3.5.2.3 GET

This method shall support the URI query parameters specified in table 6.2.3.5.2.3-1.

Table 6.2.3.5.2.3-1: URI query parameters supported by the GET method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.5.2.3-2 and the response data structures and
response codes specified in table 6.2.3.5.2.3-3.

Table 6.2.3.5.2.3-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

The request

body shall be empty.

Table 6.2.3.5.2.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmfRegistration M (1 200 OK Upon success, a response body containing the SmfRegistration
shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be set to one of the following
Found application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.5.2.4

PATCH

This method shall support the URI query parameters specified in table 6.2.3.5.2.4-1.

Table 6.2.3.5.2.4-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ' )

This method shall support the request data structures specified in table 6.2.3.5.2.4-2 and the response data structures and
response codes specified in table 6.2.3.5.2.4-3.

Table 6.2.3.5.2.4-2: Data structures supported by the PATCH Request Body on this resource

Data type P | Cardinality Description
SmfRegistrationM | M |1 The SMF registration is modified with the received information.
odification
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Table 6.2.3.5.2.4-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes
PatchResult M |1 200 OK Upon success, the execution report is returned. (NOTE 2)
n/a 204 No Upon success, an empty response body is returned. (NOTE 2)
Content
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
ProblemDetails O |0.1 422 The "cause" attribute may be used to indicate one of the
Unprocessa |following application errors:
ble Entity - UNPROCESSABLE_REQUEST
NOTE 1: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2: If all the modification instructions in the PATCH request have been implemented, the UDM shall respond
with 204 No Content response; if some of the modification instructions in the PATCH request have been
discarded, and the NF service consumer has included in the supported-feature query parameter the
"PatchReport" feature nhumber, the UDM shall respond with PatchResult.
6.2.3.6 Resource: Smsf3GppAccessRegistration (Document)
6.2.3.6.1 Description

This resource represents the registered SM SF for 3GPP access.

6.2.3.6.2

Resource Definition

Resource URI: { api Root} /nudm-uecm/v1/{ uel d} /registrations/smsf-3gpp-access

This resource shall support the resource URI variables defined in table 6.2.3.6.2-1.

Table 6.2.3.6.2-1: Resource URI variables for this resource

Name Data type Definition

apiRoot string See clause 6.2.1

ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)
SUPI (i.e. imsi or nai or gli or gci) is used with the PUT and DELETE methods; GPSI (i.e.
msisdn or extid) is used with the GET method.

pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]
6.2.3.6.3 Resource Standard Methods
6.2.3.6.3.1 PUT

This method shall support the URI query parameters specified in table 6.2.3.6.3.1-1.

Table 6.2.3.6.3.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.6.3.1-2 and the response data structures and
response codes specified in table 6.2.3.6.3.1-3.
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Table 6.2.3.6.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P

Cardinality

Description

SmsfRegistration

M |1

The SMSF registration for 3GPP access is created or updated with the
received information.

Table 6.2.3.6.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmsfRegistration | M |1 201 Upon success, a response body containing a representation of
Created the created Individual SmsfRegistration resource shall be
returned.

SmsfRegistration | M |1 200 OK Upon success, a response body containing a representation of
the updated Individual SmsfRegistration resource shall be
returned.

n/a 204 No Upon success, an empty response body shall be returned

Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT _FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
- ACCESS_NOT_ALLOWED
- ROAMING_NOT_ALLOWED

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.3.6.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/smsf-3gpp-access
ETag string O |0.1 Entity Tag, containing a strong validator, as described in
IETF RFC 7232 [25], clause 2.3.
Table 6.2.3.6.3.1-5: Headers supported by the 200 Response Code on this resource
Name Data type P | Cardinality Description
ETag string O |0.1 Entity Tag, containing a strong validator, as described in
IETF RFC 7232 [25], clause 2.3.
Table 6.2.3.6.3.1-6: Headers supported by the 204 Response Code on this resource
Name Data type P | Cardinality Description
ETag string O |0.1 Entity Tag, containing a strong validator, as described in
IETF RFC 7232 [25], clause 2.3.
6.2.3.6.3.2 DELETE

This method shall support the URI query parameters specified in table 6.2.3.6.3.2-1.

Table 6.2.3.6.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P

Cardinality

Description

smsf-set-id

NfSetld

o]

0.1

The smsf-set-id may be used by the UDM to guard against
deletion of registrations by NFs that do not belong to the
same NF set as the registered SMSF.
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This method shall support the request data structures specified in table 6.2.3.6.3.2-2 and the response data structures and
response codes specified in table 6.2.3.6.3.2-3.

Table 6.2.3.6.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

The request body shall be empty.

Table 6.2.3.6.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

Table 6.2.3.6.3.2-4: Headers supported by the DELETE method on this resource

Name Data type P | Cardinality Description
If-Match string O |0.1 Validator for conditional requests, as described in
IETF RFC 7232 [25], clause 3.1

6.2.3.6.3.3 GET

This method shall support the URI query parameters specified in table 6.2.3.6.3.3-1.

Table 6.2.3.6.3.3-1: URI query parameters supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

supported-features

SupportedFeatures

O 0.1

see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.6.3.3-2 and the response data structures and
response codes specified in table 6.2.3.6.3.3-3.

Table 6.2.3.6.3.3-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.2.3.6.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmsfRegistration [ M |1 200 OK Upon success, a response body containing the
SmsfRegistration shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
- ABSENT_SUBSCRIBER_SM
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- SERVICE_NOT_ALLOWED
- SERVICE_NOT_PROVISIONED

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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6.2.3.7 Resource: SmsfNon3GppAccessRegistration (Document)

6.2.3.7.1 Description

This resource represents the registered SM SF for non 3GPP access.

6.2.3.7.2 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/smsf-non-3gpp-access
Thisresource shall support the resource URI variables defined in table 6.2.3.7.2- 1.

Table 6.2.3.7.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.2.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)

SUPI (i.e. imsi or nai or gli or gci) is used with the PUT and DELETE methods; GPSI (i.e.
msisdn or extid) is used with the GET method.
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.7.3 Resource Standard Methods

6.2.3.7.3.1 PUT

This method shall support the URI query parameters specified in table 6.2.3.7.3.1-1.

Table 6.2.3.7.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.7.3.1-2 and the response data structures and
response codes specified in table 6.2.3.7.3.1-3.

Table 6.2.3.7.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P | Cardinality Description

SmsfRegistration | M |1 The SMSF registration for non 3GPP access is created or updated with the
received information.
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Table 6.2.3.7.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmsfRegistration | M |1 201 Upon success, a response body containing a representation of
Created the created Individual SmsfRegistration for non 3GPP access
resource shall be returned.

SmsfRegistration | M |1 200 OK Upon success, a response body containing a representation of
the updated Individual SmsfRegistration for non 3GPP access
resource shall be returned.

n/a 204 No Upon success, an empty response body shall be returned

Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:The "cause" attribute shall be set to
the following application error:
- USER_NOT_FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
- ACCESS_NOT_ALLOWED
- ROAMING_NOT_ALLOWED

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.3.7.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-
uecm/v1/{ueld}/registrations/smsf-non-3gpp-access
ETag string O |0.1 Entity Tag, containing a strong validator, as described in
IETF RFC 7232 [25], clause 2.3.
Table 6.2.3.7.3.1-5: Headers supported by the 200 Response Code on this resource
Name Data type P | Cardinality Description
ETag string O |0.1 Entity Tag, containing a strong validator, as described in
IETF RFC 7232 [25], clause 2.3.
Table 6.2.3.7.3.1-6: Headers supported by the 204 Response Code on this resource
Name Data type P |Cardinality Description
ETag string O |0.1 Entity Tag, containing a strong validator, as described in
IETF RFC 7232 [25], clause 2.3.
6.2.3.7.3.2 DELETE

This method shall support the URI query parameters specified in table 6.2.3.7.3.2-1.

Table 6.2.3.7.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P

Cardinality

Description

smsf-set-id

NfSetld

O

0.1

The smsf-set-id may be used by the UDM to guard against
deletion of registrations by NFs that do not belong to the
same NF set as than the registered SMSF.

This method shall support the request data structures specified in table 6.2.3.7.2.2-2 and the response data structures and

response codes specified in table 6.2.3.5.2.2-3.
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Data type

P | Cardinality

Description

n/a

The request body shall be empty.

Table 6.2.3.7.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.3.7.3.2-4: Headers supported by the DELETE method on this resource
Name Data type P | Cardinality Description
If-Match string O |0.1 Validator for conditional requests, as described in
IETF RFC 7232 [25], clause 3.1
6.2.3.7.3.3 GET

This method shall support the URI query parameters specified in table 6.2.3.7.3.3-1.

Table 6.2.3.7.3.3-1: URI query parameters supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

supported-features

SupportedFeatures

O |0..1

see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.7.3.3-2 and the response data structures and

response codes specified in table 6.2.3.7.3.3-3.

Table 6.2.3.7.3.3-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.2.3.7.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
SmsfRegistration [ M |1 200 OK Upon success, a response body containing the
SmsfRegistration shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
- ABSENT_SUBSCRIBER_SM
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- SERVICE_NOT_ALLOWED
- SERVICE_NOT_PROVISIONED

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.2.3.8 Resource: Location
6.2.3.8.1 Description

Thisresource is used to represent UE's location information.
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6.2.3.8.2 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/| ocation
This resource shall support the resource URI variables defined in table 6.2.3.8.2-1.

Table 6.2.3.8.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.4.1
ueld VarUeld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.8.3 Resource Standard Methods

6.2.3.8.3.1 GET
This method shall support the URI query parameters specified in table 6.2.3.8.3.1-1.

Table 6.2.3.8.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
supported-features |SupportedFeatures | O ]0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.8.3.1-2 and the response data structures and
response codes specified in table 6.2.3.8.3.1-3.

Table 6.2.3.8.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 6.2.3.8.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes

LocationInfo M |1 200 OK Upon success, a response body containing the locationinfo
shall be returned.

ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the

Found following application errors:

- CONTEXT_NOT_FOUND
- USER_NOT _FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.9 Resource: Registrations

6.2.3.9.1 Description

This resource represents the UE's registration data sets.

6.2.3.9.2 Resource Definition
Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations
This resource shall support the resource URI variables defined in table 6.2.3.9.2- 1.

ETSI




3GPP TS 29.503 version 17.18.0 Release 17

245 ETSI TS 129 503 V17.18.0 (2025-03)

Table 6.2.3.9.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.2.1
ueld Represents the Subscription Identifier SUPI or GPSI (see 3GPP TS 23.501 [2] clause 5.9.2)
SUPI (i.e. imsi or nai) or GPSI (i.e. msisdn or extid) is used with the GET method.
pattern: "(imsi-[0-9]{5,15}|nai-.+|msisdn-[0-9]{5,15}|extid-[ @]+ @[ @] +].*+)"
6.2.3.9.3 Resource Standard Methods
6.2.3.9.3.1 GET

This method shall support the URI query parameters specified in table 6.2.3.9.3.1-1.

NOTE:

Theretrieval of these registration data sets can al so be achieved by sending individual GET requests to

the corresponding sub-resources under the { ueld} /registraions resource. When multiple registration data
sets need to be retrieved by the NF Service consumer, it is recommended to use asingle GET request with
guery parameters rather than issuing multiple GET requests.

Table 6.2.3.9.3.1-1: URI query parameters supported by the GET method on this resource

Name

Data type

P

Cardinality

Description

registration-dataset-
names

array(Registration
DataSetName)

O |2.N

If included, this IE shall contain the names of registration
data sets to be retrieved.

supported-features

SupportedFeatures

O]

see 3GPP TS 29.500 [4] clause 6.6

single-nssai

Snssai

0.1
0.1

Only applicable if registration-dataset-names contains
SMF_PDU_SESSIONS

When present without Slice Differentiator (sd), all slices
identified by the given Slice/Service Type (sst) and any
sd value (if any) shall be considered matching the query
parameter.

dnn

Dnn

0.1

The DNN shall be the DNN Network Identifier only.
Only applicable if registration-dataset-names contains
SMF_PDU_SESSIONS

This method shall support the request data structures specified in table 6.2.3.9.3.1-2 and the response data structures and
response codes specified in table 6.2.3.9.3.1-3.

Table 6.2.3.9.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.2.3.9.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
RegistrationData | M |1 200 OK Upon success, a response body containing all the requested
Sets UE registration data sets shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute shall be set to one of the following
Found application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
- ABSENT_SUBSCRIBER_SM (applicable to SMSF registration
data sets retrieval)
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors for SMSF data sets retrieval:
- SERVICE_NOT_ALLOWED
- SERVICE_NOT_PROVISIONED

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
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6.2.3.9.4 Resource Custom Operations

6.2.3.94.1 Overview

Table 6.2.3.9.4.1-1: Custom operations

OfEFI RS Custom operation URI ERIDER AT Description
method
send-routing-info-sm Hueld}/registrations/send- POST Retrieve addressing information for
routing-info-sm SMS delivery

6.2.3.9.4.2 Operation: send-routing-info-sm

6.2.3.9.4.2.1 Description

The send-routing-info-sm custom operation is used by the NF service consumer (e.g. SMS-GMSC, HSS...) to retrieve
addressing information of those nodes (e.g. registered SMSFs) that are currently available for sending terminating SMS
to the receipient UE, for both 3GPP and non-3GPP accesses.

6.2.3.9.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.2.3.9.4.2.2-1 and the response data structure
and response codes specified in table 6.2.3.9.4.2.2-2.

Table 6.2.3.9.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
RoutinglnfoSmRe | M |1 It may contain supported features, if any, of the NF Service Consumer.
quest

Table 6.2.3.9.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
RoutingInfoSmRe | M |1 200 OK Upon success, a response body containing the Routing
sponse Information for SM shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND
- ABSENT_SUBSCRIBER_SM
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- SERVICE_NOT_ALLOWED
- SERVICE_NOT_PROVISIONED
NOTE: The mandatory HTTP error status codes for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply.

6.2.3.10 Resource: IpSmGwRegistration

6.2.3.10.1 Description
This resource represents the registered |P-SM-GW.

6.2.3.10.2 Resource Definition
Resource URI: {apiRoot} /nudm-uecm/v1/{ uel d} /registrations/ip-sm-gw
This resource shall support the resource URI variables defined in table 6.2.3.10.2- 1.
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Table 6.2.3.10.2-1: Resource URI variables for this resource

Name Definition
apiRoot See clause 6.2.1
ueld Represents the Subscription Identifier (SUPI).
pattern: "(imsi-[0-9]{5,15}|nai-.+|.+)"
6.2.3.10.3 Resource Standard Methods
6.2.3.10.3.1 PUT

This method shall support the URI query parameters specified in table 6.2.3.10.3.1- 1.

Table 6.2.3.10.3.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.10.3.1-2 and the response data structures
and response codes specified in table 6.2.3.10.3.1-3.

Table 6.2.3.10.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P | Cardinality

Description

IpSmGwRegistrati
on

M |1

information.

The IP-SM-GW registration is created or updated with the received

Table 6.2.3.10.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
IpSmGwRegistrati | M |1 201 Upon success, a response body containing a representation of
on Created the created IpSmGwRegistration resource shall be returned.
IpSmGwRegistrati | M |1 200 OK Upon success, a response body containing a representation of
on the updated IpSmGwRegistration resource shall be returned.
n/a 204 No Upon success, an empty response body shall be returned
Content
ProblemDetails O |0..1 403 The "cause" attribute may be used to indicate any of the
Forbidden  [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate any of the
Found following application errors:
- USER_NOT FOUND
6.2.3.10.3.2 DELETE

This method shall support the URI query parameters specified in table 6.2.3.10.3.2- 1.

Table 6.2.3.10.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.10.3.2-2 and the response data structures
and response codes specified in table 6.2.3.10.3.2-3.
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Table 6.2.3.10.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P

Cardinality

Description

n/a

The request body shall be empty.

Table 6.2.3.10.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
6.2.3.10.3.3 GET

This method shall support the URI query parameters specified in table 6.2.3.10.3.3-1.

Table 6.2.3.10.3.3-1: URI query parameters supported by the GET method on this resource

Name

Data type

P |Cardinality Description

n/a

This method shall support the request data structures specified in table 6.2.3.10.3.3-2 and the response data structures
and response codes specified in table 6.2.3.10.3.3-3.

Table 6.2.3.10.3.3-2: Data structures supported by the GET Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 6.2.3.10.3.3-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
IpSmGwRegistrati | M |1 200 OK Upon success, a response body containing the
on IpSmGwRegistration shall be returned.
ProblemDetails O |0.1 404 Not The "cause" attribute may be set to indicate any of the following
Found application errors:
- USER_NOT_FOUND
- CONTEXT _NOT_FOUND
6.2.3.11 Resource: NwdafRegistration (Document)

6.2.3.11.1

Resource Definition

Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/nwdaf-regi strations/{ nwdaf Regi strationl d}

This resource shall support the resource URI variables defined in table 6.2.3.11.1-1.
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Table 6.2.3.11.1-1: Resource URI variables for this resource

Name Data type Definition

apiRoot string See clause 6.1.1

ueld VarUeld Represents the Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
SUPI (i.e. imsi or nai or gli or gci) is used with the PUT, DELETE and PATCH
methods;

pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

nwdafRegistrationld |string nwdafRegistrationld could be the Nflnstanceld, the combination of NfSetld and
Nflnstance ID or other identifier forms of the NWDAF. NWDAF implementation
shall secure the global uniqueness of this resource ID.

6.2.3.11.2

6.2.3.11.2.1

PUT

Resource Standard Methods

This method shall support the URI query parameters specified in table 6.2.3.11.2.1-1.

Table 6.2.3.11.2.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.11.2.1-2 and the response data structures
and response codes specified in table 6.2.3.11.2.1-3.

Table 6.2.3.11.2.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P | Cardinality

Description

NwdafRegistratio
n

M |1

The registrati

on that is to be created

Table 6.2.3.11.2.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
NwdafRegistratio | M |1 201 Upon success, a response body containing a representation of
n Created the created Individual NwdafRegistration resource shall be
returned.
NwdafRegistratio | M |1 200 OK Upon success, a response body containing a representation of
n the updated Individual NwdafRegistration resource shall be
returned.
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- UNKNOWN_5GS_SUBSCRIPTION

NOTE:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.2.3.11.2.2

DELETE

This method shall support the URI query parameters specified in table 6.2.3.11.2.2-1.

Table 6.2.3.11.2.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.2.3.11.2.2-2 and the response data structures
and response codes specified in table 6.2.3.11.2.2-3.
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Table 6.2.3.11.2.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

The request body shall be empty.

Table 6.2.3.11.2.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.2.3.11.2.3 PATCH

This method shall support the URI query parameters specified in table 6.2.3.11.2.4-1.

Table 6.2.3.11.2.4-1: URI query parameters supported by the PATCH method on this resource

Name Data type P | Cardinality Description
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [8] clause 6.6
features ures ) )

This method shall support the request data structures specified in table 6.2.3.11.2.4-2 and the response data structures
and response codes specified in table 6.2.3.11.2.4-3.

Table 6.2.3.11.2.4-2: Data structures supported by the PATCH Request Body on this resource

Data type

P | Cardinality

Description

NwdafRegistratio
nModification

M |1

The NWDAF

registration is modified with the received information.

Table 6.2.3.11.2.4-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality | Response Description
codes

NwdafRegistratio | C |0..1 200 OK Upon partial success, if the NF service consumer does not

n support the "PatchReport" feature, the UDM shall return an
NwdafRegistration object in the response.

(NOTE 2)

PatchResult C 0.1 200 OK Upon success, if the NF service consumer has included in the
supported-feature query parameter the "PatchReport" feature,
and in case some of the requested modifications are discarded
while the rest of the modification instructions are fully
accepted, UDM may return the execution report instead of the
whole NwdafRegistration.

(NOTE 2)
n/a 204 No Upon success, an empty response body is returned indicating
Content that all the modification instructions in the PATCH request
have been implemented.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND
ProblemDetails O |0..1 422 The "cause" attribute may be used to indicate one of the
Unprocessa [following application errors:
ble Entity - UNPROCESSABLE REQUEST

NOTE 1:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2: One of NwdafRegistration or PatchResult shall be returned.
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Resource: NwdafRegistrations

Description

Thisresource is used to represent NWDAF registrations.

6.2.3.12.2

Resource Definition

Resource URI: { apiRoot} /nudm-uecm/v1/{ uel d} /registrations/nwdaf-registrations

This resource shall support the resource URI variables defined in table 6.2.3.12.2-1.

Table 6.2.3.12.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 6.1.1

ueld

VarUeld

Represents the Subscription Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)

ETSI TS 129 503 V17.18.0 (2025-03)

SUPI (i.e. imsi or nai or gli or gci) is used with the GET method;
pattern: See pattern of type VarUeld in 3GPP TS 29.571 [7]

6.2.3.12.3

6.2.3.12.3.1

Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.2.3.12.3.1-1.

Table 6.2.3.12.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
analytics-ids array(Eventld) O |[0.N Represents the List of analytics Id(s) supplied by
NWDAF, see Eventld data type defined in 3GPP TS
29.520 [58]
supported-features |SupportedFeatures | O ]0..1 see 3GPP TS 29.500 [4] clause 6.6

This method shall support the request data structures specified in table 6.2.3.12.3.1-2 and the response data structures
and response codes specified in table 6.2.3.12.3.1-3.

Table 6.2.3.12.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P Cardinality

Description

n/a

The request body shall be empty.

Table 6.2.3.12.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
array(NwdafRegis | M |1..N 200 OK Upon success, a response body containing the
tration) NwdafRegistration(s) shall be returned. (NOTE 2)
ProblemDetails O |0.1 404 Not The "cause" attribute may be set to one of the following
Found application errors:
- CONTEXT_NOT_FOUND
- USER_NOT_FOUND

NOTE 1:
NOTE 2:

In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
If there are multiple NwdafRegsitration for the same UE, all matched NwdafRegistration(s) will be returned.
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6.2.4 Custom Operations without associated resources

6.2.4.1 Overview

Table 6.2.4.1-1: Custom operations without associated resources

OfEFI RS Custom operation URI Mae#;%:(;ﬁp Description

Trigger P-CSCF Restoration [restore-pcscf POST The HSS triggers the UDM to notify
the registered AMFs or SMFs that
have subscribed (implicitly by
providing a callback URI during
registration) to receive notifications
about P-CSCF Restoration.

6.2.4.2 Operation: Trigger P-CSCF Restoration

6.2.4.2.1 Description

This custom operation is used by the NF service consumer (HSS) to trigger P-CSCF restoration.

6.2.4.2.2 Operation Definition
This operation shall support the data structures and response codes specified in tables 6.2.4.2.2-1 and 6.2.4.2.2-2.

Table 6.2.4.2.2-1: Data structures supported by the Request Body

Data type P | Cardinality Description

TriggerRequest M |1 Identifies the subscriber for whom P-CSCF Restoration is requested

Table 6.2.4.2.2-2: Data structures supported by the POST Response Body

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND

6.2.5 Notifications

6.25.1 General

This clause will specify the use of notifications and corresponding protocol details if required for the specific service.
When notifications are supported by the AP, it will include a reference to the general description of notifications
support over the 5G SBIs specified in TS 29.500 / TS 29.501.
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Table 6.2.5.1-1: Notifications overview

HTTP
method ..
e Description
Notification Resource URI or (service operation)
custom
operation
Deregistration . POST
Notification {deregCallbackUri}
P-CSCF POST
Restoration  |[{pcscfRestorationCallbackUri}
Notification
Data POST
Restoration |{dataRestorationCallbackUri}
Notification
6.2.5.2 Deregistration Notification
The POST method shall be used for Deregistration Notifications and the URI shall be as provided during the
registration procedure.

Resource URI: { deregCallbackUri}

Support of URI query parametersis specified in table 6.2.5.2-1.

Table 6.2.5.2-1: URI query parameters supported by the POST method

Name

Data type P

Cardinality

Description

n/a

Support of request data structuresis specified in table 6.2.5.2-2 and of response data structures and response codesis
specified in table 6.2.5.2-3.

Table 6.2.5.2-2: Data structures supported by the POST Request Body

Data type

P | Cardinality

Description

a

DeregistrationDat | M |1

Includes Deregistration Reason
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Table 6.2.5.2-3: Data structures supported by the POST Response Body

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
RedirectRespons | O (0..1 307 Temporary redirection. The response shall include a Location
e Temporary |header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative service
instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
RedirectRespons | O (0..1 308 Permanent redirection. The response shall include a Location
e Permanent [header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative service
instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT _NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.5.2-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.2.5.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

6.2.5.3

P-CSCF Restoration Notification

The POST method shall be used for P-CSCF Restoration Notifications and the URI shall be as provided during the
registration procedure.

Resource URI: { pcscfRestorationCallbackUri}

Support of URI query parametersis specified in table 6.2.5.3-1.

Table 6.2.5.3-1: URI query parameters supported by the POST method

Name

Data type

P

Cardinality

Description

n/a

Support of request data structuresis specified in table 6.2.5.3-2 and of response data structures and response codesis

specified in table

6.2.5.3-3.
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Table 6.2.5.3-2: Data structures supported by the POST Request Body

Data type P | Cardinality Description
PcscfRestoration | M |1 Contains the SUPI and optionally the address of the failed P-CSCF.
Notification
Table 6.2.5.3-3: Data structures supported by the POST Response Body
Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
RedirectRespons | O (0..1 307 Temporary redirection. The response shall include a Location
e Temporary |header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative service
instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
RedirectRespons | O (0..1 308 Permanent redirection. The response shall include a Location
e Permanent [header field containing a different URI. The URI shall be an
Redirect alternative URI of the resource located on an alternative service
instance within the same NF or NF (service) set.
If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a different
URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- CONTEXT_NOT_FOUND
ProblemDetails O |0..1 409 Conflict [The "cause" attribute may be used to indicate one of the
following application errors:
- TEMPORARY_REJECT_REGISTRATION_ONGOING
- TEMPORARY_REJECT _HANDOVER_ONGOING

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.5.3-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.2.5.3-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
(e.g. AMF) to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

6.2.5.4

Data Restoration Notification

The POST method shall be used to inform the NF Service Consumer about a potential data-loss event occurred at the
UDR, and the callback URI may be provided during the registration procedure, or dynamically discovered by UDM by
querying NRF for a default notification URI.

Resource URI: { dataRestorationCallbackUri}

Support of URI query parametersis specified in table 6.2.5.4-1.
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Table 6.2.5.4-1: URI query parameters supported by the POST method

Name

Data type

P

Cardinality

Description

n/a

Support of request data structuresis specified in table 6.2.5.4-2 and of response data structures and response codesis
specified in table 6.2.5.4-3.

Table 6.2.5.4-2: Data structures supported by the POST Request Body

Data type P | Cardinality Description
DataRestorationN | M |1 Contains identifiers representing those UEs potentially affected by a data-loss
otification event at the UDR.
Table 6.2.5.4-3: Data structures supported by the POST Response Body
Data type P |Cardinality Response Description
codes

n/a

204 No Content

Upon success, an empty response body shall be returned.

RedirectResponse

O (0.1

307 Temporary
Redirect

Temporary redirection. The response shall include a
Location header field containing a different URI. The URI
shall be an alternative URI of the resource located on an
alternative service instance within the same NF or NF
(service) set.

If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a
different URI pointing to the endpoint of the NF service
consumer to which the notification should be sent.

RedirectResponse

308 Permanent
Redirect

Permanent redirection. The response shall include a
Location header field containing a different URI. The URI
shall be an alternative URI of the resource located on an
alternative service instance within the same NF or NF
(service) set.

If an SCP redirects the message to another SCP then the
location header field shall contain the same URI or a
different URI pointing to the endpoint of the NF service
consumer to which the notification should be sent.

NOTE: In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
Table 6.2.5.4-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.2.5.4-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains the Callback URI of the target NF Service Consumer
to which the request is redirected
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-I1d the request is redirected
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6.2.6 Data Model

6.2.6.1 General
This clause specifies the application data model supported by the API.
Table 6.2.6.1-1 specifies the data types defined for the Nudm_UECM service API.
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Table 6.2.6.1-1: Nudm_UECM specific Data Types
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Data type Clause Description
defined

Amf3GppAccessRegistration 6.2.6.2.2 The complete set of information relevant to the
AMF where the UE has registered via 3GPP
access.

AmfNon3GppAccessRegistration 6.2.6.2.3 The complete set of information relevant to the
AMF where the UE has registered via non 3GPP
access.

SmfRegistration 6.2.6.2.4 The complete set of information relevant to an
SMF serving the UE

SmsfRegistration 6.2.6.2.6 The complete set of information relevant to the
SMSEF serving the UE.

DeregistrationData 6.2.6.2.5 Data sent with the Deregistration Notification

Amf3GppAccessRegistrationModification 6.2.6.2.7 Contains attributes of
Amf3GppAccessRegistration that can be
modified using PATCH

AmfNon3GppAccessRegistrationModification |6.2.6.2.8 Contains attributes of
AmfNon3GppAccessRegistration that can be
modified using PATCH

PcscfRestorationNotification 6.2.6.2.9 Information sent to the AMF or SMF when P-
CSCF restoration is triggered.

NetworkNodeDiameterAddress 6.2.6.2.10

EpsliwkPgw 6.2.6.2.11

TriggerRequest 6.2.6.2.12

AmfDereglnfo 6.2.6.2.13

EpsinterworkingInfo 6.2.6.2.14

LocationInfo 6.2.6.2.15 Information used by (H)GMLC to send Location
Service Request

RegistrationLocationInfo 6.2.6.2.16 Serving AMF, optional VGMLC and access type
related informations used by (H){GMLC to send
Location Request

VgmicAddress 6.2.6.2.17 The address(es) of VGMLC

PeiUpdatelnfo 6.2.6.2.18

RegistrationDataSets 6.2.6.2.19

IpSmGwRegistration 6.2.6.2.20

SmfRegistrationinfo 6.2.6.2.20A SMF Registration Information

NwdafRegistration 6.2.6.2.21 The complete set of information relevant to an
NWDAF serving the UE

NwdafRegistrationModification 6.2.6.2.22 Contains attributes of NwdafRegistration that can
be modified using PATCH

SmfRegistrationModification 6.2.6.2.23 Contains attributes of SmfRegistration that can
be modified using PATCH

RoamingInfoUpdate 6.2.6.2.24 Roaming Information Update

DataRestorationNotification 6.2.6.2.25 Contains identities representing those UEs
potentially affected by a data-loss event at the
UDR

PcscfAddress 6.2.6.2.26 Contains the addressing information (IP
addresses and/or FQDN) of the P-CSCF

NwdafRegistrationinfo 6.2.6.2.27 List of NwdafRegistration

RoutingInfoSmRequest 6.2.6.2.28 Request body of the send-routing-info-sm custom
operation.

RoutingInfoSmResponse 6.2.6.2.29 Addressing information of available nodes for
SMS delivery.

IpSmGwInfo 6.2.6.2.30 Addressing information of the IP-SM-GW.

IpSmGwGuidance 6.2.6.2.31 Contains guidance information (e.g. minimum
and recommended delivery times) of the IP-SM-
GW.

SmsRouterinfo 6.2.6.2.32 Addressing information of the SMS Router
configured at the UDM.

PurgeFlag 6.2.6.3.2 This flag indicates whether or not the NF has
deregistered.

E164Number 6.2.6.3.2

DualRegistrationFlag 6.2.6.3.2 Dual Registration Flag

DeregistrationReason 6.2.6.3.3

ImsVoPs 6.2.6.3.4

RegistrationReason 6.2.6.3.5

RegistrationDataSetName 6.2.6.3.6
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[UeReachablelnd 16.2.6.3.7 |[UE Reachable Indication |

Table 6.2.6.1-2 specifies data types re-used by the Nudm_uecm service API from other specifications, including a
reference to their respective specifications and when needed, a short description of their use within the Nudm_uecm
service API.

Table 6.2.6.1-2: Nudm_UECM re-used Data Types

Data type

Reference

Comments

Dnn

3GPP TS 29.571 [7]

Data Network Name with Network Identifier only.

Nflnstanceld

3GPP TS 29.571 [7]

Network Function Instance Identifier

PduSessionld

3GPP TS 29.571 [7]

PDU Session ID

Pei

3GPP TS 29.571 [7]

Permanent Equipment Identifier

ProblemDetails

3GPP TS 29.571 [7]

Common data type used in response bodies

Uri

3GPP TS 29.571 [7]

Uniform Resource ldentifier

SupportedFeatures 3GPP TS 29.571 [7] see 3GPP TS 29.500 [4] clause 6.6
Supi 3GPP TS 29.571 [7] see 3GPP TS 23.501 [2] clause 5.9.2
Guami 3GPP TS 29.571 [7] Globally Unigue AMF Identifier
Plmnlid 3GPP TS 29.571 [7] PLMN Identity

Diameterldentity 3GPP TS 29.571 [7]

AccessType 3GPP TS 29.571 [7] Access Type

BackupAmfinfo 3GPP TS 29.571 [7] Backup AMFs

PatchResult 3GPP TS 29.571 [7]

Gpsi 3GPP TS 29.571 [7] Generic Public Subscription Identitfier
Ipv4Addr 3GPP TS 29.571 [7] IPv4 address

Ipv6Addr 3GPP TS 29.571 [7] IPv6 address

Snssai 3GPP TS 29.571 [7] Single NSSAI

RedirectResponse

3GPP TS 29.571[7]

Response body of the redirect response message

Fgdn

3GPP TS 29.571 [7]

Fully Qualified Domain Name

FgdnRm 3GPP TS 29.571 [7] Fully Qualified Domain Name, nullable
NfGroupld 3GPP TS 29.571 [7] NF Group ID

ServiceName 3GPP TS 29.510[19]

SupiRange 3GPP TS 29.510[19]

IdentityRange 3GPP TS 29.510[19]

Eventld 3GPP TS 29.520 [58] Describes the type of analytics.

Contextinfo

6.1.6.2.69

Defined in the Nudm_SDM API.
Contains the HTTP Headers received by the NFs

6.2.6.2 Structured data types

6.2.6.2.1 Introduction

This clause defines the structures to be used in resource representations.
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6.2.6.2.2 Type: Amf3GppAccessRegistration

Table 6.2.6.2.2-1: Definition of type Amf3GppAccessRegistration
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Attribute name

Data type

Cardinality

Description

amflnstanceld

Nflnstanceld

1

The identity the AMF uses to register in the NRF.

deregCallbackUri

Uri

<ILZ|©

1

A URI provided by the AMF to receive (implicitly
subscribed) notifications on deregistration.

The deregistration callback URI shall have unique
information within AMF set to identify the UE to be
deregistered.

guami

Guami

This IE shall contain the serving AMF's GUAMI.

ratType

RatType

This IE shall indicate the current RAT type of the
UE.

supportedFeatures

SupportedFeatur
es

See clause 6.2.8
These are the features supported by the AMF.

purgeFlag

PurgeFlag

o] O] £

This flag indicates whether or not the AMF has
deregistered. It shall not be included in the
Registration service operation.

pei

Pei

Permanent Equipment Identifier.

Absence of PEI indicates that the PEI is not
available at the AMF. In this case the UDM/UDR
shall not delete the PEI value stored from a
previous registration.

If the UDR supports the PeiResource feature, the
UDM shall also use the Peilnfo resource of the
UDR to store the received PEI if it is different from
the previously stored PEI or if the Peilnfo resource
does not exist.

imsVoPs

ImsVoPs

Indicates per UE if "IMS Voice over PS Sessions"
is homogeneously supported in all TAs in the
serving AMF for the current PLMN and access
type, or homogeneously not supported, or if
support is non-homogeneous/unknown. Absence of
this attribute shall be interpreted as "non
homogenous or unknown" support.

amfServiceNameDereg

ServiceName

When present, this IE shall contain the name of the
AMF service to which the Deregistration
Notification is to be sent (see clause 6.5.2.2 of
3GPP TS 29.500 [4)).

pcscfRestorationCallba
ckUri

Uri

A URI provided by the AMF to receive (implicitly
subscribed) notifications on the need for P-CSCF
Restoration.

amfServiceNamePcscf
Rest

ServiceName

When present, this IE shall contain the name of the
AMF service to which P-CSCF Restoration
Notifications are to be sent (see clause 6.5.2.2 of
3GPP TS 29.500 [4]). This IE may be included if
pcscfRestorationCallbackUri is present.

initialRegistrationind

boolean

This IE shall be included by the AMF and set to
true if the UE performs an Initial Registration. If the
UE does not perform initial registration it shall be
absent or set to false. When present and true, the
UDM+HSS is requested to cancel previous
registration in SGSN, if any.

Not applicable for Nudr and Nudm_UECM GET
operation.

(NOTE 2)

emergencyRegistrationl
nd

boolean

This IE shall be included by the AMF and set to
true if the UE performs an emergency Registration.
Not applicable for Nudr and Nudm_UECM GET
operation.

backupAmfinfo

array(BackupAmf
Info)

This IE shall be included if the NF service
consumer is an AMF and the AMF supports the
AMF management without UDSF.

The UDM uses this attribute to do an NRF query in
order to invoke later services in a backup AMF, e.g.
Namf_EventExposure.
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drFlag

DualRegistration
Flag

0.1

Dual Registration flag. When present and true, this
flag indicates that the UDM+HSS is requested not
to send S6a-CLR to the registered MME/SGSN (if
any). Otherwise, the registered MME (if any) shall
be cancelled.

Not applicable for Nudr and Nudm_UECM GET
operation.

urrpindicator

boolean

0.1

This IE indicates whether
"UE_REACHABILITY_FOR_SMS" event or
"UE_REACHABILITY_FOR_DATA" event for One-
Time UE Activity notification (i.e. Max Number Of
reports =1) with configuration
"INDIRECT_REPORT" for this user has been
subscribed or not:

- true: the event has been subscribed

- false, or absence of this attribute: the event for
this user is currently not subscribed

(NOTE 1)

amfEeSubscriptionld

Uri

0.1

Shall be present if urrpindicator is true and the
UDM has subscribed (e.g. on behalf of NEF) to
ReachabilityReport event for "UE Reachability for
DL Traffic" at the AMF to receive One-Time UE
Activity notification. It contains the subscription Id
URI allocated by the AMF as received by the UDM
in the HTTP "Location" header of the
Namf_EventExposure_Subscribe response.

The UDM shall make use of the
Nudr_DataRepository Update service operation
(see 3GPP TS 29.504 [9]) to store the
amfEeSubscription Id in the UDR.

epsinterworkinginfo

Epsinterworkingl
nfo

This IE shall be included if the AMF has determined
per APN/DNN which PGW-C+SMF is selected for
EPS interworking with N26 and the AMF supports
EPS interworking of non-3GPP access. For each
APN/DNN, only one PGW-C+SMF shall be
selected by the AMF for EPS interworking.

ueSrvccCapability

boolean

This IE indicates whether the UE supports 5G
SRVCC:

- true: 5G SRVCC is supported by the UE and
AMF;

- false, or absence of this attribute: 5G SRVCC is
not supported.

registrationTime

DateTime

Time of Amf3GppAccessRegistration.
Shall be present when used on Nudr.

vgmicAddress

VgmicAddress

Address of the VGMLC

contextinfo

Contextinfo

This IE if present may contain e.g. the headers
received by the UDM along with the
Amf3GppAccessRegistration.

Shall be absent on Nudm and may be present on
Nudr

noEeSubscriptionind

boolean

This IE shall be absent on Nudr and may be
present on Nudm. This indication is used by UDM
to restore any possible ongoing subscription lost,
as specified in clause 5.3.2.2.2.

When present, this IE shall indicate whether AMF
does not have event exposure subscriptions in UE
Context:

- true: No Event Exposure subscription existing in
UE Context in AMF.

- false: Event Exposure subscription(s) exist in UE
Context in AMF.

supi

Supi

0.1

This IE may be included by the AMF in registration
requests and should be included by UDM in GET
responses when the corresponding GET request
provided a GPSI UE identity.
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ueReachablelnd

UeReachablelnd

0.1

This IE shall be present if the UE is currently not
reachable (e.g. in not allowed areas) or the UE
reachability is unknown (e.g. service restriction
area of the UE is not received at the AMF during
initial registration).

When the UE is not reachable (and based on
operator policy when the UE reachability is
unknown), the UDM shall keep the urrpindicator
and amfEeSubscriptionld attributes and not
generate Reachability Report for the UE.

Absence of this |IE shall be interpreted as
"REACHABLE".

reRegistrationRequired

boolean

0.1

This IE is only applicable to Nudr interface and
shall not be included over the Nudm interface.

This attribute may be included in notifications sent
by the UDR to the UDM if purgeFlag is also set to
true in the same notification.

When Nudr Data Change Notification is received
including this attribute and the purgeFlag, both set
to true, the UDM uses
"REREGISTRATION_REQUIRED" as
DeregistrationReason towards AMF.

This attribute shall not be included and set to true if
the adminDeregSubWithdrawn attribute is present
and set to true.

Absence of this IE shall be interpreted as false.

adminDeregSubWithdra
wn

boolean

0.1

This IE is only applicable to Nudr interface and
shall not be included over the Nudm interface.

This attribute may be included in notifications sent
by the UDR to the UDM if the purgeFlag is also set
to true in the same notification.

When Nudr Data Change Notification is recevied
including this attribute and the purgeFlag, both set
to true, the UDM uses
"SUBSCRIPTION_WITHDRAWN" as
DeregistrationReason towards AMF.

This attribute shall not be included and set to true if
the reRegistrationRequired attribute is present and
set to true.

Absence of this |IE shall be interpreted as false.

dataRestorationCallback
Uri

Uri

0.1

If present, it contains the URI where notifications
about UDR-initiated data restoration shall be sent
by UDM.

resetlds

array(string)

1..N

May be present in registration response messages.
The AMF may decide to re-register at the UDM
when receiving a data restoration notification
containing a matching resetld.

disasterRoamingind

boolean

0.1

Disaster Roaming Indicator (see

3GPP TS 23.502 [3)).

When present, this IE shall be set as follows:
- true: Disaster Roaming service is applied;
- false (default): Disaster Roaming service is
not applied.

ueMINTCapability

boolean

0.1

This IE indicates whether the UE supports MINT:
- true: MINT is supported by the UE;

- false, or absence of this attribute: MINT is not
supported.
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sorSnpnSiSupported boolean O |0.1 This IE may be included by the AMF in registration
requests; if present, it shall contain the capability of
the UE or ME to support "Steering of Roaming
SNPN Selection Information” (SOR-SNPN-SI).
- true: SOR-SNPN-SI is supported
- false or absent: SOR-SNPN-SI is not supported
udrRestartind boolean O |0.1 May be present in request messages from the AMF
to the UDM.
If present:
- true: indicates that the registration message sent
by the AMF is due to a re-synchronization event,
motivated by a previous reception at the AMF of a
Data Restoration Notification from the UDM
- false (or absent): indicates that this is a normal
registration message (i.e., hot motivated by a data
restoration notification event)
lastSynchronizationTim |DateTime O |0.1 This IE is only applicable to the Nudm API and
e shall not be used on the Nudr API.
It may only be included when "udrRestartind"
attribute is present and set to true.
When present, it contains the timestamp
(previously stored by AMF locally, after successful
registration at UDM) when profiles in the AMF and
in UDM/UDR were synchronized.
NOTE 1: The urrpindicator attribute shall only be exposed over the Nudr SBI, and it shall not be included by the AMF.
NOTE 2: Regardless of the Dual Registration Flag, the SGSN, if any, is required to be cancelled (see

3GPP TS 23.502 [3] clause 4.11.5.2)
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6.2.6.2.3 Type: AmfNon3GppAccessRegistration

Table 6.2.6.2.3-1: Definition of type AmfNon3GppAccessRegistration
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Attribute name

Data type

Cardinality

Description

amflnstanceld

Nflnstanceld

1

The identity the AMF uses to register in the
NRF.

deregCallbackUri

Uri

1

A URI provided by the AMF to receive
(implicitly subscribed) notifications on
deregistration.

The deregistration callback URI shall have
unique information within AMF set to identify
the UE to be deregistered.

guami

Guami

This IE shall contain the serving AMF's
GUAMIL.

ratType

RatType

This IE shall indicate the current RAT type of
the UE.

supportedFeatures

SupportedFeat
ures

See clause 6.2.8
These are the features supported by the
AMF.

purgeFlag

PurgeFlag

This flag indicates whether or not the AMF
has deregistered. It shall not be included in
the Registration service operation.

pei

Pei

Permanent Equipment Identifier

Absence of PEIl indicates that the PEI is not
available at the AMF. In this case the
UDM/UDR shall not delete the PEI value
stored from a previous registration.

If the UDR supports the PeiResource feature
and the received PEl is of type IMEI(SV), the
UDM shall also use the Peilnfo resource of
the UDR to store the received PEI if it is
different from the previously stored PEI or if
the Peilnfo resource does not exist.

imsVoPs

ImsVoPs

Indicates per UE if "IMS Voice over PS
Sessions" is supported, or not supported.
The value
NON_HOMOGENEOUS_OR_UNKNOWN is
not applicable.

amfServiceNameDereg

ServiceName

When present, this IE shall contain the name
of the AMF service to which the
Deregistration Notification is to be sent (see
clause 6.5.2.2 of 3GPP TS 29.500 [4]).

pcscfRestorationCallbackU
ri

Uri

A URI provided by the AMF to receive
(implicitly subscribed) notifications on the
need for P-CSCF Restoration.

amfServiceNamePcscfRest

ServiceName

When present, this IE shall contain the name
of the AMF service to which P-CSCF
Restoration Notifications are to be sent (see
clause 6.5.2.2 of 3GPP TS 29.500 [4]). This
IE may be included if
pcscfRestorationCallbackUri is present.

backupAmfinfo

array(BackupA
mfinfo)

This IE shall be included if the NF service
consumer is an AMF and the AMF supports
the AMF management without UDSF.

The UDM uses this attribute to do an NRF
query in order to invoke later services in a
backup AMF, e.g. Namf_EventExposure.

urrpindicator

boolean

This |IE indicates whether
"UE_REACHABILITY_FOR_SMS" event or
"UE_REACHABILITY_FOR_DATA" event for
One-Time UE Activity notification (i.e. Max
Number Of reports =1) with configuration
"INDIRECT_REPORT" for this user has
been subscribed or not:

- true: the event has been subscribed

- false, or absence of this attribute: the event

for this user is currently not subscribed
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amfEeSubscriptionld Uri

Shall be present if urrplndicator is true and
the UDM has subscribed (e.g. on behalf of
NEF) to Reachability-Report event for "UE
Reachable for DL Traffic" at the AMFto
receive One-Time UE Activity notification. It
contains the subscription Id URI allocated by
the AMF as received by the UDM in the
HTTP "Location" header of the
Namf_EventExposure_Subscribe response.
The UDM shall make use of the
Nudr_DataRepository Update service
operation (see 3GPP TS 29.504 [9]) to store
the amfEeSubscription Id in the UDR.

registrationTime DateTime

Time of AmfNon3GppAccessRegistration.
Shall be present when used on Nudr.

vgmlcAddress

VgmicAddress

Address of the VGMLC

contextinfo Contextinfo

o|e
Pl

This IE if present may contain e.g. the
headers received by the UDM along with
AmfNon3GppAccessRegistration.

Shall be absent on Nudm and may be
present on Nudr.

noEeSubscriptionind boolean

This IE shall be absent on Nudr and may be
present on Nudm. This indication is used by
UDM to restore any possible ongoing
subscription lost, as specified in

clause 5.3.2.2.3.

When present, this IE shall indicate whether
AMF does not have event exposure
subscriptions in UE Context:

- true: No Event Exposure subscription
existing in UE Context in AMF.

- false: Event Exposure subscription(s) exist
in UE Context in AMF.

supi Supi

This IE may be included by the AMF in
registration requests and should be included
by UDM in GET responses when the
corresponding GET request provided a GPSI
UE identity.

reRegistrationRequired boolean

This IE is only applicable to Nudr interface
and shall not be included over the Nudm
interface.

This attribute may be included in notifications
sent by the UDR to the UDM if the purgeFlag
is also set to true in the same notification.

When Nudr Data Change Notification is
received including this attribute and the
purgeFlag, both set to true, the UDM uses
"REREGISTRATION_REQUIRED" as
DeregistrationReason towards AMF.

This attribute shall not be included and set to
true if the adminDeregSubWithdrawn
attribute is present and set to true.

Absence of this |IE shall be interpreted as
false.
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adminDeregSubWithdrawn [boolean C |0..1 This IE is only applicable to Nudr interface
and shall not be included over the Nudm
interface.

This attribute may be included in notifications
sent by the UDR to the UDM if the purgeFlag
is also set to true in the same notification.

When Nudr Data Change Notification is
recevied including this attribute and the
purgeFlag, both set to true, the UDM uses
"SUBSCRIPTION_WITHDRAWN" as
DeregistrationReason towards AMF.

This attribute shall not be included and set to
true if the reRegistrationRequired attribute is
present and set to true.

Absence of this |IE shall be interpreted as

false.

dataRestorationCallbackUri |Uri O |0..1 If present, it contains the URI where

notifications about UDR-initiated data

restoration shall be sent by UDM.

resetlds array(string) O |1.N May be present in registration response

messages.

The AMF may decide to re-register at the

UDM when receiving a data restoration

notification containing a matching resetld.

disasterRoamingind boolean O |0..1 Disaster Roaming Indicator (see

3GPP TS 23.502 [3]).

When present, this IE shall be set as follows:
- true: Disaster Roaming service is
applied;

- false (default): Disaster Roaming

service is not applied.
sorSnpnSiSupported boolean O |0..1 This IE may be included by the AMF in
registration requests; if present, it shall
contain the capability of the UE or ME to
support "Steering of Roaming SNPN

Selection Information” (SOR-SNPN-SI).

- true: SOR-SNPN-SI is supported

- false or absent: SOR-SNPN-SI is not

supported

udrRestartind boolean O |0..1 May be present in request messages from

the AMF to the UDM.

If present:

- true: indicates that the registration message

sent by the AMF is due to a re-

synchronization event, motivated by a

previous reception at the AMF of a Data

Restoration Notification from the UDM

- false (or absent): indicates that this is a

normal registration message (i.e., not

motivated by a data restoration notification
event)

lastSynchronizationTime DateTime O [0..1 This IE is only applicable to the Nudm API

and shall not be used on the Nudr API.

It may only be included when "udrRestartind"

attribute is present and set to true.

When present, it contains the timestamp

(previously stored by AMF locally, after

successful registration at UDM) when

profiles in the AMF and in UDM/UDR were
synchronized.

NOTE:  The urrpindicator attribute shall only be exposed over the Nudr SBI, and it shall not be included by

the AMF.
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6.2.6.2.4 Type: SmfRegistration

Table 6.2.6.2.4-1: Definition of type SmfRegistration
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Attribute name

Data type

Cardinality

Description

smfinstanceld

Nflnstanceld

1

NF Instance Id of the SMF

smfSetld

NfSetld

0.1

This IE shall be present if the SMF belongs to a
SMF SET.
If present, it indicates the NF Set ID of SMF Set.

supportedFeatures

SupportedFea
tures

See clause 6.2.8
These are the features supported by the SMF.

pduSessionld

PduSessionld

PDU Session ID

singleNssai

Snssai

A single Network Slice Selection Assistance
Information.

It shall contain the HPLMN S-NSSAI of the LBO or
HR roaming PDU session, or the S-NSSAI in the
serving PLMN of the non roaming PDU session.

dnn

Dnn

Data Network Name; shall be present if
emergencyServices is false or absent.

When present, this IE shall contain the Network
Identifier only.

emergencyServices

boolean

Indication of Emergency Services; absence
indicates false.

pcscfRestorationCallbackUri

Uri

a URI provided by the SMF to receive (implicitly
subscribed) notifications on the need for P-CSCF
Restoration

plmnid

PImnlid

Serving node PLMN identity.

For a HR PDU session, this IE shall include the
PLMN ID of the home network of the UE. For a
LBO PDU session, this IE shall include the PLMN
ID of the serving network where the UE is
registered from.

pgwFqdn

Fqgdn

FQDN of the PGW in the "PGW-C+SMF", to be
included for interworking with EPS.

pgwlpAddr

IpAddress

IP Address of the PGW in the "PGW-C+SMF", to
be included for interworking with EPS.

epdgind

boolean

Indicate whether access is from ePDG.
true: access from ePDG.
false or absent: not access from ePDG

deregCallbackUri

Uri

A URI provided by the SMF to receive (implicitly
subscribed) notifications on deregistration.

The deregistration callback URI shall have unique
information within SMF set to identify the UE to be
deregistered.

registrationReason

RegistrationR
eason

o

Indicates registration reason.

registrationTime

DateTime

Time of SmfRegistration.
Shall be present when used on Nudr.

contextinfo

Contextinfo

Cc

This IE if present may contain e.g. the headers
received by the UDM along with the
SmfRegistration.

Shall be absent on Nudm and may be present on
Nudr.

pcfld

Nflnstanceld

C

This IE shall be present if the SMF is indicated to
select the same PCF instance for SM Policy
Control.

When present, it indicates the PCF Identifier that
serving the PDU Session/PDN Connection.

dataRestorationCallbackUri

Uri

If present, it contains the URI where notifications
about UDR-initiated data restoration shall be sent
by UDM.

resetlds

array(string)

O

May be present in registration response messages.
The SMF may decide to re-register at the UDM
when receiving a data restoration notification
containing a matching resetld.
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udrRestartind boolean O |0..1 May be present in request messages from the SMF
to the UDM.

If present:

- true: indicates that the registration message sent
by the SMF is due to a re-synchronization event,
motivated by a previous reception at the SMF of a
Data Restoration Notification from the UDM.

- false (or absent): indicates that this is a normal
registration message (i.e., not motivated by a data
restoration notification event)
lastSynchronizationTime DateTime O |0.1 This IE is only applicable to the Nudm API and
shall not be used on the Nudr API.

It may only be included when "udrRestartind"
attribute is present and set to true.

When present, it contains the timestamp
(previously stored by SMF locally, after successful
registration at UDM) when profiles in the SMF and
in UDM/UDR were synchronized.

6.2.6.2.5 Type: DeregistrationData

Table 6.2.6.2.5-1: Definition of type DeregistrationData

Attribute name Data type P |Cardinality Description
deregReason Deregistration | M |1 String; see clause 6.2.6.3.3
Reason

accessType AccessType Cc |0..1 Access type where the UE is deregistered. Shall be
present in Deregistration Notifications sent to the
AMF.

pduSessionld PduSessionld | C [0..1 It shall be present if the deregistration of SMF
happens.
If present, indicates PDU Session ID for which old
SMF is deregistered.

newSmflnstanceld Nflnstanceld O |0..1 NF Instance Id of the new SMF to which the SMF
context is transferred.
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6.2.6.2.6 Type: SmsfRegistration

Table 6.2.6.2.6-1: Definition of type SmsfRegistration
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Attribute name Data type
smsflnstanceld Nflnstanceld
smsfSetld NfSetld

Cardinality Description

1 NF Instance Id of the SMSF

0.1 This IE shall be present if the SMSF belongs to
an SMSF SET.

If present, it indicates the NF Set ID of SMSF
Set.

supportedFeatures SupportedFeatures O |0.1 See clause 6.2.8

These are the features supported by the
SMSF.

plmnid Pimnid M (1 Serving PLMN identity

O£

This IE shall include the PLMN ID of the
serving network where the UE is registered
from.

smsfMAPAddress E164Number Cc |0..1 International E.164 number of the SMSF; shall
be present if the SMSF supports MAP (see
3GPP TS 29.002 [21])

smsfDiameterAddress NetworkNodeDiamet | C (0.1 shall be present if the SMSF supports Diameter
erAddress (see 3GPP TS 29.338 [22)

registrationTime DateTime Cc |0..1 Time of SmsfRegistration.

Shall be present when used on Nudr.

contextinfo ContextInfo C |0..1 This IE if present may contain e.g. the headers
received by the UDM along with the
SmsfRegistration.

Shall be absent on Nudm and may be present
on Nudr..

smsfSbhiSupind boolean C |0..1 SBI Support Indication of the SMSF. it shall be
present if the SMSF support SBI-based MT SM
transmit (see clauses 5.3.2.2.5 and 5.3.2.2.6).
Contains the indication on whether or not the
SMSF is expecting to support SBI-based MT
SM transmit.

- true: the SMSF supports SBI for MT SM
transmit.

- false, or absence of this attribute: the SMSF
do not support SBI for MT SM transmit.
dataRestorationCallbac |Uri O (0.1 If present, it contains the URI where

kUri notifications about UDR-initiated data
restoration shall be sent by UDM.

resetlds array(string) O [1.N May be present in registration response
messages.

The SMSF may decide to re-register at the
UDM when receiving a data restoration
notification containing a matching resetld.
udrRestartind boolean O |0.1 May be present in request messages from the
SMSF to the UDM.

If present:

- true: indicates that the registration message
sent by the SMSF is due to a re-
synchronization event, motivated by a previous
reception at the SMSF of a Data Restoration
Notification from the UDM

- false (or absent): indicates that this is a
normal registration message (i.e., not
motivated by a data restoration notification
event)

lastSynchronizationTim |DateTime O |0..1 This IE is only applicable to the Nudm API and
e shall not be used on the Nudr API.

It may only be included when "udrRestartind"
attribute is present and set to true.

When present, it contains the timestamp
(previously stored by SMSF locally, after
successful registration at UDM) when profiles
in the SMSF and in UDM/UDR were
synchronized.
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ueMemoryAvailableind |boolean C

0.1

When the SMSF detects that the UE has
memory available for SMS, the SMSF shall
send the registration message with
ueMemoryAvailablelnd set to true. Otherwise
shall be absent.

When present and true, the UDM shall trigger
Alert for SMS. Storing the
ueMemoryAvailableind in the UDR is not
applicable.

6.2.6.2.7

Type: Amf3GppAccessRegistrationModification

Thistype is derived from the type Amf3GppA ccessRegistration by deleting all attributes that are not subject to

modification by means of the HTTP PATCH method.

Table 6.2.6.2.7-1: Definition of type Amf3GppAccessRegistrationModification

Attribute name Data type P

Cardinality

Description

guami Guami M (1

Guami of the AMF requesting the modification. If the
MCC, MNC, AMF Region ID and AMF Set ID within
the guami do not match the stored value, the
modification request shall be rejected.

purgeFlag

PurgeFlag O |0..

This flag indicates whether or not the AMF has
deregistered. It shall be included in the
Deregistration service operation with a value of
"TRUE".

pei

Pei O |0..

Permanent Equipment Identifier.

If the UDR supports the PeiResource feature and the
received PEI is of type IMEI(SV), the UDM shall in
addition to updating the Amf3GppAccessRegistration
resource also update the Peilnfo resource of the
UDR to store the received PElI if it is different from
the previously stored PEIL.

imsVoPs

ImsVoPs O |0..

Indicates per UE if "IMS Voice over PS Sessions" is
homogeneously supported in all TAs in the serving
AMF for the current PLMN and access type, or
homogeneously not supported, or if support is non-
homogeneous/unknown

backupAmfinfo
Info)

array(BackupAmf | C |0..

This IE shall be included if the NF service consumer
is an AMF and the AMF supports the AMF
management without UDSF for the Modification of
the BackupAmfinfo.

The UDM uses this attribute to do an NRF query in
order to invoke later services in a backup AMF, e.g.
Namf_EventExposure.

An empty array indicates that the complete
backupAmfinfo shall be deleted.

epsinterworkinglinfo
nfo

Epsinterworkingl | C |O..

This IE shall be included if the AMF has determined
per APN/DNN which PGW-C+SMF is selected for
EPS interworking with N26 and the AMF supports
EPS interworking of non-3GPP access. This IE shall
also be included to update the PGW-C+SMF
information if the AMF selects another PGW-C+SMF
for EPS interworking with N26 for the same DNN.
For each APN/DNN, only one PGW-C+SMF shall be
selected by the AMF for EPS interworking.

ueSrvccCapability

boolean O |0..

This IE indicates whether the UE supports 5G
SRVCC:

- true: 5G SRVCC is supported by the UE and AMF;
- false: 5G SRVCC is not supported.

ueMINTCapability

boolean O |0..

This IE indicates whether the UE supports MINT:
- true: MINT is supported by the UE;
- false: MINT is not supported.

NOTE:

Absence of optional attributes indicates: no modification. Attributes of this type are not marked "nullable:
true" in the OpenAPI file as deletion of these attributes is not applicable.
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Type: AmfNon3GppAccessRegistrationModification

Thistype is derived from the type AmfNon3GppA ccessRegistration by deleting all attributes that are not subject to
modification by means of the HTTP PATCH method.

Table 6.2.6.2.8-1: Definition of type AmfNon3GppAccessRegistrationModification

Attribute name

Data type

P

Cardinality

Description

guami

Guami

M

1

Guami of the AMF requesting the modification. If the
MCC, MNC, AMF Region ID and AMF Set ID within
the guami do not match the stored value, the
modification request shall be rejected.

purgeFlag

PurgeFlag

0.1

This flag indicates whether or not the AMF has
deregistered. It shall be included in the
Deregistration service operation with a value of
"TRUE".

pei

Pei

0.1

Permanent Equipment Identifier.

If the UDR supports the PeiResource feature and the
PEl is of type IMEI(SV), the UDM shall in addition to
updating the AmfNon3GppAccessRegistration
resource also update the Peilnfo resource of the
UDR to store the received PEI if it is different from
the previously stored PEI.

imsVoPs

ImsVoPs

0.1

If present indicates per UE that support of "IMS
Voice over PS Sessions" has been modified to
supported or not supported”.

The value NON_HOMOGENEOUS_OR_UNKNOWN
is not applicable.

backupAmfinfo

array(BackupAmf
Info)

0..N

This IE shall be included if the NF service consumer
is an AMF and the AMF supports the AMF
management without UDSF for the Modification of
the BackupAmfinfo.

The UDM uses this attribute to do an NRF query in
order to invoke later services in a backup AMF, e.g.
Namf_EventExposure.

An empty array indicates that the complete
backupAmfinfo shall be deleted.

NOTE:  Absence of optional attributes indicates: no modification. Attributes of this type are not marked "nullable:
true" in the OpenAPI file as deletion of these attributes is not applicable.
6.2.6.2.9 Type: PcscfRestorationNotification

Table 6.2.6.2.9-1: Definition of type PcscfRestorationNotification

Attribute name Data type P |Cardinality Description
supi Supi M |1 A SUPI that is served by the failed P-CSCF
failedPcscf PcscfAddress C |0.1 Information about the failed P-CSCF
6.2.6.2.10 Type: NetworkNodeDiameterAddress

Table 6.2.6.2.10-1: Definition of type NetworkNodeDiameterAddress

Attribute name Data type P |Cardinality Description
name Diameterldentity M |1
realm Diameterldentity M |1
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6.2.6.2.11 Type: EpslwkPgw

Table 6.2.6.2.11-1: Definition of type EpslwkPgw

Attribute name Data type P |Cardinality Description
pgwFqdn Fgdn M |1 The PGW FQDN of the "PGW-C+SMF"
smfinstanceld Nflnstanceld M 1 The SMF Instance Id of the "PGW-C+SMF"
plmnid Plmnid O 0.1 PLMN where the PGW-C+SMF is located
6.2.6.2.12 Type: TriggerRequest

Table 6.2.6.2.12-1:

Definition of type TriggerRequest

Attribute name Data type P |Cardinality Description
supi Supi M |1
failedPcscf PcscfAddress C |0.1 Information about the failed P-CSCF
6.2.6.2.13 Type: AmfDereglnfo
Table 6.2.6.2.13-1: Definition of type AmfDereginfo
Attribute name Data type P |Cardinality Description
deregReason Deregistration | M |1 String; see clause 6.2.6.3.3
Reason
6.2.6.2.14 Type: EpsinterworkingInfo

Table 6.2.6.2.14-1: Definition of type Epsinterworkinginfo

Attribute name Data type P |Cardinality Description
epslwkPgws map(EpslwkPgw) O |0.N A map (list of key-value pairs where dnn serves
as key) of EpslwkPgws.
An empty map is used in
Amf3GppAccessRegistrationModification to
delete the epsinterworkinginfo.
6.2.6.2.15 Type: Locationinfo

Table 6.2.6.2.15-1: Definition of type LocationInfo

Attribute name Data type P |Cardinality Description
supi Supi O |0..1 Subscription Permanent Identifier (NOTE 1)
gpsi Gpsi O 0.1 Generic Public Subscription Identifier (NOTE 1)
registrationLocationInfo |array(RegistrationLo | M |1..2 Serving AMF, optional VGMLC and access
List cationInfo) type related informations used by (H)GMLC to

send Location Request (NOTE 2)

supportedFeatures SupportedFeatures O [0.1 supported-features of the UDM
NOTE 1: One of both shall be included to identify the target UE.
NOTE 2: At least, one of 3GPP and Non-3GPP access types shall be included to describe the location related
information of the target UE for the access type.
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Table 6.2.6.2.16-1: Definition of type RegistrationLocationInfo

Attribute name Data type P |Cardinality Description

amflnstanceld Nflnstanceld M |1 The NF instance identity of the serving.

guami Guami O |0..1 The GUAMI served by the serving AMF.

plmnid Pimnid Cc |0..1 Serving node PLMN identity is included if the
target UE is in roaming case for the serving
AMF. (NOTE)

vgmicAddress VgmicAddress C |0.1 The address(es) of VGMLC. (NOTE)

accessTypeList array(AccessType) M (1.2 Access type(s) where the UE is registered

NOTE:The two IEs are only be included if the target UE is registered in VPLMN via the serving AMF.

6.2.6.2.17

Type: VgmicAddress

Table 6.2.6.2.17-1:

Definition of type VgmlcAddress

Attribute name Data type P |Cardinality Description
vgmicAddresslpv4 Ipv4Addr O [0.1 When present, indicates VGMLC IPv4 address.
vgmicAddresslpv6 Ipv6Addr O |0.1 When present, indicates VGMLC IPv6 address.
vgmicFgdn Fqgdn O |0..1 When present, indicates FQDN of the VGMLC

IPv6 address.

NOTE: At least, one of VGMLC addresses should be included.

6.2.6.2.18

Type: PeiUpdatelnfo

Table 6.2.6.2.18-1: Definition of type PeiUpdatelnfo

Attribute name Data type P |Cardinality Description
pei Pei M |1
6.2.6.2.19 Type: RegistrationDataSets

Table 6.2.6.2.19-1: Definition of type RegistrationDataSets

nwdafRegistration

NwdafRegistrationInf
0

Attribute name Data type P |Cardinality Description
amf3Gpp Amf3GppAccessReg | O |0..1 AMF 3GPP Access Registration
istration
amfNon3Gpp AmfNon3GppAccess | O (0.1 AMF Non 3GPP Access Registration
Registration
smfRegistration SmfRegistrationinfo O |0.1 SMF Registration Information
smsf3Gpp SmsfRegistration O |0..1 SMSF 3GPP Access Registration
smsfNon3Gpp SmsfRegistration O 0.1 SMSF Non 3GPP Access Registration
ipSmGw IpSmGwRegistration | O [0..1 IP-SM-GW Registration
O (0.1

NWDAF Registration Information
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Table 6.2.6.2.20-1: Definition of type IpSmGwRegistration

Attribute name Data type

P

Cardinality

Description

ipSmGwMapAddress E164Number

C

0.1

International E.164 number of the IP-SM-GW,; it
shall be present if the IP-SM-GW supports
MAP (see 3GPP TS 29.002 [21])

(NOTE 1)

NetworkNodeDiamet
erAddress

ipSmGwDiameterAddre
ss

0.1

Diameter Identity of the IP-SM-GW,; it shall be
present if the IP-SM-GW supports Diameter
(see 3GPP TS 29.328 [52])

(NOTE 1)

ipsmgwlpv4 Ipv4Addr

0.1

This IE shall be present if available.
When present, this IE indicates the IPv4
address of the IP-SM-GW.

(NOTE 1)

ipsmgwlpv6 Ipv6Addr

0.1

This IE shall be present if available.
When present, this IE indicates the IPv6
address of the IP-SM-GW.

(NOTE 1)

ipsmgwkqdn Fqdn

0.1

This IE shall be present if available.

When present, this IE indicates the FQDN of
the IP-SM-GW.

(NOTE 1)

ipSmGwSbiSupind boolean

0.1

SBI Support Indication of the IP-SM-GW. it
shall be present if provided in IP-SM-GW
registration procedure (see clauses 5.3.2.2.7)
Contains the indication on whether or not the
IP-SM-GW is expecting to support SBl-based
MT SM transmit.

- true: the IP-SM-GW supports SBI for MT SM
transmit.

- false, or absence of this attribute: the IP-SM-
GW do not support SBI for MT SM transmit.

nflnstanceld Nflnstanceld

NF Instance ID of the SBI-capable IP-SM-GW

unrilndicator boolean

oo
e

UE-Not-Reachable-for-IP (UNRI) flag as
defined in 3GPP TS 23.040 [53]. This IE
indicates whether the address list of MWD
contains one or more entries because an
attempt to deliver a short message to a UE via
an IP-SM-GW has failed with a cause of
Absent Subscriber:

- true: the MWD contains one or more list
elements due to an SMS delivery failure

- false, or absence of this attribute: the MWD
does not contain any list element

resetlds array(string)

1..N

May be present in registration response
messages.

The IP-SM-GW may decide to re-register at the
UDM when receiving a data restoration
notification containing a matching resetld.

NOTE 1:

shall be present.

NOTE 2:

At least one of the properties, ipSmGwMapAddress or ipSmGwDiameterAddress or ipsmgwlipv4 or
ipsmgwlpv6 or ipsmgwFqdn, shall be present. If the IP-SM-GW supports SBI, the nfinstanceld property

The unrilndicator attribute shall only be exposed over the Nudr SBI.

6.2.6.2.20A

Type: SmfRegistrationinfo

Table 6.2.6.2.20A-1: Definition of type SmfRegistrationinfo

Attribute name Data type |P |Cardinality Description
smfRegistrationList array(SmfReg (M |1..N List of SmfRegistration.
istration)
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Table 6.2.6.2.21-1: Definition of type NwdafRegistration

Attribute name

Data type

P

Cardinality

Description

nwdaflnstanceld

Nflnstanceld

1

NF Instance Id of the NWDAF.

analyticslds

array(Eventld)

1..N

List of analytics 1d(s) provided by the
consumers of NWDAF.

nwdafSetld

NfSetld

M
M
C

0.1

This IE shall be present if the NWDAF belongs
to an NWDAF SET.

If present, it indicates the NF Set ID of
NWDAF Set.

registrationTime

DateTime

(@)

0.1

Time of NwdafRegistration. Shall be present
when used on Nudr.

contextInfo

Contextinfo

0.1

This IE if present may contain e.g. the headers
received by the UDM along with the
NwdafRegistration.

Shall be absent on Nudm and may be present
on Nudr.

supportedFeatures

SupportedFeatures

0.1

See clause 6.2.8
These are the features supported by the
NWDAF.

resetlds

array(string)

1..N

May be present in registration response
messages.

The NWDAF may decide to re-register at the
UDM when receiving a data restoration
notification containing a matching resetld.

6.2.6.2.22

Type: NwdafRegistrationModification

Table 6.2.6.2.22-1: Definition of type NwdafRegistrationModification

Attribute name Data type P |Cardinality Description

nwdaflnstanceld Nflnstanceld M |1 NF Instance Id of the NWDAF

nwdafSetld NfSetld Cc (0.1 This IE shall be present if the NWDAF belongs
to an NWDAF SET.
If present, it indicates the NF Set ID of
NWDAF Set.

analyticslds array(Eventld) O |0..N List of analytics Id(s) supplied by NWDAF.

supportedFeatures SupportedFeatures O 0.1 See clause 6.2.8

These are the features supported by the

NWDAF.

NOTE:  Absence of optional attributes indicates: no modification. Attributes of this type are not marked "nullable:
true" in the OpenAPI file as deletion of these attributes is not applicable.
6.2.6.2.23 Type: SmfRegistrationModification

Thistypeis derived from the type SmfRegistration by deleting all attributes that are not subject to modification by
means of the HTTP PATCH method.
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Table 6.2.6.2.23-1: Definition of type SmfRegistrationModification

Attribute name

Data type

Cardinality

Description

smflnstanceld

Nflnstanceld

1

NF Instance Id of the SMF requesting the

modification. If the NF Set Id is absent and the NF
Instance Id does not match the stored NF Instance
Id value, the modification request shall be rejected.

smfSetld

NfSetld

0.1

NF Set Id of the SMF requesting the modification. If
the NF Set Id is present and does not match the
stored NF Set Id value, the modification request shall
be rejected.

pgwFqdn

FgdnRm

0.1

FQDN of the PGW in the "PGW-C+SMF", to be
included for interworking with EPS. For deletion of
the PGW FQDN, the value of the pgwFgdn shall be
set to null.

NOTE:  Absence of optional attributes indicates: no modification. Attributes of this type are not marked "nullable:
true" in the OpenAPI file as deletion of these attributes is not applicable.

6.2.6.2.24 Type: RoaminginfoUpdate

Table 6.2.6.2.24-1: Definition of type RoamingIinfo

Attribute name Data type P |Cardinality Description
servingPImn Plmnid M 1 the new Serving PLMN
roaming boolean Cc |0..1 This IE shall be included if the roaming status

changes (from roaming to hon-roaming or vice
versa).

True: The new serving PLMN is different from the
HPLMN;

False: The new serving PLMN is the HPLMN
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Table 6.2.6.2.25-1: Definition of type DataRestorationNotification

Attribute name Data type

P

Cardinality

Description

lastReplicationTime DateTime

o]

0.1

If present, it contains the timestamp of the most
recent instant when the data was assumed to
be consistent at UDR (i.e. the potential data
loss event at UDR did not occur before this
instant).

recoveryTime DateTime

If present, it contains the timestamp of the
instant when the potential data loss event was
recovered at UDR (i.e. all data records stored
by UDR after this time are assumed to be
consistent).

plmnid Pimnid

If present, it shall contain the PLMN-ID of the
UDM/UDR that originated the Data Restoration
Notification.

It shall be included in notifications sent by UDM
to its NF consumers located in other PLMNSs.

supiRanges array(SupiRange)

If present, it contains the list of SUPIs
potentially subject to a data-loss event at the
UDR.

gpsiRanges array(ldentityRange)

If present, it contains the list of GPSIs
potentially subject to a data-loss event at the
UDR.

resetlds array(string)

If present, it contains the list of Reset-1Ds of
those UEs potentially subject to a data-loss
event at the UDR.

sNssailist array(Snssai)

If present, it contains the list of slices (S-
NSSAIs) potentially subject to a data-loss event
at the UDR.

dnnList array(Dnn)

If present, it contains the list of DNNs
potentially subject to a data-loss event at the
UDR.

udmGroupld NfGroupld

If present, it contains the 1D of the UDM Group
whose UEs have been potentially subject to a
data loss event at the UDR.

6.2.6.2.26 Type: PcscfAddress

Table 6.2.6.2.26-1: Definition of type PcscfAddress

Attribute name Data type P |Cardinality Description
ipv4Addrs array(Ipv4Addr) O |1..N If present, it contains IPv4 address(es) of the
P-CSCF (NOTE 2).
ipv6Addrs array(Ipv6Addr) O |[1.N If present, it contains IPv6 address(es) of the
P-CSCF (NOTE 2).
fgdn Fqgdn O [0.1 If present, it contains the FQDN of the P-CSCF.

on the Mw interface of the P-CSCF.

NOTE 1: At least, one of these P-CSCF addressing attributes shall be included.
NOTE 2: Several addresses may be included (in ipv4Addrs or ipv6Addrs) to convey multiple redundant IP endpoints

6.2.6.2.27

Type: NwdafRegistrationInfo

Table 6.2.6.2.27-1: Definition of type NwdafRegistrationInfo

Attribute name Data type

P

Cardinality

Description

nwdafRegistrationList array(NwdafR

egistration)

M

1..N

List of NwdafRegistration.
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Table 6.2.6.2.28-1: Definition of type RoutinginfoSmRequest

Attribute name Data type P |Cardinality Description

ipSmGwiInd boolean C |0.1 This IE indicates whether the SMS-GMSC is
prepared to receive IP-SM-GW guidance
information in the response:
- true: receiving IP-SM-GW guidance in the
response is supported,;
- false, or absence: receiving IP-SM-GW guidance
in the response is not supported.

correlationid string O |0..1 Contains the MSISDN-less Correlation ID.

supportedFeatures SupportedFeatures O [0.1 Features of the Nudm_UECM API supported by
the NF Service Consumer.

6.2.6.2.29 Type: RoutinginfoSmResponse

Table 6.2.6.2.29-1: Definition of type RoutingiInfoSmResponse

Attribute name Data type P |Cardinality Description
supi Supi O |0.1 Contains the SUPI of the UE
smsf3Gpp SmsfRegistration O |0.1 SMSF 3GPP Access Registration
smsfNon3Gpp SmsfRegistration O 0.1 SMSF Non 3GPP Access Registration
ipSmGw IpSmGwInfo O 0.1 IP-SM-GW Registration
smsRouter SmsRouterlInfo O |0..1 SMS Router address
6.2.6.2.30 Type: IpSmGwInfo

Table 6.2.6.2.30-1: Definition of type IpSmGwInfo

Attribute name Data type P |Cardinality Description
ipSmGwRegistration IpSmGwRegistration | M |1 IP-SM-GW routing information
ipSmGwGuidance IpSmGwGuidance Cc |0.1 Contains the recommended and the minimum

timer values for supervision of MT SMS

response. It shall be present if the ipSmGwind

attribute in the request is set to true.
6.2.6.2.31 Type: IpSmGwGuidance

Table 6.2.6.2.31-1: Definition of type IpSmGwGuidance

Attribute name Data type |P |Cardinality Description
minDeliveryTime integer M |1 The minimum timer value in units of seconds.
Minimum = 30. Maximum = 600.
recommbDeliveryTime integer M |1 The recommended timer value in units of seconds.
Minimum = 30. Maximum = 600.
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6.2.6.2.32 Type: SmsRouterlnfo

Table 6.2.6.2.32-1: Definition of type SmsRouterinfo

Attribute name Data type P |Cardinality Description
nflnstanceld Nflnstanceld O |0..1 NF Instance ID of the SMS Router
diameterAddress NetworkNodeDiamet | O (0.1 Diameter address of the SMS Router

erAddress

mapAddress E164Number O |0.1 MAP address of the SMS Router

routerlpv4 Ipv4Addr O |0.1 This IE shall be present if available.
When present, this IE indicates the IPv4
address of the SMS Router.

routerlpvé Ipv6Addr O (0.1 This IE shall be present if available.
When present, this IE indicates the IPv6
address of the SMS Router.

routerFqdn Fgdn O |0.1 This IE shall be present if available.
When present, this IE indicates the FQDN of
the SMS Router.

6.2.6.3 Simple data types and enumerations

6.2.6.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses.

6.2.6.3.2 Simple data types
The simple data types defined in table 6.2.6.3.2-1 shall be supported.

Table 6.2.6.3.2-1: Simple data types

Type Name Type Definition Description
PurgeFlag boolean This flag indicates whether or not the NF has deregistered.
E164Number string see ITU-T Recommendation E.164 [23]
pattern: 7J0-9{1,15}$
DualRegistrationFla | boolean Dual Registration Flag
g
6.2.6.3.3 Enumeration: DeregistrationReason

The enumeration DeregistrationReason represents the reason for the Deregistration Notification. It shall comply with
the provisions defined in table 6.2.6.3.3- 1.
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Table 6.2.6.3.3-1: Enumeration DeregistrationReason

Enumeration value

Description

"UE_INITIAL_REGISTRATION"

When sent by the HSS; indicates that the
deregistration towards the UDM is due to an
initial attach in EPS.

When sent by the UDM,; indicates that the
deregistration in the old AMF is due to a new
AMF serving the UE during an initial
registration

See 3GPP TS 23.502 [3] and

3GPP TS 23.632 [32].

"UE_REGISTRATION_AREA_ CHANGE"

see 3GPP TS 23.502 [3]

"SUBSCRIPTION_WITHDRAWN"

see 3GPP TS 23.502 [3]

"5GS_TO_EPS_MOBILITY"

see 3GPP TS 23.502 [3] and
3GPP TS 23.632 [32].

"5GS_TO_EPS_MOBILITY_UE_INITIAL_REGISTRATION"

This value shall only be sent by the UDM. It
indicates that the deregistration in AMF is due
to an initial attach in EPS, See

3GPP TS 23.502 [3] and

3GPP TS 23.632 [32].

"REREGISTRATION_REQUIRED"

see 3GPP TS 23.502 [3]

"SMF_CONTEXT_TRANSFERRED"

see 3GPP TS 23.502 [3]

"DUPLICATE_PDU_SESSION"

This value shall only be sent by the UDM to an
SMF. It indicates that the deregistration in the
SMF is due to a new PDU session with the
same PDU session ID has been established in
another SMF.

"DISASTER_CONDITION_TERMINATED"

This value shall be used by the UDM when the
disaster condition ceases.

6.2.6.3.4 Enumeration: ImsVoPs

The enumeration |msV oPs represents information indicating homogeneity of IMS Voice over PS Sessions support for

the UE. It shall comply with the provisions defined in table 6.2.6.3.4-1.

Table 6.2.6.3.4-1: Enumeration ImsVoPs

Enumeration value

Description

"HOMOGENEOUS_SUPPORT"

"IMS Voice over PS Sessions" is homogeneously supported in
all TAs in the serving AMF.

"HOMOGENEOUS_NON_SUPPORT"

"IMS Voice over PS Sessions" is homogeneously not
supported in all TAs in the serving AMF.

"NON_HOMOGENEOUS_OR_UNKNOWN"

unknown.

"IMS Voice over PS Sessions" is not homogeneously
supported in all TAs in the serving AMF, or its support is

6.2.6.3.5

Enumeration: RegistrationReason

The enumeration RegistrationCause represents the reason for the NF Registration. It shall comply with the provisions
defined in table 6.2.6.3.5-1.

Table 6.2.6.3.5-1: Enumeration RegistrationReason

Enumeration value
"SMF CONTEXT TRANSFERRED"

Description
SMEF transferred
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6.2.6.3.6 Enumeration: RegistrationDataSetName

Table 6.2.6.3.6-1: Enumeration RegistrationDataSetName

Enumeration value

Description

"AMF_3GPP"

AMF 3GPP Access Registration

"AMF_NON_3GPP"

AMF Non 3GPP Access Registration

"SMF_PDU_ SESSIONS"

SMF PDU Session Registration

"SMSF 3GPP" SMSF 3GPP Access Registration
"SMSF _NON 3GPP" SMSF Non 3GPP Access Registration
"IP_SM_GW" IP-SM-GW Registration

"NWDAF" NWDAF Registration

ETSI TS 129 503 V17.18.0 (2025-03)

NOTE: The current naming conventions for Enumerations (uppercase with underscore), when their intended
usage is for query parameters is not consistent with the naming conventions for URI components
(lowercase with hyphen).

6.2.6.3.7 Enumeration: UeReachableind

Table 6.2.6.3.7-1: Enumeration UeReachablelnd

Enumeration value Description
"REACHABLE" Indicates the UE is currently reachable for services, i.e. the UE is
in allowed areas.
Indicates the UE is currently not reachable for services, i.e. the UE
is in not allowed areas.
Indicates whether UE is in not allowed area is unknown, e.g. the
AMF does not have the UE subscription data including the Service
Area Restriction Configuration for the UE when performing UECM
Registration.

"NOT_REACHABLE"

"UNKNOWN"

6.2.7 Error Handling

6.2.7.1 General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [4].

The Cause codes mapping performed by AMF between the following HT TP responses returned by the UDM servicesto
the AMF and the 5GMM related valuesis specified in clause 4.4.2 of 3GPP TS 29.524 [44].

6.2.7.2 Protocol Errors

Protocol errors handling shall be supported as specified in clause 5.2.7 of 3GPP TS 29.500 [4].

6.2.7.3 Application Errors

The common application errors defined in the Table 5.2.7.2-1 in 3GPP TS 29.500 [4] may also be used for the
Nudm_UEContextM anagement service. The following application errorslisted in Table 6.2.7.3-1 are specific for the
Nudm_UEContextM anagement service.
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Table 6.2.7.3-1: Application errors

Application Error HTTP status Description
code

NF_CONSUMER_REDIRECT_ONE_TXN 307 The request has been asked to be redirected
Temporary to a specified target for one transaction.
Redirect

CONTEXT_NOT_FOUND 308 The request has been asked to be redirected
Permanent to a specified target.
Redirect

UNKNOWN_5GS_SUBSCRIPTION

403 Forbidden

No 5GS subscription is associated with the
user.

NO_PS_SUBSCRIPTION

403 Forbidden

No PS (5GS, EPS, GPRS) subscription is
associated with the user.

ROAMING_NOT_ALLOWED

403 Forbidden

The subscriber is not allowed to roam within
that PLMN

USER_NOT_FOUND

404 Not Found

The user does not exist in the HPLMN

CONTEXT_NOT_FOUND

404 Not Found

It is used when no corresponding context
exists.

ACCESS_NOT _ALLOWED

403 Forbidden

Access type not allowed for the user.

RAT NOT _ALLOWED

403 Forbidden

RAT is not allowed for the user

DNN_NOT_ALLOWED

403 Forbidden

DNN not authorized for the user

REAUTHENTICATION_REQUIRED

403 Forbidden

Due to operator policies the user needs to be
re-authenticated, e.g. last valid authentication
is considered obsolete

INVALID_GUAMI

403 Forbidden

The AMF is not allowed to modify the
registration information stored in the UDM, as
it is not the registered AMF.

SERVICE_NOT_PROVISIONED

403 Forbidden

The request is related to a service that is not
provisioned for the user in the 5GS
subscription data (e.g. MT-SMS not
provisioned).

SERVICE_NOT_ALLOWED

403 Forbidden

The request is related to a service that is not
allowed for the user in the 5GS subscription
data (e.g. MT-SMS is barred).

SNPN_NOT_ALLOWED

403 Forbidden

The user is not authorized to access an
SNPN, when the registration to the SNPN is
performed by using credentials from the
Credentials Holder.

TEMPORARY_REJECT_REGISTRATION_ONGOING

409 Conflict

The request cannot be processed due to an
ongoing registration procedure.

TEMPORARY_REJECT_HANDOVER_ONGOING 409 Conflict  |The request cannot be processed due to an
ongoing N2 handover procedure.
UNPROCESSABLE_REQUEST 422 The request cannot be processed due to
Unprocessable|semantic errors when trying to process a
Entity patch method

ABSENT_SUBSCRIBER_SM

404 Not Found

The UE is not reachable for MT-SMS (e.g.
SMSF registered but not reachable as
indicated by SMS message waiting data or by
URRP flag)

DATA_NOT_FOUND

404 Not Found

The requested data associated to the UE or
Group does not exist

AF_NOT_ALLOWED

403 Forbidden

This AF is not allowed to perform monitoring
configuration.

GROUP_IDENTIFIER_NOT_FOUND

404 Not Found

The group does not exist

6.2.8 Feature Negotiation

The optional featuresin table 6.2.8-1 are defined for the Nudm_UECM API. They shall be negotiated using the
extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
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Table 6.2.8-1: Supported Features

Feature number Feature Name Description

1 SharedData When receiving a Nudm_UECM_Registration service operation
request for a UE that shares subscription data with other UEs, and the
request does not indicate support of this feature by the service
consumer, the UDM may — based on operator policy — decide to reject
the registration.

2 PatchReport If some of the modifications included in the PATCH request are not
successfully implemented, the UDM reports the result of PATCH
request execution to the consumer. See clause 5.2.7.2 of

3GPP TS 29.500 [4].

3 SharedDataTreatment This feature is an extension to the SharedData feature, i.e. support of
SharedDataTreatment requires support of SharedData.

When receiving a Nudm_UECM_Registration service operation
request for a UE that shares subscription data with treatment
instruction with other UEs, and the request does not indicate support
of this feature by the service consumer, the UDM may — based on
operator policy — decide to reject the registration.

6.2.9 Security

Asindicated in 3GPP TS 33.501 [6] and 3GPP TS 29.500 [4], the access to the Nudm_UECM API may be authorized
by means of the OAuth2 protocol (see IETF RFC 6749 [18]), based on local configuration, using the " Client
Credentials' authorization grant, where the NRF (see 3GPP TS 29.510 [19]) plays the role of the authorization server.

If OAuth2 isused, an NF Service Consumer, prior to consuming services offered by the Nudm_UECM API, shall
obtain a"token" from the authorization server, by invoking the Access Token Request service, as described in
3GPPTS29.510[19], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF
that the NF Service Consumer used for discovering the Nudm_UECM service.

The Nudm_UECM API defines the following scopes for OAuth2 authorization:

Table 6.2.9-1: OAuth2 scopes defined in Nudm_UECM API

Scope Description
"nudm-uecm” Access to the Nudm UE Context Management API
"nudm-uecm:amf-registration:write" Write access (update/modify) to representations of the

Amf3GppAccessRegistration and
AmfNon3GppAccessRegistration resources.

"nudm-uecm:smf-registration:write" Write access (create/delete/modify) to the representations of a
individualSmfRegistration resources.
"nudm-uecm:smsf-registration:write" Write access (create/delete/modify) to representations of the

Smsf3GppAccessRegistration and
SmsfNon3GppAccessRegistration resources.
"nudm-uecm:ip-sm-gw-registration:write | Write access (create/delete/modify) to the representation of the
IpSmGwRegistration resource.

6.3 Nudm_UEAuthentication Service API

6.3.1 API URI
URIs of this API shall have the following root:
{apiRoot} /{ apiName} /<apiV ersion>

The request URI used in HTTP request from the NF service consumer towards the NF service producer shall have the
structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
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{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUriPart>
with the following components:

- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].

The <apiName> shall be "nudm-ueau".

The <apiVersion> shall be "v1".

The <api SpecificResourceUriPart> shall be set as described in clause 6.3.3.

6.3.2 Usage of HTTP

6.3.2.1 General
HTTP/2, as defined in IETF RFC 7540 [13], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

HTTP messages and bodies for the Nudm_UEAU service shall comply with the OpenAPI [14] specification contained
in Annex A4.

6.3.2.2 HTTP standard headers

6.3.2.2.1 General
The usage of HT TP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].

6.3.2.2.2 Content type
The following content types shall be supported:
JSON, as defined in IETF RFC 8259 [15], signalled by the content type "application/json".
The Problem Details JISON Object (IETF RFC 7807 [16] signalled by the content type " application/problem+json™

6.3.2.3 HTTP custom headers

6.3.2.3.1 General
The usage of HT TP custom headers shall be supported as specified in clause 5.2.3 of 3GPP TS 29.500 [4].

6.3.3 Resources

6.3.3.1 Overview
This clause describes the structure for the Resource URIs and the resources and methods used for the service.

Figure 6.3.3.1-1 depicts the resource URIs structure for the Nudm_UEAU API.
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Figure 6.3.3.1-1: Resource URI structure of the Nudm_UEAU API

Table 6.3.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 6.3.3.1-1: Resources and methods overview

(Custom operation)

information/generate-av

HTTP
Resource name R RI R D .
(Archetype) esource U or escription
custom
operation
Securitylnformation HsupiOrSuci}/security- generate- |If the variable {supiOrSuci} takes
(Custom operation) information/generate-auth-data auth-data |the value of a SUCI, the UDM
(POST) calculates the corresponding SUPI.
If the variable {supiOrSuci} takes
the value of an anonymous SUCI,
the UDM calculates the
corresponding anonymous SUPI.
The UDM calculates a fresh
authentication vector based on the
received information and the stored
security information for the SUPI if
5G-AKA or EAP-AKA!' is selected.
Otherwise, UDM provides
corresponding authentication
information.
SecuritylnformationForRg HsupiOrSuci}/security-information-rg |GET If the variable {supiOrSuci} takes
the value of a SUCI, the UDM
calculates the corresponding SUPI.
The UDM decides, based on the
received information and the stored
authentication profile of the SUPI,
that authentication by the home
network is not required for the FN-
RG.
AuthEvents / . POST Create an Authentication Event
; {supi}/auth-events
(Collection)
Individual AuthEvent /{supi}/auth-events/{authEventid} PUT Update an Authentication Event
(Document)
H{supiy/hss-security- generate- |The UDM generates the
HssSecuritylnformation information/{hssAuthType}/generate- av authentication vector(s) of the
(Custom operation) av (POST) requested type based on stored
security information for the SUPI.
generate- |The UDM generates the
GbaSecuritylnformation H{supi}/gba-security- av authentication vector(s) of the
(Custom operation) information/generate-av (POST) requested type based on stored
security information for the SUPI.
generate- |If the variable {supiOrSuci} takes
av the value of a SUCI, the UDM
ProSeSecuritylnformation H{supiOrSuci}/prose-security- (POST) calculates the corresponding SUPI.

The UDM decides, based on the
received information and the stored

authentication profile of the SUPI.

6.3.3.2

6.3.3.2.1

Description

Resource: Securitylnformation (Custom operation)

This resource represents the information that is needed together with the serving network name and the access type to
calculate a fresh authentication vector. See 3GPP TS 33.501 [6].
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6.3.3.2.2 Resource Definition
Resource URI: { api Root} /nudm-ueau/v1/{ supiOrSuci} /security-information
This resource shall support the resource URI variables defined in table 6.3.3.2.2-1.

Table 6.3.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supiOrSuci [string Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2), or

Subscription Concealed Identifier (see 3GPP TS 23.003 [8]).

Pattern: See pattern of type SupiOrSuci in 3GPP TS 29.571 [7]

(See NOTE 1, NOTE 2, NOTE 3).

NOTE 1: The format for SUCI, when the corresponding SUPI is NAl-based, contains a realm that may include a
"minus" character ("-"), which is also used as field separator. Given that the NAI and its realm shall conform
to IETF RFC 7542 [29], the regular expression defined here allows for non-ambiguous matching of the
different fields of the SUCI, even when the realm contains the "minus"” character.

NOTE 2: When the SUCI corresponds to a SUPI of type IMSI, and the Null protection scheme is used, the MSIN of
the IMSI (which is formatted by the UE and sent over the NAS protocol as Binary Coded Decimal, BCD)
shall be formatted in the SUCI as an UTF-8 string containing all decimal digits of the MSIN; see Annex C for
SUCI encoding examples.

NOTE 3: If the anonymous SUCI contain the realm part, the UDM calculates the corresponding anonymous SUPI.

6.3.3.2.3 Resource Standard Methods

No Standard Methods are supported for this resource.
6.3.3.2.4 Resource Custom Operations

6.3.3.2.4.1 Overview

Table 6.3.3.2.4.1-1: Custom operations

Operation Name Mapped HTTP
method
generate-auth-data /generate-auth-data POST Select the authentication method
and calculate a fresh AV if 5G-AKA
or EAP-AKA' is selected or provides
corresponding authentication

information.

Custom operation URI Description

6.3.3.2.4.2 Operation: generate-auth-data

6.3.3.24.2.1 Description

This custom operation is used by the NF service consumer (AUSF) to request authentication information data for the
SUPI/SUCI from the UDM. If SUCI is provided, the UDM calculates the SUPI from the SUCI (see

3GPP TS 33.501 [6]). The UDM calculates an authentication vector taking into account the information received from
the NF service consumer (AUSF) and the current representation of thisresource if 5G AKA or EAP-AKA' is selected.
For details see 3GPP TS 33.501 [6].

6.3.3.2.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.3.3.2.4.2.2-1 and the response data structure
and response codes specified in table 6.3.3.2.4.2.2-2.
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Table 6.3.3.2.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type

P

Cardinality

Description

AuthenticationIinfo
Request

M

1

Contains the

serving network name and Resynchronization Information

Table 6.3.3.2.4.2.2-2: Data structures supported by the POST Response Body on this resource

ETSI TS 129 503 V17.18.0 (2025-03)

Data type P | Cardinality |Response Description
codes
Authenticationinf | M |1 200 OK Upon success, a response body containing the selected
oResult authentication method and an authentication vector if 5G
AKA or EAP-AKA' has been selected shall be returned
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:
- USER_NOT _FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:
- AUTHENTICATION_REJECTED
- INVALID_HN_PUBLIC_KEY_IDENTIFIER
- INVALID_SCHEME_OUTPUT
ProblemDetails O |0..1 501 Not The "cause" attribute may be used to indicate one of the
Implemente [following application errors:
d - UNSUPPORTED_PROTECTION_SCHEME
This response shall not be cached.
NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.3.3.3 Resource: AuthEvents (Collection)
6.3.3.3.1 Description

This resource represents the collection of UE authentication events.

6.3.3.3.2 Resource Definition
Resource URI: { apiRoot} /nudm-ueau/v1/{ supi} /auth-events

This resource shall support the resource URI variables defined in table 6.3.3.3.2- 1.

Table 6.3.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
6.3.3.3.3 Resource Standard Methods
6.3.3.3.3.1 POST

This method shall support the URI query parameters specified in table 6.3.3.3.3.1-1.

Table 6.3.3.3.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P | Cardinality Description

n/a
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This method shall support the request data structures specified in table 6.3.3.3.3.1-2 and the response data structures and
response codes specified in table 6.3.3.3.3.1-3.

Table 6.3.3.3.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

AuthEvent M (1 The UE Authentication Event

Table 6.3.3.3.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
AuthEvent O (0.1 201 Upon success, a response body containing a representation of
Created the created Authentication Event may be returned.

The HTTP response shall include a "Location" HTTP header
that contains the resource URI of the created resource.
ProblemDetails O |0.1 404 Not The "cause" attribute may be used to indicate one of the
Found following application errors:

- USER_NOT_FOUND

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

Table 6.3.3.3.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nudm-ueau/v1/{supi}/auth-
events/{authEventid}

6.3.3.4 Resource: SecuritylnformationForRg

6.3.3.4.1 Description

This resource represents the security information of FN-RG, see 3GPP TS 33.501 [6].

6.3.3.4.2 Resource Definition
Resource URI: { apiRoot} /nudm-ueau/v1/{ supi OrSuci} /security-information-rg

This resource shall support the resource URI variables defined in table 6.3.3.4.2-1.

Table 6.3.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supiOrSuci [string Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2),

or Subscription Concealed Identifier (see 3GPP TS 23.003 [8]).

Pattern: See pattern of type SupiOrSuci in 3GPP TS 29.571 [7].

(See NOTE 1, NOTE 2).

NOTE 1: The format for SUCI, when the corresponding SUPI is NAl-based, contains a realm that may include a
"minus" character ("-"), which is also used as field separator. Given that the NAI and its realm shall conform
to IETF RFC 7542 [29], the regular expression defined here allows for non-ambiguous matching of the
different fields of the SUCI, even when the realm contains the "minus"” character.

NOTE 2: When the SUCI corresponds to a SUPI of type IMSI, and the Null protection scheme is used, the MSIN of
the IMSI (which is formatted by the UE and sent over the NAS protocol as Binary Coded Decimal, BCD)
shall be formatted in the SUCI as an UTF-8 string containing all decimal digits of the MSIN; see Annex C for
SUCI encoding examples.
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Resource Standard Methods

GET

This method shall support the URI query parameters specified in table 6.3.3.4.3.1-1.

Table 6.3.3.4.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
authenticated-ind Quthentlcatedln Mt Indicates whether authenticated by the W-AGF or not:
supported- SupportedrFeat | O 10..1 see 3GPP TS 29.500 [4] clause 6.6
features ures ' )
plmn-id Pimnid O 0.1 PLMN identity of the PLMN serving the UE

If "plmn-id" isincluded, UDM shall return the authentication data of FN-RG in the PLMN identified by "plmn-id".

If "plmn-id" is not included, UDM shall return the authentication data of FN-RG for HPLMN.

This method shall support the request data structures specified in table 6.3.3.4.3.1-2 and the response data structures and

response codes specified in table 6.3.3.4.3.1-3.

Table 6.3.3.4.3.1-2: Data structures supported by the GET Request Body on this resource

Data type

P Cardinality

Description

n/a

Table 6.3.3.4.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality | Response Description
codes
RgAuthCtx M |1 200 OK Upon success, a response body containing the authentication
indication.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate the following
Found application error:
- USER_NOT_FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden [following application errors:

- AUTHENTICATION_REJECTED
- INVALID_SCHEME_OUTPUT

NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.3.3.5 Resource: HssSecuritylnformation (Custom operation)
6.3.3.5.1 Description

This resource represents the information that is needed together with the serving network id and requested
authentication method to calculate authentication vector(s) for PS/EPS or IMS domain. See 3GPP TS 23.632 [32].

6.3.3.5.2

Resource Definition

Resource URI: { apiRoot} /nudm-ueau/v1/{ supi} /hss-security-information/{ hssA uthType}

This resource shall support the resource URI variables defined in table 6.3.3.5.2-1.

ETSI

ETSI TS 129 503 V17.18.0 (2025-03)




3GPP TS 29.503 version 17.18.0 Release 17 296 ETSI TS 129 503 V17.18.0 (2025-03)

Table 6.3.3.5.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supi Supi Represents the mobile subscription identity (see 3GPP TS 23.003 [8]).
On this resource, only the IMSI format of SUPI is used.
hssAuthType Represents the type of AVs requested by the HSS.
It is defined as an enumeration of type "HssAuthTypelnUri".

6.3.3.5.3 Resource Standard Methods

No Standard Methods are supported for this resource.
6.3.3.5.4 Resource Custom Operations

6.3.3.5.4.1 Overview

Table 6.3.3.5.4.1-1: Custom operations

Operation Name Mapped HTTP
method
generate-av /generate-av POST Calculate the authentication
vector(s) according to the requested
information (authentication method,

serving network id, resync info)

Custom operation URI CaDescription

6.3.3.5.4.2 Operation: generate-av

6.3.3.5.4.2.1 Description

This custom operation is used by the NF service consumer (HSS) to request calculation of authentication vector(s) for
the provided SUPI and the requested authentication method.

6.3.3.5.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.3.3.5.4.2.2-1 and the response data structure
and response codes specified in table 6.3.3.5.4.2.2-2.

Table 6.3.3.5.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
HssAuthentication | M |1 Contains the authentication method, number of requested vectors, serving
InfoRequest network id and resynchronization information
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Table 6.3.3.5.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
HssAuthenticatio | M |1 200 OK Upon success, a response body containing authentication
ninfoResult vector(s) shall be returned.
ProblemDetails O |0..1 404 Not The "cause" attribute may be used to indicate the following
Found application error:
- USER_NOT FOUND
ProblemDetails O |0.1 403 The "cause" attribute may be used to indicate one of the
Forbidden |following application errors:
- AUTHENTICATION_REJECTED
ProblemDetails O |0.1 501 Not The "cause" attribute may be used to indicate the following
Implemente |application error:
d - UNSUPPORTED_AUTHENTICATION_METHOD
This response shall not be cached.
NOTE: In addition, common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
6.3.3.6 Resource: Individual AuthEvent
6.3.3.6.1 Resource Definition

Resource URI: { apiRoot} /nudm-ueau/v1/{ supi} /auth-events/{ authEventl d}

This resource shall support the resource URI variables defined in table 6.3.3.6.1-1.

Table 6.3.3.6.1-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supi Supi Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: See pattern of type Supi in 3GPP TS 29.571 [7]
authEventld |string Represents the authEvent Id per UE per serving network assigned by the UDM during
ResultConfirmation service operation.
6.3.3.6.2 Resource Standard Methods
6.3.3.6.2.1 PUT

This method shall support the URI query parameters specified in table 6.3.3.6.2.1-1.

Table 6.3.3.6.2.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type P

Cardinality Description

n/a

This method shall support the request data structures specified in table 6.3.3.6.2.1-2 and the response data structures and
response codes specified in table 6.3.3.6.2.1-3.

Table 6.3.3.6.2.1-2: Data structures supported by the PUT Request Body on this resource

Data type P

Cardinality Description

AuthEvent

M

1 The UE Authentication Event
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Table 6.3.3.6.2.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Upon success, an empty response body shall be returned.
Content
ProblemDetails O |0.1 404 Not If the resource corresponding to the authEventld does not
Found exist, a response code of 404 Not Found shall be returned.
The "cause" attribute may be set to:
- DATA_NOT_FOUND
|NOTE: In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.

6.3.3.7 Resource: GbaSecuritylnformation (Custom operation)

6.3.3.7.1 Description

This resource represents the information that is needed to cal cul ate authentication vector(s) for GBA's BSF. See
3GPP TS 33.220 [61].

6.3.3.7.2 Resource Definition
Resource URI: { api Root} /nudm-ueau/v1/{ supi} /gha-security-information
This resource shall support the resource URI variables defined in table 6.3.3.7.2- 1.

Table 6.3.3.7.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.3.1
supi Supi Represents the mobile subscription identity (see 3GPP TS 23.003 [8]).
6.3.3.7.3 Resource Standard Methods

No Standard Methods are supported for this resource.

6.3.3.7.4

6.3.3.7.4.1

Resource Custom Operations

Overview

Table 6.3.3.7.4.1-1: Custom operations

Operation Name

Custom operation URI

Mapped HTTP
method

CaDescription

generate-av

/generate-av

POST

vector(s)

Calculate the authentication

6.3.3.7.4.2

6.3.3.7.4.2.1

Operation: generate-av

D

escription

This custom operation is used by the NF service consumer (GBA's BSF) to request calculation of authentication
vector(s) for the provided SUPI.

6.3.3.7.4.2.2

This operation shall support the request data structures specified in table 6.3.3.7.4.2.2-1 and the response data structure

Operation Definition

and response codes specified in table 6.3.3.7.4.2.2-2.
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Table 6.3.3.7.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P

Cardinality

Description

GbaAuthenticatio | M
ninfoRequest

1

It contains the requested authentication type and, option