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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

The present document is part 1 of a multi-part deliverable covering conformance test specification for Mission Critical
Services over LTE consisting of:

3GPP TS 36.579-1: "Mission Critical (MC) servicesover LTE; Part 1: Common test environment” (the
present document)

3GPP TS 36.579-2 [2]: "Mission Critical (MC) services over LTE; Part 2: Mission Critical Push To Talk
(MCPTT) User Equipment (UE) Protocol conformance specification”

3GPP TS 36.579-3[3]: "Mission Critical (MC) services over LTE; Part 3: Mission Critical Push To Talk
(MCPTT) Server Application test specification”

3GPP TS 36.579-4 [4]: "Mission Critical (MC) services over LTE; Part 4: Test Applicability and
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3GPP TS 36.579-5 [5]: "Mission Critical (MC) services over LTE; Part 5: Abstract test suite (ATS)"
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1 Scope

The present document defines the common test environment required for testing Client and Server implementations for
compliance to the Mission Critical Services over LTE protocol requirements defined by 3GPP.

It contains definitions of reference conditions and test signal's, default messages and other parameters, generic
procedures, and, common requirements for test equipment with the goa for facilitating testing in general and test
procedures specification in particular. Various parts of its content are referred to from other parts of the Mission Critical
Services over LTE protocol conformance testing specification e.qg. TS 36.579-2[2] , TS 36.579-3 [3], 3GPP TS 36.579-
6 [84], 3GPP TS 36.579-7 [85].

The present document does not define the common test environment required for testing the implementation of the
underlying LTE protocols, i.e. the LTE bearers used for transport of the Mission Critical Services signalling and media.
Thisisdefined in TS 36.508 [6] and referred to from the present document whenever needed.

In regard to default messages or other information elements contents, the present document refers to content defined in
requirements specifications specified by 3GPP or other organisations.

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 36.579-2: "Mission Critical (MC) servicesover LTE; Part 2: Mission Critical Push To
Talk (MCPTT) User Equipment (UE) Protocol conformance specification".

[3] 3GPP TS 36.579-3: "Mission Critical (MC) services over LTE; Part 3: Mission Critical Push To
Talk (MCPTT) Server Application test specification”.

[4] 3GPP TS 36.579-4: "Mission Critical (MC) services over LTE; Part 4: Test Applicability and
Implementation Conformance Statement (1CS)".

[5] 3GPP TS 36.579-5: " Mission Critical (MC) servicesover LTE; Part 5: Abstract test suite (ATS)".

[6] 3GPP TS 36.508: "Evolved Universal Terrestrial Radio Access (E-UTRA) and Evolved Packet
Core (EPC); Common Test Environments for User Equipment (UE) Conformance Testing".

[7] 3GPP TS 22.179: "Mission Critical Push To Talk (MCPTT) over LTE; Stage 1".

[8] 3GPP TS 23.179: "Functional architecture and information flows to support mission critical
communication services, Stage 2".

[9] 3GPP TS 24.379: "Mission Critical Push To Talk (MCPTT) call control; Protocol specification”.

[10] 3GPP TS 24.380: "Mission Critical Push To Talk (MCPTT) floor control; Protocol specification”.

[11] 3GPP TS 24.481: "Mission Critical Services (MCS) group management; Protocol specification”.

[12] 3GPP TS 24.482: "Mission Critical Services (MCS) identity management; Protocol specification”.

[13] 3GPP TS 24.483: "Mission Critical Services (MCS) Management Object (MO)".

ETSI



3GPP TS 36.579-1 version 16.4.0 Release 16 13 ETSI TS 136 579-1 V16.4.0 (2024-05)

[14]

[15]
[16]

[17]
[18]
[19]
[20]
[21]
[22]
[23]

[24]
[25]

[26]
[27]
[28]
[29]
[30]
[31]

[32]

[33]

[34]

[35]

[36]

[37]

[38]
[39]
[40]

[41]

3GPP TS 24.484: "Mission Critical Services (MCS) configuration management; Protocol
specification”.

3GPP TS 33.179: "Security of Mission Critical Push-To-Talk (MCPTT) over LTE".

3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP)
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3 Definitions, symbols and abbreviations
Editor's Note: Implication to the content of the present chapter due to the introduction of MCVideo and MCData are
FFS.

3.1 Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A
term defined in the present document takes precedence over the definition of the sameterm, if any, in 3GPP
TR 21.905[1].

For the purpose of the present document, the following terms and definitions given in TS 24.379 [9] apply:

An MCPTT user is affiliated to an MCPTT group
An MCPTT user is affiliated to an MCPTT group at an MCPTT client
Affiliation status

Group identity

In-progress emergency private call state
In-progress imminent peril group state

MCPTT client ID

MCPTT emergency alert state

MCPTT emergency group state

MCPTT emergency group call state

MCPTT emergency private call state

MCPTT emergency private priority state

MCPTT imminent peril group call state

MCPTT imminent peril group state

MCPTT private emergency alert state

MCPTT speech

Media-floor control entity

Temporary MCPTT group identity

Trusted mutual aid

Untrusted mutual aid

For the purposes of the present document, the following terms and definitions given in TS 22.179 [7] apply:

In-progress emergency
MCPTT emergency alert
MCPTT emergency group call
MCPTT emergency stete
Partner MCPTT system
Primary MCPTT system

For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.380 [10] apply:
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MBMS subchannel

For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.179 [8] apply:
Pre-selected MCPTT user profile

3.2 Symbols

Void.

3.3 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

ECGI E-UTRAN Cell Global Identification
FFS For Further Study
ICS I mplementation Conformance Statement
IPEG In-Progress Emergency Group
IPEPC In-Progress Emergency Private Call
IPIG In-Progress Imminent peril Group
IuT Implementation Under Test
IXIT I mplementation eXtra Information for Testing
MBMS Multimedia Broadcast and Multicast Service
MBSFN Multimedia Broadcast multicast service Single Frequency Network
MCData Mission Critical Data
MCPTT Mission Critical Push To Talk
MCPTT group ID  MCPTT group | Dentity
MCVideo Mission Critical Video
MCX Mission Critical X, with X = PTT or X=Video or X= Data
MEA MCPTT Emergency Alert
MEG MCPTT Emergency Group
MEGC MCPTT Emergency Group Call
MEPC MCPTT Emergency Private Call
MEPP MCPTT Emergency Private Priority
MES MCPTT Emergency State
MIME Multipurpose Internet Mail Extensions
MIG MCPTT Imminent peril Group
MIGC MCPTT Imminent peril Group Call
MONP MCPTT Off-Network Protocol
MPEA MCPTT Private Emergency Alert
NAT Network Address Tranglation
QCl QoS Class Identifier
RTP Real-time Transport Protocol
SAI Service Area ldentifier
SDP Session Description Protocol
SIP Session Initiation Protocol
SS System Simulator
SSRC Synchronization SouRCe
TGl Temporary MCPTT Group I dentity
TMGI Temporary Mobile Group |dentity
TP Transmission Point
URI Uniform Resource | dentifier
4 General
Editor's note: Implication to the content of the present chapter due to the introduction of MCVideo and MCData are
FFS.
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4.0 Introduction

Depending on the TS 36.579-5[5] test model being used, either the LTE UE (with the MCX Client installed) is
considered asthe IUT (MCX EUTRA test model), or, only the MCX Client is considered asthe IUT (MCX IPCAN test
model).

4.1 MCPTT Conformance testing test points overview
Figure 4.1.1 provides a general overview of all MCPTT players which may have arole in different conformance testing
scenarios together with virtual test points representing the information flow which is intended for conformance testing.

The figureis mainly for descriptive purposes and may not necessarily represent areal MCPTT deployment or
implementation.
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Figure 4.1.1: MCPTT Conformance testing test points model

NOTE 1: Which of the shown entities will be ssmulated and which will be real implementation depends on the test
scenario. In the test scenariosin which they play a part, the entities presented with dashed borders and
grey fill will be always simulated whereas, the entities with light yellow fill (UE3) will be
Implementation Under Test (IUT). The entities with white fill will be either simulated or IUTs or real
implementation (e.g. network) depending on the test scenario.

NOTE 2: While showing the different players, figure 4.1.1 should not be understood as showing test environment
implementation.

The test points shown on Figure 4.1.1 cover behaviour/requirements observed at various reference points and
communication scenarios:

- MCPTT on-network (whenever relevant, reference points as specified in TS 23.179 [8] Functional model
description clause 7.3.1 'On-network functional model' are referred):

- Application plane (MCPTT-1, MCPTT-4, MCPTT-7, MCPTT-8 and MCPTT-9), and, (CSC-1, CSC-2, CSC-
4 and CSC-8); Signalling control plane (SIP-1, HTTP-1 and HTTP-2). Test point: (1) or (2). IUT: the UE or
the MCPTT Client or the MCPTT Server.
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- MCPTT-3 (between different MCPTT Servers), CSC-7 (other group management Servers, normally
associated with other MCPTT Servers); Signalling control plane (SIP-2, HTTP-1, HTTP2 and HTTP-3). Test
point: (4). IUT: the MCPTT Server.

- MCPTT off-network (TS 23.179 [8], clause 7.3.2 'Off-network functional model’). Test point: (3). IUT: the UE.

- LTE Legacy requirements between UE and EPS and between 2 UESs (covering e.g. Bearer Management at the
UE side, ProSe including among others UE-to-network relay, MBMS). Test point: (1), (2) or (3).

Figure 4.1.2 provides a general overview of functions distributions at the MCPTT server side when multiple MCPTT
Servers are involved. More functional models can be found in TS 24.379 [9].

Primary MCPTT System Partner MCPTT System

(4.2)
r=======°=° 1 .. . Fr=======°=° 1
i ] Originating m ) (\ Terminating ! ]
i M_CPTT ' Participating Controlllng. Participating - M(.:PTT |
' ClientX 1 MCPTT function MCPTT function v MCPTT function ' ClientY

V

(4.1)

Primary MCPTT System Partner MCPTT System

<——=Test Point

Figure 4.1.2: MCPTT Conformance testing Client-to-Client test points model

NOTE 3: While showing the different players and Server functionality, figure 4.1.2 should not be understood as
showing test environment implementation.

The test points shown on Figure 4.1.2 provide an example of how 2 different communication scenarios between 2
MCPTT Serverswill result in the communication between the servers being monitored at different test points (4.1) and
(4.2). 1t should be noted that Figure 4.1.2 does not imply the physical existence of 2 test points during MCPTT Server-
to-Server testing rather it shows two different information flows which need to be verified for conformance. In practice
thiswill also mean that for testing the MCPTT Server on the Server-to-Server interface (test point 4 on Figure 4.1.1),
the System Simulator (SS) will need to implement (i.e. be able to simulate) at least all 3 MCPTT functions.

4.2

Based on the test points models shown in clause 4.1 examples for test environment implementations are provided
below. Figures 4.2.1 to 4.2.3 show test configuration where the Implementation Under Test (IUT) and the System
Simulator communicate, one with the other, over the LTE radio interface (test points (1), (2) and (3)). Figure 4.2.4
shows test configuration where the IUT and the system simulator, simulating MCPTT Clients, communicate, one with
the other, over the LTE radio interface (test points (1)). Figures 4.2.5 and 4.2.6 show test configuration where the IUT
and the System Simulator communicate, one with the other, over the MCPTT-3 interface, as defined by TS 23.179[8],
clause 7.5.2.4 (test points (4)).

MCPTT Conformance testing test environment overview
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___________________________________________________________
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Figure 4.2.1: Testing the MCPTT Client (on-network)

NOTE 1: Figure4.2.1 covers also the case for testing the UE at interface (1) when the IUT behaves as a Relay. For
testing this the existence of another UE playing the role of an UE off-network which uses the Relay to
connect to the Server will be needed. This could be implemented by the SS simulating both in similar
manner asit is shown on Figure 4.2.2.

MCPTT Client
under test

UE simulation

MCPTT Client
simulation

il (Y

UE under test

NWK simulation

MCPTT Server
simulation

System Simulator

<—— Test Point

Figure 4.2.2: Testing the MCPTT Client (on-network) Relay side

NOTE 1: Figure4.2.2 coversthe case for testing the UE at interface (2) when the IUT behaves as a Relay. For
testing this, the existence of LTE NWK and Server to which the Relay relays the data will be needed.
This could be implemented by the SS simulating both.
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Figure 4.2.3: Testing the MCPTT Client (off-network)
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Figure 4.2.5: Testing the MCPTT Server (server-to-server), Controlling function
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Figure 4.2.6: Testing the MCPTT Server (server-to-server), Originating function

4.3 MCPTT Conformance testing players and roles
assumptions

Based on the described in clause 4.2 test environment scenarios a number of players and their roles have been
designated to facilitate the test specification and provide a consistent test description.

For the purposes of MCPTT Client testing
1MCPTT Server:
- Server A simulated by the SS (in the case of on-network operation).
2MCPTT Clients:
- Client A installed on the implementation under test

- Client B simulated by the System Simulator (SS) either explicitly (in the case of off-network operations), or,
implicitly (in the case of on-network operation).

3MCPTT Users:
- User A registered with Client A and operating on the implementation under test

- User B registered with Client B simulated by the System Simulator (SS) either explicitly (in the case of off-
network operations), or, implicitly (in the case of on-network operation); pre-set at User A configuration as
User allowed to be called by User A for any types of calls

- User C known to the User A, not involved in any communication, defined for the sole purpose of testing if
the User A/Client A can distinguish between different users when choosing one of them for action; pre-set at
User A configuration as User allowed to be called by User A for any types of calls.

4 MCPTT groups:

- Group A to which User A isimplicitly affiliated, pre-set at User A configuration, and, comprising as
members User A, User B and User C, to be available throughout the entire testing.

- Group D to which User A isnot implicitly affiliated, pre-set at User A configuration, and, comprising as
members User B and User C, to be used for testing group affiliation.

- Groups B and C not pre-set at User A configuration, to be used for testing creation and termination of groups.
For the purposes of MCPTT Server testing
1 MCPTT Server:

- Server A installed on the implementation under test.
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Client A simulated by the System Simulator (SS)
Client B simulated by the System Simulator (SS).

- User A registered with Client A simulated by the System Simulator (SS) ; pre-set at User A configuration as
User allowed to be called by User A for any types of calls

- User B registered with Client B simulated by the System Simulator (SS); pre-set at User A configuration as
User allowed to be called by User A for any types of calls

1MCPTT group:

- Group A to which User A isimplicitly affiliated, pre-set at User A configuration, and, comprising as
members User A and User B to be available throughout the entire testing.

4.4 References to TS 33.179 and TS 33.180

For the purposes of this Technical Specification, it isassumed that TS 33.180 supersedes TS 33.179 and is a backwards

compatible substitute for TS 33.179.

4.5 MCVideo Conformance testing test points overview

Figure 4.5.1 provides a general overview of all MCVideo players which may have arolein different conformance
testing scenarios together with virtual test points representing the information flow which isintended for conformance
testing. The figure is mainly for descriptive purposes and may not necessarily represent areal MCVideo deployment or

implementation.

MCVideo Server

MCVideo Media

MCVWideo Signaling

EPS Signaling

= == MC\ideo Madia

Application service level
SIP CORE
EPS UE3
g J‘[:II:IIZ} )
UE1 UE2 UE4

Figure 4.5.1: MCVideo Conformance testing test points model
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NOTE 1: Which of the shown entities will be simulated and which will be real implementation depends on the test
scenario. In the test scenarios in which they play a part, the entities presented with dashed borders and
grey fill will be always simulated whereas, the entities with light yellow fill (UE 1 or UES3) will be
Implementation Under Test (IUT).

NOTE 2: While showing the different players, figure 4.5.1 should not be understood as showing test environment
implementation.

The test points shown on Figure 4.5.1 cover behaviour/requirements observed at various reference points and
communication scenarios:

- MCVideo on-network (TS 23.280 [110] Functional model description clause 7.3.1 'On-network functional
model' and TS 23.281 [91] Functional model description clause 6.1.1 'On-network functional model'.):

- Application plane (MCVideo-1, MCVideo-4, MCVideo-5, MCVideo-6, MCVideo-7, MCVideo-8 and
MCVideo-9), and, (CSC-1, CSC-2, CSC-4, CSC-8, and CSC-14); Signalling control plane (SIP-1, HTTP-1 and
HTTP-2). Test point: (1). IUT: the UE or the MCVideo Client.

- MCVideo off-network (TS 23.280 [110], clause 7.3.2 'Off-network functional model' and TS 23.281 [91],
clause 6.1.2 'Off-network functional model'.). Test point: (2). IUT: the UE.

- LTE Legacy requirements between UE and EPS and between 2 UESs (covering e.g. Bearer Management at the
UE side, ProSe, MBMS). Test point: (1) or (2).

4.6 MCVideo Conformance testing test environment overview

Based on the test points models shown in clause 4.5 examples for test environment implementations are provided
below. Figures 4.6.1 and 4.6.2 show test configuration where the Implementation Under Test (IUT) and the System
Simulator communicate, one with the other, over the LTE radio interface (test points (1) and (2)).

MCVideo Client

1
1 1
1 1
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1 1
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! under test i

1
1 1
1 1
1 1
1 1
1 1
1 1
1 1

simulation
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UE under test System Simulator

_____________________________

<——Test Point

Figure 4.6.1: Testing the MCVideo Client (on-network)
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T
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1
1
1
1
1
1
1

UE under test System Simulator :

___________________________________________________________

<———Test Point

Figure 4.6.2: Testing the MCVideo Client (off-network)
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4.7 MCVideo Conformance testing players and roles
assumptions

Based on the described test environment scenariosin clause 4.6, a number of players and their roles have been
designated to facilitate the test specification and provide a consistent test description.

For the purposes of MCVideo Client testing
1 MCVideo Server:
- Server A simulated by the SS (in the case of on-network operation).
2 MCVideo Clients:
- Client A installed on the implementation under test

- Client B simulated by the System Simulator (SS) either explicitly (in the case of off-network operations), or,
implicitly (in the case of on-network operation).

3 MCVideo Users:
- User A registered with Client A and operating on the implementation under test

- User B registered with Client B simulated by the System Simulator (SS) either explicitly (in the case of off-
network operations), or, implicitly (in the case of on-network operation); pre-set at User A configuration as
User allowed to be called by User A for any types of calls

- User C known to the User A, not involved in any communication, defined for the sole purpose of testing if
the User A/Client A can distinguish between different users when choosing one of them for action; pre-set at
User A configuration as User allowed to be called by User A for any types of calls.

4 MCVideo groups:

- Group A to which User A isimplicitly affiliated, pre-set at User A configuration, and, comprising as
members User A, User B and User C, to be available throughout the entire testing.

- Group D to which User A isnot implicitly affiliated, pre-set at User A configuration, and, comprising as
members User B and User C, to be used for testing group affiliation.

- Groups B and C not pre-set at User A configuration, to be used for testing creation and termination of groups.

4.8 MCData Conformance testing test points overview

Figure 4.8.1 provides a general overview of all MCData players which may have arole in different conformance testing
scenarios together with virtual test points representing the information flow which is intended for conformance testing.
The figureis mainly for descriptive purposes and may not necessarily represent areal MCData deployment or
implementation.
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MCData Server

Application service level

SIP CORE

EPS UE3

UE1

UE2

Figure 4.8.1: MCData Conformance testing test points model

NOTE 1: Which of the shown entities will be simulated and which will be real implementation depends on the test
scenario. In the test scenarios in which they play a part, the entities presented with dashed borders and
grey fill will be always simulated wheresas, the entities with light yellow fill (UEL or UE3) will be
Implementation Under Test (IUT).

NOTE 2: While showing the different players, figure 4.8.1 should not be understood as showing test environment
implementation.

The test points shown on Figure 4.8.1 cover behaviour/requirements observed at various reference points and
communication scenarios:

- MCData on-network (TS 23.280 [110] Functional model description clause 7.3.1 'On-network functional model’
and TS 23.282 [91] Functional model description clause 6.4.1, 6.5.1, and 6.6.1 'On-network functional model'.):

- Application plane (MCData-SDS-1, MCData-SDS-2, MCData-SDS-3, MCData-FD-1, MCData-FD-2, MCData
FD-3, MCData-FD-4, MCData -5, and MCData -6), and, (CSC-1, CSC-2, CSC-4, CSC-8, and CSC-14);
Signalling control plane (SIP-1, HTTP-1 and HTTP-2). Test point: (1). IUT: the UE or the MCData Client.

- MCData off-network (TS 23.280 [110], clause 7.3.2 'Off-network functional model' and TS 23.282 [91],
clause 6.4.2 'Off-network functional model'.). Test point: (2). IUT: the UE.

- LTE Legacy requirements between UE and EPS and between 2 UESs (covering e.g. Bearer Management at the
UE side, ProSe). Test point: (1) or (2).

4.9 MCData Conformance testing test environment overview

Based on the test points models shown in clause 4.8 examples for test environment implementations are provided
below. Figures 4.9.1 and 4.9.2 show test configuration where the Implementation Under Test (IUT) and the System
Simulator communicate, one with the other, over the LTE radio interface (test points (1) and (2)).
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Figure 4.9.1: Testing the MCData Client (on-network)
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Figure 4.9.2: Testing the MCData Client (off-network)

4.10 MCData Conformance testing players and roles
assumptions

Based on the described test environment scenariosin clause 4.9, a number of players and their roles have been
designated to facilitate the test specification and provide a consistent test description.

For the purposes of MCData Client testing
1 MCdata Server:
- Server A simulated by the SS (in the case of on-network operation).
2 MCbData Clients:
- Client A installed on the implementation under test

- Client B simulated by the System Simulator (SS) either explicitly (in the case of off-network operations), or,
implicitly (in the case of on-network operation).

3 MCData Users:
- User A registered with Client A and operating on the implementation under test

- User B registered with Client B simulated by the System Simulator (SS) either explicitly (in the case of off-
network operations), or, implicitly (in the case of on-network operation); pre-set at User A configuration as
User allowed to be called by User A for any types of calls
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- User C known to the User A, not involved in any communication, defined for the sole purpose of testing if
the User A/Client A can distinguish between different users when choosing one of them for action; pre-set at
User A configuration as User allowed to be called by User A for any types of calls.

4 MCData groups.

- Group A to which User A isimplicitly affiliated, pre-set at User A configuration, and, comprising as
members User A, User B and User C, to be available throughout the entire testing.

- Group D to which User A isnot implicitly affiliated, pre-set at User A configuration, and, comprising as
members User B and User C, to be used for testing group affiliation.

- Groups B and C not pre-set at User A configuration, to be used for testing creation and termination of groups.

5 Common Test Environment

5.1 General

Clause 5 provides basic test requirements, and, Generic Procedures and Default messages content to be used by the test
cases wherever applicable.

5.2 Reference test conditions

521 General

Any E-UTRA frequency band can be used to provide the underlying communication bearer to carry the MCS
communication. The requirements are defined in TS 36.508 [6].

52.2 On-network

There are no specific requirements to the UE on which the MCS client is installed when operating in on-network
environment. The basic E-UTRA/EPC procedures shall be supported.

52.3 Off-network

When operating in off-network environment a MCS client shall:
- implement the procedures for ProSe direct discovery for public safety use as specified in 3GPP TS 24.334 [78];

- implement the procedures for one-to-one ProSe direct communication for Public Safety use as specified in 3GPP
TS24.334[78].

- implement the procedures for one-to-many ProSe direct communication for Public Safety use as specified in
3GPP TS 24.334[78].

5.3 Generic test procedures for UE MCS operation

531 General

The purpose of the procedures specified in the following clausesis to facilitate test description by providing procedure
sequences which can be referred from the relevant TCs specified e.g. in 3GPP TS 36.579-2 [2], 3GPP TS 36.579-3 [3],
3GPP TS 36.579-6 [84], 3GPP TS 36.579-7 [85].

The procedures specified are required to ensure that any MC service can take place or specific MC relevant pre-
conditions are met before a test case can be executed.
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5.3.2 Initial MCX Authentication, Registration, Configuration and
Subscription

5.3.2.1 Initial conditions
Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.
System Simulator:

- SS(MCX server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to
the default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [6]
clause 4.4. The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCX operation in the
MCX configuration document).

Implementation Under Test (IUT):
- UE (MCX client)

- The MCX Client has been provisioned either with the address information of the server from which the client
can retrieve the MCX UE initial configuration document (steps 1al-1a2 of procedure ‘MCX Initial
Configuration and User Authentication', Table 5.3.2.3.1-1) or directly with the Initial UE Configuration Data
as specified in Table 5.5.8.1-1.

- According to TS 33.180[94] dl HTTP connections are secured by TLS.
The HTTP-1 interface authentication between the HTTP client in the MC UE and the HTTP server endpoint
(HTTP proxy, 1dM server or KMS) shall be performed by one-way authentication of the HTTP server
endpoint based on server certificate as described in TS 33.180 [94] clause 6.1.1.

- The UE User is provided with username/password for user authentication (px_MCX_User_A_username,
px_MCX_User_A_password as provided in TS 36.579-5 [5], Table 9.2-1: MCX Client Common PIXIT)

- Thetest USIM set as defined in clause 5.5.10 is inserted.
- The UE is attached to EPS services.

- The UE s provisioned with the names and values of the Transport Key (TrK) and the Integrity Key (InK),
since the KM S shall encrypt the key material sent to the client with the TrK and sign the response with the
TrK or the InK according to TS 33.180 [94].
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5.3.2.2 Main Procedure

5.3.2.2.1 Procedure

Table 5.3.2.2.1-1: Initial MCX Authentication, Registration, Configuration and Subscription

St Procedure Message Sequence

U-S Message

- EXCEPTION: The procedures of steps 1 and 2 - -
happen in parallel

1 The UE (MCX client) performs procedure - -
‘MCX Initial Configuration and User
Authentication’ as described in Table
5.3.2.3.1-1

2 The UE (MCX client) performs procedure ‘SIP - -
registration’ as described in Table 5.3.2.4.1-1
(NOTE 1)

- EXCEPTION: The procedures of steps 3, 4 - -
and 5 happen in parallel

3 The UE (MCX client) performs procedure - -
‘Publication of MCX service settings' as
described in Table 5.3.2.5.1-1

(NOTE 1)

4 | The UE (MCX client) performs procedure - -
‘Configuration management subscription’
as described in Table 5.3.2.6.1-1

5 The UE (MCX client) performs procedure - -
‘Group management subscription with
optional GMK retrieval‘ as described in Table
5.3.2.7.1-1

6 The SS (MCX server) sends a SIP MESSAGE <-- SIP MESSAGE
for configuration of Location Info reporting.

7 | The UE (MCX client) responds with SIP 200 --> SIP 200 (OK)
(OK)

NOTE 1: Based on UE implementation, the access token may be provided using either a SIP REGISTER at initial
SIP registration (Table 5.3.2.4.1-1 step 3al) or in the SIP PUBLISH for MCPTT server settings (Table
5.3.2.5.1-1 step 1bl); the SIP REGISTER can only be used when the access token is already available.

5.3.2.2.2 Specific message contents

All message contents are as specified in clause 5.5 with the following clarifications:

Table 5.3.2.2.2-1: SIP MESSAGE (step 6, Table 5.3.2.2.1-1)

Derivation Path: Table 5.5.2.7.2-1, condition LOCATION CONFIG
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-body MCPTT-Info as MCPTT

described in Table
5.3.2.2.2-2
MCVideo-Info as MCVIDEO
described in Table
5.3.2.2.2-3
MCData-Info as MCDATA
described in Table
5.3.2.2.2-4
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Table 5.3.2.2.2-2: MCPTT Info in SIP MESSAGE (Table 5.3.2.2.2-1)

Derivation Path: Table 5.5.3.2.2-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-calling-user-id not present

Table 5.3.2.2.2-3: MCVideo Info in SIP MESSAGE (Table 5.3.2.2.2-1)

Derivation Path: Table 5.5.3.2.2-2
Information Element Value/remark Comment Reference Condition
mcvideoinfo
mcvideo-Params
mcvideo-calling-user-id not present

Table 5.3.2.2.2-4: MCData Info in SIP MESSAGE (Table 5.3.2.2.2-1)

Derivation Path: Table 5.5.3.2.2-3
Information Element Value/remark Comment Reference Condition
mcdatainfo
mcdata-Params
mcdata-calling-user-id not present
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5.3.2.3 MCX Initial Configuration and User Authentication

5.3.2.3.1 Procedure

Table 5.3.2.3.1-1: MCX Initial Configuration and User Authentication
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St

Procedure

Message Sequence

Message

TP

Verdict

EXCEPTION: Steps lal-1a2 describe behaviour that
depends on UE implementation.

lal

IF the UE (MCX client) is capable of downloading the MCX
UE initial configuration document THEN the UE (MCX
client) sends an HTTP GET Request to retrieve the initial
UE configuration from the server.

NOTE: Otherwise the UE needs to be preconfigured with
the Initial UE Configuration Data as initial condition.

>

HTTP GET (initial UE
configuration)

la2

The SS sends an HTTP 200 (OK) including the initial UE
configuration document

HTTP 200 (OK)

Void

EXCEPTION: The messages in steps 3al-7 are
transmitted over a secure TLS tunnel that has been
established by the UE (MCX client) as specified by 3GPP
TS 33.310 [70], to the authorisation endpoint of the IdM
server as specified in 3GPP TS 33.180 [94] using the
configured URL of the authorisation endpoint of the I[dM
server as specified in the
"<x>/OnNetwork/AppServerinfo/IDMSAuthEndpoint" leaf
node, Table 5.5.8.1-1.

EXCEPTION: Steps 3al-3b1l describe behaviour that
depends on UE implementation of the OpenlID Connect
protocol; the UE may either use an HTTP GET or an HTTP
POST to send the OpenID Connect Authentication
Request.

3al

The UE (MCX client) sends an OpenID Connect
Authentication Request using HTTP GET.

>

HTTP GET (Authorization)

3bl

The UE (MCX client) sends an OpenID Connect
Authentication Request using HTTP POST.

>

HTTP POST (Authorization)

The SS sends an HTTP 200 (OK) including the HTML form
requesting username and password.

HTTP 200 (OK)

Provide the UE (MCX client) with user credentials:
username and password (px_MCX_User_A_username,
px_MCX_User_A_password).

(NOTE 1)

The UE (MCX client) sends an HTTP POST Request
containing user name and password.

HTTP POST

The SS sends a HTTP 302 (Found) as the OpenID
Connect Authentication Response containing an
authorization code.

HTTP 302 (Found)

Void

EXCEPTION: The messages in steps 9-10 are transmitted
over a secure TLS tunnel that has been established by the
UE (MCX client) as specified by 3GPP TS 33.310 [70] to
the token endpoint of the IdM server as specified in 3GPP
TS 33.180 [94] using the configured URL of the token
endpoint of the IdM server as specified in the
"I<x>/OnNetwork/AppServerinfo/IDMSTokenEndpoint" leaf
node, Table 5.5.8.1-1.

The UE (MCX client) sends an HTTP POST Request
(OIDC Token Request), passing the authorization code
obtained in step 7.

>

HTTP POST

10

The SS sends an HTTP 200 (OK) providing id_token,
access_token and refresh token.

HTTP 200 (OK)

EXCEPTION: The messages in steps 11-14 are
transmitted over a secure TLS tunnel that has been
established by the UE (MCX client) as specified by 3GPP
TS 33.310 [70] to the HTTP Proxy as specified in 3GPP
TS 33.180 [94] using the configured URL of the HTTP
Proxy as specified in the
"I<x>/OnNetwork/AppServerinfo/HTTPproxy" leaf node,
Table 5.5.8.1-1.

11

The UE (MCX client) sends an HTTP POST presenting the
access token obtained in step 10.

>

HTTP POST
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St Procedure Message Sequence TP Verdict
U-S Message
12 | The SS replies with identity specific key information. <-- HTTP 200 (OK) - -
13 | The UE (MCX client) sends an HTTP POST presenting an --> HTTP POST - P
access token for Key Material Request.
14 | The SS replies to the UE with identity specific key <-- HTTP 200 (OK) - -

information.

NOTE 1: The UE is expected to prompt the MCX user for username and password, or it may be stored on the UE. The
provision of the username/password is expected to be done via a suitable implementation dependent MMI.

5.3.2.3.2

Specific message contents

All message contents are as specified in clause 5.5 with the following clarifications:

Table 5.3.2.3.2-1: HTTP GET (Step 1, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.2-1, condition UEINITIALCONFIG

Table 5.3.2.3.2-2: HTTP 200 (OK) (Step 2, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.6-1, condition UEINITIALCONFIG

Table 5.3.2.3.2-3: HTTP GET (Step 3al, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.2-1, condition AUTH

Table 5.3.2.3.2-4: HTTP POST (Step 3b1, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.3-1, condition AUTH

Table 5.3.2.3.2-5: HTTP 200 (OK) (Step 4, Table 5.3.2.3.1-1)

Derivation Path: Table 5.5.4.6-1

Information Element Value/remark Comment Reference Condition
Content-Type
media-type "text/html" RFC 2854
[111]
Message-body
HTML form <IDOCTYPE html|> "/lidms/userauth” given HTML 4.01
<htmlI> by Specification
<body> tsc_MCX_IdMS_userau | [105]
th_UriPath is the URI to
<form be used by the UE as

action="/idms/userauth"
method="post">
Username: <input
type="text"
name="user"><br>
Password: <input
type="password"
name="password"><bu
tton
type="submit">Login</b
utton>

</form>

</body>
</html>

request URI in the
HTTP POST request
for user authentication
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Table 5.3.2.3.2-6: HTTP POST (Step 6, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.3-1, condition USERAUTH

Table 5.3.2.3.2-7: HTTP 302 (Found) (Step 7, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.8-1, condition AUTH.

Table 5.3.2.3.2-8: HTTP POST (Step 9, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.3-1, condition TOKEN

Table 5.3.2.3.2-9: HTTP 200 (OK) (Step 10, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.6-1, condition TOKEN

Table 5.3.2.3.2-10: HTTP POST (Step 11, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.33-1, condition KMSINIT.

Table 5.3.2.3.2-11: HTTP 200 (OK) (Step 12, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.6-1, condition KMSINIT.

Table 5.3.2.3.2-12: HTTP POST (Step 13, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.3-1, condition KMSKEY.

Table 5.3.2.3.2-13: HTTP 200 (OK) (Step 14, Table 5.3.2.3.1-1)

| Derivation Path: Table 5.5.4.6-1, condition KMSKEY.
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5.3.24 SIP Registration

5.3.2.4.1 Procedure

Table 5.3.2.4.1-1: SIP Registration

St Procedure Message Sequence
U-S Message
1 The UE sends an initial registration for IMS --> SIP REGISTER
services.
2 The SS responds with a valid AKAv1-MD5 <-- SIP 401 Unauthorized

authentication challenge and security
mechanisms supported by the network.

- EXCEPTION: The UE completes the security - -
negotiation procedures, sets up a temporary
set of SAs and uses those for sending another
SIP REGISTER with AKAv1-MD5 credentials
at step 3al or 3a2

- EXCEPTION: Steps 3al-3bl describe - -
behaviour that depends on UE implementation
and on availability of an access-token

(NOTE 1)

3al | IF the client has retrieved the access token --> SIP REGISTER (access token, CSK)
already at MCX User Authentication (Table
5.3.2.3.1-1 steps 9-10) THEN the UE may use
the SIP REGISTER to provide access token
and CSK for service authorisation

(NOTE 2)
3bl | ELSE the UE sends SIP REGISTER without --> SIP REGISTER
access token and CSK
4 | The SS responds with 200 OK. <-- SIP 200 OK

NOTE 1: According to TS 33.180 [94], clause 5.1.3.2.1 sending of the SIP REGISTER shall not be delayed for lack of
an access token = If the client does not have the access token yet, the client shall sent the SIP REGISTER
without service authorisation and shall provide the access token in the SIP PUBLISH (Table 5.3.2.5.1-1,
step 1b1)

NOTE 2: As the MCPTT/MCVideo/MCData Info containing the access token is security protected the client also
needs to provide the CSK used for cyphering and integrity protection.

5.3.2.4.2 Specific message contents

All message contents are as specified in clause 5.5 with the following clarifications:

Table 5.3.2.4.2-1: SIP REGISTER (Step 1, Table 5.3.2.4.1-1)

| Derivation Path: Table 5.5.2.13-1, condition SIP_REGISTER_INITIAL

Table 5.3.2.4.2-2: SIP REGISTER (Step 3al, Table 5.3.2.4.1-1)

Derivation Path: Table 5.5.2.13-1, condition SERVICE AUTH
Information Element Value/remark Comment Reference Condition
Message-body RFC 3261 [22]
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-body MCPTT-Info as TS 24.379 [9] MCPTT

described in Table clause F.1
5.3.2.4.2-3
MCVideo-Info as TS 24.281 [86] | MCVIDEO
described in Table clause F.1
5.3.2.4.2-4
MCData-Info as TS 24.282 [87] | MCDATA
described in Table clause D.1
5.3.2.4.2-5
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Table 5.3.2.4.2-3: MCPTT-Info in SIP REGISTER (Table 5.3.2.4.2-2)

| Derivation Path: Table 5.5.3.2.1-1, condition CONFIG, REGISTER_PUBLISH

Table 5.3.2.4.2-4: MCVideo-Info in SIP REGISTER (Table 5.3.2.4.2-2)

| Derivation Path: Table 5.5.3.2.1-2, condition CONFIG, REGISTER PUBLISH

Table 5.3.2.4.2-5: MCData-Info in SIP REGISTER (Table 5.3.2.4.2-2)

| Derivation Path: Table 5.5.3.2.1-3, condition CONFIG, REGISTER

5.3.25 Publication of MCX service settings

5.3.25.1 Procedure

Table 5.3.2.5.1-1: Publication of MCX service settings

St Procedure

Message Sequence

U-sS

Message

TP | Verdict

EXCEPTION: Steps 1al-1b1 describe behaviour that
depends on whether or not the client has provided an
access token for service authorisation already at SIP
registration (Table 5.3.2.4.1-1)

lal | IF the UE (MCX client) has provided the access token
at SIP registration THEN the UE (MCX client) sends a
SIP PUBLISH request for update of PoC-settings only.

(NOTE 1).

>

SIP PUBLISH

1bl | ELSE the UE (MCX client) sends a SIP PUBLISH

settings.
(NOTE 1).

request for service authorisation and update of PoC-

>

SIP PUBLISH

2 The SS (MCX server) sends SIP 200 (OK).

<--

SIP 200 (OK)

NOTE 1: The PoC-settings document contains the user profile index of the selected user profile.
= In general the UE sends the SIP PUBLISH request not before it has retrieved the user profile at step 8 in Table

5.3.2.6.1-1.

5.3.25.2 Specific message contents

All message contents are as specified in clause 5.5 with the following clarifications:

Table 5.3.2.5.2-1: SIP PUBLISH (Step 1al, Table 5.3.2.5.1-1)

Derivation Path: Table 5.5.2.11-1, condition POC-SETTINGS-EVENT
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-body MCPTT-Info as MCPTT
described in Table
5.3.2.5.2-3
MCVideo-Info as MCVIDEO
described in Table
5.3.2.5.2-4
MCData-Info as MCDATA
described in Table
5.3.2.5.2-5
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Table 5.3.2.5.2-2: SIP PUBLISH (Step 1a2, Table 5.3.2.5.1-1)

Derivation Path: Table 5.5.2.11-1, condition POC-SETTINGS-EVENT, SERVICE_AUTH
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-body MCPTT-Info as MCPTT

described in Table
5.3.2.5.2-3
MCVideo-Info as MCVIDEO
described in Table
5.3.2.5.2-4
MCData-Info as MCDATA
described in Table
5.3.2.5.2-5

Table 5.3.2.5.2-3: MCPTT-Info in SIP PUBLISH (Table 5.3.2.5.2-1/2)

| Derivation Path: Table 5.5.3.2.1-1, condition CONFIG, REGISTER PUBLISH

Table 5.3.2.4.2-4: MCVideo-Info in SIP PUBLISH (Table 5.3.2.5.2-1/2)

| Derivation Path: Table 5.5.3.2.1-2, condition CONFIG, REGISTER_PUBLISH

Table 5.3.2.4.2-5: MCData-Info in SIP PUBLISH (Table 5.3.2.5.2-1/2)

| Derivation Path: Table 5.5.3.2.1-3, condition CONFIG, REGISTER
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Table 5.3.2.6.1-1: Configuration management subscription

St

Procedure

Message Sequence

Uu-S

Message

TP

Verdict

The UE (MCX client) sends a SIP SUBSCRIBE -
subscription to multiple documents simultaneously -
containing the access token and a resource list body
containing a list adressing the following documents:
MCX UE Configuration document, MCX User Profile
Configuration Document, and the MCX Service
configuration document. The base URI of each list entry
is set to the CMS XCAP-ROOT-URI.

>

SIP SUBSCRIBE

P

The SS sends a SIP 200 (OK).

SIP 200 (OK)

The SS sends a SIP NOTIFY containing the XCAP-
URIs of the documents.

SIP NOTIFY

EXCEPTION: The order of steps 4, 5, 7 and 9 depends
on UE and SS implementation and is not checked by
the implementation

The UE (MCX client) sends a SIP 200 (OK).

SIP 200 (OK)

The UE (MCX client) sends an HTTP GET Request
containing the access token and the XCAP-URI of the
MCX UE Configuration Document.

NOTE: The MCX Client is requesting the MCX UE
Configuration Document.

HTTP GET

The SS sends an HTTP 200 (OK) including the MCX UE
Configuration Document.

HTTP 200 (OK)

The UE (MCX client) sends an HTTP GET Request
containing the access token and the XCAP-URI of the
MCX User Profile Configuration Document.

NOTE: The MCX Client is requesting the MCX User
Profile Configuration Document.

>

HTTP GET

The SS sends an HTTP 200 (OK) including the MCX
User Profile Configuration Document.

NOTE: The MCX User Profile Configuration Document
includes information on MCX groups including for which
groups the MCX Client is a member. The MCX User
Profile Configuration Document includes Group A as a
group for which the MCX Client is a member and is
implicitly affiliated. Group A is used as the default group
for all test cases in TS 36.579-2 and TS 36.579-3.

HTTP 200 (OK)

The UE (MCX client) sends an HTTP GET Request
containing the access token and the XCAP-URI of the
MCX Service Configuration Document.

NOTE: The MCX Client is requesting the MCX Service
Configuration Document.

>

HTTP GET

10

The SS sends an HTTP 200 (OK) including the MCX
Service Configuration Document.

HTTP 200 (OK)

5.3.2.6.2 Specific message contents

All message contents are as specified in clause 5.5 with the following clarifications:

Table 5.3.2.6.2-1: SIP SUBSCRIBE (Step 1, Table 5.3.2.6.1-1)

| Derivation Path: Table 5.5.2.14-1, condition CONFIG
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Table 5.3.2.6.2-2: SIP NOTIFY (Step 3, Table 5.3.2.6.1-1)

| Derivation Path: Table 5.5.2.8-1, condition CONFIG

Table 5.3.2.6.2-3: HTTP GET (Step 5, Table 5.3.2.6.1-1)

| Derivation Path: Table 5.5.4.2-1, condition UECONFIG.

Table 5.3.2.6.2-4: HTTP GET (Step 7, Table 5.3.2.6.1-1)

| Derivation Path: Table 5.5.4.2-1, condition UEUSERPROF.

Table 5.3.2.6.2-5: HTTP GET (Step 9, Table 5.3.2.6.1-1)

| Derivation Path: Table 5.5.4.2-1, condition UESERVCONFIG.

Table 5.3.2.6.2-6: HTTP 200 (OK) (Step 6, Table 5.3.2.6.1-1)

| Derivation Path: Table 5.5.4.6-1, condition UECONFIG.

Table 5.3.2.6.2-7: HTTP 200 (OK) (Step 8, Table 5.3.2.6.1-1)

| Derivation Path: Table 5.5.4.6-1, condition UEUSERPROF.

Table 5.3.2.6.2-8: HTTP 200 (OK) (Step 10, Table 5.3.2.6.1-1)

| Derivation Path: Table 5.5.4.6-1, condition UESERVCONFIG.
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Group management subscription with optional GMK retrieval

1 Procedure

Table 5.3.2.7.1-1: Group management subscription with optional GMK retrieval

St

Procedure

Message Sequence

u-S

Message

TP

Verdict

EXCEPTION: Steps lal-1c4 describe behaviour that
depends on UE implementation; the UE may either
use a single SIP SUBSCRIBE for subscription to
group A and the GKTP or it uses separate SIP
SUBSCRIBE requests.

lal

The UE (MCX client) sends a SIP SUBSCRIBE
containing a resource-lists body with an entry for
subscription to the group configuration document
(group A) and an entry for subscription to the MCS
GKTP document for Group communication key
retrieval (GMK retrieval).

SIP SUBSCRIBE (group A,
GKTP)

la2

The SS sends a SIP 200 (OK).

SIP 200 (OK)

1bl

The UE (MCX client) sends a SIP SUBSCRIBE
containing a resource-lists body with a single entry for
subscription to the group configuration document

(group A).

SIP SUBSCRIBE (group A)

1b2

The SS sends a SIP 200 (OK).

SIP 200 (OK)

1cl

The UE (MCX client) sends a SIP SUBSCRIBE
containing a resource-lists body with a single entry for
subscription to the MCS GKTP document for Group
communication key retrieval (GMK retrieval).

SIP SUBSCRIBE (GKTP)

1c2

The SS sends a SIP 200 (OK).

SIP 200 (OK)

1c3

The UE (MCX client) sends a SIP SUBSCRIBE
containing a resource-lists body with a single entry for
subscription to the group configuration document

(group A).

SIP SUBSCRIBE (group A)

1c4d

The SS sends a SIP 200 (OK).

Void

SIP 200 (OK)

EXCEPTION: IF and only if the UE has performed
steps 1b1-1b2 THEN in parallel to the events
described in steps 3-6, the behaviour of Table
5.3.2.7.1-2 happens: The UE (MCX client) optionally
subscribes to the MCS GKTP document for Group
communication key retrieval (GMK retrieval).

The SS sends a SIP NOTIFY containing the XCAP-
URI of the Group Configuration document for group A.

SIP NOTIFY (group A)

EXCEPTION: The order of steps 4 and 5 depends on
UE and SS implementation and is not checked.

The UE (MCX client) sends a SIP 200 (OK).

SIP 200 (OK)

The UE (MCX client) sends an HTTP GET Request
containing the access token and the XCAP-URI of the
Group Configuration document.

HTTP GET (group A)

The SS sends an HTTP 200 (OK) containing the
Group Configuration Document.

HTTP 200 (OK)

EXCEPTION: Steps 7al-7a2 describe behaviour that
depends on whether the UE has requested a GMK at
step 1al, step 1c1 or at step 2al of the parallel
behaviour in Table 5.3.2.7.1-2

7al

IF the UE has requested a GMK THEN the SS sends
a SIP NOTIFY containing the group key transport
payloads (GKTP) document with the GMK.

SIP NOTIFY (GKTP)

7a2

The UE (MCX client) sends a SIP 200 (OK).

SIP 200 (OK)
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Table 5.3.2.7.1-2: Stand-alone group communication key request

St Procedure Message Sequence TP | Verdict
U-S Message
1 The SS starts timer Timer_1 = 5 seconds. - - - -

EXCEPTION: Steps 2al-2b1 describe behaviour that - - - -
depends on UE implementation; in general the group
communication key retrieval is optional at initial
registration.
(NOTE 1)

2al | The UE (MCX client) sends a SIP SUBSCRIBE --> SIP SUBSCRIBE (GKTP) - P

creating a new dialog and containing a resource list
body containing a single entry for subscription to the
MCS GKTP document for Group communication key
retrieval (GMK retrieval).

2a2 | The SS sends a SIP 200 (OK) <-- SIP 200 (OK)

2a3 | The SS stops Timer_1. - -

2bl | Timer_1 expires - -

NOTE 1: The key retrieval from the GMS is necessary for the MCX UE under test to enable ciphering exchanged media

in group communications.

5.3.2.7.2 Specific message contents

All message contents are as specified in clause 5.5 with the following clarifications:

Table 5.3.2.7.2-1: SIP SUBSCRIBE (Step 1al, Table 5.3.2.7.1-1)

Derivation Path: Table 5.5.2.14-1, condition GROUPCONFIG
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part Resource-lists
MIME-part-body Resource-lists as
described in Table
5.3.2.7.2-2

Table 5.3.2.7.2-2: Resource-Lists in SIP SUBSCRIBE (Table 5.3.2.7.2-1)

| Derivation Path: Table 5.5.3.3.1A-1, condition GROUPCONFIG, GROUPKEY

Table 5.3.2.7.2-3: SIP SUBSCRIBE (Step 1b1, Table 5.3.2.7.1-1; step 1c3, Table 5.3.2.7.1-1)

Derivation Path: Table 5.5.2.14-1, condition GROUPCONFIG
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part Resource-lists
MIME-part-body Resource-lists as
described in Table
5.3.2.7.2-4

Table 5.3.2.7.2-4: Resource-Lists in SIP SUBSCRIBE (Table 5.3.2.7.2-3)

| Derivation Path: Table 5.5.3.3.1A-1, condition GROUPCONFIG

ETSI




3GPP TS 36.579-1 version 16.4.0 Release 16 44 ETSI TS 136 579-1 V16.4.0 (2024-05)

Table 5.3.2.7.2-5: SIP SUBSCRIBE (Step 1c1, Table 5.3.2.7.1-1; step 2al, Table 5.3.2.7.1-2)

Derivation Path: Table 5.5.2.14-1, condition GROUPCONFIG
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part Resource-lists
MIME-part-body Resource-lists as
described in Table
5.3.2.7.2-6

Table 5.3.2.7.2-6: Resource-Lists in SIP SUBSCRIBE (Table 5.3.2.7.2-5)

| Derivation Path: Table 5.5.3.3.1A-1, condition GROUPKEY

Table 5.3.2.7.2-7: SIP NOTIFY (Step 3, Table 5.3.2.7.1-1)

| Derivation Path: Table 5.5.2.8-1, condition GROUPCONFIG

Table 5.3.2.7.2-8: HTTP GET (Step 5, Table 5.3.2.7.1-1)

| Derivation Path: Table 5.5.4.2-1, condition GROUPCONFIG

Table 5.3.2.7.2-9: HTTP 200 (OK) (Step 6, Table 5.3.2.7.1-1)

| Derivation Path: Table 5.5.4.6-1, conditon GROUPCONFIG.

Table 5.3.2.7.2-10: SIP NOTIFY (Step 7al, Table 5.3.2.7.1-1)

Derivation Path: Table 5.5.2.8-1, condition GROUPCONFIG
Information Element Value/remark Comment Reference Condition
Message-body
xcap-diff document xcap-diff document as
described in Table
5.3.2.7.2-11

Table 5.3.2.7.2-11: Xcap-Diff Document (Table 5.3.2.7.2-10)

| Derivation Path: Table 5.5.3.12-2, condition GROUPKEY

5.3.2A-5.3.2B Void

5.3.3 MCX pre-established session establishment

5.3.3.1 Initial conditions
Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.
System Simulator:

- SS(MCX server)

- For the underlying "transport bearer" over which the SS and the UE will communicate Parameters are set to the
default parameters for the basic E-UTRA Single cell network scenarios, as defined in TS 36.508 [6] clause 4.4.
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The simulated Cell 1 shall belong to PLMN1 (the PLMN specified for MCX operation in the MCX configuration
document)

IUT:

- UE (MCX client)

5.3.3.2

The UE has performed the procedure for MCX Authorization/Configuration and Key Generation as specified
in clause 5.3.2 and thereby the MCX client is authorised for and able to use the MCX service including
making group and private calls on- and off-network, and, the MCX user is registered for receiving MCX

service through the MCX Client.

Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.3.3 Procedure
Table 5.3.3.3-1: MCX pre-established session establishment CO
St Procedure Message Sequence TP | Verdict
U-S Message
1 Void - - - -
1A | EXCEPTION: The E-UTRA/EPC actions which are - - - -
related to the MCX call establishment as described in
clause 5.4.3 'MCX CO communication in E-UTRA' take
place.
2-7 | Void - - - -
8 Check: Does the UE (MCX Client) send a SIP INVITE --> SIP INVITE - P
message in order to create a pre-established session?
8A | The SS sends a SIP 100 Trying <-- SIP 100 Trying - -
9 Void - - - -
10 | The SS (MCX server) responds with a SIP 200 (OK) <-- SIP 200 (OK) - -
message.
10A | Check: Does the UE (MCX Client) respond with a SIP --> SIP ACK - P
ACK message?
11 Void - - - -
11A | The SS waits 2 seconds to ensure that lower layer - - - -
signalling (TCP) is finished.
12 | The SS transmits an RRCConnectionRelease <-- RRC: RRCConnectionRelease - -

message.
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5.3.34 Specific message contents

Table 5.3.3.4-1: SIP INVITE from the UE (step 8, Table 5.3.3.3-1)
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Derivation Path: Table 5.5.2.5.1-1

Information Element Value/remark Comment Reference Condition
Contact RFC 3261 [22
RFC 3840 [33]
feature-param "+g.3gpp.mcptt" This media feature tag MCPTT
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Push To Talk
(MCPTT)
communication.

"+g.3gpp.mcvideo" This media feature tag MCVIDEO
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Video
(MCVideo)
communication.

"+g.3gpp.mcdata.sds” This media feature tag MCDATA _
when used in a SIP SDS
request or a SIP
response indicates that
the function sending
the SIP message
supports mission
critical data (MCData)
service.communication.

feature-param "audio" This feature tag MCPTT
indicates that the OR
device supports audio MCVIDEO
as a streaming media
type.
feature-param "video" This feature tag MCVIDEO
indicates that the
device supports video
as a streaming media
type.
feature-param "text" This feature tag MCDATA_
indicates that the SDS
device supports text as
a streaming media
type.
Accept RFC 3261 [22]
media-range[1] "application/sdp”
Answer-Mode not present
Content-Type
media-type "application/sdp" MCPTT
OR
MCVIDEO
media-type "multipart/mixed" MCDATA_
SDS
Message-body MCPTT
OR
MCVIDEO
SDP Message SDP message as MCPTT

described in Table
5.5.3.1.1-1 with
conditions
PRE_ESTABLISHED_
SESSION,
INITIAL_SDP_OFFER
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SDP message as
described in Table
5.5.3.1.1-2 with
condition
PRE_ESTABLISHED _
SESSION,

INITIAL SDP OFFER

MCVIDEO

MCDATA_
SDS

MIME body part

SDP message

MIME-part-body

SDP message as
described in Table
5.5.3.1.1-3 with
condition
PRE_ESTABLISHED_
SESSION,
MCDATA_SDS,
SDP_OFFER,

SDS SESSION

MIME body part

MCData-Info

MIME-part-body

MCData-Info message
as described in Table
5.5.3.2.1-3 with
condition
PRE_ESTABLISHED_
SESSION

Table 5.3.3.4-2: SIP 200 (OK) from the SS (step 10, Table 5.3.3.3-1)

Derivation Path: Table 5.5.2.17.1.2-1, condition INVITE-RSP

Information Element

Value/remark

Comment

Reference

Condition

Contact

addr-spec

user-info and host

tsc_MCX_SessionID_B

The URI that identifies
the pre-established
session

Message-body

SDP Message

SDP message as
described in Table
5.5.3.1.2-1 with
condition
PRE_ESTABLISHED_
SESSION,

SDP ANSWER

MCPTT

SDP message as
described in Table
5.5.3.1.2-2 with
condition
PRE_ESTABLISHED_
SESSION,

SDP ANSWER

MCVIDEO

SDP message as
described in Table
5.5.3.1.2-3 with
condition
PRE_ESTABLISHED _
SESSION,
MCDATA_SDS,
SDP_ANSWER,

SDS SESSION

MCDATA_
SDS
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5.3.3A Void

5.34 MCX CT session establishment/modification without provisional
responses other than 100 Trying

5.34.1 Initial conditions
As specified in the test case which calls the procedure in its entirety or refersto parts of it.

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.4.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.4.3 Procedure

Table 5.3.4.3-1: MCX CT session establishment/modification without provisional responses other
than 100 Trying

St Procedure Message Sequence TP Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
which are related to the MCX call establishment
as described in clause 5.4.4 'MCX CT
communication in E-UTRA' take place.

2 The SS (MCX Server) sends a SIP INVITE <-- SIP INVITE - -
requesting the establishment/modification of an
MCX call.

- EXCEPTION: Step 3al describes behaviour that - - - -
depends on the UE implementation; the "lower
case letter" identifies a step sequence that take
place if the UE responds to a SIP INVITE with a
SIP 100 (Trying).

3al | The UE (MCX client) sends a SIP 100 (Trying) -> SIP 100 (Trying) - -

4 Check: Does the UE (MCX client) respond to the --> SIP 200 (OK) - P
SIP INVITE with SIP 200 (OK)?

5 The SS (MCX server) sends a SIP ACK to <-- SIP ACK - -

acknowledge the session
establishment/modification

5.3.4.4 Specific message contents
All message contents are as specified in clause 5.5 with the following clarifications:

None

Table 5.3.4.4-1: Void

5.35 MCX CT group call establishment with manual commencement

5.35.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.
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Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.5.2

Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.5.3

Procedure

Table 5.3.5.3-1: MCX CT group call establishment with manual commencement

St

Procedure

Message Sequence

Message

TP

Verdict

EXCEPTION: Steps laldescribes behaviour that
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal

IF in RRC_IDLE state, the E-UTRA/EPC actions
which are related to the MCX call establishment
described in clause 5.4.4 'MCX CT
communication in E-UTRA' take place.

The SS (MCX Server) sends an initial SIP
INVITE requesting the establishment of an MCX
group call.

SIP INVITE

EXCEPTION: Step 3al describes behaviour that
depends on the UE implementation; the "lower
case letter" identifies a step sequence that take
place if the UE responds to a SIP INVITE with a
SIP 100 (Trying)

3al

The UE (MCX client) sends SIP 100 (Trying).

SIP 100 (Trying)

The SS starts timer Timer 1 =5 seconds.

EXCEPTION: Steps 5al to 5c1 describe
behaviour that depends on the UE
implementation; the "lower case letter" identifies
a step sequence that may take place if the UE
responds reliably or unreliably to a SIP INVITE
with a SIP 183 (Session Progress)

5al

Check: Does the UE (MCX client) send a SIP
183 (Session Progress) unreliably?

SIP 183 (Session Progress)

5a2

The SS stops Timer_1.

5b1

Check: Does the UE (MCX client) send a SIP
183 (Session Progress) reliably?

SIP 183 (Session Progress)

5b2

The SS stops Timer_1.

5b3

The SS (MCX Server) acknowledges the receipt
of SIP 183 (Session Progress)

PRACK

5b4

The UE (MCX Client) responds PRACK with SIP
200 (OK)

SIP 200 (OK)

5cl

Check: Does Timer_1 expire?

5A

Check: Does the UE (MCX client) notify the User
of the incoming call request?
(NOTE 1)

Make UE (MCX User) accept the call.
(NOTE 1)

Check: Does the UE (MCX client) respond to the
SIP INVITE with SIP 200 (OK)?

SIP 200 (OK)

The SS (MCX server) sends a SIP ACK to
acknowledge the session establishment

SIP ACK

NOTE 1: This expected to be done via a suitable implementation dependent MMI.

5354

Specific message contents

All message contents are as specified in clause 5.5 with condition GROUP-CALL where applicable and with the
following clarifications:

None
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Table 5.3.5.4-1..3: Void

5.3.6 MCX CT private call establishment with manual commencement

5.3.6.1 Initial conditions
The sameinitial conditions apply as specified in clause 5.3.3.1.
Within the context of this procedure, MCX refersto MCPTT or MCVideo

5.3.6.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.6.3 Procedure

Table 5.3.6.3-1: MCX CT private call establishment with manual commencement

St Procedure Message Sequence TP Verdict
U-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
which are related to the MCX call establishment
described in clause 5.4.4 'MCX CT
communication in E-UTRA' take place.

2 The SS (MCX Server) sends an initial SIP <-- SIP INVITE - -
INVITE requesting the establishment of an MCX
private call.

- EXCEPTION: Step3al describes behaviour that - - - -
depends on the UE implementation; the "lower
case letter" identifies a step sequence that take
place if the UE responds to a SIP INVITE with a
SIP 100 (Trying)

3al | The UE (MCX client) sends a SIP 100 (Trying). --> SIP 100 (Trying) - -
- EXCEPTION: Steps 4al to 4b3 describe - -

behaviour that depends on the UE

implementation; the "lower case letter" identifies

a step sequence that takes place if the UE

responds either unreliably or reliably to a SIP

INVITE with a SIP 180 (Ringing)

4al | Check: Does the UE (MCX client) send a SIP --> SIP 180 (Ringing) - P
180 (Ringing) unreliably?
4b1 | Check: Does the UE (MCX client) send a SIP --> SIP 180 (Ringing) - P
180 (Ringing) reliably?
4b2 | The SS (MCX Server) acknowledges the receipt <-- PRACK - -
of SIP 180 (Ringing)
4b3 | The UE (MCX Client) responds PRACK with SIP --> SIP 200 (OK) - -
200 (OK)
4A | Check: Does the UE (MCX client) notify the user - - - P
of the incoming call?
(NOTE 1)
5 Make UE (MCX client) accept the call. - - - -
(NOTE 1)
6 Check: Does the UE (MCX client) respond to the --> SIP 200 (OK) - P
SIP INVITE with SIP 200 (OK)?
7 The SS (MCX server) sends a SIP ACK to <-- SIP ACK - -

acknowledge the session establishment

NOTE 1: This expected to be done via a suitable implementation dependent MMI.
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5.3.6.4 Specific message contents

All message contents are as specified in clause 5.5 with condition PRIVATE-CALL where applicable and in the test
case calling the procedure, with the following clarifications:

Table 5.3.6.4-1..1A: Void

Table 5.3.6.4-2: SIP 180 (Ringing) (step 4b1, Table 5.3.6.3-1)

[ Derivation Path: Table 5.5.2.16.2.1-1, condition 100rel

Table 5.3.6.4-3: Void

5.3.7-5.3.9 Void

5.3.10 MCX CO call release

5.3.10.1 Initial conditions
As specified in the test case which calls the procedure.

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.10.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.10.3 Procedure
Table 5.3.10.3-1: MCX CO call release
St Procedure Message Sequence TP | Verdict
U-S Message
1 Check: Does the UE (MCX Client) send a SIP --> SIP BYE - P
BYE request to terminate the MCX session?
2 The SS (MCX Server) responds with a SIP 200 <-- SIP 200 (OK) - -

(OK) message?
3 The SS waits 2 seconds before the SS - - - -
deactivates the dedicated EPS bearer and
releases the RRC connection.

(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.104 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None
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5.3.11 Void

5.3.12 MCX CT call release

5.3.12.1 Initial conditions
As specified in the test case which calls the procedure.

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.12.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.12.3 Procedure
Table 5.3.12.3-1: MCX CT call release
St Procedure Message Sequence TP Verdict
U-S Message
1 The SS (MCX Server) sends a SIP BYE request to <-- SIP BYE - -
terminate the MCX session.
2 Check: Does the UE (MCX Client) respond with a --> SIP 200 (OK) - P

SIP 200 (OK) message?

3 The SS waits 2 seconds before the SS - - - -
deactivates the dedicated EPS bearer and
releases the RRC connection.

(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.12.4 Specific message contents

All message contents are as specified in clause 5.5. and in the test case calling the procedure, with the following
clarifications:

None
5.3.13 - 21 Void

5.3.22 MCX NW initiated notifications regarding temporary group creation
or tear down

5.3.221 Initial conditions
As specified in the test case which calls the procedure in its entirety or refersto parts of it.

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.22.2 Definition of system information messages
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5.3.22.3 Procedure

Table 5.3.22.3-1: MCX NW initiated notifications regarding temporary group creation or tear down

St Procedure Message Sequence TP | Verdict
Uu-S Message

1 The SS (MCX server) sends a SIP NOTIFY <-- SIP NOTIFY - -
informing about change of group A's
configuration document.

2 The UE sends a SIP 200 (OK) message. --> SIP 200 (OK) - -
2A- | Void - - - -
2F

3 The UE (MCX client) sends an HTTP GET --> HTTP GET - -

Request message containing the access token
and the XCAP-URI of the Group Configuration

document.

4 The SS (MCX server) sends the HTTP 200 <-- HTTP 200 (OK) - -
(OK) message including the updated Group
Document

5 The SS (MCX server) sends a SIP NOTIFY <- SIP NOTIFY - -

message containing the group key transport
payloads (GKTP) document including the

group keys.
5al- | Void - - - -
5a2
6 | The UE (MCX client) sends a SIP 200 (OK) > | SIP 200 (OK) - -
message.
5.3.22.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3.22.4-1: SIP NOTIFY (Step 1)

Derivation Path: Table 5.5.2.8-1, condition GROUPCONFIG
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part xcap-diff
MIME-part-body Xcap-diff as described
in Table 5.3.22.4-1A

Table 5.3.22.4-1A: Xcap-diff document in SIP NOTIFY (Table 5.3.22.4-1)

| Derivation Path: Table 5.5.3.12-2, condition GROUPCONFIG

Table 5.3.22.4-2: SIP 200 (OK) (Steps 2, 6)

| Derivation Path: Table 5.5.2.17.1.1-1

Table 5.3.22.4-2A..2G: Void

Table 5.3.22.4-3: HTTP GET (Step 3)

| Derivation Path: Table 5.5.4.2-1, conditon GROUPCONFIG

ETSI



3GPP TS 36.579-1 version 16.4.0 Release 16 55

ETSI TS 136 579-1 V16.4.0 (2024-05)

Table 5.3.22.4-4: HTTP 200 (OK) (Step 4)

Derivation Path: Table 5.5.4.6-1, condition GROUPCONFIG

Information Element Value/remark Comment Reference Condition
Message-body
group-configuration As described in Table Group Configuration
5.3.22.4-5 document returned
Table 5.3.22.4-5: Group Configuration document (Table 5.3.22.4-4)
Derivation Path: Table 5.5.7.4-2
Information Element Value/remark Comment Reference Condition
list-service[1]
mcpttgi:on-network- TS 24.481 [31] | TEMPGRO
regrouped clause 7.2.4.2 | UPCREAT
E
temporary-MCPTT-group-I1D px_MCPTT_Group_T_I | MCS temporary group TS 24.481 [31] | MCPTT
attribute D identity clause 7.2.4.2
px_MCVideo_Group_T MCVIDEO
ID
px_MCData_Group_T_ MCDATA
ID
temporary-MCPTT-group- pX_MCPTT_ID_User_B | Identity of the TS 24.481 [31] | MCPTT
requestor attribute responsible for clause 7.2.4.2
formatting the MCS
temporary group.
px_MCVideo_ID_User_ MCVIDEO
B
px_MCData_ID_User_ MCDATA
B
constituent-MCPTT-group-1Ds TS 24.481 [31]
clause 7.2.4.2
constituent-MCPTT-group- pX_MCPTT_Group_A | | MCS group ID of a TS 24.481 [31] | MCPTT
ID[1] D constituent MCS group | clause 7.2.4.2
of the temporary MCS
group
px_MCVideo_Group_A MCVIDEO
ID
px_MCData_Group_A_ MCDATA
ID
constituent-MCPTT-group- pX_MCPTT_Group_B_| | MCS group ID of a TS 24.481 [31] | MCPTT
ID[1] D constituent MCS group | clause 7.2.4.2
of the temporary MCS
group
px_MCVideo_Group_B MCVIDEO
ID
px_MCData_Group_B_ MCDATA

ID

protect-media "true" Indicates whether TS 24.481 [31]
confidentiality and clause 7.2.4.2
integrity of media is
required on the MCPTT
temporary group

protect-floor-control-signalling | "true" Indicates whether TS 24.481 [31]

down)

confidentiality and clause 7.2.4.2
integrity of floor control
signalling is required on
the temporary MCPTT
group
Condition Explanation
TEMPGROUPCREATE Procedure is used for creation of a temporary group (but not for tear
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Table 5.3.22.4-5A: Void

Table 5.3.22.4-6: SIP NOTIFY (Step 5)

Derivation Path: Table 5.5.2.14-1, condition GROUPCONFIG

Information Element

Value/remark

Comment

Reference

Condition

Message-body

xcap-diff document

xcap-diff document as
described in Table
5.3.22.4-7

Table 5.3.22.4-7: xcap-diff document for MCX group configuration (Table5.3.22.4-6)

Derivation Path: Table 5.5.3.12-2, condition GROUPKEY

Information Element

Value/remark

Comment

Reference

Condition

xcap-diff

encrypted according to
NOTE 1 of Table
5.5.3.12-2

element[1]

sel attribute

Doc-Sel & "~~" & Node-
Sel

Document and node
selector for Group T
according to NOTEs
2a, 2b and 3 of Table
5.5.3.12-2

GKTPs

group key transport
payloads (GKTP)
document as described
in Table 5.3.22.4-8

Table 5.3.22.4-8: group key transport payloads (GKTP) document (Table 5.3.22.4-7)

Derivation Path: TS 24.481 [11] clause 7.7

ID

Information Element Value/remark Comment Reference Condition
GKTPs
GMK-GKTPs
GKTP[1] MIKEY message as MIKEY message TS 33.180 [94]
used in group containing the GMK for
communication key Group A
retrieval procedure
id attribute Same value as used in
group communication
key retrieval procedure
on-network-regrouped- TEMPGRO
GKTPs[1] UPCREAT
E
temporary-MCPTT-group-ID | px_MCPTT_Group_T_|I MCPTT
attribute D
px_MCVideo_Group_T MCVIDEO
ID
px_MCData_Group_T_ MCDATA

down)

GKTP[1] MIKEY message as MIKEY message TS 33.180 [94]
described in Table containing the GMK for
5.3.22.4-9 Group T
id attribute arbitrary value unique charstring
assigned by the SS
Condition Explanation
TEMPGROUPCREATE Procedure is used for creation of a temporary group (but not for tear
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Table 5.3.22.4-9: MIKEY-SAKKE |_MESSAGE (GMK distribution by the SS) (Table 5.3.22.4-8)

Derivation Path: Table 5.5.9.1-3
Information Element Value/remark Comment Condition
General Extension Payload {
Content {
Payload {
Data { See
TS 33.180 [94]
clause E.6
Group IDs {
Number of Group IDs "1
Group ID pX_MCPTT_Group_T_ID | The ID for the MCPTT
group associated
with the key.
pX_MCVideo_Group_T_| MCVIDEO
D
px_MCData_Group_T_ID MCDATA
}
}
}
.}
}

5.3.23-5.3.25 Void

5.3.26 MCX CO Group Creation

5.3.26.1 Initial conditions
As specified in the test case which calls the procedure.

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.26.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.26.3 Procedure

Table 5.3.26.3-1: MCX CO Group Creation procedure

St Procedure Message Sequence TP | Verdict
Uu-S Message
lal- | Void - - - -
la2
1 Check: Does the UE (MCX Client) send an --> HTTP PUT - P
HTTP PUT to request for creation of the new
group?
2 The SS (MCX Server) sends an HTTP 201 <-- HTTP 201 (Created) - -
(Created).
3-5 | Void - - - B
5.3.26.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

ETSI



3GPP TS 36.579-1 version 16.4.0 Release 16 58 ETSI TS 136 579-1 V16.4.0 (2024-05)

Table 5.3.26.4-1..5: Void

5.3.27 MCX CO Temporary Group Creation

5.3.27.1 Initial conditions
As specified in the test case which calls the procedure.
Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.27.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.27.3 Procedure

Table 5.3.27.3-1: MCX CO Temporary Group Creation procedure

St Procedure Message Sequence TP | Verdict
U-S Message

1 Check: Does the UE (MCX Client) send an --> HTTP POST - P
HTTP POST to request for creation of a
temporary group?

2 The SS (MCX Server) sends an HTTP 200 <-- HTTP 200 (OK) - -
(OK) containing the GMOP group-regroup-
creation-response.

5.3.27.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

Table 5.3.27.4-1..2: Void

5.3.28 MCX CO Temporary Group Tear Down

5.3.28.1 Initial conditions
As specified in the test case which calls the procedure.
Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.28.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3.28.3 Procedure

Table 5.3.28.3-1: MCX CO Temporary Group Creation procedure

St Procedure Message Sequence TP | Verdict
U-S Message
1 Check: Does the UE (MCX Client) send an --> HTTP DELETE - P

HTTP DELETE to request for tear down of a
temporary group?

2 The SS (MCX Server) sends an HTTP 200 <-- HTTP 200 (OK) - -
(OK).

5.3.28.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

Table 5.3.28.4-1: Void

5.3.29 MCX Subscription and Notification

5.3.29.1 Initial conditions
As specified in the test case which calls the procedure in its entirety or refersto parts of it.

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.29.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.29.3 Procedure

Table 5.3.29.3-1: MCX Subscription and Notification

St Procedure Message Sequence TP | Verdict
U-S Message

- EXCEPTION: Step 1al describes behaviour - - - -
that depends on the E-UTRA RRC state at the
time the present procedure is called.

lal IF in RRC_IDLE state, the E-UTRA/EPC - - - -
actions which are related to the MCX call
establishment described in clause 5.4.3 'MCX
CO communication in E-UTRA' take place.

2 Check: Does the UE (MCX Client) send a SIP --> SIP SUBSCRIBE - P
SUBSCRIBE message request?

3 The SS (MCX Server) responds to the SIP SIP 200 (OK) - -
SUBSCRIBE message with a SIP 200 (OK) <--
message.

4 The SS (MCX Server) sends a SIP NOTIFY SIP NOTIFY - -
message

5 The UE (MCX Client) responds with a SIP 200
(OK) message.

SIP 200 (OK) - -

6 The SS waits 2 seconds before the SS - - - -
releases the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.
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5.3.29.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3.30 MCX SIP MESSAGE Request - Accept CO

5.3.30.1 Initial conditions
As specified in the test case which calls the procedure.

Within the context of this procedure, MCX refersto MCPTT or MCVideo

5.3.30.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.30.3 Procedure

Table 5.3.30.3-1: MCX SIP MESSAGE Request - Accept CO

St Procedure Message Sequence TP | Verdict
U-S Message

- EXCEPTION: Step 1al describes behaviour - - - -
that depends on the E-UTRA RRC state at the
time the present procedure is called.

lal IF in RRC_IDLE state, the E-UTRA/EPC - - - -
actions which are related to the MCX call
establishment as described in clause 5.4.3
'MCX CO communication in E-UTRA' take
place.

2 Check: Does the UE (MCX Client) send a SIP --> SIP MESSAGE - P
MESSAGE message?

3 The SS (MCX Server) responds with a SIP 200 <-- SIP 200 (OK) - -
(OK) message?

4 The SS (MCX server) sends SIP MESSAGE <-- SIP MESSAGE - -
accepting the request.
5 Check: Does the UE (MCX Client) respond --> SIP 200 (OK) - P

with a SIP 200 (OK) message?

6 The SS waits 2 seconds before the SS - - - -
releases the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.30.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3.31 MCX SIP MESSAGE Request - Accept CT

5.3.31.1 Initial conditions
As specified in the test case which calls the procedure.

Within the context of this procedure, MCX refersto MCPTT or MCVideo
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5.3.31.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3.31.3 Procedure

Table 5.3.31.3-1: MCX SIP MESSAGE Request - Accept CT

St Procedure Message Sequence TP | Verdict
U-S Message

- EXCEPTION: Step 1al describes behaviour - - - -
that depends on the E-UTRA RRC state at the
time the present procedure is called.

lal IF in RRC_IDLE state, the E-UTRA/EPC - - - -
actions which are related to the MCX call

establishment as described in clause 5.4.3
'MCX CO communication in E-UTRA' take

place.
2 The SS (MCX server) sends SIP MESSAGE <-- SIP MESSAGE - -
3 Check: Does the UE (MCX Client) respond --> SIP 200 (OK) - P
with a SIP 200 (OK) message?
4 Check: Does the UE (MCX Client) send a SIP --> SIP MESSAGE - P

MESSAGE message?

5 The SS (MCX Server) responds with a SIP 200 <-- SIP 200 (OK) - -
(OK) message?

6 The SS waits 2 seconds before the SS - - - -
releases the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.314 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3.32 MCX SIP MESSAGE CO

5.3.32.1 Initial conditions
As specified in the test case which calls the procedure.

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData

5.3.32.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3.32.3 Procedure

Table 5.3.32.3-1: MCX SIP MESSAGE CO

St Procedure Message Sequence TP | Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour - - - -
that depends on the E-UTRA RRC state at the
time the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC - - - -
actions which are related to the MCX call
establishment as described in clause 5.4.3
'MCX CO communication in E-UTRA' take
place.

2 Check: Does the UE (MCX Client) send a SIP --> SIP MESSAGE - P
MESSAGE message?

3 The SS (MCX Server) responds with a SIP 200 <-- SIP 200 (OK) - -
(OK) message?

4 The SS waits 2 seconds before the SS - - - -
releases the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.32.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3.33 MCX SIP MESSAGE CT

5.3.33.1 Initial conditions
As specified in the test case which calls the procedure.
Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData

5.3.33.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3.33.3 Procedure

Table 5.3.33.3-1: MCX SIP MESSAGE CT

St Procedure Message Sequence TP | Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour - - - -
that depends on the E-UTRA RRC state at the
time the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC - - - -
actions which are related to the MCX call
establishment as described in clause 5.4.4
'MCX CT communication in E-UTRA' take

place.
2 The SS (MCX server) sends SIP MESSAGE <-- SIP MESSAGE - -
3 Check: Does the UE (MCX Client) respond --> SIP 200 (OK) - P

with a SIP 200 (OK) message?

4 The SS waits 2 seconds before the SS - - - -
releases the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.334 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3.34 MCX Group Affiliation Status Change

5.3.34.1 Initial conditions
As specified in the test case which calls the procedure.
Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData

5.3.34.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3.34.3 Procedure

Table 5.3.34.3-1: MCX Group Affiliation Status Change

St Procedure Message Sequence TP | Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour - - - -
that depends on the E-UTRA RRC state at the
time the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC - - - -
actions which are related to the MCX call
establishment as described in clause 5.4.4
'MCX CT communication in E-UTRA' take
place.

2 Check: Does the UE (MCX Client) send a SIP --> SIP PUBLISH - P
PUBLISH message?

3 The SS responds to the SIP PUBLISH <. SIP 200 (OK) - -
message with a SIP 200 (OK) message.

4 The SS sends a SIP NOTIFY message <. SIP NOTIFY - -
informing about the status change progress.

5 The UE responds with a SIP 200 (OK) --> SIP 200 (OK) - -

6 The SS sends a SIP NOTIFY informing about <. SIP NOTIFY - -
the affiliation status of the user.

7 The UE responds with a SIP 200 (OK) --> SIP 200 (OK) - -

8 The SS waits 2 seconds before the SS - - - -
releases the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.34.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3.35 MCX CO private call establishment with manual commencement

5.3.35.1 Initial conditions
As specified in the test case which calls the procedure in its entirety or refersto parts of it.

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData

5.3.35.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3.35.3 Procedure

Table 5.3.35.3-1: MCX CO private call establishment with manual commencement

St Procedure Message Sequence TP | Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour - - - -
that depends on the E-UTRA RRC state at the
time the present procedure is called.

lal IF in RRC_IDLE state, the E-UTRA/EPC - - - -
actions which are related to the MCX call
establishment described in clause 5.4.3 'MCX
CO communication in E-UTRA' take place.

2 Check: Does the UE (MCX client) send a SIP --> SIP INVITE - P
INVITE requesting the establishment of a
private call?

3 The SS sends a SIP 100 Trying <-- SIP 100 (Trying) - -

4 The SS (MCX server) responds with a SIP 180 <-- SIP 180 (Ringing) - -
(Ringing)

5 The SS (MCX server) responds with a SIP 200 <-- SIP 200 (OK) - -
(OK)

6 Check: Does the UE (MCX client) send a SIP --> SIP ACK - P

ACK to acknowledge the session
establishment/modification?

5.3.354 Specific message contents

All message contents are as specified in clause 5.5 with condition PRIVATE-CALL where applicable and in the test
case calling the procedure, with the following clarifications:

None

5.3.36 UE initiated MCX functional alias status determination and
subscription

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

5.3.36.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3.36.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3.36.3 Procedure

Table 5.3.36.3-1: MCX functional alias status determination and subscription

St Procedure Message Sequence TP Verdict
Uu-S Message

1 Make the UE (MCX client) request to determine - - - -
the current status of a functional alias and later
notification of status changes of a functional
alias.

(NOTE 1)

- EXCEPTION: Step 2al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

2al | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
which are related to the procedure described in
clause 5.4.3 'MCX CO communication in E-
UTRA' take place.

3 Check: Does the UE (MCX client) send a SIP --> SIP SUBSCRIBE - P
SUBSCRIBE requesting the status of any
existing functional aliases?

4 The SS (MCX server) responds with a SIP 200 <-- SIP 200 (OK) - -
(OK)

5 The SS (MCX server) sends a SIP NOTIFY with <-- SIP NOTIFY - -
functional alias information

6 Check: Does the UE (MCX client) send a SIP --> SIP 200 (OK) - P
200 (OK)?

7 The SS waits 2 seconds before the SS releases - - - -
the RRC connection.
(NOTE 2)

NOTE 1: This is expected to be done via a suitable implementation dependent MMI
NOTE 2: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.36.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure with the following
clarifications:

Table 5.3.36.4-1: SIP SUBSCRIBE (step 3, Table 5.3.36.3-1)

Derivation Path: Table 5.5.2.14-1

Information Element Value/remark Comment Reference Condition
Expires
value "4294967295" to receive the current TS 24.379 [9]
status and later clause
notification 9A.2.1.3
TS 24.282 [87]
clause
22.2.1.3
Message-body
MIME body part MCPTT Info MCPTT
MIME-part-body MCData-Info as TS 24.379 [9]
described in Table clause
5.3.36.4-2 9A.2.1.3
MIME body part MCData Info MCDATA
MIME-part-body MCData-Info as TS 24.282 [87]
described in Table clause
5.3.36.4-3 22.2.1.3
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Derivation Path: Table 5.5.3.2.1-1
Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT_ID_User_A TS 24.379 [9]
clause
9A.2.1.3
anyExt
request-type "functional-alias-status- TS 24.379 [9]
determination” clause
9A.2.1.3
Table 5.3.36.4-3: MCData-Info in SIP SUBSCRIBE (Table 5.3.36.4-1)
Derivation Path: Table 5.5.3.2.1-3
Information Element Value/remark Comment Reference Condition
mcdatainfo
mcdata-Params
request-type "functional-alias-status- TS 24.282 [87]
determination” clause
22.2.1.3
mcdata-request-uri px_MCData_ID_User_ TS 24.282 [87]
A clause
22.2.1.3
Table 5.3.36.4-4: SIP 200 (OK) (step 4, Table 5.3.36.3-1)
| Derivation Path: Table 5.5.2.17.1.2-1, condition SUBSCRIBE-RSP
Table 5.3.36.4-5: SIP NOTIFY (step 5, Table 5.3.36.3-1)
Derivation Path: Table 5.5.2.8-1, condition PRESENCE-EVENT
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part PIDF
MIME-part-body PIDF for MCPTT as TS 24.379 [9] MCPTT
described in Table clause
5.5.3.5.2-1 (NOTE 1) 9A.2.2.2.5
MIME-part-body PIDF for MCData as TS 24.282 [87] | MCDATA
described in Table clause 22.2.2.
5.5.3.5.2-3 (NOTE 1) 2.5
NOTE 1: PIDF document contains tuple with empty <status> element (i.e. there are no <functionalAlias> entries at
all) and not containing a <p-id-fa> element

5.3.37

Within the context of this procedure, MCX refersto MCPTT, MCVideo or MCData.

UE initiated MCX functional alias status change

5.3.37.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3.37.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

ETSI



3GPP TS 36.579-1 version 16.4.0 Release 16

5.3.37.3 Procedure

ETSI TS 136 579-1 V16.4.0 (2024-05)

Table 5.3.37.3-1: MCX functional alias status change

St

Procedure

Message Sequence

TP

Message

Verdict

(NOTE 1)

1 Make the UE (MCX client) request to change the
status of a functional alias to 'activated'.

- EXCEPTION: Step 2al describes behaviour that
depends on the E-UTRA RRC state at the time
the present procedure is called.

2al

take place.

IF in RRC_IDLE state, the E-UTRA/EPC actions
which are related to the procedure described in
clause 5.4.3 'MCX CO communication in E-U'RA'

functional alias?

3 Check: Does the UE (MCX client) send a SIP
PUBLISH requesting the status change of a

SIP PUBLISH

(OK)

4 The SS (MCX server) responds with a SIP 200

SIP 200 (OK)

functional alias information

5 The SS (MCX server) sends a SIP NOTIFY with

SIP NOTIFY

200 (OK)?

6 Check: Does the UE (MCX client) send a SIP

SIP 200 (OK)

the RRC connection.
(NOTE 2)

7 The SS waits 2 seconds before the SS releases

NOTE 1: This is expected to be done via a suitable implementation dependent MMI
NOTE 2: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3.37.4

Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure with the following

clarifications:

Table 5.3.37.4-1: SIP PUBLISH (step 3, Table 5.3.37.3-1)

Derivation Path: Table 5.5.2.11-1, condition PRESENCE-EVENT

described in Table
5.3.37.4-5

clause
22.2.1.2

Information Element Value/remark Comment Reference Condition
Message-body
MIME body part MCPTT Info TS 24.379 [9] MCPTT
clause
9A.2.1.2
MIME-part-body MCData-Info as
described in Table
5.3.37.4-2
MIME body part MCData Info TS 24.282 [87] | MCDATA
clause
22.2.1.2
MIME-part-body MCData-Info as
described in Table
5.3.37.4-3
MIME body part PIDF
MIME-part-body PIDF for MCPTT as TS 24.379 [9] MCPTT
described in Table clause
5.3.37.4-4 9A.2.1.2
MIME-part-body PIDF for MCData as TS 24.282 [87] | MCDATA
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Derivation Path: Table 5.5.3.2.1-1

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-request-uri px_MCPTT_ID_User_A TS 24.379 [9]
clause
9A.2.1.2
Table 5.3.37.4-3: MCData-Info in SIP PUBLISH (Table 5.3.37.4-1)
Derivation Path: Table 5.5.3.2.1-3
Information Element Value/remark Comment Reference Condition
mcdata-info
mcdata-Params
mcdata-request-uri px_MCData_ID_User_ TS 24.282 [87]
A clause
22.2.1.2
Table 5.3.37.4-4: PIDF for MCPTT in SIP PUBLISH (Table 5.3.37.4-1)
| Derivation Path: Table 5.5.3.5.1-1, condition FUNCTIONAL_ALIAS STATUS CHANGE
Table 5.3.37.4-5: PIDF for MCData in SIP PUBLISH (Table 5.3.37.4-1)
| Derivation Path: Table 5.5.3.5.1-3, condition FUNCTIONAL ALIAS STATUS CHANGE
Table 5.3.37.4-6: SIP 200 (OK) (step 4, Table 5.3.37.3-1)
| Derivation Path: Table 5.5.2.17.1.2-1, condition PUBLISH-RSP
Table 5.3.37.4-7: SIP NOTIFY (step 5, Table 5.3.37.3-1)
Derivation Path: Table 5.5.2.8-1, condition PRESENCE-EVENT
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part PIDF
MIME-part-body PIDF for MCPTT as TS 24.379 [9] MCPTT
described in Table clause
5.3.37.4-8 9A.2.2.2.5
MIME-part-body PIDF for MCData as TS 24.282 [87] | MCDATA
described in Table clause 22.2.2.
5.3.37.4-9 2.5

Table 5.3.37.4-8: PIDF for MCPTT in SIP NOTIFY (Table 5.3.37.4-7)

| Derivation Path: Table 5.5.3.5.2-1, condition FUNCTIONAL _ALIAS_ACTIVATED, NOTIFY_FOR_PUBLISH

Table 5.3.37.4-9: PIDF for MCData in SIP NOTIFY (Table 5.3.37.4-7)

| Derivation Path: Table 5.5.3.5.2-3, condition FUNCTIONAL_ALIAS_ACTIVATED, NOTIFY_FOR_PUBLISH
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5.3A  Generic test procedures for UE MCPTT operation

5.3A.1 MCPTT CO session establishment/modification without provisional
responses other than 100 Trying

5.3A.1.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3A.1.2 Definition of system information messages
The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
5.3A.1.3 Procedure

Table 5.3A.1.3-1: MCPTT CO session establishment/modification without provisional responses other
than 100 Trying

St Procedure Message Sequence TP Verdict
U-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
which are related to the MCPTT call
establishment described in clause 5.4.3 'MCX
CO communication in E-UTRA' take place.

2 Check: Does the UE (MCPTT client) send a SIP --> SIP INVITE - P
INVITE requesting the
establishment/modification of an MCPTT call?

3 The SS sends a SIP 100 Trying <-- SIP 100 (Trying) - -

4 The SS (MCPTT server) responds with a SIP <-- SIP 200 (OK) - -
200 (OK)

5 Check: Does the UE (MCPTT client) send a SIP --> SIP ACK - P

ACK to acknowledge the session
establishment/modification?

- EXCEPTION: Steps 6al describes behaviour - - - -
that depends on the test case requirements; the
"lower case letter" identifies a step sequence that
takes place if the UE requests implicit floor
control in step 2 (i.e. the "mc_implicit_request"
fmtp attribute included in the SDP offer and the
SS responded with the "mc_implicit_request"
fmtp attribute included and the “mc_granted”
fmtp attribute not present in the SDP answer.
(NOTE 1)

6al | The SS (MCPTT server) sends a Floor Granted <-- Floor Granted - -
message.

NOTE 1: Possibilities in SDP-offer/answer depend on the test case requirements

a. UE sends SDP offer with media description for floor control but without implicit floor request

b. UE sends SDP offer with media description for floor control and with implicit floor request
i.  SDP answer from SS contains “mc_implicit_request” and “mc_granted” (Floor is implicitly
granted)
ii. SDP answer from SS contains “mc_implicit request” and but no “mc_granted” (Floor needs to
be explicitly granted at step 6al)
iii. SDP answer from SS contains no “mc_implicit_request’and no “mc_granted” (the UE needs to
explicitly request the floor)

c. UE sends SDP offer without media description for floor control
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5.3A.1.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure with the following
clarifications:

Table 5.3A.1.4-1: SIP INVITE (step 2, Table 5.3A.1.3-1)

| Derivation Path: Table 5.5.2.5.1-1, condition MCPTT

Table 5.3A.1.4-2: SIP 200 (OK) (step 4, Table 5.3A.1.3-1)

| Derivation Path: Table 5.5.2.17.1.2-1, condition INVITE-RSP and MCPTT

5.3A.2 Void

5.3A.3 MCPTT CO call establishment using a pre-established session

5.3A.3.1 Initial conditions

As specified in the test case which calls the procedure.

5.3A.3.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3A.3.3 Procedure

Table 5.3A.3.3-1: MCPTT CO call establishment using a pre-established session

St Procedure Message Sequence TP | Verdict
U-S Message
- EXCEPTION: Step 1al describes behaviour - - - -
that depends on the E-UTRA RRC state at the
time the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC - - - -
actions which are related to the MCPTT call
establishment described in clause 5.4.3 'MCX
CO communication in E-UTRA' take place.

2 Check: Does the UE (MCPTT client) send a --> SIP REFER - P
SIP REFER message to request the
establishment of an MCPTT call using a pre-
established session?

3 The SS (MCPTT server) responds with a SIP <-- SIP 200 (OK) - -
200 (OK) message indicating that the MCPTT
call has been established

4 The SS sends a Connect message <-- Connect - -
5 Check: Does the UE (MCPTT client) send an --> Acknowledge - P
Acknowledge message in response to the
Connect message?

5.3A.34 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None
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5.3A.4 MCPTT CO call release keeping the pre-established session

5.3A.4.1 Initial conditions

As specified in the test case which calls the procedure.

5.3A.4.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3A.4.3 Procedure

Table 5.3A.4.3-1: MCPTT CO call release keeping the pre-established session

St Procedure Message Sequence TP
U-S Message

Verdict

1 Check: Does the UE (MCPTT client) send a --> SIP REFER -
SIP REFER message with method “BYE” to
release the MCPTT session and keep the pre-
established session?

P

2 The SS (MCPTT server) responds with a SIP <-- SIP 200 (OK) -
200 (OK)

3 The SS waits 2 seconds before the SS - - -
releases the RRC connection.

NOTE: The specified wait period of 2s shall
ensure that lower layer signalling (TCP) is
finished and any not allowed behaviour
captured.

5.3A4.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3A.4.4-1: SIP REFER (step 1, Table 5.3A.4.3-1)

| Derivation Path: Table 5.5.2.12-1, condition METHOD-BYE

Table 5.3A.4.4-2: SIP 200 (OK) (step 2, Table 5.3A.4.3-1)

| Derivation Path: Table 5.5.2.17.1.2-1, condition REFER-RSP

5.3A.5 MCPTT CT call release keeping the pre-established session

5.3A5.1 Initial conditions

As specified in the test case which calls the procedure.

5.3A5.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3A.5.3 Procedure

Table 5.3A.5.3-1: MCPTT CT call release keeping the pre-established session

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 The SS (MCPTT server) releases the call by <-- Disconnect - -
sending a Disconnect message
2 Check: Does the UE (MCPTT client) send an --> Acknowledge - P
Acknowledge message to accept the release
of the call?

3 The SS waits 2 seconds before the SS - - - -
releases the RRC connection.

NOTE: The specified wait period of 2s shall
ensure that lower layer signalling (TCP) is
finished and any not allowed behaviour
captured.

5.3A5.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3A.5.4-1: Disconnect (step 1, Table 5.3A.5.3-1)

| Derivation Path: Table 5.5.6.13-1, condition ACK

5.3A.6 MCPTT CO session modification

5.3A.6.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3A.6.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3A.6.3 Procedure

Table 5.3A.6.3-1: MCPTT CO session modification

St Procedure Message Sequence TP | Verdict
Uu-S Message

1 Check: Does the UE (MCPTT client) send a --> SIP re-INVITE - P
SIP INVITE requesting the modification of an
MCPTT call?

2 The SS sends a SIP 100 Trying <-- SIP 100 (Trying) - -

3 The SS (MCPTT server) responds with a SIP <-- SIP 200 (OK) - -
200 (OK)

4 Check: Does the UE (MCPTT client) send a --> SIP ACK - P

SIP ACK to acknowledge the session
modification?

- EXCEPTION: Steps 5al-5a2 describe - - - -
behaviour that depends on whether the UE
has implicitly requested a grant at step 1 which
has not implicitly been granted at step 3.
(NOTE 1)

5al | IF the media description for media control in <-- Floor Granted - -
the 200 OK at step 3 contains fmtp parameter
mc_implicit_request but no fmtp parameter
mc_granted THEN the SS (MCPTT server)
sends a Floor Granted message with request
for acknowledgement.

5a2 | Check: Does the UE (MCPTT client) sends a --> Floor Ack - P
Floor Ack message?

NOTE 1: An implicit floor control may be requested in case of upgrade to an emergency or imminent peril group call
but not in case of a downgrade or any other re-INVITE

5.3A.6.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3A.6.4-1: SIP 200 (OK) (step 3, Table 5.3A.6.3-1)

| Derivation Path: Table 5.5.2.17.1.2-1, condition INVITE-RSP

Table 5.3A.6.4-2: Floor Granted (step 5al, Table 5.3A.6.3-1)

| Derivation Path: Table 5.5.6.3-1, condition ACK

Table 5.3A.6.4-3: Floor Ack (Step 5a2, Table 5.3A.6.3-1)

| Derivation Path: Table 5.5.6.11-1, condition UPLINK

5.3A.7 Void

5.3A.8 MCPTT CT Call establishment using a pre-established session

5.3A.8.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3A.8.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3A.8.3 Procedure

Table 5.3A.8.3-1: MCPTT CT Call establishment using a pre-established session

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 E-UTRA/EPC signalling according to clause - - - -
5.4.4 'MCX CT communication in E-UTRA'
takes place
2 SS initiates an on-demand pre-arranged group <-- Connect - -
call with automatic commencement mode
using a pre-established session by sending a
Connect message
3 Check: Does the UE (MCPTT client) send an --> Acknowledge - P
Acknowledge message to accept the incoming
pre-arranged group call using a pre-
established session?
5.3A.8.4 Specific message contents
All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:
None
5.3A.9 Void
5.3A.10 Void
5.3A.11 MCPTT Floor Request — Floor Granted
5.3A.11.1 Initial conditions
As specified in the test case which calls the procedure in its entirety or refersto parts of it.
5.3A.11.2 Definition of system information messages
The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
5.3A.11.3 Procedure
Table 5.3A.11.3-1: MCPTT Floor Request — Floor Granted
St Procedure Message Sequence TP | Verdict
U-S Message
1 Check: Does the UE (MCPTT client) send a --> Floor Request - P
Floor Request message?
2 The SS (MCPTT server) sends a Floor <-- Floor Granted - -
Granted message with request for
acknowledgement.
3 Check: Does the UE (MCPTT client) send a --> Floor Ack - P
Floor Ack message?
4 Check: Does the UE (MCPTT client) provide - - - P
floor granted notification to the user?
(NOTE 1)

NOTE 1: This expected to be done via a suitable implementation dependent MMI.
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5.3A.11.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3A.11.4-1: Floor Granted (Step 2, Table 5.3A.11.3-1)

| Derivation Path: Table 5.5.6.3-1, condition ACK

Table 5.3A.11.4-2: Floor Ack (Step 3, Table 5.3A.11.3-1)

| Derivation Path: Table 5.5.6.11-1, condition UPLINK

5.3A.12 MCPTT Floor Request — Floor Queue Position Info

5.3A.12.1 Initial conditions

As specified in the test case which calls the procedure.

5.3A.12.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3A.12.3 Procedure

Table 5.3A.12.3-1: MCPTT Floor Request — Floor Queue Position Info

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 Check: Does the UE (MCPTT client) send a --> Floor Request - P
Floor Request message?
2 The SS (MCPTT server) sends a Floor Queue <-- Floor Queue Position Info - -
Position Info message indicating that the Floor
Request is queued.

5.3A.12.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3A.13 MCPTT Queuing Position Request

5.3A.13.1 Initial conditions

As specified in the test case which calls the procedure.

5.3A.13.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3A.13.3 Procedure

Table 5.3A.13.3-1: MCPTT Queuing Position Request

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 Check: Does the UE (MCPTT client) send a --> Floor Queue Position Request - P
Floor Queue Position Request message?
2 The SS (MCPTT server) responds with a Floor <-- Floor Queue Position Info - -
Queue Position Info message.

5.3A.13.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3A.14 MCPTT Floor Request — Floor Deny

5.3A.14.1 Initial conditions

As specified in the test case which calls the procedure.

5.3A.14.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3A.14.3 Procedure

Table 5.3A.14.3-1: MCPTT Floor Request — Floor Deny

St Procedure Message Sequence TP | Verdict
U-S Message

1 Check: Does the UE (MCPTT client) send a --> Floor Request - P
Floor Request message?

2 The SS (MCPTT server) sends a Floor Deny <-- Floor Deny - -
message

3 Check: Does the UE (MCPTT client) provide - - - P
floor deny natification to the user?
(NOTE 1)

NOTE 1: This expected to be done via a suitable implementation dependent MMI.

5.3A.14.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3A.15 MCPTT Floor Release — Floor Idle

5.3A.15.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3A.15.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3A.15.3 Procedure

Table 5.3A.15.3-1: MCPTT Floor Release — Floor Idle

St Procedure Message Sequence TP | Verdict
Uu-S Message
1 Check: Does the UE (MCPTT client) send a --> Floor Release - P

Floor Release message?

- EXCEPTION: Step 2al describes behaviour - - - -
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release

message.
2al | The SS (MCPTT server) sends a Floor Ack <-- Floor Ack - -
message.
3 The SS (MCPTT server) sends a Floor Idle <-- Floor Idle - -
message.
5.3A.15.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3A.15.4-1: Floor Ack (Step 2al, Table 5.3A.15.3-1)

| Derivation Path: Table 5.5.11.3-1, condition DOWNLINK

5.3A.16 MCPTT Floor Release — Floor Taken

5.3A.16.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3A.16.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3A.16.3 Procedure

Table 5.3A.16.3-1: MCPTT Floor Release — Floor Taken

St Procedure Message Sequence TP | Verdict
U-S Message
1 Check: Does the UE (MCPTT client) send a --> Floor Release - P

Floor Release message?

- EXCEPTION: Step 2al describes behaviour - - - -
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE requests an
acknowledgement to the Floor Release

message.
2al | The SS (MCPTT server) sends a Floor Ack <-- Floor Ack - -
message.
3 The SS (MCPTT server) sends a Floor Taken <-- Floor Taken - -
message.
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5.3A.16.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3A.16.4-1: Floor Ack (Step 2, Table 5.3A.16.3-1)

| Derivation Path: Table 5.5.11.3-1, condition DOWNLINK

5.3B  Generic test procedures for UE MCVideo operation

5.3B.1 MCVideo CO session establishment/modification without provisional
responses other than 100 Trying

5.3B.1.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3B.1.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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Table 5.3B.1.3-1: MCVideo CO session establishment/modification without provisional responses
other than 100 Trying

St

Procedure

Message Sequence

U-s

Message

TP

Verdict

EXCEPTION: Step 1al describes behaviour that
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal

IF in RRC_IDLE state, the E-UTRA/EPC actions
which are related to the MCVideo call
establishment described in clause 5.4.3 'MCX
CO communication in E-UTRA' take place.

Check: Does the UE (MCVideo client) send a SIP
INVITE requesting the establishment/modification
of an MCVideo call?

SIP INVITE

The SS sends SIP 100 Trying

SIP 100 (Trying)

The SS (MCVideo server) responds with a SIP
200 (OK)

SIP 200 (OK)

Check: Does the UE (MCVideo client) send a SIP
ACK to acknowledge the session
establishment/modification?

SIP ACK

EXCEPTION: Steps 6al-6a2 describe behaviour
that depends on the test case requirements; the
"lower case letter" identifies a step sequence that
takes place if the UE requests implicit
transmission control in step 2 (i.e. the
"mc_implicit_request" fmtp attribute included in
the SDP offer and the SS responded with the
"mc_implicit_request" fmtp attribute included and
the “mc_granted” fmtp attribute not present in the
SDP answer.

(NOTE 1)

6al

The SS (MCVideo server) sends a Transmission
Granted message with request for
acknowledgement.

<--

Transmission Granted

6a2

Check: Does the UE (MCVideo client) send a
Transmission Control Ack message?

>

Transmission Control Ack

NOTE 1: Possibilities in SDP-offer/answer depend on the test case requirements

a. UE sends SDP offer with media description for transmission control but without implicit transmission

request

b. UE sends SDP offer with media description for transmission control and with implicit transmission request
i.  SDP answer from SS contains “mc_implicit_request” and “mc_granted” (Transmission is

implicitly granted)

i. SDP answer from SS contains “mc_implicit request” and but no “mc_granted” (Transmission
needs to be explicitly granted ar step 6al)
iii. SDP answer from SS contains no “mc_implicit_request’and no “mc_granted” (the UE needs to

explicitly request the transmission )

c. UE sends SDP offer without media description for transmission control

5.3B.14

All message contents are as specified in clause 5.5 and in the test case calling the procedure with the following

Specific message contents

clarifications:

Table 5.3B.1.4-1: SIP INVITE (step 2, Table 5.3B.1.3-1)

| Derivation Path: Table 5.5.2.5.1-1, condition MCVIDEO

Table 5.3B.1.4-2: SIP 200 (OK) (step 4, Table 5.3B.1.3-1)

| Derivation Path: Table 5.5.2.17.1.2-1, condition INVITE-RSP and MCVIDEO
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Table 5.3B.1.4-3: Transmission Granted (step 6al, Table 5.3B.1.3-1)

| Derivation Path: Table 5.5.11.2.1-1, condition ACK

Table 5.3B.1.4-4: Transmission Control Ack (step 6a2, Table 5.3B.1.3-1)

| Derivation Path: Table 5.5.11.3.5-1, condition UPLINK

5.3B.2 MCVideo Transmission request — Transmission Granted

5.3B.2.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3B.2.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3B.2.3 Procedure

Table 5.3B.2.3-1: MCVideo Transmission Request — Transmission Granted

St Procedure Message Sequence TP | Verdict
U-S Message
1 Check: Does the UE (MCVideo client) send a --> Transmission Request - P
Transmission Request message?
2 The SS (MCVideo server) sends a <-- Transmission Granted - -

Transmission Granted message with request
for acknowledgement.

3 Check: Does the UE (MCVideo client) send a --> Transmission Control Ack - P
Transmission Control Ack message?

4 Check: Does the UE (MCVideo client) provide - - - P
transmission granted notification to the user?
(NOTE 1)

NOTE 1: This expected to be done via a suitable implementation dependent MMI.

5.3B.2.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3B.2.4-1: Transmission Granted (step 2, Table 5.3B.2.3-1)

| Derivation Path: Table 5.5.11.2.1-1, condition ACK

Table 5.3B.2.4-2: Transmission Control Ack (step 3, Table 5.3B.2.3-1)

| Derivation Path: Table 5.5.11.3.5-1, condition UPLINK

5.3B.3 MCVideo Media Transmission Notification and Request CT

5.3B.3.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.
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5.3B.3.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3B.3.3 Procedure

Table 5.3B.3.3-1: MCVideo Media Transmission Notification and Request CT

St Procedure Message Sequence TP | Verdict
U-S Message
1 The SS (MCVideo server) sends a Media <-- Media Transmission Notification - -
Transmission Notification message.
2 Check: Does the UE (MCVideo client) provide - - - P
media transmission notification to the user?
(NOTE 1)

- EXCEPTION: Steps 3al — 3adal describe - - - -
behaviour that depends on the requirements of
test case calling the present procedure.

3al | IF the test case specifies the Reception Mode - - - -
field of the Media Transmission Notification
message to be 1 (indicating manual reception
mode) THEN make the UE (MCVideo client)
request permission to receive media.

(NOTE 1)

3a2 | Check: Does the UE (MCVideo client) send a --> Receive Media Request - P
Receive Media Request message?

3a3 | The SS (MCVideo server) sends a Receive <-- Receive Media Response - -

Media Response message.

- EXCEPTION: Step 3a4al describes behaviour - - - -
that depends on the requirements of test case
calling the present procedure.

3ada | IF the test case specifies the Receive Media --> Transmission Control Ack - P
1 Response message to request an
acknowledgement THEN Check:
Does the UE (MCVideo client) send a
Transmission Control Ack message?

NOTE 1: This expected to be done via a suitable implementation dependent MMI.

5.3B.3.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3B.3.4-1: Transmission Control Ack (step 3adal, Table 5.3B.3.3-1)

| Derivation Path: Table 5.5.11.3.5-1, condition UPLINK

5.3B.4 MCVideo Transmission Request - Queue Position Info

5.3B.4.1 Initial conditions

As specified in the test case which calls the procedure.

5.3B.4.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3B.4.3 Procedure

Table 5.3B.4.3-1: MCVideo Transmission Request — Queue Position Info

St Procedure Message Sequence TP | Verdict
U-S Message
1 Check: Does the UE (MCVideo client) send a --> Transmission Request - P
Transmission Request message?
2 The SS (MCVidao server) sends a Queue <-- Queue Position Info - -
Position Info message indicating that the
Transmission Request is queued.

5.3B.4.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3B.5 MCVideo Queue Position Request

5.3B.5.1 Initial conditions

As specified in the test case which calls the procedure.

5.3B.5.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3B.5.3 Procedure

Table 5.3B.5.3-1: MCVideo Queue Position Request

St Procedure Message Sequence TP | Verdict
U-S Message
1 Check: Does the UE (MCVideo client) send a --> Queue Position Request - P
Queue Position Request message?
2 The SS (MCVideo server) responds with a <-- Queue Position Info - -

Queue Position Info message.

- EXCEPTION: Step 3al describes behaviour - - - -
that depends on the requirements of test case
calling the present procedure.

3al | IF the test case specifies the Queue Position --> Transmission Control Ack - P
Info message to request an acknowledgement
THEN Check:

Does the UE (MCVideo client) acknowledge
receipt of the Queue Position Info message?

5.3B.5.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3B.5.4-1: Transmission Control Ack (step 3al, Table 5.3B.5.3-1)

| Derivation Path: Table 5.5.11.3.5-1, condition UPLINK
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5.3B.6 MCVideo Transmission Request - Transmission Rejected

5.3B.6.1 Initial conditions

As specified in the test case which calls the procedure.

5.3B.6.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3B.6.3 Procedure

Table 5.3B.6.3-1: MCVideo Transmission Request — Transmission Rejected

St Procedure Message Sequence TP | Verdict
U-S Message
1 Check: Does the UE (MCVideo client) send a --> Transmission Request - P
Transmission Request message?
2 The SS (MCVideo server) sends a <-- Transmission Rejected - -
Transmission Rejected message.
3 Check: Does the UE (MCVideo client) provide - - - P
Transmission Rejected notification to the user?
(NOTE 1)
NOTE 1: This expected to be done via a suitable implementation dependent MMI.
5.3B.6.4 Specific message contents
All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:
none
5.3B.7 MCVideo Transmission End Request CO
5.3B.7.1 Initial conditions
As specified in the test case which calls the procedure.
5.3B.7.2 Definition of system information messages
The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
5.3B.7.3 Procedure
Table 5.3B.7.3-1: MCVideo transmission End Request CO
St Procedure Message Sequence TP | Verdict
Uu-$S Message
1 Check: Does the UE (MCVideo client) send a --> Transmission End Request - P
Transmission End Request message?
2 The SS (MCVideo server) responds with a <-- Transmission End Response - -
Transmission End Response message with
request for acknoledgement.
3 Check: Does the UE (MCVideo client) send a --> Transmission Control Ack - P
Transmission Control Ack message?
4 The SS (MCVideo server) sends a <-- Transmission Idle - -

Transmission Idle message.

NOTE 1: This expected to be done via a suitable implementation dependent MMI.
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5.3B.7.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following

clarifications:

Table 5.3B.7.4-1: Transmission End Request (Step 1, Table 5.3B.7.3-1)

| Derivation Path: Table 5.5.11.3.1-1, condition UPLINK

Table 5.3B.7.4-2: Transmission End Response (Step 2, Table 5.3B.7.3-1)

| Derivation Path: Table 5.5.11.3.2-1, condition DOWNLINK, ACK

Table 5.3B.7.4-3: Transmission Control Ack (step 3, Table 5.3B.7.3-1)

| Derivation Path: Table 5.5.11.3.5-1, condition UPLINK

5.3B.8 MCVideo Media Reception End Request CO

5.3B.8.1 Initial conditions

As specified in the test case which calls the procedure.

5.3B.8.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3B.8.3 Procedure

Table 5.3B.8.3-1: MCVideo Media Reception End Request CO

St Procedure Message Sequence TP | Verdict
U-S Message

1 Check: Does the UE (MCVideo client) send a --> Media Reception End Request - P
Media Reception End Request message?

2 The SS (MCVideo server) sends a Receive <-- Media Reception End Response - -
Media Reception End Response message.

3 The SS (MCVideo server) sends a <-- Transmission Idle - -
Transmission Idle message.

5.3B.8.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following

clarifications:

Table 5.3B.8.4-1: Media Reception End Request (Step 1, Table 5.3B.8.3-1)

| Derivation Path: Table 5.5.11.3.3-1, condition UPLINK

Table 5.3B.8.4-2: Media Reception End Response (Step 2, Table 5.3B.8.3-1)

| Derivation Path: Table 5.5.11.3.4-1, condition DOWNLINK
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5.3B.9 MCVideo Transmission End Request CT

5.3B.9.1 Initial conditions

As specified in the test case which calls the procedure.

5.3B.9.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3B.9.3 Procedure

Table 5.3B.9.3-1: MCVideo Transmission End Request CT

St Procedure Message Sequence TP | Verdict
U-S Message

1 The SS (MCVideo server) sends a <-- Transmission End Request - -
Transmission End Request message.

2 Void - - - -

2A | Check: Does the UE (MCVideo client) respond --> Transmission End Response - P
with a Transmission End Response message?

3 Void - - - -

3A | Check Does the UE (MCVideo client) notify the - - - P
user that the permission to send RTP media is
being revoked?
(NOTE 1)

4 The SS (MCVideo server) sends a <-- Transmission Idle - -
Transmission Idle message.

NOTE 1: This expected to be done via a suitable implementation dependent MMI.

5.3B.9.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3B.9.4-1: Transmission End Request (Step 1, Table 5.3B.9.3-1)

| Derivation Path: Table 5.5.11.3.1-1, condition DOWNLINK

Table 5.3B.9.4-2: Transmission End Response (Step 2, Table 5.3B.9.3-1)

| Derivation Path: Table 5.5.11.3.2-1, condition UPLINK

5.3B.10 MCVideo Media Reception End Request CT

5.3B.10.1 Initial conditions

As specified in the test case which calls the procedure.

5.3B.10.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3B.10.3 Procedure

Table 5.3B.10.3-1: MCVideo Media Reception End Request CT

St Procedure Message Sequence TP | Verdict
U-S Message
1 The SS (MCVideo server) sends a Media <-- Media Reception End Request - -
Reception End Request message.
2 Void - - - -
2A | Check: Does the UE (MCVideo client) respond --> Media Reception End Response - P
with a Media Reception End Response
message?
3 Void - - - -
3A | Check: Does the UE (MCVideo client) notify - - - P
the user that the permission to send RTP
media is being revoked?
(NOTE 1)
4 The SS (MCVideo server) sends a <-- Transmission Idle - -
Transmission Idle message.

NOTE 1: This expected to be done via a suitable implementation dependent MMI.

5.3B.10.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3B.10.4-1: Media Reception End Request (Step 1, Table 5.3B.10.3-1)

| Derivation Path: Table 5.5.11.3.3-1, condition DOWNLINK

Table 5.3B.10.4-2: Media Reception End Response (Step 2, Table 5.3B.10.3-1)

| Derivation Path: Table 5.5.11.3.4-1, condition UPLINK

5.3B.11 MCVideo CO session modification

5.3B.11.1 Initial conditions

As specified in the test case which calls the procedure in its entirety or refersto parts of it.

5.3B.11.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3B.11.3 Procedure

Table 5.3B.11.3-1: MCVideo CO session modification

St Procedure Message Sequence TP | Verdict
Uu-S Message

1 Check: Does the UE (MCVideo client) send a --> SIP re-INVITE - P
SIP INVITE requesting the modification of the
call?

2 The SS sends SIP 100 Trying <-- SIP 100 (Trying) - -

3 The SS (MCVideo server) responds with a SIP <-- SIP 200 (OK) - -
200 (OK)

4 Check: Does the UE (MCVideo client) send a --> SIP ACK - P

SIP ACK to acknowledge the session
modification?

- EXCEPTION: Steps 5al-5a2 describe - - - -
behaviour that depends on whether the UE
has implicitly requested a grant at step 1 which
has not implicitly been granted at step 3
(NOTE 1)

5al | IF the media description for media control in <-- Transmission Granted - -
the 200 OK contains fmtp parameter
mc_implicit_request but no fmtp parameter
mc_granted THEN the SS (MCVideo server)
sends a Transmission Granted message with
request for acknowledgement.

5a2 | Check: Does the UE (MCVideo client) send a --> Transmission Control Ack - P
Transmission Control Ack message?

NOTE 1: An implicit transmit media request may be requested in case of upgrade to an emergency or imminent peril
MCVideo group call but not in case of a downgrade or any other re-INVITE

5.3B.11.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3B.11.4-1: SIP 200 (OK) (step 3, Table 5.3B.11.3-1)

| Derivation Path: Table 5.5.2.17.1.2-1, condition INVITE-RSP

Table 5.3B.11.4-2: Transmission Granted (step 5al, Table 5.3B.11.3-1)

| Derivation Path: Table 5.5.11.2.1-1, condition ACK

Table 5.3B.11.4-3: Transmission Control Ack (step 5a2, Table 5.3B.11.3-1)

| Derivation Path: Table 5.5.11.3.5-1, condition UPLINK

5.3C  Generic test procedures for UE MCData operation

5.3C.1 CO SDS or FD message transfer using signalling plane

5.3C.1.1 Initial conditions

As specified in the test case which calls the procedure.
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5.3C.1.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3C.1.3 Procedure

Table 5.3C.1.3-1: CO SDS or FD message transfer using signalling plane

St Procedure Message Sequence TP Verdict
U-S Message

- EXCEPTION: Step lal describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
described in clause 5.4.3 'MCX CO
communication in E-UTRA' take place.

2 Check: Does the UE (MCData client) send a SIP --> SIP MESSAGE - P
MESSAGE request?
3 The SS (MCData server) sends a SIP 202 <-- SIP 202 (Accepted) - -

(Accepted) response

4 The SS waits 2 seconds before the SS releases - - - -
the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3C.14 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3C.2 CO MCData Call Establishment

5.3C.2.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.2.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.2.3 Procedure

Table 5.3C.2.3-1: CO MCData Call Establishment

St Procedure Message Sequence TP Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
described in clause 5.4.3 'MCX CO
communication in E-UTRA' take place.

2 Check: Does the UE (MCData client) send a SIP --> SIP INVITE - P
INVITE requesting the establishment of an
MCData call?

3 The SS sends a SIP 100 Trying <-- SIP 100 (Trying) - -

4 The SS (MCData server) responds with a SIP <-- SIP 200 (OK) - -
200 (OK)

5 Check: Does the UE (MCData client) send a SIP --> SIP ACK - P

ACK to acknowledge the session
establishment/modification?

6 The UE (MCData client) connects to the TCP - - - -
server at the SS side to establish an MSRP
connection.

(NOTE 1)

7 Check: Does the UE (MCData client) send an --> MSRP SEND - P
empty MSRP SEND request to bind the TCP
connection to the MSRP session?

8 The SS (MCData server) sends an MSRP 200 <-- MSRP 200 (OK) - -
(OK) response.

NOTE 1: According to TS 24.282 [87] clauses 9.2.3.4.2, 9.2.4.4.2 and 10.2.5.4.2 the SS sets the a=setup attribute set
to "passive"” (see table 5.5.3.1.2-3) = The UE's MCData client has the role of the active endpoint

5.3C.2.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3C.2.4-1: MSRP SEND (Step 7, Table 5.3C.2.3-1)

| Derivation Path: Table 5.5.12.1-1, condition EMPTY_SEND REQ

5.3C.3 CT MCData Call Establishment

5.3C.3.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.3.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.3.3 Procedure

Table 5.3C.3.3-1: CT MCData Call Establishment

St Procedure Message Sequence TP Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
which described in clause 5.4.4 'MCX CT
communication in E-UTRA' take place.

2 The SS (MCX Server) sends a SIP INVITE <-- SIP INVITE - -
requesting the establishment of an MCData call.

- EXCEPTION: Step 3al describes behaviour that - - - -
depends on the UE implementation; the "lower
case letter" identifies a step sequence that take
place if the UE responds to a SIP INVITE with a
SIP 100 (Trying)

3al | The UE (MCX client) sends a SIP 100 (Trying) --> SIP 100 (Trying) - -

4 Check: Does the UE (MCX client) send a SIP --> SIP 200 (OK) - P
200 (OK)?

5 The SS (MCX server) sends a SIP ACK <-- SIP ACK - -

EXCEPTION: Steps 6al - 6b3 describe - - - -
behaviour that depends on which role of an
endpoint the UE (MCData client) has chosen in
its SDP answer sent at step 4

6al | IF the UE (MCData client) acts as passive - - - -
endpoint (NOTE 1) THEN the SS connects to the
TCP server at the UE side to establish an MSRP

connection

6a2 | The SS sends an empty MSRP SEND request to <-- MSRP SEND - -
bind the TCP connection to the MSRP session.

6a3 | Check: Does the UE (MCData client) send an --> MSRP 200 (OK) - P

MSRP 200 (OK) response?

6bl | ELSE (NOTE 2) the UE (MCData client) - - - -
connects to the TCP server at the SS side to
establish an MSRP connection

6b2 | Check: Does the UE (MCData client) send an --> MSRP SEND - P
empty MSRP SEND request to bind the TCP
connection to the MSRP session?

6b3 | The SS (MCData server) sends an MSRP 200 <-- MSRP 200 (OK) - -
(OK) response.

NOTE 1: The MCData client indicates to act as passive endpoint by setting the a=setup attribute of the SDP answer at
step 4 to "passive" (according to RFC 4145 [119])

NOTE 2: The MCData client indicates to act as active endpoint by setting the a=setup attribute of the SDP answer at
step 4 to "active" (according to RFC 4145 [119])

5.3C.34 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3C.3.4-1: MSRP SEND (Step 6a2, Table 5.3C.3.3-1)

| Derivation Path: Table 5.5.12.2-1, condition EMPTY _SEND REQ

Table 5.3C.3.4-2: MSRP SEND (Step 6b2, Table 5.3C.3.3-1)

| Derivation Path: Table 5.5.12.1-1, condition EMPTY_SEND REQ
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5.3C.4 CO MSRP message transfer

5.3C4.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.4.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.3C.4.3 Procedure

Table 5.3C.4.3-1: CO MSRP message transfer

St Procedure Message Sequence TP Verdict
U-S Message

- EXCEPTION: Steps 1-2 are repeated until the - - - -
UE (MCData client) indicates the end of the
message by setting the continuation-flag to "$" in
the End-line of the MSRP SEND request at step
1

1 Check: Does the UE (MCData client) send an --> MSRP SEND - P
MSRP SEND request?

2 The SS (MCData server) sends an MSRP 200 <-- MSRP 200 (OK) - -
(OK) response.

3 In case of chunking the SS reassembles the data - - - -
contained in the bodies of the MSRP SEND
requests.
(NOTE 1)

NOTE 1: In case of no chunking there is only one MSRP SEND request which contains the entire data.
In case of chunking there are more than one MSRP SEND requests containing the chunks of data and the
content type shall be the same for all MSRP SEND requests.

5.3C.4.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3C.5 CT MSRP message transfer

5.3C.5.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.5.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.5.3 Procedure

Table 5.3C.5.3-1: CT MSRP message transfer

St Procedure Message Sequence TP Verdict
Uu-S Message

1 The SS sends an MSRP SEND request <-- MSRP SEND - -
containing the entire data.
(NOTE 1)

2 Check: Does the UE (MCData client) send an --> MSRP 200 (OK) - P
MSRP 200 (OK) response?

NOTE 1: No chunking is applied in DL.

5.3C.54 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3C.6 CO MCData call release

5.3C.6.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.6.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.6.3 Procedure

Table 5.3C.6.3-1: CO MCData call release

St Procedure Message Sequence TP Verdict
Uu-S Message

1 Check: Does the UE (MCData client) send a SIP --> SIP BYE - P
BYE request to terminate the MCData
communication?

2 The SS (MCData server) sends a SIP 200 (OK) <-- SIP 200 (OK) - -
response.

- EXCEPTION: Steps 3al - 3b1 describe - - - -
behaviour that depends on the endpoint role the
UE (MCData client) has chosen at call
establishment.

(NOTE 1)

3al | IF the clientis the active endpoint THEN the SS - - - -
waits 3s for the client to close the MSRP TCP
connection.

(NOTE 2)

3bl | ELSE the SS closes the MSRP TCP connection. - - - -
(NOTE 3)

4 The SS waits 2 seconds before it deactivates the - - - -
dedicated EPS bearer.
(NOTE 4, 5).

NOTE 1: The endpoint role is negotiated in the SDP signalling at call establishment (table 5.3C.2.3-1 and 5.3C.3.3-1)

NOTE 2: After the wait period the SS may stop the MSRP TCP server independent from whether or not the UE has
closed the connection.

NOTE 3: When the SS has the role of the active endpoint it means that the MCData client hosts the TCP server of the
MSRP connection.

NOTE 4: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished and any not allowed
behaviour captured.

NOTE 5: The RRC connection is kept to allow subsequent signalling using the control plane as e.g. an SDS
NOTIFICATION in case of Standalone SDS.

5.3C.6.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3C.7 CT MCData call release

5.3C.7.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.7.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.7.3 Procedure

Table 5.3C.7.3-1: CT MCData call release

St Procedure Message Sequence TP Verdict
Uu-S Message
1 The SS (MCData server) sends a SIP BYE <-- SIP BYE - -
request to terminate the MCData communication.
2 Check: Does the UE (MCData client) send a SIP --> SIP 200 (OK) - P

200 (OK) response?

- EXCEPTION: Steps 3al - 3b1 describe - - - -
behaviour that depends on the endpoint role the
UE (MCData client) has chosen at call
establishment.

(NOTE 1)

3al | IF the clientis the active endpoint THEN the SS - - - -
waits 3s for the client to close the MSRP TCP
connection.

(NOTE 2)

3bl | ELSE the SS closes the MSRP TCP connection. - - - -
(NOTE 3)

4 The SS waits 2 seconds before the SS - - - -
deactivates the dedicated EPS bearer.
(NOTE 4, 5)

NOTE 1: The endpoint role is negotiated in the SDP signalling at call establishment (table 5.3C.2.3-1 and 5.3C.3.3-1)

NOTE 2: After the wait period the SS may stop the MSRP TCP server independent from whether or not the UE has
closed the connection..

NOTE 3: When the SS has the role of the active endpoint it means that the MCData client hosts the TCP server of the
MSRP connection.

NOTE 4: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished and any not allowed
behaviour captured.

NOTE 5: The RRC connection is kept to allow subsequent signalling using the control plane as e.g. an SDS
NOTIFICATION in case of Standalone SDS.

5.3C.7.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3C.8 Discovery of the absolute URI of the media storage function (one-to-
one communication)

5.3C.8.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.8.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.8.3 Procedure

Table 5.3C.8.3-1: Discovery of the absolute URI of the media storage function (one-to-one)

St Procedure Message Sequence TP Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called and on the UE
implementation.

lal | IFin RRC_IDLE state and - - - -
pc_MCData_MSFDiscoverySignalling, the E-
UTRA/EPC actions described in clause 5.4.3
'MCX CO communication in E-UTRA' take place.

- EXCEPTION: Steps 2al — 2b1 describe - - - -
behaviour that depends on the UE
implementation

2al | IF pc_MCData_MSFDiscoverySignalling THEN --> SIP MESSAGE - P
Check: Does the UE (MCData client) send a SIP
MESSAGE request to discover the absolute URI
of the media storage function?

2a2 | The SS (MCData server) sends a SIP 200 (OK) <-- SIP 200 (OK) - -
response.
2a3 | The SS (MCData server) sends a SIP <-- SIP MESSAGE - -

MESSAGE request containing the absolute URI
of the media storage function in the <mcdata-
controller-psi> element of the mcdata-info.

2a4 | Check: Does the UE (MCData client) send a SIP --> SIP 200 (OK) - P
200 (OK) response?

2b1 | ELSE the UE determines the value of the - - - -
absolute URI associated with the media storage
function of the MCData content server from the
<MCDataContentServerURI> element of the
MCData user profile document

5.3C.84 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3C.8.4-1: SIP MESSAGE from the UE (step 2al, Table 5.3C.8.3-1)

Derivation Path: Table 5.5.2.7.1-1, condition MCDATA_FD
Information Element Value/remark Comment Reference Condition
Message-body
MIME body part MCData-Info
MIME-part-body MCData-Info as
described in Table
5.3C.8.4-2

Table 5.3C.8.4-2: MCDATA-Info from the UE (Table 5.3C.8.4-1)

Derivation Path: Table 5.5.3.2.1-3
Information Element Value/remark Comment Reference Condition
mcdata-info
mcdata-Params
request-type "msf-disc-req"
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Table 5.3C.8.4-3: SIP MESSAGE from the SS (step 2a3, Table 5.3C.8.3-1)

Derivation Path: Table 5.5.2.7.2-1

condition MCDATA FD

Information Element Value/remark Comment Reference Condition
Request-Line
Request-URI tsc_MCData_PublicSer | According to TS 24.282
viceld_A [87] clause 10.2.1.3.3
the participating
function just forwards
the SIP MESSAGE
received from the
controlling function to
the client
Accept-Contact
ac-value[2] not present
P-Asserted-ldentity
name-addr px_MCX_SIP_PublicUs | Public user ID of the
erld_A_1 calling MCData user
(TS 24.282 [87] clause
10.2.1.3.4)
Message-body
MIME body part MCData-Info
MIME-part-body MCData-Info as
described in Table
5.3C.8.4-4
Table 5.3C.8.4-4: MCDATA-Info from the SS (Table 5.3C.8.4-3)
Derivation Path: Table 5.5.3.2.2-3
Information Element Value/remark Comment Reference Condition

mcdata-info

mcdata-Params

request-type

"msf-disc-res"”

mcdata-request-uri

not present

mcdata-calling-user-id

not present

mcdata-controller-psi

Encrypted <mcdata-
controller-psi> with
mcdataURI set to
tsc_MCData MSF _URI

Encrypted according to
Table 5.5.3.2.2-3A

5.3C.9 Discovery of the absolute URI of the media storage function (group
communication)

5.3C.9.1
Same as 5.3C.8.1.

5.3C.9.2
Same as 5.3C.8.2.

5.3C.9.3 Procedure

Same as 5.3C.8.3.

5.3C.94 Specific m

Initial conditions

essage contents

Definition of system information messages

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following

clarifications:
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Table 5.3C.9.4-1: SIP MESSAGE from the UE (step 2al, Table 5.3C.8.3-1)

Derivation Path: Table 5.5.2.7.1-1

condition MCDATA FD

Information Element Value/remark Comment Reference Condition
Message-body
MIME body part MCData-Info
MIME-part-body MCData-Info as
described in Table
5.3C.9.4-2
Table 5.3C.9.4-2: MCDATA-Info from the UE (Table 5.3C.9.4-1)
Derivation Path: Table 5.5.3.2.1-3
Information Element Value/remark Comment Reference Condition

mcdata-info

mcdata-Params

request-type

"msf-disc-req"

mcdata-calling-group-id

Encrypted <mcdata-
calling-group-id> with
mcdataURI set to
px_MCData_Group_A_
ID

Encrypted according to
Table 5.5.3.2.1-3A

Table 5.3C.9.4-3: SIP MESSAGE from the SS (step 2a3, Table 5.3C.8.3-1)

| Same as Table 5.3C.8.4-3

5.3C.10 FD file upload using HTTP

5.3C.10.1

Initial conditions

As specified in the test case which calls the procedure.

5.3C.10.2

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.10.3 Procedure

Table 5.3C.10.3-1: FD file upload using HTTP

St Procedure Message Sequence TP Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
described in clause 5.4.3 'MCX CO
communication in E-UTRA' take place.

2 Check: Does the UE (MCData client) send an --> HTTP POST - P
HTTP POST request to upload a file to the media
storage function?

3 The SS (MCData server) sends an HTTP 201 <-- HTTP 201 Created - -
Created response containing a Location header
field with a URL identifying the location of the
resource where the file has been stored at the
media storage function.

4 Check: Does the UE (MCData client) send a SIP --> SIP MESSAGE - P
MESSAGE request containing an FD
SIGNALLING PAYLOAD with Payload content
type "FILEURL" and with the Payload data
containing the URL of the file?

5 The SS (MCData server) sends a SIP 202 <-- SIP 202 (Accepted) - -
(Accepted) response

6 The SS waits 2 seconds before the SS releases - - - -
the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3C.10.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3C.11 FD file accept and download using HTTP

5.3C.11.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.11.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.11.3 Procedure

Table 5.3C.11.3-1: FD file accept and download using HTTP

St Procedure Message Sequence TP Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
described in clause 5.4.3 'MCX CO
communication in E-UTRA' take place.

2 Check: Does the UE (MCData client) send a SIP --> SIP MESSAGE - P
MESSAGE request containing an FD
NOTIFICATION with FD disposition notification
type "FILE DOWNLOAD REQUEST

ACCEPTED"?

3 The SS (MCData server) sends a SIP 202 <-- SIP 202 (Accepted) - -
(Accepted) response

4 Check: Does the UE (MCData client) send an --> HTTP GET - P
HTTP GET request to download the file?

5 SS (MCData server) sends an HTTP 200 OK <-- HTTP 200 OK - -

response containing the requested file.

- EXCEPTION: Steps 6al describes behaviour - - - -
that depends on the test case requirements; the
"lower case letter" identifies a step sequence that
takes place when the SS has included a FD
disposition request of "FILE DOWNLOAD
COMPLETED UPDATE" in the FD SIGNALLING
PAYLOAD

6al | Check: Does the UE (MCData client) send a SIP --> SIP MESSAGE - P
MESSAGE request containing an FD
NOTIFICATION with disposition notification type
"FILE DOWNLOAD COMPLETED"?

6a2 | The SS (MCData server) sends a SIP 202 <-- SIP 202 (Accepted) - -
(Accepted) response

7 The SS waits 2 seconds before the SS releases - - - -
the RRC connection.
(NOTE 1)

NOTE 1: The specified wait period of 2s shall ensure that lower layer signalling (TCP) is finished.

5.3C.11.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

None

5.3C.12 CO MCData call establishment using a pre-established session

5.3C.12.1 Initial conditions

As specified in the test case which calls the procedure.

5.3C.12.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.12.3 Procedure

Table 5.3C.12.3-1: CO MCData Call Establishment

St Procedure Message Sequence TP Verdict
Uu-S Message

- EXCEPTION: Step 1al describes behaviour that - - - -
depends on the E-UTRA RRC state at the time
the present procedure is called.

lal | IFin RRC_IDLE state, the E-UTRA/EPC actions - - - -
described in clause 5.4.3 'MCX CO
communication in E-UTRA' take place.

2 Check: Does the UE (MCData client) send a SIP --> SIP REFER - P
REFER message to request the establishment of
an MCPTT call using a pre-established session?

3 The SS (MCData server) responds with a SIP <-- SIP 200 (OK) - -
200 (OK) message indicating that the MCPTT
call has been established

4 The SS (MCX Server) sends a SIP re-INVITE to <-- SIP INVITE - -
verify that the MCData call has been established.

- EXCEPTION: Step 5al describes behaviour that - - - -
depends on the UE implementation; the "lower
case letter" identifies a step sequence that take
place if the UE responds to a SIP INVITE with a
SIP 100 (Trying).

5al | The UE (MCX client) sends a SIP 100 (Trying) --> SIP 100 (Trying) - -

6 Check: Does the UE (MCX client) respond to the --> SIP 200 (OK) - P
SIP re-INVITE with SIP 200 (OK)?

7 The SS (MCX server) sends a SIP ACK in <-- SIP ACK - -

response to the SIP 200 (OK) message.

8 The UE (MCData client) connects to the TCP - - - -
server at the SS side to establish an MSRP
connection.

(NOTE 1)

9 Check: Does the UE (MCData client) send an --> MSRP SEND - P
empty MSRP SEND request to bind the TCP
connection to the MSRP session?

10 | The SS (MCData server) sends an MSRP 200 <-- MSRP 200 (OK) - -
(OK) response.

NOTE 1: According to TS 24.282 [87] clauses 9.2.3.4.2, 9.2.4.4.2 and 10.2.5.4.2 the SS sets the a=setup attribute set
to "passive"” (see table 5.5.3.1.2-3) = The UE's MCData client has the role of the active endpoint

5.3C.12.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3C.12.4-1: SIP re-INVITE from the SS (step 4, Table 5.3C.12.3-1)

Derivation Path: Table 5.5.2.5.2-1, condition MCDATA SDS, re INVITE

Information Element Value/remark Comment Reference Condition
Request-Line
Request-URI tsc_MCX_SessionID_B | session identity of the TS 24.282 [87]
pre-established session | clause
9.25.2.2.1
Message-body
MIME body part not present SDP message
MIME body part MCData Info
MIME-part-body MCData-Info message
as described in Table
5.3C.12.4-2

Editor's Note: TS 24.282 [87] clause 9.2.5.1.2 does not clearly specify the header fields of the INVITE and therefore
the default header fields are used
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Table 5.3C.12.4-2: MCData-Info (Table 5.3C.12.4-1)

Derivation Path: Table 5.5.3.2.2-3

Information Element Value/remark Comment Reference Condition
mcdata-info
mcdata-Params

mcdata-request-uri not present

mcdata-calling-user-id not present

anyExt

mcdata-communication-state | "establish-success"” TS 24.282 [87]

clause
9.25.1.2

Table 5.3C.12.4-3: SIP 200 (OK) from the UE (step 6, Table 5.3C.12.3-1)

Derivation Path: Table 5.5.2.17.1.1-1, condition INVITE-RSP, MCDATA SDS

Information Element Value/remark Comment Reference Condition
Content-Type not present
Message-body not present

Table 5.3C.12.4-4: MSRP SEND (Step 9, Table 5.3C.12.3-1)

| Derivation Path: Table 5.5.12.1-1, condition EMPTY_SEND_REQ

5.3C.13 MCData CO call release keeping the pre-established session

5.3C.13.1 Initial conditions
As specified in the test case which calls the procedure.

5.3C.13.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.3C.13.3 Procedure

Table 5.3C.13.3-1: MCData CO call release keeping the pre-established session

St Procedure Message Sequence TP | Verdict
Uu-S Message

1 Check: Does the UE (MCData client) send a --> SIP REFER - P
SIP REFER message with method “BYE” to
release the MCData session and keep the pre-
established session?

2 The SS (MCData server) responds with a SIP <-- SIP 200 (OK) - -
200 (OK)

3 The SS (MCX Server) sends a SIP re-INVITE <-- SIP INVITE - -
to verify the release of the MCData call.

- EXCEPTION: Step 4al describes behaviour - - - -
that depends on the UE implementation; the
"lower case letter" identifies a step sequence
that take place if the UE responds to a SIP
INVITE with a SIP 100 (Trying).

4al | The UE (MCX client) sends a SIP 100 (Trying) --> SIP 100 (Trying) - -

5 Check: Does the UE (MCX client) respond to --> SIP 200 (OK) - P
the SIP re-INVITE with SIP 200 (OK)?

6 The SS (MCX server) sends a SIP ACK in <-- SIP ACK - -

response to the SIP 200 (OK) message.

- EXCEPTION: Steps 7al - 7b1 describe - - - -
behaviour that depends on the endpoint role
the UE (MCData client) has chosen at call
establishment.

(NOTE 1)

7al | IF the client is the active endpoint THEN the - - - -
SS waits 3s for the client to close the MSRP
TCP connection.

(NOTE 2)

7bl | ELSE the SS closes the MSRP TCP - - - N
connection.
(NOTE 3)

NOTE 1: The endpoint role is negotiated in the SDP signalling at call establishment.

NOTE 2: After the wait period the SS may stop the MSRP TCP server independent from whether or not the UE has
closed the connection.

NOTE 3: When the SS has the role of the active endpoint it means that the MCData client hosts the TCP server of the
MSRP connection.

5.3C.13.4 Specific message contents

All message contents are as specified in clause 5.5 and in the test case calling the procedure, with the following
clarifications:

Table 5.3C.13.4-1: SIP REFER (step 1, Table 5.3C.13.3-1)

| Derivation Path: Table 5.5.2.12-1, condition METHOD-BYE

Table 5.3C.13.4-2: SIP 200 (OK) (step 2, Table 5.3C.13.3-1)

| Derivation Path: Table 5.5.2.17.1.2-1, condition REFER-RSP
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Table 5.3C.13.4-3: SIP re-INVITE from the SS (step 3, Table 5.3C.13.3-1)

Derivation Path: Table 5.5.2.5.2-1, condition MCDATA_SDS, re INVITE

Information Element

Value/remark

Comment

Reference

Condition

Request-Line

Request-URI

tsc_MCX_SessionID_B

session identity of the
pre-established session

TS 24.282 [87]
clause
9.25.4.2.1

Message-body

MIME body part

not present

SDP message

MIME body part

MCData Info

MIME-part-body

MCData-Info message
as described in Table
5.3C.13.4-4

the default header fields are used

Editor's Note: TS 24.282 [87] clause 9.2.5.1.2 does not clearly specify the header fields of the INVITE and therefore

Table 5.3C.13.4-4: MCData-Info (Table 5.3C.13.4-3)

Derivation Path: Table 5.5.3.2.2-3
Information Element Value/remark Comment Reference Condition
mcdata-info
mcdata-Params
mcdata-request-uri not present
mcdata-calling-user-id not present
anyExt
mcdata-communication-state | "terminated" TS 24.282 [87]
clause
9.254.2.1
Table 5.3C.13.4-5: SIP 200 (OK) from the UE (step 5, Table 5.3C.13.3-1)
Derivation Path: Table 5.5.2.17.1.1-1, condition INVITE-RSP, MCDATA SDS
Information Element Value/remark Comment Reference Condition

Content-Type

not present

Message-body

not present

5.4 Generic test procedures for UE operation over E-
UTRA/EPC
54.1 General

The purpose of the procedures specified in the following clausesis to facilitate test description by providing procedure
sequences which can be referred from the relevant test cases specified e.g. in 3GPP TS 36.579-2 [2], 3GPP TS 36.579-
3[3], 3GPP TS 36.579-6 [84], 3GPP TS 36.579-7 [85].

Theintention is, wherever possible, that E-UTRA/EPC signalling and initial conditions should not be provided in the
test descriptions rather should be referred to the procedure steps described in the generic procedures bel ow, whereas, the
MCS SIP signalling and initial conditions when relevant for the test purposes shall be explicitly provided in the tests
description itself.

Throughout the generic test procedures E-UTRA/EPC behaviour is denoted as"SS" for the System Simulator
simulating the NWK side of the communication, and, "UE" for the Implementation Under Test (IUT), whereas the
MCPTT/MCVideo/MCData relevant behaviour is denoted as " SS (MCPTT/MCVideo/M CData server)" and "UE
(MCPTT/MCVideo/MCDataclient)"/"UE (MCPTT/MCVideo/MCData user)" respectively. ProSe related SS behaviour
when the SS simulates an UE device is denoted e.g. as"SS-UE1".

Depending on the TS 36.579-5[5] test model being used, the E-UTRA/EPC signalling is:

-  MCX EUTRA test model: normative.
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- MCX IPCAN test model: informative, unless specifically specified otherwise elsewhere.

5.4.1A UE APN/PDN support assumptions

According to TS 23.280 [110] clause 5.2.7.0 an MC service UE shall use APNsfor the SIP-1, HTTP-1 and CSC-1
reference points, which may be different or all the same. To limit the test specification complexity it is assumed that
only one APN is used and therefore there isa single MCX PDN. In addition there might be an IMS PDN and an internet
PDN so that three PDNs need to be taken into account:

1. MCX PDN with default EPS bearer using QCI=69

NOTE 1: It should be noted that the core specs impose a requirement that the QCI value 8 or better shall be used for
the EPS bearer that transports HTTP-1 reference point messaging. Using asingle APN and having for the
EPS bearer QCI=69 will satisfy this.

NOTE 2: Void.
2. Internet PDN with default EPS bearer using QCI=9
3. IMSPDN with default EPS bearer using QCI=5
Thisresultsin the need to handle up to three PDNs during MCX conformance tests.

NOTE 3: It should be noted that, handling IMS and MCX with one APN istheoretically possible but may have
undesirable implications e.g. VOLTE signalling could delay MCX signalling therefore the assumption is
that such implementations will be undesirable and unlikely.

Consequently, for IMS and MCX it should be assumed that the UE will do 2 different registrations, i.e. for each of them
there will be a separate | P connection (different | P addresses at the UE and the SS).

Depending on UE configuration PDN connectivities for the up-to three PDNs may be established. There are two major
scenarios:

1. The MCX PDN connectivity gets established automatically after switch-on during the initial registration
procedure. In addition the UE may establish PDN connectivitiesto the IMS PDN and/or the internet PDN. The
connectivity to these PDNs may be requested in any order. There can be 1, 2 or 3 PDNs.

2. The UE requests PDN connectivities for IMS and/or internet but not for MCX. If IMS and internet are requested,
it may bein any order. Establishment of the MCX PDN connectivity istriggered after the initial registrationina
separate procedure. There can be 2 or 3PDNsiin total.

To serve the above scenarios the following parameters are defined in TS 36.579-5 [5]:

- px_MCX_InitialRegistration_TypeOfPDN1:
First PDN registered during initial registration (either ‘ims’ or ‘internet’ or ‘mcx’)

- px_MCX_InitialRegistration_TypeOfPDNZ2:
Second PDN registered during initial registration; in addition to ‘ims’ or ‘internet’ or ‘mcx’ it may be ‘none’ to
indicate that thereis no second PDN connectivity requested by the UE during initial registration.

- px_MCX_InitialRegistration TypeOfPDNS3:
Third PDN registered during initial registration; in additionto ‘ims’ or ‘internet’ or ‘mex’ it may be ‘none’ to
indicate that there is no third PDN connectivity requested by the UE during initial registration.

The type of the parametersisa TTCN-3 enumerated type with values ‘ims’,‘internet’, ‘mex’ and ‘none’.

In addition there is the parameter px_AccessPointName in TS 36.523-3 [74] which is used as default APN, i.e. for a
PDN for which the UE does not provide an APN (NOTE: Any, but only one, of the three PDNs can be the one with
default APN).

Regarding the default EPS bearers for the respective mission critical services the following applies for MCX
conformance tests:
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MCPTT:
A single dedicated EPS bearer with QCI=65 is used with packet filters for the audio stream and media plane
control signalling (see also TS 23.379 [126] clause 5.7.3)

MCVideo:
A single dedicated EPS bearer with QCI=67 is used with packet filters for the audio and video streams and
transmission control signalling (see also TS 23.281 [90] clause 5.5.3)

MCData
A single dedicated EPS bearer with QCI=70 is used with packet filter for the TCP data stream (seedso TS
23.282 [91] clause 5.8.3)

54.2 MCPTT UE registration

54.2.1 Initial conditions

System Simulator:

IUT:

SS(MCPTT server)

E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in
TS 36.508 [6] clause 4.4, unless otherwise specified in the test case. Requirementsin regard to the PLMN which
the simulated Cell(s) belongs to are specified in the test case using the present procedure.

UE (MCPTT client)

- TheUEisMCPTT capable. The MCPTT preconditions required for initiation of MCPTT service
authorization for the MCPTT client and the MCPTT service are specified in the test cases.

- Thetest USIM set as defined in clause 5.5.10 is inserted.
- The UE shall be switched off.

5.4.2.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.4.2.3 Procedure

Table 5.4.2.3-1: E-UTRA/EPC signalling for UE registration
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St Procedure Message Sequence

U-S Message

0 Switch the UE on. - -

1 Void - -

2 UE transmits an RRCConnectionRequest message. --> RRC: RRCConnectionRequest

3 SS transmits an RRCConnectionSetup message. <-- RRC: RRCConnectionSetup

4 The UE transmits an RRCConnectionSetupComplete --> RRC: RRCConnectionSetupComplete
message to confirm the successful completion of the NAS: ATTACH REQUEST
connection establishment and to initiate the Attach NAS: PDN CONNECTIVITY REQUEST
procedure by including the ATTACH REQUEST
message. The PDN CONNECTIVITY REQUEST
message is piggybacked in ATTACH REQUEST.

(NOTE 1)

5 The SS transmits an AUTHENTICATION REQUEST <-- RRC: DLInformationTransfer
message to initiate the EPS authentication and AKA NAS: AUTHENTICATION REQUEST
procedure.

6 The UE transmits an AUTHENTICATION RESPONSE --> RRC: ULInformationTransfer
message and establishes mutual authentication. NAS: AUTHENTICATION RESPONSE

7 The SS transmits a NAS SECURITY MODE <-- RRC: DLInformationTransfer
COMMAND message to activate NAS security. NAS: SECURITY MODE COMMAND

8 The UE transmits a NAS SECURITY MODE --> RRC: ULInformationTransfer
COMPLETE message and establishes the initial NAS: SECURITY MODE COMPLETE
security configuration.

- EXCEPTION: Steps 9al to 9a2 describe behaviour that - -
depends on UE configuration; the "lower case letter"
identifies a step sequence that take place if the UE has
ESM information which needs to be transferred.

9al | IF the UE sets the ESM information transfer flag in the <-- RRC: DLInformationTransfer
last PDN CONNECTIVITY REQUEST message THEN NAS: ESM INFORMATION REQUEST
the SS transmits an ESM INFORMATION REQUEST
message to initiate exchange of protocol configuration
options and/or APN.

9a2 | The UE transmits an ESM INFORMATION RESPONSE --> RRC: ULInformationTransfer
message to transfer protocol configuration options NAS: ESM INFORMATION RESPONSE
and/or APN.

10 | The SS transmits a SecurityModeCommand message <-- RRC: SecurityModeCommand
to activate AS security.

11 | The UE transmits a SecurityModeComplete message --> RRC: SecurityModeComplete
and establishes the initial security configuration.

12 | The SS transmits a UECapabilityEnquiry message to <-- RRC: UECapabilityEnquiry
initiate the UE radio access capability transfer
procedure.

13 | The UE transmits a UECapabilitylnformation message --> RRC: UECapabilityInformation
to transfer UE radio access capability.

14 | The SS transmits an RRCConnectionReconfiguration <-- RRC: RRCConnectionReconfiguration
message to establish the default bearer with condition NAS: ATTACH ACCEPT
SRB2-DRB(1, 0) according to TS 36.508 [6] NAS: ACTIVATE DEFAULT EPS
clause 4.8.2.2.1.1. BEARER CONTEXT REQUEST
This message includes the ATTACH ACCEPT
message. The ACTIVATE DEFAULT EPS BEARER
CONTEXT REQUEST message is piggybacked in
ATTACH ACCEPT. (NOTE 1)

15 The UE transmits an > RRC:

RRCConnectionReconfigurationComplete message to
confirm the establishment of default bearer.

RRCConnectionReconfigurationComplet
e

EXCEPTION: In parallel to the event described in steps
16 and 16A below, if initiated by the UE the generic
procedure for IP address allocation in the U-plane as
defined in TS 36.508 [6] clause 4.5A.1 takes place.

EXCEPTION: IF the UE is configured to register for
MCX as first PDN during initial registration, THEN in
parallel to the event described in steps 16 and 16A
below the main procedure for Initial MCX
Authentication, Registration, Configuration and
Subscription described in Table 5.3.2.2.1-1 takes place.

ETSI



3GPP TS 36.579-1 version 16.4.0 Release 16 109

ETSI TS 136 579-1 V16.4.0 (2024-05)

St

Procedure

Message Sequence

Message

EXCEPTION: IF the UE is configured to register for IMS
as first PDN during initial registration, THEN in parallel
to the event described in steps 16 and 16A below the
generic procedure for IMS signalling in the U-plane
specified in TS 36.508 clause 4.5A.3 takes place if
requested by the UE

16

This message includes the ATTACH COMPLETE
message. The ACTIVATE DEFAULT EPS BEARER
CONTEXT ACCEPT message is piggybacked in
ATTACH COMPLETE.

RRC: ULInformationTransfer
NAS: ATTACH COMPLETE
NAS: ACTIVATE DEFAULT EPS
BEARER CONTEXT ACCEPT

EXCEPTION: Depending on the UE capability step 16A
may be performed 0, 1 or 2 times. (NOTE 1)

16A

The E-UTRA/EPC signalling for establishment of an
additional PDN connectivity according to table 5.4.2.3-
1A takes place

17

The SS transmits an RRCConnectionRelease
message.

RRC: RRCConnectionRelease

EXCEPTION: IF the UE is not configured to register for
MCX during initial registration, THEN steps 18 to 27
take place.

18

Make the UE user request MCPTT service
authorisation/configuration.

19

The UE transmits an RRCConnectionRequest
message.

RRCConnectionRequest

20

SS transmit an RRCConnectionSetup message.

RRC: RRCConnectionSetup

21

The UE transmits an RRCConnectionSetupComplete
message to confirm the successful completion of the
connection establishment and to initiate the session
management procedure by including the SERVICE
REQUEST message.

RRC: RRCConnectionSetupComplete
NAS: SERVICE REQUEST

22

The SS transmits a SecurityModeCommand message
to activate AS security.

RRC: SecurityModeCommand

23

The UE transmits a SecurityModeComplete message
and establishes the initial security configuration.

RRC: SecurityModeComplete

24

The SS configures a new data radio bearer, associated
with the default EPS bearer context.

The RRCConnectionReconfiguration message is using
condition SRB2-DRB(N, 0) with N being the number of
PDN connectivities established during initial registration
(steps 0 — 17).

The DRBs associated with the respective default EPS
bearer context obtained during the attach procedure are
established

RRC: RRCConnectionReconfiguration

25

The UE transmits an
RRCConnectionReconfigurationComplete message to
confirm the establishment of the new radio bearer,
associated with the default EPS bearer context.

RRC:
RRCConnectionReconfigurationComplet
e

26

The E-UTRA/EPC signalling for establishment of an
additional PDN connectivity according to table 5.4.2.3-
1A takes place

27

The SS transmits an RRCConnectionRelease
message.

<--

RRC: RRCConnectionRelease

NOTE 1: The assumptions for the PDN support of a MCPTT capable UE, including the default EPS bearer context
QCI requirements in regard to the different PDN are described in 5.4.1A.
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Table 5.4.2.3-1A: E-UTRA/EPC signalling for establishment of an additional PDN connectivity

St

Procedure

Message Sequence

u-s

Message

1

The UE transmits a PDN CONNECTIVITY REQUEST
message to request an additional PDN.

>

RRC: ULInformationTransfer
NAS: PDN CONNECTIVITY REQUEST

The SS configures a new data radio bearer, associated
with the additional default EPS bearer context.
RRCConnectionReconfiguration message contains the
ACTIVATE DEFAULT EPS BEARER CONTEXT
REQUEST message.

<--

RRC: RRCConnectionReconfiguration
NAS:

ACTIVATE DEFAULT EPS BEARER
CONTEXT REQUEST

The UE transmits an
RRCConnectionReconfigurationComplete message to
confirm the establishment of additional default bearer.

>

RRC:
RRCConnectionReconfigurationComplet
e

EXCEPTION: In parallel to the event described in step
4 below, if initiated by the UE the generic procedure for
IP address allocation in the U-plane specified in

TS 36.508 clause 4.5A.1 takes place performing IP
address allocation in the U-plane.

EXCEPTION: IF ADD_IMS THEN in parallel to the
event described in step 4 below the generic procedure
for IMS signalling in the U-plane specified in TS 36.508
clause 4.5A.3 takes place if requested by the UE

EXCEPTION: IF ADD_MCX THEN in parallel to the
event described in step 4 below the main procedure for
Initial MCX Authentication, Registration, Configuration
and Subscription as specified in Table 5.3.2.2.1-1 takes
place

The UE transmits an ACTIVATE DEFAULT EPS
BEARER CONTEXT ACCEPT message.

>

RRC: ULInformationTransfer
NAS: ACTIVATE DEFAULT EPS
BEARER CONTEXT ACCEPT

Condition

Explanation

ADD_IMS

true if PDN CONNECTIVITY REQUEST is for IMS

ADD_MCX

true if PDN CONNECTIVITY REQUEST is for MCX

54.2.4

Table 5.4.2.3-2: Void

Specific message contents

All specific E-UTRA/EPC signalling message contents shall be referred to TS 36.508 [6] clause 4.6 and 4.7.

Table 5.4.2.4-1..6: Void

5.4.2A MCVideo UE registration

The same as the procedure described in 5.4.2 with the following exception(s):

- Theterm"MCPTT" isreplaced with "MCVideo".

5.4.2B MCData UE registration

The same as the procedure described in 5.4.2 with the following exception(s):

- Theterm"MCPTT" isreplaced with "MCData", and the term "call" with "communication”.
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SS E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined
in TS 36.508 [6] clause 4.4, unless otherwise specified in the test case. Requirementsin regard to the PLMN
which the simulated Cell(s) belongs to are specified in the test case using the present procedure.

UE (MCX client)

- Thetest USIM set as defined in clause 5.5.10 is inserted.

- The UE has performed MCX registration as specified in clause 5.4.2 for MCPTT, in clause 5.4.2A for
MCVideo or in clause 5.4.2B for MCData and isin E-UTRA Registered, Idle Mode state with the MCX
Client being active. During the attach a default EPS bearer context #3 (QCI 69) according to table 6.6.1-1,

TS 36.508 [6] is established for MCX and SIP signalling.

NOTE 1. The assumptions for the PDN support, including the default EPS bearer context QCI requirementsin

5.4.3.2

regard to the different PDN are described in 5.4.1A.

- Detailed initial conditions for the UE (MCX client) shall be specified in the test case referring to the present

procedure.

Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.4.3.3 Procedure

Table 5.4.3.3-1: E-UTRA/EPC signalling for MCX CO communication

St Procedure Message Sequence
U-S Message

1 Void - -

2 The UE transmits an RRCConnectionRequest message --> RRCConnectionRequest
with 'establishmentCause' set to 'mo-Data’.

3 SS transmit an RRCConnectionSetup message. <-- RRC: RRCConnectionSetup

4 The UE transmits an RRCConnectionSetupComplete --> RRC: RRCConnectionSetupComplete
message to confirm the successful completion of the NAS: SERVICE REQUEST
connection establishment and to initiate the session
management procedure by including the SERVICE
REQUEST message.

5 The SS transmits a SecurityModeCommand message <-- RRC: SecurityModeCommand
to activate AS security.

6 The UE transmits a SecurityModeComplete message --> RRC: SecurityModeComplete

and establishes the initial security configuration.
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St

Procedure

Message Sequence

Message

The SS configures a data radio bearer, associated with
the default EPS bearer context.

The RRCConnectionReconfiguration message is using
condition SRB2-DRB(n, m) as specified in

TS 36.508 [6] clause 4.8.2.2.1, with

n=1..3 depending on the number of PDNs (see clause
5.4.1A)

m=0..1 depending on the use case:
IF the procedure is used for on-demand call or
communication establishment, for establishment of
a pre-established session or IF a pre-established
session exists
THEN m=1

ELSE m=0

RRC: RRCConnectionReconfiguration

EXCEPTION: In parallel to the events described below,
depending on the context in which the procedure is
used, the MCX client may start with user plane
signalling (NOTE 1).

The UE transmits an
RRCConnectionReconfigurationComplete message to
confirm the establishment of the new data radio bearer,
associated with the default EPS bearer context.

>

RRC:
RRCConnectionReconfigurationComplet
e

9-15

Void.

EXCEPTION: Steps 16al-16a3 describe behaviour that
depends on the context in which the procedure is used:
The steps take place if the procedure is used for on-
demand call or communication establishment or
establishment of a pre-established session,

16al

The SS configures a new RLC-UM data radio bearer,
associated with the dedicated EPS bearer context.

The RRCConnectionReconfiguration message contains

an ACTIVATE DEDICATED EPS BEARER CONTEXT

REQUEST message for a dedicated EPS bearer

according to TS 36.508 [6] clause 6.6.2 with

- MCPTT using dedicated EPS bearer context #5
(QCI 65)

- MCVideo using dedicated EPS bearer context #10
(QCI 67)

- MCData using dedicated EPS bearer context #9
(QCI 70)

RRC: RRCConnectionReconfiguration
NAS:

ACTIVATE DEDICATED EPS BEARER
CONTEXT REQUEST

16a2

The UE transmits an
RRCConnectionReconfigurationComplete message to
confirm the establishment of the data radio bearer
associated with the default EPS.

>

RRC:
RRCConnectionReconfigurationComplet
e

16a3

The UE transmits an ACTIVATE DEDICATED EPS
BEARER CONTEXT ACCEPT message.

>

RRC: ULInformationTransfer
NAS:ACTIVATE DEDICATED EPS
BEARER CONTEXT ACCEPT

NOTE 1: User plane signalling can be SIP or HTTP signalling.

54.3.4

Table 5.4.3.3-2: Void

Specific message contents

All specific E-UTRA/EPC signalling message contents shall be referred to TS 36.508 [6] clauses 4.6 and 4.7.
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5.4.3A Void

5.4.3B Void

54.4 MCX CT communication in E-UTRA

5441 Initial conditions

System Simulator:

IUT:

SS (MCX server)

E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined in
TS 36.508 [6] clause 4.4, unless otherwise specified in the test case. Requirements in regard to the PLMN which
the simulated Cell(s) belongs to are specified in the test case using the present procedure.

UE (MCX client):
- Thetest USIM set asdefined in clause 5.5.10 is inserted.

- The UE has performed MCX registration as specified in clause 5.4.2 for MCPTT, in clause 5.4.2A for
MCVideo or in clause 5.4.2B for MCData and isin E-UTRA Registered, Idle Mode state with the MCX
Client being active. During the attach a default EPS bearer context #3 (QCI 69) according to table 6.6.1-1,
TS 36.508 [6] isestablished for MCX and SIP signalling.

NOTE 1. The assumptions for the PDN support , including the default EPS bearer context QCI requirementsin

regard to the different PDN are described in 5.4.1A.

- Detailed initial conditions for the UE (MCX client) shall be specified in the test case referring to the present
procedure.

5.4.4.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.

5.4.4.3 Procedure

Table 5.4.4.3-1: E-UTRA/EPC signalling for MCX CT communication

St Procedure Message Sequence
U-S Message
1 SS sends a Paging message on the appropriate paging <-- RRC: Paging (PCCH)
block, and including the UE identity in one entry of the
IE pagingRecordLists.
2 The UE transmits an RRCConnectionRequest message --> RRCConnectionRequest
with 'establishmentCause' set to 'mt-Access'.
3 SS transmit an RRCConnectionSetup message. <-- RRC: RRCConnectionSetup
4 The UE transmits an RRCConnectionSetupComplete --> RRC: RRCConnectionSetupComplete
message to confirm the successful completion of the NAS: SERVICE REQUEST
connection establishment and to initiate the session
management procedure by including the SERVICE
REQUEST message.
5 The SS transmits a SecurityModeCommand message <-- RRC: SecurityModeCommand
to activate AS security.
6 The UE transmits a SecurityModeComplete message --> RRC: SecurityModeComplete

and establishes the initial security configuration.
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St

Procedure

Message Sequence

Message

The SS configures a data radio bearer, associated with
the default EPS bearer context.

The RRCConnectionReconfiguration message is using
condition SRB2-DRB(n, m) as specified in

TS 36.508 [6] clause 4.8.2.2.1, with

n=1..3 depending on the number of PDNs (see clause
5.4.1A)

m=0..1 depending on the use case:

IF the procedure is used for call or communication
establishment or IF a pre-established session exists
THEN m=1

ELSE m=0

RRC: RRCConnectionReconfiguration

The UE transmits an
RRCConnectionReconfigurationComplete message to
confirm the establishment of the new data radio bearer,
associated with the default EPS bearer context.

>

RRC:
RRCConnectionReconfigurationComplet
e

9-16

Void.

EXCEPTION: Steps 17al-17a3 describe behaviour that
depends on the context in which the procedure is used:
The steps take place if the procedure is used for on-
demand call or communication establishment,

EXCEPTION: In parallel to the events described below
there is SIP signalling for the on-demand call or
communication establishment.

17al

The SS configures a new RLC-UM data radio bearer,
associated with the dedicated EPS bearer context.

The RRCConnectionReconfiguration message contains

an ACTIVATE DEDICATED EPS BEARER CONTEXT

REQUEST message for a dedicated EPS bearer

according to TS 36.508 [6] clause 6.6.2 with

- MCPTT using dedicated EPS bearer context #5
(QCI 65)

- MCVideo using dedicated EPS bearer context #10
(QCI 67)

- MCData using dedicated EPS bearer context #9
(QCI1 70)

RRC: RRCConnectionReconfiguration
NAS:

ACTIVATE DEDICATED EPS BEARER
CONTEXT REQUEST

17a2

The UE transmits an
RRCConnectionReconfigurationComplete message to
confirm the establishment of the data radio bearer
associated with the default EPS.

>

RRC:
RRCConnectionReconfigurationComplet
e

17a3

The UE transmits an ACTIVATE DEDICATED EPS
BEARER CONTEXT ACCEPT message.

>

RRC: ULInformationTransfer
NAS:ACTIVATE DEDICATED EPS
BEARER CONTEXT ACCEPT

5444

Table 5.4.4.3-2: Void

Specific message contents

All specific E-UTRA/EPC signalling message contents shall be referred to TS 36.508 [6] clause 4.6 and 4.7.
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5.4.4A Void
5.4.4B Void

5.45 MCX CO communication over ProSe direct one-to-one
communication out of E-UTRA coverage-establishment

5451 Initial conditions
System Simulator:
- SSUE1 (MCX client).

- For the underlying "transport bearer" over which the SS and the UE will communicate, the SSis behaving as
SS-UE1 asdefined in TS 36.508 [6], configured for and operating as ProSe Direct Communication
transmitting and receiving device.

- GNSS simulator configured to simulate alocation in the centre of Geographical area#1 and providing timing
reference asdefined in TS 36.508 [6] Table 4.11.2-2 scenario #1, for the assistance of E-UTRAN off-network
testing.

NOTE: For operation in off-network environment, it needs to be ensured that after the UE is powered up it
considers the Geographical area#1 as being one of the geographical areas set in the USIM for operation
when UE is"not served by E-UTRAN".

IUT:
- UE (MCX client):
- Thetest USIM set asdefined in clause 5.5.10 is inserted.

- Detailed initial conditions for the UE (MCX client) shall be specified in the TC referring to the present
procedure.

-  UE date:

- TheUEisin state Switched OFF (state 1) according to TS 36.508 [6].

5.45.2 Definition of system information messages

N/a (out of E-UTRA coverage)
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Table 5.4.5.3-1: ProSe direct communication one-to-one out of E-UTRA coverage signalling for MCX
CO communication-establishment

St

Procedure

Message Sequence

U-s

Message

[EnY

Power up the UE.

Wait for 15 sec to allow the UE to establish that it is out
of coverage and initiate scanning the frequency pre-set
for ProSe communication for any activities.

Make the UE initiate one-to-one ProSe direct
communication with the remote UE preconfigured
(ProSe Layer-2 Group ID).

UE sends a DIRECT_COMMUNICATION_REQUEST
message, |IP Address Config |IE set to "address
allocation not supported”.

>

DIRECT_COMMUNICATION_REQUES
T

SS-UE1 sends a
DIRECT_SECURITY_MODE_COMMAND message.

DIRECT_SECURITY_MODE_COMMAN
D

UE sends a DIRECT_SECURITY_MODE_COMPLETE
message ciphered and integrity protected with the new
security context.

DIRECT_SECURITY_MODE_COMPLET
E

SS-UE1 sends a
DIRECT_COMMUNICATION_ACCEPT message.

DIRECT_COMMUNICATION_ACCEPT

EXCEPTION: After the communication is established,
an IP address configuration procedure is performed
depending on what the UE has indicated in the IP
Address Config IE (if it is not "address allocation not
supported") in the
DIRECT_COMMUNICATION_REQUEST message,
and, the SS-UEL1 itself indicating "address allocation not
supported" in the
DIRECT_COMMUNICATION_ACCEPT message.

EXCEPTION: Steps 9al to 9a2 describe behaviour that
depends on UE implementation; the "lower case letter"
identifies a step sequence that depends on the UE
implementation of keepalive procedure.

9al

UE sends a DIRECT_COMMUNICATION_KEEPALIVE
message.

DIRECT_COMMUNICATION_KEEPALI
VE

9a2

SS-UE1 sends a
DIRECT_COMMUNICATION_KEEPALIVE_ACK
message.

DIRECT_COMMUNICATION_KEEPALI
VE_ACK

5454 Specific message contents

Table 5.4.5.4-1: DIRECT_COMMUNICATION_ACCEPT (step 7 Table 5.4.5.3-1)

Derivation path: 36.508 [6], Table 4.7F.3-6

Information Element

Value/remark Comment

Condition

IP Address Config

'0011'B
not supported

address allocation

Link Local IPv6 Address

128-bit IPv6
address

If the UE indicated
'address allocation not
supported' in the IP
Address Config IE in the
DIRECT_COMMUNICAT
ION_REQUEST
message then a link-local
IPv6 address formed
locally
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Derivation path: 36.508 [6], Table 4.7F.3-7

Information Element Value/remark Comment Condition
UE Security Capabilities Set to the UE Security
Capabilities received in
the
DIRECT_COMMUNICAT
ION_REQUEST
message
Chosen Algorithms One of the non-null
algorithms provided in
UE Security Capabilities
(i.e. different to EIAO (null
integrity protection
algorithm)/EEAO (null
ciphering algorithm))
MSB of Kp ID The MSB of KD ID of the
new KD
Kb Freshness Not included
GPI Not included
User Info {
Type of User Info IMSI
Odd/even indication Reflecting the number of
digits in the IMSI
Identity digits A value different to the
IMSI of the UE
}
Table 5.4.5.4-3: DIRECT_SECURITY_MODE_COMPLETE (step 6, Table 5.4.5.3-1)
Derivation path: 36.508 [6], Table 4.7F.3-8
Information Element Value/remark Comment Condition
LSB of KD ID Not included
Table 5.4.5.4-4: DIRECT_COMMUNICATION_KEEPALIVE (step 9al, Table 5.4.5.3-1)
Derivation path: 36.508 [6], Table 4.7F.3-9
Information Element Value/remark Comment Condition

Keepalive Counter

0

Maximum Inactivity Period

Any allowed value

5.4.6 MCX CT communication over ProSe direct one-to-one
communication out of E-UTRA coverage-establishment

5.4.6.1 Initial conditions
System Simulator:

- SSUE1 (MCX client).

- For the underlying "transport bearer" over which the SS and the UE will communicate, the SSis behaving as
SS-UE1 asdefined in TS 36.508 [6], configured for and operating as ProSe Direct Communication

transmitting and receiving device.

- GNSS simulator configured to simulate alocation in the centre of Geographical area#1 and providing timing
reference asdefined in TS 36.508 [6] Table 4.11.2-2 scenario #1,for the assistance of E-UTRAN off-network

testing.
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For operation in off-network environment, it needs to be ensured that after the UE is powered up it

considers the Geographical area#1 as being one of the geographical areas set in the USIM for operation

when UE is"not served by E-UTRAN".

- UE (MCX client)

UE state:

5.4.6.2

Thetest USIM set as defined in clause 5.5.10 is inserted.

Detailed initial conditions for the UE (MCX client) shall be specified in the TC referring to the present

procedure.

The UE isin state Switched OFF (state 1) according to TS 36.508 [6].

Definition of system information messages

N/a (out of E-UTRA coverage).

5.4.6.3

Procedure

Table 5.4.6.3-1: ProSe direct communication one-to-one out of E-UTRA coverage signalling for MCX
CT communication-establishment

St

Procedure

Message Sequence

Message

1

Power up the UE.

Wait for 15 sec to allow the UE to establish that it is out
of coverage and initiate scanning the frequency pre-set
for ProSe communication for any activities.

SS-UE1 sends a
DIRECT_COMMUNICATION_REQUEST message, IP
Address Config IE set to "address allocation not
supported".

DIRECT_COMMUNICATION_REQUES
T

UE sends a DIRECT_SECURITY_MODE_COMMAND
message uncyphered but integrity protected with the
new security context.

>

DIRECT_SECURITY_MODE_COMMAN
D

SS-UE1 sends a
DIRECT_SECURITY_MODE_COMPLETE message
ciphered and integrity protected with the new security
context.

DIRECT_SECURITY_MODE_COMPLET
E

UE sends a DIRECT_COMMUNICATION_ACCEPT
message.

>

DIRECT_COMMUNICATION_ACCEPT

EXCEPTION: After the communication is established,
an IP address configuration procedure is performed
depending on what the UE has indicated in the IP
Address Config IE (if it is not "address allocation not
supported") in the
DIRECT_COMMUNICATION_REQUEST message,
and, the SS-UEL1 itself indicating "address allocation not
supported" in the
DIRECT_COMMUNICATION_ACCEPT message.

SS-UE1 sends a
DIRECT_COMMUNICATION_KEEPALIVE message
with a Keepalive Counter IE that contains the value of
the keepalive counter for this link=0, and a Maximum
Inactivity Period IE.

DIRECT_COMMUNICATION_KEEPALI
VE

UE sends a
DIRECT_COMMUNICATION_KEEPALIVE_ACK
message including the Keepalive Counter IE set to the
same value as that received in the
DIRECT_COMMUNICATION_KEEPALIVE message.

>

DIRECT_COMMUNICATION_KEEPALI
VE_ACK
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Derivation path: 36.508 [6], Table 4.7F.3-5

Information Element Value/remark Comment Condition
User Info {
Type of User Info IMSI
Odd/even indication Reflecting the number of
digits in the IMSI
Identity digits A value different to the
IMSI of the UE
}
IP Address Config '0011'B address allocation
not supported
Maximum Inactivity Period 10 0000 0000'B 512 sec, randomly
chosen to allow
sufficient time for
a TC which uses
this procedure to
be completed
without need to
repeat the
keepalive
procedure
Nonce 1
UE Security Capabilities 01111111 011111112 All but null
algorithms
supported
MSB of Kp-sess ID the 8 most significant bits
of the KD-sess ID
Ko ID Not present
Signature the ECCSI signature
calculated with the User
Info and Nonce_1 as
specified in 3GPP
TS 33.303 [67]
Link Local IPv6 Address a link-local IPv6 address
formed locally
Table 5.4.6.4-2: DIRECT_SECURITY_MODE_COMMAND (step 4 Table 5.4.6.3-1)
Derivation path: 36.508 [6], Table 4.7F.3-7
Information Element Value/remark Comment Condition
MSB of Kp ID Any allowed value
Kb Freshness Not included
GPI Not included
Signature The ECCSI signature
calculated with the User
Info and Nonce_1 as
specified in 3GPP
TS 33.303 [67]
Encrypted Payload The SAKKE payload
generated as specified in
3GPP TS 33.303 [67].
Table 5.4.6.4-3: DIRECT_SECURITY_MODE_COMPLETE (step 5, Table 5.4.6.3-1)
Derivation path: 36.508 [6], Table 4.7F.3-8
Information Element Value/remark Comment Condition

LSB of KD ID

16 least significant bits of
KD ID
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Table 5.4.6.4-4: DIRECT_COMMUNICATION_KEEPALIVE (step 8, Table 5.4.6.3-1)

Derivation path: 36.508 [6], Table 4.7F.3-9

Information Element Value/remark Comment Condition
Keepalive Counter 0
Maximum Inactivity Period 10 0000 0000'B 512 sec, randomly

chosen to allow
sufficient time for
a TC which uses
this procedure to
be completed
without need to
repeat the
keepalive
procedure

547 MCX communication over ProSe direct one-to-one communication
out of E-UTRA coverage - release by the SS

54.7.1 Initial conditions
System Simulator:
- SSUEL (MCX client).

- Same as those defined in the 'MCX CO communication over ProSe direct one-to-one communication out of
E-UTRA coverage-establishment', as described in clause 5.4.5, or, the'MCX CT communication over ProSe
direct one-to-one communication out of E-UTRA coverage-establishment’, as described in clause 5.4.6.

IUT:
- UE (MCX client)
ProSe related configuration

- Same asthose defined in the 'MCX CO communication over ProSe direct one-to-one communication out of
E-UTRA coverage-establishment', as described in clause 5.4.5, or, the'MCX CT communication over ProSe
direct one-to-one communication out of E-UTRA coverage-establishment', as described in clause 5.4.6.

UE state

- The UE has established ProSe direct communication one-to-one out of E-UTRA coverage using the 'MCX
CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment’, as
described in clause 5.4.5, or, the 'MCX CT communication over ProSe direct one-to-one communication out
of E-UTRA coverage-establishment', as described in clause 5.4.6.
5.4.7.2 Definition of system information messages

N/a (out of E-UTRA coverage).
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5.4.7.3 Procedure

Table 5.4.7.3-1: ProSe direct communication one-to-one out of E-UTRA coverage signalling for MCX
communication - release by the SS

St Procedure Message Sequence
U-S Message
1 SS-UE1 sends a <-- DIRECT_COMMUNICATION_RELEASE

DIRECT_COMMUNICATION_RELEASE message with
a Release Reason IE indicating 'Direct Communication
to peer UE no longer needed'.

2 UE sends a --> DIRECT_COMMUNICATION_RELEASE
DIRECT_COMMUNICATION_RELEASE_ACCEPT _ACCEPT
message.
54.7.4 Specific message contents

Table 5.4.7.4-1: DIRECT_COMMUNICATION_RELEASE (step 1, Table 5.4.7.3-1)

Derivation path: 36.508 [6], Table 4.7F.3-11

Information Element Value/remark Comment Condition

Release Reason '0001'B Direct
communication to
the peer UE no
longer needed

5.4.8 MCX communication over ProSe direct one-to-one communication
out of E-UTRA coverage - release by the UE

5.48.1 Initial conditions
System Simulator:
- SSUE1 (MCX client).

- Same as those defined in the 'MCX CO communication over ProSe direct one-to-one communication out of
E-UTRA coverage-establishment', as described in clause 5.4.5, or, the 'MCX CT communication over ProSe
direct one-to-one communication out of E-UTRA coverage-establishment', as described in clause 5.4.6.

IUT:
- UE (MCX client)
ProSe related configuration

- Same as those defined in the 'MCX CO communication over ProSe direct one-to-one communication out of
E-UTRA coverage-establishment', as described in clause 5.4.5, or, the'MCX CT communication over ProSe
direct one-to-one communication out of E-UTRA coverage-establishment’, as described in clause 5.4.6.

UE state

- The UE has established ProSe direct communication one-to-one out of E-UTRA coverage using the 'MCX
CO communication over ProSe direct one-to-one communication out of E-UTRA coverage-establishment’, as
described in clause 5.4.5, or, the 'MCX CT communication over ProSe direct one-to-one communication out
of E-UTRA coverage-establishment', as described in clause 5.4.6.

5.4.8.2 Definition of system information messages

N/a (out of E-UTRA coverage).
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5.4.8.3 Procedure

Table 5.4.8.3-1: ProSe direct communication one-to-one out of E-UTRA coverage signalling for MCX
communication - release by the UE

St Procedure Message Sequence
U-S Message
1 UE sends a DIRECT_COMMUNICATION_RELEASE --> DIRECT_COMMUNICATION_RELEASE

message with a Release Reason |E indicating 'Direct
Communication to peer UE no longer needed'.

2 SS-UE1 sends a <-- DIRECT_COMMUNICATION_RELEASE
DIRECT_COMMUNICATION_RELEASE_ACCEPT _ACCEPT
message.
5.4.8.4 Specific message contents

Table 5.4.8.4-1: DIRECT_COMMUNICATION_RELEASE (step 1, Table 5.4.8.3-1)

Derivation path: 36.508 [6], Table 4.7F.3-11

Information Element Value/remark Comment Condition

Release Reason '0001'B Direct
communication to

the peer UE no
longer needed

5.4.9 MCX communication in E-UTRA / Change of cells

549.1 Initial conditions
System Simulator:

- SS(MCX server)

- SSE-UTRA

- Parameters are set to the default parameters for the basic E-UTRA single mode multi cell network scenarios,
asdefined in TS 36.508 [6] clause 4.4, unless otherwise specified in the test case.

- 3cdls(Cdl 1, Cell 2and Cell 4, all operating on the same frequency). Cells 1 and 2 are on the same
PLMN1, whereas Cell 4 ison adifferent PLMN2.

NOTE: The procedure only requires at maximum 2 cellsto be active at any one instance.
IUT:
- UE (MCX client)

- TheUE isalowed to operate on both PLMN1 and PLMN2. PLMN1 is set asHPLMN and PLMN2 is set as
VPLMN in Table 5.5.8.1-1 (MCX Initial UE Configuration Defaults).

NOTE 1: The assumptions for the PDN support of a MCX capable UE, including the default EPS bearer context
QCI requirementsin regard to the different PDN are described in 5.4.1A.

- Detailed initial conditions for the UE (MCX client) shall be specified in the TC referring to the present
procedure.

5.4.9.2 Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used.
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5.4.9.3 Procedure

Table 5.4.9.3-1 illustrates the downlink power levels and other changing parameters to be applied for the cells at various
time instants of the test execution. Row marked "TO" denotes the initial conditions after preamble, while columns
marked "T1" ... "Tn" are to be applied subsequently. The exact instants on which these values shall be applied are
described el sewhere in the present clause.

Table 5.4.9.3-1: Time instances of cell power level and parameter changes

Parameter Unit Cell 1 Cell 2 Cell 4
TO | Cell-specific RS | dBm/15k -79 "Off" "Off"
EPRE Hz
T1 Cell-specific RS | dBm/15k "Off" -79 "Off"
EPRE Hz
T2 Cell-specific RS | dBm/15k "Off" "Off" -79
EPRE Hz

Table 5.4.9.3-2: E-UTRA/EPC signalling for UE changing cells

St Procedure Message Sequence

Message

1 The SS configures: - -
Cell 1 and Cell 2 parameters according to the row "T1"
in table 5.4.9.3-1 in order to simulate needs for cell
reselection to Cell2.

2 Wait for 5 sec to allow the UE to adjust to cell changes. - -
NOTE 1.

3 The SS configures: - -
Cell 2 and Cell 4 parameters according to the row "T2"
in table 5.4.9.3-1 in order to simulate needs for cell
reselection to Cell4.

4 The Generic test procedure for 'Tracking area updating - -
procedure' defined in TS 36.508 [6] clause 4.5A.2 takes
place.

NOTE 2.

NOTE 1: Depending on implementation the UE may start transmitting MCX protocol relevant data earlier. What may
be transmitted is specified in the TCs.

NOTE 2: The UE may start transmitting MCX protocol relevant data as soon as it receives TRACKING AREA
UPDATE ACCEPT message. If this happens the SS shall not execute step 7 of the Generic test procedure
for "Tracking area updating procedure’ and shall continue with the rest of the messages exchange defined
in the test case.

5.4.9.4 Specific message contents
None

5.4.10 MCX CT communication over ProSe direct one-to-many
communication out of E-UTRA coverage / Announcing/Discoveree
procedure for group member discovery

5.4.10.1 Initial conditions
System Simulator:
- SSUEL (MCX client).

- For the underlying "transport bearer" over which the SS and the UE will communicate, the SSis behaving as
SS-UE1 asdefined in TS 36.508 [6], configured for and operating as ProSe Direct Communication
transmitting and receiving device.
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- GNSSsimulator configured to simulate alocation in the centre of Geographical area#1 and providing timing
reference as defined in TS 36.508 [6] Table 4.11.2-2 scenario #1, for the assistance of E-UTRAN off-network
testing.

NOTE: For operation in off-network environment, it needs to be ensured that after the UE is powered up it
considers the Geographical area#1 as being one of the geographical areas set in the USIM for operation
when UE is"not served by E-UTRAN".

IUT:
- UE (MCX client)
- Thetest USIM set as defined in clause 5.5.10 is inserted.

- Detailed initial conditions for the UE (MCX client) shall be specified in the TC referring to the present
procedure.

UE dtate:
- TheUEisin state Switched OFF (state 1) accordingto TS 36.508 [6].

5.4.10.2 Definition of system information messages

N/a (out of E-UTRA coverage)

ETSI



3GPP TS 36.579-1 version 16.4.0 Release 16 125 ETSI TS 136 579-1 V16.4.0 (2024-05)

5.4.10.3 Procedure

Table 5.4.10.3-1: ProSe Direct Discovery for public safety use / Announcing/Discoveree procedure for
group member discovery for MCX off-network CT group calls
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St

Procedure

Message Sequence

U-S Message

[EnY

Power up the UE.

Wait for 60 sec to allow the UE to determine that it is in the
Geographical area #1 set in the USIM for operation when UE is
"not served by E-UTRAN and acquire reference timing.

EXCEPTION: Steps 3al-3b3bl describe events which depend on
the UE capabilities; the "lower case letter" identifies a step
sequence that takes place if the UE is capable or not of
Announcing for group member discovery.

3al

IF pc_ProSeAnnForGroupMemberDiscovery (TS 36.523-2 [75])
THEN Force the UE upper layer application corresponding to
ProSe Application ID px_ProSeAnnApplicationldentity2

(TS 36.523-3 [74]) to initiate continuous announcing its availability
in a discovery group.

NOTE 1.

3a2

The UE transmits in the next transmission period a
PC5_DISCOVERY message for Group Member Discovery
Announcement applying DUIK, DUSK, and DUCK with the
associated Encrypted Bitmask, along with the UTC-based counter
to the PC5_DISCOVERY message.

--> PC5_DISCOVERY

3bl

ELSE SS sets WaitForMessageCounter=1

EXCEPTION: Steps 3b2-3b3bl are repeated until the event
described in step 3b3al takes place OR
WaitForMessageCounter=11.

3b2

SS-UE1 transmits in the next transmission period a
PC5_DISCOVERY message for Group Member Discovery
Solicitation applying DUIK, DUSK, and DUCK with the associated
Encrypted Bitmask, along with the UTC-based counter to the
PC5_DISCOVERY message.

WaitForMessageCounter=WaitForMessageCounter+1

<-- PC5_DISCOVERY

EXCEPTION: Steps 3b3al-3b3b1 describe events which depend
on the UE behaviour; the "lower case letter" identifies a step
sequence that take place if the UE transmit or not in the next
transmission period a PC5_DISCOVERY message.

3b3al

The UE transmits in the next transmission period a
PC5_DISCOVERY message for Group Member Discovery
Response applying DUIK, DUSK, and DUCK with the associated
Encrypted Bitmask, along with the UTC-based counter to the
PC5_DISCOVERY message and including the target Discovery
Group ID of the discovery group to be discovered in step 3b2.

--> PC5_DISCOVERY

3b3bl

The WaitForMessageCounter=11.

EXCEPTION: Steps 4 and 5 may be repeated multiple times
depending on the MCX procedure taking place.

EXCEPTION: Step 4 is repeated until the MCX protocol data unit
provided by the higher layers is transmitted in full.
NOTE 2.

SS-UEL1 sends sidelink communication over the PC5 interface in
the next transmission period using the timing reference provided
by the GNSS simulator (same to be used by the UE).

NOTE 3.

<-- STCH PDCP SDU packet

EXCEPTION: Step 5 is repeated until the MCX protocol data unit
provided by the higher layers is transmitted in full.
NOTE 4.

The UE sends sidelink communication over the PC5 interface in
the next transmission period using the timing reference provided
by the GNSS simulator (same to be used by the SS-UE1).
NOTE 3.

--> STCH PDCP SDU packet

NOTE 1:
NOTE 2:

NOTE 3:

NOTE 4:

UEs which are capable of Announcing for group member discovery may start announcement automatically.
The SS-UE1 may need to send more than one MCX protocol data unit in sequence with no response

expected between them from the UE.

What MCX protocol data units are included in the sidelink communication is defined in the test case using

the present procedure.

The UE may need to send more than one MCX protocol data unit in sequence with no response expected

between them from the SS-UE1.
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5.4.10.4 Specific message contents

Table 5.4.10.4-1: PC5_DISCOVERY (step 3a2 Table 5.4.10.3-1)

| Derivation path: 36.508 [6], Table 4.7F.1-5A

Table 5.4.10.4-2: PC5_DISCOVERY (step 3b2 Table 5.4.10.3-1)

| Derivation path: 36.508 [6], Table 4.7F.1-5B

Table 5.4.10.4-3: PC5_DISCOVERY (step 3b3al Table 5.4.10.3-1)

| Derivation path: 36.508 [6], Table 4.7F.1-5C

5.4.11 MCX CO communication over ProSe direct one-to-many
communication out of E-UTRA coverage / Monitoring/Discoverer
procedure for group member discovery / One-to-many
communication

54.11.1 Initial conditions
System Simulator:
- SSUE1 (MCX client).

- For the underlying "transport bearer" over which the SS and the UE will communicate, the SSis behaving as
SS-UE1 asdefined in TS 36.508 [6], configured for and operating as ProSe Direct Communication
transmitting and receiving device.

- GNSS simulator configured to simulate alocation in the centre of Geographical area#1 and providing timing
reference asdefined in TS 36.508 [6] Table 4.11.2-2 scenario #1, for the assistance of E-UTRAN off-network

testing.

NOTE: For operation in off-network environment, it needs to be ensured that after the UE is powered up it
considers the Geographical area#1 as being one of the geographical areas set in the USIM for operation
when UE is "not served by E-UTRAN".

IUT:
- UE (MCX client)
- Thetest USIM set asdefined in clause 5.5.10 isinserted.

- Detailed initial conditions for the UE (MCX client) shall be specified in the TC referring to the present
procedure.

UE dtate:
- TheUEisin state Switched OFF (state 1) accordingto TS 36.508 [6].

5.4.11.2 Definition of system information messages

N/a (out of E-UTRA coverage)
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Table 5.4.11.3-1: ProSe Direct Discovery for public safety use / Monitoring/Discoverer procedure for
group member discovery for MCX off-network CO group calls

St

Procedure

Message Sequence

U-sS

Message

[EnY

Power up the UE.

Wait for 60 sec to allow the UE to determine that it is in
the Geographical area #1 set in the USIM for operation
when UE is "not served by E-UTRAN and acquire
reference timing.

EXCEPTION: Steps 3al-3b3 describe events which
depend on the UE capabilities; the "lower case letter"
identifies a step sequence that takes place if the UE is
capable or not of Monitoring for group member
discovery.

3al

IF pc_ProSeMonForGtoupMemberDiscovery

(TS 36.523-2 [75]) THEN the SS-UEL1 starts
continuously transmitting in the relevant transmission
periods a PC5_DISCOVERY message for Group
Member Discovery Announcement applying DUIK,
DUSK, and DUCK with the associated Encrypted
Bitmask, along with the UTC-based counter to the
PC5_DISCOVERY message.

PC5_DISCOVERY

3bl

ELSE Force the UE upper layer application
corresponding to ProSe Application ID
px_ProSeAnnApplicationldentity? (TS 36.523-3 [74]) to
solicit proximity of other UEs in a discovery group.
NOTE 1.

3b2

The UE transmits in the next transmission period a
PC5_DISCOVERY message for Group Member
Discovery Solicitation applying DUIK, DUSK, and
DUCK with the associated Encrypted Bitmask, along
with the UTC-based counter to the PC5_DISCOVERY
message.

PC5_DISCOVERY

3b3

SS-UE1 transmits a PC5_DISCOVERY message for
Group Member Discovery Response applying DUIK,
DUSK, and DUCK with the associated Encrypted
Bitmask, along with the UTC-based counter to the
PC5_DISCOVERY message and including the target
Discovery Group ID of the discovery group to be
discovered in step 2b2.

PC5_DISCOVERY

EXCEPTION: Steps 4 and 5 may be repeated multiple
times depending on the MCX procedure taking place.

EXCEPTION: Step 4 is repeated until the MCX protocol
data unit provided by the higher layers is transmitted in
full.

NOTE 2.

The UE sends sidelink communication over the PC5
interface in the next transmission period using the
timing reference provided by the GNSS simulator
(same to be used by the SS-UE1).

NOTE 3.

STCH PDCP SDU packet

EXCEPTION: Step 5 is repeated until the MCX protocol
data unit provided by the higher layers is transmitted in
full.

NOTE 4.

SS-UE1 sends sidelink communication over the PC5
interface in the next transmission period using the
timing reference provided by the GNSS simulator
(same to be used by the UE).

NOTE 3.

STCH PDCP SDU packet
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St Procedure Message Sequence
U-s | Message
NOTE 1: UEs which are not capable of Monitoring for group member discovery may start Discoverer procedure
automatically.
NOTE 2: The UE may need to send more than one MCX protocol data unit in sequence with no response expected
between them from the SS-UEL1.
NOTE 3: Which MCX protocol data units are included in the sidelink communication is defined in the test case using
the present procedure.
NOTE 4: The SS-UE1 may need to send more than one MCX protocol data unit in sequence with no response
expected between them from the UE.
54.11.4 Specific message contents

Table 5.4.11.4-1: PC5_DISCOVERY (step 3al Table 5.4.11.3-1)

| Derivation path: 36.508 [6], Table 4.7F.1-5A

Table 5.4.11.4-2: PC5_DISCOVERY (step 3b2 Table 5.4.11.3-1)

| Derivation path: 36.508 [6], Table 4.7F.1-5B

Table 5.4.11.4-3: PC5_DISCOVERY (step 3b3 Table 5.4.11.3-1)

| Derivation path: 36.508 [6], Table 4.7F.1-5C

5.4.12

54121

MCX communication over MBMS

Initial conditions

System Simulator:

- SS(MCX server)

- SSE-UTRA

IUT:

E-UTRA related parameters are set to the default parameters for the basic single cell environment, as defined
in TS 36.508 [6] clause 4.4, unless otherwise specified in the test case.

MBSFNAreaConfiguration as defined in TS 36.508[6] table 4.6.1-4A is transmitted on MCCH

- UE (MCX client):

5.4.12.2

E-UTRAN UE supporting MBM S services. The UE has performed MCX registration as specified in
clause5.4.2 for MCPTT, in clause 5.4.2A for MCVideo or in clause 5.4.2B for MCDataand isin E-UTRA
Registered, Idle Mode state. The UE is made interested in receiving MBMS service in the PLMN of Cell 1
with MBMS Service ID 0.

Detailed initial conditions for the UE (MCX client) shall be specified in the TC referring to the present
procedure.

Definition of system information messages

The E-UTRA default system information messages as defined in TS 36.508 [6] are used. System information
combination 15 as defined in TS 36.508[6] clause 4.4.3.1 isused in the E-UTRA cell.
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5.4.12.3 Procedure
Table 5.4.12.3-1: MCX communication over MBMS
St Procedure Message Sequence
Uu-S Message
1 SS transmits MBSFNAreaConfiguration message <-- MBSFNAreaConfiguration
2 Wait for a period equal to the MCCH modification - -
period for the UE to receive MBSFNAreaConfiguration
message.
- EXCEPTION: Step 3 is repeated continuously to carry - -
the relevant MCX protocol data units provided by the
higher layers.
3 The SS transmits 1 MBMS Packet on the MTCH in the <-- MBMS Packet
next MCH Scheduling Period.
NOTE: Which MCX protocol data units are sent and at
which time is defined in the test case using the present
procedure.
5.4.12.4 Specific message contents
None
5.4.13 Void
5.5 Default message and other information elements content
55.1 General

The following conditions apply throughout clause 5.5:

Table 5.5.1-1: Conditions

Condition

Explanation
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ON-NETWORK

Message/IE sent only in on-network scenario.

OFF-NETWORK

Message/IE sent only in off-network scenario.

PRIVATE-CALL

Message/IE sent only as part of a Private call handling.

GROUP-CALL

Message/IE sent only as part of a Group call handling.

BROADCAST-CALL

Message/IE sent only as part of a Broadcast group call handling.

EMERGENCY-CALL

Message/IE sent only as part of an Emergency call handling.

IMMPERIL-CALL

Message/IE sent only as part of an Immanent Peril call handling.

CHAT-GROUP-CALL

Message/IE sent only as part of a Chat group call scenario.

AMBIENT-LISTENING

Message/IE sent only as part of an ambient listening call

FIRST-TO-ANSWER

Message/IE sent only as part of a first-to-answer call

CONFIG Message/IE sent only in configuration/authentication/authorisation scenario.
GROUPCONFIG Message/IE sent only in group configuration scenario.
GROUPKEY Message/IE sent only in group key material retrieval scenario.

SERVICE_AUTH

Message/IE for service authorisation

PRESENCE-EVENT

Message/|E for presence even package

POC-SETTINGS-EVENT

Message/IE for poc-settings even package

AFFILIATION Message/|E for affiliation

LOCATION-INFO Message containing location info

UDP UE uses UDP for sending a request (this implies UDP to be used for a
corresponding response)

TCP UE uses TCP for sending a request (this implies TCP to be used for a
corresponding response)

MO _CALL Call (dialog) has been initiated by the UE (mobile originated call)

MT_CALL Call (dialog) has been initiated by the SS (mobile terminated call)

MCPTT MCPTT specific message content

MCVIDEO MCVideo specific message content

MCDATA MCData specific message content

ETSI
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Table 5.5.2.1.1-1: SIP ACK from the UE

Default SIP message and other information elements

Derivation Path: TS 24.229 [16], clause A.2.1.4.2, A.2.2.4.2

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
Method "ACK"
Request-URI same URI as the SS
has sent earlier in the
Contact header of a
response within the
same dialog
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
sent-protocol "SIP/2.0/UDP" UDP
"SIP/2.0/TCP" TCP
sent-by Same value as in
INVITE message
via-branch Value starting with
'z9hG4bK'
Route RFC 3261 [22]

route-param list

URIs of the Record-
Route header sent to
the UE in the response
which has established
the dialog, in reverse
order

included

From RFC 3261 [22]
addr-spec same value as in the Local URI of the dialog
INVITE message (from the UE's point of
view)
tag same value as in the Local tag of the dialog
INVITE ID (from the UE's point
of view)
To RFC 3261 [22]
addr-spec same value as in the Remote URI of the
INVITE dialog (from the UE's
point of view)
tag same tag as in the To- Remote tag of the
header of the response | dialog ID (from the UE's
which has established point of view)
the dialog
Call-ID RFC 3261 [22]
callid same value as in
INVITE message
Cseq RFC 3261 [22]
value same value as in
INVITE message
method "ACK"
Max-Forwards RFC 3261 [22]
value any allowed value Non-zero value
Content-Length if present RFC 3261 [22]
value "0" No message body
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Table 5.5.2.1.2-1: SIP ACK from the SS

Derivation Path: TS 24.229 [16], clause A.2.1.4.2, A.2.2.4.2
Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
Method "ACK"
Request-URI same URI as the UE Contact URI of the UE
has sent earlier in the ("callee™)
Contact header of a
response within the
same dialog
same value as in the NON-2XX
INVITE
SIP-Version "SIP/2.0"
Via same as in the INVITE | see Table 5.5.2.5.2-1 RFC 3261 [22]
but with updated via-
branches in case of an
ACK for 2xx response
same as in the INVITE NON-2XX
(with the same via-
branches)
Route not present RFC 3261 [22]
From RFC 3261 [22]
addr-spec same URI as in the remote URI of the
From-header of the dialog (from the UE's
INVITE point of view)
tag same tag as in the remote tag of the dialog
From-header of the (from the UE's point of
INVITE view)
To RFC 3261 [22]
addr-spec same URI as in the To- | local URI of the dialog
header of the INVITE (from the UE's point of
view)
tag same tag as in the To- local tag of the dialog
header of the response | (from the UE's point of
which has established view)
the dialog
Call-ID RFC 3261 [22]
callid Same value as in Call-Id of the dialog
INVITE
Cseq RFC 3261 [22]
value Same value as in
INVITE
method "ACK"
Max-Forwards RFC 3261 [22]
value "68" The recommended
initial value is 70 in
RFC 3261.
Assuming 2 hops as
according to the Via
header this results in a
value of 68 in the
message sent to the
UE
Content-Length RFC 3261 [22]
value "0" No message body
included
Condition Explanation
NON-2XX ACK for non-2xx response
NOTE:  For further conditions see table 5.5.1-1
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5.5.2.2 SIP BYE

55221 SIP BYE from the UE

Table 5.5.2.2.1-1: SIP BYE from the UE
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Derivation Path: TS 24.229 [16], clause A.2.1.4.3, A.2.2.4.3

Route header sent to
the UE in the INVITE

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
Method "BYE"
Request-URI same URI as the SS Contact URI of the
has sent earlier in the recipient of the BYE
Contact header of a
message within the
same dialog
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
sent-protocol "SIP/2.0/UDP" UDP
"SIP/2.0/TCP" TCP
sent-by same value as in
INVITE message
sent-by MT_CALL
host IP address or FQDN Either the UE’s IP
address or its home
domain name
port protected server port of | as assigned during
the UE registration
via-branch Value starting with
'29hG4bK'
Route RFC 3261 [22]
route-param list URIs of the Record-
Route header sent to
the UE in the response
which has established
the dialog, in reverse
order
URIs of the Record- MT_CALL

From RFC 3261 [22]
addr-spec Same URI of the UE as | Local URI of the dialog
used earlier in the (from the UE's point of
dialog view)
tag Same tag of the UE as | Local tag of the dialog
used earlier in the ID (from the UE's point
dialog of view)
To RFC 3261 [22]
addr-spec Same URI of the SS as | Remote URI of the
used earlier in the dialog (from the UE's
dialogURI point of view)
tag Same tag of the SS as Remote tag of the
used earlier in the dialog ID (from the UE's
dialog point of view)
Call-ID RFC 3261 [22]
callid same value as in
INVITE message
CSeq RFC 3261 [22]
value value of CSeq sent by
the endpoint within its
previous request in the
same dialog but
increased by one
method "BYE"
Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree”
Proxy-Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree"

Security-Verify

RFC 3329 [53]

sec-mechanism

same value as Security
-Server header sent by
SS during registration
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Max-Forwards

RFC 3261[22]

value

any allowed value

Non-zero value

P-Access-Network-Info

RFC 7315 [52]
RFC 7913 [51]

access-net-spec

Access network
technology and, if

applicable, the cell ID

Content-Length

RFC 3261 [22]

value

if present
"o

No message body
included
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Table 5.5.2.2.2-1: SIP BYE from the SS

Derivation Path: TS 24.229 [16], clause A.2.1.4.3, A.2.2.4.3
Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
Method "BYE"
Request-URI same URI as the UE Contact URI of the UE
has sent earlier in the ("callee™)
Contact header of a
response within the
same dialog
SIP-Version "SIP/2.0"
Via same as specified for RFC 3261 [22] | MO_CALL
INVITE sent by the SS
in Table 5.5.2.5.2-
Via same as in INVITE but RFC 3261 [22]
with updated via-
branches
Route Not present RFC 3261 [22]
From RFC 3261 [22]
addr-spec Same URI of the SS as | Remote URI of the
used earlier in the dialog (from the UE's
dialog point of view)
tag Same tag of the SS as Remote tag of the
used earlier in the dialog (from the UE's
dialog point of view)
To RFC 3261 [22]
addr-spec Same URI of the UE as | Local URI of the dialog
used earlier in the (from the UE's point of
dialog view)
tag Same tag of the UE as | Local tag of the dialog
used earlier in the (from the UE's point of
dialog view)
Call-ID RFC 3261 [22]
callid same value as in
INVITE message
CSeq RFC 3261 [22]
value value of CSeq sent by
the endpoint within its
previous request in the
same dialog but
increased by one
method "BYE"
Max-Forwards RFC 3261[22]
value "68" The recommended
initial value is 70 in
RFC 3261.
Assuming 2 hops as
according to the Via
header this results in a
value of 68 in the
message sent to the
UE
Content-Length RFC 3261 [22]
value "o" No message body
included
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5.5.2.3 SIP CANCEL

This message is sent by the SS.

Table 5.5.2.3-1: SIP CANCEL

Derivation Path: TS 24.229 [16], clause A.2.1.4.4, A.2.2.4.4
Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
Method "CANCEL"
Request-URI same value as in the
INVITE being cancelled
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
via-parm same value as in the
INVITE being cancelled
From RFC 3261 [22]
addr-spec same value as in the
INVITE being cancelled
tag same value as in the
INVITE being cancelled
To RFC 3261 [22]
addr-spec same value as in the
INVITE being cancelled
Call-ID RFC 3261 [22]
Callid same value as in the
INVITE being cancelled
CSeq RFC 3261 [22]
value same value as in the
INVITE being cancelled
Method "CANCEL"
Content-Length RFC 3261 [22]
value "o" No message body
included
5524 SIP INFO

This message is sent by the SS.
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Table 5.5.2.4-1: SIP INFO

Derivation Path: TS 24.229 [16], clause A.2.1.4.6, A.2.2.4.6

Information Element Value/remark Comment Reference Condition
Request-Line
Method "INFO"
Request-URI pX_MCPTT_Client_A_|
D
px_MCVideo_Client_A MCVIDEO
1D
px_MCData_Client_A_| MCDATA
D
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP"
sent-by any allowed value IP address or FQDN
and protected server
port of the UE
via-branch any allowed value Value starting with
'29hG4bK'
From RFC 3261 [22]
addr-spec px_MCPTT_Client_A_|
D
px_MCVideo_Client_A MCVIDEO
1D
px_MCData_Client_A_| MCDATA
D
tag "1
To RFC 3261 [22]
RFC 5031 [54]
addr-spec tsc_ MCPTT_PublicSer
viceld_A
tsc_MCVideo_PublicSe MCVIDEO
rviceld_A
tsc_MCData_PublicSer MCDATA
viceld A
Call-ID RFC 3261 [22]
Callid same value as in the
INVITE
CSeq RFC 3261 [22]
value value of CSeq sent by
the SS within its
previous request in the
same dialog but
increased by one
Method "INFO"
Max-Forwards RFC 3261 [22]
value "70" The recommended

initial value is 70 in
RFC 3261.

Editor's Note: to be
changed to realistic
value taking into
account number of
hops

Content-Length

RFC 3261 [22]

value

length of message
body

Message Body

any allowed value

Editor’s note: Table 5.5.2.4-1 needs to be reviewed
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5.5.25 SIP INVITE

55.251 SIP INVITE from the UE

Table 5.5.2.5.1-1: SIP INVITE from the UE
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7, A.2.2.4.7

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "INVITE"
Request-URI tsc_MCPTT_PublicServ | The public service MCPTT
iceld_A identity identifying the
participating MCPTT
function serving the
MCPTT user
tsc_MCVideo_PublicSe | The public service MCVIDEO
rviceld_A identity identifying the
participating MCVideo
function serving the
MCVideo user
tsc_MCData_PublicSer | The public service MCDATA
viceld_A identity identifying the
participating MCData
function serving the
MCData user
Request-URI same URI as the SS Contact URI of the re_INVITE
has sent earlier in the recipient of the BYE
Contact header of a
message within the
same dialog
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP" UE accesses the server UDP
via UDP
"SIP/2.0/TCP" UE accesses the server TCP
via TCP
sent-by
host IP address or FQDN Either the UE's IP
address or its home
domain name
port protected server port of | as assigned during
the UE registration
via-branch Value starting with
'z9hG4bK'
Route RFC 3261 [22]
addr-spec[1] SIP URI
user-info and host P-CSCF address of the | P-CSCF address as
SS assigned to the UE via
NAS signalling or P-
CSCF discovery
port protected server port of | as assigned during
the SS registration
uri-parameters “Ir"
addr-spec|2] SIP URI
user-info and host "scscf.3gpp.org” same value as in the
Service-Route header
field of the 200 OK
response to REGISTER
port not present
uri-parameters “Ir"
Route RFC 3261 [22] | re INVITE
route-param list URIs of the Record-
Route header sent to
the UE in the response
which has established
the dialog, in reverse
order
URIs of the Record- MT_CALL

Route header sent to
the UE in the INVITE

From

RFC 3261 [22]
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7, A.2.2.4.7

Information Element Value/remark Comment Reference Condition
addr-spec
user-info and host Default public user id
(px_MCX_SIP_PublicU
serld_A_1)
port not present
tag any value
From RFC 3261 [22] | re_INVITE
addr-spec Same URI of the UE as | Local URI of the dialog
used earlier in the (from the UE's point of
dialog view)
tag Same tag of the UE as | Local tag of the dialog
used earlier in the ID (from the UE's point
dialog of view)
To RFC 3261 [22]
RFC 5031 [54]
addr-spec
user-info and host Same URI as Request-
URI
port not present
tag not present
To RFC 3261 [22] | re_INVITE
addr-spec Same URI of the SS as | Remote URI of the
used earlier in the dialog (from the UE's
dialogURI point of view)
tag Same tag of the SS as Remote tag of the
used earlier in the dialog ID (from the UE's
dialog point of view)
Call-ID RFC 3261 [22]
callid any allowed value
callid same value as in re_INVITE
INVITE creating the
dialog
CSeq RFC 3261 [22]
value any allowed value
value value of CSeq sent by re_INVITE
the endpoint within its
previous request in the
same dialog but
increased by one
method "INVITE"
Supported RFC 3261 [22]
option-tag "timer"

Session-Expires

RFC 4028 [30]

delta-seconds

any allowed value

Require RFC 3261 [22]
RFC 3312 [56]
RFC 3329 [53]

option-tag "sec-agree"
Proxy-Require RFC 3261 [22]
RFC 3329 [53]

option-tag "sec-agree"
Security-Verify RFC 3329 [53]

sec-mechanism

same value as Security
-Server header sent by
SS during registration

Contact

RFC 3261 [22
RFC 3840 [33]
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7, A.2.2.4.7

Information Element

Value/remark

Comment

Reference

Condition

addr-spec

SIP URI

user-info and host
port

IP address or FQDN

protected server port of
UE

as assigned during
registration

feature-param

"+g.3gpp.mcptt"

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Push To Talk
(MCPTT)
communication.

MCPTT

"+g.3gpp.mcvideo"

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Video
(MCVideo)
communication.

MCVIDEO

"+g.3gpp.-mcdata.sds"

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports mission critical
data (MCData)
service.communication.

MCDATA_
SDS

"+g.3gpp.mcdata.fd"

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports mission critical
data (MCData)
service.communication.

MCDATA_
FD

feature-param

"+g.3gpp.icsi-
ref=urn:urn-7:3gpp-
service.ims.icsi.mcptt"

This URN indicates that
the device has the
capabilities to support
the mission critical push
to talk (MCPTT)
service.

MCPTT

"+9.3gpp.icsi-
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"

This URN indicates that
the device has the
capabilities to support
the Mission Critical
Video (MCVideo)
communication.

MCVIDEO

"+9.3gpp.icsi-
ref=urn:urn-7:3gpp-

service.ims.icsi.mcdata.

sds"

This URN indicates that
the device has the
capabilities to support
the mission critical data
(MCData) service.

MCDATA_
SDS

"+g.3gpp.icsi-
ref=urn:urn-7:3gpp-

service.ims.icsi.mcdata.

fdu

This URN indicates that
the device has the
capabilities to support
the mission critical data
(MCData) service.

MCDATA_
FD
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Information Element Value/remark Comment Reference Condition
feature-param "audio" This feature tag MCPTT
indicates that the OR
device supports audio MCVIDEO
as a streaming media
type.
feature-param "video" This feature tag MCVIDEO
indicates that the
device supports video
as a streaming media
type.
feature-param "text" This feature tag MCDATA
indicates that the
device supports text as
a streaming media
type.
Max-Forwards RFC 3261 [22]
value any allowed value Non-zero value
P-Access-Network-Info RFC 7315 [52]
access-net-specs Access network AUTO
technology and, if
applicable, the cell ID
Accept RFC 3261 [22]
media-range[1] "application/sdp”
media-range[2] "application/vnd.3gpp. MCPTT
mcptt-info+xml"
application/vnd.3gpp.m MCVIDEO
cvideo-info+xml
"application/vnd.3gpp. MCDATA
mcdata-info+xml"
P-Preferred-Service RFC 6050 [31]
Service-ID "urn:urn-7:3gpp- MCPTT
service.ims.icsi.mcptt"
"urn:urn-7:3gpp- MCVIDEO
service.ims.icsi.mcvide
o
"urn:urn-7:3gpp- MCDATA_
service.ims.icsi.mcdata. SDS
sds"”
"urn:urn-7:3gpp- MCDATA_
service.ims.icsi.mcdata. FD
fd"
P-Preferred-ldentity if present RFC 3325 [32]
PPreferredID-value same URI as in From-
header
Accept-Contact RFC 3841 [29]
ac-value[1]
feature-param "+9.3gpp.icsi- MCPTT
ref=urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o
"+g.3gpp.icsi- MCDATA_
ref=urn:urn-7:3gpp- SDS
service.ims.icsi.mcdata.
sds"”
"+g.3gpp.icsi- MCDATA _
ref=urn:urn-7:3gpp- FD
service.ims.icsi.mcdata.
fd"
reg-param "require"
explicit-param "explicit"
ac-value[2]
feature-param "+9.3gpp.mcptt" MCPTT
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7, A.2.2.4.7

Information Element

Value/remark

Comment

Reference

Condition

"+g.3gpp.mcvideo”

MCVIDEO

"+g.3gpp.mcdata.sds”

MCDATA_
SDS

"+g.3gpp.mcdata.fd"

MCDATA_
FD

reg-param

"require”

explicit-param

"explicit"

Priv-Answer-Mode

not present

Answer-Mode

not present

RFC 5373 [34]

re_INVITE

Answer-Mode

RFC 5373 [34]

answer-mode-value

"Auto”

answer-mode-value

"Manual"

MANUAL

Resource-Priority

RFC 4412 [40]
RFC 7134 [57]
RFC 8101 [45]

EMERGEN
CY-CALL
or
IMMPERIL
-CALL

r-value

EMERGEN
CY-CALL

namespace

value of the <resource-
priority-namespace>
element contained in
the <emergency-
resource-priority>
element contained in
the <OnNetwork>
element of the MCX
service configuration
documents

As configured in Table
5.5.8.4-1 for MCPTT
and in Table 5.5.8.8-1
for MCVIdeo

r-priority

value of the <resource-
priority-priority>
element contained in
the <emergency-
resource-priority>
element contained in
the <OnNetwork>
element of the MCX
service configuration
document

As configured in Table
5.5.8.4-1 for MCPTT
and in Table 5.5.8.8-1
for MCVIdeo

r-value

IMMPERIL
-CALL

namespace

value of the <resource-
priority-namespace>
element contained in
the <imminent-peril-
resource-priority>
element contained in
the <OnNetwork>
element of the MCX
service configuration
documents

As configured in Table
5.5.8.4-1 for MCPTT
and in Table 5.5.8.8-1
for MCVIdeo

r-priority

value of the <resource-
priority-priority>
element contained in
the <imminent-peril-
resource-priority>
element contained in
the <OnNetwork>
element of the MCX
service configuration
document

As configured in Table
5.5.8.4-1 for MCPTT
and in Table 5.5.8.8-1
for MCVlIdeo

Content-Type

RFC 5621 [58]

media-type

"multipart/mixed"
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5.5.3.3.1-3

Information Element Value/remark Comment Reference Condition
Content-Length present in case of TCP RFC 3261 [22]
and when there is a
message body
(otherwise optional)
value any value length of message-
body
Message-body RFC 3261 [22]
MIME body part SDP message
MIME-part-headers
Content-Type "application/sdp" RFC 4566 [27]
MIME-part-body SDP Message as MCPTT
described in Table
5.5.3.1.1-1
SDP Message as MCVIDEO
described in Table
5.5.3.1.1-2
SDP Message as MCDATA
described in Table
5.5.3.1.1-3
MIME body part MCPTT
Info/MCVideo/MCData
MIME-part-headers
Content-Type "application/vnd.3gpp. MCPTT
mcptt-info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA
mcdata-info+xml"
Content-ID any value Unique URL identifying | TS 24.379 [9]
the clause 6.6.3.1
MCPTT/MCVideo/MCD
ata Info XML MIME
body; used as
reference in the
signature MIME body
MIME-part-body MCPTT-Info as TS 24.379 [9] MCPTT
described in Table clause F.1
5.5.3.2.1-1
MCVideo-Info as TS 24.281 [86] | MCVIDEO
described in Table clause F.1
5.5.3.2.1-2
MCData-Info as TS 24.282 [87] | MCDATA
described in Table clause D.1
5.5.3.2.1-3
MIME body part Resource list RFC 5366 [35] | PRIVATE-
CALL OR
MCD_1tol
MIME-part-headers
Content-Type "application/resource-
lists+xml"
Content-ID any value Unique URL identifying | TS 24.379 [9]
the Resource-lists XML | clause 6.6.3.1
MIME body; used as
reference in the
signature MIME body
MIME-part-body As described in Table MCPTT
5.5.3.3.1-1
As described in Table MCVIDEO
5.5.3.3.1-2
As described in Table MCDATA
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described in Table
5.5.3.4.1-2

clause F.3

Information Element Value/remark Comment Reference Condition
MIME body part Location info (EMERGE
NCY-CALL
AND
ALERT_IN
D) OR
LOCATIO
N-INFO
MIME-part-headers
Content-Type "application/vnd.3gpp. This MIME part shall be MCPTT
mcptt-location- included if the MCPTT-
info+xml" Info 'alert-ind' element
sent in the MCPTT-Info
is set to true.
"application/vnd.3gpp. This MIME part shall be MCVIDEO
mcvideo-location- included if the
info+xml" MCVideo-Info 'alert-ind'
element sent in the
MCVideo-Info is set to
true.
Content-ID any value Unique URL identifying | TS 24.379 [9]
the Location-info XML clause 6.6.3.1
MIME body; used as
reference in the
signature MIME body
MIME-part-body Location-info as TS 24.379 [9] MCPTT
described in Table clause F.3
5.5.3.4.1-1
Location-info as TS 24.281 [86] | MCVIDEO

MIME body part

Signature

MIME-part-headers

Content-Type

"application/vnd.3gpp.
mcptt-signed+xml"

TS 24.379 [9]

MIME-part-body

Signatures for XML
MIME bodies as
described in Table
5.5.13.1-1

TS 24.379 [9]

Condition Explanation

MANUAL Call establishment with manual commencement mode

MCD_1tol A one-to-one MCData call

MCDATA_SDS SDS message or SDS disposition notification

MCDATA _FD FD message or FD disposition notification

re_INVITE INVITE within a dialog

ALERT_IND MCPTT emergency alert is required as specified for the test case or
automatically initiated by the client for an emergency call (in case of
condition EMERGENCY-CALL when
pc_MCX_EmergencylndWithAlertind=true);
= <alert-ind> is set to true in the mcptt-info.

NOTE:  For further conditions see table 5.5.1-1
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5.5.25.2 SIP INVITE from the SS

Table 5.5.2.5.2-1: SIP INVITE from the SS
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7, A.2.2.4.7

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "INVITE"
Request-URI SIP URI of the UE’s
contact address as
provided in the Contact-
header of the
REGISTER message
Request-URI same URI as the UE Contact URI of the UE re_INVITE
has sent earlier in the
Contact header of a
response within the
same dialog
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol[1] "SIP/2.0/TCP"

sent-by[1]

Address of the P-CSCF
that communicates with
the called party

host

P-CSCF address of the
SS

P-CSCF address as
assigned to the UE via
NAS signalling or P-
CSCEF discovery

port

protected server port of
the SS

as assigned during
registration

via-branch[1]

Value assigned by the
SS starting with
'z9hG4bK'

sent-protocol[2]

"SIP/2.0/UDP"

sent-by[2] Address of the other
endpoint (the caller)
host Host name of the SIP
URI being used in the
From header
port Same port number as Caller’s port number

in Contact-header

via-branch[2]

Value assigned by the
SS starting with

'z9hG4bK'
Record-Route Record-Route RFC 3261 [22]
corresponding to the
Via header
addr-spec[1] SIP URI SIP URI corresponding

to first entry of Via
header

user-info and host

P-CSCF address of the
SS

P-CSCF address as
assigned to the UE via
NAS signalling or P-
CSCEF discovery

port

protected server port of
the SS

as assigned during
registration

uri-parameters

ulrn

addr-spec|2]

SIP URI

user-info and host

“term@scscfl.3gpp.org

port

not present

uri-parameters

ulrn

addr-spec|3]

SIP URI

user-info and host

“orig@scscf2.3gpp.org”

port not present
uri-parameters "Ir"

addr-spec[4] SIP URI
user-info and host “pcscf2.3gpp.org”
port not present
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Information Element Value/remark Comment Reference Condition
uri-parameters "Ir"
Record-Route same as in the 180, RFC 3261 [22] | re_INVITE
183 or 200 response AND
sent to the UE during MO_CALL

MO call establishment
in reverse order

From RFC 3261 [22]
addr-spec
user-info and host tsc_MCPTT_PublicServ | SIP URI of the calling MCPTT
iceld_A UE
tsc_MCVideo_PublicSe | SIP URI of the calling MCVIDEO
rviceld_A UE
tsc_MCData_PublicSer | SIP URI of the calling MCDATA
viceld_A UE
port not present
tag Value assigned by the
SS
From RFC 3261 [22] | re_INVITE
addr-spec Same URI of the SS as | Remote URI of the
used earlier in the dialog (from the UE's
dialog point of view)
tag Same tag of the SS as Remote tag of the
used earlier in the dialog (from the UE's
dialog point of view)
To RFC 3261 [22]
RFC 5031 [54]
addr-spec
user-info and host px_MCX_SIP_PublicUs | Default public user ID
erld_A 1 (IMPU) as stored in the
uicc
port not present
tag not present
To RFC 3261 [22] | re_INVITE
addr-spec Same URI of the UE as | Local URI of the dialog
used earlier in the (from the UE's point of
dialog view)
tag Same tag of the UE as | Local tag of the dialog
used earlier in the (from the UE's point of
dialog view)
Call-ID RFC 3261 [22]
callid Value assigned by the
SS
Call-ID RFC 3261 [22] | re_INVITE
callid same value as in
INVITE creating the
dialog
CSeq RFC 3261 [22]
value Value assigned by the
SS
value value of CSeq sent by re_INVITE
the endpoint within its
previous request in the
same dialog but
increased by one
method "INVITE"
Supported RFC 3261 [22]
option-tag "100rel" This option tag
indicates that the UA
can send or receive
reliable provisional
responses.
option-tag "timer"
option-tag "tdialog"
option-tag "norefersub”
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7, A.2.2.4.7

Information Element Value/remark Comment Reference Condition
P-Called-Party-ID RFC 7315 [52]
called-pty-id-spec Same public user ID as
used in the To-header
Session-Expires RFC 4028 [30]
generic-param "1800" The recommended
initial value is 1800 in
RFC 4028 [30].
P-Early-Media RFC 5009 [60]
em-parm "inactive"
Require RFC 3261 [22]
RFC 3312 [56]
RFC 3329 [53]
option-tag "sec-agree”
Proxy-Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree”
P-Asserted-ldentity RFC 3325 [32]
addr-spec
user-info and host same URI as in From-
header
port not present
Contact RFC 3261 [22]
RFC 3840 [33]
addr-spec SIP URI
user-info and host tsc_MCPTT_Sessionld MCPTT
tsc_MCVideo_Sessionl MCVIDEO
d
tsc_MCData_Sessionld MCDATA
port Value assigned by the
SS
feature-param "+g.3gpp.mcptt" This media feature tag RFC 3840 [33] | MCPTT
when used in a SIP clause 9
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Push To Talk
(MCPTT)
communication.
"+g.3gpp.mcvideo" This media feature tag RFC 3840 [33] | MCVIDEO
when used in a SIP clause 9
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Video
(MCVideo)
communication.
"+g.3gpp.mcdata.sds” This media feature tag RFC 3840 [33] | MCDATA_
when used in a SIP clause 9 SDS

request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Data (MCData)
communication.
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Information Element Value/remark Comment Reference Condition
"+g.3gpp.mcdata.fd" This media feature tag RFC 3840 [33] | MCDATA_
when used in a SIP clause 9 FD
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Data (MCData)
communication.
feature-param "+9.3gpp.icsi- This URN indicates that | RFC 3840 [33] | MCPTT
ref=urn:urn-7:3gpp- the device has the clause 9
service.ims.icsi.mcptt" capabilities to support
the mission critical push
to talk (MCPTT)
service.
"+g.3gpp.icsi- This URN indicates that | RFC 3840 [33] | MCVIDEO
ref=urn:urn-7:3gpp- the device has the clause 9
service.ims.icsi.mcvide | capabilities to support
o" the mission critical
video (MCVideo)
service.
"+g.3gpp.icsi- This URN indicates that | RFC 3840 [33] | MCDATA_
ref=urn:urn-7:3gpp- the device has the clause 9 SDS
service.ims.icsi.mcdata. | capabilities to support
sds" the mission critical data
(MCData) SDS service.
"+g.3gpp.icsi- This URN indicates that | RFC 3840 [33] | MCDATA_
ref=urn:urn-7:3gpp- the device has the clause 9 FD
service.ims.icsi.mcdata. | capabilities to support
fd" the mission critical data
(MCData) FD service.
feature-param "audio" This feature tag RFC 3840 [33] | MCPTT
indicates that the clause 10.1 OR
device supports audio MCVIDEO
as a streaming media
type.
feature-param "video" This feature tag MCVIDEO
indicates that the
device supports video
as a streaming media
type.
feature-param "text" This feature tag MCDATA
indicates that the
device supports text as
a streaming media
type.
feature-param "isfocus"
Max-Forwards RFC 3261 [22]
value "68" The recommended
initial value is 70 in
RFC 3261 [22].
Assuming 2 hops as
according to the Via
header this results in a
value of 68 in the
message sent to the
UE
Accept RFC 3261 [22]
media-range[1] "application/sdp "
media-range[2] "application/vnd.3gpp. MCPTT
mcptt-info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA

mcdata-info+xml"

Accept-Contact

RFC 3841 [29]
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7, A.2.2.4.7

Information Element Value/remark Comment Reference Condition
ac-value[1]

feature-param "+9.3gpp.icsi- MCPTT
ref=urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
"+g.3gpp.icsi- MCDATA_
ref=urn:urn-7:3gpp- SDS
service.ims.icsi.mcdata.
sds"”
"+g.3gpp.icsi- MCDATA _
ref=urn:urn-7:3gpp- FD
service.ims.icsi.mcdata.
fd"

reg-param "require"

explicit-param "explicit"

ac-value[2]

feature-param "+g.3gpp.mcptt” MCPTT
"+g.3gpp.mcvideo" MCVIDEO
"+g.3gpp.mcdata.sds” MCDATA_

SDS
"+g.3gpp.mcdata.fd" MCDATA _
FD

reg-param "require”

explicit-param "explicit"

Answer-Mode not present RFC 5373 [34] | re_INVITE
TS 24.379 [9] OR FIRST-
clause TO-
6.3.2.2.6.3 ANSWER

Answer-Mode RFC 5373 [34]

answer-mode-value "Auto”
answer-mode-value "Manual" MANUAL
Priv-Answer-Mode FIRST-TO-
ANSWER
answer-mode-value "Manual"
Content-Type RFC 5621 [58]
media-type "multipart/mixed"
Content-Length RFC 3261 [22]
Value length of message-
body
Message-body RFC 3261 [22]
MIME body part SDP message
MIME-part-headers
MIME-Content-Type "application/sdp"
MIME-part-body SDP Message as RFC 4566 [27] | MCPTT
described in Table
5.5.3.1.2-1
SDP Message as RFC 4566 [27] | MCVIDEO
described in Table
5.5.3.1.2-2
SDP Message as RFC 4566 [27] | MCDATA
described in Table
5.5.3.1.2-3
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-headers
MIME-Content-Type "application/vnd.3gpp. MCPTT
mcptt-info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA
mcdata-info+xml"
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Information Element Value/remark Comment Reference Condition
Content-ID Unique id in format of a | Unique URL identifying | TS 24.379 [9]
Message-ID assigned the clause 6.6.3.1
by the SS MCPTT/MCVideo/MCD

ata Info XML MIME
body; used as
reference in the
signature MIME body
MIME-part-body MCPTT-Info as MCPTT
described in Table
5.5.3.2.2-1
MCVideo-Info as MCVIDEO
described in Table
5.5.3.2.2-2

As described in Table MCDATA
5.5.3.2.2-3
MIME body part Location info LOCATIO
N-INFO

MIME-part-headers
MIME-Content-Type "application/vnd.3gpp. MCPTT
mcptt-location-
info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-location-
info+xml"
Content-ID Unique id in format of a | Unique URL identifying | TS 24.379 [9]
Message-ID assigned the Location-info XML clause 6.6.3.1
by the SS MIME body; used as
reference in the
signature MIME body

MIME-part-body Location-info as TS 24.379 [9] MCPTT
described in Table clause F.3
5.5.3.4.2-1
Location-info as TS 24.281 [86] | MCVIDEO
described in Table clause F.3
5.5.34.2-2

MIME body part Signature
MIME-part-headers
Content-Type "application/vnd.3gpp. TS 24.379 [9]

mcptt-signed+xml"

MIME-part-body Signatures for XML TS 24.379 [9]

MIME bodies as
described in Table

5.5.13.1-2
Condition Explanation
MANUAL Call establishment with manual commencement mode
re_INVITE INVITE within a dialog
MCD_1tol A one-to-one MCData call
MCDATA SDS SDS message or SDS disposition notification
MCDATA_FD FD message or FD disposition notification

For further conditions see table 5.5.1-1
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5.5.2.6 Void
5.5.2.7 SIP MESSAGE
55.2.7.1 SIP MESSAGE from the UE

Table 5.5.2.7.1-1: SIP MESSAGE from the UE
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Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "MESSAGE"
Request-URI tsc_MCPTT_PublicServ | The public service MCPTT
iceld_A identity identifying the
originating participating
MCPTT function
serving the MCPTT
user
tsc_MCVideo_PublicSe | The public service MCVIDEO
rviceld_A identity identifying the
originating participating
MCVideo function
serving the MCVideo
user
tsc_MCData_PublicSer | The public service MCDATA
viceld_A identity identifying the
originating participating
MCData function
serving the MCData
user
same URI as provided LOCATIO
in the Asserted-ldentity N_REPOR
header field of the SIP T
MESSAGE for location
reporting configuration
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP" UDP
"SIP/2.0/TCP" TCP
sent-by
host IP address or FQDN Either the UE’s IP
address or its home
domain name
port protected server port of | as assigned during
the UE registration
via-branch Value starting with
'z9hG4bK'
From RFC 3261 [22]
addr-spec
user-info and host Default public user id The URI of the UE
(px_MCX_SIP_PublicU
serld_A_1)
port not present
tag any allowed value
To RFC 3261 [22]
RFC 5031 [54]
addr-spec
user-info and host tsc_ MCPTT_PublicServ | The URI of the SS MCPTT
iceld A
tsc_MCVideo_PublicSe | The URI of the SS MCVIDEO
rviceld_A
tsc_MCData_PublicSer | The URI of the SS MCDATA

viceld_A

port not present

tag not present

Call-ID RFC 3261 [22]
callid any allowed value

Cseq RFC 3261 [22]
value any allowed value
method "MESSAGE"

Max-Forwards RFC 3261 [22]
value any allowed value Non-zero value

P-Access-Network-Info

RFC 7315 [52]
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access-net-spec

Access network
technology and, if
applicable, the cell ID

Route

same as specified for
INVITE sent by the UE
in Table 5.5.2.5.1-1

RFC 3261 [22]

Accept-Contact

RFC 3841 [29]

ac-value[1]

feature-param "+g.3gpp.icsi- MCPTT
ref=urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
"+g.3gpp.icsi- MCDATA
ref=urn:urn-7:3gpp-
service.ims.icsi.mcdata
"+g.3gpp.-icsi- MCDATA_
ref=urn:urn-7:3gpp- SDS
service.ims.icsi.mcdata.
sds"
"+g.3gpp.icsi- MCDATA _
ref=urn:urn-7:3gpp- FD
service.ims.icsi.mcdata.
fd"
reg-param "require”
explicit-param "explicit”
ac-value[2] MCDATA_
SDS,
MCDATA_
FD
feature-param "+g.3gpp.mcdata.sds” MCDATA_
SDS
"+g.3gpp.mcdata.fd" MCDATA_
FD
reg-param "require"
explicit-param "explicit"
P-Preferred-Service RFC 6050 [31]
Service-ID "urn:urn-7:3gpp- MCPTT
service.ims.icsi.mcptt"
"urn:urn-7:3gpp- MCVIDEO
service.ims.icsi.mcvide
o"
"urn:urn-7:3gpp- MCDATA
service.ims.icsi.mcdata
"urn:urn-7:3gpp- MCDATA_
service.ims.icsi.mcdata. SDS
sds"
"urn:urn-7:3gpp- MCDATA_
service.ims.icsi.mcdata. FD
fd"
P-Preferred-Identity if present RFC 3325 [32]

PPreferredID-value

same URI as in From-
header

Content-Type

RFC 5621 [58]

media-type

"multipart/mixed"

Content-Length

present in case of TCP
and when there is a
message body
(otherwise optional)

RFC 3261 [22]

value

any value

length of message-
body

Message-body

RFC 3261 [22]
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MIME body part

MCPTT/MCVideo/MCD
ata Info

MIME-part-headers

described in Table
5.5.3.3.1-2

MIME-Content-Type "application/vnd.3gpp. MCPTT
mcptt-info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA
mcdata-info+xml"
Content-ID any value Unique URL identifying | TS 24.379 [9]
the clause 6.6.3.1
MCPTT/MCVideo/MCD
ata Info XML MIME
body; used as
reference in the
signature MIME body
MIME-part-body MCPTT-Info as TS 24.379 [9] MCPTT
described in Table clause F.1
5.5.3.2.1-1
MCVideo-Info as TS 24.281 [86] | MCVIDEO
described in Table clause F.1
5.5.3.2.1-2
MCData-Info as MCDATA
described in Table
5.5.3.2.1-3
MIME body part Affiliation-Command AFFILIATI
ON
MIME-part-headers
MIME-Content-Type "application/vnd.3gpp. MCPTT
mcptt-affiliation-
command+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-affiliation-
command+xml"
"application/vnd.3gpp. MCDATA
mcdata-affiliation-
command+xml"
Content-ID any value Unique URL identifying | TS 24.379 [9]
the affiliation-command | clause 6.6.3.1
XML MIME body; used
as reference in the
signature MIME body
MIME-part-body MCPTT-Affiliation- TS 24.379 [9] MCPTT
Command as described clause F.4
in Table 5.5.3.7-1
MCVideo-Affiliation- TS 24.281 [86] | MCVIDEO
Command as described clause F.4
in Table 5.5.3.7-2
MCData-Affiliation- TS 24.282 [87] | MCDATA
Command as described clause D.3
in Table 5.5.3.7-3
MIME body part Resource lists RFC 5366 [35] | RESOURC
E_LISTS
MIME-part-headers
MIME-Content-Type "application/resource-
lists+xml"
Content-ID any value Unique URL identifying | TS 24.379 [9]
the Resource-lists XML | clause 6.6.3.1
MIME body; used as
reference in the
signature MIME body
MIME-part-body Resource-lists as MCPTT
described in Table
5.5.3.3.1-1
Resource-lists as MCVIDEO
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Resource-lists as MCDATA
described in Table
5.5.3.3.1-3

MIME body part Location info TS 24.379 [9] LOCATIO
clause F.3 N-INFO,
LOCATIO
N_REPOR
T
MIME-part-headers
Content-Type "application/vnd.3gpp. This MIME part shall be MCPTT
mcptt-location- included if the MCPTT-
info+xml" Info ‘alert-ind' element
sent in the MCPTT-Info
is set to true.
"application/vnd.3gpp. MCVIDEO
mcvideo-location-
info+xml"
"application/vnd.3gpp. MCDATA
mcdata-location-
info+xml"
Content-ID any value Unique URL identifying | TS 24.379 [9]
the Location-info XML clause 6.6.3.1
MIME body; used as
reference in the
signature MIME body
MIME-part-body Location-info as MCPTT
described in Table
5.5.3.4.1-1
Location-info as MCVIDEO
described in Table
5.5.3.4.1-2
Location-info as MCDATA
described in Table
5.5.3.4.1-3
MIME body part MIKEY message MIKEY
MIME-part-headers
Content-Type "application/mikey"”
MIME-part-body As described in Table MIKEY message, TS 33.180 [30]
5.5.9.1-2A containing the PSK TS 24.282 [87]
MIME body part MCData Data MCDATA_
signalling message SIGNALLI
NG
MIME-part-headers
Content-Type "application/vnd.3gpp.
mcdata-signalling”
MIME-part-body SIGNALLING_PAYLOA TS 24.282 [87]
D as described in Table
5.5.3.8.1-1
MIME body part MCData Data MCDATA _
message PAYLOAD
MIME-part-headers
Content-Type application/vnd.3gpp.m
cdata-payload
MIME-part-body DATA_PAYLOAD as TS 24.282 [87]
described in Table
5.5.3.9.1-1
MIME body part Signature

MIME-part-headers

Content-Type

"application/vnd.3gpp.
mcptt-signed+xml"

TS 24.379 [9]

MIME-part-body

Signatures for XML
MIME bodies as
described in Table
5.5.13.1-1

TS 24.379 [9]
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Condition Explanation

RESOURCE_LISTS Message-body contains Resource lists

LOCATION_REPORT Message-body contains location information report according to TS
24.379 [2] clause 13.3.4.2

MIKEY Message-body contains MIKEY message (e.g. for MCData 1-to-1
communication)

MCDATA_SIGNALLING Message-body contains MCData Data signalling message

MCDATA_PAYLOAD Message-body contains MCData Data message (DATA PAYLOAD)

MCDATA_SDS SDS message or SDS disposition notification

MCDATA_FD FD message or FD disposition notification

For further conditions see table 5.5.1-1

55.2.7.2 SIP MESSAGE from the SS
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Table 5.5.2.7.2-1: SIP MESSAGE from the SS
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7a, A.2.2.4.7a

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "MESSAGE"
Request-URI Public user id px_MCX_SIP_PublicUs
associated to the MC erld_A_1 (in general)
service id
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol[1] "SIP/2.0/TCP"
sent-by[1] Address of the P-CSCF
that communicates with
the called party
....host P-CSCF address of the | P-CSCF address as
SS assigned to the UE via
NAS signalling or P-
CSCF discovery
port protected server port of | as assigned during
the SS registration
via-branch[1] Value assigned by the
SS starting with
'z9hG4bK'
sent-protocol[2] "SIP/2.0/UDP"
sent-by[2]
....host “scscf.3gpp.org”
port Value assigned by the Caller’s port number
SS
via-branch[2] Value assigned by the
SS starting with
'z9hG4bK'
sent-protocol[3] "SIP/2.0/UDP"
sent-by[3]
host host name of the MC
server
port not present
via-branch[3] Value assigned by the
SS starting with
'29hG4bK'
From RFC 3261 [22]
addr-spec
user-info and host tsc_ MCPTT_PublicServ MCPTT
iceld A
tsc_MCVideo_PublicSe MCVIDEO
rviceld_A
tsc_MCData_PublicSer MCDATA

viceld_A

port not present
tag Value assigned by the
SS
To RFC 3261 [22]
RFC 5031 [54]
addr-spec

user-info and host

same URI as used as
Request URI

port not present
tag not present
Call-ID RFC 3261 [22]
callid Value assigned by the
SS
Cseq RFC 3261 [22]
value Value assigned by the
SS
method "MESSAGE"

Max-Forwards

RFC 3261 [22]
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7a, A.2.2.4.7a

Information Element Value/remark Comment Reference Condition
value "67" The recommended
initial value is 70 in
RFC 3261.
Assuming 3 hops as
according to the Via
header this results in a
value of 67 in the
message sent to the
UE
P-Asserted-Service RFC 6050 [31] | MCDATA_
SDS,
MCDATA_
FD
Service-ID "urn:urn-7:3gpp- MCDATA_
service.ims.icsi.mcdata. SDS
sds"
"urn:urn-7:3gpp- MCDATA_
service.ims.icsi.mcdata. FD
fd"
P-Asserted-Service RFC 6050 [31] | AFFILIATI
ON,
LOCATIO
N_CONFI
G
Service-ID "urn:urn-7:3gpp- MCPTT
service.ims.icsi.mcptt"
"urn:urn-7:3gpp- MCVIDEO
service.ims.icsi.mcvide
o"
"urn:urn-7:3gpp- MCDATA
service.ims.icsi.mcdata
Accept-Contact RFC 3841 [29]
ac-value[1]
feature-param "+g.3gpp.icsi- MCPTT
ref=urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
"+g.3gpp.icsi- MCDATA
ref=urn:urn-7:3gpp-
service.ims.icsi.mcdata
"+g.3gpp.-icsi- MCDATA_
ref=urn:urn-7:3gpp- SDS
service.ims.icsi.mcdata.
sds"
"+g.3gpp.-icsi- MCDATA_
ref=urn:urn-7:3gpp- FD
service.ims.icsi.mcdata.
fd"
reg-param "require”
explicit-param "explicit"
ac-value[2] ACCEPT-
CONTACT
-WITH-
MEDIA-
FEATURE-
TAG
feature-param "+g9.3gpp.mcptt” MCPTT
"+9.3gpp-mcvideo" MCVIDEO
"+9.3gpp.mcdata” MCDATA
reg-param "require"
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7a, A.2.2.4.7a

described in Table
5.5.3.2.2-3

clause D.1.2

Information Element Value/remark Comment Reference Condition
explicit-param "explicit"
ac-value[2] MCDATA_
SDS,
MCDATA _
FD
feature-param "+g.3gpp.mcdata.sds” MCDATA_
SDS
"+g.3gpp.mcdata.fd" MCDATA_
FD
reg-param "require"
explicit-param "explicit"
P-Asserted-ldentity RFC 3325 [32] | MCDATA_
SDS,
MCDATA _
FD
name-addr pX_MCX_SIP_PublicUs | The public user identity
erld_B of the originating
MCData user
P-Asserted-ldentity RFC 3325 [32] | LOCATIO
N_CONFI
G
name-addr tsc_MCPTT_PublicServ | URI of the participating MCPTT
iceld_PF_A MCPTT function which
configures the location
reporting at the UE
tsc_MCVideo_PublicSe | URI of the participating MCVIDEO
rviceld_ PF_A MCVideo function
which configures the
location reporting at the
UE
tsc_MCData_PublicSer | URI of the participating MCDATA
viceld_PF_A MCData function which
configures the location
reporting at the UE
Content-Type RFC 5621 [58]
media-type "multipart/mixed"
Content-Length RFC 3261 [22]
value length of message-
body
Message-body RFC 3261 [22]
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-headers
MIME-Content-Type "application/vnd.3gpp. MCPTT
mcptt-info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA
mcdata-info+xml"
Content-ID Unique id in format of a | Unique URL identifying | TS 24.379 [9]
Message-ID assigned the clause 6.6.3.1
by the SS MCPTT/MCVideo/MCD
ata Info XML MIME
body; used as
reference in the
signature MIME body
MIME-part-body MCPTT-Info as TS 24.379 [9] MCPTT
described in Table clause F.1
5.5.3.2.2-1
MCVideo-Info as TS 24.281 [86] | MCVIDEO
described in Table clause F.1
5.5.3.2.2-2
MCData-Info as TS 24.282 [87] | MCDATA
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7a, A.2.2.4.7a

Information Element Value/remark Comment Reference Condition
MIME body part Affiliation-Command AFFILIATI
ON
MIME-part-headers
MIME-Content-Type "application/vnd.3gpp. MCPTT
mcptt-affiliation-
command+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-affiliation-
command+xml"
"vnd.3gpp.mcdata- MCDATA
affiliation-
command+xml"
Content-ID Unique id in format of a | Unique URL identifying | TS 24.379 [9]
Message-ID assigned the affiliation-command | clause 6.6.3.1
by the SS XML MIME body; used
as reference in the
signature MIME body
MIME-part-body MCPTT-Affiliation- TS 24.379 [9] MCPTT
Command as described clause F.4
in Table 5.5.3.7-1
MCVideo-Affiliation- TS 24.281 [86] | MCVIDEO
Command as described clause F.4
in Table 5.5.3.7-2
MCData-Affiliation- TS 24.282 [87] | MCDATA
Command as described clause D.3
in Table 5.5.3.7-3
MIME body part Resource lists RFC 5366 [35] | RESOURC
E_LISTS
MIME-part-headers
MIME-Content-Type "application/resource-
lists+xml"
Content-ID Unique id in format of a | Unique URL identifying | TS 24.379 [9]
Message-ID assigned the Resource-lists XML | clause 6.6.3.1
by the SS MIME body; used as
reference in the
signature MIME body
MIME-part-body Resource-lists as MCPTT
described in Table
5.5.3.3.2-1
Resource-lists as MCVIDEO
described in Table
5.5.3.3.2-2
Resource-lists as MCDATA
described in Table
5.5.3.3.2-3
MIME body part Location info LOCATIO
N-INFO,
LOCATIO
N_CONFI
G
MIME-part-headers
MIME-Content-Type "application/vnd.3gpp. MCPTT
mcptt-location-
info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-location-
info+xml"
"application/vnd.3gpp. MCDATA

mcdata-location-
info+xml"

Content-ID

Unique id in format of a
Message-ID assigned
by the SS

Unique URL identifying
the Location-info XML
MIME body; used as
reference in the
signature MIME body

TS 24.379 [9]
clause 6.6.3.1
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Derivation Path: TS 24.229 [16], clause A.2.1.4.7a, A.2.2.4.7a

Information Element Value/remark Comment Reference Condition
MIME-part-body Location-info as TS 24.379 [9] MCPTT
described in Table clause F.3
5.5.34.2-1
Location-info as TS 24.281 [86] | MCVIDEO
described in Table clause F.3
5.5.3.4.2-2
Location-info as TS 24.282 [87] | MCDATA
described in Table clause D.3
5.5.3.4.2-3
MIME body part MIKEY message MIKEY
MIME-part-headers
Content-Type "application/mikey"
MIME-part-body As described in Table MIKEY message, TS 33.180 [30]
5.5.9.1-2 containing the PSK TS 24.282 [87]
MIME body part MCData Data MCDATA_
signalling message SIGNALLI
NG
MIME-part-headers
Content-Type "application/vnd.3gpp.
mcdata-signalling”
MIME-part-body SIGNALLING TS 24.282 [87]
PAYLOAD as
described in Table
5.5.3.8.2-1
MIME body part MCData Data MCDATA _
message PAYLOAD
MIME-part-headers
Content-Type application/vnd.3gpp.m
cdata-payload
MIME-part-body DATA_PAYLOAD as TS 24.282 [87]
described in Table
5.5.3.9.1-2
MIME body part Signature
MIME-part-headers
Content-Type "application/vnd.3gpp. TS 24.379 [9]
mcptt-signed+xml"
MIME-part-body Signatures for XML TS 24.379 [9]
MIME bodies as
described in Table
5.5.13.1-2
Condition Explanation
RESOURCE_LISTS Message-body contains Resource lists
LOCATION_CONFIG Message-body contains location reporting configuration according to
TS 24.379 [2] clause 13.2.2
MIKEY Message-body contains MIKEY message (e.g. for MCData 1-to-1
communication)
MCDATA SIGNALLING Message-body contains MCData Data signalling message
MCDATA_PAYLOAD Message-body contains MCData Data message (DATA PAYLOAD)
MCDATA_SDS SDS message or SDS disposition notification
MCDATA_FD FD message or FD disposition notification
ACCEPT-CONTACT-WITH-MEDIA- Accept-Contact header field contains media feature tag
FEATURE-TAG ("+g.3gpp.mcptt", "+g.3gpp.mcvideo" or "+g.3gpp.mcdata”)

For further conditions see table 5.5.1-1
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5.5.2.8 SIP NOTIFY
This message is sent by the SS.

Table 5.5.2.8-1: SIP NOTIFY
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Derivation Path: TS 24.229 [16] clause A.2.1.4.8, A2.2.4.8

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
Method "NOTIFY"
Request-URI same URI as the UE
has provided earlier in
the Contact header of
the SUBSCRIBE
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
sent-protocol[1] "SIP/2.0/TCP"
sent-by[1]
host P-CSCF address of the | P-CSCF address as
SS assigned to the UE via
NAS signalling or P-
CSCF discovery
port protected server port of
the SS
via-branch[1] Value assigned by the
SS starting with
'z9hG4bK'
sent-protocol[2] "SIP/2.0/UDP"
sent-by[2]
host “scscf.3gpp.org”
port not present
via-branch[2] Value assigned by the
SS starting with
'z9hG4bK'
sent-protocol[3] "SIP/2.0/UDP"
sent-by[3]
host host name of the MC
server
tsc_MCX_CMS_Hostna CONFIG
me
tsc_MCX_GMS_Hostn GROUPC
ame ONFIG
port not present
via-branch[3] Value assigned by the
SS starting with
'z9hG4bK'
From RFC 3261 [22]
addr-spec same URI as received Remote URI of the
in the To header of the | dialog (from the UE's
SUBSCRIBE message | point of view)
tag same tag as in the To- Remote tag of the
header of the response | dialog (from the UE's
which has established point of view)
the dialog
To RFC 3261 [22]
addr-spec same URI as received Local URI of the dialog
in the From header of (from the UE's point of
the SUBSCRIBE view)
message
tag same value as received | Local tag of the dialog
in From tag of the (from the UE's point of
SUBSCRIBE message | view)
Call-ID RFC 3261 [22]
callid same as value received
in SUBSCRIBE
message
Cseq RFC 3261 [22]
value value of CSeq sent by
the SS within its
previous request in the
same dialog but
increased by one
method "NOTIFY"
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Derivation Path: TS 24.229 [16] clause A.2.1.4.8, A2.2.4.8

Information Element Value/remark Comment Reference Condition
Contact RFC 3261 [22]
addr-spec
user-info and host Same URI as used as
Contact-URI in the 200
(OK) for the
SUBSCRIBE message
port not present
Event RFC 6665 [39]
RFC 3842 [61]
event-type "presence” PRESENC
E-EVENT
"xcap-diff" CONFIG.
GROUPC
ONFIG
"poc-settings” POC-
SETTINGS
-EVENT
Max-Forwards RFC 3261 [22]
value "67" The recommended
initial value is 70 in
RFC 3261.
Assuming 3 hops as
according to the Via
header this results in a
value of 67 in the
message sent to the
UE
Subscription-State RFC 6665 [39]
substate-value "active"
expires "7200"
Content-Type RFC 3261 [22]
RFC 3842 [61]
media-type “multipart/mixed"
Content-Length RFC 3261 [22]
value length of message-
body
Message-body RFC 3261 [22]
MIME body part PIDF PRESENC
E-EVENT
MIME-part-headers
Content-Type "application/pidf+xml"
Content-ID Unique id in format of a | Unique URL identifying | TS 24.379 [9]
Message-1D the PIDF XML clause 6.6.
assigned by the SS MIME body; used 3.1
as reference in the
sighature MIME
body
MIME-part-body PIDF as described in TS 24.379 [9] MCPTT
Table 5.5.3.5.2-1 clause 9.3.1
PIDF as described in TS 24.281 [86] | MCVIDEO
Table 5.5.3.5.2-2 clause 8.3.1
PIDF as described in TS 24.282 [87] | MCDATA
Table 5.5.3.5.2-3 clause 8.4.1
MIME body part xcap-diff CONFIG,
GROUPC
ONFIG

MIME-part-headers

Content-Type

"application/xcap-
diff+xml"

Content-ID

Unique id in format of a
Message-ID assigned
by the SS

Unique URL identifying
the xcap-diff XML
MIME body; used as
reference in the
signature MIME body

TS 24.379 [9]
clause 6.6.3.1
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Derivation Path: TS 24.229 [16] clause A.2.1.4.8, A2.2.4.8

Information Element Value/remark Comment Reference Condition
MIME-part-body xcap-diff document as CONFIG
described in Table
5.5.3.12-1
xcap-diff document as GROUPC
described in Table ONFIG
5.5.3.12-2
MIME body part PoC-Settings POC-
SETTINGS
-EVENT
MIME-part-headers
Content-Type "application/poc- RFC 4354
settings+xml" [103]

Content-ID

Unique id in format of a
Message-ID assigned
by the SS

Unique URL identifying
the PoC-Settings XML
MIME body; used as
reference in the
signature MIME body

TS 24.379 [9]
clause 6.6.3.1

MIME-part-body

PoC-Settings document
as described in Table
5.5.3.11.2-1

MIME body part

Signature

MIME-part-headers

Content-Type

"application/vnd.3gpp.
mcptt-signed+xml"

TS 24.379 [9]

MIME-part-body

Signatures for XML
MIME bodies as
described in Table
5.5.13.1-2

TS 24.379 [9]

5.5.2.9

SIP OPTIONS

Editor’ s note: It shall be specified who is sending the message.
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Table 5.5.2.9-1: SIP OPTIONS
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Derivation Path: TS 24.229 [16] clause A.2.1.4.9, A2.2.4.9

Information Element Value/remark Comment Reference Condition
Request-Line
Method "OPTIONS"
Request-Disposition px_MCPTT_Client_A_l
D
px_MCVideo_Client_A MCVIDEO
ID
px_MCData_Client_A_| MCDATA
D
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP"
sent-by any allowed value IP address or FQDN
and protected server
port of the UE
via-branch any allowed value Value starting with
'z9hG4bK'
From RFC 3261 [22]
addr-spec px_MCPTT_Client_A_lI
D
px_MCVideo_Client_A MCVIDEO
ID
px_MCData_Client_A_| MCDATA
D
tag "1
To RFC 3261 [22]
RFC 5031 [54]
addr-spec tsc_ MCPTT_PublicSer
viceld A
tsc_MCVideo_PublicSe MCVIDEO
rviceld_A
tsc_MCData_PublicSer MCDATA
viceld_A
Call-ID RFC 3261 [22]
Callid same value as in the
INVITE
CSeq RFC 3261 [22]
value value of CSeq sent by
the SS within its
previous request in the
same dialog but
increased by one
Method "INFO"
Contact RFC 3261 [22
RFC 3840 [33]
addr-spec SIP URI
user-info and host IP address or FQDN
(px_MCPTT_Client_A_|
D)
IP address or FQDN MCVIDEO
(px_MCVideo_Client_A
_ID)
IP address or FQDN MCDATA
(px_MCData_Client_A_
ID)
feature-param "+g.3gpp.meptt” This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Push To Talk
(MCPTT)
communication.
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"+g.3gpp.mcvideo"

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Video
(MCVideo)
communication.

MCVIDEO

"+g.3gpp.mcdata.sds”

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Data (MCData)
communication.

MCDATA

feature-param

"+9.3gpp.icsi-
ref=urn:urn-7:3gpp-
service.ims.icsi.mcptt"

This URN indicates that
the device has the
capabilities to support
the mission critical
push to talk (MCPTT)
service.

"+g.3gpp.icsi-
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o

This URN indicates that
the device has the
capabilities to support
the mission critical
video (MCVideo)
service.

MCVIDEO

"+g.3gpp.icsi-
ref=urn:urn-7:3gpp-

service.ims.icsi.mcdata.

sds"

This URN indicates that
the device has the
capabilities to support
the mission critical data
(MCData) service.

MCDATA

feature-param

"audio"

This feature tag
indicates that the
device supports audio
as a streaming media

type.

MCPTT
OR
MCVIDEO

feature-param

"video"

This feature tag
indicates that the
device supports video
as a streaming media

type.

MCVIDEO

feature-param

“text"

This feature tag
indicates that the
device supports text as
a streaming media

type.

MCDATA

Accept

media-range

"application/sdp"

Max-Forwards

RFC 3261 [22]

value

any allowed value

Non-zero value

Content-Length

RFC 3261 [22]

value

"0

No message body
included - end of SIP
message

Editor’s note: Table 5.5.2.9-1 needs to be reviewed

ETSI




3GPP TS 36.579-1 version 16.4.0 Release 16 174 ETSI TS 136 579-1 V16.4.0 (2024-05)

5.5.2.10 SIP PRACK

5.5.2.10.1 SIP PRACK from the UE

Table 5.5.2.10.1-1: SIP PRACK from the UE
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Derivation Path: TS 24.229 [16] clause A.2.1.4.10, A2.2.4.10

Information Element Value/remark Comment Reference Condition
Status-Line RFC 3261 [22]
Method "PRACK"
Request-URI same URI as the SS
has sent earlier in the
Contact header of a
response within the
same dialog
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
sent-protocol "SIP/2.0/UDP" UDP
"SIP/2.0/TCP" TCP
sent-by same value as in
INVITE message
via-branch Value starting with
'z9hG4bK'
Route RFC 3261 [22]

route-param list

URIs of the Record-
Route header sent to
the UE in the response
which has established
the dialog, in reverse
order

From RFC 3261 [22]
addr-spec same value as in the Local URI of the dialog
INVITE message (from the UE's point of
view)
tag same value as in the Local tag of the dialog
INVITE ID (from the UE's point
of view)
To RFC 3261 [22]
addr-spec same value as in the Remote URI of the
INVITE dialog (from the UE's
point of view)
tag same tag as in the To- Remote tag of the
header of the response | dialog ID (from the UE's
which has established point of view)
the dialog
Call-ID RFC 3261 [22]
callid same value as in
INVITE message
CSeq RFC 3261 [22]
value value of CSeq sent by
the endpoint within its
previous request in the
same dialog but
increased by one
method "PRACK"
Max-Forwards RFC 3261 [22]
value any allowed value Non-zero value
RAck RFC 3261 [22]

response-num

same value as in RSeq
header of the reliable
response

cseg-num same value as in CSeq
of reliable response
method same value as in CSeq

of reliable response

P-Access-Network-Info

RFC 7315 [52]

access-net-spec

Access network
technology and, if
applicable, the cell ID

Content-Length

if present

RFC 3261 [22]

value

0"

No message body
included
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Table 5.5.2.10.2-1: SIP PRACK from the SS

Derivation Path: TS 24.229 [16] clause A.2.1.4.10, A2.2.4.10
Information Element Value/remark Comment Reference Condition
Status-Line RFC 3261 [22]
Method "PRACK"
Request-URI same URI as the UE Contact URI of the UE
has sent earlier in the ("callee™)
Contact header of a
response within the
same dialog
SIP-Version "SIP/2.0"
Via same as in the INVITE see Table 5.5.2.5.2-1 RFC 3261 [22]
but with updated via-
branches
From RFC 3261 [22]
addr-spec same URI as in the remote URI of the
From-header of the dialog (from the UE's
INVITE point of view)
tag same tag as in the remote tag of the dialog
From-header of the (from the UE's point of
INVITE view)
To RFC 3261 [22]
addr-spec same URI as in the To- | local URI of the dialog
header of the INVITE (from the UE's point of
view)
tag same tag as in the To- local tag of the dialog
header of the response | (from the UE's point of
which has established view)
the dialog
Call-ID RFC 3261 [22]
callid Same value as in Call-Id of the dialog
INVITE
CSeq RFC 3261 [22]
value value of CSeq sent by
the endpoint within its
previous request in the
same dialog but
increased by one
method "PRACK"
Max-Forwards RFC 3261 [22]
value "68" The recommended
initial value is 70 in
RFC 3261.
Assuming 2 hops as
according to the Via
header this results in a
value of 68 in the
message sent to the
UE
RAck RFC 3261 [22]
response-num same value as in RSeq
header of the reliable
response
cseg-num same value as in CSeq
of reliable response
method same value as in CSeq
of reliable response
Content-Length RFC 3261 [22]
value "o" No message body
included
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5.5.2.11 SIP PUBLISH

This message is sent by the UE.

Table 5.5.2.11-1: SIP PUBLISH
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Derivation Path: TS 24.229 [16] clause A.2.1.4.10A, A.2.2.4.10A

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "PUBLISH"
Request-URI tsc_MCPTT_PublicSer | The public service MCPTT
viceld_A identity identifying the
originating participating
MCPTT function
serving the MCPTT
user
tsc_MCVideo_PublicSe | The public service MCVIDEO
rviceld_A identity identifying the
originating participating
MCVideo function
serving the MCVideo
user
tsc_MCData_PublicSer | The public service MCDATA
viceld_A identity identifying the
originating participating
MCData function
serving the MCData
user
SIP-Version "SIP/2.0"
Route RFC 3261 [22]
addr-spec[1] SIP URI
user-info and host P-CSCF address of the | P-CSCF address as
SS assigned to the UE via
NAS signalling or P-
CSCF discovery
port protected server port of | as assigned during
the SS registration
uri-parameters “Ir"
addr-spec[2] SIP URI
user-info and host "scscf.3gpp.org”
port not present
uri-parameters “Ir"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP" UDP
"SIP/2.0/TCP" TCP

sent-by

user-info and host

IP address or FQDN

Either the UE’s IP
address or its home
domain name

port protected server port of | as assigned during
the UE registration
via-branch Value starting with
'z9hG4bK'
From RFC 3261 [22]
addr-spec

user-info and host

Default public user id
(px_MCX_SIP_PublicU
serld_A_1)

port not present
tag any value
To RFC 3261 [22]
RFC 5031 [54]
addr-spec

user-info and host

same URI as used as
Request URI

port not present
tag not present
Expires RFC 3261 [22]

RFC 3903 [43]

delta-seconds

"4294967295"
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Derivation Path: TS 24.229 [16] clause A.2.1.4.10A, A.2.2.4.10A

Information Element Value/remark Comment Reference Condition
Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree"
Proxy-Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree"
Security-Verify RFC 3329 [53]
sec-mechanism same value as Security
-Server header sent by
SS during registration
Cseq RFC 3261 [22]
value any allowed value
method "PUBLISH"
Call-ID RFC 3261 [22]
callid any allowed value
Max-Forwards RFC 3261 [22]
value any allowed value
P-Access-Network-Info RFC 7315 [52]
RFC 7913 [51]
access-net-spec Access network
technology and, if
applicable, the cell ID
Event RFC 3903 [43]
event-type "presence” PRESENC
E-EVENT
"poc-settings” POC-
SETTINGS
-EVENT
P-Preferred-Service RFC 6050 [31]
Service-ID "urn:urn-7:3gpp- TS 24.379 [9] MCPTT
service.ims.icsi.mcptt" clause 7.2.1A
"urn:urn-7:3gpp- TS 24.281 [86] | MCVIDEO
service.ims.icsi.mcvide clause 7.2.1A
o"
"urn:urn-7:3gpp- TS 24.282 [87] | MCDATA
service.ims.icsi.mcdata clause 7.2.1A
Accept RFC 3261 [22] | PRESENC
E-EVENT
media-range "application/pidf+xml"
port not present
Content-Type RFC 5621 [58]
media-type "multipart/mixed"
Content-Length present in case of TCP RFC 3261 [22]
and when there is a
message body
(otherwise
optional)length of
message-body
value any value
Message-body RFC 3261 [22]
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-headers
Content-Type "application/vnd.3gpp. MCPTT
mcptt-info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA

mcdata-info+xml"
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Derivation Path: TS 24.229 [16] clause A.2.1.4.10A, A.2.2.4.10A

Information Element Value/remark Comment Reference Condition
Content-ID any value Unigue URL identifying | TS 24.379 [9]
the clause 6.6.3.1
MCPTT/MCVideo/MCD
ata Info XML MIME
body; used as
reference in the
signature MIME body
MIME-part-body MCPTT-Info as TS 24.379 [9] MCPTT
described in Table clause F.1
5.5.3.2.1-1
MCVideo-Info as TS 24.281 [86] | MCVIDEO
described in Table clause F.1
5.5.3.2.1-2
MCData-Info as TS 24.282 [87] | MCDATA
described in Table clause D.1
5.5.3.2.1-3
MIME body part PIDF PRESENC
E-EVENT
MIME-part-headers
Content-Type "application/pidf+xml"
MIME-part-body PIDF as described in TS 24.379 [9] MCPTT
Table 5.5.3.5.1-1 clause 9.3.1
PIDF as described in TS 24.281 [86] | MCVIDEO
Table 5.5.3.5.1-2 clause 8.3.1
PIDF as described in TS 24.282 [87] | MCDATA
Table 5.5.3.5.1-3 clause 8.3.1
MIME body part MIKEY SERVICE_
AUTH
MIME-part-headers
Content-Type "application/mikey" RFC 3830 [24]
MIME-part-body MIKEY message as MIKEY message, TS 33.180 [94]
described in Table containing the CSK
5.5.9.1-1
MIME body part PoC-Settings POC-
SETTINGS
-EVENT

MIME-part-headers

Content-Type

"application/poc-
settings+xml"

RFC
4354 [103]

Content-ID

any value

Unigue URL identifying
the PoC-settings XML
MIME body; used as
reference in the
signature MIME body

MIME-part-body

PoC Settings as
described in Table
5.5.3.11.1-1

TS 24.379 [9]

MIME body part

Sighature

MIME-part-headers

Content-Type

"application/vnd.3gpp.
mcptt-signed+xml"

TS 24.379 [9]

MIME-part-body

Signatures for XML
MIME bodies as
described in Table
5.5.13.1-1

TS 24.379 [9]
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5.5.2.12 SIP REFER

This message is sent by the UE outside of a dialog.

Table 5.5.2.12-1: SIP REFER
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Derivation Path: TS 24.229 [16] clause A.2.1.4.11, A.2.2.4.11

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "REFER"
Request-URI tsc_MCX_SessionID_B | session identity of the
pre-established session
SIP-Version "SIP/2.0"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP" UDP
"SIP/2.0/TCP" TCP
sent-by
host IP address or FQDN Either the UE’s IP
address or its home
domain name
port protected server port of
the UE
via-branch Value starting with
'z9hG4bK'
Route RFC 3261 [22]
addr-spec[1] SIP URI

user-info and host

P-CSCF address of the
SS

P-CSCF address as
assigned to the UE via
NAS signalling or P-
CSCF discovery

port

protected server port of
the SS

as assigned during
registration

uri-parameters

"|I’"

addr-spec[2] SIP URI
user-info and host "scscf.3gpp.org”
port not present
uri-parameters “Ir"
From RFC 3261 [22]
addr-spec

user-info and host

Default public user id
(px_MCX_SIP_PublicU
serld_A_1)

port not present
tag any allowed value
To RFC 3261 [22]
RFC 5031 [54]
addr-spec

user-info and host

Same URI as used in
the INVITE creating the
pre-established session

port not present
tag not present
Call-ID RFC 3261 [22]
callid any allowed value
CSeq RFC 3261 [22]
value any allowed value
method "REFER"
Supported RFC 3261 [22]
RFC 6442 [62]
RFC 4488 [36]
option-tag "norefersub”
Refer-Sub RFC 4488 [36]
refer-sub-value "false”

Target-Dialog

RFC 4538 [37]

callid

Callid of the pre-
established session

Callid as used by the
UE in the INVITE for
establishment of the
pre-established session
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Derivation Path: TS 24.229 [16] clause A.2.1.4.11, A.2.2.4.11

Information Element

Value/remark

Comment

Reference

Condition

Require

RFC 3261 [22]
RFC 3312 [56]
RFC 3329 [53]

option-tag

"sec-agree"

option-tag

"multiple-refer”

Proxy-Require

RFC 3261 [22]
RFC 3329 [53]

option-tag

"sec-agree"

Security-Verify

RFC 3329 [53]

sec-mechanism

same value as Security
-Server header sent by
SS during registration

Contact

RFC 3261 [22
RFC 3840 [33]

addr-spec

SIP URI

user-info and host

IP address or FQDN

feature-param

"+g.3gpp.mcptt”

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Push To Talk
(MCPTT)
communication.

MCPTT

"+g.3gpp.mcvideo"

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Video
(MCVideo)
communication.

MCVIDEO

"+g.3gpp.mcdata.sds”

This media feature tag
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Data (MCData)
communication.

MCDATA

feature-param

"+g.3gpp.icsi-
ref=urn;urn-7:3gpp-
service.ims.icsi.mcptt"

This URN indicates that
the device has the
capabilities to support
the mission critical
push to talk (MCPTT)
service.

MCPTT

"+9.3gpp.icsi-
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o

This URN indicates that
the device has the
capabilities to support
the mission critical
video (MCVideo)
service.

MCVIDEO

"+g.3gpp.icsi-
ref=urn:urn-7:3gpp-

service.ims.icsi.mcdata.

sds"

This URN indicates that
the device has the
capabilities to support
the mission critical data
(MCData) service.

MCDATA
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Derivation Path: TS 24.229 [16] clause A.2.1.4.11, A.2.2.4.11

Information Element Value/remark Comment Reference Condition
feature-param "audio" This feature tag MCPTT
indicates that the OR
device supports audio MCVIDEO
as a streaming media
type.
feature-param "video" This feature tag MCVIDEO
indicates that the
device supports video
as a streaming media
type.
feature-param "text" This feature tag MCDATA
indicates that the
device supports text as
a streaming media
type.
Refer-To RFC 3515 [38]
addr-spec a Content-ID ("cid")
Uniform Resource
Locator (URL) as
specified in IETF RFC
2392 that points to an
application/resource-
lists+xml MIME body as
specified in IETF RFC
5366
Refer-To RFC 3515 [38] | METHOD-
BYE
addr-spec
user-info and host tsc_MCX_SessionID_B | The session identity of
the pre-established
session to leave.
uri-parameters
id[1] method
value[1] "BYE"
Max-Forwards RFC 3261 [22]
value any allowed value Non-zero value
P-Access-Network-Info RFC 7315 [52]
access-net-specs Access network
technology and, if
applicable, the cell ID
P-Preferred-Service RFC 6050 [31]
Service-ID "urn:urn-7:3gpp- MCPTT
service.ims.icsi.mcptt"
"urn:urn-7:3gpp- MCVIDEO
service.ims.icsi.mcvide
o"
"urn:urn-7:3gpp- MCDATA
service.ims.icsi.mcdata.
sds"
P-Preferred-ldentity If present RFC 3325 [32]
PPreferredID-value same URI as in From-
header
Resource-Priority RFC 4412 [40] | EMERGEN
RFC 7134 [57] | CY-CALL
RFC 8101 [45] | AND
TS 24.379 [9] (GROUP-
clause CALL OR
6.2.8.1.15 PRIVATE-
CALL)
r-value
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Derivation Path: TS 24.229 [16] clause A.2.1.4.11, A.2.2.4.11

Information Element

Value/remark

Comment

Reference

Condition

namespace

value of the <resource-
priority-namespace>
element contained in
the <emergency-
resource-priority>
element contained in
the <OnNetwork>
element of the MCX
service configuration
documents

As configured in Table
5.5.8.4-1 for MCPTT
and in Table 5.5.8.8-1
for MCVIdeo

TS 24.484 [14]

r-priority

value of the <resource-
priority-priority>
element contained in
the <emergency-
resource-priority>
element contained in
the <OnNetwork>
element of the MCX
service configuration
document

As configured in Table
5.5.8.4-1 for MCPTT
and in Table 5.5.8.8-1
for MCVIdeo

TS 24.484 [14]

Resource-Priority

RFC 4412 [40]
RFC 7134 [57]
RFC 8101 [45]
TS 24.379 [9]
clause
6.2.8.1.15

IMMPERIL
-CALL
AND
(GROUP-
CALL OR
PRIVATE-
CALL)

r-value

namespace

value of the <resource-
priority-namespace>
element contained in
the <imminent-peril-
resource-priority>
element contained in
the <OnNetwork>
element of the MCX
service configuration
documents

As configured in Table
5.5.8.4-1 for MCPTT
and in Table 5.5.8.8-1
for MCVIdeo

TS 24.484 [14]

r-priority

value of the <resource-
priority-priority>
element contained in
the <imminent-peril-
resource-priority>
element contained in
the <OnNetwork>
element of the MCX
service configuration
document

As configured in Table
5.5.8.4-1 for MCPTT
and in Table 5.5.8.8-1
for MCVIdeo

TS 24.484 [14]

Content-Type

not present

METHOD-
BYE

Content-Type

RFC 5621 [58]

media-type

"multipart/mixed"

Content-Length

present in case of TCP
and when there is a
message body
(otherwise optional)

RFC 3261 [22]

Value

any value

length of message-
body

Message-body

not present

METHOD-
BYE

Message-body

RFC 3261 [22]

MIME body part

Resource list

RFC 5366 [35]

MIME-part-headers

Content-Type

"application/resource-
lists+xml"
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Derivation Path: TS 24.229 [16] clause A.2.1.4.11, A.2.2.4.11

Information Element

Value/remark

Comment

Reference

Condition

Content-ID

same value as the cid
URL in the Refer-To
header field

Unique URL identifying
the Resource-lists XML
MIME body; used as
reference in the
signature MIME body
too

TS 24.379 [9]
clause 6.6.3.1

MIME-part-body

Resource-lists as
described in Table
5.5.3.3.1-1 with
condition PRE-

ESTABLISH and the uri

attribute of the single
<entry> element
extended with the
headers of Table
5.5.2.12-2

MCPTT

Resource-lists as
described in Table
5.5.3.3.1-2

MCVIDEO

Resource-lists as
described in Table
5.5.3.3.1-3

MCDATA

MIME body part

Location info

LOCATIO
N-INFO

MIME-part-headers

Content-Type

"application/vnd.3gpp.

mcptt-location-
info+xml"

MCPTT

"application/vnd.3gpp.

mcvideo-location-
info+xml"

MCVIDEO

Content-ID

any value

Unigue URL identifying
the Location-info XML
MIME body; used as
reference in the
signature MIME body

TS 24.379 [9]
clause 6.6.3.1

MIME-part-body

Location-info as
described in Table
5.5.3.4.1-1

TS 24.379 [9]
clause F.3

MCPTT

Location-info as
described in Table
5.5.3.4.1-2

TS 24.281 [86]
clause F.3

MCVIDEO

MIME body part

Signature

MIME-part-headers

Content-Type

"application/vnd.3gpp.

mcptt-signed+xml"

TS 24.379 [9]

MIME-part-body

Signatures for XML
MIME bodies as
described in Table
5.5.13.1-1

TS 24.379 [9]

Table 5.5.2.12-2: SIP header fields extending the uri attribute of the resource-lists’ single entry
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Derivation Path: TS 24.379 [9] clause 10.1.1.2.2.1, 10.1.2.2.2.1,11.1.1.2.2.1,11.1.6.2.2.1
Editor's note: references for MCVIDEO and MCDATA to be added

Information Value/remark Comment Reference Condition
Element
Accept-Contact RFC 3841 [29] | GROUP-CALL
OR CHAT-
GROUP-CALL
ac-value[1]
feature-param | "+g.3gpp.icsi-ref=urn:urn- MCPTT
7:3gpp-service.ims.icsi.mcptt”
"+g.3gpp.icsi-ref=urn:urn- MCVIDEO
7:3gpp-
service.ims.icsi.mcvideo"
"+g.3gpp.icsi-ref=urn:urn- MCDATA
7:3gpp-
service.ims.icsi.mcdata.sds"
reg-param "require"
explicit-param | "explicit"
ac-value[2]
feature-param | "+g.3gpp.mcptt" MCPTT
"+9.3gpp.-mcvideo" MCVIDEO
"+g.3gpp.mcdata.sds" MCDATA
reg-param "require"
explicit-param | "explicit"

Answer-Mode

not present

Answer-Mode RFC 5373 [34] | PRIVATE-CALL
TS 24.379[9] | AND (NOT
cl. FORCE)
11.1.1.2.2.1, 8)
answer-mode- | "Auto"
value
answer-mode- | "Manual" MANUAL

value

Priv-Answer-
Mode

not present

Priv-Answer- RFC 5373 [34] | PRIVATE-CALL
Mode TS 24.379[9] | AND FORCE
clause
11.1.1.2.2.1, 8)
and clause
11.1.6.2.2.1, 8)
answer-mode- | "Auto” if force of automatic
value commencement mode at
the invited MCPTT client is
requested by the MCPTT
user,
Content-Type RFC 5621 [58]
media-type "multipart/mixed"
body NOTE: Characters that are | RFC 3261 [22]
not formatted as ASCII
characters are escaped in
the following parameters in
the headers portion of the
SIP URL.
MIME body MCPTT/MCVideo/MCData
part Info
MIME-part-
headers
Content- "application/vnd.3gpp.mcptt-
Type info+xml" MCPTT
"application/vnd.3gpp.mcvideo MCVIDEO
-info+xml"
"application/vnd.3gpp.mcdata- MCDATA

info+xml"
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Derivation Path: TS 24.379 [9] clause 10.1.1.2.2.1, 10.1.2.2.2.1,11.1.1.2.2.1,11.1.6.2.2.1
Editor's note: references for MCVIDEO and MCDATA to be added

Information Value/remark Comment Reference Condition
Element
Content-ID any value Unique URL identifying the | TS 24.379 [9]
MCPTT/MCVideo/MCData | clause 6.6.3.1
Info XML MIME body;
used as reference in the
signature MIME body
MIME-part- MCPTT-Info as described in TS 24.379 [9] MCPTT
body Table 5.5.3.2.1-1 clause F.1
MCVideo-Info as described in TS 24.281 [86] | MCVIDEO
Table 5.5.3.2.1-2 clause F.1
MCData-Info as described in TS 24.282 [87] | MCDATA
Table 5.5.3.2.1-3 clause D.1
MIME body Location info (MCPTT OR
part MCVIDEO) AND
ALLOW-
LOCATION-
INFO
MIME-part-
headers
Content- “application/vnd.3gpp.mcptt- MCPTT
Type location-info+xml”
“application/vnd.3gpp.mcvideo- MCVIDEO
location-info+xml”
Content-ID any value Unigue URL identifying the | TS 24.379 [9]
Location-info XML MIME clause 6.6.3.1
body; used as reference in
the signature MIME body
MIME-part- Location-info as described in TS 24.379 [9] MCPTT
body Table 5.5.3.4.1-1 clause F.3
Location-info as described in TS 24.281 [86] | MCVIDEO
Table 5.5.3.4.1-2 clause F.3
MIME body Signature
part
MIME-part-
headers
Content- “application/vnd.3gpp.mcptt- TS 24.379 [9]
Type signed+xml”
MIME-part- Signatures for XML MIME TS 24.379 [9]
body bodies as described in Table
5.5.13.1-1
Condition Explanation
MANUAL Call establishment with manual commencement mode
FORCE force of automatic commencement mode at the invited MCPTT client

is requested by the MCPTT user

ALLOW-LOCATION-INFO

Implicit floor control is requested AND <allow-location-info-when-
talking> element of the <ruleset> element of the MCPTT user profile
document set to “true” in TS 36.579-1 [2] Table 5.5.8.3-1

For further conditions see table 5.5.1-1
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5.5.2.13 SIP REGISTER

This message is sent by the UE.

Table 5.5.2.13-1: SIP REGISTER
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Derivation Path: TS 24.229 [16] clause A.2.1.4.12, A.2.2.4.12

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
Method "REGISTER"
Request-URI SIP URI of the home Depending on the UE
domain name configuration the UE
(px_MCX_SIP_HomeD | may know the home
omain_A) if available at | domain name of the
the UE or derived from | SIP core (e.g. when
the IMSI otherwise there is an ISIM) or the
UE needs to derive it
from the IMSI as
according to
23.003 [69] clause 13.2
(e.g. when there is a
USIM only)
SIP-Version "SIP/2.0"
Route Not present RFC 3261 [22]
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP" UE uses UDP for UDP
registration
"SIP/2.0/TCP UE uses TCP for TCP
registration
sent-by
host IP address or FQDN
port any value if present SIP_REGI
STER_INI
TIAL
any value if present TCP
protected server port of UDP
the UE when using
UDP
via-branch Value starting with
'z9hG4bK'
From RFC 3261 [22]
addr-spec
user-info and host same value as in the
initial REGISTER
Default public user id Depending on the UE SIP_REGI
(px_MCX_SIP_PublicU | configuration the UE STER_INI
serld_A_1) if available may know the default TIAL
at the UE or derived public user id (e.g.
from the IMSI otherwise | when there is an ISIM)
or the UE needs to
derive it from the IMSI
as according to
23.003 [69]
clause 13.4B (e.g.
when there is a USIM
only)
port not present
tag any value
To
addr-spec same value as in From-
header
tag Not present
Contact RFC 3261 [22]
addr-spec SIP URI
user-info and host IP address or FQDN
port any value if present SIP_REGI
STER_INI
TIAL
protected server port of
the UE
feature-param "+g.3gpp.mcptt” MCPTT
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"+g.3gpp.mcvideo" This media feature tag MCVIDEO
when used in a SIP
request or a SIP
response indicates that
the function sending
the SIP message
supports Mission
Critical Video
(MCVideo)
communication.
feature-param g.3gpp.mcdata.sds SDS is supported TS 24.282 [87] | MCDATA
clause 7.2.1 AND
pc_MCDat
a_SDS
feature-param g.3gpp.mcdata.fd FD is supported TS 24.282 [87] | MCDATA
clause 7.2.1 AND
pc_MCDat
a_FD
feature-param "+g.3gpp.icsi- MCPTT
ref=urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+9.3gpp.icsi- This URN indicates that MCVIDEO
ref=urn:urn-7:3gpp- the device has the
service.ims.icsi.mcvide | capabilities to support
o" the mission critical
video (MCVideo)
service.
"+9.3gpp.icsi- This URN indicates that MCDATA
ref=urn:urn-7:3gpp- the device has the
service.ims.icsi.mcdata | capabilities to support
" the mission critical data
(MCData) service.
feature-param "+g.3gpp.icsi- SDS is supported TS 24.282 [87] | MCDATA
ref=urn:urn-7:3gpp- clause 7.2.1 AND
service.ims.icsi.mcdata. pc_MCDat
sds" a_SDbS
feature-param "+9.3gpp.icsi- FD is supported TS 24.282 [87] | MCDATA
ref=urn:urn-7:3gpp- clause 7.2.1 AND
service.ims.icsi.mcdata. pc_MCDat
fd" a_FD
feature-param "audio" MCPTT
OR
MCVIDEO
feature-param "video" This feature tag MCVIDEO
indicates that the
device supports video
as a streaming media
type.
feature-param "text" This feature tag MCDATA

indicates that the
device supports text as
a streaming media

type.

feature-param

“expires=600000" if
present

Expires Present if no expires RFC 3261 [22]
parameter in Contact RFC 3903 [43]
header

value "600000"
Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree"

Proxy-Require RFC 3261 [22]

RFC 3329 [53]
option-tag "sec-agree”

Supported RFC 3261 [22]

RFC 6442 [62]
RFC 4488 [36]
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option-tag "path”
option-tag "timer"
Cseq RFC 3261 [22]
value any allowed value SIP_REGI
STER_INI
TIAL
value sent by the UE in
previous REGISTER
incremented by one
method "REGISTER"
Call-ID RFC 3261 [22]
callid any value
Security-Client RFC 7315 [52]
mechanism-name "ipsec-3gpp"
algorithm "hmac-sha-1-96"
protocol "esp" (if present)
mode "trans"” (if present)
encrypt-algorithm "des-ede3-cbc" or "aes-
chc"
spi-c SPI number of the
inbound SA at the
protected client port
spi-s SPI number of the
inbound SA at the
protected server port
port-c protected client port
port-s protected server port
Security-Verify Not present RFC 3329 [53] | SIP_REGI
STER_INI
TIAL
Security-Verify RFC 3329 [53]
sec-mechanism same value as Security
Server header sent by
SS
Authorization RFC SIP_REGI
2617 [72], STER_INI
RFC 3310[96] | TIAL

username Private user id Depending on the UE
(px_MCX_SIP_Private | configuration the UE
Userld_A) if available may know the private
at the UE or derived public user id (e.g.
from the IMSI otherwise | when there is an ISIM)
or the UE needs to
derive it from the IMSI
as according to
23.003 [69] clause 13.3
(e.g. when there is a
USIM only)
realm same home domain
name as used in
Request-URI
nonce Empty string
digest-uri same SIP-URI as used
as Request-URI
opague any value if present
gop any value if present
cnonce any value if present
nc any value if present
algorithm any value if present
response Empty string

Authorization

RFC
2617 [72],
RFC 3310 [96]

username

same value as for
condition
SIP_REGISTER_INITI
AL
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realm same value as received
in the realm directive in
the WWW Authenticate
header sent by SS
nonce same value as in
WWW-Authenticate
header sent by SS
digest-uri same SIP-URI as used
as Request-URI
opague same value as sent by
the server in “401
Unauthorized for
REGISTER”
qop "auth"
cnonce any value value assigned by UE
affecting the response
calculation
nc nonce-count value counter to indicate how
many times the UE has
sent the same value of
nonce within
successive
REGISTERS, initial
value shall be 1
algorithm “AKAv1-MD5”
response Digest response calculated by the client

according to RFC 2617

Max-Forwards

RFC 3261 [22]

value

any allowed value

Non-zero value

P-Access-Network-Info

RFC 7315 [52]

access-net-specs

Access network
technology and, if
applicable, the cell ID

Content-Type RFC 5621 [58] | SERVICE_
AUTH
media-type "multipart/mixed"
Content-Length present in case of TCP RFC 3261 [22]
and when there is a
message body
(otherwise optional)
value any value length of the message
body
Message-body RFC 3261 [22] | SERVICE_
AUTH
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-headers
Content-Type "application/vnd.3gpp. MCPTT
mcptt-info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA
mcdata-info+xml"
Content-ID any value Unigue URL identifying | TS 24.379 [9]
the clause 6.6.3.1
MCPTT/MCVideo/MCD
ata Info XML MIME
body; used as
reference in the
signature MIME body
MIME-part-body MCPTT-Info as TS 24.379 [9] MCPTT
described in Table clause F.1
5.5.3.2.1-1
MCVideo-Info as TS 24.281 [86] | MCVIDEO

described in Table
5.5.3.2.1-2

clause F.1
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MCData-Info as
described in Table
5.5.3.2.1-3

TS 24.282 [87]
clause D.1

MCDATA

MIME body part

MIKEY

MIME-part-headers

Content-Type

"application/mikey"

RFC 3830 [24]

MIME-part-body

MIKEY message as
described in Table
5.5.9.1-1

MIKEY message,
containing the CSK

TS 33.180 [94]

MIME body part

Signature

MIME-part-headers

Content-Type

"application/vnd.3gpp.
mcptt-signed+xml"

TS 24.379 [9]

MIME-part-body

Signatures for XML
MIME bodies as
described in Table
5.5.13.1-1

TS 24.379 [9]

Condition

Explanation

SIP_REGISTER_INITIAL

Initial unprotected REGISTER

For further conditions see table 5.5.1-1
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5.5.2.14 SIP SUBSCRIBE

This message is sent by the UE.

Table 5.5.2.14-1: SIP SUBSCRIBE
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Derivation Path: TS 24.229 [16] clause A.2.1.4.13, A.2.2.4.13

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "SUBSCRIBE"
Request-URI tsc_MCPTT_PublicSer | The public service MCPTT
viceld_A identity identifying the
originating participating
MCPTT function
serving the MCPTT
user
tsc_MCVideo_PublicSe | The public service MCVIDEO
rviceld_A identity identifying the
originating participating
MCVideo function
serving the MCVideo
user
tsc_MCData_PublicSer | The public service MCDATA
viceld_A identity identifying the
originating participating
MCData function
serving the MCData
user
"sip:" & SIP URI of the CMS's TS 24.484 [14] | CONFIG
tsc_MCX_CMS_Hostna | domain hame: public clause 6.3.13.
me service identity (PSI) 2.2
for performing
subscription proxy
function of the CMS
"sip:" & public service identity TS 24.481 [11] | GROUPC
tsc_MCX_GMSURI (PSI) for performing clause 6.3.13. | ONFIG
subscription proxy 2.1
function of the GMS as
configured in the
<GMS-URI> element of
the initial UE
configuration
same URI as the SS Contact URI of the re_SUBSC
has sent earlier in the recipient of the RIBE
Contact header of a previous 200 OK
message within the
same dialog
SIP-Version "SIP/2.0"
Route RFC 3261 [22]
addr-spec[1] SIP URI
user-info and host P-CSCF address of the | P-CSCF address as
SS assigned to the UE via
NAS signalling or P-
CSCEF discovery
port protected server port of | as assigned during
the SS registration
uri-parameters "Ir"
addr-spec[2] SIP URI
user-info and host "scscf.3gpp.org"
port not present
uri-parameters "Ir"
Route RFC 3261 [22] | re_SUBSC
RIBE
route-param list URIs of the Record-
Route header sent to
the UE in the response
which has established
the dialog, in reverse
order
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP" UDP
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Derivation Path: TS 24.229 [16] clause A.2.1.4.13, A.2.2.4.13

24.484 [14] clause
6.3.13.2.2

Information Element Value/remark Comment Reference Condition
"SIP/2.0/TCP" TCP
sent-by
host IP address or FQDN Either the UE’s IP
address or its home
domain name
port protected server port of | as assigned during
the UE registration
via-branch value starting with
'z9hG4bK'
From RFC 3261 [22]
addr-spec
user-info and host Default public user id
(px_MCX_SIP_PublicU
serld_A_1)
port not present
tag any value
From RFC 3261 [22] | re_SUBSC
RIBE
addr-spec Same URI of the UE as | Local URI of the dialog
used earlier in the (from the UE's point of
dialog view)
tag Same tag of the UE as | Local tag of the dialog
used earlier in the ID (from the UE's point
dialog of view)
To RFC 3261 [22]
RFC 5031 [54]
addr-spec
user-info and host same URI as used as
Request URI
port not present
tag not present
To RFC 3261 [22] | re_SUBSC
RIBE
addr-spec Same URI of the SS as | Remote URI of the
used earlier in the dialog (from the UE's
dialogURI point of view)
tag Same tag of the SS as Remote tag of the
used earlier in the dialog ID (from the UE's
dialog point of view)
Contact RFC 3261 [22]
addr-spec SIP URI
user-info and host IP address or FQDN
port protected server port of | as assigned during
UE registration
feature-param "+g.3gpp.icsi- Mandatory media CONFIG
ref=urn:urn-7:3gpp- feature tag according to OR
service.ims.icsi.mcptt" TS 24.481 [11] clause GROUPC
6.3.13.2.1and TS ONFIG

feature-param

any (further) feature
tags if present

In addition to
mandatory feature tags
(if any) the UE may
provide further feature
tags which are not
checked

Expires RFC 3261 [22]
RFC 3903 [43]
value any value
Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree”
Proxy-Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree"
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Derivation Path: TS 24.229 [16] clause A.2.1.4.13, A.2.2.4.13

service.ims.icsi.mcdata

Information Element Value/remark Comment Reference Condition
Security-Verify RFC 3329 [53]
sec-mechanism same value as Security
-Server header sent by
SS during registration
Cseq RFC 3261 [22]
value any allowed value
value of CSeq sent by re_SUBSC
the endpoint within its RIBE
previous request in the
same dialog but
increased by one
method "SUBSCRIBE"
Call-ID RFC 3261 [22]
callid any allowed value
same value as in re_SUBSC
SUBSCRIBE creating RIBE
the dialog
Max-Forwards RFC 3261 [22]
value any allowed value Non-zero value
P-Access-Network-Info RFC 7315 [52]
RFC 7913 [51]
access-net-spec Access network Access network
technology and, if technology and, if
applicable, the cell ID applicable, the cell ID
Event RFC 6665 [39]
event-type "presence”
"xcap-diff" CONFIG
GROUPC
ONFIG
"poc-settings" POC-
SETTINGS
-EVENT
Accept RFC 3261 [22]
media-range "application/pidf+xml"
"application/xcap- CONFIG,
diff+xml" GROUPC
ONFIG
"application/poc- POC-
settings+xml" SETTINGS
-EVENT
P-Preferred-Service RFC 6050 [31]
Service-ID "urn:urn-7:3gpp- MCPTT
service.ims.icsi.mcptt" OR
CONFIG
OR
GROUPC
ONFIG
"urn:urn-7:3gpp- MCVIDEO
service.ims.icsi.mcvide
o"
"urn:urn-7:3gpp- MCDATA

Content-Type

RFC 5621 [58]

media-type

"multipart/mixed"

Content-Length

present in case of TCP
and when there is a
message body
(otherwise optional)

RFC 3261 [22]

value

any value

length of message-
body

Message-body

RFC 3261 [22]

MIME body part

MCPTT/MCVideo/MCD
ata Info
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Derivation Path: TS 24.229 [16] clause A.2.1.4.13, A.2.2.4.13

Information Element Value/remark Comment Reference Condition
MIME-part-headers
Content-Type "application/vnd.3gpp. MCPTT
mcptt-info+xml" OR
CONFIG
OR
GROUPC
ONFIG
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA
mcdata-info+xml"
Content-ID any value Unigue URL identifying | TS 24.379 [9]
the clause 6.6.3.1
MCPTT/MCVideo/MCD
ata Info XML MIME
body; used as
reference in the
signature MIME body
MIME-part-body MCPTT-Info as TS 24.379 [9] MCPTT
described in Table clause F.1 OR
5.5.3.2.1-1 CONFIG
OR
GROUPC
ONFIG
MCVideo-Info as TS 24.281 [86] | MCVIDEO
described in Table clause F.1
5.5.3.2.1-2
MCData-Info as TS 24.282 [87] | MCDATA
described in Table clause D.1
5.5.3.2.1-3
MIME body part SIMPLE-FILTER PRESENC
E-EVENT
MIME-part-headers
Content-Type "application/simple-
filter+xml"
Content-ID any value Unique URL identifying | TS 24.379 [9]
the SIMPLE-FILTER clause 6.6.3.1
XML MIME body; used
as reference in the
signature MIME body
MIME-part-body SIMPLE-FILTER as TS 24.379 [9]
described in Table clause 9.3.2
5.5.3.6-1 TS 24.281 [86]
clause 8.3.2
TS 24.282 [87]
clause 8.4.2
MIME body part Resource-lists CONFIG,
GROUPC
ONFIG
MIME-part-headers
Content-Type "application/resource-
lists+xml"
Content-ID any value Unigue URL identifying | TS 24.379 [9]
the Resource-lists XML | clause 6.6.3.1
MIME body; used as
reference in the
signature MIME body
MIME-part-body Resource-lists as
described in Table
5.5.3.3.1A-1
MIME body part MIKEY RFC 3830 [24] | CONFIG,
GROUPC
ONFIG

MIME-part-headers

Content-Type

"application/mikey"
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Derivation Path: TS 24.229 [16] clause A.2.1.4.13, A.2.2.4.13

Information Element Value/remark Comment Reference Condition

MIME-part-body MIKEY message as MIKEY message, TS 33.180 [94]
described in Table containing the CSK
5.5.9.1-1

MIME body part Signature
MIME-part-headers
Content-Type "application/vnd.3gpp. TS 24.379 [9]

mcptt-signed+xml"

MIME-part-body Signatures for XML TS 24.379 [9]
MIME bodies as
described in Table
5.5.13.1-1

Condition Explanation
re_SUBSCRIBE SUBSCRIBE within a dialog

For further conditions see table 5.5.1-1
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5.5.2.15 SIP UPDATE

5.5.2.15.1 SIP UPDATE from the UE

Table 5.5.2.15.1-1: SIP UPDATE from the UE
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Derivation Path: TS 24.229 [16] A.2.1.4.14, A.2.2.4.14

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "UPDATE"
Request-URI The same URI value as
the recipient of
UPDATE has earlier
sent in its Contact
header within the same
dialog
SIP-Version 'SIP/2.0"
Via RFC 3261 [22]
RFC 3581 [55]
sent-protocol "SIP/2.0/UDP"
"SIP/2.0/TCP" TCP
sent-by same value as in MO_CALL
INVITE message
sent-by MT_CALL
host IP address or FQDN Either the UE’s IP
address or its home
domain name
port protected server port of | as assigned during
the UE registration
via-branch Value starting with
'z9hG4bK'
Route RFC 3261 [22]
route-param list URIs of the Record- MO_CALL
Route header sent to
the UE in the response
which has established
the dialog, in reverse
order
URIs of the Record- MT_CALL
Route header sent to
the UE in the INVITE
From RFC 3261 [22]
addr-spec Same URI of the UE as | Local URI of the dialog
used earlier in the (from the UE's point of
dialog view)
tag Same tag of the UE as | Local tag of the dialog
used earlier in the ID (from the UE's point
dialog of view)
To RFC 3261 [22]
RFC 5031 [54]
addr-spec Same URI of the SS as | Remote URI of the
used earlier in the dialog (from the UE's
dialog point of view)
tag Same tag of the SS as Remote tag of the
used earlier in the dialog ID (from the UE's
dialog point of view)
Call-ID RFC 3261 [22]
callid Same value as used in
the INVITE initiating the
dialog
Contact Contact header with the RFC 3261 [22] | MO_CALL

same Contact URI and
the same mandatory
feature parameters as
in the INVITE creating
the dialog

ETSI




described in Table
5.5.3.1.1-3

3GPP TS 36.579-1 version 16.4.0 Release 16 203 ETSI TS 136 579-1 V16.4.0 (2024-05)
Contact header with the MT_CALL
same Contact URI and
the same mandatory
feature parameters as
in the response for the
INVITE creating the
dialog

CSeq RFC 3261 [22]
value value of CSeq sent by
the UE within its
previous request in the
same dialog but
increased by one
method "UPDATE"
Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree”
Proxy-Require RFC 3261 [22]
RFC 3329 [53]
option-tag "sec-agree"
Security-Verify RFC 3329 [53]
sec-mechanism same value as Security
-Server header sent by
SS during registration
Max-Forwards RFC 3261 [22]
value any allowed value Non-zero value
P-Access-Network-Info RFC 7315 [52]
RFC 7913 [51]
access-net-spec Access network
technology and, if
applicable, the cell ID
Content-Type RFC 5621 [58]
media-type "application/sdp"
Content-Length present in case of TCP RFC 3261 [22]
and when there is a
message body
(otherwise optional)
value any value length of message-
body
Message-body RFC 3261 [22]
SDP Message SDP Message as
described in Table
5.5.3.1.1-1
SDP Message as MCVIDEO
described in Table
5.5.3.1.1-2
SDP Message as MCDATA
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5.5.2.15.2 SIP UPDATE from the SS

Table 5.5.2.15.2-1: SIP UPDATE from the SS
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Derivation Path: TS 24.229 [16] A.2.1.4.14, A.2.2.4.14

Information Element Value/remark Comment Reference Condition
Request-Line RFC 3261 [22]
RFC 5031 [54]
Method "UPDATE"
Request-URI same URI as the UE Contact URI of the UE
has sent earlier in the ("callee™)
Contact header of a
response within the
same dialog
SIP-Version 'SIP/2.0"
Via same as specified for RFC 3261 [22] | MO_CALL
INVITE sent by the SS RFC 3581 [55]
in Table 5.5.2.5.2-1
Via same as in INVITE but RFC 3261 [22] | MT_CALL
with updated via- RFC 3581 [55]
branches
From RFC 3261 [22]
addr-spec Same URI of the SS as | Remote URI of the
used earlier in the dialog (from the UE's
dialog point of view)
tag Same tag of the SS as Remote tag of the
used earlier in the dialog (from the UE's
dialog point of view)
To RFC 3261 [22]
RFC 5031 [54]
addr-spec Same URI of the UE as | Local URI of the dialog
used earlier in the (from the UE's point of
dialog view)
tag Same tag of the UE as | Local tag of the dialog
used earlier in the (from the UE's point of
dialog view)
Call-ID RFC 3261 [22]
callid Same value as used in
the INVITE initiating the
dialog
Contact same as in the RFC 3261 [22] | MO_CALL
response for the
INVITE creating the
dialog
same as in the INVITE MT_CALL
creating the dialog
CSeq RFC 3261 [22]
value value of CSeq sent by
the endpoint within its
previous request in the
same dialog but
increased by one
method "UPDATE"
Max-Forwards RFC 3261 [22]
value "68" The recommended

initial value is 70 in
RFC 3261 [22].
Assuming 2 hops as
according to the Via
header this results in a
value of 68 in the
message sent to the
UE.

Content-Type

RFC 5621 [58]

media-type

"application/sdp"

Content-Length

length of message-
body

RFC 3261 [22]

value

length of message-
body

Message-body

RFC 3261 [22]
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SDP Message

SDP Message as
described in Table
5.5.3.1.1-2

SDP Message as MCVIDEO
described in Table
5.5.3.1.2-2
SDP Message as MCDATA
described in Table
5.5.3.1.2-3
5.5.2.16 SIP 1xx
5.5.2.16.1 SIP 100 (Trying)
This message is sent by the UE or the SS.
Table 5.5.2.16.1-1: SIP 100 (Trying)
Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition
Status-Line
SIP-Version "SIP/2.0"
Status-Code "100"
Reason-Phrase "Trying"
Via
via-parm same value as received
in INVITE message
From
addr-spec same value as received
in INVITE message
tag same value as received
in INVITE message
To
addr-spec same value as received
in INVITE message
Call-ID
callid same value as received
in INVITE message
CSeq
value same value as received

in INVITE message

Content-Length

Optional in case of the
message being sent by
the UE

value

0

No message body
included - end of SIP
message

ET

SI



3GPP TS 36.579-1 version 16.4.0 Release 16 207 ETSI TS 136 579-1 V16.4.0 (2024-05)

5.5.2.16.2 SIP 180 (Ringing)

5.5.2.16.2.1 SIP 180 (Ringing) from the UE

Table 5.5.2.16.2.1-1: SIP 180 (Ringing) from the UE

Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition
Status-Line
SIP-Version "SIP/2.0"
Status-Code "180"
Reason-Phrase "Ringing"
Record-Route RFC 3261 [22]
rec-route same as received in
INVITE message
Via same as received in RFC 3261 [22]
INVITE message RFC 3581 [55]
Require 100rel
option-tag "100rel"
From
addr-spec same value as received
in INVITE message
tag same value as received
in INVITE message
To
addr-spec same value as received
in INVITE message
tag same value as received
in the INVITE message
or any value if missing
in the INVITE message.
Contact
addr-spec SIP URI
user-info and host IP address or FQDN
port protected server port of | as assigned during
UE registration
feature-param "+0.3gpp.mcptt" MCPTT
"+g.3gpp-mcvideo" MCVIDEO
feature-param "+g.3gpp.icsi-ref= MCPTT
urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
feature-param "audio" MCPTT
OR
MCVideo
feature-param "video" MCVIDEO
Supported
option-tag "norefersub”
Rseq RFC 3262 [97] | 100rel
response-num previous RSeq number
sent in the same
direction incremented
by one
Call-ID
callid same value as received
in INVITE message
CSeq
value same value as received
in INVITE message
Content-Length if present
value "o" No message body
included
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Condition

Explanation

100rel

Reponse sent reliable according to RFC 3262 [97]

5.5.2.16.2.2

SIP 180 (Ringing) from the SS

Table 5.5.2.16.2.2-1: SIP 180 (Ringing) from the SS

Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Status-Line
SIP-Version "SIP/2.0"
Status-Code "180"
Reason-Phrase "Ringing"
Record-Route same as spefied for the RFC 3261 [22]
SIP 200 (OK) from the
SSin table
5.5.2.17.1.2-1 with
condition INVITE-RSP
Via same as received in the RFC 3261 [22]
INVITE message RFC 3581 [55]
Require 100rel
option-tag "100rel"
From
addr-spec same value as in the
request
tag same value as in the
request
To
addr-spec same value as in the
request
tag same value as in the
request or To-tag
assigned by the SS if
missing in the request
Contact
addr-spec
user-info and host tsc MCPTT_Sessionld MCPTT
tsc_MCVideo_Sessionl MCVIDEO
d
port not present
feature-param "+g.3gpp.mcptt" MCPTT
"+g.3gpp.mcvideo" MCVIDEO
feature-param "+g.3gpp.icsi-ref= MCPTT
urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
feature-param "audio" MCPTT
OR
MCVIDEO
feature-param "video" This feature tag MCVIDEO
indicates that the
device supports video
as a streaming media
type.
feature-param "isfocus"
Supported
option-tag "norefersub”
Rseq RFC 3262 [97] | 100rel
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Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition
response-num previous RSeq number
sent in the same
direction incremented
by one; arbitrarily
selected if there is no
previous RSeq number

Call-ID
callid same value as received
in INVITE message
CSeq
value same value as received

in INVITE message

Content-Length

value "0" No message body
included
Condition Explanation
100rel Reponse sent reliable according to RFC 3262 [97]
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5.5.2.16.3 SIP 183 (Session Progress)

5.5.2.16.3.1 SIP 183 (Session Progress) from the UE

Table 5.5.2.16.3.1-1: SIP 183 (Session Progress) from the UE
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Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition
Status-Line
SIP-Version "SIP/2.0"
Status-Code "183"
Reason-Phrase "Session progress"
Record-Route RFC 3261 [22]
rec-route same as received in
INVITE message
Via same as received in RFC 3261 [22]
INVITE message RFC 3581 [55]
Require 100rel
option-tag "100rel"
From
addr-spec same value as received
in INVITE message
tag same value as received
in INVITE message
To
addr-spec same value as received
in INVITE message
tag same value as received
in the INVITE message
or any value if missing
in the INVITE message.
Contact
addr-spec SIP URI
user-info and host IP address or FQDN
port protected server port of | as assigned during
UE registration
feature-param "+g.3gpp.mcptt" MCPTT
"+9.3gpp-mcvideo" MCVIDEO
feature-param "+g.3gpp.icsi-ref= MCPTT
urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
feature-param "audio" MCPTT
OR
MCVideo
feature-param "video" MCVIDEO
Supported
option-tag "norefersub”
Rseq 100rel
response-num previous RSeq number
sent in the same
direction incremented
by one
Call-ID
callid same value as received
in INVITE message
CSeq
value same value as received
in INVITE message
P-Answer-State if present
value "unconfirmed"”
Content-Length if present RFC 3261 [22]
value "o" No message body
included
Condition Explanation
100rel Reponse sent reliable according to RFC 3262 [97]
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5.5.2.16.3.2 SIP 183 (Session Progress) from the SS

Table 5.5.2.16.3.2-1: SIP 183 (Session Progress) from the SS

Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Status-Line
SIP-Version "SIP/2.0"
Status-Code "183"
Reason-Phrase "Session progress"
Record-Route same as specified for RFC 3261 [22]

the SIP 200 (OK) from
the SS in table
5.5.2.17.1.2-1 with
condition INVITE-RSP

Via same as received in the RFC 3261 [22]
INVITE message RFC 3581 [55]
Require 100rel
option-tag "100rel"
From
addr-spec same value as in the
request
tag same value as in the
request
To
addr-spec same value as in the
request
tag same value as in the

request or To-tag
assigned by the SS if
missing in the request

Contact
addr-spec
user-info and host tsc MCPTT_Sessionld MCPTT
tsc_MCVideo_Sessionl MCVIDEO
d
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port not present
feature-param "+g.3gpp.mcptt" MCPTT
"+g.3gpp.mcvideo" MCVIDEO
feature-param "+g.3gpp.icsi-ref= MCPTT
urn:urn-7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
feature-param "audio" MCPTT
OR
MCVIDEO
feature-param "video" This feature tag MCVIDEO
indicates that the
device supports video
as a streaming media
type.
feature-param "isfocus"
Supported
option-tag "norefersub”
Rseq 100rel
response-num previous RSeq number
sent in the same
direction incremented
by one; arbitrarily
selected if there is no
previous RSeq number
Call-ID
callid same value as received
in INVITE message
CSeq
value same value as received
in INVITE message
P-Answer-State
value "unconfirmed"
P-Asserted-ldentity RFC 3325 [32]
addr-spec
user-info and host tsc_ MCPTT_PublicServ MCPTT
iceld A
tsc_MCVideo_PublicSe MCVIDEO

rviceld A

port

not present

Content-Length

RFC 3261 [22]

value "o" No message body
included
Condition Explanation
100rel Response sent reliable according to RFC 3262 [97]
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Table 5.5.2.17.1.1-1: SIP 200 (OK) from the UE
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Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Status-Line
SIP-Version "SIP/2.0"
Status-Code "200"
Reason-Phrase "OK"
Via same as received in the RFC 3261 [22]
request RFC 3581 [55]
Record-Route RFC 3261 [22] | INVITE-
RSP
rec-route same as received in the
request
From
addr-spec Same value as
received in the request
tag same value as received
in the request
To
addr-spec same value as received
in the request
tag same value as received
in the request or any
value if missing in the
request.
Contact INVITE-
RSP
user-info and host IP address or FQDN
port protected server port of | as assigned during
UE registration
feature-param "+g.3gpp.mcptt" MCPTT
"+g.3gpp-mcvideo" MCVIDEO
"+g.3gpp.mcdata.sds” TS 24.282 [87] | MCDATA_
clause SDS
9.2.3.24
"+g.3gpp-mcdata.fd" TS 24.282 [87] | MCDATA_
clause FD
10.2.5.2.4
feature-param "+g.3gpp.icsi-ref= MCPTT
urn:urn- 7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.-icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
"+g.3gpp.icsi- TS 24.282 [87] | MCDATA_
ref=urn:urn-7:3gpp- clause SDS
service.ims.icsi.mcdata. 9.23.24
sds"
"+g.3gpp.icsi- TS 24.282 [87] | MCDATA_
ref=urn:urn-7:3gpp- clause FD
service.ims.icsi.mcdata. 10.2.5.2.4
fd"
feature-param "audio" MCPTT
OR
MCVideo
feature-param "video" MCVIDEO
feature-param "text" MCDATA
Call-ID
callid same value as received
in the request
CSeq
value same value as received
in the request
Require INVITE-
RSP
option-tag "timer"
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Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Session-Expires INVITE-
RSP
delta-seconds Same value as session RFC 4028 [30]
expires header in SIP TS 24.229 [16]
INVITE cl.5.14.1
refresher "uas"
Content-Type RFC 5621 [58] | INVITE-
RSP
value "multipart/mixed"
Content-Length present in case of TCP RFC 3261 [22]
and when there is a
message body
(otherwise optional)
value any value length of message-
body
P-Answer-State If present RFC 4964 INVITE-
[118] RSP AND
TS 24.379 [9] GROUP-
clause CALL
6.2.3.1.2
answer-type “confirmed”
Message-body not present RFC 3261 [22]
Message-body RFC 3261 [22] | INVITE-
RSP
MIME body part SDP message
MIME-part-header
MIME-Content-Type "application/sdp" RFC 4566 [27]
MIME-part-body SDP message as MCPTT
described in Table
5.5.3.1.1-1
SDP message as MCVIDEO
described in Table
5.5.3.1.1-2
SDP message as MCDATA
described in Table
5.5.3.1.1-3
MIME body part MCPTT/MCVideo/MCD
ata Info
MIME-part-header
MIME-Content-Type "application/vnd.3gpp. MCPTT
mcptt-info+xml"
"application/vnd.3gpp. MCVIDEO
mcvideo-info+xml"
"application/vnd.3gpp. MCDATA
mcdata-info+xml"
Content-ID any value Unique URL identifying | TS 24.379 [9]
the clause 6.6.3.1
MCPTT/MCVideo/MCD
ata Info XML MIME
body; used as
reference in the
signature MIME body
MIME-part-body MCPTT-Info as TS 24.379 [9] MCPTT
described in Table clause F.1
5.5.3.2.1-1
MCVideo-Info as TS 24.281 [86] | MCVIDEO
described in Table clause F.1
5.5.3.2.1-2
MCData-Info as TS 24.282 [87] | MCDATA

described in Table
5.5.3.2.1-3

clause D.1

MIME body part

Signature

MIME-part-headers

Content-Type

"application/vnd.3gpp.
mcptt-signed+xml"

TS 24.379 [9]
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Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition
MIME-part-body Signatures for XML TS 24.379 [9]
MIME bodies as
described in Table

5.5.13.1-1
Condition Explanation
INVITE-RSP 200 OKis the response to the SIP INVITE
MCDATA_SDS INVITE for SDS communication
MCDATA_FD INVITE for FD communication
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5.5.2.17.1.2 SIP 200 (OK) from the SS

Table 5.5.2.17.1.2-1: SIP 200 (OK) from the SS
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Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Status-Line
SIP-Version "SIP/2.0"
Status-Code "200"
Reason-Phrase "OK"
Via same as received in the RFC 3261 [22]
request RFC 3581 [55]
Record-Route RFC 3261 [22] | INVITE-
RSP
addr-spec|[1] SIP URI
user-info and host pcscf.other.com
port not present
uri-parameters "I
addr-spec|2] SIP URI
user-info and host scscf.other.com
port not present
uri-parameters "Ir"
addr-spec|3] SIP URI
user-info and host orig@scscf.3gpp.org
port not present
uri-parameters "Ir"
addr-spec[4] SIP URI
user-info and host same address as sent P-CSCF address
by the UE in the first
entry of the Route
header of the INVITE
port not present
uri-parameters "Ir"
Record-Route RFC 3261 [22] | SUBSCRI
BE-RSP
addr-spec|[1] SIP URI
user-info and host P-CSCF address of the | P-CSCF address as
SS assigned to the UE via
NAS signalling or P-
CSCF discovery
port not present
uri-parameters "I
From
addr-spec same value as in the
request
tag same value as in the
reqguest
To
addr-spec same value as in the
request
tag same value as in the
request or To-tag
assigned by the SS if
missing in the request
Expires RFC 3261 [22] | SUBSCRI
RFC 3903 [43] | BE-RSP,
PUBLISH-
RSP
value same value as in the
request
Contact REGISTE
R-RSP
addr-spec same value as received
in the REGISTER
feature-param "+9.3gpp.mcptt" MCPTT
feature-param "+g.3gpp.mcvideo" MCVIDEO
feature-param "+g0.3gpp.mcdata.sds"” MCDATA
feature-param "+g.3gpp.mcdata.fd" MCDATA

expires

"600000"
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Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Contact SUBSCRI
BE-RSP
addr-spec
user-info and host Same URI as used as
Request-URI of the
SUBSCRIBE message
port not present
Contact INVITE-
RSP
addr-spec
user-info and host tsc_MCPTT_Sessionld MCPTT
tsc_MCVideo_Sessionl MCVIDEO
d
tsc_MCData_Sessionld MCDATA
port not present
feature-param "+g.3gpp.mcptt" MCPTT
"+g.3gpp-mcvideo" MCVIDEO
"+g.3gpp.mcdata.sds"” TS 24.282 [87] | MCDATA_
clause SDS
9.2.3.24
"+g.3gpp.mcdata.fd" TS 24.282 [87] | MCDATA_
clause FD
10.2.5.2.4
feature-param "+g.3gpp.icsi-ref= MCPTT
urn:urn- 7:3gpp-
service.ims.icsi.mcptt"
"+g.3gpp.-icsi- MCVIDEO
ref=urn:urn-7:3gpp-
service.ims.icsi.mcvide
o"
"+g.3gpp.icsi- TS 24.282 [87] | MCDATA_
ref=urn:urn-7:3gpp- clause SDS
service.ims.icsi.mcdata. 9.23.24
sds"
"+g.3gpp.icsi- TS 24.282 [87] | MCDATA_
ref=urn:urn-7:3gpp- clause FD
service.ims.icsi.mcdata. 10.2.5.2.4
fd"
feature-param “audio” MCPTT
OR
MCVIDEO
feature-param “video” MCVIDEO
feature-param “text” MCDATA
feature-param "isfocus”
Call-ID
callid same value as received
in the request
CSeq
value same value as received
in the request
Require INVITE-
RSP
option-tag "timer"
Session-Expires INVITE-
RSP
generic-param "3600"
refresher "uac"
Supported INVITE-
RSP
option-tag "tdialog"
option-tag "norefersub”
option-tag "explicitsub”
option-tag "nosub”
Refer-Sub RFC 4488 [36] | REFER-
RSP
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Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
refer-sub-value “false”
P-Associated-URI RFC 7315 [52] | REGISTE
R-RSP
addr-spec|[1] SIP URI
host px_MCX_SIP_PublicUs
erld A 1
port not present
Service-Route RFC 3261 [22] | REGISTE
R-RSP
addr-spec[1] SIP URI
host scscf.3gpp.org
port not present
uri-parameters "I
SIP-ETag RFC 3903 [43] | PUBLISH-
RSP
entity-tag unique value arbitrarily
selected by the SS
Content-Type RFC 4566 [27] | INVITE-
RSP
media-type "application/sdp"
Content-Length RFC 3261 [22]
value length of message-
body
Message-body RFC 3261 [22] | INVITE-
RSP
SDP message SDP message as MCPTT
described in Table
5.5.3.1.2-1
SDP message as MCVIDEO
described in Table
5.5.3.1.2-2
SDP message as MCDATA
described in Table
5.5.3.1.2-3
Condition Explanation
REGISTER-RSP 200 OK is the response to a SIP REGISTER
INVITE-RSP 200 OK is the response to a SIP INVITE
SUBSCRIBE-RSP 200 OK is the response to a SIP SUBSCRIBE
PUBLISH-RSP 200 OK is the response to a SIP PUBLISH
REFER-RSP 200 OKis the response to a SIP REFER
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SIP 202 (Accepted)
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Table 5.5.2.17.2-1: SIP 202 (Accepted)

Derivation Path: RFC 2616 [26]
Information Element Value/remark Comment Reference Condition
Status-Line RFC 3261 [22]
SIP-Version "SIP/2.0"
Status-Code "202"
Reason-Phrase "Accepted"”
Via same value as received RFC 3261 [22]
in request
From RFC 3261 [22]
addr-spec same value as received
in request
tag same value as received
in request
To RFC 3261 [22]
addr-spec same value as received
in request
tag same value as in the
request or To-tag
assigned by the SS if
missing in the request
Call-ID RFC 3261 [22]
callid same value as received
in request
CSeq RFC 3261 [22]
value same value as received
in request
Content-Length RFC 3261 [22]
value "0"
5.5.2.18 SIP 3xx
5.5.2.18.1 SIP 302 (Moved Temporarily)
Table 5.5.2.18.1-1: SIP 302 (Moved Temporarily)
Delivery Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition

Request-Line

SIP-Version

"SIP/2.0"

Status-Code

"302"

Reason-Phrase

"Moved Temporarily"

Content-Length

RFC 3261 [22]

value

"0

No message body
included - end of SIP
message

Editor’s note: Table 5.5.2.18.1-1 needs to be reviewed
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5.5.2.19 SIP 4xx

5.5.2.19.1 SIP 403 (Forbidden)
This message is sent by the SS.

Table 5.5.2.19.1-1: SIP 403 (Forbidden)

Delivery Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition
Status-Line
SIP-Version "SIP/2.0"
Status-Code "403"
Reason-Phrase "Forbidden"
Via same as received in the
reqguest
From
addr-spec same value as in the
request
tag same value as in the
reqguest
To
addr-spec same value as in the
request
tag same value as in the
request or To-tag
assigned by the SS if
missing in the request
Call-ID
callid same value as in the
request
CSeq
value same value as in the
reqguest
Warning RFC 3261 [22]
warn-code[1] "100"
warn-agent[1] name or pseudonym of
the server adding the
Warning header
pseudonym "MCX Server"
warn-text[1] "function not allowed
due to" <detailed
reason>
Content-Length RFC 3261 [22]
value "0"
5.5.2.19.2 SIP 404 (Not Found)

Table 5.5.2.19.2-1: SIP 404 (Not Found)

Delivery Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition
Request-Line
SIP-Version "SIP/2.0"
Status-Code "404"
Reason-Phrase "Not Found"
Content-Length RFC 3261 [22]
value "o" No message body
included - end of SIP
message

Editor’s note: Table 5.5.2.19.2-1 needs to be reviewed

ETSI



3GPP TS 36.579-1 version 16.4.0 Release 16 224

5.5.2.19.3 SIP 423 (Interval Too Brief)

ETSI TS 136 579-1 V16.4.0 (2024-05)

Table 5.5.2.19.3-1: SIP 423 (Interval Too Brief)

Delivery Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Request-Line
SIP-Version "SIP/2.0"
Status-Code "423"
Reason-Phrase "Internal Too Brief"
Content-Length RFC 3261 [22]
value "0" No message body
included - end of SIP
message
Editor’s note: Table 5.5.2.19.3-1 needs to be reviewed
5.5.2.19.4 SIP 480 (Temporarily unavailable)
This message is sent by the UE.
Table 5.5.2.19.4-1: SIP 480 (Temporarily unavailable)
Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition

Request-Line

SIP-Version "SIP/2.0"
Status-Code "480"
Reason-Phrase "Temporarily
Unavailable"
Via same as received in RFC 3261 [22]
request message RFC 3581 [55]
From
addr-spec same value as received
in INVITE message
tag same value as received
in request message
To
addr-spec same value as received
in request message
tag same value as received
in the INVITE or any
value if missing in the
INVITE.
Warning RFC 3261 [22]
warn-code[1] "399"
warn-agent[1] any value

warn-text[1]

"110 user declined the
call invitation"

Call-ID same value as received
in request message
CSeq same value as received
in request message
Content Length if present
value "0" No message body

included
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Table 5.5.2.19.5-1: SIP 486 (Busy Here)

Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Request-Line
SIP-Version "SIP/2.0"
Status-Code "486"
Reason-Phrase "Busy Here"
Content-Length RFC 3261 [22]
value "0" No message body
included - end of SIP
message
Editor’s note: Table 5.5.2.18.5-1 needs to be reviewed
5.5.2.19.6 SIP 488 (Not Acceptable Here)
Table 5.5.2.19.6-1: SIP 488 (Not Acceptable Here)
Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition

Request-Line

SIP-Version

"SIP/2.0"

Status-Code

"488"

Reason-Phrase

"Not Acceptable Here"

Content-Length

RFC 3261 [22]

value

"0

No message body
included - end of SIP
message

Editor’s note: Table 5.5.2.19.6-1 needs to be reviewed
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5.5.2.19.7 SIP 401 (Unauthorized)

Table 5.5.2.19.7-1: SIP 401 (Unauthorized)
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Derivation Path: RFC 3261 [22]

Information Element

Value/remark

Comment

Reference

Condition

Status-Line RFC 3261 [22]
SIP-Version "SIP/2.0"
Status-Code "401"
Reason-Phrase "Unauthorized"

Via Same value as RFC 3261 [22]
received in the
REGISTER message
To RFC 3261 [22]
addr-spec Same value as
received in the
REGISTER message
tag To-tag assigned by the
SS
From Same value as RFC 3261 [22]
received in the
REGISTER message
Call-ID Same value as RFC 3261 [22]
received in the
REGISTER message
CSeq Same value as RFC 3261 [22]

received in the
REGISTER message

WWW-Authenticate

RFC 2617 [72]
RFC 3310 [96]

Realm px_MCX_DomainName
_Organization_A

algorithm "AKAv1-MD5"

gop-value "auth"

nonce Base 64 encoding of
RAND and AUTN

opague arbitrary value (to be
returned by the UE in
subsequent
REGISTER)

Security-Server RFC 3329 [50]
mechanism-name "ipsec-3gpp"

algorithm[1]

px_lpSecAlgorithm
(hmac-md5-96 or
hmac-sha-1-96)

spi-c[1]

SPI number of the
inbound SA at the
protected client port

spi-s[1]

SPI number of the
inbound SA at the
protected server port

port-c[1]

protected client port of
SS

port-s[1]

protected server port of
SS

Encrypt-algorithm[1]

des-ede3-chc or aes-
cbc

q[1] "0.9"
mechanism-name|[2] "Ipsec-3gpp"
algorithm[2] Algorithm not selected
by px_IpSecAlgorithm
(hmac-sha-1-96 or
hmac-md5-96)
spi-c[2] SPI number of the
inbound SA at the
protected client port
spi-s[2] SPI number of the
inbound SA at the
protected server port
port-c[2] protected client port of

SS
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port-s[2]

protected server port of
SS

encrypt-algorithm[2]

des-ede3-chc or aes-
cbc

ql2] "0.7"
Content-Length RFC 3261 [22]
value ‘0"
5.5.2.19.8 SIP 487 (Request Terminated)

Table 5.5.2.19.8-1: SIP 486 (Request Terminated)

Derivation Path: RFC 3261 [22]

Information Element Value/remark Comment Reference Condition
Request-Line
SIP-Version "SIP/2.0"
Status-Code "487"
Reason-Phrase "Request Terminated"
Content-Length RFC 3261 [22]
value "o" No message body
included - end of SIP
message
5.5.2.20 SIP 5xx
5.5.2.20.1 SIP 500 (Server Internal Error)
Table 5.5.2.20.1-1: SIP 500 (Server Internal Error)
Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition
Request-Line
SIP-Version "SIP/2.0"
Status-Code "500"
Reason-Phrase "Server Internal Error"
Content-Length RFC 3261 [22]
value "o" No message body
included - end of SIP
message
Editor’s note: Table 5.5.2.20.1-1 needs to be reviewed
55.2.21 SIP 6xx
5.5.2.21.1 SIP 606 (Not Acceptable)
Table 5.5.2.21.1-1: SIP 606 (Not Acceptable)
Derivation Path: RFC 3261 [22]
Information Element Value/remark Comment Reference Condition

Request-Line

included - end of SIP
message

SIP-Version "SIP/2.0"
Status-Code "606"
Reason-Phrase "Not Acceptable”
Content-Length RFC 3261 [22]
value "0" No message body
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Editor’ snote: Table 5.5.2.21.1-1 needs to be reviewed
5.5.3 Default SDP message and other information elements

5531 SDP Message

5.5.3.1.0 Common conditions for SDP Message

The following conditions apply throughout clause 5.5.3.1.

Table 5.5.3.1.0-1: Conditions

Condition Explanation
INITIAL_SDP_OFFER SDP message is an initial offer
SDP_OFFER SDP message is an offer;
INITIAL_SDP_OFFER implies SDP_OFFER, i.e. when a test
case or test procedure specifies INITIAL_SDP_OFFER then
SDP_OFFER shall be applied too, even when not explicitly

specified.
SDP_ANSWER SDP message is an Answer
FIRST_SDP_FROM_UE First SDP message sent by the UE within the session;

FIRST_SDP_FROM_UE shall be applied implicitly for an SDP
message sent by the UE when the SDP message is the first
SDP message sent by the UE for a session.

= In general FIRST_SDP_FROM_UE does not need to be
specified for a specific message content.
FIRST_SDP_FROM_SS First SDP message sent by the SS within the session;
FIRST_SDP_FROM_SS shall be applied implicitly for an SDP
message sent by the SS when the SDP message is the first
SDP message sent by the UE for a session.

= In general FIRST_SDP_FROM_SS does not need to be
specified for a specific message content; nevertheless
FIRST_SDP_FROM_SS may be specified for a specific
message content when the SDP message is for a new session
(e.g. when a new dialog replaces a pre-established session)

IMPLICIT_GRANT_REQUESTED An implicit grant is requested by the user
IMPLICIT_FLOOR_GRANTED An implicit grant shall be granted by the SS
PRE_ESTABLISHED_SESSION SDP message during establishment or modification of a pre-

established session

NOTE: The condition shall be applied for all SDP messages of
preestablished session test cases and it is not explicitly
mentioned in specific message content for these test cases
WITHOUT_FLOORCONTROL SDP message for MCPTT call without floor control:

In general when this condition is applied for an on-demand call
the SDP message does not contain a media description for
media plane control at all, whereas for call establishment using
pre-established session the SDP message still contains a
media description for media plane control but without any floor
control related fmtp attributes (see TS 24.380 [10] clauses
14.2.6 and 14.3.7).

WITHOUT_TRANSMISSIONCONTROL SDP message for MCVideo call without transmission control

Editor's note:
In contrast to MCPTT there is no "mc_no_floor_ctrl" (or similar)
fmtp parameter for MCVideo yet.

WITHOUT_SECURITY In case of private call: SDP message shall not contain any
"a=key-mgmt" attribute for end-to-end security

WITH_SECURITY End-to-end security to be applied independent from other
conditions like PRIVATE-CALL, SDP_OFFER (e.qg. for first-to-
answer call)

SDS_SESSION SDP message for establishment of an SDS session according

to TS 24.282 [87] clause 9.2.4.
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553.1.1 SDP Message from the UE

- MCPTT

Table 5.5.3.1.1-1: SDP Message from the UE for MCPTT
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
Session description:

Protocol Version "0" v=line

Origin Same o=line as in the o= line
previous SDP message
sent by the UE except
that sess-version is
incremented by one

Origin o= line FIRST_SD

P_FROM_
UE
username any allowed value
sess-id any allowed value A numeric string such
that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the session
sess-version any allowed value
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address
unicast-address IP address of the UE IP address assigned at
initial registration

Session Name at least one UTF-8- s=line
encoded character, or if
no name is given, a
single empty space

Connection Data not required if included | c=line
in all media

nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address
connection-address IP address of the UE
Bandwidth b= line
"AS" any allowed value TS 26.114 [64]
Table K.6
Time description
Timing t=line
start-time "0"
stop-time "0"

Session attribute present only if there is a= line WITH_SE
no key-mgmt media attribute = key-mgmt CURITY
attribute in the media OR
description for audio (NOTE 2) (PRIVATE-

CALL AND
SDP_OFF
ER AND
NOT
WITHOUT
_SECURIT
Y)
key-mgmt TS 24.379 [9]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2A for condition
MCPTT
Session attribute optional (NOTE 3) a=line RFC 5245 PRE_EST
attribute="ice-lite” [115] ABLISHED
SESSION
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Derivation Path: RFC 4566 [27]

Information Element

Value/remark

Comment

Reference

Condition

ice-lite

Media description[1]

Media description for
audio

media description

m= line
media = audio

RFC 4867 [59]

media "audio”
port any allowed value The transport port to
which the media stream
is sent
proto "RTP/SAVP"
fmt any allowed value(s) Indicating RTP payload
type numbers
media title "speech"” i= line
Connection Data present if session c=line
description does not
contain a c=line;
optional otherwise
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address"”
connection-address IP address of the UE
Bandwidth b= line
"AS" any allowed value TS 26.114 [64]
Table K.6
"RS" any allowed value if RFC 3556
present [113]
"RR" any allowed value if RFC 3556
present [113]
media attribute a= line

attribute = rtpmap

rtpmap

“rtpmap”

payload type

same value as format
parameter of the "fmtp"
attribute

encoding name "AMR-WB"
clock rate 16000 RFC 4867 [59]
clause 8.3
encoding parameter "1" if present Channel number
media attribute a= line
attribute = fmtp
fmtp "fmtp"
format a value given in fmt in

the audio media
description

format specific parameters

Parameters of WB-
AMR codec

NOTE: In addition to
the parameters below
the UE may provide
further parameters

mode-change-capability

non

To be able to
interoperate fully with
gateways to circuit
switched networks

RFC 4867 [59]
clause 8.2

max-red

No redundancy will be
used

RFC 4867 [59]
clause 8.2

media attribute a= line
attribute =ptime
ptime any allowed value packet time
media attribute a= line

attribute =maxptime

maxptime

any allowed value

maximum packet time
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
media attribute optional a= line
attribute =sendrecv
Indicates send and
receive mode being
activated
sendrecv Attribute has no value
media attribute one or several attribute | a=line RFC 5576
lines if present attribute=ssrc [116]
ssrc
ssrc-id any allowed value but
all the same if there is
more than one ssrc
attribute for audio
attribute any source attribute
according to RFC 5576
[116]
(NOTE 1)
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTP
foundation any value
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority any value
connection-address same IP address as in default candidate
speech media's c= line
or in the session's c=
line if the speech media
does not have a c= line
port same port number as in
the m= line for speech
cand-type "host"
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTCP
foundation any value
component-id 2 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority any value
connection-address same IP address as in default candidate
speech media's c= line
or in the session's c=
line if the speech media
does not have a c=line
port same port number as in
the m= line for speech
incremented by 1
cand-type "host"
media attribute present only if there is a= line WITH_SE
no key-mgmt attribute attribute = key-mgmt CURITY
at session level OR
(PRIVATE-
CALL AND
SDP_OFF
ER AND
NOT
WITHOUT
_SECURIT
Y)

key-mgmt

TS 24.379 [9]
clause 6.2.1
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2A for condition
MCPTT
Media description[2] Media description for NOT
media control WITHOUT
_FLOORC
ONTROL
OR
PRE_EST
ABLISHED
_SESSION
media description m= line
media = application
SDP media-level
section for a media-
control entity
(NOTE 2)
media "application”
port any allowed value The port for the media-
control entity
proto "udp"
fmt "MCPTT"
Connection Data present if session c=line
description does not
contain a c=line;
optional otherwise
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address"
connection-address IP address of the UE
media attribute a= line
attribute = fmtp
fmtp
format "MCPTT"
format specific parameters SDP_OFF
ER AND
NOT
WITHOUT
_FLOORC
ONTROL
mc_queueing not present
present Parameter has no TS 24.380 [10] | pc_MCPTT
value clause 14.2.2 _FloorReq
uestQueue
ing
mc_priority any allowed value Any integer value in the | TS 24.380 [10]
range of 1..255 clause 14.2.3
mc_granted not present
present Parameter has no TS 24.380 [10] | INITIAL_S
value clause 14.2.4 DP_OFFE
R
mc_implicit_request not present
present Parameter has no TS 24.380 [10] | IMPLICIT_
value clause 14.2.5 GRANT_R
EQUESTE
D
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
mc_ssrc not present According to TS 24.380
[10] there is no
"mc_ssrc" in an SDP
offer but the client may
use the "a=ssrc"
attribute to indicate the
Audio SSRC it would
like to use
mc_no_floor_ctrl not present
mc_floor_ssrc any value if present Rel-18
format specific parameters SDP_ANS
WER AND
NOT
WITHOUT
_FLOORC
ONTROL
mc_queueing not present
present Parameter has no TS 24.380 [10] | pc_MCPTT
value clause 14.3.2 _FloorReq
uestQueue
ing
mc_priority same value as in the TS 24.380 [10]
offer clause 14.3.3
mc_granted not present
mc_implicit_request not present
mc_ssrc not present
mc_no_floor ctrl not present
mc_floor_ssrc any value if present Rel-18
format specific parameters WITHOUT
_FLOORC
ONTROL
mc_gueueing not present
mc_priority not present
mc_granted not present
mc_implicit_request not present
mc_ssrc not present
mc_no_floor_ctrl present Parameter has no TS 24.380 [10]
value clauses 14.2.6
and 14.3.7
mc_floor_ssrc any value if present Rel-18
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for Media
Control messages
foundation any value
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority any value

connection-address

same IP address as in
application media's c=
line or in the session's
c= line if the application
media does not have a
c=line

default candidate

port same port number as in
the m= line for
application

cand-type "host"

ETSI




3GPP TS 36.579-1 version 16.4.0 Release 16 236 ETSI TS 136 579-1 V16.4.0 (2024-05)

Derivation Path: RFC 4566 [27]

Information Element | Value/remark | Comment | Reference [ Condition

NOTE 1: If "ssrc" media attributes are included, then at least one "ssrc=" line shall contain a "cname" source attribute
according to RFC 5576 [116] clause 6.1.

NOTE 2: Even though there is no clarity in core specs it is assumed that a key-mgmt attribute at session level does
not affect the media control security, i.e. the key-mgmt attribute is not applicable for the "application" media
description for which still the CSK is used as security key. This is in contrast to RFC 4566 [27] clause 5
saying "In general, session-level values are the default for all media unless overridden by an equivalent
media-level value."

NOTE 3: If the UE is configured as lite implementation according to RFC 5245 [115], it shall include "a=ice-lite"
session-level attribute; nevertheless this is not a test requirement unless specified otherwise in a test case.
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- MCVideo

Table 5.5.3.1.1-2: SDP Message from the UE for MCVideo
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
Session description:

Protocol Version "0" v=line

Origin Same o=line as in the o= line
previous SDP message
sent by the UE except
that sess-version is
incremented by one

Origin o= line FIRST_SD

P_FROM_
UE
username any allowed value
sess-id any allowed value A numeric string such
that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the
session.
sess-version any allowed value
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address
unicast-address IP address of the UE IP address assigned at
initial registration

Session Name at least one UTF-8- s=line
encoded character, or if
no name is given, a
single empty space

Connection Data not required if included | c=line
in all media

nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address
connection-address IP address of the UE
Bandwidth b= line
"AS" any allowed value
Time description
Timing t=line
start-time "0"
stop-time "0"

Session attribute present only if there is a= line WITH_SE
no key-mgmt media attribute = key-mgmt CURITY
attribute in the media OR
descriptions for audio (NOTE 2) (PRIVATE-
and video CALL AND

SDP_OFF
ER AND
NOT
WITHOUT
_SECURIT
Y)
key-mgmt TS 24.379 [9]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2A for condition
MCVIDEO
Session attribute optional (NOTE 3) a=line RFC 5245 PRE_EST
attribute="ice-lite” [115] ABLISHED
SESSION
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Derivation Path: RFC 4566 [27]

Information Element

Value/remark

Comment

Reference

Condition

ice-lite

Media description[1]

Media description for
audio

media description

m= line
media = audio

RFC 4867 [59]

media "audio”
port any allowed value The transport port to
which the media stream
is sent
proto "RTP/SAVP"
fmt any allowed value(s) Indicating RTP payload
type numbers
media title "audio component of i= line
MCVideo"
Connection Data present if session c=line
description does not
contain a c=line;
optional otherwise
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address"”
connection-address IP address of the UE
Bandwidth b= line
"AS" any allowed value
"RS" any allowed value if RFC 3556
present [113]
"RR" any allowed value if RFC 3556
present [113]
media attribute a= line

attribute = rtpmap

rtpmap

“rtpmap”

payload type

same value as format
parameter of the "fmtp"
attribute

encoding name "AMR-WB"
clock rate 16000 RFC 4867 [59]
clause 8.3
encoding parameter "1" if present Channel number
media attribute a= line
attribute = fmtp
fmtp "fmtp"
format a value given in fmt in

the audio media
description

format specific parameters

Parameters of WB-
AMR codec

NOTE: In addition to
the parameters below
the UE may provide
further parameters

mode-change-capability

non

To be able to
interoperate fully with
gateways to circuit
switched networks

RFC 4867 [59]
clause 8.2

max-red

No redundancy will be
used

RFC 4867 [59]
clause 8.2

media attribute a= line
attribute =ptime
ptime any allowed value packet time
media attribute a= line

attribute =maxptime

maxptime

any allowed value

maximum packet time
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
media attribute optional a= line
attribute =sendrecv
Indicates send and
receive mode being
activated
sendrecv Attribute has no value
media attribute one or several attribute | a=line RFC 5576
lines if present attribute=ssrc [116]
SSIc
ssrc-id any allowed value but
all the same if there is
more than one ssrc
attribute for audio
attribute any source attribute
according to RFC 5576
[116]
(NOTE 1)
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTP
foundation any value
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority any value
connection-address same IP address as in default candidate
audio media's c= line or
in the session's c= line
if the audio media does
not have a c= line
port same port number as in
the m= line for audio
cand-type "host"
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTCP
foundation any value
component-id 2 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority any value
connection-address same IP address as in default candidate
audio media's c= line or
in the session's c= line
if the audio media does
not have a c= line
port same port number as in
the m= line for audio
incremented by 1
cand-type "host"
media attribute present only if there is a= line WITH_SE
no key-mgmt attribute attribute = key-mgmt CURITY
at session level OR
(PRIVATE-
CALL AND
SDP_OFF
ER AND
NOT
WITHOUT
_SECURIT
Y)

key-mgmt

TS 24.281 [86]
clause 6.2.1
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2A for condition
MCVIDEO (NOTE 4)
Media description[2] Media description for
video
media description m= line
media = video
SDP media-level
section for a media-
transmission control
entity
media "video"
port any allowed value The port for the media-
transmission control
entity
proto "RTP/SAVPF" or
"RTP/SAVP"
fmt any allowed value(s)
media title "video component of i= line
MCVideo"
Connection Data present if session c=line
description does not
contain a c=line;
optional otherwise
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address"”
connection-address IP address of the UE
Bandwidth b= line
"AS" any allowed value
"RS" any allowed value if RFC 3556
present [113]
"RR" any allowed value if RFC 3556
present [113]
media attribute a= line
attribute = rtpmap
rtpmap "rtpmap"
payload type same value as format
parameter of the "fmtp"
attribute
encoding name "H264"
clock rate 90000 RFC 4867 [59]
clause 8.3
media attribute a= line
attribute = fmtp
fmtp "fmtp"
format a value given in fmt in
the audio media
description
format specific parameters Parameters of H264 RFC 6184
codec [129]
NOTE: In addition to
the parameters below
the UE may provide
further parameters
profile-level-id any allowed value
packetization-mode 0 SDP_ANS
WER
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Information Element Value/remark Comment Reference Condition
media attribute present if a= line RFC 5939 SDP_OFF
proto="RTP/AVP" in the | attribute = tcap [128] ER
m=line TS 26.114 [64]
clause
6.2.1a.2
tcap
trpr-cap-num 1
proto-list RTP/AVPE
media attribute present if a= line RFC 5939 SDP_OFF
proto="RTP/AVP" in the | attribute = pcfg [128] ER
m=line TS 26.114 [64]
clause
6.2.1a.2
pcfg
config-number 1
pot-cfg-list t=1
media attribute one or several attribute | a=line RFC 5576
lines if present attribute=ssrc [116]
ssrc
ssrc-id any allowed value but
all the same if there is
more than one ssrc
attribute for video
attribute any source attribute
according to RFC 5576
[116]
(NOTE 1)
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
_SESSION
candidate candidate for RTP
foundation any value
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority any value
connection-address same IP address as in default candidate
video media's c= line or
in the session's c= line
if the video media does
not have a c= line
port same port number as in
the m= line for video
cand-type "host"
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTCP
foundation any value
component-id 2 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority any value

connection-address

same IP address as in
video media’s c= line or
in the session's c= line
if the video media does
not have a c= line

default candidate

port same port number as in
the m= line for video
incremented by 1
cand-type "host"

ETSI




3GPP TS 36.579-1 version 16.4.0 Release 16

243

ETSI TS 136 579-1 V16.4.0 (2024-05)

Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
media attribute present only if there is a= line WITH_SE
no key-mgmt attribute attribute = key-mgmt CURITY
at session level OR
(PRIVATE-
CALL AND
SDP_OFF
ER AND
NOT
WITHOUT
_SECURIT
Y)
key-mgmt TS 24.281 [86]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
|_MESSAGE as
specified in Table
5.5.9.1-2A for condition
MCVIDEO (NOTE 4)
Media description[3] Media description for NOT
media control WITHOUT
_TRANSMI
SSIONCO
NTROL
OR
PRE_EST
ABLISHED
SESSION
media description m= line
media = application
SDP media-level
section for a media-
control entity
(NOTE 2)
media "application” TS 24.581 [88]
clause 12
port any allowed value The port for the media-
control entity
proto "udp"
fmt "MCVideo"
Connection Data present if session c=line
description does not
contain a c=line;
optional otherwise
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address"”
connection-address IP address of the UE
media attribute a= line
attribute = fmtp
fmtp TS 24.581 [88]
clause 12,
clause 14
format "MCVideo"
format specific parameters SDP_OFF
ER AND
NOT
WITHOUT
_TRANSMI
SSIONCO
NTROL

mc_queueing

not present
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Information Element Value/remark Comment Reference Condition
present Parameter has no TS 24.581 [88] | pc_MCVid
value. clause 14.2.2 eo_Transm
issionRequ
estQueuei
ng
mc_priority any allowed value if Any integer value inthe | TS 24.581 [88]
present range of 1..255 clause 14.2.3
Shall be present when
priority other than the
default priority is
required
mc_reception_priority any allowed value if Any integer value in the | TS 24.581 [88]
present range of 0...255 clause 14.2.6
Shall be present when
priority other than the
default reception
priority is required
mc_granted not present
present Parameter has no TS 24.581 [88] | INITIAL_S
value clause 14.2.4 DP_OFFE
R
mc_implicit_request not present
present Parameter has no TS 24.581 [88] | IMPLICIT_
value clause 14.2.5 GRANT_R
EQUESTE
D
mc_audio_ssrc not present Rel-18
mc_video_ssrc not present Rel-18
mc_transmission_ssrc any value if present Rel-18
format specific parameters SDP_ANS
WER AND
NOT
WITHOUT
_TRANSMI
SSIONCO
NTROL
mc_queueing not present
present Parameter has no TS 24.581 [88] | pc_MCVid
value clause 14.3.2 eo_Transm
issionRequ
estQueuei
ng
mc_priority same value as in the TS 24.581 [88]
SDP offer if present, clause 14.3.3
not present otherwise
mc_reception_priority same value as in the TS 24.581 [88]
SDP offer if present, clause 14.3.6
not present otherwise
mc_granted not present
mc_implicit_request not present
mc_audio_ssrc not present Rel-18
mc_video_ssrc not present Rel-18
mc_transmission_ssrc any value if present Rel-18
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for
Transmission Control
Messages
foundation any value
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority any value
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Derivation Path: RFC 4566 [27]
Information Element Value/remark Comment Reference Condition
connection-address same IP address as in default candidate
application media's c=
line or in the session's
c= line if the application
media does not have a

c=line

port same port number as in
the m= line for
application

cand-type "host"

NOTE 1: If "ssrc" media attributes are included, then at least one "ssrc=" line shall contain a "cname" source attribute
according to RFC 5576 [116] clause 6.1.

NOTE 2: Even though there is no clarity in core specs it is assumed that a key-mgmt attribute at session level does
not affect the media control security, i.e. the key-mgmt attribute is not applicable for the "application” media
description for which still the CSK is used as security key. This is in contrast to RFC 4566 [27] clause 5
saying "In general, session-level values are the default for all media unless overridden by an equivalent
media-level value."

NOTE 3: If the UE is configured as lite implementation according to RFC 5245 [115], it shall include "a=ice-lite"
session-level attribute; nevertheless this is not a test requirement unless specified otherwise in a test case.

NOTE 4: If present the a=key-mgmt attributes for audio and video carry the same keys.
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- MCData

Table 5.5.3.1.1-3: SDP Message from the UE for MCData
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
Session description:
Protocol Version "0" v=line
Origin Same o=line as in the o= line
previous SDP message
sent by the UE except
that sess-version is
incremented by one
Origin o= line FIRST_SD
P_FROM_
UE
username any allowed value
sess-id any allowed value A numeric string such
that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the
session.
sess-version any allowed value
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address"”
unicast-address IP address of the UE IP address assigned at
initial registration
Session Name at least one UTF-8- s=line
encoded character, or if
no name is given, a
single empty space
Connection Data not required if included | c=line
in all media
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address"”
connection-address IP address of the UE
Session attribute optional (NOTE 1) a=line RFC 5245 PRE_EST
attribute="ice-lite” [115] ABLISHED
SESSION
ice-lite
Time description
Timing t=line
start-time "0"
stop-time "0"
Session attribute present only if there is a= line SDP_OFF
no key-mgmt media attribute = key-mgmt ER AND
attribute in the media MCD_1tol

description for data

key-mgmt TS 24.379 [9]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as

specified in Table
5.5.9.1-2A for condition
MCDATA

Media description[1]

Media description for
data

media description

m= line
media = message

RFC 4867 [59]
TS 24.282 [87]

media

"message"

port

any allowed value

The transport port to
which the media stream
is sent
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Information Element Value/remark Comment Reference Condition
proto "TCP/MSRP"
fmt o
Connection Data present if session c=line
description does not
contain a c=line;
optional otherwise
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address"”
connection-address IP address of the UE
media attribute a= line SDP_OFF
attribute = sendonly ER AND
NOT
SDS_SES
SION
sendonly No parameters
associated with this line
media attribute a= line SDP_ANS
attribute = recvonly WER AND
NOT
SDS_SES
SION
recvonly No parameters
associated with this line
media attribute a= line SDS_SES
attribute = sendrecv SION
sendrecv No parameters
associated with this line
media attribute a= line
attribute = path
path MSRP URI according to | attribute containing its TS 24.282 [87]
RFC 4975 [120] clause | own MSRP URI.
6 and 9 An example:
msrp://mcdata.example
.com:7654/abcdel; tcp
scheme "msrp"
authority RFC 3986
[123] clause
3.2
userinfo any value if present
host any allowed value domain name or IP
address of the UE
port same value as in the port at which the UE
media line if present may be connected to
for MSRP;
mandatory when
hostname is an IP
address
session id any allowed value if
present
transport "tcp” mandatory for MSRP
according to RFC 4975
[120] clause 6
URI-parameter not present
media attribute a= line RFC 4975
attribute = accept-types | [120]
accept-types
format-entry[1] "application/vnd.3gpp.
mcdata-signalling”
format-entry[2] "application/vnd.3gpp. MCDATA_
mcdata-payload"” SDS
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
_SESSION
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Information Element Value/remark Comment Reference Condition
candidate candidate for
TCP/MSRP
foundation any value
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "TCP/MSRP"
priority any value
connection-address same IP address as in default candidate
media's c= line or in the
session's c= line if the
media does not have a
c=line
port same port number as in
the m= line
cand-type "host"
media attribute a= line RFC 4145
attribute = setup [119]
setup “actpass” SDP_OFF
ER
"active" or "passive" SDP_ANS
WER
media attribute a= line RFC 5547 MCDATA_
attribute = file-transfer- | [124] FD
id
file-transfer-id any allowed value RFC 5547 SDP_OFF
[124] clause ER
8.2.1
same value as in the RFC 5547 SDP_ANS
sdp offer [124] clause WER
8.2.2
media attribute a= line RFC 5547 MCDATA_
attribute = file-selector [124] FD
file-selector SDP_OFF
ER
selector[1]
filename any allowed value e.g. "TestFile.txt"
filesize size of the file to be
transferred
filetype any allowed value e.g. "text/plain”
hash
algorithm "sha-1"
value hash value of the file to
be transferred
file-selector same value as in the SDP_ANS
sdp offer WER
media attribute a= line RFC 5547 MCDATA_
attribute = file-date [124] FD AND
SDP_OFF
ER
file-date
date-param at least one entry with
an allowed value
media attribute present only if there is a= line SDP_OFF
no key-mgmt attribute attribute = key-mgmt ER AND
at session level MCD_1tol

key-mgmt TS 24.379 [9]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2A for condition
MCDATA
NOTE 1: If the UE is configured as lite implementation according to RFC 5245 [115], it shall include "a=ice-lite"

session-level attribute; nevertheless this is not a test requirement unless specified otherwise in a test case.
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5.5.3.1.2 SDP Message from the SS

- MCPTT

Table 5.5.3.1.2-1: SDP Message from the SS for MCPTT
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Information Element Value/remark Comment Reference Condition
Session description:
Protocol Version "0" v= line
Origin Same o=line as in the o= line
previous SDP message
sent by the SS except
that sess-version is
incremented by one
Origin o= line FIRST_SDP
FROM_SS
username "-" indicating the
concept of user IDs not
being supported
sess-id "11111111" A numeric string such
that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the
session.
sess-version "111111211"
nettype "IN"
Addrtype "IP4" or "IP6" This depends on the
depending on IP unicast address of the
address"” UE
unicast-address IP address of the SS
Session Name " s=line
single empty space
indicating no session
name
Bandwidth b= line
"AS" 38 TS 26.114 [64]
Table K.6
Time description
Timing t=line
start-time "Q"
stop-time "Q"
Session attribute a=line RFC 5245 PRE_ESTA
attribute="ice-lite” [115] BLISHED_S
ESSION
ice-lite
Media description[1] Media description for
audio
media description m= line RFC 4867 [59]
media = audio
media "audio"
port port number assigned The transport port to RFC 6335 [63]
by the SS (even integer) | which the media clause 6
stream is sent
proto "RTP/SAVP"
fmt "99" RTP/SAVP payload INITIAL_SD
type for AMR-WB is P_OFFER
dynamic
value for AMR-WB as
used in initial offer
media title "speech” i= line
Connection Data c=line
nettype "IN
Addrtype "IP4" or "IP6" This depends on the
depending on IP connection address
address”

connection-address

IP address of the SS

Bandwidth

b= line
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Information Element Value/remark Comment Reference Condition
"AS" 38 TS 26.114 [64]
Table K.6
"RS" 0 RFC 3556
[113]
"RR" 2000 RFC 3556
[113]
media attribute a= line
attribute = rtpmap
rtpmap "rtpmap”
payload type "99" INITIAL_SD
P_OFFER
value for AMR-WB as
used in initial offer
encoding name "AMR-WB"
clock rate 16000 RFC 4867 [59]
clause 8.3
encoding parameter "1 Channel number
media attribute a= line
attribute = fmtp
fmtp
format "99" INITIAL_SD
P_OFFER
value for AMR-WB as
used in initial offer
format specific parameters Parameters of WB-
AMR codec
mode-change-capability "2 To be able to RFC 4867 [59]
interoperate fully with clause 8.2
gateways to circuit
switched networks
max-red "o" No redundancy will be | RFC 4867 [59]
used clause 8.2
media attribute a=line
attribute =ptime
ptime "20" packet time
media attribute a= line
attribute =maxptime
maxptime "240" maximum packet time
media attribute a=line WITH_SEC
attribute = key-mgmt URITY OR
(PRIVATE-
CALL AND
SDP_OFFE
R AND NOT
WITHOUT _
SECURITY)
key-mgmt TS 24.379 [9]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2 for condition
MCPTT
media attribute a=line RFC 5245 PRE_ESTA
attribute="candidate” [115] BLISHED_S
ESSION
candidate candidate for RTP
foundation 1234 arbitrarily selected
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
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Information Element Value/remark Comment Reference Condition
priority 2130706431 RFC 5245 [115] clause
4.2:
224 % 126 +
28 * 65535 +
256 - component id
connection-address IP address of the SS default candidate
(same IP address as in
the c=line for speech)
port same port number as in
the m=line for speech
cand-type "host"
media attribute a=line RFC 5245 PRE_ESTA
attribute="candidate” [115] BLISHED_S
ESSION
candidate candidate for RTCP
foundation 1234 same as for RTP
component-id 2 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority 2130706430 RFC 5245 [115] clause
4.2:
224 %126 +
28 * 65535 +
256 - component id
connection-address IP address of the SS default candidate
(same IP address as in
the c=line for speech)
port same port number as in
the m= line for speech
incremented by 1
cand-type "host"
Media description[2] Media description for NOT
media control WITHOUT _
FLOORCON
TROL OR
PRE_ESTA
BLISHED_S
ESSION
media description m= line
media = application
SDP media-level
section for a media
control entity
media "application”
port port number assigned The port for the media
by the SS being control entity
different than the port
number of the audio
channel (RTP) and its
associated control
channel (RTCP)"
proto "udp"
fmt "MCPTT"
Connection Data c=line
nettype "IN"
Addrtype "IP4" or "IP6" This depends on the
depending on IP connection address
address

connection-address

IP address of the SS

media attribute

a= line
attribute = fmtp

fmtp

format

"MCPTT"
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Information Element Value/remark Comment Reference Condition
format specific parameters SDP_OFFE
R AND NOT
WITHOUT_
FLOORCON
TROL
mc_queueing present Parameter has no TS 24.380 [10]
value clause 14.2.2
mc_priority "3" "3" is the value of the TS 24.380 [10]
<user-priority> element | clause 14.2.3
for user A in the
MCPTT Group
Configuration (Table
5.5.7.1-1)
mc_granted not present
mc_implicit_request not present
mc_ssrc not present
mc_no_floor_ctrl not present
mc_floor_ssrc not present Rel-18
format specific parameters SDP_ANSW
ER AND
NOT
WITHOUT_
FLOORCON
TROL
mc_queueing present if included in Parameter has no TS 24.380 [10]
the offer value clause 14.3.2
mc_priority if a value is provided in | "3"is the value of the TS 24.380 [10]
the offer: "3" or the <user-priority> element | clause 14.3.3
value provided in the for user A in the
offer, whichever is the MCPTT Group
lower value; Configuration (Table
otherwise not present 5.5.7.1-1)
NOTE: <num-levels-
priority-hierarchy> has
a value of 10 for on-
network i.e. it is greater
than 3
mc_granted not present
present Parameter has no TS 24.380 [10] | IMPLICIT_F
value clause 14.3.4 LOOR_GRA
NTED
mc_implicit_request not present
present Parameter has no TS 24.380 [10] | IMPLICIT_G
value clause 14.3.5 RANT_REQ
UESTED
mc_ssrc not present
Audio SSRC of the TS 24.380 [10] | IMPLICIT_G
client as defined in clause 14.3.6 RANT_REQ
clause 5.5.6.1 UESTED
mc_no_floor_ctrl not present
mc_floor_ssrc not present Rel-18
format specific parameters WITHOUT _
FLOORCON
TROL
mc_queueing not present
mc_priority not present
mc_granted not present
mc_implicit_request not present
mc_ssrc not present
mc_no_floor_ctrl present Parameter has no TS 24.380 [10]
value clause 14.3.7
mc_floor_ssrc not present Rel-18
media attribute a=line RFC 5245 PRE_ESTA
attribute="candidate” [115] BLISHED_S
ESSION
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Derivation Path: RFC 4566 [27]

Information Element

Value/remark

Comment

Reference

Condition

candidate

candidate for Media
Control messages

foundation 4321 arbitrarily selected,;
different than for
RTP/RTCP

component-id 1 according to RFC 5245
[115] clause 4.1.1.1

transport "UDP"

priority 2130706431 RFC 5245 [115] clause

4.2:

224 %126 +

28 * 65535 +

256 - component id

connection-address

IP address of the SS
(same IP address as in
the c=line for media
control)

default candidate

port same port number as in
the m= line for
application

cand-type "host"
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- MCVideo

Table 5.5.3.1.2-2: SDP Message from the SS for MCVideo
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
Session description:
Protocol Version "0" v=line
Origin Same o=line as in the o= line
previous SDP message
sent by the SS except
that sess-version is
incremented by one
Origin o= line FIRST_SD
P_FROM_
SS
username "-" indicating the
concept of user IDs not
being supported
sess-id "11111111" A numeric string such
that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the
session.
sess-version "11111111"
nettype "IN"
Addrtype "IP4" or "IP6" This depends on the
depending on IP unicast address of the
address UE
unicast-address IP address of the SS
Session Name " s=line
single empty space
indicating no session
name
Bandwidth b= line
"AS" 352
Time description
Timing t=line
start-time "0"
stop-time "0"
Session attribute a=line RFC 5245 PRE_EST
attribute="ice-lite” [115] ABLISHED
SESSION
ice-lite
Media description[1] Media description for
audio
media description m= line RFC 4867 [59]
media = audio
media "audio"
port port number assigned The transport port to RFC 6335 [63]
by the SS (even which the media stream | clause 6
integer) is sent
proto "RTP/SAVP"
fmt "99" RTP/SAVP payload INITIAL_S
type for AMR-WB is DP_OFFE
dynamic R
value for AMR-WB as
used in initial offer
media title "audio component of i= line
MCVideo"
Connection Data c=line
nettype "IN"
Addrtype "IP4" or "IP6" This depends on the
depending on IP connection address
address

connection-address

IP address of the SS

Bandwidth

b= line
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Information Element Value/remark Comment Reference Condition
"AS" 37
"RS" 0 RFC 3556
[113]
"RR" 2000 RFC 3556
[113]
media attribute a= line
attribute = rtpmap
rtpmap "rtpmap"
payload type "99" INITIAL_S
DP_OFFE
R
value for AMR-WB as
used in initial offer
encoding name "AMR-WB"
clock rate 16000 RFC 4867 [59]
clause 8.3
encoding parameter "1 Channel number
media attribute a= line
attribute = fmtp
fmtp
format "99" INITIAL_S
DP_OFFE
R
value for AMR-WB as
used in initial offer
format specific parameters Parameters of WB-
AMR codec
mode-change-capability "2 To be able to RFC 4867 [59]
interoperate fully with clause 8.2
gateways to circuit
switched networks
max-red "o" No redundancy will be RFC 4867 [59]
used clause 8.2
media attribute a= line
attribute =ptime
ptime "20" packet time
media attribute a= line
attribute =maxptime
maxptime "240" maximum packet time
media attribute a= line WITH_SE
attribute = key-mgmt CURITY
OR
(PRIVATE-
CALL AND
SDP_OFF
ER AND
NOT
WITHOUT
_SECURIT
Y)
key-mgmt TS 24.281 [86]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2 for condition
MCVIDEO
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTP
foundation 1234 arbitrarily selected
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
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Information Element Value/remark Comment Reference Condition
priority 2130706431 RFC 5245 [115] clause
4.2:
224 % 126 +
28 * 65535 +
256 - component id
connection-address IP address of the SS default candidate
(same IP address as in
the c=line for audio)
port same port number as in
the m= line for audio
cand-type "host"
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTCP
foundation 1234 same as for RTP
component-id 2 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority 2130706430 RFC 5245 [115] clause
4.2:
224 % 126 +
28 * 65535 +
256 - component id
connection-address IP address of the SS default candidate
(same IP address as in
the c=line for audio)
port same port number as in
the m= line for audio
incremented by 1
cand-type "host"
Media description[2] Media description for
video
media description m= line
media = video
SDP media-level
section for a media-
transmission control
entity
media "video"
port port number of the The port for the media-
audio stream transmission control
incremented by 2 entity
(resulting in even
integer)
proto "RTP/SAVPF"
fmt "100" INITIAL_S
DP_OFFE
R
value for H264 as used
in initial offer
media title "video component of i= line
MCVideo"
Connection Data c=line
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address
connection-address IP address of the SS
Bandwidth b= line
"AS" 315
"RS" 0 RFC 3556
[113]
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
"RR" 2500 RFC 3556
[113]
media attribute a= line
attribute = rtpmap
rtpmap "rtpmap"”
payload type "100" INITIAL_S
DP_OFFE
R
value for H264 as used
in initial offer
encoding name "H264"
clock rate 90000 RFC 6184
[129]
media attribute a= line
attribute = fmtp
fmtp
format "100" INITIAL_S
DP_OFFE
R
value for H264 as used
in initial offer
format specific parameters Parameters the H264 RFC 6184 SDP_OFF
codec [129] ER
packetization-mode "o"
profile-level-id "42e00c"
sprop-parameter-sets "JOLgDJWQUHBAf1A=,
KM46gA=="
format specific parameters same parameters and Parameters the H264 SDP_ANS
values as sent by the codec WER
UE in the
corresponding SDP
offer
media attribute a= line RFC 4585 SDP_OFF
attribute = rtcp-fb [130] ER
rtcp-fb
rtcp-fb-pt e
rtcp-fb-val "trr-int 5000"
media attribute a= line RFC 4585 SDP_OFF
attribute = rtcp-fb [130] ER
rtcp-fb
rtcp-fb-pt e
rtcp-fb-val "nack”
media attribute a= line RFC 4585 SDP_OFF
attribute = rtcp-fb [130] ER
rtcp-fb
rtcp-fb-pt e
rtcp-fb-val "nack pli"
media attribute a= line RFC 4585 SDP_OFF
attribute = rtcp-fb [130] ER
rtcp-fb
rtcp-fb-pt e
rtcp-fb-val "ccm fir"
media attribute a= line RFC 4585 SDP_OFF
attribute = rtcp-fb [130] ER
rtcp-fb
rtcp-fb-pt "
rtcp-fb-val "ccm tmmbr”
media attribute present if there have a= line RFC 5939 SDP_ANS
been a=tcap and attribute = acfg [128] WER
a=pcfg attributes in the TS 26.114 [64]
corresponding SDP clause
offer 6.2.1a.3
acfg
config-number 1
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Information Element Value/remark Comment Reference Condition
sel-cfg-list "t=1"
media attribute a= line WITH_SE
attribute = key-mgmt CURITY
OR
(PRIVATE-
CALL AND
SDP_OFF
ER AND
NOT
WITHOUT
_SECURIT
Y)
key-mgmt TS 24.281 [86]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2 for condition
MCVIDEO
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTP
foundation 2345 arbitrarily selected,;
different than audio
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority 2130706431 RFC 5245 [115] clause
4.2:
224 %126 +
28 * 65535 +
256 - component id
connection-address IP address of the SS default candidate
(same IP address as in
the c=line for video)
port same port number as in
the m= line for video
cand-type "host"
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for RTCP
foundation 22345 same as for RTP
component-id 2 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority 2130706430 RFC 5245 [115] clause

4.2:

224% 126 +

28 * 65535 +

256 - component id

connection-address

IP address of the SS
(same IP address as in
the c=line for video)

default candidate

port

same port number as in
the m= line for video
incremented by 1
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Information Element Value/remark Comment Reference Condition
Media description[3] Media description for NOT
media control WITHOUT
_TRANSMI
SSIONCO
NTROL
OR
PRE_EST
ABLISHED
_SESSION
media description m= line
media = application
SDP media-level
section for a media
control entity
media "application”
port port number assigned The port for the media
by the SS being control entity
different than the port
number of the audio
and video channels
(RTP) and their
associated control
channels (RTCP)"
proto "udp"
fmt "MCVideo"
Connection Data c=line
nettype "IN"
Addrtype "IP4" or "IP6" This depends on the
depending on IP connection address
address
connection-address IP address of the SS
media attribute a= line
attribute = fmtp
fmtp
format "MCVideo"
format specific parameters SDP_OFF
ER AND
NOT
WITHOUT
_TRANSMI
SSIONCO
NTROL
mc_gueueing present Parameter has no TS 24.581 [88]
value clause 14.2.2
mc_priority "5" Any integer value in the | TS 24.581 [88]
range of 1..255 clause 14.2.3
mc_granted not present
mc_implicit_request not present
mc_reception_priority not present
mc_audio_ssrc not present Rel-18
mc_video_ssrc not present Rel-18
mc_transmission_ssrc not present Rel-18
format specific parameters SDP_ANS
WER AND
NOT
WITHOUT
_TRANSMI
SSIONCO
NTROL

mc_queueing

present if included in
the offer

Parameter has no
value

TS 24.581 [88]
clause 14.3.2
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Information Element Value/remark Comment Reference Condition
mc_priority if a value is provided in | "3"is the value of the TS 24.581 [88]
the offer: "3" or the <user-priority> element | clause 14.3.3
value provided in the for user A in the
offer, whichever is the MCVideo Group
lower value; Configuration (Table
otherwise not present 5.5.7.2-1)
mc_granted not present
present Parameter has no TS 24.581 [88] | IMPLICIT_
value clause 14.3.4 FLOOR_G
RANTED
mc_implicit_request not present
present Parameter has no TS 24.581 [88] | IMPLICIT_
value clause 14.3.5 GRANT_R
EQUESTE
D
mc_reception_priority same value as in the TS 24.581 [88]
SDP offer if present, clause 14.3.6
not present otherwise
mc_audio_ssrc not present Rel-18
mc_video_ssrc not present Rel-18
mc_transmission_ssrc not present Rel-18
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
_SESSION
candidate candidate for Media
Control messages
foundation 4321 arbitrarily selected,;
different than for
RTP/RTCP (audio,
video)
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "UDP"
priority 2130706431 RFC 5245 [115] clause

4.2:

224% 126 +

28 * 65535 +

256 - component id

connection-address

IP address of the SS
(same IP address as in
the c=line for media
control)

default candidate

port same port number as in
the m= line for
application

cand-type "host"
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- MCData

Table 5.5.3.1.2-3: SDP Message from the SS for MCData
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
Session description:
Protocol Version "0" v=line
Origin Same o=line as in the o= line
previous SDP message
sent by the SS except
that sess-version is
incremented by one
Origin o= line FIRST_SD
P_FROM_
SS
username "-" indicating the
concept of user IDs not
being supported
sess-id "11111111" A numeric string such
that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the
session.
sess-version "11111111"
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address
unicast-address IP address of the SS
Session Name " s=line
Time description
Timing t=line
start-time "0"
stop-time "0"
Session attribute a=line RFC 5245 PRE_EST
attribute="ice-lite” [115] ABLISHED
_SESSION
ice-lite
Media description[1] Media description for
data
media description m= line RFC 4867 [59]
media = message TS 24.282 [87]
media "message”
port port number assigned The transport port to
by the SS which the media stream
is sent
proto "TCP/MSRP"
fmt o
Connection Data c=line
nettype "IN"
Addrtype "IP4" or "IP6"
depending on IP
address
connection-address IP address of the SS
media attribute a= line SDP_OFF
attribute = sendonly ER AND
NOT
SDS_SES
SION
sendonly No parameters
associated with this line
media attribute a= line SDP_ANS
attribute = recvonly WER AND
NOT
SDS_SES
SION
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
recvonly No parameters
associated with this line
media attribute a= line SDS_SES
attribute = sendrecv SION
sendrecv No parameters
associated with this line
media attribute a= line
attribute = path
path MSRP URI according to TS 24.282 [87]
RFC 4975 [120] clause
6and9
scheme "msrp"
authority RFC 3986
[123] clause
3.2
userinfo not present
host IP address of the SS
port same value as in the
media line
session id assigned by the SS
transport "tcp"
URI-parameter not present
media attribute a= line RFC 4975
attribute = accept-types | [120]
accept-types
format-entry[1] "application/vnd.3gpp.
mcdata-signalling”
format-entry[2] "application/vnd.3gpp. MCDATA_
mcdata-payload” SDS
media attribute a= line RFC 4145
attribute = setup [119]
setup “actpass” SDP_OFF
ER
"passive” SDP_ANS
WER
media attribute a= line RFC 5547 MCDATA_
attribute = file-transfer- | [124] FD
id
file-transfer-id value assigned by the randomly chosen SDP_OFF
SS globally unique ER
identification (RFC
5547 [124])
same value as in the SDP_ANS
sdp offer WER
media attribute a= line RFC 5547 MCDATA_
attribute = file-selector [124] FD
file-selector SDP_OFF
ER
selector[1]
filename name of the file to be e.g. "TestFile.txt"
transferred
filesize size of the file to be
transferred
filetype type of the file to be e.g. "text/plain”
transferred
hash
algorithm "sha-1"
value hash value of the file to
be transferred
file-selector same value as in the SDP_ANS
sdp offer WER
media attribute a= line RFC 5547 MCDATA_
attribute = file-date [124] FD AND
SDP_OFF
ER
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Information Element Value/remark Comment Reference Condition
file-date
date-param[1]
type "creation"
date-time date and time when the | e.g. "Mon, 20 Dec 2021 | RFC 5322
file has been created 15:01:31 +0100" [109]
media attribute a= line SDP_OFF
attribute = key-mgmt ER AND
MCD_1tol
key-mgmt TS 24.379 [9]
clause 6.2.1
mikey MIKEY-SAKKE RFC 4567 [44]
I_MESSAGE as
specified in Table
5.5.9.1-2 for condition
MCDATA
media attribute a=line RFC 5245 PRE_EST
attribute="candidate” [115] ABLISHED
SESSION
candidate candidate for
TCP/MSRP
foundation 1234 arbitrarily selected
component-id 1 according to RFC 5245
[115] clause 4.1.1.1
transport "TCP/MSRP"
priority 2130706431 RFC 5245 [115] clause

4.2:

224 * 126 +

28 * 65535 +

256 - component id

connection-address

IP address of the SS
(same IP address as in
the c=line)

default candidate

port same port number as in
the m=line
cand-type "host"
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55.3.1.3 SDP Message from the UE - Off-network

- MCPTT

Table 5.5.3.1.3-1: SDP Message from the UE - Off-network for MCPTT
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Derivation Path: RFC 4566 [27]

Information Element

Value/remark

Comment

Reference

Condition

Session description:

Protocol Version "0" v= line
Origin o=line
username
sess-id any allowed value A numeric string such

that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the

session.
sess-version any allowed value
nettype "IN
addrtype "IP4" "IP4" or "IP6"
unicast-address px_MCPTT_IP_Connec
tionAddressAll
Session Name s=line
Connection Data c=line
nettype "IN"
addrtype "IP4" "IP4" or "IP6"
connection-address px_MCPTT_IP_Connec | Set to the multicast IP
tionAddressAll address of the MCPTT
group
Bandwidth b= line
bwtype "AS:" bwtype:bandwidth
bandwidth any allowed value
Time description
Timing t=line
start-time "0"
stop-time "0"
Media descriptions
media description m= line
media = audio
media "audio”
port any allowed value Set to a port number for
MCPTT speech of the
MCPTT group
proto "RTP/AVP"
fmt any allowed value(s) Indicating RTP payload
type numbers
media title "speech"” i=line
media attribute a= line
attribute = rtpmap
ripmap "rtpmap"”
payload type "99"
encoding hame "AMR-WB"
clock rate 16000
encoding parameter "1" if present Channel number
media attribute a= line
attribute = fmtp
fmtp "fmtp"
format the value given in fmtin

the audio media
description

format specific parameters

Parameters of WB-
AMR codec

mode-change-capability

non

To be able to
interoperate fully with
gateways to circuit
switched networks

max-red

No redundancy will be
used
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
media attribute a=line
attribute =ptime
ptime any allowed value packet time
media attribute a=line

attribute =maxptime

maxptime

any allowed value

maximum packet time

media description

m= line
media = application

media "application"
port any allowed value Set to a port number for
media-floor control
entity of the MCPTT
group
proto "udp"
fmt "MCPTT"
media attribute a= line
attribute = fmtp
fmtp
format "MCPTT"
format specific parameters
mc_gueueing optional Parameter has no

value

mc_priority not present Any integer value in the
or range of 1..255
any allowed value

mc_granted present Parameter has no

value

mc_implicit_request present Parameter has no
value
media attribute a= line
attribute = key-mgmt
key-mgmt
mikey MIKEY-SAKKE
|_MESSAGE as

specified in Table
5.5.9.1-2
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- MCVideo

Table 5.5.3.1.3-2: SDP Message from the UE - Off-network for MCVideo
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Information Element

Value/remark

Comment

Reference

Condition

Session description:

Protocol Version "0" v= line
Origin o=line
username
sess-id any allowed value A numeric string such

that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the

session.
sess-version any allowed value
nettype "IN
addrtype "IP4" "IP4" or "IP6"
unicast-address px_MCVideo_IP_Conn
ectionAddressAll
Session Name s=line
Connection Data c=line
nettype "IN"
addrtype "IP4" "IP4" or "IP6"
connection-address px_MCVideo_IP_Conn | Set to the multicast IP
ectionAddressAll address of the
MCVideo group
Bandwidth b= line
bwtype "AS:" bwtype:bandwidth
bandwidth any allowed value
Time description
Timing t=line
start-time "0"
stop-time "0"
Media descriptions
media description m= line
media = audio
media "audio”
port any allowed value Set to a port number for
MCVideo speech of the
MCVideo group
proto "RTP/AVP"
fmt any allowed value(s) Indicating RTP payload
type numbers
media title "speech"” i=line
media attribute a= line
attribute = rtpmap
ripmap "rtpmap"”
payload type "99"
encoding hame "AMR-WB"
clock rate 16000
encoding parameter "1" if present Channel number
media attribute a= line
attribute = fmtp
fmtp "fmtp"
format the value given in fmtin

the audio media
description

format specific parameters

Parameters of WB-
AMR codec

mode-change-capability

non

To be able to
interoperate fully with
gateways to circuit
switched networks

max-red

No redundancy will be
used
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Information Element Value/remark Comment Reference Condition
media attribute a=line
attribute =ptime
ptime any allowed value packet time
media attribute a=line

attribute =maxptime

maxptime

any allowed value

maximum packet time

media description

m= line
media = video

SDP media-level
section for a media-
transmission control
entity

media "video"
port any allowed value The port for the media-
transmission control
entity
proto "udp” User Datagram
Protocol. With UDP,
computer applications
can send messages to
other hosts on
an Internet Protocol
(IP) network. Time-
sensitive applications
often use UDP because
dropping packets is
preferable to waiting for
packets delayed due
to retransmission,
which may not be an
option in a real-time
system.
fmt "MCVideo"
Connection Data c=line
Included if the media
plane control channel
uses a different IP
address than other
media described in the
SDP
nettype "IN"
addrtype "1P4"
connection-address px_MCVideo_IP_Conn
ectionAddressApp
media attribute a= line
attribute = rtpmap
rtpmap "rtpmap"”
payload type
encoding nhame "H.264"
clock rate RFC 4867 [59]
clause 8.3
encoding parameter " if present Channel number
media attribute a= line
attribute = fmtp
fmtp TS 24.581 [88]
clause 12,
clause 14
format "MCVideo"

format specific parameters
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Information Element

Value/remark

Comment

Reference

Condition

mc_queueing

optional

Parameter has no
value.

Shall include the
"mc_queueing” fmtp
attribute in SDP offers
when queueing of
Transmission request is
supported.

TS 24.581 [88]
clause 12,
clause 14

mc_priority

not present
or
any allowed value

Any integer value in the
range of 1..255

Shall include the
"mc_priority" fmtp
attribute when a
transmission priority
different than the
default priority is
required.

TS 24.581 [88]
clause 12,
clause 14

mc_reception_priority

not present
or
any allowed value

Any integer value in the
range of 0...255

Shall include the
"mc_reception_priority"
fmtp attribute when a
reception priority
different than the
default reception
priority is required.

TS 24.581 [88]
clause 12,
clause 14

mc_granted

present

Parameter has no
value

Shall include the
"mc_granted"” fmtp
attribute in the SDP
offer of an initial SIP
INVITE request when it
is acceptable for the
MCVideo client to
receive a granted
indication in the SIP
200 (OK) response to
an initial INVITE
request.

TS 24.581 [88]
clause 12,
clause 14

mc_implicit_request

present

Parameter has no
value

Shall include the
"mc_implicit_request”
fmtp attribute when a
SIP request shall be
interpreted as an
implicit Transmission
request. If not explicitly
stated in procedures in
the present document
or in procedures in

TS 24.281 [2] that the
"mc_implicit_request”
fmtp attribute shall be
included, the decision
to include the
"mc_implicit_request"
fmtp attribute or not, is
an implementation
option.

TS 24.581 [88]
clause 12,
clause 14

media attribute

a= line
attribute = key-mgmt

PRIVATE-
CALL
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
key-mgmt Key Management TS 24.281 [86]
attribute field in the clause 6.2.1

media and session
level.

mikey MIKEY-SAKKE MIKEY carries the RFC 4567 [44]
I_MESSAGE as security parameters
specified in Table needed for
6.1.1.1.3.3-3 setting up the security

protocol. It is a protocol
designed for
government and
relevant enterprises to
enable secure, cross-
platform multimedia
communications.
media description m= line
media = application
media "application"
port any allowed value Set to a port number for
media-floor control
entity of the MCVideo
group

proto "udp"

fmt "MCVideo"

media attribute a= line
attribute = fmtp
fmtp
format "MCVideo"
format specific parameters
mc_gueueing optional Parameter has no

value

mc_priority not present Any integer value in the
or range of 1..255
any allowed value

mc_granted present Parameter has no

value

mc_implicit_request present Parameter has no
value
media attribute a= line
attribute = key-mgmt
key-mgmt
mikey MIKEY-SAKKE
I_MESSAGE as
specified in Table
5.5.9.1-2A
- MCData
Table 5.5.3.1.3-3: SDP Message from the UE - Off-network for MCData
FFS
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55.3.14 SDP Message from the SS - Off-network

- MCPTT

Table 5.5.3.1.4-1: SDP Message from the SS - Off-network for MCPTT
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Information Element

Value/remark

Comment

Reference

Condition

Session description:

Protocol Version "0" v= line
Origin o=line
username
sess-id "12345678" A numeric string such
that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the
session.
sess-version "12345678"
nettype "IN
addrtype "IP4"
unicast-address px_MCPTT_IP_Connec
tionAddressAll
Session Name s=line
Connection Data c=line
nettype "IN"
addrtype "1P4" "IP4" or "IP6"
connection-address px_MCPTT_IP_Connec | Set to the multicast IP
tionAddressAll address of the MCPTT
group
Bandwidth b= line
bwtype "AS:" bwtype:bandwidth
bandwidth any allowed value
Time description
Timing t=line
start-time "0"
stop-time "0"
Media descriptions
media description m= line
media = audio
media "audio”
port "49152" Set to a port number for
MCPTT speech of the
MCPTT group
proto "RTP/AVP"
fmt "99" Indicating RTP payload
type numbers
media title "speech"” i=line
media attribute a= line
attribute = rtpmap
ripmap "rtpmap"”
payload type "99"
encoding hame "AMR-WB"
clock rate 16000
encoding parameter "1" if present Channel number
media attribute a= line
attribute = fmtp
fmtp "fmtp"
format "99"
format specific parameters Parameters of WB-
AMR codec
mode-change-capability "2 To be able to
interoperate fully with
gateways to circuit
switched networks
max-red "o" No redundancy will be

used

media attribute

a= line
attribute =ptime
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
ptime "20" packet time
media attribute a= line
attribute =maxptime
maxptime "240" maximum packet time
media description m= line
media = application
media "application"
port "49153" Set to a port number for
media-floor control
entity of the MCPTT
group
proto "udp”
fmt "MCPTT"
media attribute a= line
attribute = fmtp
fmtp
format "MCPTT"
format specific parameters
mc_gueueing present Parameter has no
value
mc_priority "5" Any integer value in the
range of 1..255
mc_granted present Parameter has no
value
mc_implicit_request present Parameter has no
value
media attribute a= line
attribute = key-mgmt
key-mgmt
mikey MIKEY-SAKKE
I_MESSAGE as
specified in Table
5.5.9.1-2
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- MCVideo

Table 5.5.3.1.4-2: SDP Message from the SS - Off-network for MCVideo

ETSI



3GPP TS 36.579-1 version 16.4.0 Release 16 280

ETSI TS 136 579-1 V16.4.0 (2024-05)

Derivation Path: RFC 4566 [27]

Information Element

Value/remark

Comment

Reference

Condition

Session description:

Protocol Version "0" v= line
Origin o=line
username
sess-id "12345678" A numeric string such
that the tuple of
<username>, <sess-
id>, <nettype>,
<addrtype>, and
<unicast-address>
forms a globally unique
identifier for the
session.
sess-version "12345678"
nettype "IN
addrtype "IP4"
unicast-address px_MCVideo_IP_Conn
ectionAddressAll
Session Name s=line
Connection Data c=line
nettype "IN"
addrtype "IP4" "IP4" or "IP6"
connection-address px_MCVideo_IP_Conn | Set to the multicast IP
ectionAddressAll address of the
MCVideo group
Bandwidth b= line
bwtype "AS:" bwtype:bandwidth
bandwidth any allowed value
Time description
Timing t=line
start-time "0"
stop-time "0"
Media descriptions
media description m= line
media = audio
media "audio”
port "49152" Set to a port number for
MCVideo speech of the
MCVideo group
proto "RTP/AVP"
fmt "99" Indicating RTP payload
type numbers
media title "speech"” i=line
media attribute a= line
attribute = rtpmap
ripmap "rtpmap"”
payload type "99"
encoding hame "AMR-WB"
clock rate 16000
encoding parameter "1" if present Channel number
media attribute a= line
attribute = fmtp
fmtp "fmtp"
format "99"
format specific parameters Parameters of WB-
AMR codec
mode-change-capability "2 To be able to
interoperate fully with
gateways to circuit
switched networks
max-red "o" No redundancy will be

used

media attribute

a= line
attribute =ptime
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Derivation Path: RFC 4566 [27]
Information Element Value/remark Comment Reference Condition
ptime "20" packet time
media attribute a=line
attribute =maxptime
maxptime "240" maximum packet time
media description m= line
media = video
SDP media-level
section for a media-
transmission control
entity
media "video"
port any allowed value The port for the media-
transmission control
entity
proto "udp"” User Datagram
Protocol. With UDP,
computer applications
can send messages to
other hosts on
an Internet Protocol
(IP) network. Time-
sensitive applications
often use UDP because
dropping packets is
preferable to waiting for
packets delayed due
to retransmission,
which may not be an
option in a real-time
system.
fmt "MCVideo"
Connection Data c=line
Included if the media
plane control channel
uses a different IP
address than other
media described in the
SDP
nettype "IN"
addrtype "1P4"
connection-address px_MCVideo_IP_Conn
ectionAddressApp
media attribute a=line
attribute = rtpmap
rtpmap "rtpmap"
payload type
encoding name "H.264"
clock rate RFC 4867 [59]
clause 8.3
encoding parameter " if present Channel number
media attribute a= line
attribute = fmtp
fmtp TS 24.581 [88]
clause 12,
clause 14
format "MCVideo"

format specific parameters
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Derivation Path: RFC 4566 [27]

Information Element

Value/remark

Comment

Reference

Condition

mc_queueing

optional

Parameter has no
value.

Shall include the
"mc_queueing” fmtp
attribute in SDP offers
when queueing of
Transmission request is
supported.

TS 24.581 [88]
clause 12,
clause 14

mc_priority

not present
or
any allowed value

Any integer value in the
range of 1..255

Shall include the
"mc_priority" fmtp
attribute when a
transmission priority
different than the
default priority is
required.

TS 24.581 [88]
clause 12,
clause 14

mc_reception_priority

not present
or
any allowed value

Any integer value in the
range of 0...255

Shall include the
"mc_reception_priority"
fmtp attribute when a
reception priority
different than the
default reception
priority is required.

TS 24.581 [88]
clause 12,
clause 14

mc_granted

present

Parameter has no
value

Shall include the
"mc_granted"” fmtp
attribute in the SDP
offer of an initial SIP
INVITE request when it
is acceptable for the
MCVideo client to
receive a granted
indication in the SIP
200 (OK) response to
an initial INVITE
request.

TS 24.581 [88]
clause 12,
clause 14

mc_implicit_request

present

Parameter has no
value

Shall include the
"mc_implicit_request”
fmtp attribute when a
SIP request shall be
interpreted as an
implicit Transmission
request. If not explicitly
stated in procedures in
the present document
or in procedures in

TS 24.281 [2] that the
"mc_implicit_request”
fmtp attribute shall be
included, the decision
to include the
"mc_implicit_request"
fmtp attribute or not, is
an implementation
option.

TS 24.581 [88]
clause 12,
clause 14

media attribute

a= line
attribute = key-mgmt

PRIVATE-
CALL
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Derivation Path: RFC 4566 [27]

Information Element Value/remark Comment Reference Condition
key-mgmt Key Management TS 24.281 [86]
attribute field in the clause 6.2.1

media and session
level.

mikey MIKEY-SAKKE MIKEY carries the RFC 4567 [44]
I_MESSAGE as security parameters
specified in Table needed for
6.1.1.1.3.3-3 setting up the security

protocol. It is a protocol
designed for
government and
relevant enterprises to
enable secure, cross-
platform multimedia
communications.
media description m= line
media = application
media "application"
port "49153" Set to a port number for
media-floor control
entity of the MCVideo
group

proto "udp"

fmt "MCVideo"

media attribute a= line
attribute = fmtp
fmtp
format "MCVideo"
format specific parameters
mc_gueueing present Parameter has no
value
mc_priority "5" Any integer value in the
range of 1..255
mc_granted present Parameter has no
value
mc_implicit_request present Parameter has no
value
media attribute a= line
attribute = key-mgmt
key-mgmt
mikey MIKEY-SAKKE
I_MESSAGE as
specified in Table
5.5.9.1-2
- MCData
Table 5.5.3.1.4-3: SDP Message from the SS - Off-network for MCData
FFS
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Table 5.5.3.2.1-1: MCPTT-Info from the UE
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Derivation Path: TS 24.379 [9] clause F.1.2

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-access-token not present
Encrypted (NOTE 2) The access token is TS 33.180 [94] | CONFIG,
<mcptt-access-token> opaque to the MCPTT , clause B.4 GROUPC
with mcpttString set to client RFC 6749 [77] | ONFIG
access token as
assigned to the UE in
the Token Response
session-type not present
"prearranged"” GROUP-
CALL AND
INVITE_R
EFER
"private” PRIVATE-
CALL AND
INVITE_R
EFER
“chat” CHAT-
GROUP-
CALL AND
INVITE_R
EFER
"first-to-answer" FIRST-TO-
ANSWER
AND
INVITE_R
EFER
mcptt-request-uri not present
Encrypted (NOTE 2) The URI of the group (GROUP-
<mcptt-request-uri> CALL OR
with mcpttURI set to CHAT-
pX_MCPTT_Group_A_I GROUP-
D CALL)
AND
INVITE_R
EFER
not present or The URI of the invited PRIVATE-
encrypted (NOTE 2) MCPTT Client CALL AND
<mcptt-request-uri> INVITE_R
with mcpttURI set to EFER
px_MCPTT_ID_User_B
encrypted (NOTE 2) POC-
<mcptt-request-uri> SETTINGS
with mcpttURI set to -EVENT
px_MCPTT_ID _User_A
mcptt-calling-user-id not present or
encrypted (NOTE 2)
<mcptt-calling-user-id>
with mcpttURI set to
px_MCPTT_ID User_A
not present CONFIG,
GROUPC
ONFIG,
POC-
SETTINGS
-EVENT
mcptt-called-party-id not present
not present or INVITE-
encrypted (NOTE 2) RSP

<mcptt-called-party-id>
with mcpttURI set to
px_MCPTT _ID_User A

mcptt-calling-group-id

not present

required

not present
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Derivation Path: TS 24.379 [9] clause F.1.2

Information Element Value/remark Comment Reference Condition
emergency-ind not present or
encrypted (NOTE 2)
<emergency-ind> with
mcpttBoolean set to
"false”
Encrypted (NOTE 2) EMERGEN
<emergency-ind> with CY-CALL
mcpttBoolean set to AND
"true" INVITE_R
EFER
alert-ind not present or
encrypted (NOTE 2)
<alert-ind> with
mcpttBoolean set to
"false”
Encrypted (NOTE 2) EMERGEN
<alert-ind> with CY-CALL
mcpttBoolean set to AND
pc_MCX_Emergencylin INVITE_R
dwithAlertind EFER
imminentperil-ind not present or
encrypted (NOTE 2)
<imminentperil-ind>
with mcpttBoolean set
to "false"
Encrypted (NOTE 2) < IMMPERIL
imminentperil -ind> with -CALL
mcpttBoolean set to AND
"true” INVITE_R
EFER
broadcast-ind not present or “false”
"true” BROADCA
ST-CALL
mc-org not present
floor-state not present
associated-group-id not present
pXx_MCPTT_Group_A_| | if the <mcptt-request- TS 24.379 [9] GROUP-
D if meptt-request-uri uri> element contains a | clause F.1.3 CALL

contains a temporary
group identity;
otherwise, not present

group identity then this
element can include an
MCPTT group ID
associated with the
group identity in the
<mcptt-request-uri>
element. E.g. if the
<mcptt-request-uri>
element contains a
temporary group
identity (TGI), then the
<associated-group-id>
element can contain
the constituent MCPTT
group 1D

originated-by

not present

MKFC-GKTPs

not present

mcptt-client-id

not present
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Derivation Path: TS 24.379 [9] clause F.1.2

Information Element Value/remark Comment Reference Condition
encrypted (NOTE 2) The UUID URN of the RFC (GROUP-
<mcptt-client-id> with MCPTT Client 4122 [106] CALL OR
mcpttString set to valid TS 24.379 [9] CHAT-
UUID URN (NOTE 1) clause 4.10 GROUP-

CALL OR
EMERGEN
CY-CALL
OR
IMMPERIL
-CALL)
AND
INVITE_R
EFER
not present or (PRIVATE-
encrypted (NOTE 2) CALL OR
<mcptt-client-id> with FIRST-TO-
mcpttString set to valid ANSWER)
UUID URN (NOTE 1) AND
INVITE_R
EFER
not present or in general meptt-client- | RFC CONFIG,
encrypted (NOTE 2) id is not mandatory 4122 [106] GROUPC
<mcptt-client-id> with (e.g. for SIP TS 24.379 [9] ONFIG
mcpttString set to valid | SUBSCRIBE) clause 4.10
UUID URN (NOTE 1)
encrypted (NOTE 2) mcptt-client-id is RFC CONFIG
<mcptt-client-id> with mandatory in the SIP 4122 [106] AND
mcpttString set to valid | REGISTER or SIP TS 24.379 [9] REGISTE
UUID URN (NOTE 1) PUBLISH for service clause 4.10 R_PUBLIS
authorisation according H
to TS 24.379 [9]
clauses 7.2.1 and 7.2.2
encrypted (NOTE 2) mcptt-client-id is RFC POC-
<mcptt-client-id> with mandatory in SIP 4122 [106] SETTINGS
mcpttString set to valid | PUBLISH for MCPTT TS 24.379 [9] -EVENT
UUID URN (NOTE 1) service settings only, clause 4.10
according to
TS 24.379 [9]
clause 7.2.3
alert-ind-rcvd not present
anyExt not present TS 24.379 [9],
clause F.1.3
anyExt anyExt shall not contain | TS 24.379 [9], | FUNCTIO
any further elements clause F.1.3 NAL_ALIA
than listed below S

unless specified
otherwise in the
specific message
content of a test case

functional-alias-URI

encrypted (NOTE 2)
<functional-alias-URI>
with mcpttURI set to
px_MCPTT ID FA A

set to the value of the
functional alias that is
used together with the
"mcptt-calling-user-id"

NOTE 1: The SS shall check the mcptt-client-id
- at the first time being sent by the UE to be a valid UUID URN with a format like
"urn:uuid: XXXXXXXX-YYYY-ZZZZ-yyyy-zzzzzzzzzzzz" according to RFC 4122 [106]
- to be all the same UUID URN in subsequent messages.

NOTE 2: Encrypted element as described in Table 5.5.3.2.1-1A
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Condition Explanation
REGISTER_PUBLISH MCPTT-Info in SIP REGISTER or SIP PUBLISH request for service
authorisation
INVITE_REFER MCPTT-Info in SIP INVITE or SIP REFER request for call
establishment
INVITE-RSP MCPTT-Info in SIP response to a SIP INVITE

NOTE: INVITE-RSP is inherited from the SIP response, i.e. it shall be
considered as true whenever set for the SIP response

FUNCTIONAL ALIAS An active Functional Alias is used

For further conditions see table 5.5.1-1

Table 5.5.3.2.1-1A: Encrypted MCPTT info parameter sent by the UE

Derivation Path: TS 24.379 [9] clauses F.1.2, F.1.3
Information Element Value/remark Comment Reference Condition
type attribute "Encrypted"
EncryptedData EncryptedData as
described in Table
5.5.13.2-1 containing
encrypted element
content of the mcptt
parameter
- MCVideo
Table 5.5.3.2.1-2: MCVideo-Info from the UE
Derivation Path: TS 24.281 [86] Clause F.1.2
Information Element Value/remark Comment Reference Condition
mcvideoinfo
mcvideo-Params
mcvideo-access-token not present
Encrypted (NOTE 2) The access token is TS 33.180 [94 | CONFIG
<mcvideo-access- opaque to the ], clause B.4 GROUPCO
token> with MCVideo client RFC NFIG
mcvideoString set to 6749 [77]
access token as
assigned to the UE in
the Token Response
session-type not present
"prearranged" GROUP-
CALL AND
INVITE_RE
FER
"private" PRIVATE-
CALL AND
INVITE_RE
FER
“chat” CHAT-
GROUP-
CALL AND
INVITE_RE
FER
mcvideo-request-uri not present
Encrypted (NOTE 2) The URI of the group (GROUP-
<mcvideo-request-uri> CALL OR
with mcvideoURI set to CHAT-
px_MCVideo_Group_A GROUP-
_ID CALL) AND
INVITE_RE
FER
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not present or The URI of the invited PRIVATE-
Encrypted (NOTE 2) MCVideo Client CALL AND
<mcvideo-request-uri> INVITE_RE
with mcvideoURI set to FER
px_MCVideo_User_B_|
D
Encrypted (NOTE 2) POC-
<mcvideo-request-uri> SETTINGS
with mcvideoURI set to -EVENT
px_MCVideo_User_A |
D
mcvideo-calling-user-id not present or
Encrypted (NOTE 2)
<mcvideo-request-uri>
with mcvideoURI set to
px_MCVideo_ID_User_
A
not present CONFIG,
GROUPCO
NFIG,
POC-
SETTINGS
-EVENT
mcvideo-called-party-id not present
not present or INVITE-
Encrypted (NOTE 2) RSP
<mcvideo-request-uri>
with mcvideoURI set to
px_MCVideo_ID_User_
A
mcvideo-calling-group-id not present
required not present
emergency-ind not present or
encrypted (NOTE 2)
<emergency-ind> with
mcvideoBoolean set to
"false"
encrypted (NOTE 2) EMERGEN
<emergency-ind> with CY-CALL
mcvideoBoolean set to AND
true INVITE-
REFER
alert-ind not present or
encrypted (NOTE 2)
<alert-ind> with
mcvideoBoolean set to
"false"
encrypted (NOTE 2) EMERGEN
<alert-ind> with CY-CALL
mcvideoBoolean set to AND
pc_MCX_Emergencylin INVITE_RE
dwithAlertind FER
imminentperil-ind not present or
encrypted (NOTE 2)
<imminentperil-ind>
with mcvideoBoolean
set to "false"
encrypted (NOTE 2) IMMPERIL-
<imminentperil-ind> CALL AND
with mcvideoBoolean INVITE-
set to true REFER
broadcast-ind not present or “false”
"true" BROADCA
ST-CALL

mc-org

not present

associated-group-id

not present
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px_MCVideo_Group_A | if the <mcvideo- TS 24.281 [86 | GROUP-
_ID if mevideo-request- | request-uri> element ] clause F.1.3 | CALL
uri contains a temporary | contains a group
group identity; identity then this
otherwise, not present element can include an

MCVideo group ID
associated with the
group identity in the
<mcvideo-request-uri>
element. E.g. if the
<mcvideo-request-uri>
element contains a
temporary group
identity (TGI), then the
<associated-group-id>
element can contain
the constituent
MCVideo group ID
originated-by not present
MKFC-GKTPs not present
mcvideo-client-id not present
encrypted (NOTE 2) < The UUID URN of the RFC (GROUP-
mcvideo-client-id> with MCVIDEO Client 4122 [106] CALL OR
mcvideoString set to TS 24.281 CHAT-
valid UUID URN (NOTE [86] clause GROUP-
1) 4.9 CALL OR
EMERGEN
CY-CALL
OR
IMMPERIL-
CALL)
AND
INVITE_RE
FER
not present or PRIVATE-
encrypted (NOTE 2) < CALL AND
mcvideo-client-id> with INVITE_RE
mcvideoString set to FER
valid UUID URN (NOTE
1)
not present or in general mevideo- RFC CONFIG,
encrypted (NOTE 2) < client-id is not 4122 [106] GROUPCO
mcvideo-client-id> with mandatory (e.g. for TS 24.281 [86 | NFIG
mcvideoString set to SIP SUBSCRIBE) ] clause 4.9
valid UUID URN (NOTE
1)
encrypted (NOTE 2) < mcvideo-client-id is RFC CONFIG
mcvideo-client-id> with mandatory in the SIP 4122 [106] AND
mcvideoString set to REGISTER or SIP TS 24.281 [86 | REGISTER
valid UUID URN (NOTE | PUBLISH for service ] clause 4.9 _PUBLISH
1) authorisation
according to
TS 24.281 [86]
clauses 7.2.1 and
722
encrypted (NOTE 2) < mcvideo-client-id is RFC POC-
mcvideo-client-id> with mandatory in SIP 4122 [106] SETTINGS
mcvideoString set to PUBLISH for MCVideo | TS 24.281 [86 | -EVENT
valid UUID URN (NOTE | service settings only, ] clause 4.9

1)

according to
TS 24.281 [86]
clause 7.2.3

alert-ind-rcvd

not present

anyExt

not present

TS 24.281 [86
] clause F.1.3
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NOTE 1: The SS shall check the mcvideo-client-id
- at the first time being sent by the UE to be a valid UUID URN with a format like
"urn:uuid: XXXXXXXX-YYYY-ZZZZ-yyyy-zzzzzzzzz777" according to RFC 4122 [106]
- to be all the same UUID URN in subsequent messages.

NOTE 2: Encrypted element as described in Table 5.5.3.2.1-2A

Condition Explanation
REGISTER_PUBLISH MCVideo-Info in SIP REGISTER or SIP PUBLISH request for service
authorisation
INVITE_REFER MCVideo-Info in SIP INVITE or SIP REFER request for call
establishment
INVITE-RSP MCVideo-Info in SIP response to a SIP INVITE

For further conditions see table 5.5.1-1

Table 5.5.3.2.1-2A: Encrypted MCVideo info parameter sent by the UE

Derivation Path: TS 24.281 [86] clauses F.1.2, F.1.3

Information Element

Value/remark Comment Reference Condition

type attribute

"Encrypted"

EncryptedData

EncryptedData as
described in Table
5.5.13.2-1 containing
encrypted element
content of the mcvideo
parameter
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- MCData

Table 5.5.3.2.1-3: MCData-Info from the UE
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Derivation Path: TS 24.282 [87], Clause D.1

Information Element Value/remark Comment Reference Condition
mcdata-info
mcdata-Params
mcdata-access-token not present
Encrypted (NOTE 2) The access token is TS 33.180 [94] | CONFIG
<mcdata-access- opaque to the MCData | , clause B.4 GROUPC
token> with client RFC 6749 [77] | ONFIG
mcdataString set to
access token as
assigned to the UE in
the Token Response
request-type not present
"one-to-one-sds"” MCD_1tol
“group-sds” MCD_grp
mcdata-request-uri not present
Encrypted (NOTE 2) MCD_grp
<mcdata-request-uri>
with mcdataURI set to
px_MCData_Group_A_
ID
Encrypted (NOTE 2) POC-
<mcdata-request-uri> SETTINGS
with mcdataURI set to -EVENT
px_MCData_Group_A_
ID
mcdata-calling-user-id not present
mcdata-called-party-id not present
mcdata-calling-group-id not present
alert-ind not present
originated-by not present
mcdata-client-id not present
Encrypted (NOTE 2) MCD_grp
<mcdata-client-id> with
mcdataString set to
valid UUID URN
(NOTE 1)
Encrypted (NOTE 2) CONFIG
<mcdata-client-id> with AND
mcdataString set to PUBLISH
valid UUID URN
(NOTE 1)
not present or in general mcdata- (CONFIG
encrypted (NOTE 2) client-id is not OR
<mcdata-client-id> with | mandatory (e.g. for SIP GROUPC
mcdataString set to SUBSCRIBE) ONFIG)
valid UUID URN AND NOT
(NOTE 1) REGISTE
R (NOTE
3)
Encrypted (NOTE 2) mcdata-client-id is RFC POC-
<mcdata-client-id> with | mandatory in SIP 4122 [106] SETTINGS
mcdataString set to PUBLISH for MCData -EVENT
valid UUID URN service settings only,
(NOTE 1) according to
TS 24.282 [87]
clause 7.2.3
mcdata-controller-psi not present
anyExt not present
anyExt anyExt shall not contain PRE_EST
any further elements ABLISHED
than listed below _SESSION
unless specified OR
otherwise in the FUNCTIO
specific message NAL_ALIA
content of a test case S
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pre-established-session-ind “true” TS 24.282 [87], Clause PRE_EST
18.3.2.1 ABLISHED
SESSION
functional-alias-URI encrypted (NOTE 2) set to the value of the FUNCTIO
<functional-alias-URI> functional alias that is NAL_ALIA
with mcdataURI set to used together with the S

px_MCData_ID_FA_A

"mcdata-calling-user-id"

NOTE 1: The SS shall check the mcdata-client-id
- at the first time being sent by the UE to be a valid UUID URN with a format like
"urn:uuid: XXXXXXXX-YYYY-ZZZZ-yyyy-zzzzzzzzz777" according to RFC 4122 [106]
- to be all the same UUID URN in subsequent messages.
NOTE 2: Encrypted element as described in Table 5.5.3.2.1-3A
NOTE 3: In contrast to MCPTT and MCVideo for MCData TS 24.282 [87] clause 7.2.1 does not specify the client-id
to be included in the REGISTER request.
Condition Explanation
MCD_1tol A one-to-one MCData call
MCD_grp A goup MCData call
REGISTER MCData-Info in SIP REGISTER request for service authorisation
PUBLISH MCData-Info in SIP PUBLISH request for service authorisation

PRE_ESTABLISHED_SESSION

A pre-established sessions is being established

FUNCTIONAL_ALIAS

An active Functional Alias is used

For further conditions see table 5.5.1-1

Table 5.5.3.2.1-3A: Encrypted MCData info parameter sent by the UE

Derivation Path: TS 24.282 [87] clauses D.1.2, D.1.3

Information Element

Value/remark

Comment

Reference

Condition

type attribute

"Encrypted"

EncryptedData

EncryptedData as
described in Table
5.5.13.2-1 containing
encrypted element
content of the mcdata

parameter
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5.5.3.2.2 MCS Info Lists from the SS

- MCPTT

Table 5.5.3.2.2-1: MCPTT-Info from the SS

Derivation Path: TS 24.379 [9] clause F.1.2

Information Element Value/remark Comment Reference Condition
mcpttinfo
mcptt-Params
mcptt-access-token not present
session-type not present
"prearranged"” GROUP-
CALL
"private” PRIVATE-
CALL
“chat” CHAT-
GROUP-
CALL
"first-to-answer" FIRST-TO-
ANSWER
mcptt-request-uri Encrypted (NOTE 1) The URI of the called
<mcptt-request-uri> user
with mcpttURI set to
px_MCPTT_ID_User_A
mcptt-calling-user-id Encrypted (NOTE 1) The URI of the calling
<mcptt-calling-user-id> | user
with mcpttURI set to
px_MCPTT_ID _User_B
mcptt-called-party-id not present
mcptt-calling-group-id not present
Encrypted (NOTE 1) The URI of the group GROUP-
<mcptt-calling-group- CALL OR
id> with mcpttURI set to CHAT-
pX_MCPTT_Group_A_| GROUP-
D CALL
required not present
emergency-ind not present
Encrypted (NOTE 1) EMERGEN
<emergency-ind> with CY-CALL
mcpttBoolean set to
"true”
alert-ind not present
Encrypted (NOTE 1) EMERGEN
<alert-ind> with CY-CALL
mcpttBoolean set to
"false”
imminentperil-ind not present
Encrypted (NOTE 1) IMMPERIL
<imminentperil-ind> -CALL
with mcpttBoolean set
to "true"
broadcast-ind not present
"true” BROADCA
ST-CALL
mc-org not present
floor-state not present

associated-group-id

not present

originated-by

not present

MKFC-GKTPs

not present

mcptt-client-id

not present

alert-ind-rcvd

not present

anyExt

not present

TS 24.379 [9],
clause F.1.3

NOTE 1: Encrypted element as described in Table 5.5.3.2.2-1A
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Table 5.5.3.2.2-1A: Encrypted MCPTT info parameter sent by the SS

Derivation Path: TS 24.379 [9] clauses F.1.2, F.1.3
Information Element Value/remark
type attribute "Encrypted"
EncryptedData EncryptedData as
described in Table
5.5.13.2-2 containing
encrypted element
content of the mcptt
parameter

Comment Reference Condition

- MCVideo

Table 5.5.3.2.2-2: MCVideo-Info from the SS

Derivation Path: TS 24.281 [86] Clause F.1.2
Information Element Value/remark
mcvideoinfo

Comment Reference Condition

mcvideo-Params

mcvideo-access-token

not present

session-type

not present

"prearranged"

GROUP-
CALL

"private”

PRIVATE-
CALL

"chat"

CHAT-
GROUP-
CALL

mcvideo-request-uri

Encrypted (NOTE 1)
<mcvideo-request-uri>
with mcvideoURI set to
px_MCVideo_ID_User_
A

The URI of the called
user

mcvideo-calling-user-id

Encrypted (NOTE 1)
<mcvideo-calling-user-
id> with mcvideoURI
set to
px_MCVideo_ID_User_
B

The URI of the calling
user

mcvideo-called-party-id

not present

mcvideo-calling-group-id

not present

Encrypted (NOTE 1)

<mcvideo-calling-

group-id> with

mcvideoURI set to

px_MCVideo_Group_A
ID

The URI of the group

GROUP-
CALL OR
CHAT-
GROUP-
CALL

required

not present

emergency-ind

Encrypted (NOTE 1)
<emergency-ind> with
mcvideoBoolean set to
"false"

Encrypted (NOTE 1)
<emergency-ind> with
mcvideoBoolean set to
"true"

EMERGEN
CY-CALL

alert-ind

not present

Encrypted (NOTE 1)
<alert-ind> with
mcvideoBoolean set to
"false"

EMERGEN
CY-CALL

imminentperil-ind

not present
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Derivation Path: TS 24.281 [86] Clause F.1.2
Information Element Value/remark Comment Reference Condition
Encrypted (NOTE 1) IMMPERIL
<imminentperil-ind> -CALL
with mcvideoBoolean
set to "true”
broadcast-ind not present
"true” BROADCA
ST-CALL
mc-org" not present
associated-group-id not present
originated-by not present
MKFC-GKTPs not present
mcvideo-client-id not present
alert-ind-rcvd not present
anyExt not present TS 24.281 [86]
clause F.1.3
NOTE 1: Encrypted element as described in Table 5.5.3.2.2-2A

Table 5.5.3.2.2-2A: Encrypted MCVideo info parameter sent by the SS

Derivation Path: TS 24.281 [86] clauses F.1.2, F.1.3

Information Element Value/remark Comment Reference Condition
type attribute "Encrypted"
EncryptedData EncryptedData as

described in Table
5.5.13.2-2 containing
encrypted element
content of the mcvideo
parameter
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- MCData

Table 5.5.3.2.2-3: MCData-Info from the SS

Derivation Path: TS 24.282 [87], Clause D.1

Information Element Value/remark Comment Reference Condition
mcdata-info
mcdata-Params

mcdata-access-token not present

request-type not present
"one-to-one-sds” MCD_1tol
“group-sds” MCD_grp

mcdata-request-uri Encrypted (NOTE 1)

<mcdata-request-uri>
with mcdataURI set to
px_MCData_ID_User_
A
mcdata-calling-user-id Encrypted (NOTE 1)
<mcdata-calling-user-
id> with mcdataURI set
to
px_MCData_ID_User_
B
mcdata-called-party-id not present
mcdata-calling-group-id not present

Encrypted (NOTE 1) MCD_grp
<mcdata-calling-group-
id> with mcdataURI set
to
px_MCData_Group_A_
ID

alert-ind not present
originated-by not present
mcdata-client-id not present

Encrypted (NOTE 1) MCD_grp
<mcdata-client-id> with
mcdataString set to
px_MCX_Client B_ID
mcdata-controller-psi not present

anyExt not present

NOTE 1: Encrypted element as described in Table 5.5.3.2.2-3A |

Condition Explanation

MCD 1tol A one-to-one MCData call

MCD _grp A group MCData call

For further conditions see table 5.5.1-1

Table 5.5.3.2.2-3A: Encrypted MCData info parameter sent by the SS

Derivation Path: TS 24.282 [87] clauses D.1.2, D.1.3

Information Element Value/remark Comment Reference Condition
type attribute "Encrypted"
EncryptedData EncryptedData as

described in Table
5.5.13.232 containing
encrypted element
content of the mcdata
parameter
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5.5.3.3

5.5.3.31

- MCPTT

Resource-lists

ETSI TS 136 579-1 V16.4.0 (2024-05)

Resource-lists from the UE for call control

Table 5.5.3.3.1-1: Resource-lists from the UE for call control in MCPTT

Derivation Path: RFC 5366 [35] / RFC 4826 [83]

px_MCPTT_ID_User_C
(NOTE 3) extended
with SIP URI header
fields as specified for
the SIP REFER
message

MCPTT ID of the called
user extended with
header fields

Information Element Value/remark Comment Reference Condition
resource-lists encrypted (NOTE 1)
list[1] encrypted (NOTE 1)
name attribute Not present
display-name Not present
entry[1] NOTE 1, 2
uri attribute pX_MCPTT_ID_User_B | The MCPTT ID of the
invited user
SIP-URI with SIP-URI: PRE-
px_MCPTT_Group_A_I | prearranged MCPTT ESTABLIS
D (NOTE 3) extended group identity or H AND
with SIP URI header chat group identity (GROUP-
fields as specified for extended with header CALL OR
the SIP REFER fields CHAT-
message GROUP-
CALL)
SIP-URI with SIP-URI: PRE-
px_MCPTT_ID_User_B | MCPTT ID of the called ESTABLIS
(NOTE 3) extended user extended with H AND
with SIP URI header header fields (PRIVATE-
fields as specified for CALL OR
the SIP REFER FIRST-TO-
message ANSWER)
display-name not present
entry[2] NOTE 1, 2 FIRST-TO-
ANSWER
uri attribute px MCPTT_ID User C
display-name not present
entry[2] NOTE 1, 2 PRE-
ESTABLIS
H AND
FIRST-TO-
ANSWER
uri attribute SIP-URI with SIP-URI:

display-name

not present

NOTE 1: XML encryption may be done by
- element content encryption of the root element <resource-lists> as described in Table 5.5.13.2-1
- element content encryption of (each) <list> element as described in Table 5.5.13.2-1
- attribute URI encryption of the entry’s uri attribute as described in Table 5.5.13.3-1
NOTE 2: When a resource-lists document contains more than one entry, the entries may be in any order
NOTE 3: TS 23.179 [8] specifies MCPTT ID and MCPTT group ID (clause 8.1.3.1) to be a URIs but does not
mandate them to be a SIP URIs; nevertheless according to TS 24.379 [9] (clauses 10.1.1.2.2.1,
10.1.2.2.2.1) the URI in the uri attribute of the resource-lists' <entry> element needs to be a SIP URI.

Condition

Explanation

PRE-ESTABLISH

Call establishment using a pre-established session

For further conditions see table 5.5.1-1
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- MCVideo
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Table 5.5.3.3.1-2: Resource-lists from the UE for call control in MCVideo

Derivation Path: RFC 5366 [35] / RFC 4826 [83]

Information Element Value/remark Comment Reference Condition
resource-lists encrypted (NOTE 1)
list[1] encrypted (NOTE 1)
name attribute Not present
display-name Not present
entry[1] NOTE 1,2
uri attribute px_MCVideo_ID_User_ | The MCVideo ID of the
B invited user
display-name Not present
NOTE 1: XML encryption may be done by
- element content encryption of the root element <resource-lists> as described in Table 5.5.13.2-1
- element content encryption of (each) <list> element as described in Table 5.5.13.2-1
- attribute URI encryption of the entry's uri attribute as described in Table 5.5.13.3-1
NOTE 2: When a resource-lists document contains more than one entry, the entries may be in any order.
- MCData
Table 5.5.3.3.1-3: Resource-lists from the UE for call control in MCData
Derivation Path: RFC 5366 [35] / RFC 4826 [83]
Information Element Value/remark Comment Reference Condition
resource-lists encrypted (NOTE 1)
list encrypted (NOTE 1)
name attribute Not present
display-name Not present
entry[1] NOTE 1, 2
uri attribute px_MCData_ID_User_ | The MCData ID of the
B target MCData user
SIP-URI with SIP-URI: PRE-
px_MCData_Group_A_ | prearranged MCData ESTABLIS
ID (NOTE 3) extended group identity with H AND
with SIP URI header header fields MCD_grp
fields as specified for
the SIP REFER
message
SIP-URI with SIP-URI: PRE-
px_MCData_ID_User_ | MCData ID of the ESTABLIS
B (NOTE 3) extended called user extended H AND
with SIP URI header with header fields MCD_1tol

fields as specified for
the SIP REFER
message

display-name

not present

NOTE 1:

XML encryption may be done by
- element content encryption of the root element <resource-lists> as described in Table 5.5.13.2-1
- element content encryption of (each) <list> element as described in Table 5.5.13.2-1
- attribute URI encryption of the entry's uri attribute as described in Table 5.5.13.3-1
NOTE 2: When a resource-lists document contains more than one entry, the entries may be in any order.

NOTE 3: According to TS 24.282 [87] (clauses 9.2.5.2.1.1, 9.2.5.3.1.1) the URI in the uri attribute of the resource-
lists' <entry> element needs to be a SIP URI.

Condition

Explanation

PRE-ESTABLISH

Call establishment using a pre-established session

MCD_1tol

A one-to-one MCData call

MCD_grp

A group MCData call

For further conditions see table 5.5.1-1
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5.5.3.3.1A
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Resource-lists from the UE for initial configuration

Table 5.5.3.3.1A-1: Resource-lists from the UE for initial configuration

Derivation Path: RFC 5366 [35] / RFC 4826 [83]

Information Element Value/remark Comment Reference Condition
resource-lists encrypted (NOTE 1) TS 24.481 [11]
TS 24.484 [14]
list[1] encrypted (NOTE 1)
name attribute not present
display-name Not present
entry[1] NOTE 1, 2 TS 24.484 [14] | CONFIG
uri attribute AUID-ue-config & UE Configuration
“lusers/” & XUID & “/" & | document
MCSUEID & “/” (NOTE 3)
AUID-ue-config & Editor’s note: It is not
“lusers/” & XUID & “/” clear in the core specs
whether both options
are allowed or only one
of both; if the UE is
allowed not to include
the MCSUEID, it is not
clear where the MC
server gets it from
display-name Not present
entry[2] NOTE 1, 2 TS 24.484 [14] | CONFIG
uri attribute AUID-user-profile & UE User Profile
“lusers/” & XUID & /" document
(NOTE 3)
display-name Not present
entry[3] NOTE 1, 2 TS 24.484 [14] | CONFIG
uri attribute AUID-service-config & UE Service
“/global/service- Configuration
config.xml” document
(NOTE 3)
display-name Not present
entry[1] NOTE 1, 2 TS 24.484 [14] | GROUPC
ONFIG
uri attribute “org.openmobileallianc | UE Group
e.groups/global/byGrou | Configuration
pID/" & Group-ID document
display-name Not present
entry[2] NOTE 1, 2 TS 24.481 [11] | GROUPC
ONFIG
AND
GROUPKE
Y
uri attribute Doc-Sel T & “~~" & MCPTT-GKTP
Node-Sel document (NOTE 3)
display-name Not present
entry[1] NOTE 1, 2 TS 24.481 [11] | GROUPKE
Y AND
NOT
GROUPC
ONFIG

uri attribute

Doc-Sel & “~~" & 