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Foreword

This final draft Interim European Telecommunication Standard (I-ETS) has been produced by the Network
Aspects (NA) Technical Committee of the European Telecommunications Standards Institute (ETSI), and
is now submitted for the Voting phase of the ETSI standards approval procedure.

An ETSI standard may be given I-ETS status either because it is regarded as a provisional solution ahead
of a more advanced standard, or because it is immature and requires a "trial period". The life of an I-ETS
is limited to three years after which it can be converted into an ETS, have it's life extended for a further
two years, be replaced by a new version, or be withdrawn.

Proposed announcement date

Date of latest announcement of this I-ETS (doa): 3 months after ETSI publication

Introduction

This I-ETS provides a library of managed objects, for modelling the network level view described in ITU-T
Recommendation M.3100 [10]. It identifies those Telecommunication Management Network (TMN) network
level managed object classes that are generic (i.e. potentially apply to more than one specific information
model).

These object classes are additional to those in I-ETS 300 293 [1] which enhances and extends ITU-T
Recommendation M.3100 [10] in the area of the network element management view.

Whereas I-ETS 300 293 [1] concentrated on the network element view, this I-ETS extend the library of
generic object classes available in the area of network level modelling (i.e. the network level view).

Although the work on the development of network level view managed object classes is at an early stage
in its evolution, this I-ETS has been published to enable technology specific groups to profile the object
classes in this I-ETS to produce implementable models (e.g. technology specific models). The Technology
specific groups are encouraged to document their models in the form of an Ensemble.

It is anticipated that, as a result of feedback from groups using the Object classes contained in this I-ETS,
it will be updated and published as an ETS within two years of publication.

No conformance statements have yet been prepared for these object classes. These will be produced as
part of the Ensemble process.



Page 12
Final draft prlI-ETS 300 653: March 1996

Blank page



Page 13
Final draft prl-ETS 300 653: March 1996

1 Scope

This final draft Interim European Telecommunication Standard (I-ETS) describes the generic managed
object class library for the network level view. It identifies those Telecommunication Management Network
(TMN), as defined in ITU-T Recommendation M.3010 [8], network level managed object classes that are
generic (i.e. potentially apply to more than one specific information model).

ITU-T Recommendation M.3100 [10] is extended by I-ETS 300 293 [1] in the area of the network element
view, and this I-ETS in the area of the network level view.

This I-ETS addresses generically the abstractions of those aspects of telecommunication resources
required to manage the network (e.g. equipment, networks and telecommunication services). It also
includes the abstractions related to the management services.

This I-ETS does not address abstractions relevant to technology specific areas or implementation specific
details.

The class library defined in this I-ETS specifies the managed objects that define the management
interfaces between a user and a service provider where these exist on separate systems. User and
service provider refer to network capabilities and should not be confused with service management
terminology. The use of the class library between the Network layer Operations System Function (OSFN)
and the Network Element layer Operations System Function (OSFE) (see figure 2) is to support a network
level view. Other uses of the class library across this interface are for further study.

This I-ETS can be used for the definition of models to support TMN management servicesand/or
management function sets using the TMN interface specification methodology (ITU-T Recommendation
M.3020 [9]).

Following this methodology, the technique for the production of interfaces is divided into the following
stages:

1) the definition of requirements upon which the managed object model will be based;
2) the translation of the above requirements into a generic object class library;

3) the specification of one or more interfaces;

4) the production of a set of conformance requirements.

This I-ETS covers stages 1 and 2. Stages 3 and 4 are to be completed by technology groups for specific
applications using profiling formats such as Ensembles and International Standardised Profiles (ISPs).

The purpose and field of application for this I-ETS are as given in ITU-T Recommendation M.3100 [10].
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2 Normative references

This I-ETS incorporates by dated and undated reference, provisions from other publications. These
normative references are cited at the appropriate places in the text and the publications are listed
hereafter. For dated references, subsequent amendments to or revisions of any of these publications
apply to this I-ETS only when incorporated in it by amendment or revision. For undated references the
latest edition of the publication referred to applies.

(1]

(2]

(3]

(4]

(5]

(6]

[7]
(8]

(9]

(10]

(11]

(12]

(13]

(14]
(15]

(16]

(17]

(18]

(19]

prl-ETS 300 293: "Telecommunications Management Network (TMN); Generic
managed objects".

prETS 300 455 "Broadband Integrated Services Digital Network (B-ISDN);
Broadband Virtual Path Service (BVPS)".

prETS 300 469: "Broadband Integrated Services Digital Network (B-ISDN);
Asynchronous Transfer Mode (ATM); B-ISDN management architecture and
management information model for the ATM crossconnect".

ETR 037: "Network Aspects (NA); Telecommunications Management Network (TMN);
Objectives, principles, concepts and reference configurations".

ETR 046: "Network Aspects (NA); Telecommunications management networks
modelling guidelines".

ITU-T Recommendation G.803 (1993): "Architectures of transport networks
based on the synchronous digital hierarchy (SDH)".

ITU-T Recommendation G.805 "Architecture of transport Networks".

ITU-T Recommendation M.3010 (1992): "Principles for a telecommunications
management network".

ITU-T Recommendation M.3020 (1992): "TMN interface specification
methodology".

ITU-T Recommendation M.3100 (1992): "Generic network information model".

ITU-T Recommendation M.3200 (1992): "TMN management  services:
overview".

ITU-T Recommendation M.3400 (1992): "TMN management functions".

ITU-T Recommendation X.721 | ISO/IEC 10165-2: (1992): "Information
technology - Open Systems Interconnection - Structure of management
information: Definition of management information”.

NMF Forum 25 (1992): "The Ensemble Concepts and Format".

ITU-T Recommendation X.725: "General Relationship Model".

ITU-T Recommendation 1.326: "Functional Architecture of Transport Networks
Based on ATM".

ITU-T Recommendation M.1400: "Designations for international networks".

ITU-T Recommendation X.722 (1992): "Structure of management information:
guidelines for the definition of managed objects".

ITU-T Recommendation X.208: "Specification of abstract syntax notation 1
(ASN.1)".
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[20] ITU-T Recommendation X.720: "Structure of management information:
Management information model".

3 Definitions and abbreviations

3.1 Definitions

a layer, or transport network layer: A layer, or transport network layer, is defined as ITU-T
Recommendation G.805 [7] a topological component solely concerned with the generation and transfer of

characteristic information.

partitioning : Partitioning is defined in ITU-T Recommendation G.805 [7] as a framework for defining the
network structure within a network layer.

profile: A profile of a managed object is the additional normative text which is required to restrict
conditionality (e.g. specifies that a conditional package is or is not present) and specifies additional
behaviour which may be required for a given implementation.

Ensemble: An Ensemble is the result of a particular profiling technique which provides a requirements-
based view of a particular solution to a management problem. Ensembles are described in the NM
Forum 25 specification document NMF Forum 25 [14].

3.2 Abbreviations

For the purposes of this I-ETS the following abbreviations apply:

ABR Available Bit Rate

ASN.1 Abstract Syntax Notation One

ATM Asynchronous Transfer Mode

CBR Constant Bit Rate

CP Connection Point

CTP Connection Termination Point

FCAPS Fault, Configuration, Accounting, Performance, Security
GDMO Guidelines for the Definition of Managed Objects
GOM Generic Object Model

1A Indirect Adapter

ISP International Standard Profile

LLA Logical Layered Architecture

LOS Loss Of Signal

MSP Multiplex Section Protection

NE Network Element

NEF Network Element Function

NMF Network Management Forum

(0N Operations System

OSF Operations System Function

PDH Plesiochronous Digital Hierarchy

PNO Public Network Operator

QoS Quality of Service

RDN Relative Distinguished Name

SDH Synchronous Digital Hierarchy

SNC Sub-Network Connection

SP Service Provider

TMN Telecommunications Management Network
TP Termination Point

TTP Trail Termination Point

VBR Variable Bit rate
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4 General description of the class library

The class library specified in this I-ETS is aimed at supporting the definition of interfaces for the network
level view as defined in ITU-T Recommendation M.3100 [10].

"There are several different viewpoints of management information which may be defined for management
purposes, with the Network Element level viewpoint, the Network level viewpoint and the Service level
viewpoint defined below. These viewpoints are not restrictive but define the levels of abstraction of
particular types of interfaces. That is, object class definitions are not forced into this categorisation but are
constructed to meet the needs of exchanging management information across TMN interfaces. Objects
defined for a given viewpoint may be used in others, and any object may be used by any interface which
requires it. The definition of viewpoint is a means of generating requirements, hence there is no implicit
definition of interfaces or storage requirements. This information is defined for the purpose of
management via an open interface.

The Network Element level viewpoint is concerned with the information that is required to manage a
Network Element (NE). This refers to the information required to manage the NEF and the physical
aspects of the NE. The information may be derived from open systems other than the NE.

The Network level viewpoint is concerned with the information representing the network, both physically
and logically. It is concerned with how network element entities are related, topographically
interconnected, and configured to provide and maintain end-to-end connectivity.

The Service level viewpoint is concerned with how Network level aspects (such as an end-to-end path)
are utilized to provide a network service, and as such is concerned with the requirements of a network
service (e.g. availability, cost, etc.) and how these requirements are met through the use of the network,
and all related customer information."

The class library is a management information library which contains definitions of managed object
classes expressed in GDMO templates, packages, attributes, name bindings, and actions. It represents
an abstraction of the network and its network management capabilities.

This class library may be profiled to take into account specific types of network, for example:

a) an SDH ring;

b) an ATM sub-network;

c) a network containing two peer-to-peer OSs owned by different PNOs;

d) an Optical Access Network.

While it is the intention to extend the class library to cover a wide range of network technologies, the
applicability of this I-ETS, (i.e. the object classes) listed in the library, has not been checked for networks
or technologies other than the ones listed as examples above.

The ITU-T Recommendation G.805 [7] functional architecture is used to describe the network resources

for these networks. An enhanced functional architecture will be used if required for consideration of new
types of network.
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5 Functional architecture

A given g reference point may be characterised by an Operations System Function (OSF) which is a
service provider and an OSF which is a service user. These two OSFs are represented by the OSFsp,
and the OSFyser respectively (see figure 1). Where the g reference point becomes an external interface,
the OSFyser corresponds to the Manager (M), and the OSFgp corresponds to the Agent (A).

M
| —
CosFe 2 Q
Agent
MAF: Management Application Function
OSFgp: Operations System Function in role of Service Provider

OSF¢r  Operations System Function in role of service User
Figure 1: Service provider and service user roles of OSFs
If an OSF supports more than one g reference point, then the OSF may take on different roles for different
g reference points. For example, OSFN is a service provider for the q3sn reference point and a user for

the g3ne reference point.

For the purpose of this I-ETS the element manager is represented by the Operations System Function,
OSFE, within the element management layer (see figure 2).

Service management layer

Network management
g3ne layer

e Element management layer

Figure 2: The TMN (management layer) view of this class library




Page 18
Final draft prlI-ETS 300 653: March 1996

Figure 3 which is based on figure B.3 of ETR 037 [4], clarifies the position of the reference points defined
in figure 2 In this figure possible network level reference points have been high-lighted in bold.

TMN A TMN B
Business Management (oL |-£L
Service Management l)(ss I-&
Network Management oo i.)fu_
Element management pree |-&L
Managed Resource NEF NEF NEF

Figure 3 The reference points within the TMN architecture

The user OSF has the responsibility for a "larger" part of the network, which it undertakes by co-ordinating
the activities of a number of service provider OSFs each of which has responsibility for a smaller parts of
the network.

The service provider OSF is then responsible for the performance of the service (including, where
appropriate, the maintenance of the service),

6 User guide to the network level view class library
6.1 Introduction
In order to successfully use the class library, the following points should be borne in mind:

- it is assumed that users of the class library will be following the TMN interface specification
methodology (ITU-T Recommendation M.3020 [9]);

- technology specific groups should understand that this I-ETS is a collection, or library, of managed
object classes which may be applicable to their network management requirements. Where
functionality required in a network management interface (in a given technology) can be modelled
using the classes in this library, it is strongly recommended to use them. In order to satisfy specific
technology requirements, specialisation and profiling of the class library should be used. However,
in the cases where the object classes of the library are not applicable to a given network
management requirement of a particular interface, it is not intended to force such object classes to
be used;

- the class library is aimed at satisfying the requirements of a wide range of groups. Accordingly there
is a large amount of optionality in the classes. It is not the intention that the classes used across an
interface should contain this degree of optionality;
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- it is essential, therefore, that the classes are profiled, and a method such as Ensembles is strongly
recommended so that the requirements behind this profiling are explicit. Profiling notes are included
in the text of the classes to assist this process. All profiling notes are informative;

- ETR 046 [5] should be used when profiling these classes.
6.2 Relationship to ITU-T Recommendation M.3100

Where possible the modelling techniques in ITU-T Recommendation M.3100 [10] have been utilized to
model a given requirement. Although the ITU-T Recommendation M.3100 [10] classes were primarily
developed for interfaces to Network Elements, extensive use has been made of the ITU-T
Recommendation M.3100 [10] modelling principles. In addition, some of the attributes and ASN.1 syntax
definitions have been re-used.

6.3 Modelling technique
The class library can be used for the definition of models to support TMN management services and/or

management function sets using the TMN interface specification methodology (ITU-T Recommendation
M.3020 [9]), as illustrated in figure 4.

M Ili
Network Gogﬁs 'ng N K
Structure etwor
Management
Capabilties
Modelling
Processes
Generic
Class
Library
e Profiling and
Subclassing
Interfaces
A 4
Compliance

Figure 4: Model Definition Process

The class library may be specialised by technology groups using a profiling technique, such as the
Ensemble technique given in I-ETS 300 293 [1], to produce a specific interface. This is illustrated in
figure 5.
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Profile

Management
Context

e.g. ATM

Class
Library

Management Profile

Context
\ e.g. SDH

Specific
Interface
Definition

Figure 5: Use of Profiles

For some applications it may be possible to use a profile of this class library, and instantiate the classes
directly. However, for many applications there will be a need to add additional behaviour, and to add
technology specific features. This may be done by inheritance or containment, as illustrated below:

X.721 top

Inheritance

Class
Library

Inheritance /containment and profiling

Specific

Application
Classes

Figure 6: Derivation of Application-Specific Classes.

Since this class library only addresses configuration management aspects, it will be necessary to
construct a complete object if other functions such as performance and testing need to be added. It is
recommended that the composition is effected as part of an Ensemble. Two methods are available:
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Method 1: Multiple inheritance

Performance

Enhanced
Capability
Sub Network

Figure 7: Composition of Objects by Multiple Inheritance

In this method functions are defined as separate objects or packages which are incrementally inherited to
produce the required capabilities.

Method 2: Naming

O

Figure 8: Composition of Objects by Naming

In this approach the original sub-network is formed from inheritance (or multiple packages) but
subsequent functionality is added to by naming the appropriate object.

6.4 Using the TMN methodology

A pass through the TMN interface specification methodology (ITU-T Recommendation M.3020 [9]) should
be made for each TMN management service or TMN management function set

The following indicates the information which should be captured during task 1 and 2 of the methodology
(this is taken from the proposed revision of ITU-T Recommendation M.3020 [9]).

6.4.1 Management service description

Use annex B of ITU-T Recommendation M.3200 [1311], as a possible source.

6.4.2 Management goals

This subclause should give a clear description of the TMN users benefit, i.e. the reason for carrying out
this management. Background and context should be added as necessary, but the explanatory and

descriptive part and descriptions should be separated. Supporting background information, where
required, should be placed in an annex.
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6.4.3 Management context description

The objective of a TMN management context description is to capture, in a uniform way, relevant
information on the management of a certain telecommunication area. The objective is to document the
relevant information that leads to the definition of TMN management function sets and their corresponding
functions. Management context can be described by using the orthogonal three components, roles,
resources and functions.

6.4.4 Roles

This subclause should provide a description of roles identified for this management context (Maintenance,
Provisioning, Installation, Testing, etc...). Roles should be listed in TIB B.

6.4.5 Resources

This subclause provides a description of the logical and physical telecommunication resources which shall
be modelled by an(some) managed object(s). These should be clearly defined and stored in TIB B.
Management layers of the network (Element, Network, Service, Business) can be used as classification
guide. See ITU-T Recommendation M.3010 [8] for the description of these layers.

6.4.6 TMN management functions

This subclause should provide a description of TMN management functions (function sets/function set
groups) to be used in achieving the management goals. They should be stored in TIB B. Guidelines for
defining these TMN management functions are found in annex B of ITU-T Recommendation M.3020 [9].

6.4.7 Management scenarios

This subclause should provide examples of management interaction using TMN management information
definition and TMN systems management services and messages.

Identification of management function sets (see ITU-T Recommendation M.3400 [12])
Identification of management functions (related to ITU-T Recommendation M.3400 [12])
Identification of applicable reference points (e.g. Q, X, F).

6.5 Documenting the model

Users of this class library are strongly recommended that, to assist readers understanding, the
requirements for any profiling are explicitly documented along with the model.

A number of formats for documenting models exist. The Ensemble technique as defined by the Network
Management Forum (NMF) is recommended. The Ensemble is described in annex F.

7 Normative requirements
NOTE: The mapping of the requirements to the managed object classes is given in annex B.
This clause gives the requirements that the class library satisfies, except for those marked for further

study. These requirements comprise a set of modelling goals, a description of the resources to be
managed, and the management capabilities which are supported, as illustrated in figure 4.
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Modelling goals

The modelling goals listed below have been followed:

1)

2)

3)

4)

5)

6)

7)

8)

9)

the managed object model shall support the concepts of network partitioning and network layering
as defined in the network functional architecture (e.g. ITU-T Recommendations G.803 [6] for SDH,
1.326 [16] for ATM, and G.805 [7], the generic architecture);

the service provider OSF shall manage one or several levels of partitioning (within a layer network)
or one or several layer networks;

it shall be possible to manage client and server layers independently; for example to separate client
layers in a service user from server layers in a service provider;

the model shall accommodate information not necessarily visible from the NE View, and information
concerned with the management of associations between NEs;

the model shall provide support for requirements originating from access, switching and transport
systems for a number of technologies (e.g. SDH, ATM, PDH, ISDN, B-ISDN, Optical Access), and
shall not be restricted to a single technology. The model may be profiled and/or sub-classed to
satisfy the requirements of a particular technology;

the managed object model shall accommodate the management layer concept of the TMN Logical
Layered architecture (LLA);

the managed object model shall allow for the management of a single or multiple LLA management
layers by a single management system;

the managed object model shall accommodate intra-TMN (within one TMN and inter-TMN (between
TMNSs) management;

the managed object model shall accommodate different partitioning criteria, for example:
a) geographic criteria/view;
b) administrative domains;

c) routing domains.

The managed object model shall allow overlapping and non-coincident management domains.

Different aspects of a sub-network shall be manageable by different OSFs.

Here "aspect” may include:

1)

2)

the functional decomposition (e.g. into the different FCAPS functional areas);

domain boundaries.

For example a given sub-network may be managed by one OSF for configuration, but may report events
to a separate OSF.

This class library shall allow the management domains for different functions (e.g. routing) and
maintenance to be different.
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7.2 Resources

This subclause defines all the resources or components of resources that are to be the subject of this
class library. There is a process of abstraction from these resources to produce the class library
definitions.

The network resources to be managed are described below. These resources are based on a functional
architecture. This architecture is defined by the entities and concepts defined within ITU-T
Recommendation G.805 [7]

The resource definitions given below are extracted from ITU-T Recommendation G.805 [7] for the
convenience of the reader. The resources described are:

- characteristic information;

- sub-networks;

- access groups;

- links;

- trails;

- connections (link connections and sub-network connections);

- tandem connections;

- tandem connection bundles;

- access points;

- connection points;

- adaptation function;

- trail termination function;

- termination connection points.

The following describes the layer network and the resources that make it up in a technology independent
way (terms in italics refer to ITU-T Recommendation G.805 [7] entities described in other sections within
this subclause).

7.2.1 Layer network

A layer network is defined by the complete set of like access points which may be associated for the
purpose of transferring information. The information transferred is characteristic of the layer and is termed
characteristic information. Access point associations may be made and broken by a layer management
process thus changing its connectivity (i.e. the establishment or clearing down of trails). A separate,
logically distinct layer network exists for each access point type. A layer network is made up of sub-
networks and links between them. A layer network may serve a client layer network by transporting the
characteristic information of the client layer within a signal of characteristic information of its own layer.
7.2.2 Characteristic information

Characteristic information is a signal of characteristic rate and format which is transferred within and
between sub-networks and presented via an adaptation function to an access point for transport by a

server layer network. (The adaptation function adapts the signal so that it may be transported by the
server layer network, e.g. by multiplexing several client layer signals together.)
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7.2.3 Sub-network

A sub-network describes the potential for sub-network connections across the sub-network. It can be
partitioned into interconnected sub-networks and flinks. Each sub-network in turn can be partitioned into
smaller sub-networks and links and so on. It is defined by the complete set of like connection points which
may be associated for the purpose of transferring characteristic information. The connection point
associations in a sub-network may be made and broken by a layer management process thus changing
its connectivity (i.e. the establishment or clearing down of sub-network connections).

7.2.4 Link

A link describes the fixed relationship between a sub-network and another sub-network or access group. It
is defined by the sub-set of connection points on one sub-network which are associated with a sub-set of
connection points or access points on another sub-network or access group for the purpose of transferring
characteristic information. The link represents the topological relationship between a pair of sub-networks.

7.2.5 Access point

An access point is where the adapted characteristic information from a client layer network enters the
server layer network. It is the point where the adapted characteristic information is bound to a trail
termination function, and thus the point where the adapted characteristic information enters the trail. (Trail

termination generates the characteristic information of a layer network and ensures integrity of transport of
that characteristic information.)

7.2.6 Access group

An access group is a group of co-located access points together with their associated trail termination
functions. (Trail termination generates the characteristic information of a layer network and ensures
integrity of transport of that characteristic information.).

Note that an access point does not have to belong to an access group.

7.2.7 Connection point

From ITU-T Recommendation G.805 [7]: A connection point is a "reference point" that consists of a pair of
co-located "unidirectional connection points”, and therefore represents the binding of two paired bi-

directional "connections".

Unidirectional Connection point - a "reference point" that represents the binding of the output of a
"unidirectional connection” to the input of another "unidirectional connection”.

A connection point is where:

1) a link connection may be bound to another link connection;

2) a link connection may be bound to a sub-network connection;

3) a sub-network connection may be bound to another sub-network connection.

7.2.8 Trail

A trail in a server layer network is responsible for the integrity of transfer of characteristic information from
one or more client layer networks between the server layer access points, utilising the characteristic
information of its own layer. It defines the association between access points in the same layer network.
Trail termination functions at either end of the trail monitor the integrity of transfer by adding incremental

information to the adapted characteristic information from the client layer networks. These trail termination
functions are thought of as being part of the trail.
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7.2.9 Link connection

A link connection is supported by a trail in the server layer network. 1t is capable of transferring information
transparently across a link between two connection points or between a termination connection point and
a connection point in the case of a link connection at the boundary of a layer network.

7.2.10 Sub-network connection

A sub-network connection is capable of transferring characteristic information across a sub-network
transparently. It is delimited by connection points at the boundary of the sub-network and represents the
association between connection points within the same sub-network. Sub-network connections are in
general made up of a concatenation of lower level sub-network connections and link connections and can
be viewed as an abstraction of this more detailed view.

A sub-network connection may be set-up between any two ports or groups of ports at the boundary of the
same sub-network.

7.2.11 Tandem connection (for further study)

A tandem connection is an arbitrary series of link connections and sub-network connections.

7.2.12 Tandem connection bundle (for further study)

A parallel set of tandem connections with co-located end points.

7.2.13 Adaptation function

The Adaptation Function is a "transport processing function" which adapts a server layer to the needs of a
client layer. The "adaptation" function defines the "server/client" association between the "connection
point" and "access point" and these points therefore delimit the "adaptation" function. "Adaptation”
functions have been defined for many “client/server" interactions.

7.2.14 Trail termination function

The Trail termination function is a "transport processing function" which generates the "characteristic
information" of a layer network and ensures integrity of that "characteristic information”. The "trail
termination” defines the association between the "access point" and "termination connection point" and
these points therefore delimit the "trail termination”.

The Trail termination source is a "transport processing function” which accepts adapted client layer
network "characteristic information”, adds "trail' overhead and assigns it to an associated "network
connection” in the same "transport network layer".

The Trail termination sink is a "transport processing function" which terminates a "trail", extracts the "trail"

overhead information, checks validity and passes the adapted client layer network "characteristic
information" to the "adaptation” function.
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7.2.15 Termination connection point

From ITU-T Recommendation G.805 [7]: a Termination connection point is a reference point that
consists of a pair of co located unidirectional termination connection points, and therefore represents the
binding of a trail termination to a bi-directional connection.

Unidirectional Termination connection point: a reference point that represents the following bindings:
output of a trail termination source to the input of a unidirectional connection or; the output of a
unidirectional connection to the input of a trail termination sink.

A Termination Point is where:

1) a link connection may be bound to a trail termination function (associated with an access point)
forming the end of a tralil;

a subnetwork connection may be bound to a trail termination function (associated with an access
point) forming the end of a trail.

7.2.16 Connection modes and directionality
The directionality of a connection indicates whether transmission is uni-directional or bi-directional.

The mode of a connection indicates the type of transmission, that is, point to point, point to multi-point,
multicast, broadcast or conference.

Mode Description

Point-to-point One A end and one Z end.

Point-to-multipoint One A end and multiple Z ends.
There is no traffic flow between Z ends.

Multicast Multiple A ends and multiple Z ends.
There is no traffic flow between A ends or between Z ends.

Conference Multiple A ends send traffic to, and receive traffic from, all other A ends.
There are no Z ends. Other conference types are for further study.

Broadcast One A end and multiple undefined Z ends.

Where required, the designation of the Connectivity object should follow ITU-T Recommendation M.1400
[17]. The ITU-T Recommendation M.1400 [17] designation is independent of the a End NWTPs and the
ZEnd NWTPs.

The designation of A end and Z end is arbitrary, except that in the case of uni-directional transmission the
A end termination shall send information, and the Z end termination shall receive information.

7.3 Management capabilities
7.3.1 Overview

This subclause defines the management functions that can be performed on the resources described
above using the class library.

This subclause focuses on what can be performed, rather than how it is performed. Annex B describes
how these functions can be performed using the managed objects described in this class library.

The network management capabilities represent the functionality (dynamic requirements) that the class
library shall support. In this subclause the OSI FCAPS (Fault, Configuration, Accounting, Performance and
Security management) structure will be used.
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7.3.2 Configuration management
Configuration management consists of:
- configuration connection management (dynamic); and
- configuration resource management (static).
Where connection configuration management is concerned by the set-up, modification and release of
sub-network connections and link connections, and where resource configuration management is
concerned about provisioning including connection points, sub-networks, links, layered network domains,
administration domains.
Configuration connection management (dynamic):
1) sub-network connection set-up;
2) the release of sub-network connections;
3) sub-network configuration;
4) scheduling;
5) trail set-up and release;
6) the setting-up of network connections, which comprises:
a) the configuration of links;
b) the provisioning of link connections;
c) tandem connection provisioning and configuration;
7 the release of network connections.
Configuration Resource Management (static):
8) the provisioning of a layer network and characteristic information;
9) the provisioning of access points;
10) the provisioning of access groups;
11) the configuration of access groups;
12) the provisioning of connection points;
13) the configuration of connection points;
14) the provisioning of sub-networks;

15) link provisioning.
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7.3.21 Sub-network connection set-up

Basic sub-network connection set-up covers the setting up of a sub-network connection, with a limited set
of facilities, in response to a request containing only the minimum amount of information that is required to
set-up a sub-network connection.

Sub-network connections which are set-up using this procedure are released by a request from the user:

1)

2)

3)

4)

5)

6)

a user will have the ability to request the immediate (that is, non-scheduled) setting-up of a sub-
network connection between any two groupings of connection points in the same sub-network;

a user will have the ability to request the scheduled setting-up of a sub-network connection between
any two groupings of connection points in the same sub-network;

a user shall have the ability to specify the following values for the different types of information
within a basic sub-network connection set-up request:

- mode;

- directionality;

- a-end of the sub-network connection;

- z-end of the sub-network connection;

- capacity;

- user identifier (basic);

- transaction identifier;

- bandwidth allocation;

- scheduling;

- end PNOs.

For each direction of an ATM layer connection, a specific ATM Layer QoS from those supported by
the network is requested at connection setup time. This requested QoS is embodied in the traffic
descriptor (which is being defined by technology specific groups) associated with the ATM
connection. The network commits to meet the requested QoS as long as the end system complies
with the negotiated traffic contract.

The requested QoS could be either indicated by the objective of each individual parameter or by a
QoS class specification where the actual default minimum performance objective for each of the

parameters will be standardised by technology specific groups;

a user shall have the ability to request a particular quality of connectivity service for the sub-network
connection;

a user shall have the ability to request a two phase sub-network connection setup, where the
resources are initially reserved before they are activated;

a user shall be informed of the result of the set-up:
- in the case of a successful set-up the user will be sent a sub-network connection identifier,
and in the case of implicit creation, the identifiers of the connection point, or termination

connection points;

- in the case of an unsuccessful set-up the user will be sent a fault case or fault indication
indicating why the request was unsuccessful;
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7 in the case of an unsuccessful set-up attempt any resource which has been "reserved" during the
attempted set-up shall be returned to the available pool.

7.3.2.2 Sub-network connection release
1) A user may request the release a previously set-up sub-network connection.
2) A user may request the un-reservation a previously reserved sub-network connection.

In this case a sub-network connection has been reserved but has not yet been activated, that is, the
un-reservation interrupts a set-up connection request.

3) Any resources associated with the sub-network connection shall be returned to the available pool
when the sub-network connection is released un-reserved, cancelled or de-scheduled. This
includes the deletion of connection points or termination connection points when implicit creation
was used for the set-up.

4) A user shall be informed if a sub-network connection is released due to a management action.

5) A user may request the de-scheduling of a previously scheduled sub-network connection.

A sub-network connection will be released automatically (that is, by a management action without
an explicit request from the user) at the stop time specified in the set-up request.

7.3.2.3 Sub-network configuration

A user will have the ability to add and remove connection points and termination connection points to/from
a sub-network. An access point will be visible from all the levels of sub-network partitioning in which it is
contained. A connection point will be visible from a particular level of sub-network partitioning if it provides
access to that sub-network (i.e. it will not be visible if it is internal to the sub-network).

A user may require more than one view of the resources. Therefore the user will have the ability to add
and remove access and connection points to/from multiple sub-networks taking part in separate
partitioning structures.

7.3.2.4 Scheduling

Inspired by the bandwidth scheduling requirements in ATM networks, (see ETS 300 455 [2]), a model is
defined here that captures those requirements in a generic format so that all technologies needing
scheduling of sub-network connections can apply this mechanism independently of whether these
technologies allow for flexible bandwidth allocation or not. Schedules can be of five basic types (according
to their periodicity):

- duration: one single slot, not periodic connection;

- dailySchedule: several day slots with different bandwidth each;

- weeklySchedule: several week slots with different bandwidth each;

- monthlySchedule: several month slots with different bandwidth each;

- occasional: several non-periodic slots with different bandwidth each.

Accordingly, each slot will have a start point in time, a stop point in time and the associated bandwidth
(with the implicit and appropriate periodicity):

1) it shall be possible for a user to request the set-up of a connectivity resource (i.e. a trail, a network
connection, a sub-network connection or a link connection), at a future date (that is, a scheduled
set-up);

2) when requesting a scheduled connectivity resource a user shall be able to specify the start time,
stop time, and frequency;
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3) a user shall be informed of the result of the scheduling request;

4) resources which have been reserved from a scheduled request shall be available for use by other
requests (both immediate and scheduled) prior to their use within the schedule;

5) in the case of a resource which has been reserved for a scheduled set-up becoming un-available
prior to the set-up being performed, then the user shall be informed that the schedule request can
no longer be met (in the case where other resources can not be substituted for the un-available
resources);

6) a user shall be able to de-schedule a previously scheduled connectivity resource;

7 a user shall be able to request the modification (e.g. by the addition or deletion of time slots) of a
previously scheduled connectivity resource;

8) the user may request the scheduling of a connectivity resource which uses resources which have
not yet been installed.

Note that the scheduling of trails has not been implemented in this version of the class library.

7.3.25 Trail Set-Up and Release

A user will have the ability to request that a trail be set-up between access points or access groups. The
user may specify the routing in terms of the sub-networks or links to be used, or in terms of particular link
connections to be used, or may not specify a routing. The user may also specify that the trail is to be
separate at some level from another configuration, may specify a particular QoS or a particular method of
protection.

A user will be able to request the release of a previously set-up trail.

7.3.2.6 Network connection set-up

A user will have the ability to set up a connection between two termination connection points. The user
may specify the routing in terms of the sub-networks or links to be used, or in terms of particular link
connections to be used.

7.3.2.6.1 Link configuration

A user will have the ability to add and remove link connections to/from a particular link, or to request more
link connections for the link. If a request for more link connections is made then these will be provided by
a server layer network.

7.3.2.6.2 Link connection provision

A user will have the ability to request a link connection between two connection points, or to request more
link connections for the link. Link connections are provided by a server layer network. It shall be possible
to request a link connection some time before it is actually needed. The provider may have the ability to
provide the underlying resource for the link connection just in time, but yet make the link connection visible
across the management interface so that it is available for assignment in anticipation of the resource
being available.

7.3.2.6.3 Tandem connection provision and configuration

For further study.

7.3.2.7 Network connection release

A user will be able to request the release of a previously set-up network connection.
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7.3.2.8 Layer network provisioning and characteristic information

A user can request the provisioning or cessation of a layer network if this is supported by the service
provider OSF.

7.3.2.9 Access point provisioning

A user is not allowed to request the creation or deletion of an access point. However, when an access
point is created or deleted, a notification is sent to the user. The access points shall have a globally unique
identifier. This identifier will contain sufficient information to allow the user to relate it to the overall network
configuration process.

7.3.2.10 Access group provisioning

A user shall have the ability to create and delete access groups. The case of multiple users is for further
study.

7.3.2.11 Access group configuration

A user will have the ability to add and remove access points to/from an access group.

7.3.2.12 Connection point provisioning

When a connection point is created or deleted, a notification is sent to the user. The connection points
shall have a globally unique identifier. This identifier will contain sufficient information to allow the user to
relate it to the overall network configuration process.

7.3.2.13 Connection point configuration

A user will have the ability to group connection points together. These groups may be associated with
particular links leaving a sub-network. This allows an association between connection points and links,
before the link connections bundled by the links and terminated by the connection points have been
established.

7.3.2.14 Sub-network provisioning

A user will have the ability to request the creation or deletion of Sub-networks. Initially, the user will be
presented with a default "view" of sub-networks provided by the provider This view will not necessarily be
of the lowest possible level of partitioning, but will be appropriate for the task to be performed by the user.
The user can create and delete sub-networks , specifying whether a new sub-network is to be a super- or
sub- partition of existing sub-networks. These sub-networks may be overlapping.

7.3.2.15 Link provisioning

A user will have the ability to request that a link be set-up between two sub-networks
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8 Modelling guide to the class library
This clause gives further details of the modelling approach used in the production of this class library.
Terminology

Where possible, clear unambiguous terms are used. Existing terms are referenced to their source. Where
new terms are introduced they are defined at first use, and summarised in the glossary.

However, It is not possible to use names which have not been used elsewhere in all cases. For example,
ITU-T Recommendation M.3100 [10]uses the terms trail, and connectivity which are also used in this I-
ETS with different definitions. In some cases this may cause confusion when interpreting the output of
syntax checkers, and the user is advised to be aware of this.

8.1 Guidelines

This class library follows the ETSI modelling guidelines. Additional information on how the managed object
classes are composed, following these guidelines, is contained in subclause B.1.15.

8.2 Mapping to requirements

The mapping of the requirements of clause 7 to the modelling implementation is given in clause B.1. An
explanation of the modelling approach is provided together with tables giving a detailed mapping from the
resources and management capabilities to the modelling constructs.

8.3 Representation of relationships

Relationships are described in clause B.2. These relationships exist between the information abstractions
of the ITU-T Recommendation G.805 [7]resources, as defined by the managed objects. The relationship
between these entities is summarised in the Entity-Relationship Diagram of figure B.1.17.

This representation is independent of implementation. For any given application there are a number of
ways of implementing a relationship. The class library definitions allow entity relationships to be
implemented in a flexible way. Once a relationship is defined in the Entity Relationship diagram it may be
implemented in the following ways:

- Inheritance - see the inheritance diagram of figure B.21.

- Pointers - these are contained in conditional packages in the managed object definitions of
subclause 9.1.

- Naming - as defined by the name bindings of subclause 9.4, and illustrated in the example naming
schema of figures B.18, 19 and 20.

Note that for many relationships both pointer and name binding options are available.
Further details may be found in annex B.2
NOTE: This approach is the same as adopted in the ISO General Relationship Model where
relationships are defined first, and a binding template produced to show how any given

relationship is implemented for a particular application. The use of the General
Relationship model will be considered in future versions of the class library.
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8.4 Representation of state
There is an issue for the class library in the representation of the state of the network resource.
There are two requirements for the model:

- to be able to express the combined state of the resource, when there are multiple applications using
it;

- to be able to represent a subset of the combined states for applications where a restricted number
of applications use the resource.

To satisfy these objectives, a Status Condition is defined below. The Status Conditions are the
requirements for the states which a user needs to see in the network resources of the provider. For
example, if a user wishes to maintain a network resource the Maintenance Status Condition (14) is used.
This is actually implemented as a particular combination of base states.

The Status Condition is not a state itself. It is a set of allowed combinations of base states. The base
states are: the ISO Operational and Administrative states, the 1ISO Availability Status, the Assignment
state, and the Lifecycle state.

The set of Status Conditions is not prescriptive, nor is it exhaustive: a subset of the Status Conditions may
be used by any particular application, and new Status Conditions may be added (with the appropriate
mappings) as new requirements emerge.

The behaviour of the resources is defined in terms of the Status Condition, but the GDMO definition is in
terms of the base states, and the mapping is given in annex A.

Note that all five component states are needed to define the complete range of Status Conditions, but that
a subset of the Status Conditions may be defined by using a smaller number of component states

Further details are given in annex A.
8.5 Message sizes

Some of the relationships in the class library are implemented by unbounded lists. For example, the list of
NWCTPs in a subnetwork. Potentially this list could have several hundred entries. This could give rise to a
message which is too large for the stack limits on message size. Future issues of the class library will
define ACTIONS so that the linked replies of the ACTION reply may prevent the message size limits being
exceeded. For the current version, it is recognised that message sizes are a problem but that first
implementations will not have extensive number of NWCTPs in a subnetwork, for example, so the issue
will not arise in most cases.

8.6 Application notes

While it is the responsibility of technology specific groups to produce Ensembles for particular
applications, guidance is given to these groups in the form of application notes to show how the GOM
definitions are intended to be used. These may be found in clause C.2

8.7 Modelling of multipoint connections

Two alternative methods of representing multipoint connections are possible. The first follows the
principles of ITUT Recommendation M.3100 [10], and the second follows ITU-T Recommendation 1.326
[16].

The first method is defined in annex D, and the second in annex E. The second is still under study.
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9 Managed object class library for the network level view

All references to managed object classes refer by definition to sub-classes and allomorphic
representations.

The GDMO definition of types is to be used in favour of the ASN.1 definition. For example only four values
of the Availability Status are specified in the GDMO syntax while the IMPORTED ASN.1 allows the full
range of the 1ISO attribute definition. Applying this rule, the additional ASN.1 values are not permitted.

9.1 Managed object class definitions

9.1.1 Access group

accessGroup MANAGED OBJECT CLASS
DERIVED FROM "Recommendation X.721 | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
accessGroupPackage PACKAGE
BEHAVIOUR
accessGroupBehaviour BEHAVIOUR
DEFINED AS "The Access Group object class is a class of managed objects which
groups Network Trail Termination Points for management purposes.";;

ATTRIBUTES
accessPointList GET,
accessGroupld GET,
signalid GET;;;

CONDITIONAL PACKAGES
linkPointerListPackage
PRESENT IF "topology is modelled using links",
topologicalGroupPointerPackage
PRESENT IF "topology is modelled using topological points";
REGISTERED AS {iets300653MObjectClass 1};

9.1.2 Admin domain

PROFILE NOTE: The systemTitle is used for naming when an instance of this object has to have
a globally unique identifier.

adminDomain MANAGED OBJECT CLASS
DERIVED FROM "Recommendation X.721 | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
adminDomainPackage PACKAGE
BEHAVIOUR
adminDomainBehaviour BEHAVIOUR
DEFINED AS "This managed object represents the domain of resources to support a
management function.";;;;
CONDITIONAL PACKAGES
adminDomainldPackage
PRESENT IF "an instance supports it",
systemTitlePackage
PRESENT IF "an instance supports it",
"Recommendation M.3100 : 1992":userLabelPackage
PRESENT IF "an instance supports it";
REGISTERED AS {iets300653MObjectClass 2};

9.1.3 Allocation

PROFILE NOTE: Allocation is a managed object class for the representation of scheduling of the
adaptation function of a trail, to provide link connections.

allocation MANAGED OBJECT CLASS
DERIVED FROM "Recommendation X.721 | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
"Recommendation M.3100 : 1992":createDeleteNotificationsPackage,
"Recommendation M.3100 : 1992":attributeValueChangeNotificationPackage,
allocationPackage PACKAGE
BEHAVIOUR
allocationBehaviour BEHAVIOUR
DEFINED AS "This MO books parts or all of the free time of its owning MO (Link
connection or TandemConnection). If the booked time exceeds the live time of its
owner the creation of the allocation will be rejected. If the creation of this
MO intersects another allocation instance the creation will be rejected too.
While the OS will be notified on creation of this MO instance, it will be not
notified on deletion when it is the consequence of deleting its owner.";;

ATTRIBUTES
allocationld GET,
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clientPtr GET;;
CONDITIONAL PACKAGES
administrativeStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",
assignmentStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",
"Recommendation X.721 | ISO/IEC 10165-2 : 1992":availabilityStatusPackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",
lifecycleStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",
"Recommendation M.3100 : 1992":0operationalStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",
durationSchedulingPackage
PRESENT IF "the transport objects are scheduled to start at a specified time and stop
at either specified time or function continuously",
dailyBasisSchedulingPackage
PRESENT IF " the transport objects are to be scheduled on a daily basis",
weeklyBasisSchedulingPackage
PRESENT IF " the transport objects are to be scheduled on a weekly basis",
monthlyBasisSchedulingPackage
PRESENT IF " the transport objects are to be scheduled on a monthly basis",
occasionalSchedulingPackage
PRESENT IF " the transport objects are to be occasionally scheduled";
REGISTERED AS  {iets300653MObjectClass 3},

9.14 Basic layer network domain

basicLayerNetworkDomain MANAGED OBJECT CLASS
DERIVED FROM layerNetworkDomain;

CHARACTERIZED BY

basicTrailHandlerPackage,

basicLayerNetworkDomainPackage PACKAGE

BEHAVIOUR

basicLayerNetworkDomainBehaviour BEHAVIOUR
DEFINED AS "The Basic LayerNetworkDomain object class is a class of managed
objects that manages the immediate setup and release of trails. It provides the

CONDITIONAL PACKAGES
addRemoveNWTTPsFromAccessGroupPackage
PRESENT IF "the layer network domain has Access Groups";
REGISTERED AS {iets300653MObjectClass 4};

9.15 Basic sub-network

PROFILE NOTE:

The containedNWCTPList, if present, is used to indicate the CTPs which are
part of a sub-network, at levels of partitioning other than the lowest level. (At the
lowest level of partitioning the sub-networks name the CTPs) This allows higher
level abstractions of the lowest level of partitioning to restrict the set of CTPs at
that level to a desired sub-set of the lower level CTPs. CTPs from the lowest
level of partitioning which are not visible at the boundary of the higher level sub-
network may not be contained in the list. The actions to add/remove NWTPs
from a NWGTP, add/remove NWCTPs from a Topological Point are defined as
conditional packages, as not all Basic Sub-networks will support these classes.

basicSubNetwork MANAGED OBJECT CLASS
DERIVED FROM subNetwork;

CHARACTERIZED BY

basicConnectionPerformerPackage,
subNetworkldPackage,
basicSubNetworkPackage PACKAGE

BEHAVIOUR

basicSubNetworkBehaviour BEHAVIOUR
DEFINED AS "The Sub-network object class is a class of managed objects manages
the setup and release of Sub-network Connections, under the control of a
manager. It also manages the assignment of network termination points to Network
GTPs.";; ;;
CONDITIONAL PACKAGES
activateSubNetworkConnectionPackage
PRESENT IF "this sub-network supports a two-phase commit set-up process",
addRemoveNWTPsFromNWGTPPackage
PRESENT IF "this sub-network can contain NWGTPs",
addRemoveNWCTPsFromTopologicalPtPackage
PRESENT IF " this sub-network can contain Topological Points ",
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addDeletePackage
PRESENT IF "this sub-network supports point to multipoint sub-network connections";
REGISTERED AS {iets300653MObjectClass 5};

9.1.6 Connectivity

PROFILE NOTE:

Status Conditions shall not be unnecessarily duplicated in Connectivity and
Network Termination Point. It is expected that Status Condition will usually be

present in Connectivity and its subclasses.

The aEndNWTPList will always be non-NULL. The zEndNWTPList is conditional

as not all modes of transmission support Z ends.

The Signal Id shall match the Signal Id of the instance representing the network

termination point.
This class is not instantiable.

connectivity MANAGED OBJECT CLASS
DERIVED FROM "Recommendation X.721 | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
connectivityPackage PACKAGE
BEHAVIOUR
connectivityBehaviour BEHAVIOUR

DEFINED AS "The Connectivity object class is a class of managed objects which
ensures the transfer of information between two or more network termination
points. The directionality attribute indicates whether transmission is

unidirectional or bi-directional. The mode attribute indicates the type of
transmission, i.e. point to point, point to multi-point, multicast, broadcast or
conference.

These are defined as:

- point to point: there is one A end and one Z end,

- point to multipoint: there is one A end and multiple Z ends, and there is
no traffic flow between Z ends;

- multicast: there are multiple A ends and multiple Z ends, and there is no
traffic flow between A ends or between Z ends;

- conference: the multiple A ends send traffic to, and receive traffic from,
all other A ends, there are no Z ends;

- broadcast: where there is one A end and no known Z ends.

Where required, the designation of the Connectivity object should follow ITU-T
Recommendation M.1400. The designation is stored in the User Label. The
aEndNWTPLIst attribute and zEndNWTPList attribute are independent of the M.1400
designation. For point to point unidirectional and bi-directional, the
aEndNWTPLIst attribute shall identify a single A end network termination point,
and the zEndNWTPList shall identify a single Z end network termination point.
The zEndNWTPLIst attribute is required to support this case. For point to point
unidirectional, the aEndNWTPList attribute shall identify the source end and the
zEndNWTPLIst attribute shall identify the sink end. For point to multipoint
unidirectional and bi-directional, the aEndNWTPList attribute shall identify a
single A end network termination point, and the zEndNWTPList shall identify the
Z end network termination points. The zEndNWTPLiIst attribute is required to
support this case. For multicast unidirectional and bi-directional, the
aEndNWTPLIst attribute shall identify the A end network termination points, and
the zEndNWTPList shall identify the Z end network termination points. The
zEndNWTPLiIst attribute is required to support this case. For broadcast
unidirectional and bi-directional, the aEndNWTPList attribute shall identify a
single A end network termination point. There are no known Z ends, so the
zEndNWTPLIst attribute is not required to support this case. For conference,
only bi-directional transmission is supported. The aEndNWTPList attribute shall
identify the A end network termination points. There are no Z ends, so the
zEndNWTPLiIst attribute is not required to support this case. The Signal Id
attribute describes the signal that is transferred across a Connectivity

instance. The managed objects representing the network termination points, or
NWGTPs, that are related by this instance shall have signal Ids that are
compatible. The default value for the directionality attribute is bi-

directional.";;

ATTRIBUTES

CONDITIONAL

signalid GET,
mode GET,
aEndNWTPList GET,
"Recommendation M.3100 : 1992": directionality GET;;
PACKAGES

"Recommendation M.3100 : 1992":createDeleteNotificationsPackage
PRESENT IF "the objectCreation and objectDeletion notifications defined in
Recommendation X.721 are supported by an instance of this managed object class",
"Recommendation M.3100 : 1992":attributeValueChangeNotificationPackage
PRESENT IF "the attributeValueChange notification defined in Recommendation X.721 is
supported by an instance of this managed object class",
"Recommendation M.3100 : 1992":stateChangeNotificationPackage
PRESENT IF "the stateChange natification defined in Recommendation X.721 is supported
by an instance of this managed object class",
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administrativeStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

assignmentStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

"Recommendation X.721 | ISO/IEC 10165-2 : 1992":availabilityStatusPackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

lifecycleStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

"Recommendation M.3100 : 1992":0operationalStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

"Recommendation M.3100 : 1992":tmnCommunicationsAlarminformationPackage
PRESENT IF "the communicationsAlarm notification (as defined in Recommendation X.721)
is supported by this managed object",

"Recommendation M.3100 : 1992":alarmSeverityAssignmentPointerPackage
PRESENT IF "the communicationsAlarminformationPkg package is present AND the managed
object supports configuration of alarm severities",

supportedByPackage
PRESENT IF "an instance supports it",

"Recommendation M.3100 : 1992":userLabelPackage
PRESENT IF "an instance supports it",

qualityOfConnectivityServicePackage
PRESENT IF "an instance supports it",

zEndNWTPListPackage
PRESENT IF "an instance supports it";

REGISTERED AS {iets300653MObjectClass 6};

9.1.7 Degenerate sub-network

degenerateSubNetwork MANAGED OBJECT CLASS

DERIVED FROM subNetwork;

CHARACTERIZED BY

subNetworkldPackage,

degenerateSubNetworkPackage PACKAGE

BEHAVIOUR
degenerateSubNetworkBehaviour BEHAVIOUR

DEFINED AS "This managed object represents sub-networks where it is not possible
to flexibly assign Sub-network Connections.";;

ﬁEGISTERED AS {iets300653MObjectClass 7};
9.1.8 Instantiable basic connection performer

instantiableBasicConnectionPerformer MANAGED OBJECT CLASS
DERIVED FROM "Recommendation X.721 | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY basicConnectionPerformerPackage,
instantiableBasicConnectionPerformerPackage PACKAGE
BEHAVIOUR
instantiableBasicConnectionPerformerBehaviour BEHAVIOUR
DEFINED AS "This object is used in the composition of the management
capabilities of a sub-network";;
ATTRIBUTES
instantiableBasicConnectionPerformerld GET;;;
CONDITIONAL PACKAGES
activateSubNetworkConnectionPackage
PRESENT IF "this sub-network supports a two-phase commit set-up process",
addRemoveNWTPsFromNWGTPPackage
PRESENT IF "this sub-network can contain NWGTPs",
addRemoveNWCTPsFromTopologicalPtPackage
PRESENT IF "this sub-network can contain Topological Points",
addDeletePackage
PRESENT IF "this sub-network supports point to multipoint sub-network connections";
REGISTERED AS {iets300653MObjectClass 8};

9.1.9 Instantiable basic trail handler

instantiableBasicTrailHandler MANAGED OBJECT CLASS
DERIVED FROM "Recommendation X.721 | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY basicTrailHandlerPackage,
instantiableBasicTrailHandlerPackage PACKAGE
BEHAVIOUR
instantiableBasicTrailHandlerBehaviour BEHAVIOUR
DEFINED AS "This object is used in the composition of the management
capabilities of a layer network domain";;
ATTRIBUTES
basicTrailHandlerld GET;;
REGISTERED AS {iets300653MObjectClass 9};
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9.1.10 Layer network domain

PROFILE NOTE: A layer, or transport network layer: A layer, or transport network layer, is defined
as ITU-T Recommendation G.805 [7] a topological component solely concerned
with the generation and transfer of characteristic information.

The layer network may be characterised by the signal Id package or alternatively
the layer network domain may be sub-classed for each characteristic
information value.

layerNetworkDomain MANAGED OBJECT CLASS
DERIVED FROM adminDomain;
CHARACTERIZED BY
layerNetworkDomainPkg PACKAGE
BEHAVIOUR
layerNetworkDomainBehaviour BEHAVIOUR
DEFINED AS "This managed object represents the part of the transport network
layer which is managed by a management system. It represents the topological and
connectivity aspects of the part transport network layer.";;;;
CONDITIONAL PACKAGES
signalidPackage
PRESENT IF "an instance supports it";
REGISTERED AS {iets300653MObjectClass 10},

9.1.11 Leg

PROFILE NOTE: This managed object represents a leg (branch) of a multipoint Sub-network
Connection. (see annex D). This class is not used for multipoint
implementations following ITU T Recommendation 1.326 [16] (see annex E).

leg MANAGED OBJECT CLASS
DERIVED FROM
"Recommendation X.721 | ISO/IEC 10165-2 : 1992":top;
CHARACTERIZED BY
"Recommendation M.3100 : 1992":stateChangeNoatificationPackage,
legPackage PACKAGE
BEHAVIOUR
legBehaviour BEHAVIOUR
DEFINED AS "A Leg has a single Z end. A Sub-network Connection of mode point to
multipoint contains multiple Legs. The Status condition indicates the state of
each Leg of the Sub-network Connection.";;

ATTRIBUTES
zEndNWTP GET,
legld GET;;;

CONDITIONAL PACKAGES

administrativeStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

assignmentStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

"Recommendation X.721 | ISO/IEC 10165-2 : 1992":availabilityStatusPackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

lifecycleStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

"Recommendation M.3100 : 1992":operationalStatePackage
PRESENT IF "The Status Condition described in the behaviour of this managed object
class is composed using this state, as defined in annex A",

"Recommendation M.3100 : 1992":createDeleteNotificationsPackage
PRESENT IF "the objectCreation and objectDeletion notifications defined in
Recommendation X.721 are supported by an instance of this managed object class",

"Recommendation M.3100 : 1992":userLabelPackage
PRESENT IF "an instance supports it";
REGISTERED AS {iets300653MObjectClass 11};

9.1.12 Link

PROFILE NOTE: The topology view is represented using either links, access groups, and sub-
networks, or by topological points, access groups and sub-networks.

Two types of link have been defined:
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externalLink: where the link spans sub-networks, or a sub-network and an
access group, in different admin domains but the same layer domain. An
example of this is a link between two administrations (PNOSs);

internalLink: where the link spans sub-networks, or a sub-network and an
access group, in the same admin domain and same layer domain.

Note that a link only groups point-to-point link connections. Other groupings are
for further study.

link MANAGED OBJECT CLASS
DERIVED FROM "Recommendation X.721 | ISO/IEC 10165-2 : 1992":top;

CHARACTERIZED BY

"Recommendation M.3100 : 1992":attributeValueChangeNoatificationPackage,
linkPackage PACKAGE

BEHAVIOUR

linkBehaviour BEHAVIOUR
DEFINED AS "The Link object class is a class of managed objects which gives a
topological description of the capacity between two adjacent Sub-networks or a
sub-network and an Access Group, when NWTTPs lie outside the boundary of the
largest sub-network.

The use made of the individual attributes and notifications is detailed below:

- available link connections: the number of free Link Connections;

- aend point: the Sub-network or access group which terminates one end of
the Link;

-z end point: the Sub-network or access group which terminates the other
end of the Link;

- number of link connections: the total number of Link connections;

- signal Id: shows the signal Id of the Link Connections that provide the
capacity for the Link.
A Link shall be provided with capacity by Link connections of the same
signal Id;

- attribute value change notification: shall be emitted when the values
change of the following attributes: availableLink Connections, noOf
LinkConnections. ";;

ATTRIBUTES
availableLinkConnections GET,
aEndPoint GET,
linkld GET,
zEndPoint GET,
noOfLinkConnections GET,
signalid GET;;;

CONDITIONAL PACKAGES

externalLinkPackage

PRESENT IF "the link spans sub-networks, or a sub-network and an access group, in
different admin domains but the same layer domain ",

internalLinkPackage

PRESENT IF "the link spans sub-networks, or a sub-network and an access group, in the
same admin domain and same layer domain ",

usageCostPackage

PRESENT IF "the link has an allocated usage cost ";

REGISTERED AS {iets300653MObjectClass 12};

9.1.13 Link connection

PROFILE NOTE:

Each Link connection or Sub-network Connection in the sequence supporting a
Trail may be a point to multipoint which gives rise to a "tree" of Link connections
and Sub-network Connections which support the Trail. (see annex D). This
mode is not wused for multipoint implementations following [ITU-
TRecommendation 1.326 [16] (see annex E).

Several Link connections can be bundled into a higher rate Trail. This higher
rate Trail may be used to serve client Link connection(s).

A link connection may be a component of a sub-network connection and of a
trail.

A single trail in a server layer may support a point to multi-point link connection
in a client layer (see annex D). This mode is not used for multipoint
implementations following ITU-T Recommendation 1.326 [16](see annex E)."
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linkConnection MANAGED OBJECT CLASS
DERIVED FROM connectivity;
CHARACTERIZED BY
linkConnectionPackage PACKAGE
BEHAVIOUR
linkConnectionBehaviour BEHAVIOUR

DEFINED AS "The LinkConnection object class is a class of managed objects
responsible for the transparent transfer of information between Network

Connection Termination Points. A LinkConnection may be a component of a Trail. A
sequence of one or more LinkConnections (and sub-network connections)may be
linked together to form a Trail. A LinkConnection may be either uni- or bi-
directional. A point to point unidirectional LinkConnection can be established
between a Network CTP source or Network CTP bid; and a Network CTP sink or

Network CTP bid. A point to point bi-directional LinkConnection can be

established between a Network CTP bid; and a Network CTP bid. A point to
multipoint unidirectional LinkConnection can be established between a Network

CTP source or Network CTP bid; and a set whose members are Network CTP sinks or
Network CTP bids. A point to multipoint bi-directional LinkConnection can be
established between a Network CTP bid; and a set of Network CTP bids. A

multicast unidirectional LinkConnection can be established between a set whose
members are Network CTP sources or Network CTP bids; and a set whose members are
Network CTP sinks or Network CTP bids. A multicast bi