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Intellectual Property Rights

IPRs essential or potentially essential to the present document may have been declared to ETSI. The information
pertaining to these essential IPRs, if any, is publicly available for ETSI member s and non-member s, and can be found
in ETSI SR 000 314: "Intellectual Property Rights (IPRs); Essential, or potentially Essential, IPRs notified to ETS in
respect of ETS standards’, which is available from the ETS| Secretariat. Latest updates are available on the ETSI Web
server (http://webapp.etsi.org/| PR/home.asp).

Pursuant to the ETSI IPR Palicy, no investigation, including I PR searches, has been carried out by ETSI. No guarantee
can be given as to the existence of other IPRs not referenced in ETSI SR 000 314 (or the updates on the ETSI Web
server) which are, or may be, or may become, essential to the present document.

Foreword

This Technical Report (TR) has been produced by ECMA on behalf of its members and those of the European
Telecommunications Standards Institute (ETSI).

Brief history

This Technical Report illustrates how CSTA can be used over a SIP session to control and observe SIP user agents
(uaCSTA).

This Technical Report is part of a suite of Ecma CSTA Phase 111 Standards and Technical Reports.

All of the Standards and Technical Reportsin this suite are based upon the practical experience of Ecma member
companies and each one represents a pragmatic and widely based consensus.
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1 Scope

The Session Initiation Protocol (SIP) isa control (signalling) protocol for creating, modifying, and terminating sessions
with one or more participants. These sessions include Internet telephone calls, multimedia distribution, and multimedia
conferences.

CSTA standardizes a very powerful and flexible set of application services to observe and control voice and non-voice
media calls as well as control and observe non-call related features.

This Ecma Technical Report describes how CSTA can be used to provide a subset of CSTA call control functionality,

called 13t party call control, for SIP user agents. The term uaCSTA (for user agent CSTA) refers to transporting
ECMA-323 (CSTA XML) messages over a SIP session.

UaCSTA leverages SIP mechanisms to provide a highly featured, robust, and extensible set of features to support
applications in the Enterprise environment.

uaCSTA can be implemented by severa different types of SIP user agents:
. directly by a SIP user agent on a SIP phone.
. uaCSTA can also be implemented by a SIP B2BUA to augment 3PCC functionality.

. by aproxy server that is front-ending a PBX.

2 Purpose

. Describe the relevant portions of the CSTA Standards - The two primary CSTA Standards, Services for
Computer Supported Telecommunications Applications (ECMA-269) and the XML Protocol for CSTA
(ECMA-323), arerelatively large standards (combined over 1 100 pages). Due to their size it is sometimes
difficult for SIP developers without prior knowledge of CSTA standards to quickly find the relevant parts of
the CSTA standards needed to implement basic features. The present document shows the relevant CSTA
concepts and how they can be used to implement a CSTA-based application protocol without having to read
all of the CSTA Standards.

. Terminology - Although many of the concepts are similar, different terms are used in SIP and CSTA to
describe the same concepts. Since CSTA is designed to be protocol independent, it is helpful to show how the
abstract terminology of CSTA is mapped to SIP specific terminology.

. Extensibility - A SIP phone that is being developed to support a specific application may initially need to only
support a small subset of the features standardized in CSTA. As the types and complexity of applications using
these devicesincrease, it is expected that these devices will need to support additional, more advanced,
features standardized by CSTA, similar to features supported by other types of phonesin Enterprise
environments. The present document shows how basic features can be extended to support arich standards-
based feature set for applications.

. Interoperability - In order to encourage interoperability of applications and phones supporting this application
protocol, additional CSTA Profiles, which include minimal sets of CSTA functionality, are described. These
profiles can be extended by implementations to provide a more complete set of call and devices features
commonly used by Enterprise applications.

3 References

The present document provides informative examples of how to use CSTA concepts as an application protocol for SIP
user agents. The following Ecma Standards should be used as the definitive references for CSTA.

ECMA-269 Services for Computer Supported Telecommunications Applications (CSTA) Phase 111, 6t edition
(June 2004).
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ECMA-323 XML Protocol for Computer Supported Telecommunications Applications (CSTA) Phase 11, 3d
edition (June 2004).
The following |IETF references provide information on the SIP features referenced in the present document:

IETF RFC 3261 SIP: Session Initiation Protocol, Rosenberg, J. et al, IETF, June 2002.

4 Terminology

4.1 General terms

The following table summarizes some of the commonly used terminol ogies used in the present document.

application Refers to all components that control and observe uaCSTA instances that may be
present in an application/computing domain such as an application residing on any
type of computing device (desktop PC, mobile computing device, CTI middleware,
SIP B2BUA, SIP UA, etc.).

uaCSTA user agent CSTA - This refers the mechanism to transport CSTA messages over
a SIP session, and the type of call control, called 15 party call control, that allows
an application to control and observe only the device or devices it is directly
involved with. A desktop application controlling its associated phone, for example.

uaCSTA device Refers to a SIP UA, such as a SIP or PBX phone, that supports the CSTA features
over SIP as described in the present document.
phone A SIP UA that supports calls. It is also a PBX device that supports calls. Examples

of the types of phones that can be supported by this application protocol are
described in clause 6.

B2BUA A back-to-back-user-agent is a type of user agent that acts both as a user agent
server (receives requests) and acts as a user agent client (generates requests).
B2BUA is used to implement SIP third party call control (3PCC) features. uaCSTA
could be used to augment the existing B2BUA functionality for enhanced call
control.

4.2 SIP/CSTA Terminology Mappings

The following table shows some of the common SIP terms and how they are referenced using CSTA and vice versa.

SIP Term CSTA Term Notes
User Agent or UA device A SIP UA can be modelled as a type of CSTA device.
Whenever the term device is used in the present document, it
is referring to a SIP UA.
SIP URI device identifier or A SIP URI can be used to address a SIP UA or a PBX phone
devicelD in the same way that a CSTA device identifier can be used to
address a CSTA device.
One of the formats of a Device Identifier is URI. Whenever the
term DevicelD is used in the present document, it is referring
to a URI format of CSTA devicelD.
Refer to annex A for a description of the ways to represent a
user and a user’s device with a URI.
TEL URI device identifier or A TEL URI can be used to address a device or a dialled
devicelD number in the same way that a CSTA device identifier can be
used to address a CSTA device.
Refer to annex A for a description of the ways to represent a
device and a dialled number with a TEL URI.
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5 Example environments for uaCSTA

The following figuresillustrate how uaCSTA is used to pass ECM A-323 messages between an application and a user
agent that supports this protocol. uaCSTA provides a standards-based protocol for applications to use to request a UA to
invoke features.

The term uaCSTA device refersto a SIP UA, such as a SIP phone, that supports the ECM A-323 messages over SIP as
described in the present document.

5.1 Controlling and Observing a SIP Phone

In this environment, a PC-based application can use uaCSTA to directly control and observe its associated SIP UA
phone.

client application

: sip
reee protocol

[ PC-based CSTA ]

uaCSTA

uaCSTA
enabled SIP Other SIP
Phone phone

5.2 Controlling and Observing a SIP Phone by Augmenting
B2BUA Functionality

In this environment, uaCSTA is used to augment existing B2BUA functionality to invoke features on the SIP phone not

possible with standard SIP.
CSTA client
application F e | CSTA
I——/ XML

SIP
Application
uaCSTA Server
(B2BUA)
: SIP
. protocol
uaCSTA
enabled SIP Other SIP
Phone phone
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5.3 Controlling a PBX Phone

In this environment, a PC-based application can use uaCSTA to control its associated PBX phone that is part of a
PBX/IP Switch. A SIP/CSTA Gateway is atype SIP UA that terminates SIP and converts ECM A-323 messages to/from
an application to/from PBX dependent protocols. The uaCSTA Gateway alows an application to control only its
associated device(s) - (1% party call control).

PC-based CSTA
uaCSTA client application

uaCSTA
Gateway
PBX Phones
PBX Specific
Protocol
(could be CSTA)
PBX
6 Example User Agent Configurations

CSTA defines two elements that are relevant for user agents.

. A logical element: the set of attributes/features/services that have an association with the control and/or
observation of callsat a UA. For example (line) appearances and attributes such as forwarding. Some phones
provide more than one addressable logical elements (e.g. multi line phones). Some phones share alogical
element among multiple physical devices (e.g. bridged appearance phones).

. A physical element: the set of attributes/features/services that have any association with the control or
observation of the physical components (speaker, microphone, display, etc.) of aUA.

Some UAs provide a single address which can be used to address all of its (logical and physical) elements while other
UAs provide multiple addresses so that requests can be directed to a specific logical element on the UA (e.g. a specific
line on a multi-line phone).

This clause discusses the typical types of phones that can be supported by this application protocol, the types of
elements supported by phone type, and how applications can address each element.

6.1 Single Line Phone UA

A single line phoneis atype of user agent that supports only one logical element (addressable line) not shared with any
other device and asingle physical element (see clause 6.1.3.3.2 of ECMA-269). The single line can support one or more
cals at the sametime.

For asingle line phone, asingle CSTA devicel D (e.g. SIP URI) is used to reference both the phone'slogical and
physical elements.
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For example if the phone has registered with the contact address of sip:1234@domainl, the various elements of the
phone could be addressed via CSTA services as follows:

. phone'slogical element with a call control feature: To originate acall from the single line, an application
would provide sip:1234@domainl as the callingDevice in the CSTA Make Call service.

. phone's logical element with alogical device feature: To control the forwarding feature for the singleline, an
application would provide sip:1234@domainl as the devicel D in the CSTA Set Forwarding service.

. phone's physical element with a physical device feature: To set the speaker mute for the device, an application
would provide sip:1234@domainl as the devicel D in the CSTA Set Speaker Mute service.

6.2 Multi Line Phone UA

A multi line phoneisatype of user agent that supports more than one addressable line (see clause 6.1.3.3.3 of
ECMA-269). Each line can support one or more calls at the same time.

For amulti line phone, there are multiple logical elements (lines) and a single physical element.

For amulti line phone, each logica element (line) is addressed with a unique CSTA devicelD (e.g. SIP URI). CSTA
services that reference a phone'slogical element use the devicel D (e.g. SIP contact URI) associated with the desired
line. CSTA servicesthat apply to the physical element addressit via any one of the SIP contact URIs since they al, in
this phone configuration, refer to the same device.

For example if the phone has registered with the contacts of sip:1234@domainl and sip:5678@domainl, the various
elements of the phone could be addressed via CSTA services as follows:;

. phone's logical component with acall control feature:

- To originate a call from the line addressed via sip:1234@domainl, an application would provide
sip:1234@domainl as the callingDevice in the CSTA Make Call service.

- To originate a call from the line addressed via sip:5678@domainl, an application would provide
sip:5678@domainl as the callingDevice in the CSTA Make Call service.

. phone's logical element with alogical device feature:

- To control the forwarding feature for the line addressed via sip:1234@domainl, an application would
provide sip:1234@domainl as the devicel D in the CSTA Set Forwarding service.

- To control the forwarding feature for the line addressed via sip:5678@domainl, an application would
provide sip:5678@domainl as the devicel D in the CSTA Set Forwarding service.

. phone's physical element with a physical device feature: To set the speaker mute for the device, an application
would provide either one of the following:

- sip:1234@domainl as the devicel D in the CSTA Set Speaker Mute service. Since this contact is only
associated with one physical device, it would be unambiguous.

- sip:5678@domainl as the devicel D in the CSTA Set Speaker Mute service. Since this contact is only
associated with one physical device, it would be unambiguous.

6.3 Bridged Appearance Phone and other Advanced UA
Configurations

A bridged-appearance phone is atype of user agent that contains alogical element (e.g. aline) shared with another
phone (see clause 6.1.3.3.5 of ECMA-269).

CSTA specifies many different kinds of bridged appearances that reflect the different behaviours and different
capabilities for cals at shared appearances. (See bridged callsin section of ECMA-269.)

ETSI



12 ETSI TR 102 348 V1.1.1 (2004-09)

uaCSTA does not specify (nor preclude) the behaviour or the addressing of bridged appearances and other advanced
UA configurations.

7 SIP Transport Mechanism for CSTA Messages

This clause describes how:
. SIPis used to establish a CSTA application session.
. CSTA service request and response messages are transported over SIP.
. A CSTA Monitor is started and CSTA events are transported over SIP.

The mechanism described here uses the SIP INVITE and INFO methods to transport ECM A-323 messages provided in
a SIP message body.

The SIP Content-type used for an ECM A-323 message is application/cstatxml. This MIME mediatypeis used
specifically for encapsulating ECM A-323 messages.

A user agent using this mechanism could be any type of SIP UA such as a SIP phone or a SIP user agent that is
front-ending a PBX, like the CSTA/SIP server as shown in clause 5.

NOTE: The SIP mechanism described here to establish a CSTA application session and transport ECMA-323
messages is one of many possible mechanisms. Other options such as using SIP SUBSCRIBE/NOTIFY
methods with a CSTA event package(s) could be used. SIP extensions to methods such as REFER may
provide another option.

7.1 Establishing a CSTA Application Session

Before ECMA-323 service requests are sent to a SIP UA, a CSTA application session must be established between the
application and the SIP UA.

ECMA-269 specifies a number of options for establishing a CSTA application session. This mechanism uses the
"Implicit Association created using CSTA Request System Status" option as described in clause 7.2 of ECM A-269.

The application creates an application session by establishing a SIP dialog with the user agent using aSIP INVITE
method that includes a Content-Disposition header indicating "signal” and "handling=required" to mandate support for
the application/cstatxml MIME type.

An ECMA-323 Request System Status service reguest isincluded in the SIP INVITE body with the Content-Type
application/cstat+xml.

The Request-URI header in the SIP INVITE could specify a particular user agent instance (e.g. globally unique contact
URI) or a SIP Address-of-Record URI (a user's published address). If the Request-URI specifies a SIP
Address-of-Record for which multiple devices have registered contacts, the application should be aware that a SIP
proxy may pick a specific contact to forward this INVITE to or the proxy may parallel fork the INVITE to al of the
contacts. This behaviour depends upon the proxy design, policy, scripting, etc. In genera if the INVITE isforked, the
application will get the contact URIs from al instances and can choose which specific contact it wishes to monitor
and/or control using uaCSTA.

If the UA supportsthis MIME type and can establish this application session, it responds to this SIP Invite with a
200 OK (line 2 below) that includes an ECMA-323 Request System Status service response in the message body. The
application sends a SIP ACK to complete the dialog establishment (line 3).

If the UA does not support this MIME type, the SIP UA must provide a 415 (Unsupported Media Type) response as
defined in RFC 3261.

The application-control session exists for aslong as the application is interested in controlling the SIP user agent which

might, for some deployments, persist as long as the user agent is operational. Once the application-control session isno
longer needed, it can be terminated using the SIP BY E method.
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1) INVITE w/ CSTA Request System Status req.

Y

‘2) 200 OK w/ CSTA Request System Status res.

application 3) ACK SIP user agent

A\ 4

(sequence of INFOs)

n) BYE

Figure 1: Establishing a CSTA Application Session using the SIP INVITE method

7.2 Transporting CSTA Service Requests and Responses

Once a SIP dialog has been created for the CSTA application session, ECM A-323 service requests can be sent using the
SIP INFO method.

An ECMA-323 service request is provided in the body of a SIP INFO method. The SIP INFO method is sent using the
SIP dialog created above.

An ECMA-323 (positive or negative) service responseis provided in the body of a 200 OK method.

The CSTA response can be correlated to the CSTA request using the SIP CSEQ headers associated with the SIP dialog
used for the application control session.

ECMA-323 service requests can be sent by either the application or the UA. Steps 1 and 2 in figure 2 show how the SIP
INFO method is used for an application initiated request using the CSTA Make Call service as an example. Steps 3 and
4 show a UA initiated request using the CSTA System Status service as an example.

1) INFO with Make Call service request

Y

2) 200 OK with MakeCall service response

A

application SIP user agent

3) INFO with System Status service request

4) 200 OK with System Status service response R

»

Figure 2: Sending CSTA Service Requests and Service Responses using the SIP INFO method

7.3 Starting a Monitor and Transporting CSTA Events

An application needs to start a CSTA monitor before it can observe changesto CSTA calls and features at a UA via
CSTA events. To start amonitor, an ECMA-323 Monitor Start service request is sent in the body of a SIP INFO method
(line 1 below).

The user agent responds to the SIP INFO with a SIP 200 OK (line 2 below). The SIP UA provides an ECMA-323
Monitor Start response in the SIP 200 OK message.

The SIP UA generates subsequent ECMA-323 eventsin a SIP INFO method (line 3 below).

A supported event is generated whenever a CSTA connection changes state for a call that the UA isinvolved with or
when changes occur in the state of a physical or logical feature, as per the monitoring requirements for supported CSTA
services and events as specified in ECMA-269.
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ECMA-323 events are generated regardless of what caused the event, i.e. either through application initiated features or
manually invoked features.

When an application wants to terminate an existing monitor, it generates a SIP INFO method with an ECMA-323
Monitor Stop service request (line 5 below).

If the SIP UA terminates the monitor the SIP UA generates a SIP INFO method with an ECM A-323 Monitor Stop
service request.

1) INFO with Monitor Start service request

Y

2) 200 OK with Monitor Start service response

- 3) INFO with CSTA Delivered event

&

application ) 4) 200 OK SIP user agent

\ 4

Sequence of INFOs with CSTA events

5) INFO with Monitor Stop service request

Y

6) 200 OK with Monitor Stop service response

<

Figure 3: Establishing a CSTA Monitor and sending CSTA events using the SIP INFO method

8 uaCSTA Profiles

Since many CSTA features are optional, and to enhance application portability across different CSTA implementations,
CSTA standards require a minimal subset of functionality as conformance criteria.

ECMA-269 specifies this minimal subset of functionality via a set of standardized profiles. In order to claim
conformance to CSTA at least one profile must be supported. The following profiles, specified in ECMA-269 6t
Edition, most closely match the call control and device control services and events needed by an application that is
managing a SIP user agent. Note that multiple profiles may be supported.

. Minimal uaCSTA Call Control Profile - provides support for making a call, answering an incoming call,
deflecting acall, clearing acall, transferring acall in asingle step, holding a call, and retrieving a call.

. Basic uaCSTA Call Control Profile - in addition to the features in the Minimal uaCSTA Call Control Profile,
this profile includes the ability to monitor call activity for supported CSTA call and device servicesat a UA.

. Advanced uaCSTA Call Control Profile - in addition to the featuresin the Basic uaCSTA Call Control Profile,
this profile includes the ability to start a consultation call, reconnect a call, alternate between two calls, and
transfer acall (two step transfer).

. Conferencing uaCSTA Call Control Profile - in addition to the features in the Basic or the Advanced uaCSTA
Call Control Profile, this profile includes the ability to conference another device into an existing call at the
user agent in two steps (Conference Call) or to conference another device into acall in one step (Single Step
Conference Call).

. Basic uaCSTA Device Feature Profile - in addition to the featuresin the Basic or the Advanced uaCSTA Call
Control Profile, this profile provides support for setting the forwarding feature and setting the Do Not Disturb
feature at a UA.

. Speaker uaCSTA Device Feature Profile - in addition to the features in the Basic or the Advanced uaCSTA
Call Control Profile, this profile provides support for setting the speaker mute feature and setting the speaker
volume feature at a UA.

ETSI



8.1

8.1.1

15 ETSI TR 102 348 V1.1.1 (2004-09)

Minimal uaCSTA Call Control Profile

Services

Thefollowing CSTA services are included in the Minimal uaCSTA Call Control Profile:

8.1.2

Answer call - Answers an alerting call at a UA.
Clear Connection - Clears a connection at a UA.

Deflect Call - Moves a connection away from the deflecting UA. The deflecting UA is no longer involved with
the call after the Deflect Call serviceis completed.

Hold Call - Holds acall at aholding UA.
Make Call - Makes a call from an originating UA.
Retrieve Call - Retrieves acall at aretrieving UA.

Single Step Transfer - Transfers acall to another devicein asingle step. A transferring UA isno longer
involved with the call after the Single Step Transfer service is compl eted.

Events

There are no CSTA events specified as part of this profile. This profile assumes that an application uses mechanisms
outside of the present document (SIP Subscribe/Notify, for example) to obtain call/connection information that can be
used in CSTA services rather than using CSTA events to obtain this information.

8.2

8.2.1

Basic uaCSTA Call Control Profile

Services

Thefollowing CSTA services are included in the Basic uaCSTA Call Control Profile:

8.2.2

Answer call - Answers an alerting call at a UA.
Clear Connection - Clears a connection at a UA.

Deflect Call - Moves a connection away from adeflecting UA. A deflecting UA is no longer involved with the
call after the Deflect Call service is completed.

Hold Call - Holds acall at aholding UA.
Make Call - Makes a call from an originating UA.
Retrieve Call - Retrieves acall at aretrieving UA.

Single Step Transfer - Transfers a call to another device in asingle step. A transferring UA is no longer
involved with the call after the Single Step Transfer service is compl eted.

Monitor Start - Establishes a device-type monitor on a UA.

Monitor Stop - Terminates an existing monitor.

Events

The following CSTA events are included in the uaCSTA Call Control Profile:

Connection Cleared - Indicates that a UA has disconnected from acall.

Delivered - Indicates that acall isalerting a UA.
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Diverted - Indicates that a UA has redirected a call to another device and is no longer involved with the call.
Established - Indicates that a UA has answered or has been connected to a call.

Failed - Indicates that a call cannot be completed (e.g. call has encountered a busy device).

Held - Indicatesthat acall at a UA ison hold.

Network Reached - For an outbound call, indicates that a call has been connected to an external network viaa
Network Interface Device.

Retrieved - Indicates that acall at aUA has been retrieved.

Service Initiated - Indicates that a call is prompting the originating UA to go off hook (part of a CSTA Make
Call service) or the UA isrequesting service.

Transferred - Indicates that a call at the UA has been transferred to another |ocation.

Advanced uaCSTA Call Control Profile

Services

The following CSTA services are included in the Advanced uaCSTA Call Control Profile:

8.3.2

Alternate Call - Places an existing call on hold and retrieves a previously held call at aUA.
Answer Call - Answers an derting call at a UA.

Clear Connection - Clears a connection at a UA.

Consultation Call - Places an existing call on hold at the UA and initiates a new call from the UA.

Deflect Call - Moves a connection away from the deflecting UA. The deflecting UA is no longer involved with
the call after the Deflect Call serviceis completed.

Hold Call - Holds acall at the holding UA.

Make Call - Makes a call from an originating UA.

Reconnect Call - Clears an existing connected call and retrieves acall on hold at a UA.
Retrieve Call - Retrievesacall at aretrieving UA.

Single Step Transfer - Transfers a connected call to another device without placing the call on hold. The
transferring UA is no longer involved with the call after this service is completed.

Transfer Call - Mergestwo calls at the UA into one call. As aresult of the Transfer, the deviceis no longer
involved with the call.

Monitor Start - Establishes a device-type monitor on a UA.

Monitor Stop - Terminates an existing monitor.

Events

The following CSTA events are included in the Advanced uaCSTA Call Control Profile:

L]

Originated - For an outbound call, indicates that an originating UA is connected to the call.
Connection Cleared - Indicates that a UA has disconnected from a call.

Delivered - Indicates that acall isalerting a UA.
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. Diverted - Indicates that a UA has redirected a call to another device and is no longer involved with the call.
. Established - Indicates that an UA has answered or has been connected to a call.

. Failed - Indicates that a call cannot be completed (e.g. call has encountered a busy device).

. Held - Indicates that acall at the UA ison hold.

. Network Reached - For an outbound call, indicates that the call has been connected to an external network via
aNetwork Interface Device.

. Retrieved - Indicates that acall at the UA has been retrieved.

. Service Initiated - Indicates that acall is prompting the originating UA to go off hook (as part of a CSTA
Make Call service) or the UA is requesting service.

. Transferred - Indicates that acall at a UA has been transferred to another location.

8.4 Conferencing uaCSTA Call Control Feature Profile

8.4.1 Services

The CSTA servicesin the Conferencing uaCSTA Call Control Profile must include the servicesin either the Basic or
the Advanced uaCSTA Call Control Profile plus:

. Conference Call - Conferences two callstogether at a UA.

. Single Step Conference Call - Adds another deviceto an existing call at a UA in one step.

8.4.2 Events

The CSTA eventsin the Conferencing uaCSTA Call Control Profile must include the eventsin either the Basic or the
Advanced uaCSTA Call Control Profile plus:

. Conferenced - Indicates that a conference call has been created at a UA.

8.5 Basic uaCSTA Device Feature Profile

85.1 Services

The CSTA servicesin the Basic uaCSTA Device Feature Profile must include the servicesin either the Basic or the
Advanced uaCSTA Call Control Profile plus:

. Set Do Not Disturb - Setsthe DND feature status at a UA. Thisisa CSTA logical device feature
(see clause 12).

. Set Forwarding - Sets the forwarding feature status at a UA. Thisisa CSTA logical device feature
(see clause 12).

8.5.2 Events

The CSTA eventsin the Basic uaCSTA Device Feature Profile must include the events in either the Basic or the
Advanced uaCSTA Call Control Profile plus:

. Do Not Disturb - Indicates that the DND feature status has changed at a UA.

. Forwarding - Indicates that the forwarding feature status has changed at a UA.
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8.6 Speaker uaCSTA Device Feature Profile

8.6.1 Services

The CSTA services in the Speaker uaCSTA Device Feature Profile must include the servicesin either the Basic or the
Advanced uaCSTA Call Control Profile plus:

. Set Speaker Mute - Sets the speaker mute feature status at a UA. Thisisa CSTA physical device feature
(seeclause 11).

. Set Speaker Volume - Sets the speaker volume feature status at a UA. Thisisa CSTA physical device feature
(see clause 11).

8.6.2 Events

The CSTA eventsin the Speaker uaCSTA Device Feature Profile must include the eventsin either the Basic or the
Advanced uaCSTA Call Control Profile plus:

. Speaker Mute - Indicates that the speaker mute feature status has changed at a UA.

. Speaker Volume - Indicates that the speaker volume feature status has changed at a UA.

9 CSTA Calls and Connections

This clause summarizes the fundamental concepts regarding CSTA calls and connections.

Most CSTA call control services are applied to a CSTA connection. A CSTA connection is referenced viaa CSTA
connection identifier. A CSTA connection identifier consists of acall identifier and adevice (UA) identifier.

In atypical 1%t party call control environment, an application manipulates only the CSTA device (or devices) and CSTA
connections directly associated (via provisioning, for example) with the application. A device identifier isincluded in a
CSTA connection identifier to alow the application to reference any device associated with the application. For
example, a phone may support multiple devicel Ds (one per addressable line appearance).

9.1 CSTA Connection State Model

A CSTA applicationisinformed of connection state transitions (via ECMA-323 call control events) by placing a
monitor on a device via an associated address (e.g. thisis how an application "listens' for incoming calls).

Each CSTA connection in acall is associated with a connection state. CSTA specifies a connection state model (see
ECMA-269, figure 6-19) that consists of the following connection states:

. Alerting -Indicates an incoming call at a device. Typically, the connection may be ringing or it may bein a
pre-alerting (e.g. offered) condition.

. Connected - Indicates that a connection is actively participating in a call. This connection state can be the
result of an incoming or outgoing call.

. Failed - Indicates that call progression has stalled. Typically, this could indicate that an outgoing call attempt
that encountered a busy device.

. Held - Indicates that a device is no longer actively participating in a call. For implementations that support
multiple calls per asingle device (i.e. line), a connection could be Held while the line is used to place another
call (consultation transfer on asingle line, for example).

. Initiated - A transient state, usually indicating that the deviceisinitiating a service (e.g. dial tone) or is being
prompted to go off hook.

. Null - Thereis no relationship between the call and the device.
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Queued - Indicates that the call istemporarily suspended at a device (e.g. call has been parked, camped on).

The CSTA Connection State is provided in ECMA-323 events.

9.2

9.2.1

Connection State Transitions for CSTA Calls

Incoming Call

The following figureillustrates the CSTA events for an incoming call to a UA. The connection state of the UA (called
connection) isindicated in parenthesis.

9.2.2

Offered Event (Alerting): Indicatesacall isin a pre-alerting state. This gives an application an opportunity to
influence the routing of the call before it actually rings the device. The application can either accept, clear, or
deflect the call to another UA. If the application does not send any service within an (implementation
dependent) time, the device will be alerted normally. If the Offered event is not supported by the UA or
requested by an application, the call will continue directly to an alerting state.

Delivered Event (Alerting): Indicatesacall isaerting. Callsthat are "auto-answered" do not send this event.
A CSTA Answer Call service can be used to answer the call. Thisresultsin an Established event.

Established Event (Connected): Indicates a call has been answered. Media path has been established. The
CSTA Clear Connection service can be used to clear the call. A Connection Cleared event is generated as the
result of the Clear Connection service.

Connection Cleared Event (Null): Indicates a connection has cleared. This can be the result of the Clear
Connection service or as the result of any party clearing from the call.

Incoming call Call is Call is
i . d . | .
arrives Delivered answere .| Established cleared .| Connection
Event | Event "| Cleared Event
Outgoing Call

The following figureillustrates the CSTA events for an outgoing call from a UA. The connection state of the UA
(originating connection) isindicated in parenthesis. This sequence could be the result of a CSTA Make Call service.

Service Initiated Event (Initiated): Indicates that the originating connection at a UA is prompting the user to
go off hook. This event is not generated if the originating UA is not prompted (i.e. auto-originated).

Originated Event (Connected): Indicates that the originating connection at a UA is connected.
Delivered Event (Connected): Indicates the call is aerting the called party.

Established Event (Connected): Indicates the called party has answered the call. The media path has been
established.

Connection Cleared Event (Null): Indicates a connection at a UA has cleared.

called party called party called party

- is alerted : ; | ;
Originated s aterte Delivered | 2™ Established| “°"° Connection

Event | Event | Event "| Cleared Event
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10 Call Control

This clause shows examples of how CSTA is used to control callsat a SIP UA.

Note that, in addition to these features included in this clause, there are many other call control features specified in
ECMA-2609.

10.1  Alternate Call

An application uses this service to place an existing call on hold and then retrieves a previously held call. This can aso
be used to place an existing call on hold and then connect to an alerting or queued call at the same UA.

The UA should provide a positive response if it can successfully alternate the call.

The UA should provide a negative response with an appropriate error code if it cannot successful perform the service.
Some examples:

. The specified calls at the UA are not in the appropriate states (e.g. two held calls).

. The UA does not support this service.

10.1.1 Service Request
The common Service Request elements are;

. heldCall - this mandatory element contains the connection identifier of the held connection. The connection
identifier consists of the logical address of the device (e.g. line) and the call identifier of the call. The
application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

. activeCall - this mandatory element contains the connection identifier of the active connection. The connection
identifier consists of the logical address of the device (e.g. line) and the call identifier of the call. The
application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

In this example, the application indicates that the held and active calls at UA sip:toml@domain.com should be
aternated. Asaresult of this service the active call becomes a held call and the held call becomes an active call.

<?xm version="1.0" encodi ng="UTF-8"?>
<Al ternateCal |l xm ns="http://ww.ecma-international.org/standards/ecma-323/cstal/ed3">
<hel dCal | >
<cal | 1 D>123456789</ cal | | D>
<devi cel D>si p: t omL@onmi n. conx/ devi cel D>
</ hel dCal | >
<activeCall >
<cal | | D>5678</ cal | | D>
<devi cel D>si p: t omL@onmi n. conx/ devi cel D>
</ activeCall >
</ Al ternateCall >

10.1.2 Positive Service Response
There are no common Service Response elements in the positive service response.

This example indicates that the UA has alternated the active and held calls.

<?xm version="1.0" encodi ng="UTF-8"?>
<Al ternat eCal | Response xnl ns=“http://ww. ecma-i nternational.org/standards/ecma-323/cstal/ed3"/>
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10.1.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are:

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the alternate call service.
- operation (invalidConnectionldentifier) - one of the connection identifiersin the request is not valid.
- statel ncompatibility (invalidConnectionState) - one (or both) of the callsis not in the appropriate state.

This example shows a negative response because the Alternate Call service is not supported.
<?xm version="1.0" encodi ng="UTF-8"?>
<CSTAEr r or Code xm ns="http://ww. ecrma-i nternational . org/standards/ecna-323/cstal/ ed3">

<oper at i on>ser vi ceNot Support ed</ oper ati on>
</ CSTAEr r or Code>

This example shows a negative response because one of the connection identifiersin the request isinvalid.
<?xm version="1.0" encodi ng="UTF-8"?>
<CSTAEr r or Code xm ns="http://ww. ecrma-i nternational . org/standards/ecna-323/cstal/ ed3">

<oper ati on>i nval i dConnecti onl dentifier</operation>
</ CSTAEr r or Code>

This example shows a negative response because of a privilege violation.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAEr r or Code xm ns="http://ww. ecma-i nternational.org/standards/ecma-323/cstal ed3">
<operation>privilegeViol ati on</operation>

</ CSTAEr r or Code>

10.2  Answer Call

An application uses this service to answer an alerting call at a UA.
The UA should provide a positive response if it can successfully answer the call.

The UA should provide a negative response with an appropriate error code if it cannot successful answer the call. Some
examples:

. The UA cannot uniquely identify an alerting call based upon the connection identifier in the request.
. The specified call at the UA isnot in the alerting state.

. The UA does not support this service.

10.2.1 Service Request
The common Service Request elements are;

. callToBeAnswered - this mandatory element contains the connection identifier of the alerting connection. The
connection identifier consists of the logical address of the device (e.g. line) and the call identifier of the call.
The application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

In this example, the application indicates that the alerting call with the SIP call-id of 123456789, remote-tag of 1222,
and alocal-tag of 7777 at the UA sip:tom@domain.com should be answered. (The SIP call-id, local-tag, and remote-tag
were obtained from a SIP event package.)
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<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | xm ns="http://ww. ecma-international .org/standards/ecma- 323/ cstal ed3">
<cal | ToBeAnswer ed>
<call | D>cal | -id: 123456789, renote-tag=1222, |ocal -tag=7777</calllD>
<devi cel D>si p: t om@onei n. conx/ devi cel D>
</ cal | ToBeAnswer ed>
</ Answer Cal | >

10.2.2 Positive Service Response
There are no common Service Response elements in the positive service response.

This example indicates that the UA is answering the requested call.

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | Response xm ns="http://ww. ecrma-international . org/ standards/ ecma- 323/ cstal/ ed3"/>

10.2.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are:

. A mandatory error category element. There isa choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the answer call service.
- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.
- statel ncompatibility (invalidConnectionState) - call is not in the aerting state.

This example shows a negative response because there is no alerting call at the device.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecnma-323/cstal ed3"
<statel nconpatibility>invalidConnecti onState</statelnconpatibility>

</ CSTAEr r or Code>

\%

This example shows a negative response because the Answer Call service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstal ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection identifier in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstal/ed3"
<operation>i nval i dConnecti onl denti fi er</ operati on>

</ CSTAEr r or Code>

\%

This example shows a negative response because of a privilege violation.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma-323/cstal/ed3"
<operation>privil egeVi ol ati on</ operati on>

</ CSTAEr r or Code>

\%

10.3 Clear Connection

An application uses this service to clear an existing call at a UA.

The UA should provide a positive response if it can successfully clear the call.
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The UA should provide a negative response with an appropriate error code if it cannot successfully clear the call. Some
examples:

. The UA cannot uniquely identify the call based upon the connection identifier in the request.
. The UA does not support this service.

. The call has already been cleared at the UA.

10.3.1 Service Request
The common Service Request elements are:

. connectionToBeCleared - this mandatory element contains the connection identifier of the call to be cleared.
The connection identifier consists of the logical address of the device (e.g. line) and the call identifier of the
call. The application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

In this example, the application indicates that call with the call identifier of 123456789 at the UA
sip:toml@domain.com should be cleared.
<?xm version="1.0" encodi ng="UTF-8"?>
<Cl ear Connecti on xm ns="http://ww. ecrma-international . org/standards/ecrma- 323/ cst a/ ed3">
<connecti onToBeC ear ed>
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>

</ connecti onToBeC ear ed>
</ d ear Connect i on>

10.3.2 Positive Service Response
There are no common Service Response elements in the positive service response.

This example indicates that the UA is clearing the requested call.
<?xm version="1.0" encodi ng="UTF-8"?>

<C ear Connecti onResponse xm ns="http://ww. ecrma-international . org/ standards/ ecma- 323/ csta/ ed3"/ >

10.3.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are;

. A mandatory error category element. There isa choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the service.
- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.

- operation (noConnectionToClear) - thereisno call at the UA associated with the connection identifier in
the request.

This example shows a negative response because the Clear Connection Call service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecrma-international.org/standards/ecma- 323/ cstal ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection identifier in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal/ ed3">
<oper ati on>i nval i dConnecti onl denti fi er </ operati on>

</ CSTAEr r or Code>
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This example shows a negative response because there is no connection at the UA to clear.
<?xm version="1.0" encodi ng="UTF-8"?>
<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">

<statel nconpatibility>invalidConnecti onState</statelnconpatibility>
</ CSTAEr r or Code>

10.4  Consultation Call

An application uses the Consultation Call service to place acall on hold and to originate a new call from the same
device.

10.4.1 Service Request
The common Service Request elements are:
. existingCall - this mandatory element specifies the existing connection.
. consultedDevice - this mandatory element specifies the consulted device.

In this example, the application wants to place an existing call on hold and place another call from the same UA to the
number 14085551212.

<?xm version="1.0" encodi ng="UTF-8"?>
<Consul tationCall xm ns="http://ww.ecrma-international.org/standards/ecma-323/cstaled3">
<exi stingCal | >
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t onl@lonwi n. conx/ devi cel D>
</ exi stingCal | >
<consul t edDevi ce>14085551212</ consul t edDevi ce>
</ Consul t ati onCal | >

10.4.2 Positive Service Response
This example shows the positive response to the Consultation Call request.
The common Service Response elements are:

. initiatedCall connection identifier - this element provides the connection identifier that is used to reference the
consulted connection. The connection identifier consists of the logical address of the device (e.g. line) and the
cal identifier of the call.

In this example, the UA indicates the originating connectionI D for the call at the UA.

<?xm version="1.0" encodi ng="UTF-8"?>
<Consul tati onCal | Response xm ns="http://ww. ecrma-i nternati onal . org/ st andards/ ecma- 323/ cst a/ ed3" >
<initiatedCall>
<cal | | D>55555</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>
</initiatedCall>
</ Consul tati onCal | Response>

10.4.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are:

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the service.

- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.
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- operation (invalidDeviceldentifier) - the device identifier in the request is not valid.
- availability (resourceBusy) - the UA is not in a state where it can accept a Consultation Call request.

This example shows a negative response because the UA cannot accept a Consultation Call request because it is busy.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<avai |l abi | i ty>resourceBusy</avail ability>

</ CSTAEr r or Code>

This example shows a negative response because the Consultation Call service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the device identifier in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<operation>i nval i dDevi cel denti fi er </ operati on>

</ CSTAEr r or Code>

10.5 Deflect Call

An application uses this service to move an existing call at a UA to another destination.
The UA should provide a positive response if it can successfully deflect the call.

The UA should provide a negative response with an appropriate error code if it cannot successfully deflect the call.
Some examples:

. The specified call isnot in the appropriate state at the UA.
. The UA cannot uniquely identify the call based upon the connection identifier in the request.

. The UA does not support this service.

10.5.1 Service Request
The common Service Request elements are:

. callToBeDiverted - this mandatory element contains the connection identifier of the call to be diverted. The
connection identifier consists of the logical address of the device (e.g. line) and the call identifier of the call.
The application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

. newDestination - this mandatory element specifies the device identifier (e.g., SIP URI) where the call will be
sent.

In this example, the application indicates that call with the call identifier of 123456789 at the UA
sip:toml@domain.com should be deflected to the address sip:tom2@domain.com.

<?xm version="1.0" encodi ng="UTF-8"?>
<Defl ectCall xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">
<cal | ToBeDi verted>
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t onl@lonwi n. conx/ devi cel D>
</ call ToBeDiverted >
<newDest i nati on>si p: t on2@lomai n. conk/ newDesti nati on>
</ Defl ectCal | >

ETSI



26 ETSI TR 102 348 V1.1.1 (2004-09)

10.5.2 Positive Service Response

There are no common Service Response elements in the positive service response.

This example indicates that the SIP phone is deflecting the call at the device.

<?xm version="1.0" encodi ng="UTF-8"?>
<Defl ect Cal | Response xml ns="http://ww. ecna-international . org/standards/ ecna- 323/ csta/ ed3"/ >

10.5.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are:

. A mandatory error category element. There isa choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of all possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - the UA does not support the service.
- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.
- statel ncompatibility (invalidConnectionState) - call is not in the appropriate state at the UA.

This example shows a negative response because the Deflect Call service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection identifier in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<oper ati on>i nval i dConnecti onl denti fi er </ operati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection is not in the correct state.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<statel nconpatibility>invalidConnecti onState</statelnconpatibility>

</ CSTAEr r or Code>

10.6  Generate Digits

An application uses this service to cause a series of digitsto be sent on an existing call at a UA.

The UA should provide a positive response if it supports the service, the service request is valid, and the call isin the
connected state. This means that the UA will attempt to send the digits but does not indicate that this will be successful.

The UA should provide a negative response with an appropriate error code if it will not be attempting to generate the
digits:

. The specified call is not in the connected state.
. The UA cannot uniquely identify the call based upon the connection identifier in the request.

. The UA does not support this service.
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10.6.1 Service Request
The common Service Request elements are;

. connectionToSendDigits - this mandatory element contains the connection identifier of the call on which the
digits will be sent. The connection identifier consists of the logical address of the device (e.g. line) and the call
identifier of the call. The application uses the contents of the connection element provided by either CSTA
events, or by other mechanisms (e.g. SIP event packages).

. charactersToSend - this mandatory element specifies the string of characters to send. The characters consist of
the following (DTMF) characters. 0,1,2,3,4,5,6,7,8,9, * #, A,B,C,D.

In this example, the application indicates that the digit "1" should be sent on the call with the call identifier of
123456789 at the UA sip:toml@domain.com.
<?xm version="1.0" encodi ng="UTF-8"?>
<CGenerateDigits xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<connect i onToSendDi gi t s>
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>
</ connecti onToSendDi gits >
<char act er sToSend>1</ char act er sToSend>
</ Gener ateDi gi t s>

10.6.2 Positive Service Response
There are no common Service Response elements in the positive service response.

This example indicates that the SIP phone has validated the request and will attempt to generate the digits.

<?xm version="1.0" encodi ng="UTF-8"?>
<CGener at eDi gi t sResponse xm ns="http://ww. ecma-i nternational . org/ st andards/ ecma- 323/ cstal/ ed3"/>

10.6.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are:

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of all possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - the UA does not support the service.

- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.
- operation (invalidParameterValue) - the charactersToSend value in the request is not valid.

- statel ncompatibility (invalidConnectionState) - call is not in the connected state.

This example shows a negative response because the Deflect Call service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecrma-international.org/standards/ecma- 323/ cstal ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection identifier in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<oper ati on>i nval i dConnecti onl denti fi er </ operati on>

</ CSTAEr r or Code>
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10.7 Hold Call

An application uses this service to hold a connected call at a UA.
The UA should provide a positive response if it can successfully hold the call.

The UA should provide a negative response with an appropriate error code if it cannot successfully hold the call. Some
examples:

. The UA cannot uniquely identify a call based upon the connection identifier in the request.
. The specified call is not in the connected state.

. The UA does not support this service.

10.7.1 Service Request
The common Service Request elements are:

. callToBeHeld - this mandatory element contains the connection identifier of the connection to be held. The
connection identifier consists of the logical address of the device (e.g. line) and the call identifier of the call.
The application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

In this example, the application indicates that call with the call identifier of 123456789 at the UA
sip:toml@domain.com should be held.

<?xm version="1.0" encodi ng="UTF-8"?>
<Hol dCal I xm ns=*http://ww. ecma-international.org/standards/ecma-323/cstal/ed3">
<cal | ToBeHel d>
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>
</ cal | ToBeHel d>
</ Hol dCal | >

10.7.2 Positive Service Response
There are no common Service Response elements in the positive service response.

This example indicates that the SIP phone is holding the requested call.

<?xm version="1.0" encodi ng="UTF-8"?>
<Hol dCal | Response xm ns=“http://ww. ecna-i nternational.org/standards/ecma-323/cstal/ ed3"/>

10.7.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are;

. A mandatory error category element. There isa choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - the UA does not support the Hold Call service.
- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.
- statelncompatibility (invalidConnectionState) - the call is not in the connected state.

This example shows a negative response because there is no connected call at the UA.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAEr r or Code xm ns="http://ww. ecma-i nternational.org/standards/ecma-323/cstal/ed3">
<stat el nconpati bility>i nval i dConnecti onSt at e</ stat el nconpatibility>

</ CSTAEr r or Code>
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This example shows a negative response because the Hold Call service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection identifier in the request is invalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<operation>i nval i dConnecti onl denti fi er</ operati on>

</ CSTAEr r or Code>

10.8 Make Call

An application uses the Make Call service to set up acall between the UA and another device.

10.8.1 Service Request

The common Service Request elements are:
. calling Device - this mandatory element specifies the SIP URI of the originating line on the UA.
. calledDevice - this mandatory element specifies the device of the called device.

. autoOriginate - this optional element specifiesif the originating UA should either be prompted or not
prompted to go manually off hook. The possible values are:

- prompt (default) - specifies that the originating UA should be prompted (typically the deviceisrung) to
go off hook.

- doNotPrompt - specifies that the originating UA should attempt to connect the originating device without
manual interaction (hands free mode). If the UA cannot connect without prompting, the processing of the
service should continue and the originating device should be prompted instead.

. userData - this optional element specifies user data that isto be sent to partiesin the call. Note that the
application should verify that the sending of user data can be supported by the device and by the underlying
transport.

In this example, the application wants to establish a call from the originating UA sip:toml@domain.com (on the SIP
phone) to sip:ed@domain.com. The application indicates that the call should be connected to the originating UA
without prompting (hands free mode).

<?xm version="1.0" encodi ng="UTF-8"?>

<MakeCal | xm ns=“http://ww. ecma-i nternational.org/standards/ecnma-323/cstal/ed3">
<cal | i ngDevi ce>si p: t oml@lomai n. conx/ cal | i ngDevi ce>
<cal | edDi r ect or yNunber >si p: ed@lomai n. conx/ cal | edDi r ect or yNunber >
<aut oOri gi nat e>doNot Pr onpt </ aut oOri gi nat e>

</ MakeCal | >

In this example, the application indicates that the originating UA should be prompted to go off hook. Since thisisthe
default value of autoOriginate, it would not need to be included to specify this behaviour. If the originating UA does not
go off hook within aUA determined period, the UA should clear the call.

<?xm version="1.0" encodi ng="UTF-8"?>

<MakeCal | xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<cal | i ngDevi ce>si p: t oml@lomai n. conx/ cal | i ngDevi ce>
<cal | edDi rect or yNunber >si p: ed@lomai n. conx/ cal | edDi r ect or yNunber >
<aut oOri gi nat e>pronpt </ aut oOri gi nat e>

</ MakeCal | >
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10.8.2 Positive Service Response
This example shows the positive response to the Make Call request.
The common Service Response elements are:

. callingDevice connection identifier - this mandatory element provides the connection identifier that is used to
reference the connection in subsequent services. It isalso provided in future CSTA events associated with the
connection. The connection identifier consists of the logical address of the device (e.g. line) and the call
identifier of the call.

In this example, the UA indicates the originating connectionI D for the call at the UA.
<?xm version="1.0" encodi ng="UTF-8"?>
<MakeCal | Response xm ns="http://ww. ecrma-i nternational . org/standards/ecma- 323/ cstal/ ed3">
<cal I i ngDevi ce>
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>

</ cal | i ngDevi ce>
</ MakeCal | Response>

10.8.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are:

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the service.

- operation (invalidCallingDevicel dentifier) - the connection identifier in the request is not valid.

- operation (invalidCalledDevicel dentifier) - the connection identifier in the request is not valid.

- availability (resourceBusy) - the UA is not in a state where it can accept a Make Call request.
This example shows a negative response because the UA cannot accept a Make Call request because it is busy.
<?xm version="1.0" encodi ng="UTF-8"?>
<CSTAError Code xm ns="http://ww. ecma-international .org/standards/ecma- 323/ cstal/ ed3">

<avail abi | i ty>resourceBusy</avail ability>

</ CSTAEr r or Code>

This example shows a negative response because the Make Call service is not supported.
<?xm version="1.0" encodi ng="UTF-8"?>
<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">

<oper ati on>servi ceNot Support ed</ oper ati on>
</ CSTAEr r or Code>

This example shows a negative response because the calling device in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<operation>invalidCal |l ingDevi cel dentifier</operation>

</ CSTAEr r or Code>

10.9 Reconnect Call

An application uses this service to clear a specified connection at the UA and retrieve a specified held connection at the
same UA.

The UA should provide a positive response if it can successfully perform the service.
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The UA should provide a negative response with an appropriate error code if it cannot successful reconnect the call.
Some examples:

. The UA cannot uniquely identify a connected and/or held call based upon the connection identifiersin the
request.

. One or both calls at the UA are not in the appropriate state.

. The UA does not support this service.

10.9.1 Service Request
The common Service Request elements are;

. activeCall - this mandatory element contains the connection identifier of the active call to be cleared. The
connection identifier consists of the logical address of the device (e.g. line) and the call identifier of the call.
The application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

. heldCall - this mandatory element contains the connection identifier of the held call to be retrieved. The
connection identifier consists of the logical address of the device (e.g. line) and the call identifier of the call.
The application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

In this example, the application wants to clear the active connection and retrieve the held connection at the same UA.
<?xm version="1.0" encodi ng="UTF- 8" ?>
<Reconnect Cal | xm ns="http://ww. ecrma-internati onal . org/standards/ecma- 323/ cst a/ ed3">
<activeCal | >
<cal | | D>5678</ cal | | D>
<devi cel D>si p: t onl@lonwi n. conx/ devi cel D>
</ activeCall >
<hel dCal | >
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t onl@lonwi n. conx/ devi cel D>
</ hel dCal | >
</ Reconnect Cal | >

10.9.2 Positive Service Response
There are no common Service Response elements in the positive service response.

This example indicates that the UA is clearing the active call and retrieving the held call.

<?xm version="1.0" encodi ng="UTF-8"?>
<Reconnect Cal | Response xnm ns="http://ww. ecna-international . org/standards/ ecna- 323/ cstal/ ed3"/>

10.9.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are:

. A mandatory error category element. There isa choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the Reconnect Call service.
- operation (invalidConnectionldentifier) - one of the connection identifiersin the request is not valid.

- statel ncompatibility (invalidConnectionState) - one (or both) of the callsis not in the appropriate state.
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This example shows a negative response because the Reconnect Call service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because one of the connection identifiersin the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<operation>i nval i dConnecti onl denti fi er</ operati on>

</ CSTAEr r or Code>

10.10 Retrieve Call

An application uses this service to retrieve aheld call at a UA.
The UA should provide a positive response if it can successfully retrieve the call.

The UA should provide a negative response with an appropriate error code if it cannot successful retrieve the call: Some
examples:

. The specified call isnot in the held state.

. The UA does not support this service.

10.10.1 Service Request
The common Service Request elements are;

. callToBeRetrieved - this mandatory element contains the connection identifier of the connection to be
retrieved. The connection identifier consists of the logical address of the device (e.g. line) and the call
identifier of the call. The application uses the contents of the connection element provided by either CSTA
events, or by other mechanisms (e.g. SIP event packages).

In this example, the application indicates that call with the call identifier of 123456789 at the UA
sip:toml@domain.com should be retrieved.
<?xm version="1.0" encodi ng="UTF-8"?>
<RetrieveCall xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ed3">
<cal | ToBeRetri eved>
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>

</ cal | ToBeRetri eved>
</ RetrieveCall >

10.10.2 Positive Service Response
There are no common Service Response elements in the positive service response.

This example indicates that the UA isretrieving the requested call.

<?xm version="1.0" encodi ng="UTF-8"?>
<RetrieveCal | Response xm ns="http://ww. ecma-international .org/standards/ecma- 323/ cstal/ ed3"/>

10.10.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are:

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of all possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - the UA does not support the service.
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- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.
- statel ncompatibility (invalidConnectionState) - call is not in the held state.

This example shows a negative response because there isno held call at the device.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<statel nconpatibility>invalidConnecti onState</statelnconpatibility>

</ CSTAEr r or Code>

This example shows a negative response because the Retrieve Call serviceis not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection identifier in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<operation>i nval i dConnecti onl denti fi er</ operati on>

</ CSTAEr r or Code>

10.11 Single Step Transfer Call

An application uses this service to transfer an existing connection at a UA to another device.

Thistransfer is performed in a single step, that is, the UA does not place the existing call on hold before transferring the
call.

The UA should provide a positive response if it can successfully transfer the call.

The UA should provide a negative response with an appropriate error code if it cannot successfully transfer the call.
Some examples:

. The specified call is not in the appropriate state at the UA.
. The UA cannot uniquely identify the call based upon the connection identifier in the request.

. The UA does not support this service.

10.11.1 Service Request

The common Service Request elements are;

. activeCall - this mandatory element contains the connection identifier of the call to be transferred. The
connection identifier consists of the logical address of the device (e.g. line) and the call identifier of the call.
The application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

. transferredTo - this mandatory element specifies the device identifier (e.g., SIP URI) where the call will be
sent.

In this example, the application indicates that call with the call identifier of 123456789 at the UA
sip:toml@domain.com should be transferred to the phone number +1(800)555-1212.

<?xm version="1.0" encodi ng="UTF-8"?>
<Singl eStepTransferCall xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">
<activeCal | >
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>
</ activeCall >
<transferredTo>+1(800)555-1212</transferredTo>
</ Si ngl eStepTransferCal | >
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10.11.2 Positive Service Response

There are no common Service Response elements in the positive service response.

This example indicates that the SIP phone is transferring the call at the device.

<?xm version="1.0" encodi ng="UTF-8"?>
<Defl ect Cal | Response xml ns="http://ww. ecna-international . org/standards/ ecna- 323/ csta/ ed3"/ >

10.11.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are;

. A mandatory error category element. There isa choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of all possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - the UA does not support the service.
- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.
- statel ncompatibility (invalidConnectionState) - call is not in the appropriate state at the UA.

This example shows a negative response because the Single Step Transfer Call serviceis not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection identifier in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<oper ati on>i nval i dConnecti onl denti fi er </ operati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection is not in the correct state.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<statel nconpatibility>invalidConnecti onState</statelnconpatibility>

</ CSTAEr r or Code>

10.12 Transfer Call

An application usesthis service to transfer acall held at the UA to an active call at the same UA.
The held and active calls at the UA are merged into a new call and the UA isreleased from the call.
The UA should provide a positive response if it can successfully transfer the call.

The UA should provide a negative response with an appropriate error code if it cannot successfully transfer the call.
Some examples:

. The specified cal is not in the appropriate state at the UA.
. The UA cannot uniquely identify the call based upon the connection identifier in the request.

. The UA does not support this service.
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10.12.1 Service Request

The common Service Request elements are;

. heldCall - this mandatory element contains the connection identifier of the held call at the UA. The connection
identifier consists of the logical address of the device (e.g. line) and the call identifier of the call. The
application uses the contents of the connection element provided by either CSTA events, or by other
mechanisms (e.g. SIP event packages).

. activeCall - connection identifier of the active call at the UA. The connection identifier consists of the logical
address of the device (e.g. line) and the call identifier of the call. The application uses the contents of the
connection element provided by either CSTA events, or by other mechanisms (e.g. SIP event packages).

In this example, the application indicates that calls with the call identifier of 123456789 and 5678 at the UA
sip:toml@domain.com should be merged into a new call and the UA sip:toml@domain.com is released from the
resulting call.

<?xm version="1.0" encodi ng="UTF-8"?>
<TransferCal |l xm ns="http://ww.ecma-international.org/standards/ecma-323/cstal/ed3">
<hel dCal | >
<cal | | D>5678</cal | | D>
<devi cel D>si p: t omLl@omai n. conx/ devi cel D>
</ activeCall >
<activeCal | >
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: t omLl@omai n. conx/ devi cel D>
</ hel dCal | >
</ TransferCal | >

10.12.2 Positive Service Response
This example shows the positive response to the Transfer Call request.
The common Service Response elements are:

. transferredCall connection identifier - this mandatory element provides the connection identifier of the
transferredTo device in the resulting call. The connection identifier consists of the logical address of the device
(e.g. line) and the call identifier of the call.

In this example, the UA indicates the connectionl D of the transferred call at the UA sip:janel@domain.com.

<?xm version="1.0" encodi ng="UTF-8"?>
<Transfer Cal | Response xm ns="http://ww. ecma-international.org/standards/ecma-323/cstal/ed3">
<transferredCal | >
<cal | | D>123456789</ cal | | D>
<devi cel D>si p: j anel@omai n. conx/ devi cel D>
</transferredCal | >
</ Transf er Cal | Response>

10.12.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are;

. A mandatory error category element. There isa choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - the UA does not support the service.
- operation (invalidConnectionl dentifier) - the connection identifier in the request is not valid.

- statel ncompatibility (invalidConnectionState) - call is not in the appropriate state at the UA.
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This example shows a negative response because the Transfer Call serviceis not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAEr r or Code xm ns="http://ww. ecrma-i nternational . org/standards/ecna-323/cstal/ ed3">
<oper at i on>ser vi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the connection identifier in the request is invalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAEr r or Code xm ns="http://ww. ecrma-i nternational . org/standards/ecna-323/cstal/ ed3">
<oper ati on>i nval i dConnecti onl dentifier</operation>

</ CSTAEr r or Code>

This example shows a negative response because the connection is not in the correct state.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAEr r or Code xm ns="“http://ww. ecma-i nternational.org/standards/ecma-323/cstal/ ed3">
<stat el nconpati bility>i nval i dConnecti onSt at e</ statel nconpatibility>

</ CSTAEr r or Code>

11 Physical Phone Features

This clause shows examples of how CSTA can be used to control and query physical components commonly found on a
UA like a speakerphone, microphone, and a message waiting indicator.

In addition to these components, ECM A-269 and ECM A-323 specifies additional features to control physical attributes
such as buttons, displays, hook switch status, lamps, and ringer status.

Speakersand Microphone Components

An auditory apparatus is a component that contains a speaker and/or a microphone. A UA can support several auditory
apparatuses associated with it such as:

. Handset - an auditory apparatus that is held in a person's hand that contains a microphone and speaker.
. Headset - an auditory apparatus that is worn on a person’s head and contains a microphone and speaker.

. Speakerphone - an auditory apparatus that does not require a person's body to use the apparatus and contains a
microphone and speaker.

. Speaker-only speakerphone - a speakerphone without a microphone.
. Microphone-only speakerphone - a speakerphone without a speaker.

Each auditory apparatus has an identifier, called an auditoryApparatusi D, that allows an application to control attributes
associated with a specific auditory apparatus such as:

. Microphone gain - the input level for the microphone.

. Microphone mute - temporarily disables the microphone.

. Speaker Volume - the output level for the speaker.

. Speaker Mute - temporarily disables the speaker output.
Addressing a Physical Element of a UA

The physical element of a UA isreferenced through adevicel D (SIP URI) which, for single line phones, is typically the
same SIP URI used to reference a UA'slogical element (line).

For uaCSTA, since the CSTA request is sent on an existing SIP dialog, the physical element referenced will be that
which terminates the dial og.
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11.1  Get Message Waiting Indicator

An application can use this service to query a UA's message waiting indicator status.
The message waiting indicator can be used to notify a user (typically via a dedicated lamp on a phone) when messages
are available.
11.1.1 Service Request
The common Service Request elements are:
. device - this mandatory element specifies the URI of the UA.

In this example, an application requests the status of a UA's message waiting indicator.

<?xm version="1.0" encodi ng="UTF-8"?>

<CGet MessageWai ti ngl ndi cator xm ns="http://ww. ecma-i nternational . org/standards/ecna-323/cstal/ ed3">
<devi ce>si p: t omL.@onai n. conx/ devi ce>

</ Get MessageWai ti ngl ndi cat or >

11.1.2 Service Response
The common Service Response elements are:

. messageWaitingOn - this mandatory element specifies the value of the message waiting indicator. The
possible values are:

- true - message waiting in ON.
- false - message waiting is OFF.
In this example, the UA indicates that the message waiting indicator is on.

<?xm version="1.0" encodi ng="UTF-8"?>

<Get MessageWai ti ngl ndi cat or Response
xm ns="http://ww. ecma-international . org/standards/ ecma- 323/ cst a/ ed3" >
<messageWai t i ngOn>t r ue</ messageVai t i ngOn>
</ Get MessageWi ti ngl ndi cat or Response>

11.2  Set Message Waiting Indicator

An application can use this service to control a UA's message waiting indicator status.
The message waiting indicator can be used to notify a user (typically via a dedicated lamp on a phone) when messages
are available.
11.2.1 Service Request
The common Service Request elements are;
. device - specifiesthe URI of the UA.

. messageWaitingOn - this mandatory element specifies the requested setting of the message waiting feature.
The possible values are:

- true - message waiting in ON.

- false - message waiting is OFF.
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Example of arequest from an application to clear the message waiting indicator:

<?xm version="1.0" encodi ng="UTF-8"?>

<Set MessageWai ti ngl ndi cator xm ns="http://ww. ecrma-international . org/standards/ ecma- 323/ cstal ed3>
<devi ce>si p: t oml@lomai n. conx/ devi ce>

<nmessageWai t i ngOn>f al se</ messageWai ti ngOn>
</ Set MessageWai ti ngl ndi cat or >

11.2.2 Service Response
There are no common Service Response elements.

EXAMPLE:
<?xm version="1.0" encodi ng="UTF-8"?>

<Set MessageWai ti ngl ndi cat or Response
xm ns=“http://ww. ecma-internati onal . org/ st andar ds/ ecma- 323/ cst a/ ed3"/ >

11.3  Get Speaker Mute

An application can use this service to obtain a UA's speaker mute setting.

11.3.1 Service Request
The common Service Request elements are:
. device - this mandatory element specifies the URI of the phone.

. auditoryApparatus - this optional element specifies the phone's auditory apparatus associated with the speaker.
If this element is not provided, the phone will provide alist of the mute status associated with al of the
auditoryApparatuses.

Example of areguest from an application to get the phone's speaker mute setting for auditoryApparatus 1:

<?xm version="1.0" encodi ng="UTF-8"?>

<CGet Speaker Mut e xm ns="http://ww. ecma-international . org/ standards/ ecma- 323/ cst a/ ed3" >
<devi ce>si p: t omL@onai n. conx/ devi ce>
<audi t or yAppar at us>1</ audi t or yAppar at us>

</ Get Speaker Mut e>

11.3.2 Service Response
The common Service Response elements are:
. speakerMutelList - this mandatory element specifies alist of speakerMuteltem elements that contain:
- auditoryApparatus - specifies the phone's auditory apparatus.

- speakerMuteOn - specifies the speaker mute setting. The possible values are: true (muteis ON) and false
(mute is off).

This example response shows that the speaker associated with auditory apparatus 1 is set Mute on.

<?xm version="1.0" encodi ng="UTF-8"?>
<Cet Speaker Mut eResponse xm ns="http://ww. ecrma-i nt ernati onal . or g/ st andar ds/ ecrma- 323/ cst a/ ed3" >
<speaker Mut eLi st >
<speaker Mut el t en>
<audi t or yAppar at us>1</ audi t or yAppar at us>
<speaker Mut eOn>t r ue</ speaker Mut eOn>
</ speaker Mut el t em»
</ speaker Mut eLi st >
</ Get Speaker Mut eResponse>
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11.4  Set Speaker Mute

An application can use this service to control a UA's speaker mute status.

11.4.1 Service Request
The common Service Request elements are:
. device - this mandatory element specifies the URI of the UA.

. auditoryApparatus - this mandatory element specifies the UA's auditory apparatus that contains the speaker to
be controlled.

. speakerMuteOn - this mandatory element specifies the requested setting of the speaker mute. The possible
values are:

- true - Muteis ON.
- false - Muteis OFF.

Example of arequest from an application to set the UA's speaker mute status to Mute:

<?xm version="1.0" encodi ng="UTF-8"?>

<Set Speaker Mut e xm ns="http://ww. ecma-i nternati onal . or g/ st andar ds/ ecma- 323/ cst a/ ed3" >
<devi ce>si p: t om@onai n. conx/ devi ce>
<audi t or yAppar at us>1</ audi t or yAppar at us>
<speaker Mut eOn>t r ue</ speaker Mut eOn>

</ Set Speaker Mut e>

11.4.2 Service Response
There are no common Service Response elements.

EXAMPLE:
<?xm version="1.0" encodi ng="UTF-8"?>

<Set Speaker Mut eResponse
xm ns="http://ww. ecma-international . org/standards/ ecma- 323/ cstal/ ed3"/>

11.5 Get Speaker Volume

An application can use this service to obtain a UA's speaker volume setting.

11.5.1 Service Request
The common Service Request elements are:
. device - this mandatory element specifies the URI of the UA.

. auditoryApparatus - this optional element specifies the UA's auditory apparatus associated with the speaker. If
this element is not provided, the UA will provide alist of the volume setting associated with al of the
auditoryApparatuses.

Example of arequest from an application to get the UA's speaker volume setting. In this case, the application is
omitting an auditoryApparatus element so the UA should provide alist of all of its auditoryApparatuses.

<?xm version="1.0" encodi ng="UTF-8"?>

<CGet Speaker Vol unme xm ns="http://ww. ecrma-i nt ernati onal . or g/ st andar ds/ ecma- 323/ cst a/ ed3" >
<devi ce>si p: t omL@onmi n. conx/ devi ce>

</ Get Speaker Vol une>
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11.5.2 Service Response
The common Service Response elements are:
. speakerVolumeL.ist - this mandatory element specifiesalist of the UA's auditory apparatuses:

- auditoryApparatus - this mandatory element specifies the UA's auditory apparatus that contains the
volume setting.

- speakerV ol Abs - this optional element specifies the absol ute volume setting of the speaker where the
setting of 0 indicates the most silent and the value of 100 indicates the maximum possible value. This
element is not provided when the UA cannot provide the speaker volume.

This example response shows that the speaker associated with auditory apparatus 1 is set to maximum volume.
Although there is another auditory apparatus on the UA, its speaker volume cannot be provided.

<?xm version="1.0" encodi ng="UTF-8"?>
<Cet Speaker Vol uneResponse xm ns="http://ww. ecma-i nternational . org/ st andards/ ecna- 323/ cst a/ ed3">
<speaker Vol uneLi st >
<speaker Vol unel t em>
<audi t or yAppar at us>1</ audi t or yAppar at us>
<speaker Vol Abs>100</ speaker Vol Abs>
</ speaker Vol urel t enr>
<speaker Vol unel t en>
<audi t or yAppar at us>2</ audi t or yAppar at us>
</ speaker Vol unel t en>
</ speaker Vol uneLi st >
</ Get Speaker Vol uneResponse>

11.6  Set Speaker Volume

An application can use this service to control a UA's speaker volume setting.

11.6.1 Service Request
The common Service Request elements are;
. device - this mandatory element specifies the URI of the UA.

. auditoryApparatus - this mandatory element specifies the UA's auditory apparatus that contains the speaker to
be controlled.

. speakerVolume - this mandatory element specifies either a speaker volume as an absolute value or that the
volume should be incremented or decremented by a phone-specified amount (typically corresponding to an
amount that would be adjusted by manually pressing the volume button on a phone). One of the following is
provided:

- volAbs - is used to provide an absol ute volume setting value where the setting of 0 indicates the most
silent and the value of 100 indicates the maximum possible value.

- vollnc - specifiesthe value "Increment” if the volume should be incremented or "Decrement" if the value
should be decremented.

Example of arequest from an application to set the phone's speaker volume to maximum volume:

<?xm version="1.0" encodi ng="UTF-8"?>
<Set Speaker Vol unme xm ns="http://ww. ecrma-i nt ernati onal . or g/ st andar ds/ ecma- 323/ cst a/ ed3" >
<devi ce>si p: t oml@lomai n. conx/ devi ce>
<audi t or yAppar at us>1</ audi t or yAppar at us>
<speaker Vol urme>
<vol Abs>100</ vol Abs>
</ speaker Vol une>
</ Set Speaker Vol une>
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Example of arequest from an application to decrement the phone's speaker volume:

<?xm version="1.0" encodi ng="UTF-8"?>
<Set Speaker Vol ume xm ns=“http://ww. ecna-i nternational . org/standards/ecna- 323/ cst a/ ed3" >
<devi ce>si p: t oml@omai n. conx/ devi ce>
<audi t or yAppar at us>1</ audi t or yAppar at us>
<speaker Vol une>
<vol | nc>decr enent </ vol | nc>
</ speaker Vol une>
</ Set Speaker Vol une>

11.6.2 Service Response
There are no common Service Response elements.

EXAMPLE:

<?xm version="1.0" encodi ng="UTF-8"?>
<Set Speaker Vol uneResponse
xm ns="http://ww. ecma-international . org/standards/ ecma- 323/ csta/ ed3"/>

12 Logical Phone Features

A logical element of a UA refersto the part of the UA that manages and interacts with calls.

A logical element of a UA isreferenced through adevicel D (SIP URI). A UA may support one or more addressable
logical elements (e.g. multi line phones). A UA may share alogica element with other physical devices (e.g. bridged
appearance phone).

This clause shows examples of how CSTA can be used to control and query attributes associated with alogical element
such as do not disturb and forwarding. In addition to these features, ECMA-269 and ECM A-323 specify many
additional featuresto control logical attributes of a UA.

12.1 Get Do Not Disturb

An application can use this service to query a UA's do not disturb status.

The do not disturb feature is used to prevent incoming calls at a UA.

12.1.1 Service Request
The common Service Request elements are:
. device - this mandatory element specifies the URI of the UA.

In this example, an application requests the status of a UA's do not disturb status.

<?xm version="1.0" encodi ng="UTF-8"?>

<CGet DoNot Di sturb xm ns="http://ww. ecna-international . org/standards/ ecna- 323/ cst a/ ed3" >
<devi ce>si p: t onl@omai n. conx/ devi ce>

</ Cet DoNot Di st ur b>

12.1.2 Service Response
The common Service Response elements are:

. doNotDisturb - this mandatory element specifies the value of the message waiting indicator. The possible
values are;

- true - do not disturb feature is ON.

- false - do not disturb feature is OFF.
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In this example, the UA indicates that the do not disturb statusis off.

<?xm version="1.0" encodi ng="UTF-8"?>

<Cet DoNot Di st ur bResponse xm ns=“http://ww. ecma-i nternational . or g/ standar ds/ ecma- 323/ cst a/ ed3" >
<doNot Di st ur bOn>f al se</ doNot Di st ur bOn>

</ Get DoNot Di st ur bResponse>

12.2 Set Do Not Disturb

An application can use this service to control a UA's do not disturb status.

The do not disturb status can be used to prevent incoming calls at a UA.

12.2.1 Service Request
The common Service Request elements are:
. device - this mandatory element specifies the URI of the phone.

. doNotDisturbOn - this mandatory element specifies the requested setting of the do not disturb feature. The
possible values are:

- true - do not disturb is ON.
- false - do not disturb is OFF.

Example of areguest from an application to set the do not disturb status to ON:

<?xm version="1.0" encodi ng="UTF-8"?>

<Set DoNot Di sturb xm ns=*“http://ww. ecma-i nternational.org/standards/ecnma- 323/ cstal/ ed3">
<devi ce>si p: t omL@onai n. conx/ devi ce>
<doNot Di st ur bOn>t r ue</ doNot Di st ur bOn>

</ Set DoNot Di st ur b>

12.2.2 Service Response
There are no common Service Response elements.

EXAMPLE:

<?xm version="1.0" encodi ng="UTF-8"?>
<Set DoNot Di st ur bResponse xm ns="http://ww. ecma-i nternational . org/ st andards/ ecma- 323/ cst a/ ed3"/ >

12.3  Get Forwarding

An application can use this service to query the current status of the forwarding feature of a UA.

The forwarding feature is used to redirect incoming calls to an alternate destination.

12.3.1 Service Request
The common Service Request elements are;
. device - this mandatory element specifies the URI of the UA.

In this example, an application requests the status of a UA's forwarding feature.

<?xm version="1.0" encodi ng="UTF-8"?>

<Cet Forwardi ng xm ns="http://ww. ecna-international.org/standards/ecna- 323/ cst a/ ed3" >
<devi ce>si p: t oml@lomai n. conx/ devi ce>

</ Get For war di ng>
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12.3.2 Service Response
The common Service Response elements are:
. forwardingList - this mandatory element specifies alist of forwardListitem elements that contain:

- forwardingType - this mandatory element indicates the forwarding types. Some of the common
forwarding types are: forwardlmmediate, forwardBusy, forwardDND, and forwardNoANs.

- forwardStatus - this mandatory element indicates the forwarding status of false (the forwarding typeis
not active) or true (the forwarding typeis active).

- forwardDN - this mandatory element specifies the destination to which calls are forwarded.
- ringCount - this mandatory element specifies the number of ring cycles prior to forwardNoAnNs.

In this example, the phone indicates that the UA is set to forward all incoming calls to sip:tom2@domain.com.

<?xm version="1.0" encodi ng="UTF-8"?>
<Cet Forwar di ngResponse xm ns=“http://ww. ecma-i nternational.org/standards/ecnma- 323/ cstal ed3">
<f orwar di ngLi st >
<forwardLi stltenr
<f orwar di ngType>f or war dl mredi at e</ f or war di ngType>
<f orwar dSt at us>t rue</ f or war dSt at us>
<f or war dDN>si p: t onR@lomai n. conx/ f or war dDN\N>
</forwardListltenp
</ forwardi ngLi st >
</ Get For war di ngResponse>

In this example, the UA indicates that it will forward incoming callsto sip:tom2@domain.com if the phoneis not

answered in 10 ring cycles.
<?xm version="1.0" encodi ng="UTF-8"?>
<CGet For war di ngResponse xm ns="http://ww. ecrma-i nt ernati onal . or g/ st andar ds/ ecma- 323/ csta/ ed3 ">
<f orwar di ngLi st >
<f orwardLi stltenm>
<f orwar di ngType>f or war dNoAns</ f or war di ngType>
<f orwar dSt at us>t r ue</ f or war dSt at us>
<f or war dDN>si p: t onR@lonai n. conx/ f or war dDN>
<ri ngCount >10</ ri ngCount >
</ forwardLi stltenm
</ f orwar di ngLi st >
</ Get For war di ngResponse>

12.4  Set Forwarding

An application can use this service to control a UA's forwarding feature.

The forwarding feature is used to redirect incoming calls to an alternate destination.

12.4.1 Service Request
The common Service Request elements are:
. device - this mandatory element specifies the URI of the UA.

. forwardingType - this mandatory element specifies the requested forwarding type. Some of the common
forwarding types are: forwardlmmediate, forwardBusy, forwardDND, and forwardNoOANSs.

. activateForward - this mandatory element specifies the forwarding status of false (the forwarding type is not
active) or true (the forwarding type is active).

. forwardDN - this mandatory element specifies the destination to which calls are forwarded.

. ringCount - this optional element specifies the number of ring cycles prior to forwardNoAnNs.
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Example of arequest from an application to set the UA to forward unanswered calls to UA sip:tom2@domain.com after
10ring cycles:

<?xm version="1.0" encodi ng="UTF-8"?>
<Set Forwar di ng xm ns="http://ww. ecna-international . org/standards/ecna- 323/ cst a/ ed3" >
<devi ce>si p: t oml@lomai n. conx/ devi ce>
<f orwar di ngType>f or war dNoAns</ f or war di ngType>
<activat eForwar d>t rue</ acti vat eFor war d>
<f or war dDN>si p: t onR2@lonai n. conx/ f or war dDN>
<ri ngCount >10</ ri ngCount >
</ Set For war di ng>

12.4.2 Service Response
There are no common Service Response elements.

EXAMPLE:

<?xm version="1.0" encodi ng="UTF-8"?>
<Set For war di ngResponse xm ns=“http://ww. ecma-i nternational .org/standards/ ecma- 323/ cstal/ ed3"/>

13 Monitoring Services and Events

13.1 Monitor Start

An application uses the Monitor Start service to observe changes in the state of connections and features at a UA.

The UA should provide a positive response if it can establish a monitor. The UA provides a monitorCrossRefID in the
positive response that is used to correlate subsequent CSTA events to this Monitor Start request.

The UA should provide a negative response with an appropriate error code if it cannot successfully establish a monitor.
Some examples:

. The UA does not recognize the monitorObject in the service regquest.
. The UA is not permitted to establish a monitor for the monitorObject in the service request.

. The UA does not support this service.

13.1.1 Service Request
The common Service Request elements are;
. monitorObject - this mandatory element specifies the URI of the UA to be observed.

. monitorType - this optional element specifies the type of monitor. If not provided in the service request the
UA uses amonitorType of "device" as the default value.

. requestedM onitorMediaClass - this optional element specifies alist of the type of mediathat the application in
interested in observing. If not provided in the service request the UA should assume that the application is
interested in receiving events for all CSTA media types supported by the UA.

In this example, an application requests that the UA sip:tom@sip.com be monitored. The monitorType is device which
indicates that only calls at the specified monitorObject are monitored. The application isinterested in observing both
voice and IM calls at the specified device as shown below.

<?xm version="1.0" encodi ng="UTF-8"?>
<Moni torStart xm ns="http://ww. ecma-international.org/standards/ecma-323/cstal/ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance" >

<noni t or Ovj ect >

<devi cehj ect >si p: t om@&@i p. conx/ devi ceMoj ect >

</ noni t or Cbj ect >

<noni t or Type>devi ce</ noni t or Type>

<r equest edMoni t or Medi adl ass>
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<voi ce>true</ voi ce>
<i nptrue</ine
</ request edMoni t or Medi aCl ass>
</ MonitorStart>

13.1.2 Positive Service Response
This example shows the positive response to the Monitor Start request.
The common Service Response elements are:

. monitorCrossRefID - this element is a unique value that that is used to correlate subsequent CSTA eventsto
the monitor request that initiated the event reporting.

. actualMonitorMediaClass - this optional element specifiesalist of the actual types of mediathat the UA is
observing. The types of media observed by the UA may be the same or a subset of the media types requested
in the service request. The UA may omit this element if the actualM onitorM ediaClass type is the same as what
was requested in the service request.

In this example, the UA indicates it has assigned a val ue of 5665621 to the monitorCrossRefID associated with this
monitor. Subsequent CSTA events generated as a result of this monitor request will contain this value. The UA isaso
indicating that both voice and Instant Messaging media class types are observed for this monitor.

<?xm version="1.0" encodi ng="UTF-8"?>
<Moni t or St art Response xm ns="http://wwm. ecma-i nternational . org/standards/ ecma- 323/ csta/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance" >
<noni t or Cr ossRef | D>5665621</ noni t or Cr ossRef | D>
<act ual Moni t or Medi adl ass>
<voi ce>true</voi ce>
<i mptrue</inme
</ act ual Moni t or Medi ad ass>
</ Moni t or St art Response>

13.1.3 Negative Service Response
The CSTAErrorCode message is used to indicate a negative response.
The common elements are;

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of all possible error codes. Some commonly used error codes are:

. operation (serviceNotSupported) - UA does not support the service.
. operation (invalidM onitorObject) - the monitor object in the request is not valid.

. operation (privilegeViolationSpecifiedDevice) - the UA could not establish the monitor because it does not
have the authorization to do so.

. system resource availability (outOf Service) - the UA cannot start a monitor because the monitor object is out
of service.

This example shows a negative response because the UA is not authorized to observe this monitor object.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<operation>privil egeVi ol ati onSpeci fi edDevi ce</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the Monitor Start service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>
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This example shows a negative response because the monitor object in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<oper ati on>i nval i dMoni t or Obj ect </ oper ati on>

</ CSTAEr r or Code>

13.2  Monitor Stop

An application uses the Monitor Stop service to stop an existing monitor.

The UA should provide a negative response with an appropriate error code if it cannot stop the specified monitor. Some
examples:

. The UA does not recognize the monitorCrossRefI D in the service request.

. The UA does not support this service.

13.2.1 Service Request
The common Service Request elements are;

. monitorCrossRefID - this mandatory element specifies the monitor cross reference ID that was provided in the
Monitor Stop positive response.

In this example, an application requests that the existing monitor associated with the monitor cross reference identifier
of 5665621 be stopped.

<?xm version="1.0" encodi ng="UTF-8"?>
<Moni tor Stop xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance" >
<noni t or Cr ossRef | D>5665621</ noni t or Cr ossRef | D>
</ Moni t or St op>

13.2.2 Positive Service Response

There are no common Service Response elements in the positive service response.

This example indicates that the UA has stopped the monitor specified in the service request.

<?xm version="1.0" encodi ng="UTF-8"?>
<Moni t or St opResponse xm ns="http://wwm. ecma-international . org/standards/ ecma- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"/ >

13.2.3 Negative Service Response
The CSTAErrorCode message indicates a negative response.
The common elements are:

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the service.
- operation (invalidMonitorCrossRefI D) - the monitor object in the request is not valid.

This example shows a negative response because the Monitor Stop service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>
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This example shows a negative response because the monitor cross reference identifier in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAEr r or Code xm ns="http://ww. ecrma-i nternational . org/standards/ecna-323/cstal/ ed3">
<oper ati on>i nval i dMbni t or Cr ossRef | D</ oper ati on>

</ CSTAEr r or Code>

13.3 Events

CSTA eventsindicate changes in the state of a CSTA connection or afeature at a UA.
Events are organized in CSTA standards into categories just like CSTA services.

Clause 8 summarizes the events that are part of the uaCSTA profiles. There are numerous examples of how events are
used in clause 16.

Refer to ECMA-269 for a complete description of all of the CSTA events, event elements, and behaviours.

14 Snapshot Services

14.1  Snapshot Device

An application uses the Snapshot Device service to obtain information about the CSTA connections at a UA.

The UA should provide a positive response with the list of zero or more connections and information about each
connection at the UA.

The UA should provide a negative response with an appropriate error code if it cannot provide a positive response.
Some examples:

. The UA does not recogni ze the snapshotObject in the service request.
. The UA is not permitted to snapshot the snapshotObject in the service request.

. The UA does not support this service.

14.1.1 Service Request
The common Service Request elements are;
. snapshotObject - this mandatory element specifies the URI of the UA to be snapshot.

In this example, an application requests that the UA sip:tom@sip.com be snapshot.

<?xm version="1.0" encodi ng="UTF-8"?>

<Snapshot Devi ce xm ns="http://ww. ecma-i nternational . org/ st andar ds/ ecma- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance" >

<snapshot Obj ect >si p: t omLl@omai n. conx/ snapshot Obj ect >
</ Snapshot Devi ce>

14.1.2 Positive Service Response

Since the response information is returned in a single response message the element snapshotData is provided with zero
or more snapshotDeviceResponsel nfo elements (i.e. corresponding to the number of CSTA connections at the UA).

The common elements in the snapshotDeviceResponsel nfo element are:

. connectionldentifier - this mandatory element provides the connectionl D of the connection. Thisisthe
connectionlD that isused in CSTA services that are applied to the connection.
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. local Call State - this mandatory element specifies a compoundCall State which consists of one or more CSTA
connection states. The first connection state in the list isthe "local” connection state of the connection being
reported. Other connection states that reflect other connectionsin the same call (at different devices) may aso
be provided, if known to the UA.

. servicesPermitted - this optional parameter indicates what CSTA services can be applied to the connection
being reported. Since the call model and features supported by a UA can vary, the UA is encouraged to
provide this information to applications so that applications can know which services can be applied to the
connection given the state of the connection and the state of the other connections at the UA.

. mediaCall Characteristics - this optional element indicates the mediaClass (voice, image, IM, etc.) of the
connection being reported.

In this example, the UA indicates that there is one CSTA connection at the device with acalllD of 32387 and a

devicel D of sip:toml@domain.com. The connection state is alerting. The UA isindicating that three CSTA services
can be applied to the connection: Deflect Call, Answer Call, and Clear Connection. The UA indicates that thisis avoice
call.

<?xm version="1.0" encodi ng="UTF-8"?>
<Snapshot Devi ceResponse xmi ns="http://ww. ecrma-i nternational.org/standards/ecma- 323/ csta/ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance" >
<cr ossRef | Dor Snapshot Dat a>
<snapshot Dat a>
<snapshot Devi ceResponsel nf o>
<connectionldentifier>
<cal | | D>32387</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>
</ connectionldentifier>
<l ocal Cal | St at e>
<conpoundCal | St at e>
<l ocal Connecti onSt at e>al erti ng</| ocal Connecti onSt at e>
</ conmpoundCal | St at e>
</l ocal Cal | St at e>
<servi cesPerm tted>
<cal | Control Servi ces>
<answer Cal | >t rue</ answer Cal | >
<cl ear Connecti on>t rue</ cl ear Connect i on>
<defl ectCal | >true</deflectCall >
</ cal | Control Servi ces>
<cal | Associ at edServi ces/ >
<nmedi aAt t achement Ser vi ces/ >
<rout ei ngServi ces/ >
<voi ceUni t Servi ces/ >
</ servi cesPerm tted>
<nmedi aCal | Characteri stics>
<medi aCl ass>
<voi ce>true</voi ce>
</ medi adl ass>
</ medi aCal | Char acteri sti cs>
</ snapshot Devi ceResponsel nf o>
</ snapshot Dat a>
</ cr ossRef | Dor Snapshot Dat a>
</ Snapshot Devi ceResponse>

In the next example, the UA indicates that there are two (voice media) CSTA connections at the device. The connection
state of the first call is held and is connected for the second connection.

The UA isindicating that only one CSTA service can be applied to the first connection: Clear Connection. The UA
indicates that the following CSTA services can be applied to the second connection: Transfer Call, Alternate Call, and
Reconnect Call.

<?xm version="1.0" encodi ng="UTF-8"?>
<Snapshot Devi ceResponse xm ns="http://wwmv. ecma-international . org/standards/ ecma- 323/ csta/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance" >
<cr ossRef | Dor Snapshot Dat a>
<snapshot Dat a>
<snapshot Devi ceResponsel nf o>
<connectionl dentifier>
<cal | | D>32387</ cal | | D>
<devi cel D>si p: t oml@lomai n. conx/ devi cel D>
</ connectionldentifier>
<l ocal Cal | St at e>
<conpoundCal | St at e>
<l ocal Connecti onSt at e>hol d</ | ocal Connecti onSt at e>
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</ conmpoundCal | St at e>
</l ocal Cal | St at e>
<servi cesPerm tted>
<cal | Control Services>
<cl ear Connecti on>t rue</ cl ear Connecti on>
</cal | Control Servi ces>
<cal | Associ at edServi ces/ >
<nmedi aAt t achement Ser vi ces/ >
<rout ei ngServi ces/ >
<voi ceUni t Servi ces/ >
</ servicesPermtted>
<nmedi aCal | Characteri stics>
<nmedi adl ass>
<voi ce>true</voi ce>
</ medi ad ass>
</ nedi aCal | Characteristics>
</ snapshot Devi ceResponsel nf o>
<snapshot Devi ceResponsel nf o>
<connectionldentifier>
<cal | | D>32388</ cal | | D>
<devi cel D>si p: t onl@lonwi n. conx/ devi cel D>
</ connectionldentifier>
<l ocal Cal | St at e>
<conpoundCal | St at e>
<l ocal Connecti onSt at e>connect ed</ | ocal Connecti onSt at e>
</ conmpoundCal | St at e>
</l ocal Cal | St at e>
<servi cesPerm tted>
<cal | Control Services>
<al ternateCal |l >true</al ternateCall >
<reconnect Cal | >t rue</reconnect Cal | >
<transferCal | >true</transferCall >
</cal | Control Servi ces>
<cal | Associ at edServi ces/ >
<nmedi aAt t achenent Servi ces/ >
<rout ei ngServi ces/ >
<voi ceUni t Servi ces/ >
</servicesPermtted>
<nmedi aCal | Characteristics>
<nmedi adl ass>
<voi ce>true</voi ce>
</ nedi ad ass>
</ medi aCal | Characteristics>
</ snapshot Devi ceResponsel nf o>
</ snapshot Dat a>
</ cr ossRef | Dor Snapshot Dat a>
</ Snapshot Devi ceResponse>

In the next example, the UA indicates that there are no CSTA connections at the snapshot object.

<?xm version="1.0" encodi ng="UTF-8"?>
<Snapshot Devi ceResponse xm ns="http://wwmv. ecma-international . org/standards/ ecma- 323/ csta/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance" >
<cr ossRef | Dor Snapshot Dat a>
<snapshot Dat a/ >
</ cr ossRef | Dor Snapshot Dat a>
</ Snapshot Devi ceResponse>

14.1.3 Negative Service Response
The CSTAErrorCode message indicates a negative response.
The common elements are:

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the service.
- operation (invalidSnapshotObject) - the snapshot object in the request is not valid.

- operation (privilegeViolationSpecifiedDevice) - the UA could not snapshot the object because it does not
have the authorization to do so.
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This example shows a negative response because the UA is not authorized to snapshot this object.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<operation>privil egeVi ol ati onSpeci fi edDevi ce</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the Snapshot Device service is hot supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

This example shows a negative response because the snapshot object in the request isinvalid.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecrma-international.org/standards/ecma- 323/ cstal ed3">
<operati on>i nval i dMoni t or Cbj ect </ oper ati on>

</ CSTAEr r or Code>

15 Discovery and System Status Services

15.1 Get CSTA Features

This service obtains the list of supported CSTA features (CSTA Services and Events).

Thisisasystem level (i.e. CSTA switching function level) request. If thereis only one UA in the switching function,
then this service returns all of the features supported by that UA. If there are more than one UA supported in the
switching function then this returns the superset of all services and events supported by all of the UAs.

Note that thisisa"lightweight" CSTA Capability Exchange service. Other CSTA services can be used to obtain
additional information about a specific UA (device).

15.1.1 Service Request
There are no common Service Request elements in the service request.

In this example, an application requests the supported CSTA features.

<?xm version="1.0" encodi ng="UTF-8"?>
<CGet CSTAFeat ures xm ns="http://ww. ecma-i nternational . org/ standards/ ecma- 323/ csta/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"/ >

15.1.2 Service Response
The common Service Response elements are:

. supportedServices - this mandatory element specifies alist of the supported CSTA services. The services are
organized by categories. If the service isnot included in the list it is not supported.

. supportedEvents - this mandatory element specifies alist of the supported CSTA events. The events are
organized by categories. If the event is not included in the list it is not supported.

In this example, the following services and events are supported by one or more UAs in the switching function.

<?xm version="1.0" encodi ng="UTF-8"?>
<CGet CSTAFeat ur esResponse xm ns="http://wwm. ecma-i nternational . org/ st andards/ ecma- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance" >
<support edServi ces>
<capExchangeSer vLi st >
<get Swi t chi ngFunct i onCaps/ >
<get Swi t chi ngFuncti onDevi ces/ >
</ capExchangeSer vLi st >
<syst entt at Ser vLi st >
<r equest Syst enft at us/ >
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<syst entt at us/ >
</ syst entt at Ser vLi st >
<moni t ori ngSer vLi st >
<nonitorStart/>
<moni t or St op/ >
</ moni t ori ngSer vLi st >
<snapshot ServLi st >
<snapshot Devi ce/ >
</ snapshot ServLi st >
<cal | Control ServlLi st >
<answer Cal | / >
<cl ear Connecti on/ >
<deflectCall/>
<hol dCal | / >
<makeCal | / >
<retrieveCall/>
<singl eStepTransfer/>
</cal | Control ServLi st>
</ support edServi ces>
<support edEvent s>
<cal | Control Evt sLi st >
<connecti onC ear ed/ >
<del i vered/ >
<di verted/ >
<est abl i shed/ >
<failed/ >
<hel d/ >
<net wReached/ >
<retrieved/ >
<servicelnitiated/>
<transferred/ >
</cal | Control EvtsLi st>
</ support edEvent s>
</ Get CSTAFeat ur esResponse>

15.1.3 Negative Service Response
The CSTAErrorCode message indicates a negative response.
The common elements are;

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of all possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the service.

This example shows a negative response because the Get CSTA Features service is not supported.

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal ed3">
<oper ati on>servi ceNot Support ed</ oper ati on>

</ CSTAEr r or Code>

15.2 Request System Status

This serviceis used by the application to obtain the status of the system (i.e. application association).

15.2.1 Service Request
There are no common Service Request el ements in the service request.

In this example, an application requests the supported CSTA features.
<?xm version="1.0" encodi ng="UTF-8"?>

<Request Syst entt at us xm ns="http://ww. ecrma-i nternational . org/standards/ ecma- 323/ csta/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"/ >
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15.2.2 Service Response
The common Service Response elements are:
. systemStatus - thisis the system status. Some of the typical values are:
- normal - the system statusis normal.

- disabled - the system status is disabled. Existing monitors have been lost and will need to be re-
established once the system statusis no longer disabled.

The following example illustrates how a system status of normal is returned.

<?xm version="1.0" encodi ng="UTF-8"?>

<Request Syst enf5t at usResponse xm ns="http://ww. ecma-i nt ernati onal . or g/ st andar ds/ ecna- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance" >

<syst enfSt at us>nor mal </ syst enfSt at us>
</ Request Syst enfSt at usResponse>

15.2.3 Negative Service Response
The CSTAErrorCode message indicates a negative response.
The common elements are:

. A mandatory error category element. There is a choice of seven error categories each with a set of error values.
See ECMA-323 clause 9.19 for alist of al possible error codes. Some commonly used error codes are:

- operation (serviceNotSupported) - UA does not support the service.
This example shows a negative response because the Request System Status service is not supported.
<?xm version="1.0" encodi ng="UTF-8"?>
<CSTAEr r or Code xm ns="http://ww. ecrma-i nternational . org/standards/ecna-323/cstal/ ed3">

<oper at i on>ser vi ceNot Support ed</ oper ati on>
</ CSTAEr r or Code>

15.3 System Status

This serviceis used to send the status of the system (i.e. application association) to the application.

15.3.1 Service Request
The common Service Request elements are:

. systemStatus - this mandatory element specifies the status of the system. Some of the common system status
values reported are:

- disabled - al monitors that have been started on the application session have been lost and if further
monitoring is needed, the application must re-establish the monitors using the Monitor Start service once
the system statusis no longer disabled.

- enabled - all monitors that have been started on the application session have been lost and further
monitoring is needed, the application must re-establish the monitors using the Monitor Start service.

- normal - the system statusis normal.

In this example, the switching function is reporting a systemStatus of enabled. This means that any monitors started
during the application session have been lost and need to be re-established via the Monitor Start service.

<?xm version="1.0" encodi ng="UTF-8"?>
<Systenftatus xnm ns="http://ww. ecna-i nternational . or g/ st andar ds/ ecna- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance" >
<syst enfst at us>enabl ed</ syst enfSt at us>
</ Syst entt at us>
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15.3.2 Positive Service Response

<?xm version="1.0" encodi ng="UTF-8"?>
<Syst enfst at usResponse xm ns="http://ww. ecma-i nt ernational . or g/ st andar ds/ ecna- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"/ >

15.3.3 Negative Service Response

There should be no expected negative service response to the System Status request.

16 ECMA-323 lllustrative Examples

This clause provides examples of ECMA-323 XML messages when used with SIP. The clause is organized into
sections that address the environments discussed in clause 5.

16.1  Controlling a SIP UA

This clause shows examples of how uaCSTA (CSTA over SIP) can be used to control a SIP UA that, in thisexample, is
a SIP phone.

There are two functional components in these examples:

. SIP UA - From a CSTA interface perspective, thisisa CSTA "switching function”. The SIP UA application
protocol isECMA-323 over SIP. The CSTA devicel D of the SIP phone is represented with a contact URI of
sip:ual@123.123.123.123.

. Application - From a CSTA interface perspective thisis a"computing function”. This component typically
includes a client application. The application is aso a SIP UA that is represented with a contact URI of
sip:appl@pc33.domain.com.

16.1.1 Creating an Application Session, Establishing a Monitor for a SIP
Phone

The following figure shows how an application session is created and how a CSTA monitor is started.

SIP UAJ Application

L1: SIP Invitewith CSTA Request System Status request

* L2: SIP 200 OK with CSTA Request System Status response

\ 4

L3: SIP ACK

L4: SIP INFO with CSTA Monitor Start request

A

L5: SIP 200 OK with CSTA Monitor Start response

\ 4
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The first thing that an application doesis establish a CSTA application session with the SIP UA. Thisis accomplished
by sending a SIP INVITE with a CSTA Request System Status service request provided in the body of the INVITE
method. The content type is application/cstat+xml. The content disposition header specifies that the UA must support the
application/cstat+xml content type.

In this example, the application sends the INVITE to the user's published address, or Address of Record (AoR) URI
sip:tom@domain.com.

Some of the CSTA relevant SIP headers are included in the example below. Refer to RFC 3261 for a complete
description of the format of the SIP INVITE and associated headers.

I NVI TE si p: t on@onai n.com SIP/ 2.0

Vi a:

Max- For war ds:

To: <sip:tom@onai n. conr

From <sip:appl@onuin.con®; tag=abc
Call-id:

CSeq: 1 INVITE

Contact: <sip:appl@c33. domain. con>
Cont ent - Type: application/csta+xn
Cont ent - Di sposi tion: signal; handling=required
Content - Length: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Request Systenttat us xm ns="http://ww. ecma-i nternational . org/ st andards/ ecma- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance"/ >

The UA accepts the Invite and detects (through the Content-Disposition and Content-Type headers) that thisis a special
Invite to establish a CSTA application session. (This UA supports this MIME type - otherwise it returnsa 415
(Unsupported Media Type) response message to the INVITE.)

After the CSTA application association is established, the UA sendsa SIP 200 OK to the application as shown in line 2.
The 200 OK message includes the CSTA Request System Status response that provides a"normal” system status
indicating that a CSTA application session has been established. Note that other system status values could also be
provided - in these cases an application session is still considered established but, depending upon the system status
value, certain CSTA features may not yet be available.

In this example, the 200 OK includes a contact address URI of sip:ual@123.123.123.123 that is used to address this
UA in subseguent SIP methods such as INFO.

SIP/2.0 200 K

Vi a:

To: <sip:tom@onai n. conk; tag=def

From <sip:appl@onuin.con®; tag=abc

Cal | -id= xxx

CSeq: 1 INVITE

Contact: <sip:ual@?23.123.123.123>

Cont ent - Type: application/csta+xn

Cont ent - Di sposi tion: signal; handling=required
Content - Length: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Request Syst enft at usResponse xm ns="http://wwmv. ecma-i nternational . org/ st andar ds/ ecma- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schena- i nst ance" >
<syst ent at us>nor mal </ syst enfst at us>
</ Request Syst enft at usResponse>

The application responds with an ACK to establish the SIP session for transporting CSTA service requests and
responses as shown in line 3.

The app wants to be informed when an incoming call arrives at the UA so it startsa CSTA Monitor on the UA that itis
interested in observing (sip:ual@123.123.123.123). The ECMA-323 Monitor Start service is encapsulated in a SIP
INFO method as shown in line 4.

Note that the SIP Request URI header specifies the address returned in the Contact header from the INVITE 200 OK
response.

I NFO si p:ual@?23.123.123. 123 S|P/ 2.0

Cont ent - Type: application/csta+xn
Cont ent - Di sposi tion: signal; handling=required
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Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Moni torStart xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstal ed3">
<nmoni t or Cbj ect >
<devi ceOhj ect >si p: ual@?23. 123. 123. 123</ devi ce(vj ect >
</ nmoni t or Ovj ect >
</ MonitorStart>

The UA notifies the application that the monitor request was successful by sending a Monitor Start positive responsein
a200 OK asshowninline5.

SIP/2.0 200 X

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<Moni t or St art Response xm ns="http://ww. ecrma-i nt ernati onal . or g/ st andar ds/ ecma- 323/ csta/ ed3 ">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>

</ Moni t or St art Response>

16.1.2 Creating a Call from a SIP UA, Clearing a Call at a SIP UA

The following figure shows an example of acall origination from a SIP UA. The application issues a CSTA Make Call
to originate the call. A CSTA monitor has aready been established at the originating device.

SIP UA Application

L1: SIPINFO with Make Call

L2: SIP 200 OK with Make Call Response

L3: SIP INFO with Service Initiated event/2000K

>
= L4: SIP INFO with Originated event/200 OK i

L5: SIP INFO with Delivered event/200 OK

L6: SIP INFO with Established event/200 OK

A

L7: SIP INFO with Clear Connection request

A

L8: SIP 200 OK with Clear Connection response

L9: SIP INFO with Connection Cleared event/200 OK

The application wants to originate a call between SIP UA sip:ual@123.123.123.123 and SIP UA
sip:alice@domain.com. The application wants the originating SIP UA sip:ual@123.123.123.123 to be auto-originated
(not prompted) before sip:alice@domain.comis caled. A SIP INFO with a CSTA Make Call service request to achieve
thisis shown online 1.

I NFO si p: ual@?23. 123.123. 123 SIP/2.0

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn
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<?xm version="1.0" encodi ng="UTF-8"?>

<MakeCal | xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">
<cal | i ngDevi ce>si p: ual@?23. 123. 123. 123</ cal | i ngDevi ce>
<cal | edDi rect oryNunmber >si p: al i ce@lomai n. conx/ cal | edDi r ect or yNunber >
<aut oOri gi nat e>doNot Pr onpt </ aut oOri gi nat e>

</ MakeCal | >

The UA accepts the INFO with Make Call and sends a Make Call response to the applicationin a SIP 200 OK as shown
inline 2.

SIP/2.0 200 KX

Cont ent - Type: application/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<MakeCal | Response xm ns="http://ww. ecrma-international .org/standards/ecrma-323/cstal ed3">
<cal I i ngDevi ce>
<cal | | D>888</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ cal | i ngDevi ce>
</ MakeCal | Response>

Asaresult of the call control activity generated as aresult of the Make Call service, the SIP UA sends a sequence of
ECMA-323 events representing the progress of the call. Each ECMA-323 event is encapsulated in a SIP INFO method.

Note that the following event isONLY sent if the UA cannot auto-originate the request. If it can auto-originate the
request (not prompt the originating device to go off hook) then this event would NOT be sent.

I NFO si p: app1l@-c33. donzmi n. com SI P2/ 0

Cont ent- Type: application/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<ServicelnitiatedEvent xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstal/ed3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<initiatedConnection>
<cal | 1 D>888</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</initiatedConnection>
<initiatingDevice>
<devi cel dentifier>sip:ual@?23.123. 123. 123</ devi cel denti fi er>
</initiatingDevice>
<l ocal Connecti onl nf o>i ni ti at ed</| ocal Connecti onl nf 0>
<cause>makeCal | </ cause>
</ ServicelnitiatedEvent >

The next event indicates that the UA sip:ual@123.123.123.123 has gone off hook and the call has been originated as
showninline 4.

I NFO si p: app1l@-c33. donmi n. com SI P2/ 0

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Origi natedEvent xm ns="http://ww. ecrma-international .org/standards/ecrma- 323/ cstal ed3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<ori gi nat edConnecti on>
<cal | | D>888</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ ori gi nat edConnecti on>
<cal | i ngDevi ce>
<devi cel denti fi er>si p: ual@?23. 123. 123. 123</ devi cel denti fi er>
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel dentifier>sip:alice@omain.con</deviceldentifier>
</ cal | edDevi ce>
<l ocal Connecti onl nf o>connect ed</ | ocal Connecti onl nf 0>
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<cause>nor nal </ cause>
</ Ori gi nat edEvent >

The next event indicates that the called SIP UA sip:alice@domain.com is aerting as shownin line 5.

I NFO si p: appl@c33. donmi n. com SI P2/ 0

Cont ent- Type: application/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Del i veredEvent xm ns="http://ww. ecma-internati onal . org/standards/ecma- 323/ cst a/ ed3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<connecti on>
<cal | | D>888</ cal | | D>
<devi cel D>si p: al i ce@lomai n. conx/ devi cel D>
</ connecti on>
<al ertingDevi ce>
<devi cel dentifier>sip:alice@omain.con</deviceldentifier>
</ al erti ngDevi ce>
<cal | i ngDevi ce>
<devi cel dentifier>sip:ual@?23.123. 123. 123</ devi cel denti fi er>
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel denti fi er>si p: al i ce@omai n. conx/ devi cel denti fi er>
</ cal | edDevi ce>
<l ast Redi recti onDevi ce>
<not Requi r ed/ >
</ | ast Redi recti onDevi ce>
<l ocal Connecti onl nf o>connect ed</ | ocal Connecti onl nf 0>
<cause>nor mal </ cause>
</ Del i ver edEvent >

The next event indicates that the called SIP phone sip:alice@domain.com has answered the call as shown in line 6.

I NFO si p: appl@-c33. donmi n. com SI P2/ 0

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Est abl i shedEvent xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<est abl i shedConnecti on>
<cal | | D>888</ cal | | D>
<devi cel D>si p: al i ce@lonai n. com </ devi cel D>
</ est abl i shedConnecti on>
<answer i ngDevi ce>
<devi cel dentifier>sip:alice@omain.con</deviceldentifier>
</ answeri ngDevi ce>
<cal | i ngDevi ce>
<devi cel denti fi er>si p: ual@?23. 123. 123. 123</ devi cel denti fi er>
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel denti fi er>si p: al i ce@omai n. conx/ devi cel denti fi er>
</ cal | edDevi ce>
<l ast Redi recti onDevi ce>
<not Requi r ed/ >
</ | ast Redi recti onDevi ce>
<l ocal Connecti onl nf o>connect ed</ | ocal Connecti onl nf 0>
<cause>nor mal </ cause>
</ Est abl i shedEvent >

Eventually the application wants to clear the call at the SIP UA sip:ual@123.123.123.123. It sendsa CSTA Clear
Connection service request to the phonein a SIP INFO as shown in line 7. The connectionID in the CSTA Clear
Connection request was obtained from either the Make Call response or one of the above events.

I NFO si p: ual@?23. 123.123. 123 SIP/2.0

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn
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<?xm version="1.0" encodi ng="UTF-8"?>
<Cl ear Connection xm ns="http://ww. ecrma-international .org/standards/ ecma- 323/ cstal ed3">
<connect i onToBed ear ed>
<cal | | D>888</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ connecti onToBeC ear ed>
</ d ear Connect i on>

The SIP UA sendsthe CSTA Clear Connection response in a 200 OK as showninline 8.

SIP 200 &K

Cont ent - Type: appl i cation/csta+xm
Content - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Cl ear Connecti onResponse xm ns="http://ww. ecma-international.org/standards/ecma-
323/ cstal ed3"/ >

As aresult of the Clear Connection service, the call is cleared at sip:tom@domain.com and the SIP UA sends a
Connection Cleared encapsul ated message to the application as shown in line 9.

I NFO si p: appl@-c33. donmi n. com SI P2/ 0

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Connecti onCl earedEvent xm ns="http://ww. ecrma-i nternati onal . org/ st andards/ ecrma- 323/ cst a/ ed3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<dr oppedConnecti on>
<cal | | D>888</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ dr oppedConnecti on>
<r el easi ngDevi ce>
<devi cel dentifier>sip:ual@?23.123. 123. 123</ devi cel denti fi er>
</ rel easi ngDevi ce>
<l ocal Connecti onl nfo>nul | </ | ocal Connecti onl nf 0>
<cause>nor nal </ cause>
</ Connecti onCl ear edEvent >

16.1.3 Answering and Clearing an Incoming Call at a UA

The following example shows an incoming call to amonitored SIP UA. The application detects the incoming call via
the CSTA Delivered event and answers the call using the CSTA Answer Call service.
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SIP UA Application

L1: SIP INFO with Delivered Event

|-
Ll
h L2: SIP 200 OK

L3: SIP Info with Answer Call

L4: SIP 200 OK with Answer Call Response ~
Ll

L5: SIP INFO with Established Event »
Ll

L6: SIP 200 OK

L7: SIP Info with Clear Connection

L8: SIP 200 OK with Clear Connection Response
L9: SIP INFO with Connection Cleared event/200 OK

An application has placed a monitor on the SIP UA sip:ual@123.123.123.123. When an incoming call arrives at this
device from SIP phone sip:alice@domain.com, the SIP UA sends a CSTA Delivered event encapsulated in a SIP INFO
method to the application as shown in line 1. The application saves the connectionl D of the aerting call for usein
subsequent CSTA services.

I NFO si p: app1@c33. donai n. com SI P2/ 0

Cont ent - Type: appl i cation/csta+xm
Content - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Del i veredEvent xm ns="http://ww. ecrma-international . org/ standards/ ecma- 323/ cstal ed3">
<moni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<connecti on>
<cal | | D>999</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ connecti on>
<al erti ngDevi ce>
<devi cel denti fier>si p: ual@?23. 123. 123. 123</ devi cel denti fi er >
</ al ertingDevi ce>
<cal I i ngDevi ce>
<devi cel denti fi er>si p: al i ce@omai n. conx/ devi cel denti fi er>
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel dentifier>sip:ual@?23.123. 123. 123</ devi cel denti fi er>
</ cal | edDevi ce>
<l ast Redi recti onDevi ce><not Requi r ed/ ></ | ast Redi r ecti onDevi ce>
<l ocal Connecti onl nf o>al erti ng</| ocal Connecti onl nf o>
<cause>nor mal </ cause>
</ Del i ver edEvent >

The application responds to the SIP INFO with a SIP 200 OK as shown in line 2.

The application uses the CSTA Answer Call service to answer the alerting call at the SIP phone sip:tom@domain.com
without requiring manual intervention. The connectionlD in the Answer Call service is obtained from the prior
Delivered event. The CSTA Answer Call encapsulated in the SIP INFO is shown in line 3.

I NFO si p:ual@?23.123.123. 123 S|P/ 2.0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
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Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | xm ns="http://ww. ecrma-international .org/standards/ecma- 323/ cstal ed3">
<cal | ToBeAnswer ed>
<cal | | D>999</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ cal | ToBeAnswer ed>
</ Answer Cal | >

The UA sends an Answer Call response in a200 OK asshown inline 4.

SIP 200 X

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | Response xm ns="http://ww. ecrma-international . org/ st andards/ ecma- 323/ cstal/ ed3"/>

The aerting call at the SIP phone sip:ual@123.123.123.123 is answered as aresult of the CSTA Answer Call service
resulting in a CSTA Established encapsulated in a SIP INFO method as shown in line 9.

I NFO si p: appl@-c33. donmi n. com SI P2/ 0

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Est abl i shedEvent xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<est abl i shedConnecti on>
<cal I | D>999</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ est abl i shedConnecti on>
<answer i ngDevi ce>
<devi cel dentifier>sip:ual@?23.123. 123. 123</ devi cel denti fi er>
</ answeri ngDevi ce>
<cal | i ngDevi ce>
<devi cel denti fi er>si p: al i ce@omai n. conx/ devi cel denti fi er>
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel denti fi er>si p: ual@?23. 123. 123. 123</ devi cel denti fi er>
</ cal | edDevi ce>
<l ast Redi recti onDevi ce>
<not Requi r ed/ >
</ | ast Redi recti onDevi ce>
<l ocal Connecti onl nf o>connect ed</| ocal Connecti onl nf 0>
<cause>nor mal </ cause>
</ Est abl i shedEvent >

Lines 5 and 6 show the application clearing the call asin the previous example.

16.1.4 Answering an Incoming Call at a UA (no CSTA monitor or CSTA
events)

These examples show how CSTA service can be used without a CSTA monitor. For example, in the Minimal uaCSTA
Call Control profile, an application could use a SIP event package to obtain the information on a call that can be used
for aCSTA connectionlD ina CSTA service request.

The following example shows an incoming call to a SIP UA. The application detects the incoming call and the state of
the SIP dialog through a SIP event package. It usesthe CSTA Answer Call service to answer the call.
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SIP UA Application

L1: SIP Notify

A\ 4

h L2: SIP 200 OK

L3: SIP Info with Answer Call

L4: SIP 200 OK with Answer Call Response

A 4

L5: SIP Notify
L6: SIP 200 OK
L7: SIP Info with Clear Connection

A

L8: SIP 200 OK with Clear Connection Response

L9: SIP Notify 1

When an incoming call arrives at this UA, the UA sends a SIP Notify to the application. Thisisthe result of a previous
subscription to a SIP event package that provides dialog state information.

The application saves the information provided by the SIP event package so that it that can be used to uniquely identify
the alerting dialog in CSTA services. Since SIP does not standardize a single value for adiaoglD, three pieces of
information are needed to identify adialog: Thisinformation consists of the Call-id, local-tag, and the remote-tag. This
information can be provided asthe CSTA calllD in CSTA connectionl Ds using the syntax shown in the examples
below.

A CSTA UA that does not support the CSTA Monitor Start service must allow thisform of calllD in CSTA
connectionl Ds.

NOTI FY si p: appl@c33. donai n. com SI P2/ 0

.(di al og specific information not shown - provides the dialog state of ringing, dialog Call-
i d=24252dfj dj, |ocal-tag=xyz, and the renpte-tag=abc)

The application uses the CSTA Answer Call service to answer the alerting call at the SIP phone sip:tom@domain.com
without requiring manual intervention. The connectioniD in the Answer Call service is obtained from the previous SIP
NOTIFY indicating adialog in the alerting (180 ringing) dialog state and providing the call-id, local-tag, and remote-tag
information. The CSTA Answer Call encapsulated in the SIP INFO isshowninline 3.

I NFO si p:ual@?23.123.123. 123 S|P/ 2.0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | xm ns="http://ww. ecrma-international .org/standards/ecma- 323/ cstal ed3">
<cal | ToBeAnswer ed>
<cal | | D>cal | -i d=24252dfj dj; |ocal -tag=xyz; renote-tag=abc</calllD>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ cal | ToBeAnswer ed>
</ Answer Cal | >

The UA sends an Answer Call response in a200 OK asshown inline 4.
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SIP 200 &K

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | Response xm ns="http://ww. ecrma-international . org/ standards/ ecrma- 323/ cstal/ ed3"/>

The alerting call at the SIP phone sip:ual@123.123.123.123 is answered as aresult of the CSTA Answer Call service
resulting in another SIP Notify from the SIP event package.

NOTI FY si p: appl@c33. donmi n. com SI P2/ 0
tdi al og specific information not shown - provides the dialog state of 200 OK, dialog Call-

i d=24252dfj dj, |ocal-tag=xyz, and the renpte-tag=abc)

16.1.5 Examples of Exception Conditions at a SIP UA

SIPUAJ Application

SIP INFO with Make Call request

SIP 200 OK with Make Call Ned. Response (busy)

\4

SIP Info with Answer Call request

SIP 200 OK with Answer Call Neg. Response __(no call
to answer)

\4

This figure shows two exception sequences.

In the first example, the application attempts to originate a call from a SIP phone using the CSTA Make Call service as
showninline 1.

I NFO si p:ual@?23.123.123. 123 SIP/ 2.0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<MakeCal | xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">
<cal | i ngDevi ce>si p: ual@?23. 123. 123. 123</ cal | i ngDevi ce>
<cal | edDi rect or yNunber >si p: al i ce@lomai n. conx/ cal | edDi r ect or yNunber >

</ MakeCal | >

Due to race conditions, an incoming call has arrived at the same time as the request and the SIP phone responds with a
negative response to the Make Call request in the 200 OK response to the SIP INFO as shown in line 2.
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200 K

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Content - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<statel nconpatibility>invalidDevi ceState</statelnconpatibility>

</ CSTAEr r or Code>

In the next example (unrelated to the previous example), the application uses the CSTA Answer Call service to answer
the aerting call at sip:ual@123.123.123.123 without requiring manual intervention as shown in line 3.

I NFO si p:ual@?23.123.123. 123 S|P/ 2.0

Cont ent - Type: application/csta+xmn
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | xm ns="http://ww. ecma-i nternational . org/standards/ ecma- 323/ cst a/ ed3">
<cal | ToBeAnswer ed>
<cal | | D>888</ cal | | D>
<devi cel D>si p: ual@?23. 123. 123. 123</ devi cel D>
</ cal | ToBeAnswer ed>
</ Answer Cal | >

However, due to the caller abandoning the call, the SIP phone responds with a negative response to the Answer Call
service in the 200 OK response to the SIP INFO as shown in line 4.

200 K

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Content - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecna-international.org/standards/ecna-323/cstal/ ed3">
<statel nconpatibility>noCal | ToAnswer </ st at el nconpati bility>

</ CSTAEr r or Code>

16.2  Controlling a PBX Phone

This clause shows examples of how ECMA-323 messages can be transported over SIP to control PBX phones.

There are three functional components in these examples. These components could be combined/integrated in actual
implementations:

. PBX - representsa TDM or IP-based PBX, including all of the devices (e.g. phones) that are part of the PBX.
The PBX actsasa CSTA "switching function” to the SIP/CSTA gateway. The PBX/CSTA-SIP gateway
protocal is, in this example, ECMA-323. TCP (or any other transport) for the PBX/CSTA-SIP Gateway
protocol could be used.

. CSTA/SIP Gateway - represents an interworking function between the PBX and the application. This gateway
acts as a"computing function” to the PBX and as a"switching function™ (SIP UA) to the application. This
component could be packaged as part of the PBX or the application. The CSTA devicel D of the PBX phoneis
represented with a URI of sip:+14082222222@domain.com;user=phone.

. Application - From a CSTA interface perspective thisis a"computing function”. This component typically
includes a client application. The application is aso a SIP UA that is represented with a contact URI of
sip:appl@pc33.domain.com.
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16.2.1 Creating an Application Session, Establishing a Monitor for a PBX
Phone

The following figure shows how an application session is created and how a CSTA monitor is started.

L
PBX CSTA/SIP GW Application
sl I kil L 2P
Le L1: SIP Invite with CSTA Request System Status req.

ACSE Handshake

v

L2: SIP 200 OK with CSTA Request System Status res.

A 4

L3: SIPACK

L4: SIP INFO with CSTA Monitor Start

CSTA Monitor Start
CSTA Monitor Start Resp.

v

L5: SIP 200 OK with CSTA Monitor Start response

v

The first thing that an application doesiis establish a CSTA application session with the CSTA/SIP Gateway. Thisis
accomplished by sending a SIP INVITE with a CSTA Request System Status service request in the body of the INVITE
method. The content type is application/cstat+xml. The content disposition header specifiesthat the UA must support the
application/cstat+xml content type.

Some of the CSTA relevant SIP headers are included in the example below. Refer to RFC 3261 for a complete
description of the format of the SIP INVITE and associated headers.

I NVI TE si p: +14082222222@lon=i n. com user =phone SI P/ 2.0
Vi a:

Max- For war ds:

To: <sip: +14082222222@lomai n. com user =phone>
From <sip: appl@onsi n. con®; t ag=abc

Call-id:

CSeq: 1 INVITE

Contact: <sip:appl@c33. domai n. con»

Cont ent - Type: application/csta+xn

Cont ent - Di sposi tion: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Request Systenttat us xm ns="http://ww. ecma-i nternational . org/ st andards/ ecma- 323/ cst a/ ed3"
xm ns: xsi ="http://ww. w3. or g/ 2001/ XM_Schema- i nst ance"/ >

The CSTA/SIP GW accepts the Invite and detects (through the content-type and content-disposition headers) that thisis
aspecia Invite to establish a CSTA application session. (This UA supports the MIME type - otherwise it returns a 415
(Unrecognized Media Type) response message to the INVITE.)

In this example, ACSE is used to establish an application session with the PBX. Once thisis completed, the CSTA/SIP
GW can indicate that its application session with the application has been established and the GW sends a SIP 200 OK
to the application as shown in line 2. The 200 OK message includes the CSTA Request System Status response that
indicates a"norma" system status indicating that a CSTA application session has been established.

SIP/2.0 200 K

Vi a:

To: <sip: +14082222222@onai n. com user =phone>; tag=def
From <sip:appl@lonuin.con®; tag=abc

Cal | -id= xxx

CSeq: 1 INVITE

Cont act: sip:14082222222@lomai n. com user =phone
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Cont ent - Type: application/csta+xmn
Cont ent - Di sposi tion: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<Request Syst enft at usResponse xm ns="http://ww. ecrma-i nt ernati onal . or g/ st andar ds/ ecrma- 323/ cst a/ ed3" >
<syst entt at us>nor mal </ syst enfSt at us>

</ Request Syst entt at usResponse>

The application responds with an ACK to establish the SIP session for transporting CSTA service requests and
responses as shown in line 3.

The app wants to be informed when an incoming call arrives at the UA so it startsa CSTA Monitor on the UA that itis
interested in observing. The ECMA-323 Monitor Start service is encapsulated in a SIP INFO method as shown in line 4.

I NFO si p: +14082222222@lonwi n. com user =phone SIP/ 2.0

Cont ent - Type: application/csta+xn
Content - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<MonitorStart xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal/ ed3">
<nmoni t or Cbj ect >
<devi ce(hj ect >si p: +14082222222@lomai n. com user =phone</ devi ce(hj ect >
</ moni t or Ovj ect >
</ Moni torStart>

The CSTA/SIP GW starts a monitor on the PBX phone by sending a CSTA Monitor Start service request to the PBX.
After the response is received, the gateway notifies the application that the monitor request was successful by sending a
Monitor Start positive response in the 200 OK as shownin line 5.

SIP/2.0 200 X

Cont ent - Type: application/csta+xmn

Cont ent - Di sposition: signal; handling=required

Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<Moni t or St art Response xml ns=“http://ww. ecna-i nternational . org/standards/ ecma- 323/ cstal/ed3 ">

<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
</ Moni t or St art Response>

16.2.2 Creating a Call from a PBX Phone, Clearing a Call at a PBX Phone

The following figure shows an example of acall origination from a PBX device. The application issuesa CSTA Make
Cdll to originate the call. A monitor has already been established at the originating device.
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PBX CSTA/SIP GW Application
L1: SIP INFO with Make Call
»
CSTA Make Call Request ™
CSTA Make Call Response > L2: SIP 200 OK with Make Call Response
CSTA Service Initiated event
N
L L3: SIPINFO with Service Initiated event/2000K
.
(CSTAQuginated Bvent > L4: SIP INFO wiith Originated event/200 OK o
-
CSTA Delivered Event N X .
L5: SIP INFO with Delivered event/200 OK
i~ P
ESTA ESteblished Event —> L6: SIP INFO with Established event/200 OK
<
_ L7: SIP INFO with Clear Connection request
o CSTA Clear Connection Request N
<
CSTA Clear Connection Response L8: SIP 200 OK with Clear Connection response
CSTA Connection Cleared Event > L9: SIP INFO with Connection Cleared event/200 OK

The application wants to originate a call between PBX device +14082222222 and device +14083333333. The
application wants the originating device +14082222222 to be prompted to manually go off hook before device
+14083333333 iscalled. A SIP INFO with a CSTA Make Call service request to achieve thisis shown online 1.

I NFO si p: +14082222222@lonwi n. com user =phone SIP/ 2.0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required

Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<MakeCal | xm ns="http://ww. ecrma-international.org/standards/ecma- 323/ cstal ed3">
<cal | i ngDevi ce>si p: +14082222222@lomai n. com user =phone</ cal | i ngDevi ce>
<cal | edDi rect or yNunmber >si p: +1408333333; user =phone</ cal | edDi r ect or yNunber >
<aut oOri gi nat e>pronpt </ aut oOri gi nat e>

</ MakeCal | >

The CSTA/SIP GW accepts the INFO with Make Call and sends a Make Call service to the PBX. When the gateway
receives a Make Call response from the PBX, it sends the Make Call response to the application in a SIP 200 OK as
showninline 2.

SIP 200 &K

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<MakeCal | Response xm ns="http://ww. ecrma-international . org/standards/ecma-323/cstal ed3">
<cal | i ngDevi ce>
<cal | | D>888</cal | | D>
<devi cel D>si p: +14082222222@lonai n. con user =phone</ devi cel D>
</ cal | i ngDevi ce>
</ MakeCal | Response>

Asaresult of the Make Call service, the PBX sends a sequence of ECM A-323 events representing the progress of the
call. Each ECMA-323 event is encapsulated in a SIP INFO method.

The first event indicates that device +14082222222 is prompting a user to go off hook as shownin line 3.
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I NFO si p: appl@c33. donai n.com SIP/ 2.0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<ServicelnitiatedEvent xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<initiatedConnecti on>
<cal | | D>888</ cal | | D>
<devi cel D>si p: +14082222222@lomai n. com user =phone </ devi cel D>
</initiatedConnection>
<initiatingDevice>
<devi cel denti fi er>si p: +14082222222@lomai n. com user =phone</ devi cel denti fi er>
</initiatingDevice>
<l ocal Connecti onl nf o>i ni ti at ed</| ocal Connecti onl nf o>
<cause>mmkeCal | </ cause>
</ ServicelnitiatedEvent >

The next event indicates that the originating device +14082222222 is has gone off hook and the call has been originated
asshowninline4.

I NFO si p: app1@c33. donai n.com SIP/ 2.0

Cont ent - Type: application/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Origi natedEvent xm ns="http://ww. ecrma-international . org/standards/ ecma- 323/ cstal ed3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<ori gi nat edConnecti on>
<cal | | D>888</cal | | D>
<devi cel D>si p: +14082222222; user =phone</ devi cel D>
</ ori gi nat edConnecti on>
<cal | i ngDevi ce>
<devi cel denti fi er >si p: +14082222222@lomai n. com user =phone</ devi cel denti fi er >
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel denti fi er >si p: +14083333333@lomai n. com user =phone</ devi cel denti fi er>
</ cal | edDevi ce>
<l ocal Connecti onl nf o>connect ed</ | ocal Connecti onl nf o>
<cause>nor nal </ cause>
</ Ori gi nat edEvent >

The next event indicates that the called device +14083333333 is alerting as shown in line 5.

I NFO si p: appl@c33. donai n.com SIP/ 2.0

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Del i veredEvent xm ns="http://ww. ecma-i nternational . org/ standards/ ecma- 323/ cst a/ ed3" >
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<connecti on>
<cal | | D>888</ cal | | D>
<devi cel D>si p: +14082222222@lomai n. com user =phone</ devi cel D>
</ connecti on>
<al erti ngDevi ce>
<devi cel denti fier>si p: +14083333333@lomai n. com user =phone</ devi cel denti fi er>
</ al ertingDevi ce>
<cal | i ngDevi ce>
<devi cel denti fi er >si p: +14082222222@lomai n. com user =phone</ devi cel denti fi er >
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel denti fi er >si p: +14083333333@lomai n. com user =phone</ devi cel denti fi er>
</ cal | edDevi ce>
<l ast Redi recti onDevi ce>
<not Requi r ed/ >
</l ast Redi recti onDevi ce>
<l ocal Connecti onl nf o>connect ed</ | ocal Connecti onl nf o>
<cause>nor nal </ cause>
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</ Del i ver edEvent >

The next event indicates that the called device +14083333333 has answered the call as shownin line 6.

I NFO si p: appl@c33. donai n.com SIP/ 2.0

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required

Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Est abl i shedEvent xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstal ed3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<est abl i shedConnecti on>
<cal | | D>888</ cal | | D>
<devi cel D>si p: +14082222222@lomai n. com user =phone</ devi cel D>
</ est abl i shedConnecti on>
<answeri ngDevi ce>
<devi cel dentifier>sip: +14083333333@lomai n. com user =phone</ devi cel denti fi er>
</ answeri ngDevi ce>
<cal | i ngDevi ce>
<devi cel dentifier>sip: +14082222222@lomai n. com user =phone</ devi cel denti fi er>
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel denti fi er >si p: +14083333333@lomai n. com user =phone</ devi cel denti fi er >
</ cal | edDevi ce>
<l ast Redi recti onDevi ce>
<not Requi r ed/ >
</ | ast Redi recti onDevi ce>
<l ocal Connecti onl nf o>connect ed</ | ocal Connecti onl nf 0>
<cause>nor mal </ cause>
</ Est abl i shedEvent >

Eventually the application wants to clear the call at +14082222222. It sendsa CSTA Clear Connection service request
to the gateway viaa SIP INFO as shown in line 7. The connectionI D in the CSTA Clear Connection request was
obtained from either the Make Call response or from the Service Initiated or Originated events.

I NFO si p: appl@c33. donai n.com SIP/ 2.0

Cont ent- Type: application/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Cl ear Connecti on xm ns="http://ww. ecrma-i nternati onal . org/standards/ ecrma- 323/ cst a/ ed3">
<connect i onToBed ear ed>
<cal | | D>888</ cal | | D>
<devi cel D>si p: +14082222222@lonai n. con user =phone</ devi cel D>
</ connecti onToBeC ear ed>
</ d ear Connect i on>

The CSTA/SIP GW sendsthe CSTA Clear Connection request to the PBX and packages the CSTA Clear Connection
response it gets from the PBX in a200 OK as showninline 8.

SIP 200 &K

Cont ent- Type: application/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Cl ear Connecti onResponse xm ns="http://wwm. ecma-international.org/standards/ecna-
323/ cstal ed3"/ >

Asaresult of the Clear Connection service, the call is cleared at +14082222222 and the PBX sends a Connection
Cleared event to the CSTA/SIP GW which sends a Connection Cleared encapsulated message to the application as
showninline 9.
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I NFO si p: appl@c33. donai n.com SIP/ 2.0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<ConnectionCl earedEvent xm ns="http://ww:. ecrma-international . org/ standards/ecrma- 323/ cstal ed3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<dr oppedConnecti on>
<cal | | D>888</ cal | | D>
<devi cel D>si p: +14082222222@lonai n. com user =phone</ devi cel D>
</ dr oppedConnecti on>
<r el easi ngDevi ce>
<devi cel dentifier>sip: +14082222222@lomai n. com user =phone</ devi cel denti fi er>
</ rel easi ngDevi ce>
<l ocal Connecti onl nfo>nul | </ | ocal Connecti onl nf 0>
<cause>nor nal </ cause>
</ Connecti onCl ear edEvent >

16.2.3 Answering and Clearing an Incoming Call at a PBX Phone

The following example shows an incoming call to a monitored device. The application detects the incoming call viathe
CSTA Delivered event and answers the call using the CSTA Answer Call service.

PBX CSTA/SIP GW Application
| SRR [ APPie

CSTA Dédlivered Event

A 4

L1: SIPINFO with Delivered Event

\ 4

L2: SIP 200 OK

L3: SIP Info with Answer Call

A

CSTA Answer Call Request

A

CSTA Answer Call Response.

L4: SIP 200 OK with Answer Call Response

A 4

CSTA Established Event.

L5: SIPINFO with Established Event

P L6 SIP 200 QK
CSTA Clear Connection Request > L7: SIP Info with Clear Connection
<& <
<
CSTA Clear Connection Response . .
'Y L8: SIP 200 OK with Clear Connection Response
CSTA Connection Cleared Bvent, > L9: SIPINFO with Connection  Cleared event/200 OK :

An application has placed a monitor on device +14082222222. When an incoming call arrives at this device, the PBX
sends a CSTA Delivered event to the CSTA/SIP gateway which sends a CSTA Delivered event encapsulated in a SIP
INFO method to the application as shown in line 1. The application saves the connectionl D of the aerting call for usein
subsequent CSTA services.

I NFO si p: app1l@c33. donai n.com SIP/ 2.0

Cont ent - Type: application/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Del i veredEvent xm ns="http://ww. ecrma-international . org/ standards/ ecma- 323/ cstal ed3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<connecti on>
<cal I  D>999</ cal | | D>
<devi cel D>si p: +14082222222@lomai n. com user =phone</ devi cel D>
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</ connecti on>
<al erti ngDevi ce>
<devi cel dentifier>sip: +14082222222@lomai n. com user =phone</ devi cel denti fi er>
</ al ertingDevi ce>
<cal I i ngDevi ce>
<devi cel denti fi er >si p: +14083333333@lomai n. com user =phone</ devi cel denti fi er>
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel dentifier>sip: +14082222222@lomai n. com user =phone</ devi cel denti fi er>
</ cal | edDevi ce>
<l ast Redi recti onDevi ce><not Requi r ed/ ></ | ast Redi r ecti onDevi ce>
<l ocal Connecti onl nf o>al erti ng</| ocal Connecti onl nf o>
<cause>nor mal </ cause>
</ Del i ver edEvent >

The application responds to the SIP INFO with a SIP 200 OK as showninline 2.

The application uses the CSTA Answer Call serviceto answer the alerting call at +14082222222 without requiring
manual intervention. The connectionlD in the Answer Call service is obtained from the prior Delivered event. The
CSTA Answer Call encapsulated in the SIP INFO is shown in line 3.

I NFO si p: +14082222222@lonwi n. com user =phone SIP/ 2.0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | xm ns="http://ww. ecrma-international .org/standards/ecma-323/cstal ed3">
<cal | ToBeAnswer ed>
<cal | | D>999</ cal I | D>
<devi cel D>si p: +14082222222@lonai n. com user =phone</ devi cel D>
</ cal | ToBeAnswer ed>
</ Answer Cal | >

The CSTA/SIP GW sendsthe CSTA Answer Call request to the PBX and packages the CSTA Answer Call response it
gets from the PBX in a200 OK as shown in line 4.

SIP 200 X

Cont ent - Type: appl i cation/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | Response xm ns="http://ww. ecrma-i nternati onal . org/ st andar ds/ ecma- 323/ cst a/ ed3"/ >

The alerting call at device +14082222222 is answered as aresult of the CSTA Answer Call serviceresultingin a CSTA
Established event from the PBX which the CSTA/SIP GW mapsinto a CSTA Established event encapsulated in a SIP
INFO method as shown inline 9.

I NFO si p: appl@c33. donai n.com SIP/ 2.0

Cont ent - Type: application/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Est abl i shedEvent xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">
<noni t or Cr ossRef | D>1</ noni t or Cr ossRef | D>
<est abl i shedConnecti on>
<cal I  D>999</ cal | | D>
<devi cel D>si p: +14082222222@lomai n. com user =phone</ devi cel D>
</ est abl i shedConnecti on>
<answeri ngDevi ce>
<devi cel denti fi er >si p: +14082222222@lomai n. com user =phone</ devi cel denti fi er >
</ answeri ngDevi ce>
<cal | i ngDevi ce>
<devi cel dentifier>sip: +14083333333@lomai n. com user =phone</ devi cel denti fi er>
</ cal | i ngDevi ce>
<cal | edDevi ce>
<devi cel denti fi er >si p: +14082222222@lomai n. com user =phone</ devi cel denti fi er >
</ cal | edDevi ce>
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<l ast Redi recti onDevi ce>
<not Requi r ed/ >
</ 1 ast Redi recti onDevi ce>
<l ocal Connecti onl nf o>connect ed</ | ocal Connecti onl nf 0>
<cause>nor mal </ cause>
</ Est abl i shedEvent >

Lines 5 and 6 show the application clearing the call asin the previous example.

16.2.4 Examples of Exception Conditions at a PBX Phone

PBL CSTA/SIP GW Application

SIP INFO with Make Call request

CSTA Make Call Request

CSTA Make Call Neg.
Response (busy)

v

SIP 200 OK with Make Call Neg. Response
(busy)

v

SIP Info with Answer Call request

CSTA Answer Call Request
CSTA Answer Call Neg, Response (no

call to answer)

A4

SIP 200 OK with Answer Call Neg.
Response (no call to answer)

v

This figure shows two exception sequences.

In the first example, the application sends attempts to originate a call from a device using the CSTA Make Call service
asshowninline 1.

I NFO si p: +14082222222@lonwi n. com user =phoneSI P/ 2. 0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<MakeCal | xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstaled3">

<cal | i ngDevi ce>si p: +14082222222@lomai n. com user =phone</ cal | i ngDevi ce>

<cal | edDi r ect or yNunber >si p: +14083333333@lomai n. com user =phone</ cal | edDi r ect or yNunber >
</ MakeCal | >

Due to race conditions, an incoming call has arrived at the same time as the request and the PBX responds with a
negative response to the Make Call request. The CSTA/SIP gateway sends the CSTA Make Call negative response to
the application in the 200 OK response to the SIP INFO as shown in line 2.

200 K

Cont ent - Type: application/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecrma-international.org/standards/ecma-323/cstal ed3">
<statel nconpatibility>invalidDeviceState</statelnconpatibility>

</ CSTAEr r or Code>
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In the next example (unrelated to the previous example), the application uses the CSTA Answer Call service to answer
the aerting call at +14082222222 without requiring manual intervention as shownin line 3.

I NFO si p: +14082222222@lonwi n. com user =phone SIP/ 2.0

Cont ent - Type: appl i cation/csta+xm
Cont ent - Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>
<Answer Cal | xm ns="http://ww. ecrma-international .org/standards/ecma- 323/ cstal ed3">
<cal | ToBeAnswer ed>
<cal | | D>888</cal | | D>
<devi cel D>si p: +14082222222; user =phone</ devi cel D>
</ cal | ToBeAnswer ed>
</ Answer Cal | >

However, due to the caller abandoning the call, the PBX responds with a negative response to the Answer Call service.
The gateway sends the negative CSTA Answer call response in the 200 OK response to the SIP INFO as shown in
line 4.

I NFO si p: appl@onai n.com SIP/ 2.0

Cont ent- Type: application/csta+xm
Content-Di sposition: signal; handling=required
Cont ent - Lengt h: nnn

<?xm version="1.0" encodi ng="UTF-8"?>

<CSTAError Code xm ns="http://ww. ecma-international.org/standards/ecma- 323/ cstal/ ed3">
<statel nconpatibility>noCal | ToAnswer </ st at el nconpati bility>

</ CSTAEr r or Code>
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Annex A:
Example use of SIP and TEL URIs

UaCSTA devicel Ds should use the CSTA URI format using a SIP: or TEL: scheme according to the following rules:
Phone numbers, both public and private, shall conform to:

. Tel URI: http://www.ietf.org/internet-drafts/draft-ietf-i ptel -rf c2806bis-09.txt

. SIP URI derived from Tel URI: section 19.1.6/RFC 3261, which refersto the Tel URI draft.
A Tel URI hasthe following syntax:

tel: <+telephone-subscriber>
tel:<tel ephone-subscriber>; phone-context=<descriptor>

A SIP URI derived from atel URI has the " @hostport" appended to the tel URI, and has the ";user=phone" attribute
appended.

sip: <+telephone-subscriber> @< hostport>; user=phone
sip: <telephone-subscriber>; phone-context=< descriptor> @< hostport>; user=phone

A SIP URI not derived from atel URI does not have the ";user=phone" attribute appended and would have the
following syntax:

sip:<user> @< hostport>

telephone-subscriber is atelephone number, and user isthe user part of an email-like SIP URL. It is possible for the
user field to include digits that would ook like a phone number (and where no user=phone is present), but in that case
the SIP URL istreated as anormal email-like SIP URI.

The descriptor is a character string which has no meaning in SIP. It isonly used to establish the context. It is expected
that the phone contexts would be configured and would map to existing E.164 and private numbering plans.

Phone contexts are normally either a phone number, or a domain name: they are however considered as character
strings by the applications (i.e. there is no attempt to perform DNS queries on the domain names). The system
configuration aspects are outside of the scope of the present document, and are not subject to standardization.

A potential NPI/TON to Phone-context mapping approach using the E.164/QSIG field vaues follows to illustrate the
concept:

NPI TON Phone-context
E.164 International none, the "+" is pre-pended to the telephone-subscriber
E.164 National <National-domain> , or <+national prefix>
E.164 Local <Local-domain>, or <+national and regional prefix>
E.164 Special <Special-domain>
Any Unknown <Unknown-domain>
Private LevelO <Level0-domain>
Private Levell <Levell-domain>
Private Level2 <Level2-domain>
Private Special <Special-domain>
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NPI Number Digits Tel URI
TON SIP URI

E164 14085551212 tel:+14085551212

International Sip:+14085551212@example.com;user=phone

E164 4085551212 tel:4085551212;phone-context=na.e164.foo.com

National tel:4085551212;phone-context=+1
sip:4085551212;phone-context=na.e164.foo.com@example.com;user=phone
sip:4085551212;phone-context=+1@example.com;user=phone

E164 5551212 tel:5551212;phone-context=san-jose.na.e164.foo.com

Local tel:5551212;phone-context=+1408
sip:5551212;phone-context=san-
jose.na.e164.foo.com@example.com;user=phone
sip:5551212;phone-context=+1408@example.com;user=phone

E.164 411 tel:411;phone-context=special.e164.foo.com

Special tel:411;phone-context=+1408
sip:411;phone-context=special.e164.foo.com@example.com;user=phone
sip:411;phone-context=+1408@example.com;user=phone

Any 614085551212  |tel: 614085551212;phone-context=unknown.foo.com

Unknown Sip:614085551212;phone-context=unknown.foo.com@example.com;user=phone

Private 1212 tel:1212;phone-context=san-jose.na.private.foo.com

LevelO sip:1212;phone-context=san-jose.na.private.foo.com@example.com;user=phone

Private 2651212 tel:2651212;phone-context=na.private.foo.com

Levell Sip:2651212;phone-context=na.private.foo.com@example.com;user=phone

Private 52651212 tel:52651212;phone-context=private.foo.com

Level2 sip:52651212;phone-context=private.foo.com@example.com;user=phone

Private 411 tel:411;phone-context=special.private.foo.com

Special sip:411;phone-context=special.private.foo.com@example.com;user=phone
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