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Foreword

This Technical Specification has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
In the present document, modal verbs have the following meanings:
shall indicates a mandatory requirement to do something
shall not indicates an interdiction (prohibition) to do something

The constructions "shall" and "shall not" are confined to the context of normative provisions, and do not appear in
Technical Reports.

The constructions "must” and "must not" are not used as substitutes for "shall" and "shall not". Their use is avoided
insofar as possible, and they are not used in a normative context except in a direct citation from an external, referenced,
non-3GPP document, or so as to maintain continuity of style when extending or modifying the provisions of such a
referenced document.

should indicates a recommendation to do something
should not indicates a recommendation not to do something
may indicates permission to do something

need not indicates permission not to do something

The construction "may not" is ambiguous and is not used in normative elements. The unambiguous constructions
"might not" or "shall not" are used instead, depending upon the meaning intended.

can indicates that something is possible
cannot indicates that something isimpossible
The constructions "can" and "cannot” are not substitutes for "may" and "need not".

will indicates that something is certain or expected to happen as aresult of action taken by an agency
the behaviour of which is outside the scope of the present document

will not indicates that something is certain or expected not to happen as aresult of action taken by an
agency the behaviour of which is outside the scope of the present document

might indicates a likelihood that something will happen as aresult of action taken by some agency the
behaviour of which is outside the scope of the present document
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might not indicates a likelihood that something will not happen as a result of action taken by some agency
the behaviour of which is outside the scope of the present document
In addition:
is (or any other verb in the indicative mood) indicates a statement of fact
isnot (or any other negative verb in the indicative mood) indicates a statement of fact

The constructions"is" and "is not" do not indicate requirements.
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1 Scope

The present document specifies the stage 3 protocol and data model for the Namf Service Based Interface. It provides
stage 3 protocol definitions and message flows, and specifies the API for each service offered by the AMF.

The 5G System stage 2 architecture and procedures are specified in 3GPP TS 23.501 [2], 3GPP TS 23.502 [3] and
3GPP TS 23.247 [55].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [4] and 3GPP TS 29.501 [5].

2 References

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

[7] 3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

(8] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

[9] IETF RFC 2387: "The MIME Multipart/Related Content-type".

[10] IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet
Message Bodies'.

[11] 3GPP TS 24.501: "Non-Access-Stratum (NAS) Protocol for 5G System (5GS); Stage 3".

[12] 3GPP TS 38.413: "NG Radio Access Network (NG-RAN); NG Application Protocol (NGAP)".

[13] 3GPP TS 36.355:; "Evolved Universal Terrestrial Radio Access (E-UTRA); LTE Positioning
Protocol (LPP)".

[14] IETF RFC 6902; "JavaScript Object Notation (JSON) Patch'.

[15] 3GPP TS 24.007: "Mobile radio interface signalling layer 3; General Aspects'.

[16] 3GPP TS 29.502: "5G System, Session Management Services; Stage 3".

[17] 3GPP TS 38.455: "NR Positioning Protocol A (NRPPa)".

[18] 3GPP TS 29.531: "Network Slice Selection Services; Stage 3".

[19] IETF RFC 9113: "Hypertext Transfer Protocol Version 2 (HTTP/2)".

[20] 3GPP TS 23.041: "Technical realization of Cell Broadcast Service (CBS)".

[21] Void.

[22] 3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".

[23] OpenAPI Initiative, "OpenAPI Specification Version 3.0.0".

[24] 3GPP TS 36.413: "Evolved Universal Terrestrial Radio Access Network (E-UTRAN); S1

Application Protocol (S1AP)".
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[25] 3GPP TS 29.572: "5G System, Location Management Services; Stage 3".

[26] Void.

[27] 3GPP TS 33.501: "Security architecture and procedures for 5G system".

[28] IETF RFC 6749: "The OAuth 2.0 Authorization Framework™.

[29] 3GPP TS 29.510: "Network Function Repository Services; Stage 3".

[30] 3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace
control and configuration management".

[31] Void.

[32] 3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".

[33] 3GPP TS 23.527: "5G System; Restoration Procedures’.

[34] 3GPP TS 29.525: "5G System; UE Policy Control Service; Stage 3".

[35] 3GPP TS 29.503: "5G System; Unified Data Management Services, Stage 3".

[36] IETF RFC 9457: "Problem Detailsfor HTTP APIs'.

[37] 3GPP TR 21.900: "Technical Specification Group working methods'.

[38] 3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data
analytics services'.

[39] 3GPP TS 23.216: "Single Radio Voice Call Continuity (SRV CC); Stage 2".

[40] IETF RFC 6901: "JavaScript Object Notation (JSON) Pointer",

[41] 3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service
(GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[42] 3GPP TS 23.273: "5G System (5GS) Location Services (LCS); Stage 2".

[43] 3GPP TS 24.080: "Mobile radio interface layer 3 supplementary services specification; Formats
and coding".

[44] 3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".

[45] 3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio
interface".

[46] 3GPP TS 29.515: "5G System; Gateway Mobile Location Services Stage 3".

[47] 3GPP TS 23.287: " Architecture enhancements for 5G System (5GS) to support Vehicle-to-
Everything (V2X) services'.

[48] 3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".

[49] 3GPP TS 33.401: "3GPP System Architecture Evolution (SAE); Security architecture”.

[50] 3GPP TS 29.010: "Information element mapping between Mobile Station - Base Station System

(MS - BSS) and Base Station System - M obile-services Switching Centre (BSS - MSC); Signalling
Procedures and the Mobile Application Part (MAP)".

[51] 3GPP TS 23.304: "Proximity based Services (ProSe) in the 5G System (5GS)".

[52] 3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".

[53] 3GPP TS 24.587: "Vehicle-to-Everything (V2X) servicesin 5G System (5GS); Stage 3".

[54] 3GPP TS 24.554: " Proximity-services (ProSe) in 5G System (5GS) protocol aspects; Stage 3".
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[55] 3GPP TS 23.247: " Architectural enhancements for 5G multicast-broadcast services'.

[56] 3GPP TS 23.256: " Support of Uncrewed Aerial Systems (UAS) connectivity, identification and
tracking; Stage 2".

[57] 3GPP TS 33.256: " Security aspects of Uncrewed Aerial Systems (UAS)".

[58] 3GPP TS 23.548: "5G System Enhancements for Edge Computing; Stage 2.

[59] 3GPP TS 23.586: "Architectural Enhancements to support Ranging based services and Sidelink
Positioning".

[60] 3GPP TS 24.577: "Aircraft-to-Everything (A2X) servicesin 5G system (5GS); Protocol aspects,
Stage 3".

[61] 3GPP TS 24.572: "User Plane Location Services (LCS) Protocols And Procedures; Stage 3".

3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions givenin TR 21.905 [1] and the following apply. A
term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].

example: text used to clarify abstract rules by applying them literally.

3.2 Abbreviations

For the purposes of the present document, the abbreviations givenin TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
TR 21.905[1].

5GC 5G Core Network

5GS 5G System

5G-AN 5G Access Network

5G-GUTI 5G Globally Unique Temporary Identifier
5Ql 5G QoS Identifier

AMF Access and Mobility Management Function
ASTI Access Stratum TIme

DAPS Dual Active Protocol Stacks

DCCF Data Collection Coordination Function

EBI EPS Bearer |dentity

GAD Universal Geographical Area Description
GPsI Generic Public Subscription Identifier
GUAMI Globally Unique AMF Identifier

JSON JavaScript Object Notation

LADN Local Area Data Network

LDR Location Deferred Request

LIR Location Immediate Request

LMF L ocation Management Function

LPHAP Low Power and High Accuracy Positioning
MA Multi-Access
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MBS Multicast/Broadcast Service

MB-SMF Multicast/Broadcast Session Management Function

MM Mobility Management

N3IWF Non-3GPP InterWorking Function

NEF Network Exposure Function

NR New Radio

NRF Network Repository Function

NRPPa NR Positioning Protocol A

NSl ID Network Slice Instance Identifier

NSSAI Network Slice Selection Assistance Information

NSSAA Network Slice-Specific Authentication and Authorization

NWDAF Network Data Analytics Function

PCF Policy Control Function

PEI Permanent Equipment Identifier

PRU Positioning Reference Unit

RAT Radio Access Type

RFSP RAT/Frequency Selection Priority

SARI Service Area Restriction Information

SBI Service Based Interface

SM Session Management

SMF Session Management Function

SMSF Short Message Service Function

SNSSAI Single Network Slice Selection Assistance Information

SUCI Subscription Concealed Identifier

SUPI Subscription Permanent Identifier

TA Tracking Area

TAI Tracking Area ldentity

TNAP Trusted Non-3GPP Access Point

TSCTSF Time Sensitive Communication and Time Synchronization Function

TWAP Trusted WLAN Access Point

UDM Unified Data Management

UDSF Unstructured Data Storage Function

UPP-CM User Plane Positioning Connection Management
4 Overview
4.1 Introduction

Within the 5GC, the AMF offers services to the SMF, other AMF, PCF, SMSF, LMF, GMLC, CBCF, PWS-IWF,
NWDAF, DCCF, NEF, TSCTSF and MB-SMF via the Namf service based interface (see 3GPP TS 23.501 [2],
3GPP TS 23.502 [3], 3GPP TS 23.041 [20], 3GPP TS 23.288 [38] and 3GPP TS 23.247 [55]).

Figure 4.1-1 provides the reference model (in service based interface representation and in reference point
representation), with focus on the AMF and the scope of the present specification.
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Figure 4.1-1: Reference model — AMF

The functionalities supported by the AMF arelisted in clause 6.2.1 of 3GPP TS 23.501 [2].

5 Services offered by the AMF

51 Introduction

The table 5.1-1 shows the AMF Services and AMF Service Operations:
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Table 5.1-1 List of AMF Services

Service Name Service Operations Operation Example Consumer(s)
Semantics
Namf_Communicatio | UEContextTransfer Request/Response Peer AMF
n
RegistrationStatusUpdate Request/Response Peer AMF
CreateUEContext Request/Response Peer AMF
ReleaseUEContext Request/Response Peer AMF
RelocateUEContext Request/Response Peer AMF
CancelRelocateUEContext Request/Response Peer AMF
N1MessageNotify Subscribe/Notify Peer AMF, LMF, PCF
N2InfoNotify LMF, AMF
N1N2MessageSubscribe PCF
N1N2MessageUnSubscribe PCF
N1N2MessageTransfer Request/Response Peer AMF, SMF, SMSF,
LMF, PCF
N1N2TransferFailureNotification Subscribe/Notify SMF, SMSF, LMF, PCF
NonUeN2MessageTransfer Request/Response Peer AMF, LMF, CBCF,
PWS-IWF, TSCTSF
NonUeN2InfoSubscribe Subscribe/Notify CBCF, PWS-IWF,
TSCTSF
NonUeN2InfoUnSubscribe CBCF, PWS-IWF,
TSCTSF
NonUeN2InfoNotify LMF, CBCF, PWS-IWF,
TSCTSF
EBIAssignment Request/Response SMF
AMFStatusChangeSubscribe Subscribe / Notify SMF, PCF, NEF,
SMSF, UDM
AMFStatusChangeUnSubscribe Subscribe / Notify SMF, PCF, NEF,
SMSF, UDM
AMFStatusChangeNotify Subscribe / Notify SMF, PCF, NEF,
SMSF, UDM
Namf_EventExposure | Subscribe (see NOTE) Subscribe/Notify NEF, SMF, UDM,
NWDAF, LMF, GMLC,
DCCF, TSCTSF
Unsubscribe (see NOTE) Subscribe/Notify NEF, SMF, UDM,
NWDAF, LMF, GMLC,
DCCF, TSCTSF
Notify Subscribe/Notify NEF, SMF, UDM,
NWDAF, LMF, GMLC,
DCCF, TSCTSF
Namf_MT EnableUEReachability Request/Response SMSF, SMF
ProvideDomainSelectioninfo Request/Response UDM
EnableGroupReachability Request/Response SMF
UEReachabilitylnfoNotify Subscribe/Notify SMF
Namf_Location ProvidePositioningInfo Request/Response GMLC
EventNotify Subscribe / Notify GMLC
ProvideLocationInfo Request/Response UbDM
CancelLocation Request/Response GMLC
Namf_MBSBroadcast | ContextCreate Reguest/Response MB-SMF
ContextUpdate Request/Response MB-SMF
ContextRelease Request/Response MB-SMF
ContextStatusNotify Subscribe / Notify MB-SMF
Namf_MBSCommuni | N2MessageTransfer Request/Response MB-SMF
cation Notify Subscribe/Notify MB-SMF

NOTE: A subscription applies for one UE, group of UE(s) or any UE.

Table 5.1-2 summarizes the corresponding APIs defined for this specification.
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Table 5.1-2: API Descriptions

Service Name Claus Description OpenAPI Specification File apiNam | Anne
e e X

Namf_Communication 6.1 AMF TS29518 Namf_Communication.yaml namf- A2
Communicatio comm
n Service

Namf_EventExposure 6.2 AMF Event TS29518_Namf_EventExposure.yaml namf- A3
Exposure evts
Service

Namf_MT 6.3 AMF Mobile TS29518 Namf_MT.yaml namf-mt | A.4
Terminated
Service

Namf_Location 6.4 AMF Location | TS29518_Namf_Location.yaml namf-loc | A.5
Service

Namf_MBSBroadcast 6.5 AMF MBS TS29518_ Namf_MBSBroadcast.yaml namf- A.6
Broadcast mbs-bc
Service

Namf_MBSCommunicati | 6.6 AMF MBS TS29518 Namf_MBSCommunication.ya | namf- A7

on Communicatio | ml mbs-
n Service com

5.2 Namf_Communication Service

5.2.1 Service Description

This service enables an NF to communicate with the UE through N1 NAS messages or with the AN (both UE and
non UE specific). The service operations defined below allow the NF to communicate with the UE and the AN. The
following are the key functionalities of this NF service.

- Provide service operations for transporting N1 messages to the UE;

- Allow NFsto subscribe and unsubscribe for notifications of specific N1 messages from the UE;
- Allow NFsto subscribe and unsubscribe for notifications about specific information from AN;
- Provide service operations for initiating N2 messages towards the AN;

- Security Context Management; and

- UE information management and transfer (including its security context).
5.2.2 Service Operations

5221 Introduction

The Namf_Communication service supports following service operations:

- UEContextTransfer

- RegistrationStatusUpdate

- NIN2MessageTransfer (UE Specific)

- NIN2TransferFailureNotification (UE Specific)
- NIN2MessageSubscribe (UE Specific)

ETSI



3GPP TS 29.518 version 18.6.0 Release 18 25 ETSI TS 129 518 V18.6.0 (2024-07)

- NIN2M essageU nsubscribe (UE Specific)
- N1MessageNotify (UE Specific)
- N2InfoNotify (UE Specific)

- NonUeN2M essageT ransfer

- NonUeN2InfoSubscribe

- NonUeN2InfoUnsubscribe

- NonUeN2InfoNotify

- EBIAssignment

- CreateUEContext

- ReleaseUEContext

- RelocateUEContext

- Cancel Rel ocateUEContext

- AMFStatusChangeSubscribe

- AMFStatusChangeUnsubscribe

- AMFStatusChangeNotify
5.2.2.2 UE Context Operations
52221 UEContextTransfer
522211 General

The UEContextTransfer service operation is used during the following procedure:
- General Registration procedure (see 3GPP TS 23.502 [3], clause 4.2.2.2.2)
- Registration with Onboarding SNPN (see 3GPP TS 23.502 [3], clause 4.2.2.2.4)

The UEContextTransfer service operation isinvoked by a NF Service Consumer, e.g. atarget AMF, towards the AMF
(acting as source AMF), when the target AMF receives a Registration Request with the UE's 5G-GUTI included and the
serving AMF has changed since last registration, to retrieve the UE Context, e.g. the UE's SUPI and MM Context, in
the source AMF.

The NF Service Consumer (e.g. the target AMF) shall retrieve the UE Context by invoking the "transfer" custom
method on the URI of an "Individual ueContext" resource identified by UE's 5G-GUTI, see clause 6.1.3.2.4. See also
Figure5.2.2.2.1.1-1.

NF Service Consumer AMF

T T
| |
F———POST .../ue-contexts/{ueContextld}/transfer (UeContextTransferReqData)——»1

:4— ————— 2b. 4xx/5xx (ProblemDetails) or 3xx— — — — — — —:

Figure 5.2.2.2.1.1-1 UE Context Transfer
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1. The NF Service Consumer, e.g. target AMF, shall send aHTTP POST request to invoke "transfer" custom
method on an "Individual ueContext" resource URI. The content of the request shall be an object of
"UeContextTransferRegData" data type.

If UE Context Transfer istriggered by UE initial registration, mobility registration, disaster roaming initial
registration or disaster roaming mobility registration, the NF Service Consumer, e.g. target AMF, shall set the
reason attribute to "INIT_REG" or "MOBI_REG" and include the integrity protected registration request
message which triggers the UE context transfer in the content.

2a. On success.

- if thereason attributeis"INIT_REG" and integrity check is successful, the (source) AMF shall respond with
the status code "200 OK". The content of the response shall be an object of "UeContextTransferRspData’
data type, containing:

case a) the representation of the requested UE Context as follows:

- without PDU Session Contexts associated to the access type indicated in the request by the NF Service
Consumer (e.g. target AMF); and

- with PDU Session Contexts associated to the other accesstype, if the UE isregistered for the other
access type in the (source) AMF, unless the source AMF determines based on the PLMN 1D or SNPN
ID of the (target) AMF that there is no possibility for relocating the N2 interface for non-3GPP access
to the (target) AMF,;

or

case b) the representation of the requested UE Context only containing the "supi* attribute, if the UE is
registered in a different access type in the (source) AMF and the source AMF determines based on the
PLMN ID of the (target) AMF that there is no possibility for relocating the N2 interface to the (target)
AMF.

- If thereason attribute is"MOBI_REG" and integrity check is successful, the (source) AMF shall respond
with the status code "200 OK". The content of the response shall be an object of
"UeContextTransferRspData’ data type, containing:

a) therepresentation of the complete UE Context including available MM and PDU Session Contexts. The
source AMF shall transfer the complete UE context including both access types if the UE is registered for
both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN; or

b) the representation of the requested UE Context including the available MM and PDU Session Contexts
for the 3GPP access type, if the UE isregistered for both 3GPP and non-3GPP accesses in the (source)
AMF and the source AMF determines based on the PLMN ID or SNPN ID of the (target) AMF that there
isno possibility for relocating the N2 interface for non-3GPP access to the (target) AMF.

NOTE: The source AMF can determine that it is not possible to relocate the N2 interface to the target AMF when
both AMFs pertain to different PLMNs or SNPNSs.

The UE context shall contain trace control and configuration parameters, if signalling based trace has been
activated (see 3GPP TS 32.422 [30]).

The NF Service Consumer, e.g. target AMF, startstracing according to the received trace control and
configuration parameters, if trace datais received in the UE context indicating that signalling based trace has
been activated. Once the NF Service Consumer receives subscription data, trace requirements received from the
UDM supersedes the trace requirements received from the AMF.

The UE context shall contain analytics subscription parameters, if the (source) AMF has created analytics
subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.2 of 3GPP TS 23.502 [3]) and both the
source and the target AMFs support the "ASUC" feature. The NF Service Consumer, e.g. target AMF, may take
over the analytics subscription(s).

The UE context shall contain event subscriptions information in the following cases:

a) Any NF Service Consumer has subscribed for UE specific event; and/or
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b) Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case
the event subscriptions provided in the UE context shall contain the event details applicable to this specific
UE in the group (e.g maxReportsin options |E).

The NF Service Consumer, e.g. target AMF, shall:
- incase a) create event subscriptions for the UE specific events,

- incaseb) create event subscriptions for the group Id if there are no existing event subscriptions for that group
Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification
correlation Id (subsChangeNotifyCorrelationld). If there is already an existing event subscription for the
group Id, and for the given subscription change notification URI (subsChangeNotifyUri) and subscription
change notification correlation Id (subsChangeNotifyCorrelationld), then an event subscription shall not be
created at the NF Service Consumer. Theindividual UE specific event details (e.g maxReportsin options |E)
within that group shall be taken into account.

- for both the cases, for each created event subscription, alocate a new subscription Id, if necessary (see
clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated, send the new subscription Id to the notification
endpoint for informing the subscription Id creation, along with the notification correlation Id for the
subscription Id change. If the UEContextTransfer service operation is performed towards the old AMF as
part of the EPS to 5GS mobility registration procedure using N26 interface (see clause 4.11.1.3.3 of
3GPP TS 23.502 [3]), the target AMF may also initiate event subscription synchronization procedure with
UDM, as specified in clause 5.3.2.4.2, when both the target AMF and the UDM support the "ESSY NC"
feature.

NOTE: Subscription Id can be reused if the mobility is between AMFs of same AMF Set.

If the UE context being transferred from the source AMF is the last UE context that belongsto a UE group 1d
related subscription, then the source AMF shall not delete the UE group Id related subscription until the expiry
of that event subscription (see clause 5.3.2.2.2).

The target AMF may authorize the event subscriptions transferred from the source AMF as specified in

clause 13.4.1.4 of 3GPP TS 33.501 [27]. Based on local policy, the target AMF may consider that transferred
subscriptions containing no or an invalid access token are not authorized. Transferred subscriptions that are not
authorized by the target AMF shall not be regarded active; if the target AMF supports the STEN (Subscription
Termination Event Notification) feature, and if the notification of event subscription termination was requested
by the NF service consumer, the target AMF shall send a notification to the NF service consumer to report the
termination of the subscription with the subscription termination cause
"SUBSCRIPTION_NOT_AUTHORIZED".

The source AMF shall not transfer those PDU sessions which are not supported by the target AMF, e.g. the MA-
PDU sessions shall not be transferred if the target AMF does not support ATSSS.

The UE context shall contain SNPN Onboarding indication, if the UE is registered for onboarding in an SNPN as
described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3]. The NF Service Consumer, i.e. target AMF, may start an
implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains
SNPN Onboarding indication.2b. On failure or redirection, one of the HTTP status code listed in Table
6.1.3.2.4.4.2-2 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails
structure with the "cause" attribute set to one of the application errorslisted in Table 6.1.3.2.4.4.2-2.

If there are ongoing Network Slice Deregistration Inactivity Timer(s) for the UE, the source AMF should include
the information (e.g. the expiry time) of the ongoing Network Slice Deregistration Inactivity Timer(s) in the UE
context. The target AMF should resume the ongoing Network Slice Deregistration Inactivity Timer(s) if received
for the S-NSSAI(s) that are allowed for the UE in the target AMF.

522212 Retrieve UE Context after successful UE authentication

When a successful UE authentication has been performed after a previous integrity check failure, the NF service
consumer (e.g. the target AMF) shall retrieve the UE context by invoking "transfer”" service operation on the URI of the
"Individual ueContext" resource identified by UE's SUPI. The same requirementsin clause 5.2.2.2.1.1 shall be applied
with following modifications:
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1. Sameasstep 1 of figure5.2.2.2.1.1-1, with following differences:
- The{ueContextld} inthe URI shall be composed using UE's SUPI, and
- The"reason" attribute in request body shall be set to "MOBI_REG_UE_VALIDATED", and
- Therequest body shall not include registration request message from UE.

2. Same as step 2aof figure 5.2.2.2.1.1-1, with following differences:

- The(source) AMF shall skip integrity check and shall respond with the status code "200 OK "with the UE
Context excluding Seaf Data and including available PDU Session Contexts

5.2.2.2.2 RegistrationStatusUpdate

522221 General
The RegistrationStatusUpdate service operation is used during the following procedure:
- General Registration procedure (see 3GPP TS 23.502 [3], clause 4.2.2.2.2)
- Registration with AMF re-allocation procedure (see 3GPP TS 23.502 [3], clause 4.2.2.2.3)

The RegistrationStatusUpdate service operation isinvoked by a NF Service Consumer, e.g. the target AMF, towards the
NF Service Producer, i.e. the source AMF, to update the status of UE registration at the target AMF, thereby indicating
the result of previous UE Context transfer for agiven UE (see clause 5.2.2.2.1.1).

The target AMF shall update the NF Service Producer (i.e. source AMF) with the status of the UE registration at the
target AMF due to a previous UE Context transfer. The NF Service Consumer (e.g. target AMF) shall usethe HTTP
method POST to invoke the "transfer-update” custom operation on the URI of an "Individual ueContext" resource, see
clause 6.1.3.2.4. See also Figure 5.2.2.2.2.1-1.

NF Service Consumer

(e.g Target AMF) Source AMF
I

I I
—POST .../ue-contexts/{ueContextld}/transfer-update (UeRegStatusUpdateReqData)-#|
| |

-t 2a. 200 OK (UeRegStatusUpdateRspData)
|
| - 2b. 4xx/5xx (ProblemDetails)Or 3xx:
|

Figure 5.2.2.2.2.1-1 Registration Status Update

1. The NF service consumer (e.g. target AMF), shall send a POST request to invoke the "transfer-update” custom
operation on the URI of an "Individual ueContext" resource, to update the source AMF with the status of the UE
registration at the target AMF. The UE's 5G-GUTI isincluded as the UE identity.

The request content shall include the transferStatus attribute set to "TRANSFERRED" if the UE context transfer
was completed successfully (including the case where only the supi was transferred to the target AMF during the UE
context transfer procedure) or to "NOT_TRANSFERRED" otherwise.

If any network dlice(s) become no longer available and there are PDU Session(s) associated with them, the target
AMF shall include these PDU session(s) in the toReleaseSessionList attribute in the content. If the continuity of the
PDU Session(s) cannot be supported between networks (e.g. SNPN-SNPN mobility, inter-PLMN mobility where no
HR agreement exists), the target AMF shall include these PDU session(s) with release cause in the
toRel easeSessionlInfo attribute in the content.

If the target AMF selects anew PCF for AM Policy and/or UE policy other than the one which was included in the
UeContext by the old AMF, the target AMF shall set pcfReselectedind to true.

NOTE: AMF selectsthe same PCF instance for AM policy and for UE policy, as described in clause 6.3.7.1,
3GPP TS 23.501 [2].
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The NF service consumer shall include the smfChangel nfoList attribute including the UE's PDU Session I1D(s) for
which the I-SMF or V-SMF has been changed or removed, if any, with for each such PDU session, the related
smfChangel ndication attribute set to "CHANGED" or "REMOVED", if the I-SMF or V-SMF is changed or
removed respectively.

If the target AMF receives anal ytics subscription parameters from the source AMF, and one or more analytics
subscription(s) are not taken over by the target AMF, the target AMF shall include these anal ytics subscription(s) in
the analyticsNotUsedList |E. The source AMF should unsubscribe the analytics subscriptions included in
analyticsNotUsedL st IE for the UE.

Once the update is received, the source AMF shall:

- remove theindividual ueContext resource and release any PDU session(s) in the toReleaseSessionList
attribute, if the transferStatus attribute included in the POST request body is set to "TRANSFERRED" and if
the source AMF transferred the complete UE Context including all MM contexts and PDU Session Contexts.
The source AMF may choose to start a timer to supervise the release of the UE context resource and may
keep the individual ueContext resource until the timer expires. If the pcfReselectedind is set to true, the
source AMF shall terminate the AM Policy Association and/or the UE Policy Association that the source
AMF hasto the old PCF.

- keep the UE context only including the MM context and PDU session(s) associated to the non-3GPP access,
if the transferStatus attribute included in the POST request body is set to " TRANSFERRED" and if the
source AMF did not transfer the MM context and PDU Session Contexts for the non-3GPP access type; the
AMF shall release any PDU session(s) in the toReleaseSessionL ist attribute. The source AMF may choose to
start atimer and keep the MM context and PDU session(s) associated to the 3GPP access until the timer
expires.

- keep the UE Context as if the context transfer procedure had not happened if the transfer Status attribute
included in the POST request body is set to "NOT_TRANSFERRED".

2a. On Success: The source AMF shall respond with the status code "200 OK" if the request is accepted. If the
smfChangelnfoL.ist attribute was received in the request, the source AMF shall release the SM context at the |-
SMF or V-SMF only, for al the PDU sessions listed in the smfChangel nfoL.ist attribute with the
smfChangel ndication attribute set to "CHANGED" or "REMOVED".

If some PDU sessions are not supported by the target AMF and thus not transferred to the target AMF, the
source AMF shall release these PDU sessions after this step.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.5.2-2 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetail s structure with the "cause” attribute set to one
of the application errorslisted in Table 6.1.3.2.4.5.2-2, where applicable.

5.2.2.2.3 CreateUEContext

5.2.2.2.3.1 General
The CreateUEContext service operation is used during the following procedure:
- Inter NG-RAN node N2 based handover (see 3GPP TS 23.502 [3], clause 4.9.1.3, and clause 4.23.7)

The CreateUEContext service operation isinvoked by a NF Service Consumer, e.g. a source AMF, towards the AMF
(acting astarget AMF), when the source AMF can't serve the UE and selects the target AMF during the handover
procedure, to create the UE Context in the target AMF.

The NF Service Consumer (e.g. the source AMF) shall create the UE Context by using the HTTP PUT method with the
URI of the "Individual UeContext" resource (See clause 6.1.3.2.3.1). See also Figure 5.2.2.2.3.1-1.
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NF Service
Consumer

T T
—1. PUT .../ue-contexts/{ue Contextld}(UeContextCreateData)—»
|
:4— — — —2a. 201 Created (UeContextCreatedData) — — —

I
:4— — — —2b. 4xx/5xx (UeContextCreateError) or 3xx — — — —

AMF

Figure 5.2.2.2.3.1-1 Create UE Context

1. The NF Service Consumer, e.g. source AMF, shall send a PUT request, to create the ueContext in the target
AMF. The content of the PUT request shall contain a UeContextCreateData structure, including a N2
Information Notification callback URI.

The UE context shall contain trace control and configuration parameters, if signalling based trace has been
activated (see 3GPP TS 32.422 [30]).

The source AMF shall transfer the complete UE context including both access typesif the UE isregistered for
both 3GPP and non-3GPP accesses and if the target PLMN is the same as the source PLMN.

The source AMF shall transfer only UE context for 3GPP access if the source AMF determines there is no
possihility for relocating the N2 interface for non-3GPP access to the (target) AMF, e.g. when the target AMF is
in another PLMN.

For a UE supporting 5G-SRV CC, the NF Service Consumer (i.e. AMF) shall include the Mobile Station
Classmark 2, STN-SR, C-M SISDN and Supported Codec List in the request, if available, as specified in
3GPP TS 23.502 [3].

The UE context shall contain anal ytics subscription parameters, if the (source) AMF has created analytics
subscription(s) towards NWDAF related to the UE (see clause 5.2.2.2.11 of 3GPP TS 23.502 [3]) and both the
source and the target AMFs support the"ASUC" feature. The NF service producer, e.g. target AMF, may take
over the anal ytics subscription(s).

The UE context shall contain SNPN Onboarding indication and the target AMF shall support SNPN Onboarding,
if the UE is registered for onboarding in an SNPN as described in clause 4.2.2.2.4 of 3GPP TS 23.502 [3].

If there are ongoing Network Slice Deregistration Inactivity Timer(s) for the UE, the source AMF should include
the information (e.g. the expiry time) of the ongoing Network Slice Deregistration Inactivity Timer(s) in the UE
context.

2a. On success, the target AMF shall respond with the status code "201 Created" if the request is accepted, together
with aHTTP Location header to provide the location of a newly created resource. The content of the PUT
response shall contain the representation of the created UE Context. If the target AMF selects a new PCF for AM
Policy other than the one which was included in the UeContext by the old AMF, the target AMF shall set
pcfReselectedind to true. If the pcfReselectedind is set to true, the source AMF shall terminate the AM Policy
Association to the old PCF.

Thetarget AMF starts tracing according to the received trace control and configuration parameters, if trace data
isreceived in the UE context indicating that signalling based trace has been activated. Once the AMF receives
subscription data, trace requirements received from the UDM supersedes the trace requirements received from
the NF Service Consumer.

If the target AMF receives anal ytics subscription parameters from the source AMF, and one or more analytics
subscription(s) are not taken over by the target AMF, the target AMF shall include these anal ytics subscription(s)
in the analyticsNotUsedList | E. The source AMF may unsubscribe the anal ytics subscriptions included in
analyticsNotUsedList |E for the UE.

The UE context shall contain event subscriptionsinformation in the following cases:

a) Any NF Service Consumer has subscribed for UE specific event; and/or

ETSI



3GPP TS 29.518 version 18.6.0 Release 18 31 ETSI TS 129 518 V18.6.0 (2024-07)

b) Any NF Service Consumer has subscribed for UE group specific events to which the UE belongs. In this case
the event subscriptions provided in the UE context shall contain the event details applicable to this specific
UE in the group (e.g maxReportsin options |E).

Thetarget AMF shall:
- incase a) create event subscriptions for the UE specific events,

- incaseb) create event subscriptions for the group Id if there are no existing event subscriptions for that group
Id, subscription change notification URI (subsChangeNotifyUri) and the subscription change notification
correlation Id (subsChangeNotifyCorrelationld). If there is already an existing event subscription for the
group Id and for the given subscription change notification URI (subsChangeNotifyUri) and subscription Id
change notification correlation Id (subsChangeNotifyCorrelationld), then an event subscription shall not be
created at the target AMF. The individual UE specific event details (e.g maxReports in options | E) within
that group shall be taken into account.

- for both the cases, for each created event subscription, allocate anew subscription Id, if necessary (see
clause 6.5.2 of 3GPP TS 29.500 [4]), and if allocated send the new subscription 1d to the notification
endpoint for informing the subscription Id creation, along with the notification correlation Id for the
subscription Id change.

NOTE: Subscription Id can be reused if the mobility is between AMFs of same AMF Set.

If the UE context being transferred from the NF service consumer (e.g. source AMF) isthe last UE context that
belongsto a UE group Id related subscription, then the NF service consumer (e.g. source AMF) shall not delete
the UE group Id related subscription until the expiry of that event subscription (see clause 5.3.2.2.2).

The target AMF may authorize the event subscriptions transferred from the source AMF as specified in

clause 13.4.1.4 of 3GPP TS 33.501 [27]. Based on local policy, the target AMF may consider that transferred
subscriptions containing no or an invalid access token are not authorized. Transferred subscriptions that are not
authorized by the target AMF shall not be regarded active; if the target AMF supports the STEN (Subscription
Termination Event Notification) feature, and if the notification of event subscription termination was requested
by the NF service consumer, the target AMF shall send a notification to the NF service consumer to report the
termination of the subscription with the subscription termination cause
"SUBSCRIPTION_NOT_AUTHORIZED".

If the target AMF receives SNPN Onboarding indication from the source AMF, the target AMF may start an
implementation specific timer to deregister the onboarding registered UE, i.e. if the received UE context contains
SNPN Onboarding indication.

The source AMF shall release those PDU sessions not supported by the target AMF and thus not transferred to
the target AMF.

If the source AMF includes the information of ongoing Network Slice Deregistration | nactivity Timer(s) in the
UE context, the target AMF should resume the ongoing Network Slice Deregistration Inactivity Timer(s) if
received for the SNSSAI(s) that are allowed for the UE in the target AMF.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.3.1-3 shall be returned. For a
Axx/5xx response, the message body shall contain a UeContextCreateError structure, including:

- aProblemDetails structure with the "cause” attribute set to one of the application errorslisted in Table
6.1.3.2.3.1-3. The cause in the error attribute shall be set to HANDOVER_FAILURE, if al of the PDU
sessions are failed, e.g. no response from the SMF within a maximum wait timer;

- NgAPCausg, if available;

- N2 information carrying the Target to Source Failure Transparent Container, if thisinformation has been
received from the target NG-RAN and if the source AMF supports the NPN feature.

5.2.2.2.3.2 Create UE Context with AMF Relocation

During inter-PLMN N2 Handover, the initial AMF may relocate the UE context to atarget AMF (e.g. dueto slices
cannot be served by initial AMF). This clause describes the procedure for this scenario.
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The NF Service Consumer (e.g. the source AMF) shall create the UE Context by using the HTTP PUT method with the
URI of the "Individual UeContext" resource (See clause 6.1.3.2.3.1). See also Figure 5.2.2.2.3.2-1.

NF Service

Consumer

T T
—1. PUT .../ue-contexts{ue Contextld}(UeContextCreateData)—® :

Initial AMF Target AMF

2. Create UE Context Procedure

|
:4— — — —3a. 201 Created (UeContextCreatedData)— — — — —:
| |
:4— — — —3b. 4xx/5xx (UeContextCreateError) or 3xx— — — — JI
I I

Figure 5.2.2.2.3.2-1 Create UE Context with AMF Relocation

Same requirement of clause 5.2.2.2.3.1 applies, with following modifications:;
1. Sameasstep 1 of clause 5.2.2.2.3.1.
2. Theinitial AMF selects atarget AMF and perform CreateUeContext procedure (see clause 5.2.2.2.3.1).

- therequest body shall include the information received from the source AMF in step 1, including the serving
network, the supported features, etc.

- if the received serving network (from the source AMF) is different from the PLMN of the target AMF, the
resource URI in the Location header in 201 Create response shall contain the inter-PLMN API Root.

3a. Same as step 2a of clause 5.2.2.2.3.1, with following modifications:
- thereguest body shall contain the UE Context and other information received from the target AMF in step 2.

- the Location header shall contain the resource URI received in the "201 Created" response from target AMF
instep 2.

- theinitial AMF shall insert a 3gpp-Shi-Producer-1d header indicating the target AMF.
3b. Same as step 2b of clause 5.2.2.2.3.1.

52224 ReleaseUEContext

5.2.2.24.1 General
The ReleaseUEContext service operation is used during the following procedure:
- Inter NG-RAN node N2 based handover, Cancel procedure (see 3GPP TS 23.502 [3], clause 4.9.1.4)

The ReleaseUEContext service operation isinvoked by a NF Service Consumer, e.g. a source AMF, towards the AMF
(acting astarget AMF), when the source AMF receives the Handover Cancel from the 5G-AN during the handover
procedure, to release the UE Context in the target AMF.

The NF Service Consumer (e.g. the source AMF) shall release the UE Context by using the HTTP "release” custom
operation with the URI of the "Individual UeContext" resource (See clause 6.1.3.2.4.2). See also Figure 5.2.2.2.4.1-1.
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NF Service

AMF
Consumer
T T
:—1. POST .../ue-contexts/{ue Contextld}/release(UECo ntextReIease)—b:

:4— —————— 2a. 204 No Content— — — — — — —:

| |
:4— — — — -2b. 4xx/5xx (ProblemDetails) or 3xx— — — — —:

Figure 5.2.2.2.4.1-1 Release UE Context

1. The NF Service Consumer, e.g. source AMF, shall send a POST request, to release the ueContext in the target
AMF. The content of the POST request shall contain the UEContextRelease.

2a. On success, the target AMF shall return 204 No Content" with an empty content in the POST response.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.2.2-2 shall be returned. For a
Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application error listed in Table 6.1.3.2.4.2.2-2.

5.2.2.25 RelocateUEContext

5.2.2.251 General
The RelocateUEContext service operation is used during the following procedure:
- EPSto 5GS handover using N26 interface with AMF re-allocation (see 3GPP TS 23.502 [3], clause 4.11.1.2.2).

The RelocateUEContext service operation isinvoked by a NF Service Consumer, e.g. aninitial AMF, towards the AMF
(acting astarget AMF), during an EPS to 5GS handover with AMF re-allocation, to relocate the UE Context in the
target AMF.

The NF Service Consumer (e.g. theinitial AMF) shall relocate the UE Context in the target AMF by invoking the
"relocate” custom method on the URI of an "Individual ueContext" resource (see clause 6.1.3.2.4). See also Figure
5.2.2.251-1.

NF Service Consumer AMF

| |
+——POST .../ue-contexts/{ueContextld}/relocate (UeContextRelocateData)————»1
| |

| |
|4— — — — — 2a. 201 Created (UeContextRelocatedData)— — — — — —

Figure 5.2.2.2.5.1-1 Relocate UE Context

1. The NF Service Consumer, e.g. initial AMF, shall send a POST request to relocate the UE context in the target
AMF. The content of the POST request shall contain a UeContextRelocateData structure.

The UE context shall contain trace control and configuration parameters, if signalling based trace has been
activated (see 3GPP TS 32.422 [30]).

For an EPS to 5GS handover procedure, the NF Service Consumer shall carry per PDU session the S-NSSAI for
serving PLMN, the MME Control Plane Address and the TEID in the request. If S-NSSAI for interworking is
configured and used in initial AMF for the PDU session, the initial AMF shall also carry the configured S-
NSSAI for interworking to the target AMF, as specified in clause 4.11.1.2.2 of 3GPP TS 23.502 [3]. In Home
Routed roaming case, the SSNSSAI for serving PLMN is derived by theinitial AMF based on the SSNSSAI for
home PLMN retrieved from SMF+PGW-C, as specified in 3GPP TS 23.502 [3].
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2a. On success, the target AMF shall respond with the status code "201 Created" if the request is accepted, together
with aHTTP Location header to provide the location of the newly created resource. The content of the POST
response shall contain the representation of the created UE Context.

The target AMF starts tracing according to the received trace control and configuration parameters, if trace data
isreceived in the UE context indicating that signalling based trace has been activated. Once the AMF receives
subscription data, trace requirements received from the UDM supersedes the trace requirements received from
the NF Service Consumer.

2b. On failure to rel ocate the UE context or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.6.2-2
shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the
"cause" attribute set to one of the application errorslisted in Table 6.1.3.2.4.6.2-2.

If the target RAN rejects the Handover Request, the target AMF shall send Forward Relocation Response
message directly to the source MME over the N26 interface, carrying the appropriate cause value.

5.2.2.2.6 CancelRelocateUEContext

5.2.2.2.6.1 General
The Cancel Rel ocatelUEContext service operation is used during the following procedure:

- EPSto 5GS Handover with AMF re-allocation, Handover Cancel procedure (see 3GPP TS 23.502 [3],
clause 4.11.1.2.3)

The Cancel RelocateUEContext service operation isinvoked by a NF Service Consumer (i.e. initidl AMF), towards the
AMF (acting astarget AMF), when the initiadl AMF receives Forward Cancel Request from the source MME during
EPSto 5GS Handover with AMF re-allocation procedure, to trigger the target AMF to release the UE Context.

The NF Service Consumer (i.e. theinitial AMF) shall cancel the UE Context Relocation by using the HT TP " cancel-
relocate” custom operation with the URI of the "Individual UeContext" resource (See clause 6.1.3.2.4.2). See adso
Figure5.2.2.2.6.1-1.

NF Service Consumer AMF

T T
| |
+—POST .../ue-contexts/{ueContextld}/cancel-relocate (UeContextCancelRelocateData)#™i

Figure 5.2.2.2.6.1-1 Cancel Relocate UE Context

1. The NF Service Consumer, i.e. initial AMF, shall send a POST request, to release the ueContext in the target
AMF. The content of the POST request shall contain the UeContextCancel RelocateData that needs to be passed
to the target AMF.

2a. On success, the target AMF shall return "204 No Content™ with an empty content in the POST response.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.7.2-2 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application error listed in Table 6.1.3.2.4.7.2-2.
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5.2.2.3 UE Specific NIN2 Message Operations
5.2.2.3.1 N1N2MessageTransfer
5.2.2.31.1 General

The N1IN2MessageTransfer service operation is used by a NF Service Consumer to transfer N1 and/or N2 information
to the UE and/or 5G-AN through the AMF in the following procedures:

- Network triggered Service Request (see clause 4.2.3.3 of 3GPP TS 23.502 [3])

- PDU Session establishment (see clause 4.3.2 of 3GPP TS 23.502 [3])

- PDU Session modification (see clause 4.3.3 of 3GPP TS 23.502 [3])

- PDU Session release (see clause 4.3.4 of TS 3GPP 23.502 [3])

- Session continuity, service continuity and UP path management (see clause 4.3.5 of 3GPP TS 23.502 [3])
- Inter NG-RAN node N2 based handover (see clause 4.9.1.3 of 3GPP TS 23.502 [3])

- SMSover NAS procedures (see clause 4.13.3 of 3GPP TS 23.502 [ 3]

- UE assisted and UE based positioning procedure (see clause 6.11.1 of 3GPP TS 23.273 [42])

- Network assisted positioning procedure (see clause 6.11.2 of 3GPP TS 23.273 [42])

- LCSEvent Report, Event Reporting in RRC INACTIVE state procedures, LCS Cancel Location and LCS
Periodic-Triggered Invoke procedures (see clause 6.3, clause 6.7 and clause 6.20.3 of 3GPP TS 23.273 [42])

- UE configuration update procedure for transparent UE policy delivery (see clause 4.2.4.3 of
3GPP TS 23.502 [3])

- UPF anchored Mobile Terminated Data Transport in Control Plane CloT 5GS Optimisation (see clause 4.24.2 of
3GPP TS 23.502[3])

- NEF Anchored Mobile Terminated Data Transport (see clause 4.25.5 of 3GPP TS 23.502 [3])

- System interworking procedures with EPC (see clause 4.3 in 3GPP TS 23.501 [2] and clause 4.11in
3GPP TS 23.502[3])

- SMFtriggered N3 data transfer establishment procedure (see clause 4.2.10.2 of 3GPP TS 23.502 [3])
- B5G-RG requested PDU Session Establishment via W-5GAN (see clause 7.3.1 of 3GPP TS 23.316 [48])

- BG-RG or Network requested PDU Session Modification via W-5GAN (see clause 7.3.2 of
3GPP TS 23.316[48])

- BG-RG or Network requested PDU Session Release via W-5GAN (see clause 7.3.3 of 3GPP TS 23.316 [48])
- FN-RG related PDU Session Establishment via W-5GAN (see clause 7.3.4 of 3GPP TS 23.316 [48])

- CN-initiated selective deactivation of UP connection of an existing PDU Session associated with W-5GAN
Access (see clause 7.3.5 of 3GPP TS 23.316 [48])

- FN-RG or Network Requested PDU Session Modification via W-5GAN (see clause 7.3.6 of
3GPP TS 23.316 [48])

- FN-RG or Network Requested PDU Session Release via W-5GAN (see clause 7.3.7 of 3GPP TS 23.316 [48])

- Non-5G capable device behind 5G-CRG and FN-CRG requested PDU Session Establishment via W-5GAN (see
clause 4.10a of 3GPP TS 23.316 [48])

- Non-5G capable device behind 5G-CRG and FN-CRG or Network Requested PDU Session Modification via W-
5GAN (see clause 4.10a of 3GPP TS 23.316 [48])
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Non-5G capable device behind 5G-CRG and FN-CRG or Network Requested PDU Session Release via W-
5GAN (see clause 4.10a of 3GPP TS 23.316 [48])

Handover procedures between 3GPP access/ 5GC and W-5GAN access (see clause 7.6.3 of
3GPP TS 23.316 [49)])

Handover from 3GPP access/ EPS to W-5GAN / 5GC (see clause 7.6.4.1 of 3GPP TS 23.316 [49])
Transfer UAV specific dataviaN1 SM (see clause 5.2.4.3 of 3GPP TS 23.256 [56])

MBS join and Session establishment procedure (see clause 7.2.1.3 of 3GPP TS 23.247 [55])

MBS activation procedure (see clause 7.2.5.2 of 3GPP TS 23.247 [55])

Multicast session |leave requested by the network or MBS session release (see clause 7.2.2.3 of
3GPP TS 23.247 [55])

Procedures applicable to a PRU (see clause 6.17 of 3GPP TS 23.273 [42])

Procedures of SL-MT-LR involving LMF (see 3GPP TS 23.273 [42], clause 6.20.3)

Procedures of SL-MT-LR for periodic, triggered Location Events (see 3GPP TS 23.273 [42], clause 6.20.4)
5GC-MT-LR Procedure using SL positioning (see 3GPP TS 23.273 [42], clause 6.20.5)

Procedures of user plane connection between UE and LMF for location service (see clause 6.18 of
3GPP TS 23.273[42] and 3GPP TS 24.572 [61])

NOTE: Thoughin3GPP TS 23.502 [3] the procedure is called "UE configuration update procedure for

transparent UE policy delivery"”, as per 3GPP TS 24.501 [11] clause 5.4.5.3.1, the network initiated NAS
transport procedure is used.

The NF Service Consumer shall invoke the service operation by using HTTP method POST, to request the AMF to
transfer N1 and/or N2 information for a UE and/or 5G-AN, with the URI of "N1 N2 Messages Collection" resource (see
clause 6.1.3.5.3.1).

The NF Service Consumer may include the following information in the HT TP Request message body:

SUPI
PDU Session ID or LCS Correlation ID depending on the N1/N2 message class to be transferred
N2 SM Information (PDU Session ID, QoS profile, CN N3 Tunnel Info, SSNSSAI)

N1 Message Container, including aN1 SM, LPP message, LCS message, SMS, UPDP message, PRU message,
UPP-CM message

N2 Information Container, including N2 SM, NRPPa message, PWS or RAN related information
Mobile Terminated Data (i.e. CloT user data container)

Allocation and Retention Priority (ARP)

Paging Policy Indication

5QI

Notification URL (used for receiving Paging Failure Indication)

Last Message Indication

NF Instance Identifier and optionally Service Instance Identifier of the NF Service Consumer (e.g. an LMF or
SMF)

N1 SM Skipping Indication
Areaof Validity for N2 SM Information
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- A MA PDU Session Accepted indication, if aMA-PDU session is established;

- Extended Buffering Support Indication, if SMF determines that Extended Buffering applies during Network
triggered Service Request Procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]), UPF anchored Mobile
Terminated Data Transport in Control Plane CloT 5GS Optimisation procedure (see clause 4.24.2 of
3GPP TS 23.502 [3]) or NEF Anchored Mobile Terminated Data Transport (see clause 4.25.5 of
3GPP TS 23.502 [3));

- Target Access type towards which the SMF requests to send N2 information and optionally N1 information, for
aMulti-Access (MA) PDU session, or through which the LMF requests to transfer an LPP message to the UE.

During an intra-AMF handover between 3GPP and non-3GPP accesses, the SMF shall include the targetAccess | E set
to the old access type in the HTTP Request message body, when releasing the N2 PDU session resourcesin the old
access (see step 3 of Figure 4.9.2.1-1 and step 3 of Figure 4.9.2.2-1 of 3GPP TS 23.502 [3]).

NF Service AME
Conslumer |

| |
:—1 . POST .../ue-contexts/ {ueContextId}/nl-nZ-messages(N1N2MessageTransferRquata)>:
| |
|4— — — — -2a.202 or 200 (N1N2MessageTransferRspData)—- — — — — I
| |

:4— — — — -2b. 4xx/5xx (N1N2MessageTransferError) or 3xx— — — — — :

Figure 5.2.2.3.1.1-1 N1IN2MessageTransfer for UE related signalling

1. The NF Service Consumer shall send a POST request to transfer N1 and N2 information. The NF Service
Consumer may include aN1N2MessageTransfer Notification URI to AMF in the request message.

2a. On success, i.e. if the request is accepted and the AMF is able to transfer the N1/N2 message to the UE and/or
the AN, the AMF shall respond with a"200 OK" status code. The AMF shall set the cause |E in the
N1IN2MessageTransferRspDataas "N1_N2 TRANSFER_INITIATED" in this case.

The AMF shall respond with a"200 OK" status code and set the cause IE in the NIN2MessageT ransferRspData
to"N2_MSG_NOT_TRANSFERRED", if the NIN2MessageT ransfer request included an area of validity for the
N2 SM Information, the UE isin CM-CONNECTED state and outside of the area of validity.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.5.3.1-2 shall be returned. For a
4Axx/5xx response, the message body shall contain a NIN2M essageT ransferError structure, including:

- aProblemDetails structure with the "cause” attribute set to one of the application error listed in Table
6.1.35.3.1-2;
5.2.2.31.2 Detailed behaviour of the AMF

When an NF service consumer is requesting to send N1 and/or N2 information and the UE isin CM-IDLE state for the
access type for which the N1 and/or N2 information is related (called "associated access type" hereafter in this clause),
the requirements specified in clause 5.2.2.3.1.1 shall apply with the following modifications:

NOTE: N1 and/or N2 Session Management information is related to the access type of the targeted PDU session
for asingle access PDU session, or to the Target Access received in the request for aMA PDU session;
LCSrelated N2 (NRPPa) information is related to 3GPP access in this release of specification.

4xx and 5xx response cases shall also apply to UEsin CM-CONNECTED state, when applicable.
2xx Response Cases:
Case A: When UE isCM-IDLE in 3GPP access and the associated accesstype is 3GPP access:

a) Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF should respond with the status code "200 OK", if "skiplnd"
attribute is set to "true” in the request body, with a response body that carries the cause
"N1_MSG_NOT_TRANSFERRED".
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b)

c)

Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted”, if the
asynchronous type communication is invoked and hence the UE is not paged, update the UE context and store
N1 and/or N2 information and initiate communication with the UE and/or 5G-AN when the UE becomes
reachable. In this case the AMF shall provide the URI of the resource in the AMF in the "Location" header of the
response. In thisrelease, the URI shall only be used by NF Service consumer to correlate the possible N1/N2
Message Transfer Failure Notification with the related N1/N2 Message Transfer Operation. The NF service
consumer shall not send any service requests towards the URI received in the Location header.

The AMF shall also provide aresponse body containing the cause,
"WAITING_FOR_ASYNCHRONOUS_TRANSFER" that represents the current status of the N1/N2 message
transfer;

Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted", if paging is
issued when the UE isin CM-IDLE and reachable for 3GPP access, with a response body that carries a cause
"ATTEMPTING_TO_REACH_UE" as specified in clause 4.2.3.3 and 5.2.2.2.7 of 3GPP TS 23.502 [3].

Case B: When UE isCM-IDLE in Non-3GPP access but CM-CONNECTED in 3GPP access and the associated
access typeis Non-3GPP access.

a)

b)

Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "200 OK" with cause
"N1 N2 TRANSFER_INITIATED" and initiate N1 NAS SM message transfer via 3GPP access, if the NF
service consumer (i.e. SMF) requests to send only N1 NAS SM message without any associated N2 SM
information, and the current access type related to the PDU session is Non-3GPP access and the UE is CM-
CONNECTED in 3GPP access.

Same as step 2a of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "202 Accepted”, if NAS
Notification procedure isissued when the UE isin CM-CONNECTED in 3GPP access, with a response body
that carriesacause "ATTEMPTING_TO_REACH_UE" as specified in step 4c of clause 4.2.3.3 and 5.2.2.2.7 of
3GPP TS 23.502 [3].

Case C: When UE isCM-IDLE in both Non-3GPP access and 3GPP access and the associated accesstype is Non-
3GPP access:

All the bullets specified in Case A are applicable.

The NF Service Consumer shall not send any further signalling for the UE if it receives a POST response body with a
cause"ATTEMPTING_TO_REACH_UE" unlessit has higher priority signalling. In such a case the response shall
include the "Location" header containing the URI of the resource created in the AMF, e.g. ".../n1-n2-

messages/{ NnIN2Messageld} . In this release, the URI shall only be used by NF Service consumer to correlate the
possible N1/N2 Message Transfer Failure Notification with the related N1/N2 Message Transfer Operation. The NF
service consumer shall not send any service regquests towards the URI received in the Location header. The AMF shall:

store the N1 and/or N2 information related to 3GPP access and, when the UE responds with a Service Request,
shall initiate communication with the UE and/or 5G-AN using the stored N1 and/or N2 information;

store the N1 NAS SM information related to Non-3GPP accessif no N2 information was received and the AMF
initiated paging towards the UE. Later when the UE responds with a Service Request, the AMF shall initiate
communication with the UE using the stored N1 information via 3GPP access,

inform the SMF which invoked the service operation, that the access type of the PDU Session can be changed
from Non-3GPP access to 3GPP access as specified in clause 5.2.2.3.2.1 of 3GPP TS 29.502 [16], when the UE
responds with a"List Of Allowed PDU Sessions' and the indicated non-3GPP PDU session of the N2 (and N1 if
received) information isincluded in the list; or

notify the NF which invoked the service operation, as specified in clause 5.2.2.3.2, if the Notification URI is
provided, when the AMF determines that the paging or NAS Notification has failed or when the UE responds
with a"List Of Allowed PDU Sessions’ and the indicated Non-3GPP PDU session of the N2 (and N1 if
received) information is not included in thelist.

4xx Response Cases:

Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with status code "409 Conflict" in the following
Cases.
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- if the UE isin 3GPP access and there is already an ongoing paging procedure with higher or same priority,
the AMF shall set the application error as"HIGHER_PRIORITY_REQUEST_ONGOING" in the "cause"
attribute of the ProblemDetails structure of the POST response body. The AMF may provide aretryAfter |IE
to the NF Service Consumer in order for the NF Service Consumer to retry the request after the expiry of the
timer. When the retryAfter |1E is provided, the NF Service Consumer shall not initiate the downlink
messaging until the timer expires. The AMF may also provide the ARP value of the QoS flow that has
triggered the currently ongoing highest priority paging, so that the NF Service Consumer (e.g. SMF) knows
that if any subsequent trigger initiating downlink messaging for a QoS flow with the same or lower priority
happens.

- if thereisan ongoing registration procedure (see clause 4.2.3.3 of 3GPP TS 23.502 [3]) the AMF shall set the
application error as"TEMPORARY _REJECT _REGISTRATION_ONGOING" in the "cause" attribute of the
ProblemDetails structure in the POST response body; The AMF may provide aretryAfter | E to the NF
Service Consumer in order for the NF Service Consumer to retry the request after a short period. When the
retryAfter 1E is provided, the NF Service Consumer should not initiate new N1/N2 Message Transfer request
until the timer expires.

- if thisisarequest to transfer a N2 PDU Session Resource Modify Request or aN2 PDU Session Resource
Release Command to a 5G-AN and if the UE isin CM-IDLE state at the AMF for the Access Network Type
associated to the PDU session (see clauses 4.3.3 and 4.3.4 of 3GPP TS 23.502 [3] and clause 5.3.2.1 of
3GPP TS 23.527[33]), the AMF shall set the application error "UE_IN_CM_IDLE_STATE" in the "cause"
attribute of the ProblemDetails structure in the POST response body.

- if thereisan ongoing Xn or N2 handover procedure (see clause 4.9.1.2.1 and 4.9.1.3.1 of
3GPP TS 23.502 [3]) the AMF shall set the application error as
"TEMPORARY_REJECT_HANDOVER_ONGOING" in the "cause" attribute of the ProblemDetails
structure in the POST response body, if the AMF rejects the request due to the on-going handover.

- if thereisan ongoing Service Request procedure (see clause 4.2.3.2 of 3GPP TS 23.502 [3]), the AMF may
reject aN1/N2 Message Transfer Request including a PDU Session Resource Setup Request Transfer |E due
to the on-going Service Request procedure for the same PDU session, and if it does so, the AMF shall set the
application error as"TEMPORARY _REJECT SR _ONGOING" in the "cause" attribute of the
ProblemDetails structure in the POST response body.

NOTE: Inthe scenario above, the AMF sendsto the NG-RAN the PDU Session Resource Setup Request Transfer

|E that is received in the Update SM Context Response (200 OK) for the on-going (UE triggered) Service
Request.

- if the RAT TypeisNB-IoT, and the UE aready has 2 PDU Sessions with active user plane resources, the
AMF shall set the application error as"MAX_ACTIVE_SESSIONS EXCEEDED" in POST response body.

- if Paging Restrictions information restricts the NIN2M essageT ransfer request from causing paging (see
clause 4.2.3.3 of 3GPP TS 23.502 [3]) the AMF shall set the application error as
"REJECTION_DUE_TO_PAGING_RESTRICTION" in the "cause" attribute of the ProblemDetails
structure in the POST response body.

Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden", if the UE
isin aNon-Allowed Area and the service request is not for regulatory prioritized service. The AMF shall set the
application error as"UE_IN_NON_ALLOWED_AREA" in POST response body.

- The NF service consumer (i.e. the SMF) that receives this application error may supress subsequent message
(e.g9. NIN2MessageTransfer) to the AMF for non regulatory prioritized service. In this case, the NF service
consumer (i.e. the SMF) should subscribe the Reachability-Report event for "UE Reachability Status
Change" from the AMF, so as to get notified by the AMF when the UE becomes reachable again.

Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden ", if the NF
service consumer (e.g. an LMF) isrequesting to send N1 L PP message to the UE and the UE has indicated that it
does not support LPP in N1 mode during registration procedure (see clause 5.5.1.2.2 and 5.5.1.3.2 of

3GPP TS 24.501 [11]). The AMF shall set the application error to "UE_WITHOUT_N1_LPP_SUPPORT" in
POST response body.

Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden", if the
request body includes an nfld |E indicating an SMF instance which is different from the stored SMF instance
hosting the SM Context of the PDU session. The AMF shall set the application error to
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"INVALID_SM_CONTEXT" in POST response body. During procedures with SM Context relocation, e.g. UE
mobility procedures with I-SMF insertion/change/removal, the AMF shall allow NIN2MessageTransfer from
both SMF instances holding the old and new SM Contexts.

The NF service consumer (i.e. the SMF) that receives this application error shall remove the SM Context for the
PDU session and release the PDU session resource in (H-)SMF if available. The SMF shall not send a
SMContextStatusNotification to the AMF for the PDU session release.

Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "403 Forbidden ", if the NF
service consumer (e.g. an LMF) isrequesting to initiate a positioning procedure towards a PRU (see

clause 6.11.2 of 3GPP TS 23.273 [42]), i.e. the prulnd | E with the value true was included in the request, but the
UE isnot avalid PRU. The AMF shall set the application error to "INVALID_PRU" in POST response body.

5xx Response Cases:

Same as step 2b of Figure 5.2.2.3.1.1-1, the AMF shall respond with the status code "504 Gateway Timeout", if
the UE is currently unreachable (e.g., due to the UE in MICO mode, the UE using extended idle mode DRX or
the UE isonly registered over Non-3GPP access and its state is CM-IDLE). The AMF shall set the application
error as"UE_NOT_REACHABLE" in POST response body. If Extended Buffering Support Indicationis
received in the request, the AMF shall include the Estimated Maximum Waiting time in the response body when
the message is rejected due to the UE in MICO mode or the UE using extended idle mode DRX. If the UE is
using extended idle mode DRX, after the AMF responded with the status code "504 Gateway Timeout", when
the AMF determines that the UE is reachable, then the AMF shall page the UE.

step 2b of Figure 5.2.2.3.1.1-1, the AMF may respond with the status code "504 Gateway Timeout", if the UE is
temporarily not responding (e.g., not responding to the paging). The AMF shall set the application error as
"UE_NOT_RESPONDING" in POST response body. The AMF may provide aretryAfter |E to the NF Service
Consumer in order for the NF Service Consumer to throttle sending further N1/N2 Message Transfer request for
ashort period. When the retryAfter |1E is provided, the NF Service Consumer should not initiate new N1/N2
Message Transfer request until the timer expires.

5.2.2.3.2 N1N2Transfer Failure Notification

The AMF uses this notification to inform the NF service consumer that initiated an earlier

Namf_Communication_N1N2MessageT ransfer, that the AMF failed to deliver the N1 and/or N2 message. The HTTP
POST method shall be used on the notification callback URI provided by the NF service consumer as specified in
clause5.2.2.3.1.2.

AME NF Service

Consumer
[ [

| [
L1 POST {n1n2FailureTxfNotifURI} (N1N2MsgTxfrFailureNotification)——m!

2. 204 No Content
Or 4xx/5xx (ProblemDetails) Or 3xx

-g----

Figure 5.2.2.3.2-1 N1N2Transfer Failure Notification for UE related signalling

If the NF service consumer had provided a notification URI (see clause 5.2.2.3.1.2), the AMF shall send a POST
reguest to the NF Service Consumer on that Notification URI when the AMF determines that:

- thepaging or NAS Noatification has failed;

the indicated non-3GPP PDU session is not alowed to move to 3GPP access;

the UE has rejected the page as defined in 3GPP TS 23.501 [2] clause 5.38.4;

the delivery of the N1 message fails, e.g. in case the UE isin RRC Inactive and NG-RAN paging was not
successful or in case an Xn or N2 handover is being triggered at the NG-RAN
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The AMF shall include the N1IN2M essageTransfer request resource URI returned earlier in the
N1N2MessageTransfer response if any (see clause 5.2.2.3.1.2), otherwise a dummy URI (see clause 6.1.6.2.30),
in the POST request body. The AMF shall also include a N1/N2 message transfer cause information in the POST
reguest body and set the value as specified in clause 6.1.5.6.3.1.

The NF Service Consumer shall delete any stored representation of the NIN2MessageTransfer request resource
URI upon receiving this notification.

The AMF may aso include a"retryAfter” |E in the POST request body in order for the NF consumer to throttle
sending further N1/N2 Message Transfer request for a short period, e.g. to reduce unnecessary paging to an
unresponding UE for a period of time to save the RAN resources.

2. The NF Service Consumer shall send aresponse with 204 No Content" status code.

On failure or redirection, one of the HT TP status codes together with the response body listed Table 6.1.5.6.3.1-2
shall be returned.

5.2.2.3.3 N1N2MessageSubscribe

5.2.2.33.1 General

The N1IN2M essageSubscribe service operation is used by a NF Service Consumer (e.g. PCF) to subscribe to the AMF
for notifying N1 messages of a specific type (e.g. UPDP) or N2 information of a specific type. For the N1 message class
UPDP, a PCF shall subscribe for the N1 message notification with the AMF to receive the N1 messages from UE that
arerelated to UE Policy.

NOTE: Step O of clause 4.2.4.3 of 3GPP TS 23.502 [3] specifies that the PCF can split the UPDP transfer towards
UE into multiple units. One UE specific callback URI is registered with the AMF by the PCF for the
AMF to notify all UPDP message responses from the UE to the same callback URI. Asaresult, an
explicit subscription per UE policy association is defined in stage 3 for this purpose.

An NF Service Consumer (e.g. PCF) may subscribe to notifications of specific N1 message type (e.g. LPP or UPDP) or
N2 information type. In this case the NF Service Consumer shall subscribe by using the HTTP POST method with the
URI of the "N1N2 Subscriptions Collection for Individual UE Contexts' resource (See clause 6.1.3.3). See also Figure
5.22331-1

NF Service
Consumer
[

>
<
e

:_1 . POST ./namf_comm/v1/ue_contexts/{ueContextld}/n1-n2-messages/
subscriptions (UeN1N2InfoSubscriptionCreateData)

2. 201 Created (UeN1N2InfoSubscriptionCreatedData)
Or 4xx/5xx (ProblemDetails) Or 3xx

N A

=

Figure 5.2.2.3.3.1-1 N1IN2 Message Subscribe

1. The NF Service Consumer shall send a POST reguest to create a subscription resource in the AMF for a UE
specific N1I/N2 message notification. The content of the POST request shall contain:

- N1 and/or N2 Message Type, identifying the type of N1 and/or N2 message to be notified
- A callback URI for the notification

2. If therequest is accepted, the AMF shall include aHTTP Location header to provide the location of a newly
created resource (subscription) together with the status code 201 indicating the requested resource is created in

the response message.

On failure or redirection, one of the HT TP status codes together with the response body listed Table 6.1.3.3.3.1-3
shall be returned.
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5.2.2.34 N1N2MessageUnSubscribe

5.2.2.34.1 General

The N1N2M essagelUnSubscribe service operation is used by a NF Service Consumer (e.g. PCF) to unsubscribe to the
AMF to stop notifying N1 messages of a specific type (e.g. LPP or UPDP).

The NF Service Consumer shall use the HT TP method DELETE with the URI of the "N1N2 Individual Subscription"
resource (See clause 6.1.3.7.3.1), to request the deletion of the subscription for the N1 / N2 message towards the AMF-.
See also Figure 5.2.2.3.4.1-1.

NF Service AME
Conslumer |

I 1. DELETE ./namf_comm/v1/ue_contexts/{ueContextld}/n1-n2- [
messages/subscriptions/{subscriptionld}

2. 204 No Content
Or 4xx/5xx (ProblemDetails) Or 3xx

| |
| |
| |
| |
g |
| |

Figure 5.2.2.3.4.1-1 N1IN2 Message UnSubscribe

1. The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the AMF.

2. If therequest is accepted, the AMF shall reply with the status code 204 indicating the resource identified by
subscription ID is successfully deleted, in the response message.

On failure or redirection, one of the HT TP status codes together with the response body listed Table 6.1.3.4.3.1-3
shall be returned.

5.2.2.35 N1MessageNotify

5.2.2.35.1 General

The N1MessageNotify service operation is used by an AMF notifying the N1 message received from the UE to a
destination CN NF, and it is used in the following procedures:

- Registration with AMF re-allocation (see clause 4.2.2.2.3 of 3GPP TS 23.502 [3])
- UE assisted and UE based positioning procedure (see clause 6.11.1 of 3GPP TS 23.273[42])

- LCSEvent Report, Event Reporting in RRC INACTIVE state procedures, LCS Cancel Location and LCS
Periodic-Triggered Invoke procedures (see clause 6.3, clause 6.7 and clause 6.20.3 of 3GPP TS 23.273 [42])

- UE configuration update procedure for transparent UE policy delivery (See clause 4.2.4.3in
3GPP TS 23.502[3])

NOTE: Thoughin 3GPP TS 23.502 [3] the procedure is called "UE configuration update procedure for
transparent UE policy delivery", as per 3GPP TS 24.501 [11] clause 5.4.5.2.1, the UE initiated NAS transport
procedure is used.

- UEtriggered policy provisioning procedure to request UE policies. (See clause 6.2.4 in 3GPP TS 23.287 [47]
and clause 6.2.4in 3GPP TS 23.304 [51])

- Procedures applicable to a PRU (see clause 6.17 of 3GPP TS 23.273 [42])

- Procedures of SL-MT-LR involving LMF (see 3GPP TS 23.273 [42], clause 6.20.3)

- Procedures of SL-MT-LR for periodic, triggered Location Events (see 3GPP TS 23.273 [42], clause 6.20.4)
- BGC-MT-LR Procedure using SL positioning (see 3GPP TS 23.273 [42], clause 6.20.5)
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- Procedures of user plane connection between UE and LMF for location service (see clause 6.18 of
3GPP TS 23.273[42] and 3GPP TS 24.572 [61])

The AMF shall use HTTP POST method to the N1 Notification URI provided by the NF Service Consumer via
N1N2M essageSubscribe service operation (See clause 5.2.2.3.3). See also figure 5.2.2.3.5.1-1.

NF Service AME
Conslumer

|
:471. POST {n1NotifyCallbackUri} (N1MessageNotification)——

Figure 5.2.2.3.5.1-1 N1 Message Notify

1. The AMF shall send aHTTP POST request to the N1 Notification URI, and the content of the POST request
shall contain an N1MessageNotification data structure with the subscribed N1 message.

2a. On success, "204 No Content” shall be returned and the content of the POST response shall be empty.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.5.4.3.1-3 shall be returned. The
message body shall contain a ProblemDetails object with "cause” set to one of the corresponding application
errorslistedin Table 6.1.5.4.3.1-3.

5.2.2.35.2 Using N1MessageNotify in the Registration with AMF Re-allocation Procedure

In the Registration with AMF re-allocation procedure, the N1MessageNotify service operation isinvoked by a NF
Service Producer, i.e. an Initidd AMF, towards a NF Service Consumer, e.g. the target AMF, which is selected to serve
the UE, by theinitial AMF.

The requirements specified in clause 5.2.2.3.5.1 shall apply with the following modifications:

1. Theinitial AMF discovers the NF Service Consumer (e.g. the target AMF) from the NRF, and fetch N1
Notification URI from the default notification subscription registered with "N1_MESSAGE" notification type
and "5GMM" N1 message class (See Table 6.2.6.2.3-1 and Table 6.2.6.2.4-1 of 3GPP TS 29.510 [29].

NOTE: The alternate AMF is expected to have registered a callback URI with the NRF.

2. Sameas step 1 of Figure 5.2.2.3.5.1-1, the request content shall include the following information in the HTTP
POST Request message body:

- RAN NGAPID and initial AMF name (the information enabling (R)AN to identify the N2 terminating
point);

- RAN identity, eg. RAN Node Id, RAN N2 |Pv4/v6 address;
- Information from RAN, e.g. User Location, RRC Establishment Cause and UE Context Request;

- the N1 message, which shall be the complete Registration Reguest messagein clear text if the UE hasavalid
NAS security context, or as the one contained in the NAS message container 1E in the Security Mode
Complete message as specified in clause 4.2.2.2.3 of 3GPP TS 23.502 [2];

- the UE's SUPI and MM Context;

- the Allowed NSSAI and if available the partially Allowed NSSAI, together with the corresponding NSI IDs
(if network dlicing is used and the initial AMF has obtained).

ETSI



3GPP TS 29.518 version 18.6.0 Release 18 44 ETSI TS 129 518 V18.6.0 (2024-07)

5.2.2.35.3 Using N1MessageNotify in the UE Assisted and UE Based Positioning Procedure

In the UE assisted and UE based positioning procedure, the N1MessageNotify service operation isinvoked by the
AMF, towards the LMF, to notify the N1 UE positioning messages received from the UE.

The reguirements specified in clause 5.2.2.3.5.1 shall apply with the following modifications:

1. If the corresponding N1 notification URI is not available, the AMF shall retrieve the NF profile of the NF
Service Consumer (e.g. the LMF) from the NRF using the NF Instance I dentifier received during corresponding
N1N2MessageTransfer service operation (see clause 5.2.2.3.1), and further identify the corresponding service
instance if Service Instance |dentifier was also received, and fetch N1 Notification URI from the default
notification subscription registered with "N1_MESSAGE" notification type and "LPP" N1 message class (See
Table 6.2.6.2.3-1 and Table 6.2.6.2.4-1 of 3GPP TS 29.510 [29]).

2. Sameas step 1 of Figure 5.2.2.3.5.1-1, the request content shall include the following information:
- the N1 Uplink Positioning Message;

- LCScorrelation identifier.

5.2.2.354 Using N1MessageNotify in the UE Configuration Update for transparent UE Policy
delivery

In the UE Configuration Update for transparent UE Policy delivery procedure, the N1MessageNotify service operation
isinvoked by the AMF, towards the PCF which subscribed to be notified with UPDP messages received from the UE.

The reguirements specified in clause 5.2.2.3.5.1 shall apply with the following modifications:
1. Sameasstep 1 of Figure 5.2.2.3.5.1-1. The request content shall include the following information:

- the UPDP message.
5.2.2.35.5 Using N1MessageNotify in the LCS Event Report, Event Reporting in RRC INACTIVE
state procedures, LCS Cancel Location and LCS Periodic-Triggered Invoke
Procedures

In the LCS Event Report, Event Reporting in RRC INACTIVE state procedures, LCS Cancel Location and LCS
Periodic-Triggered Invoke procedure, the N1MessageNotify service operation isinvoked by the AMF, towards the
LMF, to notify the N1 UE LCS messages received from the UE.

The reguirements specified in clause 5.2.2.3.5.1 shall apply with the following modifications:

1. If the corresponding N1 notification URI is not available, the AMF shall retrieve the NF profile of the NF
Service Consumer (e.g. the LMF) from the NRF using the NF Instance I dentifier received during corresponding
N1N2MessageTransfer service operation (see clause 5.2.2.3.1), and further identify the corresponding service
instance if Service Instance |dentifier was also received, and fetch N1 Notification URI from the default
notification subscription registered with "N1_MESSAGE" notification type and "LCS" N1 message class (See
Table 6.2.6.2.3-1 and Table 6.2.6.2.4-1 of 3GPP TS 29.510 [29]).

2. Sameas step 1 of Figure 5.2.2.3.5.1-1, the request content shall include the following information:
- the N1 Uplink LCS Message;
- LCScorrelation identifier;
- indication of Control Plane CloT 5GS Optimisation if Control Plane CloT 5GS Optimisation is being used.
and may include serving cell ID if it isavailable;

NOTE: For the EventReport message and UE initiated Cancel DeferredL ocation message, the AMF includes the
deferred routing identifier received from UE in N1 UL NAS TRANSPORT message as LCS correlation
identifier. The LCS correlation identifier can assist a serving LMF in identifying the periodic or triggered
location session if the same LMF had assigned the deferred routing identifier or can indicate to the LMF
that it is acting as adefault LMF.
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5.2.2.35.6 Using N1MessageNotify in the UE triggered policy provisioning procedure to request
UE policies

In the UE triggered policy provisioning procedure, the N1MessageNotify service operation is invoked by the AMF,
towards the PCF which subscribed to be notified with UPDP messages received from the UE.

The requirements specified in clause 5.2.2.3.5.1 shall apply with the following modifications:
1. Sameasstep 1 of Figure 5.2.2.3.5.1-1. The request content shall include the following information:

- the UPDP message.

5.2.2.35.7 Using N1MessageNotify in the procedures applicable to a PRU

In the PRU Association Procedure, LMF Initiated PRU Disassociation Procedure or PRU Initiated PRU Disassociation
Procedure, the N1MessageNotify service operation isinvoked by the AMF, towards the LMF, to notify the N1 PRU
messages received from the PRU.

The requirements specified in clause 5.2.2.3.5.1 shall apply with the following modifications:

1. If the corresponding N1 notification URI is not available, the AMF shall select the LMF and retrieve the NF
profile of the LMF from the NRF (see clause 6.17 of 3GPP TS 23.273 [42]), and fetch N1 Notification URI from
the default notification subscription registered with "N1_MESSAGE" notification type and "LCS" N1 message
class (See Table 6.2.6.2.3-1 and Table 6.2.6.2.4-1 of 3GPP TS 29.510 [29]).

2. Sameas step 1 of Figure 5.2.2.3.5.1-1, the request content shall include the following information if available:
- the N1 PRU messages;

- PRU subscription Indication;

the TAI and cell Id of the PRU;

Correlation identifier;

SUPI of the PRU.

5.2.2.3.6 N2InfoNotify

5.2.2.36.1 General
The N2InfoNotify service operation is used during the following procedure:

- Inter NG-RAN node N2 based handover procedure (see 3GPP TS 23.502 [3], clauses 4.9.1.3.3, 4.9.1.3.3aand
4.23.7.3);

- Network assisted positioning procedure (see clause 6.11.2 of 3GPP TS 23.273 [42])

- AMF planned removal procedure with UDSF deployed (see clause 5.21.2.2.1 of 3GPP TS 23.501 [2]), to
forward uplink N2 signalling to a different AMF.

The N2InfoNotify service operation isinvoked by AMF, to notify a NF Service Consumer that subscribed N2
information has been received from access network.

The AMF shall use HTTP POST method to the N2Info Notification URI provided by the NF Service Consumer via
N1N2M essageSubscribe service operation (See clause 5.2.2.3.3). See also figure 5.2.2.3.6.1-1.
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NF Service Consumer AMF

I I
| |
:4—1. POST {n2NotifyCallbackUri} (N2InformationNotification)—:
[
[

F——— === - 2a. 204 No Content ————————————— >

Figure 5.2.2.3.6.1-1 N2 Information Notify

1. The AMF shall send aHTTP POST request to the n2NotifyCallbackUri, and the content of the POST request
shall contain a N2InformationNotification data structure, containing the N2 information that was subscribed by
the NF Service Consumer.

2a. On success, "204 No Content” shall be returned and the content of the POST response shall be empty.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.5.5.3.1-3 shall be returned. The
message body shall contain a ProblemDetails object with "cause” set to one of the corresponding application
errorslistedin Table 6.1.5.5.3.1-3.

5.2.2.3.6.2 Using N2InfoNotify during Inter NG-RAN node N2 based handover procedure

The N2InfoNotify service operation is invoked by a NF Service Producer, e.g. the target AMF, towards the NF Service
Consumer, i.e. the source AMF, to notify that the handover procedure has been successful in the target side, for agiven
UE.

Source AMF Target AMF
I I
[ . . [
«— 1. POST {n2InfoNotifyUri} (N2l nformationNotificati on)———

| |
[ [
[ [
+———-2a. 200 OK (N2InfoNatificationRspData) or 204 No Content — — |

:— —————————— 2b. 4xx/5xx (ProblemDetails) Or 3xx-——-—————— —>:

Figure 5.2.2.3.6.2-1 N2 Information Notify during N2 Handover execution

The reguirements specified in clause 5.2.2.3.6.1 shall apply with the following modifications:

0. During an inter AMF handover procedure, the source AMF, acting as a NF Service Consumer, when invoking
the CreateUEContext service operation (see clause 5.2.2.2.3), shall include a N2Info Notification URI to the
target AMF in the HTTP request message.

1. Sameasstep 1 of Figure 5.2.2.3.6.1-1, the request content shall contain the following information:
- notification content (see clause 6.1.5.5) without the "n2InfoContainer" attribute;
- the"notifyReason" attribute set to "HANDOVER_COMPLETED";

- the"smfChangelnfoList" attribute including the UE's PDU Session ID(s) for which the I-SMF or V-SMF has
been changed or removed, if any, with for each such PDU session, the related " smfChangel ndication”
attribute set to "CHANGED" or "REMOVED", if the I-SMF or the V-SMF is changed or removed
respectively.
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- the"notifySourceNgRan" attribute set to "true" during an Inter NG-RAN node N2 based DAPS handover
procedure, if the target AMF receives thisindication in the Handover Notify from the target NG-RAN node
(see clause 4.9.1.3.3a of 3GPP TS 23.502 [3]).

If any network slice(s) become no longer available and there are PDU Session(s) associated with them, the target
AMF shall include these PDU session(s) in the toRel easeSessionList attribute in the content. If the continuity of
the PDU Session(s) cannot be supported between networks (e.g. SNPN-SNPN mobility, inter-PLMN mobility
where no HR agreement exists), the target AMF shall include these PDU session(s) with release cause in the
toReleaseSessionl nfo attribute in the content.

The n2NotifySubscriptionld included in the notification content shall be the UE context 1d.
2. Same as Step 2a of Figure 5.2.2.3.6.1-1, with the following additions/modifications:

- the source AMF shall release the PDU Session(s) listed in the toRel easeSessionList attribute and the
toRel easeSessionl nfo attribute in the content;

- if the smfChangelnfoL.ist attribute was received in the request, the source AMF shall release the SM Context
at the I-SMF or V-SMF only, for al the PDU sessions listed in the smfChangel nfoList attribute with the
smfChangel ndication attribute set to "CHANGED" or "REMOVED";

- the source AMF shall remove the individual ueContext resource. The source AMF may choose to start a
timer to supervise the release of the UE context resource and may keep the individual ueContext resource
until the timer expires;

- if Secondary RAT usage data have been received from the source NG-RAN and buffered at the source AMF
for one or more PDU sessions as specified in step 2a0 of clause 4.9.1.3.3 of 3GPP TS 23.502 [ 3], the source
AMF shall send a 200 OK response with the Secondary RAT usage data included in the response content for
one or more PDU sessions.

- if the "notifySourceNgRan" attribute was set to "true" in the request, the source AMF shall send a
HANDOVER SUCCESS to the source NG-RAN (see clause 4.9.1.3.3a of 3GPP TS 23.502 [3]).

NOTE: Thisnotification isdue to an implicit subscription and hence no explicit subscription Id is created. UE
context Id isincluded as the notification subscription Id for the NF Service Consumer (e.g. Source AMF)
to co-relate the notification to an earlier initiated UE context creation during a handover procedure.

5.2.2.3.6.3 Using N2InfoNotify during Location Services procedures

The N2InfoNotify service operation isinvoked by a NF Service Producer, i.e. the AMF, towards the NF Service
Consumer, e.g. the LMF, to notify the positioning parameters received from the 5G-AN in the NRPPa message.

The requirements specified in clause 5.2.2.3.6.1 shall apply with the following modifications:

1. If the corresponding N2 notification URI is not available, the AMF shall retrieve the NF profile of the NF
Service Consumer (e.g. the LMF) from the NRF using the NF Instance I dentifier received during corresponding
N1IN2MessageTransfer service operation (see clause 5.2.2.3.1), and further identify the corresponding service
instance if Service Instance Identifier was also received, and fetch N2 Notification URI from the default
subscription registered with "N2_INFORMATION" notification type and "NRPPa’ N2 information class (See
Table6.2.6.2.3-1 and Table 6.2.6.2.4-1 of 3GPP TS 29.510 [29]).

2. Sameasstep 1 of Figure 5.2.2.3.6.1-1, the request content shall contain N2 information of type NRPPa and LCS
correlation identifier.
5.2.2.3.6.4 Using N2InfoNotify during AMF planned removal procedure with UDSF deployed
procedure

In the AMF planned removal procedure with UDSF deployed (see clause 5.21.2.2.1 of 3GPP TS 23.501 [2]), the
N2InfoNotify service operation isinvoked by a NF Service Producer, i.e. an initial AMF, towards the NF Service
Consumer, i.e. the target AMF, to forward uplink N2 signalling to the target AMF.

The reguirements specified in clause 5.2.2.3.6.1 shall apply with the following modifications:

ETSI



3GPP TS 29.518 version 18.6.0 Release 18 48 ETSI TS 129 518 V18.6.0 (2024-07)

1. If the N2 notification URI is not available, the initial AMF shall discover the NF Service Consumer (i.e. the
target AMF) from the NRF, and fetch the N2 Notification URI from the default notification subscription
registered with "N2_INFORMATION" notification type and "RAN" N2 message class (See Table 6.2.6.2.3-1
and Table 6.2.6.2.4-1 of 3GPP TS 29.510[29].

NOTE: The target AMF is expected to have registered a callback URI with the NRF.

2. Sameas step 1 of Figure 5.2.2.3.6.1-1, the request content shall contain the following information in the HTTP
POST Request message body:

N2 information of type "RAN";

- N2 message;
initial AMF name;

- RAN identity, e.g. RAN Node Id, RAN N2 |Pv4/v6 address.

5224 Non-UE N2 Message Operations
5.2.24.1 NonUeN2MessageTransfer
5.22.4.11 General

The NonUeN2M essageTransfer service operation is used by a NF Service Consumer to transfer N2 information to the
5G-AN through the AMF in the following procedures:

- Obtaining non-UE associated network assistance data (See clause 4.13.5.6 in 3GPP TS 23.502 [3)]);
- Warning Request Transfer procedures (See clause 9A in 3GPP TS 23.041 [20]);

- Configuration Transfer procedure (see clause 5.26 of 3GPP TS 23.501 [2])

- RIM Information Transfer procedures (see clause 8.16 of 3GPP TS 38.413 [12)]).

- Broadcast of Assistance Data by an LMF (see clause 6.14.1 of 3GPP TS 23.273 [42)).

- Management of network timing synchronization status monitoring procedures (see clause 4.15.9.5 of
3GPP TS 23.502[3]).

The NF Service Consumer shall invoke the service operation by sending POST to the URI of the "transfer" customer
operation on the "Non UE N2M essages Collection” resource (See clause 6.1.3.8.4.2) on the AMF. See also figure
5224.1.1-1.

NF Service AME
Conslumer |

| |
:—1 .POST .../non-ue-n2-messages/transfer (N2InformationTransferReq Data)—>:

Figure 5.2.2.4.1.1-1 Non-UE N2 Message Transfer

1. The NF Service Consumer shall invoke the custom operation for non UE associated N2 message transfer by
sending aHTTP POST request, and the request body shall carry the N2 information to be transferred.

2a. On success, AMF shall respond a"200 OK" status code with N2InformationTransferRspData data structure.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.8.4.2.2-2shall be returned with the
message body containing a N2InformationTransferError structure, including a ProblemDetails attribute with the
"cause" attribute set to one of the application errorslisted in Table 6.1.3.8.4.2.2-2.
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522412 Obtaining Non UE Associated Network Assistance Data Procedure

The NonUeN2M essageTransfer service operation shall be invoked by a NF Service Consumer, e.g. LMF to transfer non
UE associated N2 information of N2 information class NRPPato NG-RAN for obtaining the network assistance data.

The requirements specified in clause 5.2.2.4.1.1 shall apply with the following modifications:

1. Sameasstep 1 of Figure 5.2.2.4.1.1-1, the POST request body shall carry the N2 information to be transferred
together with the NG RAN node identifier(s) to which the transfer needs to be initiated. The POST request body
shall also include the NF Instance Identifier of the NF Service Consumer (e.g. LMF) in "nfld" attribute.

5.2.24.1.3 Warning Request Transfer Procedure

The NonUeN2M essageT ransfer service operation shall be invoked by the NF Service Consumer, e.g. CBCF/PWS-IWF,
to send non-UE specific messages of N2 information class PWS to the NG-RAN.

The requirements specified in clause 5.2.2.4.1.1 shall apply with the following modifications:
1. Sameasstep 1 of Figure 5.2.2.4.1.1-1, the request body shall include the N2 Message Container and:
- the globalRanNodelL.ist IE, or;
- the taiList |E and the ratSelector IE, or;
- the ratSelector |E.

The AMF shall forward the N2 Message Container to ng-eNBs or to gNBs indicated in the global RanNodeL ist
|E if present. If the globalRanNodeL.ist |E if not present, the AMF shall forward the N2 Message Container to
ng-eNBs or to gNBs, subject to the value of the ratSelector |E, that serve Tracking Areas aslisted in the taiList
IE if present. If the taiList |E and the globalRanNodeL.ist | E are not present, the AMF shall forward the N2
Message Container to all attached ng-eNBs or all attached gNBs, subject to the value of the ratSelector IE.

NOTE: The globalRanNodeL.ist IE can be present when transferring WRITE-REPLACE WARNING REQUEST.
When present, the globalRanNodeL.ist |1E only contains RAN nodes of the same type, i.e. only ng-eNBs or
only gNBs.

The request body may additionally include the omcld |E and/or the sendRanResponse |E.

2a. Same as step 2a of Figure 5.2.2.4.1.1-1, and the POST response body shall contain the mandatory elements from
the Write-Replace-Warning Confirm response (see clause 9.2.17 in TS 23.041 [20]) or the mandatory elements
and optionally the unknown TAI List | E from the Stop-Warning Confirm response (see clause 9.2.19 in
TS 23.041[20)).

If the sendRanResponse | E with the value "true" was received in the request, but the corresponding N2
information subscription for PWS information from the NF service consumer is not available in the AMF, the
AMF should include the n2PwsSubMissind | E with the value "true" in the response.

2b. Same as step 2b of Figure 5.2.2.4.1.1-1, and the POST response body shall contain following additional
information:

- PWS gpecific information, if any, e.g. PWS Cause information.

522414 Configuration Transfer Procedure

The NonUeN2M essageTransfer service operation shall be invoked by the NF Service Consumer (i.e. source AMF)
towards the NF Service Producer (i.e. target AMF) to transfer the RAN configuration information received from the
source NG-RAN towards the target NG-RAN.

The requirements specified in clause 5.2.2.4.1.1 shall apply with the following modifications:

1. Sameasstep 1 of Figure5.2.2.4.1.1-1. The POST request body shall contain the SON Configuration Transfer |E
received from the source NG-RAN, the NG RAN node identifier of the destination of this configuration
information, and the N2 information class "RAN".
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Thetarget AMF shall forward the SON Configuration Transfer IE in aNGAP Downlink RAN Configuration
Transfer message to the target NG-RAN.

5.2.2.4.15 RIM Information Transfer Procedures

The NonUeN2M essageT ransfer service operation shall be invoked by the NF Service Consumer (i.e. source AMF)
towards the NF Service Producer (i.e. target AMF) to transfer the RIM information received from the source NG-RAN
towards the target NG-RAN.

The reguirements specified in clause 5.2.2.4.1.1 shall apply with the following modifications:

1. Sameasstep 1 of Figure 5.2.2.4.1.1-1. The POST request body shall contain the RIM Information Transfer |E
received from the source NG-RAN, the NG RAN node identifier of the destination of this configuration
information, and the N2 information class "RAN".

The target AMF shall forward the RIM Information Transfer IE inaNGAP Downlink RIM Information Transfer
message to the target NG-RAN.

522416 Broadcast of Assistance Data by an LMF

The NonUeN2M essageTransfer service operation shall be invoked by a NF Service Consumer, e.g. LMF to transfer non
UE associated N2 information of N2 information class NRPPato NG-RAN for sending assistance information
broadcasting.

The reguirements specified in clause 5.2.2.4.1.1 shall apply with the following modifications:

1. Sameasstep 1 of Figure5.2.2.4.1.1-1, the POST request body shall contain NRPPa-PDU | E carrying Network
Assistance Data generated by LMF to be transferred together with the target NG RAN node identifier(s) to
which the transfer needs to beinitiated. The POST request body shall also include the NF Instance Identifier of
the NF Service Consumer (e.g. LMF) in "nfld" attribute.

5.2.24.1.7 Management of network timing synchronization status monitoring procedures

The NonUeN2M essageTransfer service operation shall be invoked by a NF Service Consumer, e.g. TSCTSF, to transfer
clock quality reporting control information to NG-RAN.

The reguirements specified in clause 5.2.2.4.1.1 shall apply with the following modifications:

1. Sameasstep 1 of Figure 5.2.2.4.1.1-1, the POST request body shall contain aNGAP Timing Synchronization
Status Request message, alist of TAlsor alist of NG-RAN IDsidentifying target NG RAN node(s) towards
which the NGAP message is requested to be transferred, the N2 information class set to "TSS", and the "nfld"
attribute set to the NF Instance I dentifier of the NF Service Consumer (e.g. TSCTSF).

2. Same as step 2a of Figure 5.2.2.4.1.1-1. The N2InformationTransferRspData data structure may contain alist of
TssRspPerNgran if the AMF receives Timing Synchronization Status Failure message(s), or Timing
Synchronization Status Response message(s) with the Criticality Diagnostics | E being present, from one or more
NG-RAN nodes, or if the AMF is unable to reach some NG-RAN node(s).

Upon receipt of subsequent responses from other NG-RANSs after sending the 200 OK response, assuming that
the TSCT SF has subscribed to the AMF for TSS information reporting (see clause 5.2.2.4.2), if additional
information (e.g., Timing Synchronization Status Failure or Timing Synchronization Status Response message
with the Ciriticality Diagnostics IE being present, as specified in 3GPP TS 38.413 [12]) needs to be transferred to
the TSCTSF, the AMF shall transfer such information in the TssRspPerNgran by sending one or more
Namf_NonUeN2InfoNotify requests to the TSCTSF.

NOTE: The TSCTSF sendsthe Namf_NonUeN2InfoSubscribe request message to the AMF to subscribe for
receiving TSS related information, i.e., Timing Synchronization Status Report/Fail ure/Response
messages, before it sends the Namf_NonUeN2M essageT ransfer message containing the Timing
Synchronization Status Request to start the TSS reporting in the NG-RAN.
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5.2.2.4.2 NonUeN2InfoSubscribe

522421 General

The NonUeN2InfoSubscribe service operation is used by a NF Service Consumer (e.g. CBCF, PWS-IWF, TSCTSF) to
subscribe to the AMF for notifying non UE specific N2 information of a specific type (e.g. PWS Indications, TSS).

An NF Service Consumer (e.g. CBCF, PWS-IWF, TSCTSF) may subscribe to notifications of specific N2 information
type (e,g PWS Indications, TSS) that are not associated with any UE. In this case, the NF Service Consumer shall
subscribe by using the HTTP POST method with the URI of the "Non UE N2M essages Subscriptions Collection"
resource (See clause 6.1.3.9.3.1). See also Figure 5.2.2.4.2.1-1.

NF Service

Conslumer AMF

I
! 1. POST ./namf_comm/v1/non-ue-n2-messages/subscriptions !
|
|
|
|
|
[

(NonUeN2InfoSubscriptionCreateData)

2. 201 Created (NonUeN2InfoSubscriptionCreatedData)

|
|
[
|
|
' Or 4xx/5xx (ProblemDetails) Or 3xx

Figure 5.2.2.4.2.1-1 N2 Information Subscription for Non UE Information

1. The NF Service Consumer shall send a POST request to create a subscription resource in the AMF for anon UE
specific N2 information notification. The content of the POST request shall contain:

- N2 Information Type, identifying the type of N2 information to be notified
- A calback URI for the notification

2. If therequest is accepted, the AMF shall include aHTTP Location header to provide the location of a newly
created resource (subscription) together with the status code 201 indicating the requested resource is created in

the response message.
On failure or redirection, one of the HT TP status codes together with the response body listed Table 6.1.3.9.3.1-3
shall be returned.

5.2.2.4.3 NonUeN2InfoUnSubscribe

52.243.1 General

The NonUeN2I nfoUnSubscribe service operation is used by a NF Service Consumer (e.g. CBCF, PWS-IWF, TSCTSF)
to unsubscribe to the AMF to stop notifying N2 information of a specific type (e.g. PWS Indications, TSS).

The NF Service Consumer shall use the HTTP method DEL ETE with the URI of the "Non UE N2 Message
Notification Individual Subscription” resource (See clause 6.1.3.10.3.1), to request the deletion of the subscription for
non UE specific N2 information notification, towards the AMF. See also Figure 5.2.2.4.3.1-1.

NF Service AME
Conslumer |

I 1. DELETE ./namf_comm/v1l/non-ue-n2-messages/subscriptions/ [
{n2NotifySubscriptionld}

2. 204 No Content
Or 4xx/5xx (ProblemDetails) Or 3xx

| |
| |
| |
| |
|-t |
| |

Figure 5.2.2.4.3.1-1 NonUeN2InfoUnSubscribe for Non UE Specific Information
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1. The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the AMF.

2. If therequest is accepted, the AMF shall reply with the status code 204 indicating the resource identified by
subscription ID is successfully deleted, in the response message.

On failure or redirection, one of the HT TP status codes together with the response body listed Table 6.1.3.10.3.1-
3 shall be returned.

52244 NonUeN2InfoNotify

522441 General
The NonUeN2InfoNotify service operation is used during the following procedures:
- Obtaining non-UE associated network assistance data (See clause 4.13.5.6 in 3GPP TS 23.502 [3])
- Receiving PWS related events from the NG-RAN
- Broadcast of Assistance Data by an LMF (see clause 6.14.1 of 3GPP TS 23.273 [42)).
- Monitoring of Timing synchronization status information (see clause 4.15.9.5 of 3GPP TS 23.502 [3]).

The NonUeN2InfoNotify service operation isinvoked by the AMF to notify a NF Service Consumer that subscribed
Non-UE N2 information has been received from the 5G-AN.

The AMF shall use HTTP POST method to the N2Info Notification URI provided by the NF Service Consumer via
NonUeN2InfoSubscribe service operation (See clause 5.2.2.4.2). See also Figure 5.2.2.4.4.1-1.

NF Service Consumer AMF
I I
| |
:4—1. POST {n2NotifyCallbackUri} (N2InformationNotification)—:
| |
:— ——————————————— 2a. 204 No Content - ———-—-—-——————— —>:
:— —————————— 2b. 4xx/5xx (ProblemDetails) or 3xx——-—-——-——— —>:

Figure 5.2.2.4.4.1-1 Non-UE N2 Information Notify

1. The AMF shal send aHTTP POST request to the N2Info Notification URI, and the content of the POST request
shall contain a N2InformationNotification data structure, with the N2 information that was subscribed by the NF
Service Consumer.

2a. On success, "204 No Content” shall be returned and the content of the POST response shall be empty.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.5.3.3.1-3 shall be returned. The
message body shall contain a ProblemDetails object with "cause" set to one of the corresponding application
errorslisted in Table 6.1.5.3.3.1-3.

5.2.2.4.4.2 Using NonUeN2InfoNotify during Location Services procedures

The NonUeN2InfoNotify service operation isinvoked by a NF Service Producer, i.e. the AMF, towards the NF Service
Consumer, e.g. the LMF, to notify the assistance data received from the 5G-AN.

The requirements specified in clause 5.2.2.4.4.1 shall apply with the following modifications:

1. If the corresponding N2 notification URI is not available, the AMF shall retrieve the NF profile of the NF
Service Consumer (e.g. the LMF) from the NRF using the NF Instance Identifier received during "Obtaining
Non UE Associated Network Assistance Data Procedure” or "Broadcast of Assistance Databy an LMF
Procedure” (see clause 5.2.2.4.1.2), and further identify the corresponding service instance if Service Instance
Identifier was also received, and fetch N2 Notification URI from the default subscription registered with
"N2_INFORMATION" notification type and "NRPPa" information class (See Table 6.2.6.2.3-1 and Table
6.2.6.2.4-1 of 3GPP TS 29.510 [29)]).
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2. Sameasstep 1 of Figure 5.2.2.4.4.1-1, the content shall contain network assistance data.

5.2.2.44.3 Use of NonUeN2InfoNotify for PWS related events
The NonUeN2InfoNotify service operation shall be used during the following PWS related events:

1) The AMF has received a Write-Replace-Warning-Response or a PWS-Cancel-Response from the NG-RAN over
N2.

Upon receiving the N2 Message Content the RAN Nodes return a response which may include the Broadcast
Completed Area List |E or the Broadcast Cancelled Area List |E, depending on the Message Type IE. The AMF
may aggregate the listsit receives from the RAN Nodes for the same request.

If the Send-Write-Replace-Warning Indication |E was present in the Write-Replace-Warning Request message, then
the AMF may forward the Broadcast Completed Area List I E(s) to the NF Service Consumer. If the NG-RAN
node(s) have responded without the Broadcast Completed Area List |E then the AMF shall include the NG-RAN
node ID(s) in "bcEmptyArealist" attribute in the request body.

If the Send-Stop-Warning Indication | E was present in the Stop-Warning-Request message, then the AMF may
forward the Broadcast Cancelled Area List 1E(s) to the NF Service Consumer. If the NG-RAN node(s) have
responded without the Broadcast Cancelled Area List |E then the AMF shall include the NG-RAN node ID(s) in
"bcEmptyArealist" attribute in the request body.

If none of the NG-RAN nodes have responded with the Broadcast Completed Area List | E (in the Write-Replace
Warning Response messages) or with the Broadcast Cancelled Area List | E (in the PWS Cancel Response
messages), the AMF shall send one (or more) NonUEN2InfoNotify request(s) including a Write-Replace Warning
Response or a PWS Cancel Response to the CBCFH/PWS-IWF, and including all the NG-RAN node(s) in the
"bcEmptyArealist" attribute.

NOTE: 3GPP TS 23.041 [20] specifiesthat the AMF sends a NonUEN2InfoNotify including a Write-Replace
Warning Indication or a Stop Warning Indication to the CBCFHPWS-IWF. Thisis supported at stage 3
level by the AMF sending a NonUEN2InfoNotify including a Write-Replace Warning Response or a
PWS Cancel Response to the CBCFHPWS-IWF.

2) The AMF hasreceived a Restart Indication or a Failure Indication from aNG-RAN Node. The AMF shall forward
the Restart Indication or Failure Indication to the NF Service Consumer.

The requirements specified in clause 5.2.2.4.4.1 shall apply with the following modifications:
- Sameasstep 1 of Figure 5.2.2.4.4.1-1, the request body shall include the PWS related N2 information.

522444 Using NonUeN2InfoNotify during network timing synchronization status monitoring
procedure

The NonUeN2InfoNotify service operation is invoked by the AMF towards the NF Service Consumer indicated by the
Routing ID | E received within the NGAP Timing Synchronization Status Report/Failure/Response messages, e.g. the
TSCTSF, to notify the RAN timing synchronization status information and/or the result of the
Namf_NonUeN2MessageT ransfer request message which contains Timing Synchronization Status Request to start or
stop the reporting of RAN timing synchronization status in the NG-RAN, as specified in clause 5.2.2.4.1.7, from the
5G-AN.

The requirements specified in clause 5.2.2.4.4.1 shall apply with the following modifications:
- Sameasstep 1 of Figure 5.2.2.4.4.1-1. The reguest body shall include:

- the RAN Timing Synchronization Status Report message for TSS related N2 information, the Timing
Synchronization Status Failure message(s), and/or the Timing Synchronization Status Response message(s)
with the Criticality Diagnostics | E being present, from one or more NG-RAN nodes; and/or

- oneor more TssRspPerNgran(s) containing only the NG-RAN node ID and the ngranFailurelnfo | E to report
afailurerelated to an NG-RAN, e.g. when the AMF has detected that the NG-RAN has failed with or without
restart, or the NG-RAN is not reachable, as specified in clause 8.3 of 3GPP TS 23.527 [33].
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NOTE: The AMF can aggregate up to 10 N2 Information containers encapsulating Timing Synchronization
Status Report, Failure and/or Response messages received from NG-RANs in an NonUeN2InfoNotify
reguest message where each N2 Information container encapsulates a Timing Synchronization Status
Report, Failure or Response message.

5.2.25 AMF Status Change Operations
5.2.25.1 AMFStatusChangeSubscribe
522511 General

This service operation is used by a NF Service Consumer to subscribe the status change of the AMF.
The AMFStatusChangeSubscribe service operation is used during the following procedure:
- AMF planned removal procedure (see 3GPP TS 23.501 [2], clause 5.21.2.2)

5.2.251.2 Creation of a subscription

This service operation creates a subscription so a NF Service Consumer can request to be notified when the status of the
AMF is changed.

It is executed by creating a new individual resource under the collection resource " subscriptions’. The operation shall be
invoked by issuing a POST request on the URI of the " subscriptions collection™ resource (See clause 6.1.3.6.3.1).

NF Service AME
Consumer
I I
:—1. POST .../subscriptions/(subscription Data)—»i
:4— — -2a. 201 Created (createdSubscriptionData) — — —:
| |
4— — — —2b. 4xx/5xx (ProblemDetails) or 3xx- — — —
|

Figure 5.2.2.5.1.1-1 NF Service Consumer Subscription to Notifications

1. The NF Service Consumer shall send a POST request to the resource URI representing the " subscriptions®
collection resource. The request body shall include the data indicating the GUAMI(s) supported by the AMF that
the NF Service Consumer isinterested in receiving the related status change notification. The request body also
contains a callback URI, where the NF Service Consumer shall be prepared to receive the actual notification
from the AMF (see AMFStatusChangeNotify operation in clause 5.2.2.5.3).

2a. On success, the AMF shall include aHTTP Location header to provide the location of a newly created resource
(subscription) together with the status code 201 indicating the requested resource is created in the response
message.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.6.3.1-3 shall be returned. For a
4Axx/5xx response, the message body containing a ProblemDetails structure with the "cause" attribute set to one
of the application error listed in Table 6.1.3.6.3.1-3.

5.2.25.1.3 Modification of a subscription

This service operation updates the subscription data of an NF Service Consumer previously subscribed in the AMF by
providing the updated subscription data to the AMF. The update operation shall apply to the whole subscription data
(complete replacement of the existing subscription data by a new subscription data).

The NF Service Consumer shall issue an HTTP PUT request, towards the URI of the "individual subscription™ resource
(Seeclause 6.1.3.7.3.2), as shown in Figure 5.2.2.5.1.3-1:
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NF Service

Consumer AMF

I I
:—1. PUT .../subscriptions/{subscriptionld} (subscriptionData)»{
:4— -2a. 200 OK (subscriptionData) or 204 No Content — —:

:4— — — -2b. 4xx/5xx (ProblemDetails) or 3xx — — — —:

Figure 5.2.2.5.1.3-1 Subscription Data Complete Replacement

1. The NF Service Consumer shall send a PUT request to the resource URI representing the individual subscription.
The request body shall include a representation of subscription data to replace the previous subscription datain
the AMF.

2a. On success, "200 OK" shall be returned, the content of the PUT response shall contain the representation of the
replaced resource. "204 No Content" may be returned, if the NF Service Producer accepts entirely the resource
representation provided by the NF Service Consumer in the request.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.7.3.2-3 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetail s structure with the "cause” attribute set to one
of the application error listed in Table 6.1.3.7.3.2-3.

5.2.25.2 AMFStatusChangeUnSubscribe

522521 General

This service operation removes an existing subscription to notifications.

The AMFStatusChangeUnSubscribe service operation is used during the following procedure:
- AMF planned removal procedure (see 3GPP TS 23.501 [2], clause 5.21.2.2)

It is executed by deleting a given resource identified by a"subscriptionld". The operation isinvoked by issuing a
DELETE request on the URI of the specific " individual subscription” resource (See clause 6.1.3.7.3.1).

NF Service
Conslumer

1. DELETE ...Isubscriptions/{subscriptionld} ()—>:

AMF

Figure 5.2.2.5.2.1-1: NF Service Consumer Unsubscription to Notifications

1. The NF Service Consumer shall send a DELETE request to the resource URI representing the individual
subscription. The request body shall be empty.

2a. On success, "204 No Content” shall be returned. The response body shall be empty.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.7.3.1-3 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application error listed in Table 6.1.3.7.3.1-3.
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5.2.25.3 AMFStatusChangeNotify

5.2.253.1 General

This service operation notifies each NF Service Consumer that was previously subscribed to receiving notifications of
the status change of the AMF (e.g. AMF unavailable). The notification is sent to a callback URI that each NF Service
Consumer provided during the subscription (see AM FStatusChangeSubscribe operationin 5.2.2.5.1).

The AMFStatusChangeNotify service operation is used during the following procedure:
- AMF planned removal procedure (see 3GPP TS 23.501 [2], clause 5.21.2.2)

The operation isinvoked by issuing a POST request to each callback URI of the different NF Service Consumer.

NF Service

Conslumer AMF

Ir<—1. POST {amfStatusUri} (AmetatusChangeNotification)—:
|

-—————— — = 2a. 204 No Content — — — — — — >
| |
—— = 2b. 4xx/5xx (ProblemDetails) Or 3xx— — — — >

Figure 5.2.2.5.3.1-1: AMF Notifications

1. The AMF shall send a POST request to the callback URI. The request body shall include the GUAMI(s) and the
related status change, GUAMI(s) isindicated by the NF Service Consumer during the subscription operation. For
network deployment without UDSF case, the target AMF Name which isto serve the user of the indicated
GUAMI(s) isaso included.

2a. On success, "204 No content” shall be returned by the NF Service Consumer.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.5.2.3.1-2 shall be returned. For a
Axx/5xx response, the message body shall contain a ProblemDetail s structure with the "cause” attribute set to one
of the application error listed in Table 6.1.5.2.3.1-2.

5.2.2.6 EBIAssignment

5.2.2.6.1 General

The EBIAssignment service operation is used during the following procedures (see 3GPP TS 23.502 [ 3],
clause 4.11.1.4):

- UE requested PDU Session Establishment including Request Types "Initial Request”, "Existing PDU Session”,
"Initial emergency request” and "Existing emergency PDU session” (Non-roaming and Roaming with Local
Breakout (see 3GPP TS 23.502 [3], clause 4.3.2.2.1).

- UE requested PDU Session Establishment including Request Types "Initial Request” and "Existing PDU
Session”" (Home-routed Roaming (see 3GPP TS 23.502 [3], clause 4.3.2.2.2).

- UE or network regquested PDU Session Modification (non-roaming and roaming with local breakout) (see
3GPP TS 23.502 [3], clause 4.3.3.2).

- UE or network requested PDU Session Modification (home-routed roaming) (see 3GPP TS 23.502 [3],
clause 4.3.3.3).

- UE Triggered Service Request (see 3GPP TS 23.502 [3], clause 4.2.3.2) to move PDU Session(s) from untrusted
non-3GPP access to 3GPP access.

- Network requested PDU Session Modification, when the SMF needs to release the assigned EBI from a QoS
flow (see 3GPP TS 23.502 [3], clause 4.11.1.4.3).
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The EBIAssignment service operation isinvoked by a NF Service Consumer, e.g. a SMF, towards the NF Service
Producer, i.e. the AMF, to request the AMF to alocate EPS bearer 1D(s) towards EPS bearer(s) mapped from QoS
flow(s) for an existing PDU Session for a given UE.

EBI alocation shall apply only to:

- QoS flows of Single Access PDU Session(s) via 3GPP access using SSC mode 1 and supporting EPS
interworking with N26;

- Qosflows of Multi-Access PDU Session(s) using SSC mode 1 and supporting EPS interworking with N26, that
are not only allowed over non-3GPP access.

EBI alocation shall not apply to:
- PDU Session(s) via 3GPP access supporting EPS interworking without N26;
- PDU Session(s) vianon-3GPP access supporting EPS interworking;

- GBR QoS flow(s) that are only allowed over non-3GPP access in Multi-Access PDU Session(s) supporting EPS
interworking; and

- PDU sessionsusing SSC mode 2 or SSC mode 3.

The EBIAssignment service operation is aso invoked by an NF Service Consumer, e.g. an SMF, towards the NF
Service Producer supporting the EAEA feature, i.e. the AMF, to request the AMF to update the mapping of EBI and
ARP, if the ARP for a QoS flow that has already been allocated an EBI is changed during the network requested PDU
Session Modification.

The NF Service Consumer (e.g. the SMF) shall perform EBIAssignment service operation by invoking "assign-ebi"
custom operation on the "individual ueContext" resource (See clause 6.1.3.2.4.3). See also Figure 5.2.2.6.1-1.

NF Service

Consumer AMF
[ [

| [
+—1. POST .../ue-contexts/{ueContextld}/assign-ebi (AssignEbiData)—»:

Figure 5.2.2.6.1-1 EBI Assignment

1. The NF Service Consumer, e.g. the SMF, shall invoke "assign-ebi" custom method on individual ueContext
resource, which isidentified by the UE's SUPI or PEI in the AMF. The NF Service consumer shall provide PDU
Session ID and ARRP list asinput for the service operation. If the NF Service Consumer invokes this service
operation to update the mapping of EBI and ARP for a QoS flow to which an EBI is already allocated in the
AMF, the NF Service Consumer shall provide the PDU Session ID and modifiedEbiList.

2a. On success, the AMF shall assign EBI for each ARP in received ARP list, if enough EBI(s) are available. If there
is not enough EBI(s) available, the AMF may revoke already assigned EBI(s) based on the ARP(s) and the S-
NSSAI of the PDU session for which the request was received, EBIsinformation in the UE context and local
policies. The AMF may only assign a subset of the requested EPS Bearer I1D(s), e.g. when other PDU Sessions
with higher ARP have occupied other available EPS Bearer IDs. If AMF has successfully assigned al or part of
the requested EBI(s), the AMF shall respond with the status code 200 OK, together with the assigned EBI to
ARP mapping(s), the list of ARPs for which the AMF failed to allocate an EBI (if any) and the list of EBI(S)
released for this PDU session due to revocation based on ARP(s) and the S-NSSAI (if any).

If the request contains "releasedEbiList", the AMF shall release the requested EBI(s). The AMF shall respond
with the status code 200 OK and shall include the EBI(s) released in the "releasedEbiList" |1E of the POST
response body. The "releasedEbiList" in the request shall be handled before the EBI assignment in AMF.

If the same EBI(s) are both in the "releasedEbiList"and "assignedEbiList", the NF sevice consumer considers
that EBI(s) have been released and reassigned.
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If the request contains "modifiedEbiList", the AMF shall store the association of the assigned EBI and ARP pair
to the corresponding PDU Session ID. The AMF shall respond with the status code 200 OK and shall include the
EBI(s) with ARP updated in the "modifiedEbiList" |E of the POST response body.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.1.3.2.4.3.2-2 shall be returned. For a
Axx/5xx response, the message body shall contain an AssignEbiError structure, including:

5.3

5.3.1

The AMF may offer this service as a Service Producer to enable an NF to subscribe to event notifications on its own or
on behalf of another NF and get notified about an event. The known Service Consumers are NEF, SMF, UDM,
NWDAF, DCCF, LMF, TSCTSF and GMLC. See also clause 5.34.7 of 3GPP TS 23.501 [2] and clauses 4.15.1,
4.15.3.2,4.15.4.2 and 5.2.2.3.1 of 3GPP TS 23.502 [3], clause 6.2.2 in 3GPP TS 23.288 [38].

a ProblemDetails structure with the " cause” attribute set to one of the application error listed in Table
6.1.3.2.4.3.2-2;

afailureDetail s which describes the details of the failure including the list of ARPs for which the EBI
assignment failed.

Namf_EventExposure Service

Service Description

The following events are provided by Namf_EventExposure Service:

Event: Location-Report

A NF subscribes to this event to receive the Last Known Location or the Current Location of a UE or a group
of UEs or any UE, and Updated Location of any of these UEs when AMF becomes aware of alocation
change of any of these UEs with the granularity as requested.

This event implements the "L ocation Reporting" event in table 4.15.3.1-1 of 3GPP TS 23.502 [3].
UE Type: One UE, Group of UEs, any UE
Report Type: One-Time Report, Continuous Report (See NOTE 1), Periodic Report (See NOTE 1 and 2)

Input: UE-ID(s), "ANY_UE", optional filters: TAI, Cell-ID, N3IWF, UE-IP, UDP-PORT, TNAP ID, TWAP
ID, Global Lineld

Notification: UE-ID, filtered updated location (TAI, Cell-ID for 3GPP access, most recent N3IWF node, UE
local 1P address and UDP source port number for non-3GPP access, TNAP ID, TWAP ID, Globa Lineld).

NOTE 1: Support of Continuous Report or Periodic Report should be controlled by operator policy.

NOTE 2: For Periodic Report, UE Last Known Location is reported if the UE isin CM-IDLE state when the report

is being generated.

Event: Presence-In-AOI-Report

A NF subscribe to this event to receive the current present state of a UE or agroup of UEsor any UE ina
specific Area of Interest (AQI), and notification when a specified UE enters or leaves the specified area. The
areacould beidentified by aTA list, aNG-RAN node ID list, acell ID list, an area|D or specific interested
areaname like "LADN", or aspecific interested area name like " S-NSSAI" (related with an S-NSSAI that is
part of a Partially Allowed NSSAI or whose support is restricted to an NS-Ao0S).

If the Aol includes an S-NSSAI, the AMF shall report the UE presence IN or OUT of an areathat support the
SNSSAI, i.e. whether the UE isIN or OUT of TAls of the Registration Area which support the S-NSSAI
(for apartialy allowed S-NSSAI) or IN or OUT of the NS-A0S, or the UE presence in the reporting areais
UNKNOWN.

For one-time reporting or for the first notification of Continuously reporting, the AMF shall generate the
notification as following:
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- when the event subscription is targeting a UE or a group of UEs, the AMF shall report the current
presence status of the target UE(S);

- when the event subscription is targeting any UE, the AMF shall only report the UEs that are "IN" the
Areaof Interest (AOI); if no UE iscurrently "IN" the Area of Interest (AQI), the AMF shall generate a
report only including the AnyUe indication (without any UE 1D) and the subscribed AQI with the
presence status set to "IN". The NF consumer should consider other UEs served by the AMF are"OUT"
of the AOI or with "UNKNOWN" state.

In subsequent notifications, the AMF shall only report the UE(S) whose presence status has changed
compared to the previous notification sent by the AMF.

The S-NSSAI or the combination of S-NSSAI and the NSI may be used as event filtering information, e.g. by
the NWDAF to subscribe to the Total number of UE registered to a S-NSSAI or to a combination of S
NSSAI and NSI ID (see clause 6.3.2A of 3GPP TS 23.288 [38]).

For an AMF supporting the AOIEF feature (AOI Event Filters, see clause 6.2.8):

- If the event subscription indicates that the Aol may be adjusted based on the UE's Registration Area, the
AMF shall report that the UE isIN the Aol if the UE isinside a Registration Area which contains at |east
one Tracking Areathat is contained within the Area of Interest (see clause 5.3.4.4 of 3GPP TS 23.501 [2]
and clauses 4.15.9.3.2, 4.15.9.4, 5.2.2.3.1 and Annex D.1 of 3GPP TS 23.502 [3]).

- If the subscription to the Presence-In-AOIl-Report event includes the "RAN timing synchronization status
change event" indication and the UE indicated support for network reconnection due to RAN timing
synchronization status change, the AMF shall report the UE presence in Aol based on the most recent N2
connection as described in clause 5.3.4.4 of 3GPP TS 23.501 [2] and Annex D.1 of 3GPP TS 23.502 [3].

- If the subscription to the Presence-In-AOI-Report event includes:

- the notifyForSupiList |E and/or the notifyForGroupList IE, the AMF shall notify the NF service
consumer about AOI events only if the event isfor a UE belonging to the provided list of SUPIs or for
a UE belonging to at least one Internal Group of the provided list of Internal Groups; and/or

- the notifyForSnssaiDnnList |E, the AMF shall notify the NF service consumer about AOI events only
if the event is for a UE having a PDU session established for the provided DNN(s)/S-NSSAI(S).

The notifyForSupiList |E and the notifyForGroupList |E may only be included in a subscription request
targeting Any UE.

If a subscription to the Presence-In-AOI-Report event targeting Any UE includes the
notifyForSnssaiDnnList | E in addition to the notifyForSupiList |E and/or notifyForGroupList |E, the

AMF shall notify the NF service consumer about AOI eventsonly if the event isfor a UE fulfilling all the
related conditions specified above.

UE Type: One UE, Group of UEs, any UE
Report Type: One-Time Report, Continuously Report

Input: UE ID(s), "ANY_UE", Areaidentifier (a TA list, aNG-RAN node ID list, acell ID list, an area ld,
"LADN" or "S-NSSAI"), Adjust Aol based on RA indication, RAN timing synchronization status change
indication, optional filters (Notify the NF service consumer only for UEs in the notifyForSupiList, Notify the
NF service consumer only for UEs having a PDU session established with a DNN/S-NSSALI in the
notifyForSnssaiDnnList IE), SSNSSAI, NSI ID.

Notification: UE-ID(s), Areaidentifier, Presence Status (IN/OUT/UNKNOWN)
Time-Zone-Report

A NF subscribes to this event to receive the current time zone of a UE or a group of UES, and updated time
zone of the UE or any UE in the group when AMF becomes aware of atime zone change of the UE.

UE Type: One UE, Group of UEs
Report Type: One-Time Report, Continuous Report
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Event:

Event:

Event:

Event:

Input: UE ID(s)
Notification: UE-ID, most recent time-zone
Access-Type-Report

A NF subscribes to this event to receive the current access type(s) of a UE or agroup of UEs or any UE, and
updated access type(s) of any of the UEs when AMF becomes aware of the access type change of any of
these UEs. The area could be identified by a TA list, an area ID or specific interested area name like
"LADN".

UE Type: One UE, Group of UEs, any UE

Report Type: One-Time Report, Continuous Report

Input: UE ID(s), "TANY _UE", optionaly filters. Areaidentifier (aTA list, anareald or "LADN")
Notification: UE ID, most recent access-types (3GPP, Non-3GPP)

Registration-State-Report

A NF subscribes to this event to receive the current registration state of a UE or a group of UEs or any UE,
and report for updated registration state of any of these UEs when AMF becomes aware of aregistration state
change of any of these UEs. The area could be identified by a TA list, an areaID or specific interested area
name like "LADN".

UE Type: One UE, Group of UEs, any UE

Report Type: One-Time Report, Continuous Report

Input: UE ID(s), "ANY _UE", optionaly filters. Areaidentifier (aTA list, anareald or "LADN")
Notification: UE ID, most recent registration state (REGISTERED/DEREGISTERED) with access type
Connectivity-State-Report

A NF subscribes to this event to receive the current connection management state of a UE or a group of UES,
and report for updated connection management state of a UE or any UE in the group when AMF becomes
aware of a connection management state change of the UE.

UE Type: One UE, Group of UEs

Report Type: One-Time Report, Continuous Report

Input: UE ID(s)

Notification: UE ID, most recent connection management state (IDLE/CONNECTED) with access type
Reachability-Report

A NF subscribes to this event for "UE Reachability Status Change" to receive the current reachability state of
aUE or agroup of UEsin the AMF, and report for updated reachability state of a UE or any UE in the group
when AMF becomes aware of areachability state change of the UEs between REACHABLE,
UNREACHABLE, REGULATORY_ONLY. The following conditions apply:

- the AMF shall send a Reachability Report ("UNREACHABLE") if the Mobile Reachable Timer expires
(seeclause 5.4.1.1 of 3GPP TS 23.501 [2]) or the UE enters CM-IDLE when it is only registered over the
Non-3GPP access (see clause 5.5.3 of 3GPP TS 23.501 [2]);

- the AMF shall send a Reachability Report ("REGULATORY_ONLY™") if the UE becomes reachable only
for regulatory prioritized service (see clause 4.15.4.2 of 3GPP TS 23.502 [3));

- the AMF shall send a Reachability Report ("REACHABLE") when the UE reachability state changes
from any of the two above statesto REACHABLE.
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NOTE 3: The AMF does not send a Reachability Report ("UNREACHABLE") in particular when the UE enters
extended DRX cycle (see clause 5.31.7.2.2.3 of 3GPP TS 23.501 [2]), the UE enters power saving state
(see clause 5.31.8 of 3GPP TS 23.501 [2]), the UE enters CM IDLE in MICO mode (see clause 5.4.1.3 of
3GPP TS 23.501 [2]), or when the UE does not respond to a paging request.

An NF subscribes to this event for "UE Reachable for DL Traffic" to receive reports of a UE or a group of
UEs when the UE becomes reachable for sending downlink data. In this case, the event is detected when the
UE transitions to CM-CONNECTED mode or when the UE will become reachable for paging, as specified in
table 4.15.3.1-1, clauses 4.2.5 and 4.3.3 of 3GPP TS 23.502 [3]. When reporting the "UE Reachable for DL
Traffic", the AMF shall also indicate the access types through which the UE is reachable.

NOTE 4: The AMF does not send an event report for "UE Reachable for DL Traffic" immediately after an UECM
Registration in UDM, if the AMF has previously been indicated that reachability event will be detected at
UDM. The UDM will detect the UE reachability from the UECM Registration and send a notification to
the NF consumer (unless the UDM isindicated that the UE is currently not reachable, as specified in
clause 5.3.2.2.2 of 3GPP TS 29.503 [35]), thus the notification report from AMF is omitted.

UE Type: One UE, Group of UEs
Report Type: One-Time Report, Continuous Report
Input: UE ID(s), (optional) Reachability Filter

Notification: UE ID, AMF Id, most recent reachability state
(REACHABLE/UNRACHABLE/REGULATORY_ONLY), access type(s) through which the UE is
reachable.

Event: Communication-Failure-Report

A NF subscribes to this event to receive the Communication failure report of a UE or group of UES or any
UE, when the AMF becomes aware of a RAN or NAS failure event.

This event implements the " Communication failure" event in table 4.15.3.1-1 of 3GPP TS 23.502 [3], which
is an unexpected termination of the communication.

UE Type: One UE, Group of UEs, any UE
Report Type: One-Time Report, Continuous Report
Input: UE ID(s), "ANY _UE", optionally filters: Areaidentifier (aTA list, anareald or "LADN")
Notification: UE ID, RAN/NAS release code.
Event: UEs-In-Area-Report

A NF subscribes to this event to receive the number of UEsin a specific area. A NF may ask AMF for the
UEs within the area based on Last Known Location or it may request AMF to actively look for the UES
within the area based on Current Location.

This event implements the "Number of UEs present in a geographical area' event in table 4.15.3.1-1 of
3GPP TS 23502 [3].

UE Type: any UE

Input: "ANY_UE", AreaidentifiedinaTA List or cell ID list, optionally Uein Areafilters: UE Aeria
Indication, Indication of PDU session established for DNN(s) subject to aeria service, indication to omit UE
IDsin the event reports

Report Type: One-Time Report (See NOTE 3), Continuous Report (See NOTE 4), Periodic Report (See
NOTE 4)

Notification: Number of UEsin the area, and if eNA is supported also the UE IDs
NOTE 5: For an Immediate Report, UE Last Known Location is used to count the UEs within the area.

NOTE 6: Support of Continuous Report or Periodic Report should be controlled by operator.
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Event:

Event:

Event:

Event:

L oss-of -Connectivity

An NF subscribes to this event to receive the event report of a UE or group of UEs when AMF detects that a
target UE is no longer reachable for either signalling or user plane communication. Such condition is
identified when Mobile Reachable timer expiresin the AMF (see 3GPP TS 23.501 [2]), when the UE
detaches, when AMF deregisters from UDM for an active UE and when UE indicates Unavailability Period
by including Unavailability Period Duration during Mobility Registration or Deregistration procedure. If the
UE isalready not reachable for either signalling or user plane communication when the event is subscribed,
the AMF reports the event directly, and shall include, when applicable, the remaining value of Unavailability
Period Duration to determine the foreseen Loss of Connectivity time. If the UE included Start of
Unavailability Period, the event is reported when unavailability period starts, else the event is reported
immediately, if subscribed.

This event implements the "L oss of Connectivity" event in table 4.15.3.1-1 of 3GPP TS 23.502 [3].
UE Type: One UE, Group of UEs.

Report Type: One-Time Report, Continuous Report

Input: UE 1D(s)

Notification: UE ID, optionally Unavailability Period Duration.

5GS-User-State-Report

A NF subscribes to this event to receive the 5GS User State of a UE.

UE Type: One UE

Report Type: One-Time Report

Input: UE 1D(s)

Notification: UE 1D, 5GS User State

Availability-after-DDN-failure

A NF subscribes to this event to be notified about the Availability of a UE after aDDN failure.
UE Type: One UE, Group of UESs

Report Type: One-Time Report, Continuous Report

Input: UE 1D(s)

Notification: UE ID(s)

Type-Allocation-Code-Report

A NF subscribes to this event to receive the TAC of a UE or agroup of UEs or any UE.

Event:

UE Type: One UE, Group of UEs, any UE

Report Type: One-Time Report, Continuous Report

Input: UE ID(s),"ANY _UE", optionally filters: TAI, Areaidentifier (a TA list, anareald or "LADN")
Notification: UE ID(s), TAC(s)

Freguent-M obility-Registration-Report

A NF subscribes to this event to receive the number of mobility registration during a period for a UE or agroup

of UEsor any UE.
UE Type: One UE, Group of UEs, any UE
Report Type: One-Time Report, Continuous Report
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Input: UE ID(s), expiry time, "ANY _UE", optionally filters: Areaidentifier (aTA list, an areald or
"LADN")

Notification: UE 1D(s), Frequent Registration
Event: Snssai-TA-Mapping-Report
A NF subscribes to this event to receive the related access type and the list of supported S-NSSAISs.
UE Type: any UE
Report Type: One-Time Report, Continuous Report
Input: Target Area: TA list or "ANY_TAI", optionaly filters. SSNSSAI(s)
Notification: Accesstype, list of supported S-NSSAIs with an indication of restriction at the AMF
Event: UE-Access-Behavior-Trends

A NF subscribes to this event to receive the UE access behavior trends (e.g. access type change, handover, etc.)
within a period for a UE or agroup of UES, as specified in clause 4.15.4.2 of 3GPP TS 23.502 [3].

UE Type: One UE, Group of UES

Report Type: Periodic Report

Input: UE ID(s), expiry time

Notification: UE ID(s), UE access behavior trends report.
Event: UE-Location-Trends

A NF subscribes to this event to receive the UE Location Trends within a period for a UE or a group of UES, as
specified in clause 4.15.4.2 of 3GPP TS 23.502 [3].

UE Type: One UE, Group of UEs
Report Type: Periodic Report
Input: UE ID(s), expiry time, Dispersion Area (e.g. aTAI list).
Notification: UE ID(s), UE Location Trends report.
Event: UE-MM-Transaction-Report

A NF subscribes to this event to receive the Total Number of Mobility Management transactions during a period
for aUE or agroup of UEs, as specified in clause 5.2.2.3.1 of 3GPP TS 23.502 [3]. The Total number of
transactions is incremented when the NA S signalling transactions from Authentication, Registration, De-
Registration, Service Request and UE Configuration Update procedures is completed

UE Type: One UE, Group of UEs
Report Type: Periodic Report
Input: UE ID(s), expiry time, filters: Dispersion Area (e.g. a TA list) or Slicefilter (i.e. alist of SSNSSAIs)

Notification: UE ID(s), List of UE transaction numbers per location or List of UE transaction numbers per
dice.

5.3.2 Service Operations

5321 Introduction

For the Namf_EventExposure service the following service operations are defined:
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Subscribe;
Unsubscribe;

Notify.

5.3.2.2 Subscribe

5.3.2.2.1 General

The Service Operation is used by a NF Service Consumer (e.g. NEF) to subscribe to an event(s) for one UE, group of
UE(s) or any UE.

5.3.2.2.2 Creation of a subscription

The Subscribe service operation isinvoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needsto
create a subscription to monitor at least one event relevant to the AMF. The NF Service Consumer may subscribe to
multiple events in a subscription. A subscription may be associated with one UE, a group of UEs or any UE.

The NF Service Consumer shall request to create a new subscription by using HTTP method POST with URI of the
subscriptions collection, see clause 6.2.3.2.

The NF Service Consumer shall include the following information in the HT TP message body:

NF ID, indicates the identity of the network function instance initiating the subscription,;

Subscription Target, indicates the target(s) to be monitored, as one of the following types:

- A gpecific UE, identified with a SUPI, a PEI or a GPSI;

- A group of UEs, identified with a group identity;

- Any UE, identified by the "anyUE" flag.

Notification URI, indicates the address to deliver the event notifications generated by the subscription;

Notification Correlation 1D, indicates the correlation identity to be carried in the event natifications generated by
the subscription;

List of eventsto be subscribed;

Event Types per event, as specified in clause 5.3.1.

The NF Service Consumer may include the following information in the HT TP message body:

Immediate Report Flag per event, indicates an immediate report to be generated with current event status;
Event Trigger, indicates how the events shall be reported (One-time Reporting or Continuously Reporting).

Maximum Number of Reports, defines the maximum number of reports after which the event subscription ceases
to exist;

Expiry, defines maximum duration after which the event subscription ceasesto exist;

Sampling ratio, defines the random subset of UES among target UEs, and AMF only report the event(s) related to
the selected subset of UES;

partitioning criteria, that defines Criteria for partitioning UEs before applying sampling ratio;
Periodic Report Flag per event, indicates the report to be generated periodically;
Repetition Period, defines the period for periodic reporting;

Variable reporting periodicity information, defines the list of conditions related to Reporting periodicity and the
period per condition.
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- Event Filters per applicable event, defines further options on when/how the event shall be reported;

- Reference Id per event, indicates the value of the Reference Id associated with the event to be monitored. If
provided, the Reference Id shall be included in the reports triggered by the event;

- anotification flag as "notifFlag" attribute if the EneNA feature is supported; and/or

- Muting Exception Instructions, which specify instructions to apply to the subscription and the stored events
when an exception occurs at the AMF while the event is muted (e.g., the buffer of stored event reportsisfull, or
the number of stored event reports exceeds a certain number), if the ENAPH3 feature is supported (see
clause 6.2.8).

NF Service
Conslumer

. . T
—— 1. POST .../subscriptions (AmfCreateEventSubscription)————»
| |
:4— -2a. 201 Created (AmfCreatedEventSubscription (with optional event report)) — —:

AMF

| |
- — — — — 2b. 4xx/5xx (ProblemDetails) or 3xx— — — — — — 9

Figure 5.3.2.2.2-1 Subscribe for Creation

1. The NF Service Consumer shall send a POST request to create a subscription resource in the AMF. The content
of the POST request shall contain a representation of the individual subscription resource to be created. The
request may contain an expiry time, suggested by the NF Service Consumer as a hint, representing the time upto
which the subscription is desired to be kept active and the time after which the subscribed event(s) shall stop
generating report.

2a. On success, the request is accepted, the AMF shall include a HTTP Location header to provide the location of a
newly created resource (subscription) together with the status code 201 indicating the requested resource is
created in the response message. If the NF Service Consumer has included more than one eventsin the event
subscription and some of the events are failed to be subscribed, the AMF shall accept the message and provide
the successfully subscribed event(s) in AmfEventSubscription. If the NF Service Consumer has included the
immediateFlag with value as "true" in the event subscription, the AMF shall include the current status of the
events subscribed, if available (e.g. last known location information isincluded if the subscribed event is
LOCATION_REPORT). If the events with immediateFlag set to "true" are subscribed by an NF service
consumer on behalf of athird NF and the NF service consumer has not indicated supporting of |ERSR feature
(see 6.2.8), the notification will be sent to the third NF directly, i.e. subsChangeNotifyUri isincluded in the
event subscription, the current status of the events subscribed shall not be included in response. The AMF shall
subsequently send a notification to the third NF including the current status of the events subscribed.

If the NF Service Consumer has set the event reporting option as ONE_TIME and if the AMF has included the
current status of the events subscribed in the response, then the AMF shall not do any subsequent event
notification for the events given in the AmfCreateEventSubscription parameter. If the NF Service Consumer has
set the event reporting option as ONE_TIME, the subscribed event as LOCATION_REPORT and the
immediateFlag is set to false or absent, the AMF shall send an event notification to notify the current location of
the UE after the subscription; if the UE isin RM-REGISTERED and CM-IDLE state over 3GPP access and the
UE does not respond to the paging, or if the UE isin RM-REGISTERED over non-3GPP access, the event
notification shall include the last known location and the ageOfL ocationl nformation |1E set to a value other than
"0", which indicates to the NF service consumer that the AMF returned the last known location.

If the NF Service Consumer has set the CONTINUOUS or PERIODIC event reporting option, the subscribed
event as LOCATION_REPORT and the immediateFlag is set to false or absent, the AMF shall send afirst event
notification to notify the current location of the UE after the subscription is created and then subseguent event
notifications when the user location changes or according to the requested period respectively; if at the time of
the subscription creation the UE isin RM-REGISTERED and CM-IDLE state over 3GPP access and the UE
does not respond to the paging, or if the UE isin RM-REGISTERED over non-3GPP access, the AMF shall send
the first event notification including the last known location and the ageOfL ocationlnformation | E set to avalue
other than "0", which indicates to the NF service consumer that the AMF returned the last known location.
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The response, based on operator policy and taking into account the expiry time included in the request, may
contain the expiry time, as determined by the AMF, after which the subscription becomes invalid. Once the
subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new
subscription in the AMF. The AMF shall not provide the same expiry time for many subscriptionsin order to
avoid all of them expiring and recreating the subscription at the same time. If the expiry timeis not included in
the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.

If the sampling ratio ("sampRatio") attribute isincluded in the subscription without a partitioningCriteria, the
AMF shall select arandom subset of UEs among target UES according to the sampling ratio and only report the
event(s) related to the selected subset of UEs. If the partitioningCriteria attribute is also included along with
sampling ratio, the AMF shall apply the sampling ratio on the group of UES determined according to the
partitioning criteria.

If the AMF supports the EneNA feature and the "notifFlag" attribute isincluded and set to "DEACTIVATE" in
the request (by e.g. the NWDAF or DCCF), the AMF shall mute the event notification and store the available
events. Additionally, if the AMF aso supports the ENAPH3 feature (see clause 6.2.8) and the NF service
consumer also included event muting instructions in the request, the AMF should evaluate the received event
muting instructions against to local actions (if configured) and, if the subscription creation request is accepted,
the AMF may indicate the following information to the NF service consumer in the response:

- the maximum number of notifications that the AMF expects to be able to store for the subscription;
- an estimate of the duration for which notifications can be buffered.

If the NF service consumer isa UDM, the AMF and the UDM both support the "ESSYNC" feature and the
subscription is targeting a specific UE with Reference Id(s) included in the subscription, the AMF shall locally
store the information that the event subscription is subject to the Event Subscription Synchronization with UDM
during EPS to 5GS mohility as specified in clause 5.3.2.4.2. During inter-AMF mobility procedures, the source
AMF shall include the "eventSyncind" |E (in AmfEventSubscriptionAddinfo data type) with the value "true" in
the UE Context for the event subscriptions that are subject to Event Subscription Synchronization with UDM.

If the subscription creation request targets a group of UE or any UE, the AMF shall accept the request and create
a subscription even if the AMF does not currently serve any UE of the group or any UE respectively, unless
other reasons exist to reject the request.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.2.3.2.3.1-3 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one
of the application error listed in Table 6.2.3.2.3.1-3.

If the subscription creation request targets a specific UE and this UE is not served by the AMF (i.e. it is not
known to the AMF), the AMF shall reject the request with a 403 Forbidden response and the application error
"UE_NOT_SERVED_BY_AMF", unlessthe request can be redirected to another AMF known to serve the UE
(e.g. another AMF of the same AMF set).

If the AMF supports the EneNA and ENAPHS3 features (see clause 6.2.8), the NF service consumer setsthe
"notifFlag" attribute to "DEACTIVATE" and event muting instructions in the request, but the AMF cannot
accept the received instructions, the AMF may reject the request with a 403 Forbidden response and the
application error "MUTING_EXC_INSTR_NOT_ACCEPTED".

5.3.2.2.3 Modification of a subscription

The Subscribe service operation isinvoked by a NF Service Consumer, e.g. NEF, towards the AMF, when it needsto
modify an existing subscription previously created by itself at the AMF.

The NF Service Consumer shall modify the subscription by using HTTP method PATCH with the URI of the individual
subscription resource (see clause 6.2.3.3) to be modified.

See also Figure 5.3.2.2.3-1 below.
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NF Service

Conslumer AMF

T
' 1. PATCH .../subscriptions/{subscriptionld} (AmfUpdateEventSubscriptionltem) or '
| PATCH .../subscriptions/{subscriptionld} (AmfUpdateEventOptionltem)

:4— — — — — 2a. 200 OK (AmfUpdatedSubscriptionData) — — — — — -

f— — — — — — 2b. 4xx/5xx (ProblemDetails) or 3xx— — — — — — —
| |

Figure 5.3.2.2.3-1 Modification of a Subscription

1. The NF Service Consumer shall send a PATCH request to modify a subscription resource in the AMF. The
modification may be for the events subscribed or for updating the event options.

2a. On success, the request is accepted, the AMF shall return the representation of the modified subscription
resource or its sub-resource together with the status code 200 OK. When the PATCH request is for modifying
the expiry attribute of the options |E of the subscription, then the AMF based on operator policies and taking into
account the expiry time included in the request, shall include an expiry time, after which the subscription
becomesinvalid. Once the subscription expires, if the NF Service Consumer wants to keep receiving
notifications, it shall create a new subscription in the AMF, as specified in clause 5.3.2.2.2. The AMF shall not
provide the same expiry time for many subscriptionsin order to avoid all of them expiring and recreating the
subscription at the same time.

The PATCH request may be used to modify the "notifFlag" attribute of the options | E of the subscription, when
both the AMF and NF Service Consumer support the EneNA feature as defined in clause 6.2.8:

- if the"notifFlag" attributeis set to "DEACTIVATE" in the request and the event notification is currently not
muted, the AMF shall mute the event notification and store the available events, or

- ifthe"notifFlag" isset to "RETRIEVAL" in the request and the event notification is currently muted, the
AMF shall send the stored events to the NF service consumer, mute the event notification again and store
available events; or

- if the"notifFlag" isset to "ACTIVATE" in the request and the event notification is currently muted, the AMF
shall send the stored eventsto the NF service consumer and stop muting the event notification.

In addition, if both the AMF and the NF service consumer (e.g. NWDAF or DCCF) also support the ENAPH3
feature (see clause 6.2.8), the PATCH request modifies the "notifFlag" attribute to "DEACTIVATE" and
contains muting exception instructions, the AMF should eval uate the received event muting instructions against
to local actions (if configured) and, if the subscription modification request is accepted, the AMF may indicate
the following information to the NF service consumer in the response:

- the maximum number of notifications that the AMF expects to be able to store;
- an estimate of the duration for which notifications can be buffered.

If the subscription requested to be modified targets a group of UE or any UE, the AMF shall accept the request
and modify the subscription even if the AMF does not currently serve any UE of the group or any UE
respectively, unless other reasons exist to reject the request.

2b. On failure or redirection, one of the HTTP status codes listed in Table 6.2.3.3.3.1-3 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application errorslisted in Table 6.2.3.3.3.1-3.

If the AMF cannot accept the received muting exception instructions, the AMF may reject the request with a 403
Forbidden response and the application error "MUTING_EXC_INSTR_NOT_ACCEPTED".

5.3.2.24 Remove or add group member UE(s) for a group subscription

The Subscribe service operation is invoked by a NF Service Consumer, e.g. UDM, towards the AMF, to remove or add
group member UE(s) for an existing group subscription.
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The NF Service Consumer shall modify the subscription by using HT TP method PATCH with the URI of the individual
subscription resource (see clause 6.2.3.3) to be modified.

See also Figure 5.3.2.2.4-1 below.

NF Service

Conslumer AMF

| |
——1. PATCH .../subscriptions/{subscriptionld} (AmfUpdate EventSubscriptionltem)—m|
| |
:4— — — — — 2a. 200 OK (AmfUpdatedSubscriptionData) — — — — — -

Figure 5.3.2.2.4-1 Remove or add group member UE(s) for a group subscription

1. The NF Service Consumer shall send a PATCH request to modify a subscription resource targeting a group of
UEsin the AMF. The modification shall indicate the group member UE(s) to be excluded or added for the group
subscription.

2a. On success, the request is accepted, the AMF shall return the representation of the modified subscription
resource with the status code 200 OK.

The AMF shall stop monitoring events for excluded member UE(s). If Maximum number of Reportsis applied,
the AMF shall set the number of reports of the indicated UE(s) to Maximum Number of Reports.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.1-3 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application error listed in Table 6.2.3.3.3.1-3.

5.3.2.3 Unsubscribe

5.3.2.3.1 General

The Unsubscribe service operation isinvoked by a NF Service Consumer, e.g. NEF, towards the AMF, to remove an
existing subscription previously created by itself at the AMF.

The NF Service Consumer shall unsubscribe to the subscription by using HT TP method DELETE with the URI of the
individual subscription resource (see clause 6.2.3.3) to be deleted.

NF Service AME
Conslumer |
| |
[ 1. DELETE .../subscriptions/{subscriptionld}———»
-——— — — — . 2a. 204 No Content — — — — — — — .
| |
| |
:4— — — — — 2b. 4xx/5xx (ProblemDetails) or 3xx— — — — — —

Figure 5.3.2.3.1-1 Unsubscribe a subscription

1. The NF Service Consumer shall send a DELETE request to delete an existing subscription resource in the AMF.

2a. On success, the request is accepted, the AMF shall reply with the status code 204 indicating the resource
identified by subscription ID is successfully deleted in the response message.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.2-3 shall be returned. For a
Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application error listed in Table 6.2.3.3.3.2-3.

ETSI



3GPP TS 29.518 version 18.6.0 Release 18 69 ETSI TS 129 518 V18.6.0 (2024-07)

5.3.2.4 Notify

5.3.24.1 General

The Notify service operation isinvoked by the AMF, to send a notification, towards the notification URI, when certain
event included in the subscription has taken place.

The AMF shall use the HTTP method POST, using the notification URI received in the subscription creation as
specified in clause 5.3.2.2.2, including e.g. the subscription 1D, Event 1D(s) for which event has happened, notification
correlation 1D provided by the NF service consumer at the time of event subscription, to send a notification. See Figure
53.24.1-1.

Additionally, the Notify service operation shall also be invoked by the AMF, when:

- thereisachange of AMF during UE mobility procedures, if the subscription Id changes (i.e. Registration
procedures and Handover procedures), or

- the subscription is terminated by the AMF, if event subscription termination notification is requested by the NF
consumer.

NF Service

Conslumer AMF

| |
4—————1. POST {eventNotificationUrl}(AmfEventNotification)———
| |
:— ——————— 2a. 204 No Content— — — — — — — —>:
[ [

:— ————— 2b. 4xx/5xx (ProblemDetails) Or 3xx- — — — — —>:

Figure 5.3.2.4.1-1 Notify

1. The AMF shall send a POST request to send a notification.
2a. On success, "204 No content” shall be returned by the NF Service Consumer.

2b. On failure or redirection, the appropriate HT TP status code (e.g. "403 Forbidden") indicating the error shall be
returned and appropriate additional error information should be returned.

When the AMF received the following response code (and application error), the AMF should consider the
subscription is no longer valid and terminate the subscription:

- "400 Bad Request" with application error "RESOURCE_CONTEXT_NOT_FOUND"
- "404 Not Found"

When AMF terminates the subscription in above scenarios, if the subscription is created by the NF consumer on
behalf of another NF (e.g. the UDM subscribes to the AMF on behalf of the NEF) and notification of event
subscription termination is requested by the NF consumer, the AMF supporting the 'STEN" feature shall send a
notification to the NF consumer (e.g. the UDM) to report the termination of the subscription.

5.3.24.2 Event Subscription Synchronization for specific UE

When the AMF and the UDM both support the "ESSYNC" feature, the AMF may initiate synchronization for event
subscriptions with the UDM for the specific UE during EPS to 5GS mobility registration procedure (see clause 4.11.5.2
of 3GPP TS 23.502 [3]), if UE specific event subscriptions from the UDM are available in UE Context.

To initiate event subscription synchronization, when sending notification for subscription change to the UDM, the AMF
shall include the event subscription information in the notification request. If subscription change notification is not
needed, e.g. when UE registers to the same AMF after moving from EPS, the AMF may send a notification to the
subscription change notification URI. The notification request in this case only includes the event subscription
information but no event report list.
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The AMF shall only include active event subscriptions that are subject to Event Subscription Synchronization with
UDM (determined as defined in clause 5.3.2.2.2) in the event subscription information.
For each active subscription, the following information shall include:

- URI of the subscription resource in the AMF; and

- Notification Correlation Id of the subscription; and

- list of Reference Ids, one per event in the subscription; and

- optionally, the URI of old subscription resource on the source AMF, if the subscription 1d is changed during the
mobility procedure.

When the UDM receives event subscription information from AMF, the UDM shall compare the active event
subscriptionsin AMF with the active UDM Event Exposure subscriptions using Reference 1d(s) and Notification
Corrélation Id, and perform the following:

- if anevent isto be detected by AMF but not existing in the AMF, the UDM shall subscribe the event in AMF by
creating anew AMF event subscription or updating an existing AMF event subscription;

- if anevent existsin AMF but does not exist in UDM, the UDM shall unsubscribe the event from AMF by
removing or update an AMF event subscription.

When the AMF identified that event synchronization with UDM is required, but either the UDM or the AMF or both do
not support the "ESSYNC" feature, the AMF may require the UDM to re-subscribe the stored event exposure
subscriptionsto the AMF, see clause 5.3.2.2.2 and 5.3.2.2.3 of 3GPP TS 29.503 [35].

54 Namf_MT Service

54.1 Service Description

Namf_MT service alows a NF to request information related to capabilitiesto send MT signalling or data to a target
UE. Thefollowing are the key functionalities of this NF service:

- enabling UE reachability by:

- paging the UE if the UE isin CM-IDLE state and responding to the requester NF after the UE enters CM-
CONNECTED state, or

- responding to the requester NF if UE isin CM-CONNECTED state.
- providing the terminating domain selection information for IMS voice to the consumer NF.
- enabling reachability of alist of UEs by:

- paging UEsfor an MBS session if the UEs arein CM-IDLE state, and

- responding to the requester NF, including the list of UEs that are already in CM-CONNECTED state if any,
and

- sending notification with the UE reachability information and user location information to NF consumers.
5.4.2 Service Operations

5421 Introduction
For the Namf_MT Service the following service operations are defined:
- EnableUEReachability

- ProvideDomainSel ectionlnfo
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EnableGroupReachability
UEReachabilitylnfoNotify

5.4.2.2 EnableUEReachability

54221 General

The EnableUEReachahility service operation is used in the following procedure:

MT SMS over NASin CM-IDLE state (see 3GPP TS 23.502 [3], clause 4.13.3.6), or in CM-CONNECTED state
(see 3GPP TS 23.502 [3], clause 4.13.3.7).

UPF anchored Mobile Terminated Data Transport in Control Plane CloT 5GS Optimisation (see clause 4.24.2 of
3GPP TS 23.502 [3)]).

Network Triggered Connection Resume in RRC I nactive with CN based MT communication handling (see
clause 4.8.2.2b of 3GPP TS 23.502 [3]).

The EnableUEReachability service operation shall be invoked by the NF Service Consumer (e.g. SMSF, SMF) to
enable the reachability of the UE.

The NF Service Consumer shall invoke the service by using the HTTP method PUT, towards the URI of a
"ueReachind" resource as specified in clause 6.3.3.2. See dlso figure 5.4.2.2.1-1.

NF Service

AMF
Consumer
I I
:—1. PUT ... {ueContextld}/ue-reachind(EnableU eReachabiIityRquata)»{

:4— — — -2a. 200 OK (EnableUeReachabilityRspDatay — — — —:
LZb. 4xx/5xx (ProblemDetails / ProblemDetailsEnableUeReachability) or_:
3xx
| |

Figure 5.4.2.2.1-1: NF Service Consumer enables the reachability of the UE

1. The NF Service Consumer sends a PUT request to the resource representing the ueReachl nd resource of the

AMF. The content of the PUT request shall contain an "EnableUeReachabilityRegData" object.

During the Network Triggered Connection Resume in RRC Inactive with CN based MT communication
handling (see clause 4.8.2.2.b of 3GPP TS 23.502 [3]), the SMF may include the ppi, the arp, the dfi, the 5gi and
the DL data size of the received DL packets per QoS flow of the PDU session for which DL packets are
received, together with the PDU session identifier, to enable NG-RAN to take this information into account
when paging the UE.

The SMF shall send anew Namf_MT_EnableUEReachability request with a higher priority or a different Paging
Policy Indicator to the AMF if, while the SMF is waiting for the response for UE connection resume from the
AMF as specified in clause 4.8.2.2b of 3GPP TS 23.502 [3] or the SMF has received areject response with
Estimated Maximum Wait time from the AMF:

- the SMF receives any additional Data Notification from the UPF for data packets pertaining to another QoS
Flow associated with a higher priority (i.e. ARP priority level) than the priority indicated to the AMF in the
previous Namf_MT_EnableUEReachability request (for the case of DL data buffering in UPF);

- the SMF receives any additional DL data packets pertaining to another QoS Flow associated with a higher
priority (i.e. ARP priority level) than the priority indicated to the AMF in the previous
Namf_MT_EnableUEReachability request (for the case of DL data buffering in SMF); or

- the SMF derives a different Paging Policy Indicator according to the additional Data Notification or the
additional DL data packets.
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Based on local configuration, the SMF may send a new Namf_MT _EnableUEReachability message to AMF if:

- the SMF receives any additional Data Notification messages for data packets pertaining to another QoS Fow
associated with same or lower priority than the priority indicated to the AMF in the previous
Namf_MT_EnableUEReachability (for the case of DL data buffering in UPF); or

- the SMF receives any additional DL data packets pertaining to another QoS Flow associated with same or
lower priority than the priority indicated to the AMF in the previous Namf_MT_EnableUEReachability(for
the case of DL data buffering in SMF).

Before the UE becomes reachable, the AMF may receive several Namf_MT_EnableUEReachability requests
which are triggered by DL data reports for different QoS flows, the AMF shall store or update the ppi, the arp,
the dfi, the 5gi and the DL data size per QoS flow if included and may provide the received ppi(s), arp(s), dfi(s),
5qi(s) and DL data size(s) for each QoS flow to the NG-RAN when paging the UE based on the local
configuration.

2a. On success.

- ifthe UE isin CM-CONNECTED state, the AMF shall immediately respond using 200 OK" status code,
with content containing an "EnableUeReachabilityRspData" object.

- ifthe UEisin CM-IDLE state and the NAS message isto be sent over via 3GPP access and paging is not
restricted as defined in 3GPP TS 23.501 [2] clause 5.38.5, the AMF shall page the UE. When UE becomes
CM-CONNECTED and the UE has not rejected the page as specified in 3GPP TS 23.501 [2] clause 5.38.4,
"200 OK" shall be returned with content containing an "EnableUeReachabilityRspData" object.

- ifthe UE isin Extended DRX for RRC-INACTIVE state and with CN based MT communication handling,
and the AMF determines that the UE is reachable, then the AMF shall send a N2 RAN paging request
message to NG-RAN with the request for the UE's RRC connection to be resumed as specified in
clause 4.8.2.2b of 3GPP TS 23.502 [3]). When an N2 Notification is received by the AMF indicating that the
UE isin RRC-CONNECTED state or indicating inaMT Communication Handling request that the UE is
reachable for downlink data and/or signalling as specified in clause 4.8.2.2 of 3GPP TS 23.502 [3], "200 OK"
shall be returned with the content containing an "EnableUeReachabilityRspData" object.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.3.3.2.3.1-3 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails or ProblemDetail sEnableUeReachability
structure with the "cause" attribute set to one of the application error listed in Table 6.3.3.2.3.1-3.

The AMF shall respond with the status code "403 Forbidden”, if the UE isin a Non-Allowed Area and the
service reguest is not for regulatory prioritized service. The AMF shall set the application error as
"UE_IN_NON_ALLOWED_AREA" in POST response body.

The AMF shall respond with the status code "409 Conflict", if Paging Restriction Information restrict the
EnableUEReachability request from causing paging as defined in 3GPP TS 23.501 [2] clause 5.38.5 or if the UE
rejects the paging as defined in 3GPP TS 23.501 [2] clause 5.38.4. The AMF shall set the application error as
"REJECTION_DUE_TO_PAGING_RESTRICTION" in POST response body.

The AMF shall respond with the status code "504 Gateway Timeout" and set the application error as
"UE_NOT_REACHABLE" and include an Estimated Maximum Wait time in POST response body when the
AMF determines the UE is unreachable (e.g. if the UE isin MICO mode or the UE has entered Extended DRX
in CM-IDLE or Extended DRX for RRC-INACTIVE state) as specified in clauses 4.24.2 and 4.8.2.2b of
3GPP TS 23.502 [3]), and:

- ifthe UEisin Extended DRX for RRC-INACTIVE state and with CN based MT communication
handling,when the AMF determines that the UE is reachable, the AMF shall send aN2 RAN paging request
message to NG-RAN with the request for the UE's RRC connection to be resumed as specified in
clause 4.8.2.2b of 3GPP TS 23.502 [3]) using the information received in the EnableUeReachabilityRegData
(i.e. the ppi, the arp, the dfi, the 5gi and the DL data size of the received DL packets per QoS flow of the
PDU session for which DL packets are received, together with the PDU session identifier); or

- if the UEisin Extended DRX in CM-IDLE state, and the AMF determines that the UE is reachable, the AMF
shall page the UE (i.e. using CN paging).
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5423 ProvideDomainSelectioninfo

5423.1 General

The ProvideDomainSel ectionl nfo service operation shall be invoked by the NF Service Consumer (e.g. UDM) to get
the UE information for terminating domain selection of IMS voice, including following information:

- Indication of supporting IMS voice over PS Session;
- Time stamp of the last radio contact with the UE;
- Current Accesstype and RAT type

The NF Service Consumer shall invoke the service by using the HTTP GET towards the URI of the "UeContext"
resource (See clause 6.3.3.3.3.1). See also figure 5.4.2.3.1-1.

NF Service

Consumer
[

T
L 1. GET .../{ueContextld}? nfo-class:TADS4>:
|
|

AMF

*—————————- 2a. 200 OK (UeContextlfoy - —————————— I
| |
[ 2b. 4xx/5xx (ProblemDetails) or 3xx: {

Figure 5.4.2.3.1-1: Provide UE Information for Terminating Domain Selection

1. The NF Service Consumer shall send a GET request to the URI of the "UeContext" resource on the AMF, with
query parameter "info-class' set to value "TADS'.

2a. On success, the AMF shall return "200 OK" status code with content containing an "UeContextInfo" data
structure including UE information for terminating domain selection for IMS voice.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.3.3.3.3.1-3 shall be returned. The
message body shall contain a ProblemDetails object with "detail" set to one of the corresponding application
errorslisted in Table 6.3.3.3.3.1-3.

If the request cannot be completed due to a Registration procedure going-on for the target UE, the AMF shall
reject the request with a409 Conflict response and with the
TEMPORARY_REJECT_REGISTRATION_ONGOING application error. The NF Service Consumer should
repeat the request after a suitable delay.

If the request cannot be completed due to the target UE being in RM-DEREGISTERED state, the AMF shall
reject the request with a 403 Forbidden response and with the UE_DEREGISTERED application error.

5424 EnableGroupReachability

54.24.1 General
The EnableGroupReachability service operation is used in the following procedure:
- MBS session activation procedure (see 3GPP TS 23.247 [55], clause 7.2.5.2).

The EnableGroupReachability service operation shall be invoked by the NF Service Consumer (e.g. SMF) to enable the
reachability of the list of UEsinvolved in the MBS Session.

The NF Service Consumer shall invoke the service by using the HTTP method POST (enable-group-reachability
custom operation) as shown in figure 5.4.2.4.1-1.
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NF Service AME
Consumer
I I
:—1. POST .../ue-contexts/enable-group-reachabiIity(EnabIeGroupReachabiIityReqData)»i

:4— — — — 2a.200 OK (EnableGroupReachabilityRspData) — — — — —:

Figure 5.4.2.4.1-1. NF Service Consumer enabling the reachability of a list of UEs

1. The NF Service Consumer shall send a POST request to the resource representing the UeContexts resource of
the AMF. The content of the POST request shall contain an "EnableGroupReachabilityRegData" object.

2a. On success:

If at least one UE in thelist of UEsincluded in EnableGroupReachabilityReqDataisin CM-CONNECTED state,
the AMF shall respond using "200 OK" status code, with the content containing the list of UEsin CM-
CONNECTED state in "EnableGroupReachabilityRspData’ object; or

If al the UEsin thelist of UEsincluded in EnableGroupReachabilityRegData are in CM-IDLE state, the AMF
shall respond with "200 OK" status code.

The AMF shall page UEsin CM-IDLE state as specified in clause 7.2.5.2 of 3GPP TS 23.247 [55].

2b. On failure or redirection, one of the HTTP status code listed in Table 6.3.3.4.4.2.2-2 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application error listed in Table 6.3.3.4.4.2.2-2.

5.4.2.5 UEReachabilityInfoNotify

54.25.1 General
The UEReachabilityl nfoNotify service operation is used in the following procedure:
- MBS session activation procedure (see 3GPP TS 23.247 [55], clause 7.2.5.2).

The UEReachabilitylnfoNotify service operation shall be invoked by the AMF to send a notification towards the
notification URI for the UE(s) which are reachable or do not respond to paging.

The AMF shall use the HTTP method POST, using the notification URI received in the EnableGroupReachability
request as specified in clause 5.4.2.4.1, to send a notification. See Figure 5.4.2.5.1-1.

NF Service

Consumer AMF

T T
I‘<—1. POST {reachabilityNotifyUri}(ReachabilityNotificatio nData)—:

I I
_————— — — 2a. 204 No Content — — — — — —»
| |
:— — — — —2b. 4xx/5xx (ProblemDetails) or 3xx- — — — —>:

Figure 5.4.2.5.1-1: UE Reachability Info Notify

1. The AMF shall send a POST request to send a notification.
2a. On success, "204 No content" shall be returned by the NF Service Consumer.

2b. On failure or redirection, the appropriate HT TP status code (e.g. "403 Forbidden") indicating the error shall be
returned and appropriate additional error information should be returned.
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5.5 Namf_Location Service

55.1 Service Description

The Namf_L ocation service is used by NF service consumers to request the AMF for initiating positioning requests and
provide the location information. It is also used to subsequently notify the location change events towards the NF
service consumers. The following are the key functionalities of this NF service:

- Allow NFsto request the current geodetic and optionally local and/or civic location of atarget UE.
- Allow NFsto be notified of event information related to emergency sessions.

- Allow NFsto request Network Provided Location Information (NPLI) and/or local time zone corresponding to
the location of atarget UE.

- Allow NFsto request the ranging and sidelink positioning location results for a group of n UEs (n>2), the
ranging and sidelink positioning location results may include absolute locations, relative locations or distance
and directions related to the UEs.

- Allow NFsto enable the location reporting over user plane.

5.5.2 Service Operations

55.2.1 Introduction

For the Namf_L ocation Service the following service operations are defined:
- ProvidePositioninglnfo;
- EventNotify; and
- ProvidelLocationlnfo.

- CancelLocation

55.2.2 ProvidePositioninginfo

55.2.21 General

The ProvidePositioninglnfo service operation is used in the following procedure:
- 5GC-MT-LR Procedure without UDM Query (see 3GPP TS 23.273 [42], clause 6.10.2)
- 5GC-MT-LR Procedure (see 3GPP TS 23.273 [42], clause 6.1)
- Initiation and Reporting of Location Events (see 3GPP TS 23.273 [42], clause 6.3.1)

- Location Continuity for Handover of an Emergency session from NG-RAN (see 3GPP TS 23.273 [42],
clause 6.10.3)

- BGC-MT-LR multiple location procedure without UDM Query (see 3GPP TS 23.273 [42], clause 6.10.4)

- Proceduresof SL-MT-LR involving LMF (see 3GPP TS 23.273 [42], clause 6.20.3)

- Procedures of SL-MT-LR for periodic, triggered Location Events (see 3GPP TS 23.273 [42], clause 6.20.4)
- BGC-MT-LR Procedure using SL positioning (see 3GPP TS 23.273 [42], clause 6.20.5)
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The ProvidePositioninglnfo service operation shall be invoked by the NF Service Consumer (e.g. GMLC) to request the
current or deferred geodetic and optionally local and/or civic location of the UE. The service operation triggers the
AMF to invoke the service towards the LMF.

The NF Service Consumer shall invoke the service operation by sending POST to the URI of the "provide-pos-info”
custom operation on the "Individual UE Context" resource (See clause 6.4.3.2.4.2). See also figure 5.5.2.2.1- 1.

NF Service

Consumer AMF

I I
L——1.POST .../{ueContextId}/provide—pos—info(RequestPoslnfo)—>:

2a. 200 OK (ProvidePosInfoExt) '
| 2b. 204 No Content

Figure 5.5.2.2.1-1: NF Service Consumer requests the positioning information of the UE

1. The NF Service Consumer shall send a POST request to the resource URI of "provide-pos-info” custom
operation of the "Individual UE context” resource of the AMF. The content of the POST request may contain:

- anindication of apositioning request from emergency services or commercial services client,

- therequired location QoS, and additionally the mapped location QoS applicable to EPS if multiple location
QoSisrequired,

- Supported GAD shapes,

- scheduled location time,

- reliable UE Location Request,

- UE unaware indication,

- the LMF ID that should be used for selecting the LMF,
- thereporting indication,

- theintegrity requirements

- thereguested ranging_SL location results, including absolute locations, relative locations or distances and
directions related to the UEs for ranging and sidelink positioning, and/or

- theinformation of the related UES, including application layer 1D(s) and the related UE type for each related
UE for ranging and sidelink positioning.

If the NF service consumer wants the [ocation change information or deferred location information to be notified
(e.g. during a handover procedure or for activation or completion of deferred location), it also provides a
callback URI on which the EventNotify service operation is executed (see clause 5.5.2.3).

During 5GC-MT-LR multiple location procedure for regulatory location service, the request body may also
include the indication of acceptance for intermediate response and the maximum response time, the GMLC
callback address and the LIR reference number.

2a. On success, "200 OK" shall be returned. The content may contain the LCS correlation identifier, the location
estimate, its age and accuracy, the information about the positioning method. If the request isinvoked during a
handover the response body shall also include the target AMF node identifier as specified in clause 6.10.3 of
3GPP TS 23.273[42].

If the location determination will be sent by LMF to GMLC directly, the content shall include the
directReportind and supportedFeatures attributes.
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2b. On accept, "204 No Content" shall be returned to acknowledge that AMF supports a deferred location request
and adeferred location is accepted as specified in step 6 of clause 6.3.1 of 3GPP TS 23.273 [42];

2c. On failure or redirection, one of the HTTP status code listed in Table 6.4.3.2.4.2.2-2 shall be returned. For a
Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application error listed in Table 6.4.3.2.4.2.2-2.

If the AMF received the LMF ID from the NF service consumer and the AMF does not find an LMF with the
LMF ID received from GMLC, the AMF should return a403 Forbidden response with the cause attribute set to
"REQUESTED _LMF _NOT_AVAILABLE" to the NF service consumer, if no other LMF is configured as
backup selection. Otherwise, the ProblemDetails structure with the "cause" attribute set to one of the application
errorslisted in Table 6.4.3.2.4.2.2-2 shall be applied.

5.5.2.3 EventNotify

5.5.23.1 General
The EventNotify service operation is used in the following procedure:
- BGC-NI-LR Procedure (see 3GPP TS 23.273 [42], clause 6.10.1)

- Location Continuity for Handover of an Emergency session from NG-RAN (see 3GPP TS 23.273 [42],
clause 6.10.3)

- Completion of adeferred location for the UE available event or activation of deferred location for periodic
location, area event triggered location or motion event triggered location (see 3GPP TS 23.273 [42],
clause 6.3.1)

The EventNotify service operation notifies the NF Service Consumer (i.e. GMLC) about the UE location related event
information related to regulatory servicese.g. the initiation, handover or termination of an emergency session. The
notification is delivered to:

- thecalback URI registered in the NRF, if the GMLC registered to the NRF with notification endpoints for
location notifications (see clauses 6.1.6.2.4 and 6.1.6.3.4 of 3GPP TS 29.510 [29]); or

- GMLC URI locally provisioned in the AMF.

The EventNotify service operation notifies the NF Service Consumer (i.e. GMLC) about the UE location related event
information related to deferred location request, i.e. the activation of deferred location request or the delivery of event
reports. The notification is delivered to:

- the callback URI received from the GMLC during an earlier ProvidePositioninglnfo service operation;

NOTE: During ahandover procedure, both the source AMF and the target AMF can invoke the EventNotify
service operation, based on the local configuration.

The operation isinvoked by issuing a POST request to the callback URI of the NF Service Consumer (See
clause 6.4.5.2.2). See dso figure 5.5.2.3.1-1.

NF Service

Consumer
[

I

:—1. POST {IocationNotificationUri}(NotifiedPosInfoExt)—»{

| |

«— — — — — — 2a. 204 No Content— — — — — — -

:4— — — =2b. 4xx/5xx (ProblemDetails) Or 3xx- — — — JI
|

AMF

Figure 5.5.2.3.1-1: UE Location Notification
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1. The AMF shall send a POST request to the callback URI provided by the NF service consumer determined as
described above. The request body shall include the type of location related event and UE Identification (SUPI
or PEI), and may include the GPSI, Geodetic Location, Local Location, Civic Location, MSC server identity, the
Position methods used or a serving LMF identification for activation of periodic or triggered location.

2a. On success, "204 No content” shall be returned by the NF Service Consumer.
2b. On failure or redirection, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be
returned and appropriate additional error information should be returned.

5524 ProvideLocationInfo

55.24.1 General

The Providel ocationlnfo service operation allows an NF Service Consumer (e.g. UDM) to request the Network
Provided Location Information (NPLI) of atarget UE.

The NF Service Consumer shall invoke the service operation by sending POST request to the URI of the "provide-loc-
info" custom operation on the "Individual UE Context" resource (see clause 6.4.3.2.4.3), asshown in figure 5.5.2.4.1- 1.

NF Service

Consumer
[

T
L 1. POST .../{ueContextld}/provide-loc-info(Req uestLocInfo)—>:

AMF

Figure 5.5.2.4.1-1: NF Service Consumer requests the Location Information of the UE

1. The NF Service Consumer shall send a POST request to the resource URI of "provide-loc-info" custom
operation of the "Individual UE context" resource on the AMF. The content of the POST request shall contain a
"requestLoclnfo” data structure indicating the desired type of location information.

If the NF Service Consumer desires the current location information of the target UE, it shall set
"reqCurrentLoc" attribute to "true".

2a. On success, "200 OK" response shall be returned. The content of the response shall contain a*Providel oclnfo”
data structure including the Network Provide Location Information (NPL1) of the target UE.

If "reqCurrentLoc" attribute is set to "true" and the UE isin RM-REGISTERED and CM-IDLE state over 3GPP
access, the AMF shall initiate a paging procedure to the UE. If the paging procedure is successful, the AMF shall
return the current location information and set "currentLoc" attribute to "true" in the response; if the UE does not
respond to the paging, the AMF shall provide the last known location and set "currentLoc™ attribute to "false” in
the response.

If "reqCurrentLoc" attribute is set to "true" and the UE isin RM-REGISTERED and CM-CONNECTED state
over 3GPP access, the AMF shall follow NG-RAN Location reporting procedure, as specified in clause 4.10 of
3GPP TS 23.502 [3], to trigger a single standalone report by setting "direct” event type in Location Reporting
Control message. If NG-RAN reports current location of the UE, the AMF shall set "currentLoc” attribute to
"true” in the response; if NG-RAN reports last known location of the UE with timestamp, the AMF shall set
"currentLoc" attribute to "false" in the response.

If the UE isin RM-REGISTERED over non-3GPP access, the AMF shall include the latest non-3GPP access
location information.

2b. On failure or redirection, one of the HTTP status code listed in table 6.4.3.2.4.3.2-2 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application error listed in table 6.4.3.2.4.3.2-2.
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5525 CancellLocation

5.5.25.1 General
This service operation is used in the following procedure:

- Cancellation of Reporting of Location Events by an AF or External LCS Client (see 3GPP TS 23.273[42],
clause 6.3.3)

The Cancel Location service operation shall be invoked by the NF Service Consumer (e.g. GMLC) to cancel reporting
periodic or events triggered location.

The NF Service Consumer shall invoke the service operation by sending a POST request to the URI of the "cancel-pos-
info" custom operation on the "Individual UE Context" resource (See clause 6.4.3.2.4.4). See also figure 5.5.2.5.1-1.

NF Service
AMF
Consumer
T T
:—1. POST .../{ueContextld}/canceI-pos-info(CanceILocInfo)—>:

- —————- 2a. 204 No Content————————————— |
I I
I I

Figure 5.5.2.5.1-1: Cancellation of reporting periodic or events triggered location of the UE

1. The NF Service Consumer shall send a POST request to the resource URI of "cancel-pos-info" custom operation
of the "Individual UE context" resource of the AMF. The content of the POST request shall contain a
"CancelLocInfo" data structure indicating the desired cancellation of reporting periodic or events triggered
location of the UE.

2a. On success, AMF responds with "204 No Content".

2b. On failure or redirection, one of the HTTP status code listed in Table 6.4.3.2.4.4-2 shall be returned. For a
4Axx/5xx response, the message body shall contain a ProblemDetails structure with the "cause” attribute set to one
of the application errors.

5.6 Namf_ MBSBroadcast Service

5.6.1 Service Description
This service enables the NF Service Consumer (e.g. MB-SMF) to create, update or release a broadcast MBS session
context in the AMF and to be notified about status change of the MBS broadcast context.

5.6.2 Service Operations

5.6.2.1 Introduction

The Namf_MBSBroadcast service supports following service operations:
- ContextCreate
- ContextUpdate
- ContextRelease

- ContextStatusNotify
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5.6.2.2 ContextCreate

The ContextCreate service operation shall be used by the NF Service Consumer (e.g. MB-SMF) to request the AMF to
create a broadcast MBS session context.

NOTE: For alocation dependent MBS service, one single ContextCreate service operation is performed per MBS
session (for agiven AMF).

It is used in the following procedures:
- MBS Session Start for Broadcast (see clause 7.3.1 of 3GPP TS 23.247 [55]);
- MBS Session Update for Broadcast (see clause 7.3.3 of 3GPP TS 23.247 [55]);
- Support for Local Broadcast Service (see clause 7.3.4 of 3GPP TS 23.247 [55]).

There shall be only one broadcast MBS session context per MBS session, or per MBS session and Area Session ID for
an MBS session with Location dependent Broadcast service.

The NF Service Consumer (e.g. MB-SMF) shall create a broadcast MBS session context by using the HTTP POST
method as shown in Figure 5.6.2.2-1.

NF Service

Consumer
[

I
L——1. POST .../mbs-contexts (ContextCreateRquata)4>:

AMF

Figure 5.6.2.2-1: Broadcast MBS session context creation

1. The NF Service Consumer shall send a POST request targeting the Broadcast MBS session contexts collection
resource of the AMF. The content of the POST request shall contain the following information:

- MBS SessionID (i.e. TMGI, or TMGI and NID for an MBS session in an SNPN);
- list of Area Session ID and related MBS service area, for a Location dependent broadcast MBS service;
- MBS service area, for aLocal broadcast MBS session;

- N2 MBS Session Management container (see MBS Session Setup or Modification Request Transfer IE in
3GPP TS 38.413[12]);

- Notification URI where to be notified about the status change of the broadcast MBS session context; and
- SNSSAI.

The NF Service Consumer may also include the maxResponseTime | E in the request to indicate the maximum
response time to receive information about the completion of the Broadcast MBS session establishment.

The NF Service Consumer may also include the MB-SMF instance ID and MB-SMF service instance ID to
enable the AMF subscribing to the MB-SMF status notifications.

The NF Service Consumer may also include the MBS associated session 1D to enable NG-RAN to identify the
multiple MBS sessions delivering the same content when AF creates multiple broadcast MBS Sessionsvia
different Core Networks to deliver the same content.
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2a. On success, "201 Created" shall be returned. The AMF should respond success when it receives the first

successful response from the NG-RAN(S). The 201 Created response shall contain MBS session identifier and
may contain one or more N2 MBS Session Management containers, if additional information (e.g. MBS Session
Setup or Modification Response Transfer IE or MBS Session Setup or Modification Failure Transfer IE in
3GPP TS 38.413[12]) needs to be transferred to the MB-SMF. If the AMF received the NG-RAN responses
from al involved NG-RAN(S), e.g. if the broadcast MBS session involves only one NG-RAN, the AMF shall
include an indication of completion of the operation in all NG-RANsin the 201 Created response.

Upon receipt of subsequent responses from other NG-RANSs after sending the 201 Created response, if additional
information (e.g. MBS Session Setup or Modification Response Transfer IE or MBS Session Setup or
Modification Failure Transfer |IE in 3GPP TS 38.413[12]) needs to be transferred to the MB-SMF, the AMF
shall transfer such information by sending one or more Namf_MBSBroadcast_ContextStatusNotify requests to
the MB-SMF. A Namf_MBSBroadcast_ContextStatusNotify request may include alist of N2 MBS Session
Management containers received from different NG-RANs. When the AMF receives the response from all NG-
RANSs, the AMF shall include an indication of the completion of the operation in the
Namf_MBSBroadcast_ContextStatusNotify request.

If the AMF does not receive responses from all NG-RAN nodes before the maximum response time elapses
since the reception of the Namf_MBSBroadcast_ContextCreate Request, then the AMF should send one
Namf_MBSBroadcast_ContextStatusNotify request indicating the incompletion of the Broadcast MBS session
establishment.

For each N2 MBS Session Management container sent towards the MB-SMF, the AMF shall insert the identifier
of the NG-RAN node that generated it in the corresponding entry of the n2MbsSminfoL.ist attribute.

The AMF may send one or more Namf_MBSBroadcast_ContextStatusNotify request including an
operationEvents attribute to report the MB-SMF about failure to reach one or more NG-RANS.

2b. On failure or redirection, one of the HT TP status code listed in Table 6.5.3.2.3.1-3 shall be returned. For a

4Axx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one
of the application errorslisted in Table 6.5.3.2.3.1-3.

5.6.2.3 ContextUpdate

The ContextUpdate service operation shall be used by the NF Service Consumer (e.g. MB-SMF) to request the AMF to
update a broadcast MBS session context.

It isused in the following procedures:

MBS Session Update for Broadcast (see clause 7.3.3 of 3GPP TS 23.247 [55]).
Broadcast MBS session restoration by MB-SMF (see clause 8.3.2.3 of 3GPP TS 23.527 [33].

Selecting an alternative AMF for a Broadcast MBS Session at AMF failure (see clause 8.3.2.4 of
3GPP TS 23.527 [33]).

The NF Service Consumer (e.g. MB-SMF) shall update a broadcast MBS session context by using the HTTP POST
method as shown in Figure 5.6.2.3-1.

NF Service
Consumer

I
1. POST .../mbs-contexts/{mbsContextRef}/update
[ 4“
(ContextUpdateReqData)

2a. 200 OK (ContextUpdateRspData) '
| 2b. 204 No Content

AMF

Figure 5.6.2.3-1: Broadcast MBS session context update
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The NF Service Consumer shall send a POST request targeting the individual Broadcast MBS session context
resource to be updated in the AMF. The content of the POST request may contain the following information:

- N2 MBS Session Management container (see MBS Session Setup or Modification Request Transfer IE in
3GPP TS 38.413[12));

- Notification URI, if the NF Service Consumer wishesto modify the notification URI where to be notified
about the status change of the broadcast MBS session context;

- updated MBS service area, for aLocal broadcast MBS session;

- updated list of Area Session ID and related MBS service area, for a Location dependent broadcast MBS
session.

- the n2MbslnfoChangelnd | E set to "true" or "false" to indicate to the AMF whether the information within
the N2 MBS Session Management container has changed or not for the MBS session

The NF Service Consumer may also include the maxResponseTime | E in the request to indicate the maximum
response time to receive information about the completion of the Broadcast MBS session update.

During a broadcast MBS session restoration procedure for an NG-RAN failure with restart, the MB-SMF may
include one or more ranlds attibutes to request the AMF to setup the Broadcast MBS session in alist of NG-
RANSs as identified by the NG-RAN ID(s), as specified in clause 8.3.2.3 of 3GPP TS 23.527 [33].

During arestoration procedure upon an AMF failure without restart, for an AMF deployed in an AMF set, the
MB-SMF may set the noNgapSignallingind |E to "true” when the MB-SMF detects the original AMF has failed
and then selects an aternative AMF to take over the MBS session but without a need to trigger any NGAP
signalling towards NG-RANSs, as specified in clause 8.3.2.4 of 3GPP TS 23.527 [33].

2a. On success, "200 OK" shall be returned if additional information needs to be returned in the response. The 200

OK response may contain one or more N2 MBS Session Management containers, if such information (e.g. MBS
Session Setup or Modification Response Transfer IE, MBS Session Setup or Modification Failure Transfer 1E or
MBS Session Release Response Transfer |IE in 3GPP TS 38.413 [12]) needs to be transferred to the MB-SMF. If
the AMF received the NG-RAN responses from all involved NG-RAN(s), the AMF shall include an indication
of completion of the operation in all NG-RANSs.

2b. On success, "204 No Content” shall be returned if no additional information needs to be returned in the response.

2c.

In both 2a and 2b cases, upon receipt of subsequent responses from other NG-RANS after sending the 200 OK
response or the 204 No Content response, if additional information (e.g. MBS Session Setup or Modification
Response Transfer IE MBS Session Setup or Modification Failure Transfer |IE or MBS Session Release
Response Transfer |IE in 3GPP TS 38.413 [12]) needs to be transferred to the MB-SMF, the AMF shall transfer
such information by sending one or more Namf_MBSBroadcast_ContextStatusNotify requests to the MB-SMF.
A Namf_MBSBroadcast ContextStatusNotify request may include alist of N2 MBS Session Management
containers received from different NG-RANs. When the AMF receives the response from all NG-RANS, the
AMF shall include an indication of the completion of the operation in the
Namf_MBSBroadcast_ContextStatusNotify request.

If the AMF does not receive responses from all NG-RAN nodes before the maximum response time elapses
since the reception of the Namf_MBSBroadcast_ContextUpdate Request, then the AMF should send one
Namf_MBSBroadcast_ContextStatusNotify request indicating the incompletion of the Broadcast MBS session
update.

If the n2MbslnfoChangelnd | E is present in the request and set to "false”, the AMF does not need to contact NG-
RAN nodes unaffected by the MBS service area change.

For each N2 MBS Session Management container sent towards the MB-SMF, the AMF shall insert the identifier
of the NG-RAN node that generated it in the corresponding entry of the n2MbsSminfoList attribute.

The AMF may send one or more Namf_MBSBroadcast_ContextStatusNotify request including an
operationEvents attribute to report the MB-SMF about failure to reach one or more NG-RANS.

On failure or redirection, one of the HTTP status code listed in Table 6.5.3.2.4.2.2-2 shall be returned. For a
4Axx/5xx response, the message body may contain a ProblemDetails structure with the "cause" attribute set to one
of the application errorslisted in Table 6.5.3.2.4.2.2-2.
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56.2.4 ContextRelease

The ContextRel ease service operation shall be used by the NF Service Consumer (e.g. MB-SMF) to request the AMF to
release a broadcast MBS session context.

It isused in the following procedures:
- MBS Session Release for Broadcast (see clause 7.3.2 of 3GPP TS 23.247 [55]).

The NF Service Consumer (e.g. MB-SMF) shall release a broadcast MBS session context by using the HTTP DELETE
method as shown in Figure 5.6.2.4-1.

NF Service
Consumer

I I
L 1 DELETE .../mbs—contexts/{mbsContextRef}—»{

AMF

Figure 5.6.2.4-1: Broadcast MBS session context release

1. The NF Service Consumer shall send a DELETE request targeting the individual Broadcast MBS session context
resource to be released in the AMF.

2a. On success, "204 No Content” shall be returned.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.5.3.3.3.1-3 shall be returned. For a
4Axx/5xx response, the message body may contain a ProblemDetails structure with the " cause” attribute set to one
of the application errorslisted in Table 6.5.3.3.3.1-3.

The AMF may send one or more Namf_MBSBroadcast_ContextStatusNotify request including an
operationEvents attribute to report the MB-SMF about failure to reach one or more NG-RANS.

5.6.2.5 ContextStatusNotify

The ContextStatusNotify service operation shall be used by the AMF to notify status change of a broadcast MBS
session context to the NF Service Consumer (e.g. MB-SMF).

It isused in the following procedures:
- MBS Session Start for Broadcast (see clause 7.3.1 of 3GPP TS 23.247 [55));
- MBS Session Update for Broadcast (see clause 7.3.3 of 3GPP TS 23.247 [55]);
- Broadcast MBS Session Release Require (see clause 7.3.6 of 3GPP TS 23.247 [55]).
- Broadcast MBS session restoration by MB-SMF (see clause 8.3.2.3 of 3GPP TS 23.527 [33]).

- Selecting an aternative AMF for a Broadcast MBS Session at AMF failure (see clause 8.3.2.4 of
3GPP TS 23.527 [33]).

- Trangport change for resource sharing across broadcast MBS Sessions in network sharing (see clause 7.3.7 of
3GPP TS 23.247 [55]).

The AMF shall notify status change of a broadcast MBS session context to the NF Service Consumer (e.g. MB-SMF)
by using the HTTP POST method as shown in Figure 5.6.2.5-1.
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NF Service
Consumer
[ [

:471. POST {notifyURI} (ContextStatusNotification)—i

:— ————————————— 2a. 204 No Content————-—-——————— —>:
: ——————— 2a. 200 OK (ContextStatusNotificationResponse)- — — — — —>:
Fmmm———— - 2b. 4xx/5xx (ProblemDetails) or 3xx— ——————— —>:

Figure 5.6.2.5-1: Broadcast MBS session context status change notification

1. The AMF shall send a POST request targeting the notification URI received from the NF Service Consumer. The
content of the POST request shall contain the following information:

MBS Session ID (i.e. TMGI, or TMGI and NID for an MBS session in an SNPN);
Area Session ID, if thisis a Location dependent broadcast MBS service;

one or more N2 MBS Session Management containers, if N2 MBS Session Management information (e.g.
MBS Session Setup or Modification Response Transfer IE, MBS Session Setup or Modification Failure
Transfer |E or MBS Session Release Response Transfer |E or Broadcast Session Transport Request Transfer
IE in 3GPP TS 38.413 [12]) has been received from one or more NG-RANSs that needs to be transferred to
the NF Service Consumer; for each N2 MBS Session Management contai ner sent towards the MB-SMF, the
AMF shall insert the identifier of the NG-RAN node that generated it in the corresponding entry of the
n2MbsSminfoList attribute.

the operationStatus | E indicating the completion of the Broadcast MBS session establishment or update, if
the NF Service Consumer has requested to establish or update the Broadcast MBS session context and a
response has been received from all NG-RANSs; and

the operationStatus | E indicating the incompletion of the Broadcast MBS session establishment or update, if
the NF Service Consumer has requested to establish or update the Broadcast MBS session context including a
maximum response time and the AMF has not received responses from all NG-RANSs before the maximum
response time elapses.

During a Broadcast MBS Session Release Require procedure (see clause 7.3.6 of 3GPP TS 23.247 [55]), one or
more NG-RANSs may request the AMF to release the Broadcast MBS session. In this case, based on operator's
policy, the AMF may:

report the Broadcast MBS Session release to the MB-SMF by including the operationEvent attribute in the
MBS Context Status Notification request with the opEventType set to "NG_RAN_EVENT" together with a
list of "ngranFailureEvent" for each NG-RAN that requested to release the Broadcast MBS Session. Upon
receiving such a natification, per local policies, the MB-SMF may attempt to re-establish the MBS session
after some operator configurable time in these NG-RANS by performing the Broadcast MBS session
restoration by MB-SMF procedure specified in clause 8.3.2.3 of 3GPP TS 23.527 [33]; or

attempt to re-establish the MBS session after some operator configurable time in these NG-RANSs by
performing the Broadcast MBS session restoration by AMF procedure specified in clause 8.3.2.2 of
3GPP TS 23.527 [33].

If al the NG-RANS serving the Broadcast MBS session requested the AMF to release the Broadcast MBS
session, the AMF shall release the Broadcast MBS session context and send a notification with the releaselnd
attribute set to true to report to the MB-SMF that the Broadcast MBS session (context) is released at the AMF
and NG-RANS.

The AMF may include an operationEvents attribute in the MBS Context Status Notification request to report the
MB-SMF:
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- aNG-RAN failure event, e.g. the NG-RAN failure with or without restart, as specified in clause 8.3.2.3 of
3GPP TS 23.527 [33]);

- that anew AMF hastaken over the control of the broadcast MBS session upon an AMF failure as specified in
clause 8.3.2.4 of 3GPP TS 23.527 [33]).

2a. On success, if the ContextStatusNotification does not contain aN2 MBS Session Management container with a
Broadcast Session Transport Request Transfer I1E, the NF Service Consumer shall return a”204 No Content”
response.

If the ContextStatusNotification contains one or more N2 MBS Session Management containers encapsulating a
Broadcast Session Transport Request Transfer |E, the MB-SMF shall return a"200 OK" with the
ContextStatusNotificationResponse containing one or more N2 MBS Session Management containers
encapsulating a Broadcast Session Transport Response Transfer |E or a Broadcast Session Transport Failure
Transfer IE. For each N2 MBS Session Management container sent towards the AMF, the MB-SMF shall insert
the identifier of the NG-RAN node to which the information in the container relates in the corresponding entry
of the n2MbsSminfoList attribute.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.5.5.2.3.1-3 shall be returned. For a
4Axx/5xx response, the message body may contain a ProblemDetails attribute with the "cause" attribute set to one
of the application errorslisted in Table 6.5.5.2.3.1-3.

5.7 Namf_MBSCommunication Service

5.7.1 Service Description

This service enables an NF Service Consumer (e.g. MB-SMF) to request the AMF to transfer MBS mullticast related N2
message towards NG-RAN(s) serving a multicast MBS session, during a multicast MBS session activation, deactivation
or update.

5.7.2 Service Operations

5721 Introduction

The Namf_MBSCommunication service supports the following service operations:

- N2MessageTransfer
- Notify
5.7.2.2 N2MessageTransfer

The N2MessageTransfer service operation shall be used by the NF Service Consumer (e.g. MB-SMF) to request the
AMF to transfer an MBS related N2 message to the NG-RAN nodes serving the multicast MBS session. It is used
during the following procedures:

- MBS session activation procedure (see clause 7.2.5.2 of 3GPP TS 23.247 [55));
- MBS session deactivation procedure (see clause 7.2.5.3 of 3GPP TS 23.247 [55]); and
- Multicast session update procedure (see clause 7.2.6 of 3GPP TS 23.247 [55]).

The NF Service Consumer shall invoke the service operation by sending a POST request to the URI of the "transfer”
custom operation (see clause 6.6.3.1) of the AMF. See Figure 5.7.2.2-1.
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NF Service
Consumer
[

[ [
:—1 .POST .../n2-messages/transfer (MbsN2MessageTransferReqData)—»!

AMF

:4— ——————————— 2b. 4xx/5xx(ProblemDetails) or 3xx-——————————— —:

Figure 5.7.2.2-1 N2 Message Transfer for a multicast MBS session

1. The NF Service Consumer shall invoke the custom operation for N2 message transfer by sending aHTTP POST
request and the request body shall carry the MbsN2M essageT ransferReqData data structure which contains the
N2 MBS Session Management information to be transferred. The MbsN2M essageTransferReqData shall
contain:

- MBS SessionID (i.e. TMGI, or TMGI and NID for an MBS session in an SNPN);
and may also contain:
- theAreaSession ID, if thisis alocation dependent multicast MBS session; and/or

- anotification URI where to be notified about any failure of the MBS related N2 procedure for an NG RAN
nodein thislist; and

- anoptional notification correlation ID to be sent within notifications.

If the AMF supports the RAN-ID-LIST feature, the AMF shall distribute the MBS related N2 message to the list
of NG-RAN nodes indicated by the MB-SMF, if any, otherwise to the list of NG-RAN nodes having established
shared delivery that the AMF storeslocally, if any.

NOTE: An AMF which does not support the the RAN-ID-LIST feature distributes the MBS related N2 message
to thelist of NG-RAN nodes having established shared delivery that the AMF stores locally.

2a. On success, the AMF shall respond with a"200 OK" status code with MbsN2M essageTransferRspData data
structure. The AMF should respond success when it receives the first successful response from the NG-RAN(S).

If the AMF supports the RAN-ID-LIST feature (see clause 6.6.8), and if the request included alist of NG RAN
node IDs and a notification URI where to be notified about failures, the AMF shall report failure(s) of the N2
MBS related N2 procedure with an NG RAN node in thislist by including the failureList |E in the "200 OK"
response or in a subsequent Notify request towards the notification URI received in the request. See

clause 8.4.1.2 of 3GPP TS 23.527 [33].

2b. On failure or redirection, one of the HTTP status code listed in Table 6.6.3.1.4.2.2-2 shall be returned. For a
4Axx/5xx response, the message body may contain a ProblemDetails attribute with the " cause” attribute set to one
of the application errorslisted in Table 6.6.4.2.2-2 if any.

5.7.2.3 Notify

The Notify service operation shall be used by the AMF to notify the NF Service Consumer about afailure of an MBS
related N2 procedure with an NG RAN node (see clause 5.7.2.2).

It isused in the following procedure:

- N2 MBS session request distribution with list of NG RAN Node IDs provided by MB-SMF to AMF (see
clause 8.4.1.2 of 3GPP TS 23.527 [33]).

The AMF shall notify afailure of an MBS related N2 procedure with an NG RAN node to the NF Service Consumer
(e.g. MB-SMF) by using the HTTP POST method as shown in Figure 5.7.2.3-1.
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NF Service
AMF
Consumer
I I
:4 1. POST {notifyURI} (Notification) :
| |
| |
F-———————————= 2a. 204 No Content————-—-——————— -
| |
| |
Fmmm———— - 2b. 4xx/5xx (ProblemDetails) or 3xx— ——————— —>:

Figure 5.7.2.3-1: Notification

1. The AMF shall send a POST request targeting the notification URI received from the NF Service Consumer. The
content of the POST request shall contain the following information:

- MBS SessionID (i.e. TMGI, or TMGI and NID for an MBS session in an SNPN);

the Area Session ID, if thisis alocation dependent multicast MBS session; and

one or more failuresincluding, for each failure, the related NG-RAN Node ID and failure cause.
- anotification correlation ID if it isreceived in the N2M essageT ransfer request.
2a. On success, the NF Service Consumer shall return a"204 No Content" response.

2b. On failure or redirection, one of the HTTP status code listed in Table 6.6.5.2.3.1-3 shall be returned. For a
4Axx/5xx response, the message body may contain a ProblemDetails attribute with the "cause" attribute set to one
of the application errorslisted in Table 6.6.5.2.3.1-3.

6 API Definitions

6.1 Namf_Communication Service API

6.1.1 API URI

The Namf_Communication shall use the Namf_Communication API.
The API URI of the Namf_Communication API shall be:
{apiRoot}/<apiName>/<apiVersion>/

The request URI used in HT TP requests from the NF service consumer towards the NF service producer shall have the
Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [5], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUr iPar t>
with the following components:
- The{apiRoot} shall be set as described in 3GPP TS 29.501 [5].
- The <apiName> shall be "namf-comm".
- The<apiVersion> shall be"v1".
- The <api SpecificResourceUriPart> shall be set as described in clause 6.1.3.
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6.1.2 Usage of HTTP

6.1.2.1 General
HTTP/2, as defined in IETF RFC 9113 [19], shall be used as specified in clause 5 of 3GPP TS 29.500 [4].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [4].

HTTP messages and bodies for the Namf_Communication service shall comply with the OpenAPI [23] specification
contained in Annex A.

6.1.2.2 HTTP standard headers

6.1.2.2.1 General
The usage of HT TP standard headers shall be supported as specified in clause 5.2.2 of 3GPP TS 29.500 [4].

6.1.2.2.2 Content type
The following content types shall be supported:

- JSON, asdefined in IETF RFC 8259 [8], shall be used as content type of the HTTP bodies specified in the
present specification asindicated in clause 5.4 of 3GPP TS 29.500 [4].

- The Problem Details JSON Object (IETF RFC 9457 [36]). The use of the Problem Details JSON object in a
HTTP response body shall be signalled by the content type " application/problem+json”.

Multipart messages shall also be supported (see clause 6.1.2.4) using the content type "multipart/related”, comprising:
- one JSON body part with the "application/json" content type; and
- oneor more binary body parts with 3gpp vendor specific content subtypes.

The 3gpp vendor specific content subtypes defined in Table 6.1.2.2.2-1 shall be supported.

Table 6.1.2.2.2-1: 3GPP vendor specific content subtypes

content subtype Description
vnd.3gpp.ngap Binary encoded content, encoding NG Application Protocol (NGAP) IEs,
as specified in clause 9.4 of 3GPP TS 38.413 [12] (ASN.1 encoded).
vnd.3gpp.5gnas Binary encoded content, encoding a 5GS NAS message, as specified in
3GPP TS 24.501 [11].

NOTE: Using 3GPP vendor content subtypes allows to describe the nature of the opaque content
(e.g. NGAP or 5GS NAS information) without having to rely on metadata in the JSON content.

See clause 6.1.2.4 for the binary contents supported in the binary body part of multipart messages.
6.1.2.3 HTTP custom headers

6.1.2.3.1 General

In thisrelease of this specification, no custom headers specific to the Namf_Communication service are defined. For
3GPP specific HTTP custom headers used across all service based interfaces, see clause 5.2.3 of 3GPP TS 29.500 [4].

6.1.2.4 HTTP multipart messages

HTTP multipart messages shall be supported, to transfer opaque N1 Information (e.g. SM, LPP) and/or N2 Information
(e.g. SM, NRPPa, PWS), in the following service operations (and HT TP messages):

- N1IN2MessageTransfer Request and Response (POST);
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NonUeN2M essageT ransfer Request and Response (POST);
N1MessageNotify (POST);

N2InfoNotify (POST);

NonUeN2InfoNotify (POST);

UEContextTransfer (POST);

CreateUEContext (PUT)

HTTP multipart messages shall include one JSON body part and one or more binary body parts comprising:

- N1payload, and/or N2 payload (see clause 6.1.6.4).

The JSON body part shall be the "root" body part of the multipart message. It shall be encoded as the first body part of
the multipart message. The " Start" parameter does not need to be included.

The multipart message shall include a"type" parameter (see IETF RFC 2387 [9]) specifying the media type of the root
body part, i.e. "application/json".

NOTE: The"root" body part (or "root" object) isthe first body part the application processes when receiving a

multipart/related message, see IETF RFC 2387 [9]. The default root is the first body within the
multipart/related message. The " Start" parameter indicates the root body part, e.g. when thisis not the
first body part in the message.

For each binary body part in a HT TP multipart message, the binary body part shall include a Content-1D header (see
|ETF RFC 2045 [10]), and the JSON body part shall include an attribute, defined with the RefToBinaryData type, that
contains the value of the Content-1D header field of the referenced binary body part.
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6.1.3 Resources

6.1.3.1 Overview

/{apiRoot}/namf-comm/<apiVersion>

—— /ue-contexts

\—[/{ueContextld}

_[/su bscriptions

[{subscriptionsld} J ___________

— feancel-relocate |
— /non-ue-n2-messages
4[/n1-n2-messages ]
transfer | (
[ / {n1N2Messageld}
Isubscriptions ] _
/subscriptions ]

L[/{nZNotifySubscriptionId} ]

Figure 6.1.3.1-1: Resource URI structure of the Namf_Communication API

/{subscriptionslid}

Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
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Table 6.1.3.1-1: Resources and methods overview

HTTP
Resource Resource URI mect)r:od Description
name (Mapped Service Operations)
custom
operation
Individual /ue-contexts/{ueContextld}
ueContext
PUT CreateUEContext
/ue-contexts/{ueContextld}/release ReleaseUEContext
release
(POST)
/ue-contexts/{ueContextld}/assign-ebi assign-ebi |EBIAssignment
(POST)
/ue-contexts/{ueContextld}/transfer transfer UEContextTransfer
(POST)
/ue-contexts/{ueContextld}/transfer-update transfer-  |RegistrationStatusUpdate
update
(POST)
/ue-contexts/{ueContextld}/relocate relocate  |RelocateUEContext
(POST)
/ue-contexts/{ueContextld}/cancel-relocate cancel- CancelRelocateUEContext
relocate
(POST)
gglll\lezcll?gssage /ue-contexts/{ueContextld}/n1-n2-messages POST N1N2MessageTransfer
N1N2 POST N1N2MessageSubscribe
Subscriptions
Collection for |/ue-contexts/{ueContextld}/n1-n2-messages/subscriptions
Individual UE
Contexts
:\11N2 /ue-contexts/{ueContextld}/n1-n2- DELETE  |NIN2MessageUnSubscribe
ndividual /subscriptions/{subscriptionid}
Subscription messages/subscriptions p
subscriptions / - POST AMFStatusChangeSubscribe
. subscriptions
collection
individual Isubscriptions/{subscriptionid} PUT AMFStatusChangeSubscribe
subscription DELETE |AMFStatusChangeUnSubscribe
Non UE transfer NonUEN2MessageTransfer
N2Messages / (POST)
X non-ue-n2-messages/transfer
collection
Non UE POST NonUEN2InfoSubscribe
N2Messages .
Subscriptions /non-ue-n2-messages/subscriptions
collection
Non UE N2 DELETE |NonUEN2InfoUnsubscribe
Message
Notification /non-ue-n2-messages/subscriptions/{n2NotifySubscriptionld}
Individual

Subscription

6.1.3.2

6.1.3.2.1

Resource: Individual ueContext

Description

This resource represents the an individual ueContext identified by the ueContextld.

Thisresource is modelled as the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).
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6.1.3.2.2 Resource Definition

Resource URI:{ api Root} /namf-comm/<apiV ersion>/ue-contexts/{ ueContextl d}

This resource shall support the resource URI variables defined in table 6.1.3.2.2-1.

Table 6.1.3.2.2-1: Resource URI variables for this resource

Name Data Type Definition
apiRoot String See clause 6.1.1
apiVersion |String See clause 6.1.1.
ueContextld |String Represents the 5G Globally Unique Temporary Identifier (See

3GPP TS 23.501 [2] clause 5.9.4)
Pattern: "5g-guti-[0-9]{5,6}[0-9a-fA-F]{14}"
Or represents the Subscription Permanent Identifier (see
3GPP TS 23.501 [2] clause 5.9.2)
pattern: see pattern of type Supi in 3GPP TS 29.571 [6]
Or represents the Permanent Equipment Identifier (see 3GPP TS 23.501 [2]
clause 5.9.3)
pattern: "(imei-[0-9]{15}/imeisv-[0-9]{16}|.+)"

When the ueContextld is composed by UE's SUPI or PEI, UE's PEI shall be used for the case:
- If the UE isemergency registered and the UE is UICCless;
- If the UE isemergency registered but SUPI is not authenticated.

For other cases, UE's SUPI shall be used.

6.1.3.2.3 Resource Standard Methods

6.1.3.2.3.1 PUT
This ueContextld identifies the individual ueContext resource is composed by UE's SUPI or PEI, Seetable 6.1.3.2.2-1.
This method shall support the URI query parameters specified in table 6.1.3.2.3.1-1.

Table 6.1.3.2.3.1-1: URI query parameters supported by the PUT method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.2.3.1-2 and the response data structures and
response codes specified in table 6.1.3.2.3.1-3.

Table 6.1.3.2.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type P | Cardinality Description
UeContextCreate [ M |1 Defines the UE Context to be created.
Data
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Table 6.1.3.2.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P |Cardinality |Response Description
codes
UeContextCreatedData M |1 201 This case represents the successful creation of a
Created new UE Context.
Upon success, a response body is returned
containing the newly created UE Context.
RedirectResponse O |0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O (0.1 308 Permanent redirection.
Permanent [(NOTE 2)
Redirect
UeContextCreateError O (0.1 403 This case represents the creation of a new UE
Forbidden |Context is not successful.
The "cause" attribute may be used to indicate one of
the following application errors:
- HANDOVER FAILURE
ProblemDetails O (0.1 403 This error shall only be returned by an SCP or a
Forbidden |SEPP for errors they originate.
NOTE 1: The mandatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4]
also apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of
3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/namf-comm/<apiVersion>/ue-
contexts/{ueContextld}
3gpp-Shi- string C (0.1 This header shall be included when the UE Context is created
Producer-Id in a target AMF other than the initial AMF sending the

response.

When included, this header shall indicate the target AMF
serving the created UE Context.

Table 6.1.3.2.3.1-5: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
Table 6.1.3.2.3.1-6: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
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Table 6.1.3.2.4.1-1: Custom operations

Operation Name

Custom operation URI

Mapped
HTTP method

Description

release lue- POST Release an existing individual
contexts/{ueContextld}/release ueContext resource.
It is used for the Release UE
Context service operation.
assign-ebi Jue- POST Assign EPS bearer ID(s) towards
contexts/{ueContextld}/assign- EPS bearer(s) mapped from QoS
ebi Flow(s), for a PDU session for the
UE.
It is used for EBIAssignment service
operation.
transfer lue- POST Transfer an existing individual
contexts/{ueContextld}/transfer ueContext resource from old AMF to
new AMF.
It is used for the UEContextTransfer
service operation.
transfer-update lue- POST Update the source AMF about the
contexts/{ueContextld}/transfer- status of UE registration at the
update target AMF.
It is used for the
RegistrationStatusUpdate service
operation.
relocate lue- POST Relocate an existing individual
contexts/{ueContextld}/relocate ueContext resource.
It is used for the RelocateUEContext
service operation.
relocate lue- POST Cancel a UE Context Relocation.
contexts/{ueContextld}/cancel- It is used for the
relocate CancelRelocateUEContext service
operation.
6.1.3.2.4.2 Operation: release (POST)
6.1.3.2.4.2.1 Description

This ueContextld identifies the individual ueContext resource is composed by UE's SUPI or PEI, See table 6.1.3.2.2-1.

6.1.3.2.4.2.2

Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.2.2-1 and the response data structure
and response codes specified in table 6.1.3.2.4.2.2-2.

Table 6.1.3.2.4.2.2-1: Data structures supported by the (POST) release Request Body on this resource

Data type P

Cardinality

Description

UEContextReleas | M

e

1

The information used for releasing of the UE Context
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Table 6.1.3.2.4.2.2-2: Data structures supported by the (POST) release Response Body on this

resource
Data type P |Cardinality |[Response Description
codes
n/a 204 No This case represents the handover is cancelled
Content successfully.
RedirectResponse O [0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O [0..1 308 Permanent redirection.
Permanent [(NOTE 2)
Redirect
ProblemDetails O (0.1 403 The "cause" attribute may be used to indicate one of
Forbidden |[the following application errors:
- UNSPECIFIED
- SUPI_OR_PEI_UNKNOWN
See table 6.1.7.3-1 for the description of this error.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of
Found the following application errors:
- CONTEXT_NOT_FOUND
See table 6.1.7.3-1 for the description of this error.
NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.3.2.4.2.2-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
Table 6.1.3.2.4.2.2-4: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
6.1.3.2.4.3 Operation: assign-ebi (POST)
6.1.3.2.4.3.1 Description

This ueContextld identifies the individual ueContext resource is composed by UE's SUPI or PEI, see Table 6.1.3.2.2-1.

6.1.3.2.4.3.2 Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.3.2-1 and the response data structure
and response codes specified in table 6.1.3.2.4.3.2-2.
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Table 6.1.3.2.4.3.2-1; Data structures supported by the (POST) assign-ebi Request Body on this

resource

Data type

Cardinality

Description

AssignEbiData

1

The information required for AMF to allocate EPS bearer ID(s) or to update
the mapping of EBI and ARP for a QoS flow to which an EBI is already

allocated.
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Table 6.1.3.2.4.3.2-2: Data structures supported by the (POST) assign-ebi Response Body on this

resource
Data type Cardinality |Response Description
codes
AssignedEbiData 1 200 OK Represent successful assignment of EPS bearer ID service
operation, with the assigned EBIs included, or represent
successful update of the mapping of EBI and ARP for a QoS flow
to which an EBI is already allocated.
AMF may allocate only a subset of the requested EBIs, when not
enough available EBI(s) can be allocated, e.g. when other PDU
sessions with higher ARP have occupied too many EBIs. If the
POST request body contained "releasedEbiList" the AMF shall
release those EBI(s) and shall include the "releaseEbiList" IE in
the POST response body.
(NOTE 2)
RedirectResponse 0..1 307 Temporary redirection.
Temporary |(NOTE 3)
Redirect
RedirectResponse 0.1 308 Permanent redirection.
Permanent [(NOTE 3)
Redirect
AssignEbiError 0.1 403 This represents the case when none of the requested EBI(s) can
Forbidden |be assigned by the AMF. The "cause" attribute of the
ProblemDetails shall be set to:

- EBI_EXHAUSTED, if the number of EBIs allocated for the
UE has already reached the maximum limit.

- EBI_REJECTED_LOCAL_POLICY, if the EBI allocation is
rejected due to local policies at the AMF as specified in
clause 4.11.1.4.1 of 3GPP TS 23.502 [3].

- EBI_REJECTED_NO_N26, if the EBI allocation was
rejected when the AMF is in a serving PLMN that does
not support 5GS-EPS interworking procedures with N26
interface as specified in clause 5.17.2.3.1 of
3GPP TS 23.501 [2].

ProblemDetails 0.1 403 This error shall only be returned by an SCP for errors it
Forbidden |originates.

AssignEbiError 0.1 409 This represents the case when none of the requested EBI(s) can
Conflict be assigned by the AMF. The "cause" attribute of the

ProblemDetails shall be set to:
- TEMPORARY_REJECT_REGISTRATION_ONGOING, if
there is an ongoing registration procedure.

- TEMPORARY_REJECT_HANDOVER_ONGOING, if
there is an ongoing N2 handover procedure or an ongoing
Xn handover procedure.

(NOTE 2)

NOTE 2:

NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
When receiving EBI assignment request during Xn Handover or N2 Handover, the AMF may either reject the
request with the TEMPORARY_REJECT_HANDOVER_ONGOING application error in a 409 Conflict
response or proceed with assigning EBIs with a 200 OK response. In the latter case, upon receipt of the 200
OK response, the SMF shall take the assigned EBIs into account in subsequent processing.

NOTE 3: RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
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Table 6.1.3.2.4.3.2-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.1.3.2.4.3.2-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

6.1.3.24.4 Operation: transfer (POST)

6.1.3.2.4.4.1 Description

This ueContextld identifies the individual ueContext resource is composed by UE's 5G-GUTI or SUPI, see
Table6.1.3.2.2-1.

6.1.3.2.4.4.2 Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.4.2-1 and the response data structure
and response codes specified in table 6.1.3.2.4.4.2-2.

Table 6.1.3.2.4.4.2-1: Data structures supported by the (POST) transfer Request Body on this

resource
Data type P Card;nallt Description
UeContextTransferRegData M |1 Represents to start transferring of an individual ueContext
resource from old AMF to new AMF.
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Table 6.1.3.2.4.4.2-2: Data structures supported by the (POST) transfer Response Body on this

resource
Data type P | Cardinalit Response Description
y codes
UeContextTransferRspData 1 200 OK Indicates the transferring of the individual

ueContext resource is started successfully.

M
RedirectResponse 0 ]0..1 307 Temporary [Temporary redirection.
Redirect (NOTE 2)
RedirectResponse 0 1]0..1 308 Permanent [Permanent redirection.
Redirect (NOTE 2)

ProblemDetails O (0.1 403 Forbidden |Indicates that AMF can understand the request
but cannot fulfil the request due to errors. If the
integrity check of the included complete
registration message fails at the source AMF the
"cause" attribute is set to:

- INTEGRITY_CHECK_FAIL.
See table 6.1.7.3-1 for the description of these
errors.

ProblemDetails 0 ]0..1 404 Not Found |If the AMF does not have the requested UE

context, the AMF shall return this status code and
the "cause" attribute is set to:
- CONTEXT_NOT_FOUND

See table 6.1.7.3-1 for the description of these
errors.

NOTE 1:

NOTE 2:

The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type
(see clause 5.2.7 of 3GPP TS 29.500 [4]).

RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.3.2.4.4.2-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance ID towards which
the request is redirected

Table 6.1.3.2.4.4.2-4: Headers supported by the 308 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-I1d

string

Identifier of the target NF (service) instance ID towards which
the request is redirected

6.1.3.2.4.5

6.1.3.2.45.1

Operation: transfer-update (POST)

Description

This ueContextld identifies the individual ueContext resource is composed by UE's 5G-GUTI, see Table 6.1.3.2.2-1.
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6.1.3.2.45.2 Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.5.2-1 and the response data structure
and response codes specified in table 6.1.3.2.4.5.2-2.

Table 6.1.3.2.4.5.2-1: Data structures supported by the (POST) transfer-update Request Body on this

resource
Data type P Card;nallt Description
UeRegStatusUpdateRegData | M |1 Represents to the update of status on the transferring of an
individual ueContext resource from old AMF to new AMF.

Table 6.1.3.2.4.5.2-2: Data structures supported by the (POST) transfer-update Response Body on
this resource

Data type P | Cardinalit Response Description
y codes
UeRegStatusUpdateRspDat (M |1 200 OK Indicates the update of UE context transfer status
a is successful at the source AMF.
RedirectResponse 0 ]0..1 307 Temporary [Temporary redirection.
Redirect (NOTE 2)
RedirectResponse O (0.1 308 Permanent [Permanent redirection.
Redirect (NOTE 2)
ProblemDetails O (0.1 403 Forbidden |Indicates that AMF can understand the request
but cannot fulfil the request due to errors.
ProblemDetails 0 ]0..1 404 Not Found |If the AMF does not have the requested UE
context, the AMF shall return this status code and
the "cause" attribute is set to:
- CONTEXT_NOT_FOUND

NOTE 1:

NOTE 2:

The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type
(see clause 5.2.7 of 3GPP TS 29.500 [4]).

RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.3.2.4.5.2-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P

Cardinality

Description

Location

string

M

1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance ID towards which
the request is redirected

Table 6.1.3.2.4.5.2-4: Headers supported by the 308 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance ID towards which
the request is redirected
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The ueContextld identifying the individual ueContext resource is composed by UE's SUPI or PEI, see Table 6.1.3.2.2-1.

6.1.3.2.4.6.2

Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.6.2-1 and the response data structure
and response codes specified in table 6.1.3.2.4.5.2-2.

Table 6.1.3.2.4.6.2-1: Data structures supported by the (POST) relocate Request Body on this

resource

Data type

P | Cardinalit

y

Description

UeContextRelocateData

M |1

Defines the UE Context to be relocated to a new AMF.

Table 6.1.3.2.4.6.2-2: Data structures supported by the (POST) relocate Response Body on this

resource
Data type P | Cardinalit Response Description
y codes
UeContextRelocatedData M |1 201 Created This case represents the successful relocation of
UE Context to a new AMF.
Upon success, a response body is returned
containing the newly created UE Context in new
AMF.
RedirectResponse O 0.1 307 Temporary |Temporary redirection.
Redirect (NOTE 2)
RedirectResponse 0 1]0..1 308 Permanent [Permanent redirection.
Redirect (NOTE 2)
ProblemDetail 0 ]0..1 403 Forbidden |This case represents an unsuccessful relocation

of UE Context to a new AMF.

The "cause" attribute may be used to indicate one
of the following application errors:

-  HANDOVER_FAILURE

NOTE 1:

NOTE 2:

The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type
(see clause 5.2.7 of 3GPP TS 29.500 [4]).
RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.3.2.4.6.2-3: Headers supported by the 307 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP, see clause 6.10.9.1 in

3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance ID towards which
the request is redirected
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Table 6.1.3.2.4.6.2-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description

Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which

Nf-1d the request is redirected

6.1.3.2.4.7 Operation: cancel-relocate (POST)

6.1.3.2.4.7.1 Description

This ueContextld identifying the individual ueContext resource is composed by UE's SUPI or PEI, Seetable 6.1.3.2.2-
1.

6.1.3.2.4.7.2 Operation Definition

This operation shall support the request data structures specified in table 6.1.3.2.4.7.2-1 and the response data structure
and response codes specified in table 6.1.3.2.4.2.7-2.

Table 6.1.3.2.4.7.2-1: Data structures supported by the (POST) release Request Body on this resource

Data type P
UEContextCancel [ M |1
RelocateData

Cardinality Description

The information used for cancellation of UE Context Relocation.

Table 6.1.3.2.4.2.7-2: Data structures supported by the (POST) release Response Body on this

resource
Data type P |Cardinality |[Response Description
codes
n/a 204 No This case represents the handover is cancelled

Content successfully.
RedirectResponse 0 |0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O (0..1 308 Permanent redirection.
Permanent [(NOTE 2)
Redirect
ProblemDetails O (0.1 403 The "cause" attribute may be used to indicate one of
Forbidden |the following application errors:
- UNSPECIFIED
- SUPI_OR_PEI_UNKNOWN
See table 6.1.7.3-1 for the description of this error.
ProblemDetails O (0.1 404 Not The "cause" attribute may be used to indicate one of
Found the following application errors:

- CONTEXT_NOT_FOUND

See table 6.1.7.3-1 for the description of this error.

NOTE 1:

NOTE 2:

The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
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Table 6.1.3.2.4.2.7-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
v For the case when a request is redirected to the same target
resource via a different SCP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.1.3.2.4.2.7-4: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

6.1.3.3 Resource: N1N2 Subscriptions Collection for Individual UE Contexts
6.1.3.3.1 Description

This resource represents the collection under an individual UE context for storing the subscriptions for notifications of
UE specific N1 and N2 message types. This resource is modelled as the Collection resource archetype (see clause C.2
of 3GPP TS 29.501 [5]).

6.1.3.3.2 Resource Definition

Resource URI: {apiRoot}/namf-comm/<apiV er sion>/{ueContextl d}/n1-n2-messages/subscriptions

This resource shall support the resource URI variables defined in table 6.1.3.3.2- 1.

Table 6.1.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
apiVersion |[string See clause 6.1.1.
ueContextld |string Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2]
clause 5.9.2)

pattern: see pattern of type Supi in 3GPP TS 29.571 [6]
Or represents the Permanent Equipment Identifier (see 3GPP TS 23.501 [2]
clause 5.9.3)

pattern: "(imei-[0-9]{15}]imeisv-[0-9]{16}].+)"

When the ueContextld is composed by UE's SUPI or PEI, UE's PEI shall be used for the case:
- If the UE isemergency registered and the UE is UICCless;
- If the UE isemergency registered but SUPI is not authenticated.

For other cases, UE's SUPI shall be used.
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Resource Standard Methods

POST

This method creates an individual N1/N2 information subscription resource for UE related N1/N2 information. This
method is used by NF Service Consumers (e.g. PCF) to subscribe for notifications about UE related N1/N2 Information.

This method shall support the request data structures specified in table 6.1.3.3.3.1-2 and the response data structures and
response codes specified in table 6.1.3.3.3.1-3.

Table 6.1.3.3.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
UeN1N2InfoSubs | C [0..1 Representation of the subscription for N1 and/or N2 information notification. It
criptionCreateDat shall contain the information regarding N1 and/or N2 information to be notified
a and the callback URI for the respective notifications.

Table 6.1.3.3.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
UeN1N2InfoSubs | C |0..1 201 This case represents the successful creation of the subscription
criptionCreatedDa Created for N1 and/or N2 information notification.
ta
Upon success, a response body is returned containing the
representation describing the status of the request.
The Location header shall contain the location (URI) of the
created subscription resource.
RedirectRespons | O |0..1 307 Temporary redirection.
e Temporary |(NOTE 2)
Redirect
RedirectRespons | O (0.1 308 Permanent redirection.
e Permanent [(NOTE 2)
Redirect

NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).

NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
Table 6.1.3.3.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/namf-comm/<apiVersion>/ue-
contexts/{ueContextld}/n1-n2-
messages/subscriptions/{subscriptionld}
Table 6.1.3.3.3.1-5: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
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Table 6.1.3.3.3.1-6: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
6.1.3.3.4 Resource Custom Operations

There are no custom operations supported on this resource.
6.1.3.4 Resource: N1N2 Individual Subscription

6.1.3.4.1 Description

This resource represents the individual subscription for the subscription for notifications of UE specific N1 and N2
message types.

Thisresource is modelled as the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).

6.1.3.4.2 Resource Definition

Resource URI: {apiRoot}/namf-comm/<apiVer sion>/{ueContextl d}/n1-n2-
messages/subscriptions/{subscriptionl d}

This resource shall support the resource URI variables defined in table 6.1.3.4.2-1.

Table 6.1.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
apiVersion string See clause 6.1.1.
ueContextld |string Represents the Subscription Permanent Identifier (see 3GPP TS 23.501 [2]
clause 5.9.2)

pattern: see pattern of type Supi in 3GPP TS 29.571 [6]
Or represents the Permanent Equipment Identifier (see 3GPP TS 23.501 [2]
clause 5.9.3)

pattern: "(imei-[0-9]{15}/imeisv-[0-9]{16}|.+)"
subscriptionld (string Represents the individual subscription to the UE specific N1/N2 message
notification.

When the ueContextld is composed by UE's SUPI or PEI, UE's PEI shall be used for the case:
- If the UE isemergency registered and the UE is UICCless;
- If the UE isemergency registered but SUPI is not authenticated.

For other cases, UE's SUPI shall be used.

6.1.3.4.3 Resource Standard Methods

6.1.3.4.3.1 DELETE

This method deletes an individual N1/N2 message notification subscription resource for an individual UE. This method
isused by NF Service Consumers (e.g. PCF) to unsubscribe for notifications about UE related N1/N2 information.
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This method shall support the request data structures specified in table 6.1.3.4.3.1-2 and the response data structures and
response codes specified in table 6.1.3.4.3.1-3.

Table 6.1.3.4.3.1-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 6.1.3.4.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No
Content
RedirectRespons | O (0..1 307 Temporary redirection.
e Temporary |(NOTE 2)
Redirect
RedirectRespons | O |0..1 308 Permanent redirection.
e Permanent [(NOTE 2)
Redirect
ProblemDetails O |0.1 404 Not If the resource corresponding to the Subscriptionld cannot be
Found found, the AMF shall return this status code. The "cause"
attribute is set to:
- SUBSCRIPTION_NOT_FOUND

NOTE 1: The mandatory HTTP error status code for the DELETE method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).

NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
Table 6.1.3.4.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description

Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which

Nf-1d the request is redirected

Table 6.1.3.4.3.1-5: Headers supported by the 308 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance ID towards which
the request is redirected

6.1.3.4.4

Resource Custom Operations

There are no custom operations supported on this resource.
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6.1.3.5 Resource: N1N2 Messages Collection

6.1.3.5.1 Description

This resource represents the collection on which UE related N1 messages and N2 information transfer are initiated and
the N1 information for the UE is stored temporarily until the UE is reachable. This resource is modelled with the
Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).

6.1.3.5.2 Resource Definition

Resource URI: { apiRoot} /namf-comm/<apiV ersion>/ue-contexts/{ ueContextl d} /n1-n2-messages

This resource shall support the resource URI variables defined in table 6.1.3.5.2-1.

Table 6.1.3.5.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
apiVersion |[string See clause 6.1.1.
ueContextld |string Represents the Subscription Permanent Identifier

(see 3GPP TS 23.501 [2] clause 5.9.2)
pattern: see pattern of type Supi in
3GPP TS 29.571 [6]
Or represents the Permanent Equipment Identifier
(see 3GPP TS 23.501 [2] clause 5.9.3)
pattern: "(imei-[0-9]{15}|imeisv-[0-9]{16})"
Or represents the LCS Correlation ID (see
3GPP TS 29.572 [25] clause 6.1.6.3.2) (NOTE)
pattern: "(cid-.{1,255})"
NOTE: The LCS Correlation ID shall only be applied when transferring LCS related UE-Specific N1 and/or N2
messages.

When the ueContextld is composed by UE's SUPI, UE's PEI or LCS Correlation 1D, LCS Correlation 1D shall be used
for the case:

- Ifthe UEID is not provided by AMF to the LMF in a previously location request.
Otherwise, UE's PEI shall be used for the case:

- If the UE is emergency registered and the UE is UICCless,

- If the UE is emergency registered but SUPI is not authenticated.
For other cases, UE's SUPI shall be used.

6.1.3.5.3 Resource Standard Methods

6.1.3.5.3.1 POST

This method initiates a N1 message and/or N2 message transfer at the AMF and may create a resource to store the N1
and/or N2 message as specified in clause 5.2.2.3.1.2, e.g. if asynchronous type communication isinvoked or if the UE is
paged.

This method shall support the request data structures specified in table 6.1.3.5.3.1-1 and the response data structures and
response codes specified in table 6.1.3.5.3.1-2.
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Table 6.1.3.5.3.1-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
N1N2MessageTr | M |1 This contains:
ansferReqData - N1 message, if the NF Service Consumer requests to transfer an N1

message to the UE or;

- N2 information, if the NF Service Consumer requests to transfer an N2
information to the 5G-AN or;

- both, if the NF Service Consumer requests to transfer both an N1
message to the UE and an N2 information to the 5G-AN.
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Table 6.1.3.5.3.1-2: Data structures supported by the POST Response Body on this resource
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Data type

Cardinality

Response
codes

Description

N1N2MessageTransferRspData

M

1

202
Accepted

This case represents the successful storage of the N1/N2
information at the AMF when asynchronous communication is
invoked or when the AMF pages the UE. If the AMF pages the
UE, it shall store the N1/N2 message information until the UE
responds to paging.

The cause included in the response body shall be set to one
of the following values:

- WAITING_FOR_ASYNCHRONOUS_TRANSFER

- ATTEMPTING_TO_REACH_UE

The HTTP response shall include a "Location" HTTP header
that contains the resource URI of the created resource. In this
release, the URI shall only be used by NF Service consumer
to correlate the possible N1/N2 Message Transfer Failure
Notification with the related N1/N2 Message Transfer
Operation. The NF service consumer shall not send any
service requests towards the URI received in the Location
header.

N1N2MessageTransferRspData

M

200 OK

This represents the cases where:
- the AMF is able to successfully transfer the N1/N2
message to the UE and/or the AN;

- the AMF skips sending and discards the N1 message
when UE is in CM-IDLE and the "skiplnd" is set to
"true" in the request; or

- the AMF skips sending and discards the N2 message
as well as the possibly included N1 message, when
the UE is in CM-CONNECTED state and the UE is
outside of the validity area included in the
N1N2MessageTransfer Request.

The cause included in the response body shall be to one of
the following values:

- N1_N2_TRANSFER_INITIATED

- N1_MSG_NOT_TRANSFERRED

- N2_MSG_NOT_TRANSFERRED

RedirectResponse

0.1

307
Temporary
Redirect

Temporary redirection.

When the related UE context is not fully available at the target
NF Service Consumer (e.g. AMF) during a planned
maintenance case (e.g. AMF planned maintenance without
UDSF case), the "cause" attribute shall be set to:

- NF_CONSUMER_REDIRECT_ONE_TXN

See table 6.1.7.3-1 for the description of these errors

(NOTE 2)

RedirectResponse

0.1

308
Permanent
Redirect

Permanent redirection.

(NOTE 2)

ProblemDetails

0.1

403
Forbidden

The "cause" attribute may be used to indicate one of the
following application errors:

- UE_IN_NON_ALLOWED_AREA

- UE_WITHOUT_N1_LPP_SUPPORT

- UNSPECIFIED

- SM_CONTEXT_RELOCATION_REQUIRED

- INVALID_PRU

See table 6.1.7.3-1 for the description of these errors.
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ProblemDetails (e}

0.1

404 Not
Found

When the related UE is not found in the NF Service
Consumer (e.g. AMF), the "cause" attribute shall be set to:
- CONTEXT_NOT_FOUND

See table 6.1.7.3-1 for the description of these errors.

N1N2MessageTransferError (0]

0.1

409
Conflict

This represents the case where the AMF rejects the
N1N2MessageTransfer request due to one of the following
reasons. The cause attribute of the ProblemDetails structure
shall be set to:

-  HIGHER_PRIORITY_REQUEST_ONGOING, if there is
already an ongoing paging procedure with higher or same
priority;

-  TEMPORARY_REJECT_REGISTRATION_ONGOING, if
there is an ongoing registration procedure (see
clause 4.2.3.3 of 3GPP TS 23.502 [3]);

-  TEMPORARY_REJECT_HANDOVER_ONGOING, if
there is an ongoing Xn or N2 handover procedure (see
clause 4.9.1.2.1 and 4.9.1.3.1 of 3GPP TS 23.502 [3]).

- TEMPORARY_REJECT_SR_ONGOING, if the AMF
rejects a N1/N2 Message Transfer Request including a
PDU Session Resource Setup Request Transfer IE due to
an on-going Service Request procedure for the same
PDU session (see clause 4.2.3.2 of 3GPP TS 23.502 [3]);

- UE_IN_CM_IDLE_STATE, if this is a request to transfer a
N2 PDU Session Resource Modify Request or a N2 PDU
Session Resource Release Command to a 5G-AN, and if
the UE is in CM-IDLE state at the AMF for the Access
Network Type associated to the PDU session.

- MAX_ACTIVE_SESSIONS_EXCEEDED, if the RAT type
is NB-1oT, and the UE already has 2 PDU Sessions with
active user plane resources.

-  REJECTION_DUE_TO_PAGING_RESTRICTION, if
Paging Restrictions information restricts the
N1N2MessageTransfer request from causing paging as
specified in 3GPP TS 23.501 [2] clause 5.38.5

See table 6.1.7.3-1 for the description of these errors.

The AMF may additionally provide the "retryAfter" IE in order
for the NF service consumer to throttle sending further N1/N2
Message Transfer request for a short period, e.g. when there
is ongoing paging procedure with higher or same priority or a
ongoing registration procedure.

N1N2MessageTransferError (0]

0.1

504
Gateway
Timeout

This represents the case where the UE is not reachable at the

AMF and the AMF is unable to page the UE. The cause

attribute of the ProblemDetails structure shall be set to:

- UE_NOT_REACHABLE, if the UE is not reachable for
paging;

- UE_NOT_RESPONDING, if the UE is not responding for
a previous paging.

See table 6.1.7.3-1 for the description of these errors.

The AMF may additionally provide the "retryAfter" IE in order
for the NF service consumer to throttle sending further N1/N2
Message Transfer request for a short period, e.g. when UE is
not responding to paging.

ProblemDetails (e}

0.1

504
Gateway
Timeout

This error shall only be returned by an SCP or a SEPP for
errors they originate.

NOTE 1:

NOTE 2:

The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4] also
apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of

3GPP TS 29.500 [4]).

RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
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Table 6.1.3.5.3.1-3: Headers supported by the 202 Response Code on this resource

Name

Data type

P | Cardinality

Description

Location

string

M |1

The URI of the resource located on the AMF to which the
status of the NIN2 message transfer is held

Table 6.1.3.5.3.1-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description

Location string M |1 The URI of the resource located on an alternative service
instance within the same AMF or AMF (service) set to which
the request is redirected.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which

Nf-1d the request is redirected

Table 6.1.3.5.3.1-5: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description

Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which

Nf-1d the request is redirected

6.1.3.6 Resource: subscriptions collection

6.1.3.6.1 Description

This resource represents a collection of subscriptions of NF service consumers to the status change of the AMF
identified by the GUAMI(s).

Thisresource is modelled as the Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).

6.1.3.6.2

Resource

Definition

Resource URI:{ api Root} /namf-comm/<apiV ersion>/subscriptions

This resource shall support the resource URI variables defined in table 6.1.3.6.2-1.

Table 6.1.3.6.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
apiVersion |string See clause 6.1.1.
6.1.3.6.3 Resource Standard Methods
6.1.3.6.3.1 POST

ETSI TS 129 518 V18.6.0 (2024-07)

This method creates a new subscription. This method shall support the URI query parameters specified in table
6.1.3.6.3.1-1.
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Table 6.1.3.6.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.6.3.1-2 and the response data structures and
response codes specified in table 6.1.3.6.3.1-3.

Table 6.1.3.6.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
SubscriptionData | M |1 The request body contains the input parameters for the subscription. These
parameters include, e.g.:
- GUAMI(s)
- amfStatusUri

Table 6.1.3.6.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P [Cardinality |[Response Description
codes
SubscriptionData M (1 201 This case represents the successful creation of a

Created subscription.

Upon success, the HTTP response shall include a
"Location" HTTP header that contains the resource
URI of the created resource.

RedirectResponse O |0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O |0..1 308 Permanent redirection.
Permanent [(NOTE 2)
Redirect
ProblemDetails O |0..1 403 The "cause" attribute may be used to indicate one of
Forbidden |[the following application errors:
- UNSPECIFIED

See table 6.1.7.3-1 for the description of this error.
NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.3.6.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/namf-
comm/<apiVersion>/subscriptions/{subscriptionid}

Table 6.1.3.6.3.1-5: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
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Table 6.1.3.6.3.1-6: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description

Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which

Nf-1d the request is redirected

6.1.3.7 Resource: individual subscription

6.1.3.7.1 Description

This resource represents an individual subscription of a NF service consumer to the status change of the AMF identified
by the GUAMI(s).

Thisresource is modelled as the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).

6.1.3.7.2 Resource Definition
Resource URI: { apiRoot} /namf-comm/<apiV ersion>/subscriptions/{ subscriptionl d}

This resource shall support the resource URI variables defined in table 6.1.3.7.2- 1.

Table 6.1.3.7.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
apiVersion string See clause 6.1.1.
subscriptionld [string Represents a specific subscription

6.1.3.7.3

Resource Standard Methods

6.1.3.7.3.1

DELETE

This method terminates an existing subscription. This method shall support the URI query parameters specified in table
6.1.3.7.3.1-1.

Table 6.1.3.4.3.1-1: URI query parameters supported by the DELETE method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 6.1.3.7.3.1-2 and the response data structures and
response codes specified in table 6.1.3.7.3.1-3.

Table 6.1.3.7.3.1-2: Data structures supported by the DELETE Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 6.1.3.7.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P |Cardinality |[Response Description
codes
204 No This case represents a successful deletion of the
Content subscription.
RedirectResponse O (0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O (0.1 308 Permanent redirection.
Permanent [(NOTE 2)
Redirect
ProblemDetails O |0..1 404 Not If the resource corresponding to the Subscriptionld
Found cannot be found, the AMF shall return this status
code. The "cause" attribute is set to:
-  SUBSCRIPTION_NOT_FOUND
NOTE 1: The mandatory HTTP error status code for the DELETE method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
Table 6.1.3.7.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
Table 6.1.3.7.3.1-5: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
6.1.3.7.3.2 PUT

This method replaces an existing subscription completely. This method shall support the URI query parameters
specified in table 6.1.3.7.3.2-1.

Table 6.1.3.7.3.2-1: URI query parameters supported by the PUT method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 6.1.3.7.3.2-2 and the response data structures and
response codes specified in table 6.1.3.7.3.2-3.
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Table 6.1.3.7.3.2-2: Data structures supported by the PUT Request Body on this resource

Data type

P | Cardinality

Description

SubscriptionData

M |1

The request body contains the input parameters for the subscription. These
parameters include, e.g.:

- GUAMI(s)

- amfStatusUri

Table 6.1.3.7.3.2-3: Data structures supported by the PUT Response Body on this resource

Data type P [Cardinality |[Response Description
codes
SubscriptionData M (1 200 OK This case represents a successful replacement of
the subscription.
n/a 204 No Represents the events subscription modification
Content provided by the NF Service Consumer is accepted
entirely.
RedirectResponse O (0.1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O |0..1 308 Permanent redirection.
Permanent |(NOTE 2)
Redirect
ProblemDetails O |0..1 403 This case represents the failure update of an
Forbidden [existing subscription.
NOTE 1: The mandatory HTTP error status code for the PUT method listed in Table 5.2.7.1-1 of 3GPP TS 29.500 [4]
also apply, with response body containing an object of ProblemDetails data type (see clause 5.2.7 of
3GPP TS 29.500 [4)).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
Table 6.1.3.7.3.2-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
Table 6.1.3.7.3.2-5: Headers supported by the 308 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
6.1.3.8 Resource: Non UE N2 Messages Collection
6.1.3.8.1 Description

This resource represents the collection on which custom operations to transfer the N2 message towards the 5G-AN are
specified. This resource is modelled with the Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).
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6.1.3.8.2 Resource Definition
Resource URI: {apiRoot}/namf-comm/<apiV er sion>/non-ue-n2-messages

This resource shall support the resource URI variables defined in table 6.1.3.8.2-1.

Table 6.1.3.8.2-1: Resource URI variables for this resource

Name Data Type Definition
apiRoot String See clause 6.1.1
apiVersion |String See clause 6.1.1.
6.1.3.8.3 Resource Standard Methods

There are no resource standard methods for the non-ue-n2-messages collection resource in this release of this
specification.

6.1.3.8.4 Resource Custom Operations

6.1.3.8.4.1 Overview

Table 6.1.3.8.4.1-1: Custom operations

CPEIENE REN Custom operaration URI Ma%?;?]gg—rp Description
transfer {resourceUri}/transfer POST Transfer the N2 message to 5G-AN.

6.1.3.8.4.2 Operation: transfer

6.1.3.8.4.2.1 Description

The { resourceUri} /transfer custom operation is used to initiate a non UE associated N2 information transfer to the
identified 5G-AN nodes. This custom operation uses the HTTP POST method.

6.1.3.8.4.2.2 Operation Definition

This operation shall support the request data structures specified in table 6.1.3.8.4.2.2-1 and the response data structure
and response codes specified in table 6.1.3.8.4.2.2-2.

Table 6.1.3.8.4.2.2-1: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
N2InformationTra | M |1 Representation of the data to be sent to the 5G-AN node(s) by the AMF.
nsferRegData
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Table 6.1.3.8.4.2.2-2: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
N2InformationTra | M |1 200 OK Indicates AMF has successfully initiated the transferring of N2
nsferRspData Information to the AN..
RedirectRespons | O |0..1 307 Temporary redirection.
e Temporary |(NOTE 2)
Redirect
RedirectRespons | O (0.1 308 Permanent redirection.
e Permanent [(NOTE 2)
Redirect
N2InformationTra | O |0..1 400 Bad The "cause" attribute may be set to one of the errors defined in
nsferError Request Table 5.2.7.2-1 of 3GPP TS 29.500 [4].
ProblemDetails O |0..1 400 Bad This error shall only be returned by an SCP or a SEPP for
Request errors they originate.
N2InformationTra | O (0..1 403 The "cause" attribute may be set to one of the following
nsferError Forbidden |application errors:
- UNSPECIFIED
See table 6.1.7.3-1 for the description of these errors.
ProblemDetails O |0..1 403 This error shall only be returned by an SCP or a SEPP for
Forbidden |errors they originate.
N2InformationTra | O (0..1 404 Not The "cause" attribute may be set to one of the following
nsferError Found application errors:
- CONTEXT_NOT_FOUND
See table 6.1.7.3-1 for the description of these errors.
N2InformationTra | O |0..1 500 Internal |The "cause" attribute may be set to one of the errors defined in
nsferError Server Error |Table 5.2.7.2-1 of 3GPP TS 29.500 [4].
ProblemDetails O |0..1 500 Internal |This error shall only be returned by an SCP or a SEPP for
Server Error_|errors they originate.
N2InformationTra | O [0..1 503 Service |The "cause" attribute may be set to one of the errors defined in
nsferError Unavailable [Table 5.2.7.2-1 of 3GPP TS 29.500 [4].
ProblemDetails O |0..1 503 Service |This error shall only be returned by an SCP or a SEPP for
Unavailable |errors they originate.
NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
Table 6.1.3.8.4.2.2-3: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.1.3.8.4.2.2-4: Headers supported by the 308 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-Id

string

Identifier of the target NF (service) instance ID towards which
the request is redirected
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6.1.3.9 Resource: Non UE N2 Messages Subscriptions Collection

6.1.3.9.1 Description

This resource represents the collection on which individual subscriptions for non UE N2 messages from the 5G-AN are
stored. This resource is modelled with the Collection resource archetype (see clause C.2 of 3GPP TS 29.501 [5]).

6.1.3.9.2 Resource Definition
Resource URI: {apiRoot}/namf-comm/<apiV er sion>/non-ue-n2-messages/subscriptions

This resource shall support the resource URI variables defined in table 6.1.3.9.2-1.

Table 6.1.3.9.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
apiVersion |string See clause 6.1.1.

6.1.3.9.3 Resource Standard Methods

6.1.3.9.3.1 POST

This method creates an individual N2 information subscription resource for non UE related N2 information. This
method is used by NF Service Consumers (e.g. LMF, CBCF/PWS-IWF) to subscribe for notifications about non UE
related N2 Information from a specific 5G-AN node, or from any 5G-AN node.

This method shall support the request data structures specified in table 6.1.3.9.3.1-2 and the response data structures and
response codes specified in table 6.1.3.9.3.1-3.

Table 6.1.3.9.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
NonUeN2InfoSub | M |1 Representation of the subscription for N2 information notification.
scriptionCreateDa
ta
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Table 6.1.3.9.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
NonUeN2InfoSub | M |1 201 This case represents the successful creation of the subscription
scriptionCreatedD Created for N2 information notification.
ata

Upon success, a response body is returned containing the
representation describing the status of the request. The
Location header shall carry the location (URI) of the created
subscription resource.

RedirectRespons | O (0..1 307 Temporary redirection.
e Temporary |(NOTE 2)
Redirect
RedirectRespons | O |0..1 308 Permanent redirection.
e Permanent [(NOTE 2)
Redirect
ProblemDetails O |0.1 403 If the NF Service Consumer is not authorized to subscribe for

Forbidden |non UE N2 message notifications, the AMF shall return this
status code with the ProblemDetails
NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.3.9.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/namf-comm/<apiVersion>/non-ue-n2-
messages/subscriptions/{n2NotifySubscriptionld}

Table 6.1.3.9.3.1-5: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
Or the same URYI, if a request is redirected to the same target
resource via a different SCP.
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.1.3.9.3.1-6: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
Or the same URI, if a request is redirected to the same target
resource via a different SCP.

3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
6.1.3.9.4 Resource Custom Operations

There are no custom operations supported on this resource.
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6.1.3.10 Resource: Non UE N2 Message Notification Individual Subscription

6.1.3.10.1 Description

This resource represents the individual subscription for the notifications of non UE specific N2 message types (e.g.
NRPPa, PWS Notifications).

Thisresource is modelled with the Document resource archetype (see clause C.1 of 3GPP TS 29.501 [5]).

6.1.3.10.2 Resource Definition

Resource URI: {apiRoot}/namf-comm/<apiV er sion>/non-ue-n2-messages/subscr iptions/{n2NotifySubscriptionl d}

This resource shall support the resource URI variables defined in table 6.1.3.10.2- 1.

Table 6.1.3.7.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 6.1.1
apiVersion string See clause 6.1.1.
n2NotifySubscriptionld |string Represents the individual subscription to the non UE specific N2 message
notification.
6.1.3.10.3 Resource Standard Methods
6.1.3.10.3.1 DELETE

This method deletes an individual N2 message notification subscription resource for non UE associated N2 information.
This method is used by NF Service Consumers (e.g. LMF) to unsubscribe for notifications about non UE related N2
information.

This method shall support the request data structures specified in table 6.1.3.10.3.1-2 and the response data structures
and response codes specified in table 6.1.3.10.3.1-3.

Table 6.1.3.10.3.1-2: Data structures supported by the DELETE Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 6.1.3.10.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No
Content
RedirectRespons | O |0..1 307 Temporary redirection.
e Temporary |(NOTE 2)
Redirect
RedirectRespons | O (0.1 308 Permanent redirection.
e Permanent [(NOTE 2)
Redirect
ProblemDetails O |0..1 404 Not If the resource corresponding to the Subscriptionld cannot be
Found found the AMF shall return this status code. The "cause"
attribute is set to:
- SUBSCRIPTION_NOT _FOUND

NOTE 1:

NOTE 2:

The mandatory HTTP error status code for the DELETE method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.3.10.3.1-5: Headers supported by the 307 Response Code on this resource

Name

Data type

P

Cardinality

Description

Location

string

M

1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance ID towards which
the request is redirected

Table 6.1.3.10.3.1-6: Headers supported by the 308 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

1

An alternative URI of the resource located on an alternative
service instance within the same AMF or AMF (service) set.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target NF (service) instance ID towards which
the request is redirected

6.1.3.10.4

Resource Custom Operations

There are no custom operations supported on this resource.

6.1.4

Custom Operations without associated resources

There are no custom operations without associated resources supported on Namf_Communication Service.

6.1.5

6.1.5.1

Notifications

General

The notifications provided by the Namf_Communication service are specified in this clause.
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Table 6.1.5.1-1: Callback overview

HTTP
method .
e Description
Notification Resource URI or (service operation)
custom
operation
AMEF Status Change Natification {amfStatusUri} POST
Non UE N2 Information Notification |{n2NotifyCallbackUri} POST
N1 Message Notification {n1NotifyCallbackUri} POST
UE Specific N2 Information . . POST
Notification {n2NotifyCallbackUri}
N1N2 Transfer Failure Notification |[{n1n2FailureTxfNotifURI} POST
6.1.5.2 AMF Status Change Notification
6.1.5.2.1 Description

If aNF service consumer (e.g. SMF) has subscribed to AMF Status Change on Namf_Communication Service, when
AMF aware of a change of its own status, AMF shall create a notification including the current state, and shall deliver
the notification to the call-back URI, following Subscribe/Notify mechanism defined in 3GPP TS 29.501 [5].

6.1.5.2.2 Notification Definition
Call-back URI: { amfStatusUri}

Cdll-back URI is provided by NF Service Consumer during creation of the subscription.
6.1.5.2.3 Notification Standard Methods

6.1.5.2.3.1 POST

This method shall support the request data structures specified in table 6.1.5.2.3.1-1 and the response data structures and
response codes specified in table 6.1.5.2.3.1-2.

Table 6.1.5.2.3.1-1: Data structures supported by the POST Request Body

Data type P | Cardinality Description
AmfStatusChang | M (1 Representation of the AMF status change notification.
eNotification
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Table 6.1.5.2.3.1-2: Data structures supported by the POST Response Body

Data type P |Cardinality |[Response Description
codes

n/a 204 No This case represents a successful notification of the
Content AMF status change.

RedirectResponse O (0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect

RedirectResponse O (0.1 308 Permanent redirection.
Permanent [(NOTE 2)
Redirect

ProblemDetails O |0..1 404 Not When context of the natification is not found,the
Found "cause" attribute shall be set to:

- CONTEXT_NOT_FOUND

NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
Table 6.1.5.2.3.1-3: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 A URI pointing to the endpoint of the NF service consumer to
which the notification should be sent. For the case when a
request is redirected to the same target resource via a
different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
Table 6.1.5.2.3.1-4: Headers supported by the 308 Response Code on this resource
Name Data type P [Cardinality Description
Location string M |1 A URI pointing to the endpoint of the NF service consumer
to which the notification should be sent. For the case when
a request is redirected to the same target resource via a
different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target-Nf-I1d  |string O |0.1 Identifier of the target NF (service) instance ID towards
which the request is redirected

6.1.5.3

6.1.5.3.1 Description

Non UE N2 Information Notification

This resource represents the callback reference provided by the NF Service Consumer (e.g. LMF, CBCF/PWS-IWF) to
receive notifications about N2 information that are not related to a UE.

6.1.5.3.2

Callback URI: { n2NotifyCallbackUri}

Notification Definition

This notification shall support the callback URI variables defined in table 6.1.5.2.2-1.
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Table 6.1.5.3.2-1: Callback URI variables for this notification

Name Definition
n2NotifyCallbackUri Callback reference provided by the NF Service Consumer during the subscription to this
notification.
6.1.5.3.3 Notification Standard Methods
6.1.5.3.3.1 POST

This method sends an N2 information notification to the NF Service Consumer (e.g. LMF, CBCFHPWS-IWF).

This method shall support the request data structures specified in table 6.1.5.3.3.1-2 and the response data structures and
response codes specified in table 6.1.5.3.3.1-3.

Table 6.1.5.3.3.1-2: Data structures supported by the POST Request Body

Data type P | Cardinality Description
N2InformationNoti | M |1 Representation of the N2 information notification.
fication

Table 6.1.5.3.3.1-3: Data structures supported by the POST Response Body

Data type P |Cardinality |[Response Description
codes
n/a 204 No This case represents a successful notification of the
Content N2 information to the NF service consumer.
RedirectResponse 0 |0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O (0.1 308 Permanent redirection.
Permanent |(NOTE 2)
Redirect
NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].

Table 6.1.5.3.3.1-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 A URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].

Table 6.1.5.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 A URI pointing to the endpoint of the NF service consumer
to which the notification should be sent
3gpp-Shi-Target-Nf-Id  |string O |0..1 Identifier of the target NF (service) instance ID towards
which the request is redirected
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This resource represents the callback reference provided by the NF Service Consumer (e.g. LMF) to receive
notifications about N1 message from the UE (e.g. L PP messages).

6.1.5.4.2

Callback URI: { n1NotifyCallbackUri }

Notification Definition

Cadlback URI is provided by the NF Service Consumer during the subscription to this notification. . The callback URI
for N1 message natification may also be obtained from the NRF, if the NF Service Consumer has registered it in the NF

Profile with the NRF.

6.1.5.4.3

6.1.5.4.3.1

POST

Notification Standard Methods

This method sends an N1 message notification to the NF Service Consumer (e.g. LMF).

This method shall support the request data structures specified in table 6.1.5.4.3.1-2 and the response data structures and
response codes specified in table 6.1.5.4.3.1-3.

Table 6.1.5.4.3.1-2: Data structures supported by the POST Request Body

Data type P | Cardinality Description
N1MessageNotifi | M |1 Representation of the N1 message notification.
cation

Table 6.1.5.4.3.1-3: Data structures supported by the POST Response Body

Data type P |Cardinality |[Response Description
codes
n/a 204 No This case represents a successful notification of the
Content N1 message to the NF service consumer.
RedirectResponse O (0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O (0.1 308 Permanent redirection.
Permanent [(NOTE 2)
Redirect
ProblemDetails O |0..1 403 This case represents, the NF service consumer
Forbidden |[failing to accept the processing of the notified N1
message. The detailed information shall be provided
in the ProblemDetails structure.

NOTE 1:

NOTE 2:

The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of

3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
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Table 6.1.5.4.3.1-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 A URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.1.5.4.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 A URI pointing to the endpoint of the NF service consumer
to which the notification should be sent.
For the case when a request is redirected to the same
target resource via a different SCP or SEPP, see
clause 6.10.9.1 in 3GPP TS 29.500 [4].
3gpp-Shi-Target-Nf-Id  |string O (0.1 Identifier of the target NF (service) instance ID towards
which the request is redirected

6.1.5.5 UE Specific N2 Information Notification

6.1.5.5.1 Description

This resource represents the callback reference provided by the NF Service Consumer (e.g. LMF) to receive
notifications about UE specific N2 information.

6.1.5.5.2 Notification Definition
Callback URI: { n2NotifyCallbackUri}

Callback URI is provided by the NF Service Consumer during the subscription to this notification.
6.1.5.5.3 Notification Standard Methods

6.1.5.5.3.1 POST
This method sends an N2 information notification to the NF Service Consumer (e.g. LMF).

This method shall support the request data structures specified in table 6.1.5.5.3.1-2 and the response data structures and
response codes specified in table 6.1.5.5.3.1-3.

Table 6.1.5.5.3.1-2: Data structures supported by the POST Request Body

Data type P | Cardinality Description
N2InformationNoti | M |1 Representation of the N2 information notification.
fication
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Table 6.1.5.5.3.1-3: Data structures supported by the POST Response Body

Data type P |Cardinality |Response Description
codes
n/a 204 No This case represents a successful notification of the
Content N2 information to the NF service consumer.
N2InfoNotificationRspData M (1 200 OK This case represents a successful notification of the
N2 information to the NF service consumer when
information needs to be returned in the response.
RedirectResponse O (0.1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O |0..1 308 Permanent redirection.
Permanent |(NOTE 2)
Redirect
NOTE 1: The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see
clause 5.2.7 of 3GPP TS 29.500 [4]).
NOTE 2: RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
Table 6.1.5.5.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M |1 A URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected
Table 6.1.5.5.3.1-5: Headers supported by the 308 Response Code on this resource
Name Data type P |Cardinality Description
Location string M |1 A URI pointing to the endpoint of the NF service consumer
to which the notification should be sent'.
For the case when a request is redirected to the same
target resource via a different SCP or SEPP, see
clause 6.10.9.1 in 3GPP TS 29.500 [4].
3gpp-Shi-Target-Nf-I1d  |string O |0..1 Identifier of the target NF (service) instance ID towards
which the request is redirected

6.1.5.6

6.1.5.6.1

Description

N1N2 Transfer Failure Notification

This resource represents the callback reference provided by the NF Service Consumer (e.g. SMF) to receive
notifications about failure to deliver N1/ N2 message.

6.1.5.6.2

Notification Definition

Callback URI: { n1n2FailureTxfNotifURI}

Cadlback URI is provided by the NF Service Consumer during the UE specific NIN2MessageT ransfer operation (see

clause 6.1.3.5.3.1.
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This method sends an N1/N2 message transfer failure notification to the NF Service Consumer (e.g. SMF).

This method shall support the request data structures specified in table 6.1.5.6.3.1-1 and the response data structures and
response codes specified in table 6.1.5.6.3.1-3.

Table 6.1.5.6.3.1-1: Data structures supported by the POST Request Body

Data type P | Cardinality Description
NIN2MsgTxfrFail | M |1 Representation of the N1/N2 message transfer failure notification.
ureNotification

The "cause" attribute shall be set to one of following cause value s (see
clause 6.1.6.3.6):
- UE_NOT_RESPONDING
- UE_NOT_REACHABLE_FOR_SESSION
- TEMPORARY_REJECT_REGISTRATION_ONGOING
- TEMPORARY_REJECT_HANDOVER_ONGOING
- REJECTION_DUE_TO_PAGING_RESTRICTION
- AN_NOT_RESPONDING
- FAILURE_CAUSE_UNSPECIFIED

The AMF may additionally provide the “retryAfter” IE in order for the NF
service consumer to throttle sending further N1/N2 Message Transfer
request for a short period, e.g. when UE is not responding to paging.

Table 6.1.5.6.3.1-2: Data structures supported by the POST Response Body

Data type P |Cardinality |[Response Description
codes
n/a 204 No This case represents a successful notification of the
Content N1/ N2 message transfer to the NF service
consumer.
RedirectResponse 0 |0..1 307 Temporary redirection.
Temporary |(NOTE 2)
Redirect
RedirectResponse O [0..1 308 Permanent redirection.
Permanent |(NOTE 2)
Redirect

NOTE 1:

NOTE 2:

The mandatory HTTP error status code for the POST method listed in Table 5.2.7.1-1 of
3GPP TS 29.500 [4] also apply, with response body containing an object of ProblemDetails data type (see

clause 5.2.7 of 3GPP TS 29.500 [4]).

RedirectResponse may be inserted by an SCP or SEPP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
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Table 6.1.5.6.3.1-3: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 A URI pointing to the endpoint of the NF service consumer to
which the notification should be sent.
For the case when a request is redirected to the same target
resource via a different SCP or SEPP, see clause 6.10.9.1 in
3GPP TS 29.500 [4].
3gpp-Shi-Target- |string O |0..1 Identifier of the target NF (service) instance ID towards which
Nf-1d the request is redirected

Table 6.1.5.6.3.1-4: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 A URI pointing to the endpoint of the NF service consumer
to which the notification should be sent.
For the case when a request is redirected to the same
target resource via a different SCP or SEPP, see
clause 6.10.9.1 in 3GPP TS 29.500 [4].
3gpp-Shi-Target-Nf-Id  |string O (0.1 Identifier of the target NF (service) instance ID towards
which the request is redirected

6.1.5.7 Void

6.1.6 Data Model

6.1.6.1 General
This clause specifies the application data model supported by the API.

Table 6.1.6.1-1 specifies the data types defined for the Namf_Communication service based interface protocol.
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Table 6.1.6.1-1: Namf_Communication specific Data Types

ETSI



3GPP TS 29.518 version 18.6.0 Release 18 132 ETSI TS 129 518 V18.6.0 (2024-07)

Data type Clause Description
defined
SubscriptionData 6.1.6.2.2 Data within an AMF Status Change Subscription
reguest and response.
AmfStatusChangeNotification 6.1.6.2.3 Data within an AMF Status Change Notification
reqguest.
AmfStatusinfo 6.1.6.2.4 AMEF Status Information
AssignEbiData 6.1.6.2.5 Data within an EBI assignment request.
AssignedEbiData 6.1.6.2.6 Data within a successful response to an EBI
assignment request.
AssignEbiFailed 6.1.6.2.7 Represents failed assignment of EBI(s)
UEContextRelease 6.1.6.2.8 Data within a Release UE Context request.
N2InformationTransferReqData 6.1.6.2.9 Data within a N2 Information Transfer request

containing the N2 information requested to be
transferred to 5G AN.
NonUeN2InfoSubscriptionCreateData [6.1.6.2.10 Data within a create subscription requestfor non-
UE specific N2 information notification.

NonUeN2InfoSubscriptionCreatedData |6.1.6.2.11 Data for the created subscription for non-UE
specific N2 information notification.

UeN1N2InfoSubscriptionCreateData 6.1.6.2.12 Data within a create subscription request for UE
specific N1 and/or N2 information notification.

UeN1N2InfoSubscriptionCreatedData [6.1.6.2.13 Data for the created subscription for UE specific
N1 and/or N2 information notification.

N2InformationNotification 6.1.6.2.14 Data within a N2 information notification request.
N2InfoContainer 6.1.6.2.15 N2 information container.
N1MessageNoatification 6.1.6.2.16 Data within a N1 message notification request.
N1MessageContainer 6.1.6.2.17 N1 Message Container.
N1N2MessageTransferReqData 6.1.6.2.18 Data within a N1/N2 message transfer request.
N1N2MessageTransferRspData 6.1.6.2.19 Data within a N1/N2 message transfer response.
RegistrationContextContainer 6.1.6.2.20 Registration Context Container used to send the

UE context information, N1 message from UE,
AN address etc during Registration with AMF re-
allocation procedure.

AreaOfValidity 6.1.6.2.21 Area of validity information for N2 information
transfer
UeContextTransferRegData 6.1.6.2.23 Data within a UE Context Transfer Request to

start transferring of an individual ueContext
resource from old AMF to new AMF.

UeContextTransferRspData 6.1.6.2.24 Data within a successful response to the UE
Context Transfer request.

UeContext 6.1.6.2.25 Represents an individual ueContext resource

N2SmInformation 6.1.6.2.26 Represents the session management SMF
related N2 information data part.

N2InfoContent 6.1.6.2.27 Represents a transparent N2 information content
to be relayed by AMF.

Nrppalnformation 6.1.6.2.28 Represents a NRPPa related N2 information
data part.

PwslInformation 6.1.6.2.29 Represents a PWS related information data part.

N1N2MsgTxfrFailureNotification 6.1.6.2.30 Data within a N1/N2 Message Transfer Failure
Notification request

N1N2MessageTransferError 6.1.6.2.31 Data within a N1/N2 Message Transfer Error
response.

N1IN2MsgTxfrErrDetail 6.1.6.2.32 N1/N2 Message Transfer Error Details

N2InformationTransferRspData 6.1.6.2.33 Data within a successful response to the N2

Information Transfer request to transfer N2
Information to the AN.

MmContext 6.1.6.2.34 Represents a Mobility Management Context in
UE Context
SeafData 6.1.6.2.35 Represents SEAF data derived from data

received from AUSF

ETSI



3GPP TS 29.518 version 18.6.0 Release 18 133 ETSI TS 129 518 V18.6.0 (2024-07)
NasSecurityMode 6.1.6.2.36 Indicates the NAS Security Mode
PduSessionContext 6.1.6.2.37 Represents a PDU Session Context in UE
Context

NssaiMapping 6.1.6.2.38 Represents the mapping between a S-NSSAIl in
serving PLMN to a S-NSSAI in home PLMN.

UeRegStatusUpdateRegData 6.1.6.2.39 Data within a UE registration status update
request to indicate a completion of transferring at
a target AMF.

AssignEbiError 6.1.6.2.40 Data within a failure response to the EBI
assignment request.

UeContextCreateData 6.1.6.2.41 Data within a request to create an individual
ueContext resource

UeContextCreatedData 6.1.6.2.42 Data within a successful response for creating
an individual ueContext resource

UeContextCreateError 6.1.6.2.43 Data within a failure response for creating a UE
context

NgRanTargetld 6.1.6.2.44 Indicates a NG RAN as target of the handover

N2InformationTransferError 6.1.6.2.45 Data within a failure response for a non-UE
related N2 Information Transfer.

PWSResponseData 6.1.6.2.46 Data related PWS included in a N2 Information
Transfer response.

PWSErrorData 6.1.6.2.47 Data related to PWS error included in a N2
Information Transfer failure response.

NgKsi 6.1.6.2.49 Represents the ngKSlI (see
3GPP TS 33.501 [27])

KeyAmf 6.1.6.2.50 Represents the Kamfor K'amt. (see
3GPP TS 33.501 [27)).

ExpectedUeBehavior 6.1.6.2.51 Represents the expected UE behavior (e.g. UE
moving trajectory) and its validity period.

UeRegStatusUpdateRspData 6.1.6.2.52 Data within a UE registration status update
response to provide the status of UE context
transfer status update at a source AMF.

N2RanInformation 6.1.6.2.53 Represents the RAN related N2 information data
part.

N2InfoNotificationRspData 6.1.6.2.54 Data within a N2 information notification
response.

SmallDataRateStatusinfo 6.1.6.2.55 Represents the small data rate status

SmfChangelnfo 6.1.6.2.56 SMF change information for PDU session(s)

V2xContext 6.1.6.2.57 Represents the V2X services related parameters

ImmediateMdtConf 6.1.6.2.58 Immediate MDT Configuration

V2xInformation 6.1.6.2.59 V2X related N2 information

EpsNasSecurityMode 6.1.6.2.60 Indicates the EPS NAS Security Mode

UeContextRelocateData 6.1.6.2.61 Data within a Relocate UE Context request

UeContextRelocatedData 6.1.6.2.62 Data within a Relocate UE Context

EcRestrictionDataWb 6.1.6.2.64 Enhanced Coverage Restriction Data for WB-N1
mode.

ExtAmfEventSubscription 6.1.6.2.65 AMF event subscription extended with additional
information received for the subscription

AmfEventSubscriptionAddInfo 6.1.6.2.66 Additional information received for an AMF event
subscription, e.g. binding indications.

UeContextCancelRelocateData 6.1.6.2.67 Data structure used for cancellation of UE
Context Relocation.

UeDifferentiationinfo 6.1.6.2.68 Represents the UE Differentiation Information
and its validity time.

CeModeBInd 6.1.6.2.69 CE-mode-B Support Indicator

LteMInd 6.1.6.2.70 LTE-M Indication

NpnAccessinfo 6.1.6.2.71 NPN Access Information

ProseContext 6.1.6.2.72 Represents the ProSE services related
parameters

AnalyticsSubscription 6.1.6.2.73 Analytics subscriptions created in the NWDAF.

NwdafSubscription 6.1.6.2.74 Individual NWDAF subscription identified by the
subscription Id.

UpdpSubscriptionData 6.1.6.2.75 UE policy delivery related N1 message
notification subscription data

ProSelnformation 6.1.6.2.76 5G ProSe related N2 information.
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ReleaseSessioninfo 6.1.6.2.77 PDU session Id(s) and the cause for triggering
the release

AreaOfinterestEventState 6.1.6.2.78 Area Of Interest Event State in old AMF

TssInformation 6.1.6.2.79 TSS related N2 information

AmPolicylnfoContainer 6.1.6.2.80 AM Policy Information Container

RslpInformation 6.1.6.2.81 Ranging/SL positioning related N2 information

A2xContext 6.1.6.2.82 Represents the A2X services related parameters

A2xInformation 6.1.6.2.83 A2X related N2 information

LcsUpContext 6.1.6.2.84 Represents the LCS UP related parameters

DereglnactTimerinfo 6.1.6.2.85 Network Slice Deregistration Inactivity Timer
Information

TssRspPerNgran 6.1.6.2.86 TSS Information from NG-RAN

SliceReplacementMapping 6.1.6.2.87 Represents the mapping between a replaced S-
NSSAI in serving PLMN to its alternative S-
NSSAI.

EpsBearerld 6.1.6.3.2 EPS Bearer Identifier

Ppi 6.1.6.3.2 Paging Policy Indicator

NasCount 6.1.6.3.2 Represents a NAS COUNT

5GMmCapability 6.1.6.3.2 Represents a 5GMM capability

UeSecurityCapability 6.1.6.3.2 Represents a UE Security Capability

S1lUeNetworkCapability 6.1.6.3.2 Represents a S1 UE Network Capability

DrxParameter 6.1.6.3.2 Indicates the UE DRX Parameters

Omcldentifier 6.1.6.3.2 Represents the OMC Identifier

MSClassmark2 6.1.6.3.2 Indicates the MS Classmark 2 of a 5G SRVCC
UE

SupportedCodec 6.1.6.3.2 Indicates the supported codec of a 5G SRVCC
UE

StatusChange 6.1.6.3.3 Enumeration for AMF status

N2InformationClass 6.1.6.3.4 Enumeration for N2 Information Class

N1MessageClass 6.1.6.3.5 Enumeration for N1 Message Class

N1N2MessageTransferCause 6.1.6.3.6 Enumeration for N1IN2Message Transfer Cause

UeContextTransferStatus 6.1.6.3.7 Describes the status of an individual ueContext
resource in UE Context Transfer procedures

N2InformationTransferResult 6.1.6.3.8 Describes the result of N2 information transfer
by AMF to the AN.

CipheringAlgorithm 6.1.6.3.9 Indicates the supported Ciphering Algorithm

IntegrityAlgorithm 6.1.6.3.10 Indicates the supported Integrity Algorithm

SmsSupport 6.1.6.3.11 Indicates the supported SMS delivery of a UE.

ScType 6.1.6.3.12 Indicates the security context type.

KeyAmfType 6.1.6.3.13 Indicates the Kami type.

TransferReason 6.1.6.3.14 Indicates UE Context Transfer Reason

PolicyReqTrigger 6.1.6.3.15 Policy Request Triggers

RatSelector 6.1.6.3.16 Indicates the RAT type for the transfer of N2
information

NgapleType 6.1.6.3.17 Indicates the supported NGAP IE types

N2InfoNotifyReason 6.1.6.3.18 N2 Information Notify Reason

SmfChangelndication 6.1.6.3.19 Indicates the I-SMF or V-SMF change or
removal

ShiBindingLevel 6.1.6.3.20 SBI Binding Level

EpsNasCipheringAlgorithm 6.1.6.3.21 Indicates the supported EPS NAS Ciphering
Algorithm

EpsNaslntegrityAlgorithm 6.1.6.3.22 Indicates the supported EPS NAS Integrity
Algorithm

PeriodicCommunicationindicator 6.1.6.3.23 Indicates the Periodic Communication Indicator

UuaaMmStatus 6.1.6.3.24 Indicates UUAA-MM status

ReleaseCause 6.1.6.3.25 The cause for triggering the release

NgranFailurelnfo 6.1.6.3.26 Information related to a NG-RAN failure

XrDeviceWith2Rx 6.1.6.3.27 XR Device with 2Rx information

Table 6.1.6.1-2 specifies data types re-used by the Namf service based interface protocol from other specifications,
including a reference to their respective specifications and when needed, a short description of their use within the

Namf_Communication service based interface.
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Table 6.1.6.1-2: Namf_Communication re-used Data Types
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Data type Reference Comments
Snssai 3GPP TS 29.571 [6]
Arp 3GPP TS 29.571 [6]
PduSesisonld 3GPP TS 29.571 [6]
Guami 3GPP TS 29.571 [6] Globally Unigue AMF Identifier
AmfName 3GPP TS 29.571 [6] The name of the AMF
Supi 3GPP TS 29.571 [6] Subscription Permanent Identifier
Cause 3GPP TS 29.571 [6] 5G-AN Cause
ProblemDetails 3GPP TS 29.571 [6] Detailed problems in failure case
supportedFeatures 3GPP TS 29.571 [6] Supported Features
TimeZone 3GPP TS 29.571 [6]
UserLocation 3GPP TS 29.571 [6]
AccessType 3GPP TS 29.571 [6]
AllowedNssai 3GPP TS 29.531 [18]
Nflnstanceld 3GPP TS 29.571 [6]
Uri 3GPP TS 29.571 [6]
Ecgi 3GPP TS 29.571 [6] EUTRA Cell Identifier
Ncgi 3GPP TS 29.571 [6] NR Cell Identifier
Uintl6 3GPP TS 29.571 [6]
5Qi 3GPP TS 29.571 [6] 5G QoS ldentifier
CorrelationID 3GPP TS 29.572 [25] LCS Correlation ID
Pei 3GPP TS 29.571 [6]
Dnn 3GPP TS 29.571 [6]
Gpsi 3GPP TS 29.571 [6]
Groupld 3GPP TS 29.571 [6]
Plmnid 3GPP TS 29.571 [6]
Rfspindex 3GPP TS 29.571 [6]
EbiArpMapping 3GPP TS 29.502 [16] EBI - ARP mapping
Nsild 3GPP TS 29.531 [18]
TraceData 3GPP TS 29.571 [6] Trace control and configuration parameters
ConfiguredSnssai 3GPP TS 29.531 [18]
NgApCause 3GPP TS 29.571 [6] Represents the NG AP cause IE
Area 3GPP TS 29.571 [6]
ServiceAreaRestriction 3GPP TS 29.571 [6]
CoreNetworkType 3GPP TS 29.571 [6]
Ambr 3GPP TS 29.571 [6]
SliceMbr 3GPP TS 29.571 [6]
GlobalRanNodeld 3GPP TS 29.571 [6]
NfGroupld 3GPP TS 29.571 [6] Network Function Group Id
DurationSec 3GPP TS 29.571 [6]
StnSr 3GPP TS 29.571 [6] Session Transfer Number for SRVCC
CMsisdn 3GPP TS 29.571 [6] Correlation MSISDN
DateTime 3GPP TS 29.571 [6]
SmallDataRateStatus 3GPP TS 29.571 [6]
NfSetld 3GPP TS 29.571 [6] NF Set ID
NfServiceSetld 3GPP TS 29.571 [6] NF Service Set ID

LMFIdentification

3GPP TS 29.572 [25]

LMF Identification

PImnAssiUeRadioCapld

3GPP TS 29.571 [6]

ManAssiUeRadioCapld

3GPP TS 29.571 [6]

Nrv2xAuth 3GPP TS 29.571 [6] NR V2X services authorized
LteV2xAuth 3GPP TS 29.571 [6] LTE V2X services authorized
BitRate 3GPP TS 29.571 [6] Bit Rate

Pc5QoSPara 3GPP TS 29.571 [6] PC5 QoS parameters

PduSessioninfo

3GPP TS 29.571 [6]

The Slice and DNN combination of a PDU
session.

PcfUeCallbackinfo

3GPP TS 29.571 [6]

The callback information of the PCF for the

UE to allow the PCF for the PDU session to
send SM Policy Association Establishment

and Termination events notification.

CnAssistedRanPara

3GPP TS 29.502 [16]

SMF derived CN assisted RAN Parameters
Tuning

MoExpDataCounter 3GPP TS 29.571 [6] MO Exception Data Counter

CagData 3GPP TS 29.503 [35] Closed Access Group Data

NssaaStatus 3GPP TS 29.571 [6] Subscribed S-NSSAI subject to NSSAA
procedure and the status

JobType 3GPP TS 29.571 [6] Job Type in the trace
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MeasurementLteForMdt 3GPP TS 29.571 [6] Measurements used for MDT in LTE in the
trace

MeasurementNrForMdt 3GPP TS 29.571 [6] Measurements used for MDT in NR in the
trace

ReportingTrigger 3GPP TS 29.571 [6] Reporting Triggers for MDT in the trace

ReportintervalMdt 3GPP TS 29.571 [6] Report Interval for MDT in LTE in the trace

ReportAmountMdt 3GPP TS 29.571 [6] Report Amount for MDT in the trace

CollectionPeriodRmmLteMdt

3GPP TS 29.571 [6]

Collection period for RRM measurements
LTE for MDT in the trace

MeasurementPeriodLteMdt

3GPP TS 29.571 [6]

Measurement period LTE for MDT in the
trace in

AreaScope

3GPP TS 29.571 [6]

Area Scope

PositioningMethodMdt

3GPP TS 29.571 [6]

Positioning Method for MDT in the trace in
LTE

ReportintervalNrMdt

3GPP TS 29.571 [6]

Report Interval for MDT in NR in the trace

CollectionPeriodRmmNrMdt

3GPP TS 29.571 [6]

Collection period for RRM measurements
NR for MDT in the trace

SensorMeasurement

3GPP TS 29.571 [6]

Sensor information for MDT in the trace

ScheduledCommunicationTime

3GPP TS 29.571 [6]

Scheduled Communication Time

Stationarylndication

3GPP TS 29.571 [6]

Stationary Indication

TrafficProfile

3GPP TS 29.571 [6]

Traffic Profile

BatteryIndication

3GPP TS 29.571 [6]

Battery Indication

NFType

3GPP TS 29.510 [29]

NF type

UeAuth

3GPP TS 29.571 [6]

UE authorisation for PC5 service

PartitioningCriteria

3GPP TS 29.571 [6]

Partitioning Criteria

RedirectResponse

3GPP TS 29.571 [6]

Response body of the redirect response
message.

Cagld

3GPP TS 29.571 [6]

CAG ID

NnwdafEventsSubscription

3GPP TS 29.520 [52]

Represents an Individual NWDAF Event
Subscription resource

Presencelnfo

3GPP TS 29.571 [6]

UePositioningCapabilities

3GPP TS 29.572 [25]

Indicates the positioning capabilities
supported by the UE.

SmfSelectionData

3GPP TS 29.507 [32]

Epslinterworkinglnfo

3GPP TS 29.503 [35]

IpAddress 3GPP TS 29.503 [35]
Fgdn 3GPP TS 29.571 [6]
PresenceState 3GPP TS 29.571 [6] Presence State

SatelliteBackhaulCategory

3GPP TS 29.571 [6]

Satellite Backhaul Category

WirelineServiceAreaRestriction

3GPP TS 29.571 [6]

PartiallyAllowedSnssai

3GPP TS 29.571 [6]

S-NSSAI with TAls information

VarRepPeriod

3GPP TS 29.571 [6]

Variable Reporting Periodicity

AsTimeDistributionParam

3GPP TS 29.507 [32]

Prulnd

3GPP TS 29.503 [35]

PRU Indicator

SliceUsageControlinfo

3GPP TS 29.571 [6]

Slice Usage Control Information

MbsrOperationAllowed

3GPP TS 29.503 [35]

MBSR Operation Information

UpConnectionStatus 3GPP TS 29.572 [25] User Plane Connection Status
LMFIdentification 3GPP TS 29.572 [25]
TaiRange 3GPP TS 29.510 [29] TAI range

6.1.6.2 Structured data types

6.1.6.2.1 Introduction

Structured data types used in Namf_Communication service are specified in this clause.

ETSI



3GPP TS 29.518 version 18.6.0 Release 18

6.1.6.2.2

Type: SubscriptionData

138

ETSI TS 129 518 V18.6.0 (2024-07)

Table 6.1.6.2.2-1: Definition of type SubscriptionData

Attribute name Data type P | Cardinality Description

amfStatusUri Uri M |1 This IE shall include the callback URI to receive
notification of AMF status change.

guamiList array(Guami) C |1.N This IE shall be absent for subscribing to status
change for any GUAMI supported by the AMF, it
shall be present for subscribing to specific GUAMIs
supported by the AMF.

6.1.6.2.3 Type: AmfStatusChangeNotification

Table 6.1.6.2.3-1: Definition of type AmfStatusChangeNotification

Attribute name

Data type

P

Cardinality

Description

amfStatusinfoList

array(AmfStatusl
nfo)

M

1.N

This IE shall contain the status change information
about the AMF

6.1.6.2.4

Type: AmfStatusinfo

Table 6.1.6.2.4-1: Definition of type AmfStatusinfo

Attribute name Data type P | Cardinality Description

guamiList array(Guami) M |1..N This IE shall contain the GUAMIs

statusChange StatusChange M |1 This IE shall contain the Status change of the related
GUAMIs

targetAmfRemoval AmfName Cc |0.1 This IE shall contain the AMF Name of the target
AMF in the AMF planned removal without UDSF
scenario

targetAmfFailure AmfName Cc |0..1 This IE shall contain the AMF Name of the target
AMF in the AMF Auto-recovery without UDSF
scenario.
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Attribute name

Data type

P

Cardinality

Description

Applicability

pduSessionld

PduSessionid

M

1

Represents the identifier of the PDU Session
requesting EBI(s) to be assigned.

arplList

array(Arp)

C

1..N

This IE shall be present if the NF Service
Consumer (e.g SMF) requests the AMF to
assign EBI(s) for the PDU session. When
present, this IE shall contain the list of ARP(s)of
the QoS flow(s) for which EBI(s) are requested.

releasedEbiList

array(EpsBeare
rid)

1..N

This IE shall be present if the NF Service
Consumer (e.g. SMF) needs to release the
assigned EBI(s) from QoS flows (e.g. when the
QoS flow is released).

oldGuami

Guami

0.1

This IE shall be present during an AMF planned
removal procedure when the NF Service
Consumer initiates a request towards the target
AMF, for a UE associated to an AMF that is
unavailable (see clause 5.21.2.2 of

3GPP TS 23.501 [2]).

modifiedEbiList

array(EbiArpMa
pping)

1..N

This IE shall be present if a PDU session
modification procedure resulted in the change
of ARP for a QoS flow to which an EBI is
already allocated.

EAEA

6.1.6.2.6

Type: AssignedEbiData

Table 6.1.6.2.6-1: Definition of type AssignedEbiData

Attribute name

Data type

P

Cardinality

Description

Applicability

pduSessionld

PduSessionid

M

1

Represents the identifier of the PDU
Session requesting EBI(s) to be assigned.

assignedEbiList

array(EbiArpMa
pping)

M

0..N

This IE shall be present if the AMF
assigned the requested EBI(s). This IE
shall contain the successfully assigned
EBls. (NOTE)

failedArpList

array(Arp)

1..N

This IE shall be present if the AMF fails to
allocate EBIs for a set of ARP(s). (NOTE)

releasedEbiList

array(EpsBeare
rid)

1..N

This IE shall be present if the NF Service
Consumer requested the release of EBI(S)
or if the AMF revoked an already assigned
EBI towards the same PDU session. This
IE shall contain the list of EBI(s) released
at the AMF.

modifiedEbiList

array(EpsBeare
rid)

1..N

This IE shall be present if the NF Service
Consumer requested to update the ARP

for a QoS flow to which an EBI is already
allocated. This IE shall contain the list of
EBI(s) whose ARP has been updated at

the AMF.

EAEA

NOTE:

The same ARP value may be returned in the assignedEbiList and in the failedArpList, if the request
included the same ARP value more than once in the arpList and the AMF is not able to allocate an EBI for
every occurrence of this ARP value.
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Table 6.1.6.2.7-1: Definition of type AssignEbiFailed

Attribute name Data type P | Cardinality Description
pduSessionld PduSessionld M |1 Represents the identifier of the PDU Session
requesting EBI(s) to be assigned.
failedArpList array(Arp) C |1.N This IE shall be present if the AMF fails to allocate
EBIs for a set of ARPs.

6.1.6.2.8

Type: UEContextRelease

Table 6.1.6.2.8-1: Definition of type UEContextRelease

Attribute name

Data type

P

Cardinality

Description

supi

Supi

C

0.1

This |IE shall be present if the UE is emergency
registered and the SUPI is not authenticated.

unauthenticatedSupi

boolean

C

0.1

When present, this IE shall be set as follows:
- true: unauthenticated SUPI;
- false (default): authenticated SUPI.

This IE shall be present if the SUPI is present in the
message but is not authenticated and is for an
emergency registered UE.

ngapCause

NgApCause

This IE shall contain the cause value received from
the source 5G-AN in the handover Cancel message
received over the NGAP interface.

6.1.6.2.9

Type: N2InformationTransferRegData

Table 6.1.6.2.9-1: Definition of type N2InformationTransferRegDataTransfer

Attribute name

Data type

P | Cardinality

Description

taiList

array(Tai)

C |1.N

This IE shall be included if the N2 information needs
to be sent to the 5G-AN nodes that serve the list of
tracking areas provided.

ratSelector

RatSelector

Cc |0.1

This IE shall be included to indicate if the N2
information shall be transferred to ng-eNBs or gNBs
exclusively.

globalRanNodeList

array(GlobalRanNodeld
)

This IE shall be included if the N2 information needs
to be sent to the list of RAN nodes provided.

n2Information

N2InfoContainer

This IE includes the information to be sent on the N2
interface to the identified 5G-AN nodes and
additional information required for the processing of
the message by the AMF.

supportedFeatures

SupportedFeatures

This IE shall be present if at least one feature
defined in clause 6.1.8 is supported.
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6.1.6.2.10 Type: NonUeN2InfoSubscriptionCreateData

Table 6.1.6.2.10-1: Definition of type NonUeN2InfoSubscriptionCreateData

Attribute name

Data type

P

Cardinality

Description

globalRanNodeList

array(GlobalRan
Nodeld))

C

1..N

This IE shall be included if the subscription is for N2
information from RAN node(s) for which the N2
information notification is subscribed (i.e N3IWF
identifier or gNB identifier or Ng-eNB identifier).
(NOTE)

anTypelList

array(AccessTyp
e)

1.N

This IE shall be included, if the globalRanNodeld IE
is not included and if the N2 information from a
specific access network needs to be subscribed.
When included this IE shall contain the access type
of the access network from which Non UE specific
N2 information is to be notified.

(NOTE)

n2InformationClass

N2InformationCla
S

This IE represents the class of N2 information that
the NF Service Consumer requires to be notified.

n2NotifyCallbackUri

Uri

This IE represents the callback URI on which the N2
information shall be notified.

nfld

Nflnstanceld

0.1

This IE shall be present if the subscription is for
"NRPPa" N2 information class and/or "LPP" N1
information class. When present, this IE shall carry
the value to be used for NGAP "Routing ID" IE,
which identifies the Network Function (e.g. LMF)
instance handling the NRPPa and/or LPP data.

This IE may also be present if the subscription is for
"PWS" N2 information class. When present, this IE
shall carry the instance identity of the network
function (e.g. CBCF or PWS-IWF) creating the
subscription. This IE should be included when more
than one CBCF/PWS-IWF instances are deployed in
the network. The AMF may use this IE to identify
whether the same CBCF/PWS-IWF instance has
subscribed for N2 PWS information to receive the
PWS Response data from the RAN.

This IE shall be present if the subscription is for
"TSS" N2 information class. When present, this IE
shall identify the TSCTSF NF instance subscribing
the TSS data.

supportedFeatures

SupportedFeatur
es

C

0.1

This IE shall be present if at least one feature
defined in clause 6.1.8 is supported.

notifCorrelationid

string

(0]

0.1

When present, this IE shall contain the notification
correlation 1D of the subscription.

NOTE:  Absence of both IEs means the subscription is for N2 information from all connected Access Network
node(s) via any access type.
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Type: NonUeN2InfoSubscriptionCreatedData

Table 6.1.6.2.11-1: Definition of type NonUeN2InfoSubscriptionCreatedData

SS

Attribute name Data type P | Cardinality Description
n2NotifySubscriptionld  |string M |1 Represents the Id created by the AMF for the
subscription to notify a non-UE related N2
information.
supportedFeatures SupportedFeatur | C (0.1 This IE shall be present if at least one feature
es defined in clause 6.1.8 is supported.
n2InformationClass N2InformationCla | O |0..1 This IE represents the class of N2 information that

the NF Service Consumer subscribed to.

6.1.6.2.12

Type: UeN1N2InfoSubscriptionCreateData

Table 6.1.6.2.12-1: Definition of type UeN1N2InfoSubscriptionCreateData

Attribute name

Data type

P

Cardinality

Description

n2InformationClass

N2InformationClas
S

C

0.1

This IE shall be present if the NF service consumer
subscribes for a N2 information notification. This IE
represents the class of N2 information that the NF
Service Consumer requires to be notified.

n2NotifyCallbackUri

Uri

This IE shall be present if the NF service consumer
subscribes for a N2 information notification. This IE
represents the callback URI on which the N2
information shall be notified.

nlMessageClass

N1MessageClass

This IE shall be present if the NF service consumer
subscribes for a N1 message notification.

This IE represents the class of N1 message that the
NF Service Consumer requires to be notified.

n1NotifyCallbackUri

Uri

This IE shall be present if the NF service consumer
subscribes for a N1 message notification. This IE
represents the callback URI on which the N1
message shall be notified.

nfld

Nflnstanceld

This IE shall be present if the subscription is for
"NRPPa" N2 information class and/or "LPP" N1
information class. When present, this IE shall carry
the value to be used for NGAP "Routing ID" IE,
which identifies the Network Function (e.g. LMF)
instance handling the NRPPa and/or LPP data.

supportedFeatures

SupportedFeatures

This IE shall be present if at least one feature
defined in clause 6.1.8 is supported.

oldGuami

Guami

This IE shall be present during an AMF planned
removal procedure when the NF Service Consumer
initiates a request towards the target AMF, for a UE
associated to an AMF that is unavailable (see
clause 5.21.2.2 of 3GPP TS 23.501 [2]).

6.1.6.2.13

Type: UeN1N2InfoSubscriptionCreatedData

Table 6.1.6.2.13-1: Definition of type UeN1N2InfoSubscriptionCreatedData

Attribute name

Data type

P

Cardinality

Description

d

n1ln2NotifySubscriptionl

string

M

1

Represents the Id created by the AMF for the
subscription to notify a UE related N1/N2
information.

supportedFeatures

SupportedFeatur
es

0.1

This IE shall be present if at least one feature
defined in clause 6.1.8 is supported.
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6.1.6.2.14 Type: N2InformationNotification

Table 6.1.6.2.14-1: Definition of type N2InformationNotification
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Attribute name

Data type

Cardinality

Description

Applicability

n2NotifySubscriptionid

string

1

Represents the subscription Id for
which the notification is generated.
The NF Service Consumer uses this
to co-relate the notification against a
corresponding subscription. If the
notification is due to an implicit
subscription via NRF, then the value
shall be set as "implicit".

During the AMF planned removal
procedure with UDSF deployed
procedure, this IE shall be set to
(empty string) and be ignored by the
NF Service Consumer.

n2InfoContainer

N2InfoContainer

This IE shall be present, except
during Inter NG-RAN node N2 based
handover procedure (see

clause 5.2.2.3.6.2).

When present, this IE shall contain
the N2 information related to the
corresponding N2 information class.

toReleaseSessionList

array(PduSessionld)

This IE shall be present during N2
based handover procedure, if there
are any PDU session(s) associated
with Network Slice(s) which become
no longer available.

When present, this IE shall include all
the PDU session(s) associated with
no longer available S-NSSAI(s).

IcsCorrelationld

CorrelationIlD

This IE shall be present, if an LCS
correlation identifier is received in
corresponding N1/N2 Message
Transfer service operation.

When present, this IE shall carry the
LCS correlation identifier.

notifyReason

N2InfoNotifyReason

This IE shall be present, if
"n2InfoContainer” attribute is not
present; this IE may be present
otherwise.

When present, this IE indicates the
reason for the N2 information
notification.

smfChangelnfoList

array(SmfChangelnf
0)

This IE shall be present during N2
based handover procedure, if there is
I-SMF or V-SMF change or removal
for the related PDU session(s).

When present, this IE shall indicate
the I-SMF/V-SMF situation after
successful HO complete.

DTSSA

ranNodeld

GlobalRanNodeld

This IE shall be present during the
AMF planned removal procedure with
UDSF deployed procedure.

When present, it shall contain the
Global RAN Node ID. The IE shall
contain either the gNB ID or the NG-
eNB ID.

initialAmfName

AmfName

This IE shall be present during the
AMF planned removal procedure with
UDSF deployed procedure.

When present, it shall contain the
AMF Name of the initial AMF.
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anN2IPv4Addr

Ipv4Addr

0.1

This IE shall be present during the
AMF planned removal procedure with
UDSF deployed procedure, if the
Access Network N2 interface is using
IPv4 address.

anN2IPv6Addr

Ipv6Addr

0.1

This IE shall be present during the
AMF planned removal procedure with
UDSF deployed procedure, if the
Access Network N2 interface is using
IPv6 address.

guami

Guami

0.1

This IE shall be present during
Location Services procedures (see
clause 5.2.2.3.6.3) and it may be
present otherwise.

When present, it shall contain the
GUAMI serving the UE.

notifySourceNgRan

boolean

0.1

This IE shall be present during an
Inter NG-RAN node N2 based DAPS
handover procedure , if the target
AMF receives this indication in the
Handover Notify from the target NG-
RAN node (see clause 4.9.1.3.3a of
3GPP TS 23.502 [3)).

When present, it shall be set as
follows:

- true: Notify the Source NG-
RAN about Handover Success

- false (default): Do not notify the
Source NG-RAN about Handover
Success

notifCorrelationld

string

0.1

When present, this IE shall contain
the notification correlation ID of the
subscription.

toReleaseSessionInfo

array(ReleaseSessio
ninfo)

1.N

This IE shall be present during
Handover procedure, if there are any
PDU session(s) that cannot be
supported in the target AMF for a
reason other than no longer available
S-NSSAI(s) as specified in step 1 of
clause 5.2.2.3.6.2.

When present, this IE shall include
list of the PDU session(s) and the
release cause.
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Type: N2InfoContainer

Table 6.1.6.2.15-1: Definition of type N2InfoContainer
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Attribute name

Data type

P

Cardinality

Description

Applicability

n2InformationClass

N2InformationClas
S

M

1

This IE represents the class of N2 information
to be transferred.

sminfo

N2Sminformation

C

0.1

This IE shall be present if session
management N2 information is to be
transferred. When present, it represents a
session management SMF related N2
information data part.

raninfo

N2RanInformation

This IE shall be present if RAN related N2
information is to be transferred (i.e.
n2InformationClass is "RAN"). When present,
it shall contain the RAN related N2 information
data part.

nrppalnfo

Nrppalnformation

This IE shall be present if location service
related N2 information is to be transferred.
When present, it represents a NRPPa related
N2 information data part.

pwsinfo

PwsInformation

This IE shall be present if PWS related N2
information is to be transferred.

v2xInfo

V2xInformation

This IE shall be present if V2X related N2
information is to be transferred.

proselnfo

ProSelnformation

This IE shall be present if 5G ProSe related
N2 information is to be transferred.

ProSe

tssinfo

TsslInformation

This IE shall be present if TSS related N2
information is to be transferred.

NTSSM

rslpinfo

RslpInformation

This IE shall be present if Ranging/SL
positioning related N2 information is to be
transferred.

Ranging_SL

a2xInfo

A2xInformation

This IE shall be present if A2X related N2
information is to be transferred.

A2X
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6.1.6.2.16 Type: N1MessageNotification

Table 6.1.6.2.16-1: Definition of type N1MessageNotification
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Attribute name

Data type

Cardinality

Description

n1NotifySubscriptionld

string

0.1

Represents the subscription Id for which the
notification is generated. The NF Service Consumer
uses this to correlate the notification against a
corresponding subscription. If the notification is due
to an implicit subscription via NRF, then the value
shall be set as "implicit".

This IE shall be present if the notification is based on
a subscription to N1MessgeNotification. An
exception is for the case when initial AMF forwards
NAS message to target AMF during AMF re-
allocation procedure.

n1lMessageContainer

N1MessageCo
ntainer

Contains the N1 message class and N1 message
content.

IcsCorrelationld

CorrelationIlD

0.1

If the N1 message notified is for LCS procedures,
PRU procedures or UPP-CM procedures, the NF
Service Producer (e.g. AMF) may include an LCS
correlation identifier.

registrationCtxtContainer

RegistrationCo
ntextContainer

0.1

If the N1 message notified is of type 5GMM (i.e.
during Registration with AMF re-allocation
procedure), the NF Service Producer (e.g. AMF)
shall include this IE, if available.

newlLmfldentification

LMFIdentificati
on

0.1

If a new LMF is selected by AMF, this IE may include
the new selected LMF Identification.

guami

Guami

0.1

This IE shall be present during UE Assisted and UE
Based Positioning Procedure (see

clause 5.2.2.3.5.3) or the LCS Event Report, Event
Reporting in RRC INACTIVE state procedures, LCS
Cancel Location and LCS Periodic-Triggered Invoke
Procedures (see clause 5.2.2.3.5.5) and it may be
present otherwise.

When present, it shall contain the GUAMI serving
the UE.

cloT5GSOptimisation

boolean

0.1

This IE shall be present when the N1 message class
is "LPP/LCS" and the N1 message is received from
the UE with Control Plane CloT 5GS Optimisation.
When present, it shall be set as follows:

- true: Control Plane CloT 5GS Optimisation was
used and no signalling or data is currently pending
for the UE at the AMF.

- false (default): Control Plane CloT 5GS
Optimisation was not used or signalling or data is
currently pending for the UE at the AMF.

ecgi

Ecgi

0.1

When present, this IE shall indicate the identifier of
the E-UTRAN cell serving the UE.

This IE may be present if the N1 message notified is
for LCS procedures.

ncgi

Ncgi

0.1

When present, this IE shall indicate the identifier of
the NR cell serving the UE or the PRU.

This IE may be present if the N1 message notified is
for LCS procedures or PRU procedures.

tai

Tai

0.1

When present, this |IE shall indicate the identifier of
the tracking area serving the PRU.

This IE may be present if the N1 message notified is
for PRU procedures.

supi

Supi

0.1

When present, this IE shall indicate the SUPI of the
PRU.

This IE may be present if the N1 message notified is
for PRU procedures.

prulnd

Prulnd

0.1

When present, this IE shall indicate whether the UE
is allowed to serve as a PRU.

This IE may be present if the N1 message notified is
for PRU procedures.
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6.1.6.2.17 Type: N1MessageContainer
Table 6.1.6.2.17-1: Definition of type N1MessageContainer
Attribute name Data type P | Cardinality Description

nlMessageClass N1MessageClass | M |1 This IE shall contain the N1 message class for the
message content specified in n1MessageContent.

nlMessageContent RefToBinaryData | M |1 This IE shall reference the N1 message binary data
corresponding to the n1MessageClass. See
3GPP TS 24.501 [11]. See clause 6.1.6.4.2.

nfld Nflnstanceld C |0..1 This IE shall be present when the n1MessageClass
IE is set to "LPP", or "LCS". It should be present
when the n1MessageClass IE is set to "SM". It may
be present otherwise.
When present, this IE shall carry the identifier of the
Network Function (e.g. LMF or SMF) instance
sending the N1 message. (NOTE)

servicelnstanceld string O |0..1 When present, this IE shall carry the Service
Instance Identifier of the Service Instance (e.g. LMF)
sending the N1 message.

NOTE: For a Home-routed PDU session, this IE shall carry the NF instance ID of the V-SMF; for a PDU session

with I-SMF, this IE shall carry the NF instance ID of the I-SMF.
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6.1.6.2.18 Type: NIN2MessageTransferRegData

Table 6.1.6.2.18-1: Definition of type NIN2MessageTransferRegData
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Attribute name

Data type

Cardinality

Description

Applicability

nlMessageContainer

N1MessageContaine
r

C

0.1

This IE shall be included if a N1
message needs to be transferred.

n2InfoContainer

N2InfoContainer

0.1

This IE shall be included if a N2
information needs to be
transferred.

mtData

RefToBinaryData

C

0.1

This IE shall be included if mobile
terminated data (i.e. CloT user
data container) needs to be
transferred. When present, it shall
reference the mobile terminated
data (see clause 6.1.6.4.4).

CIOoT

skipind

boolean

0.1

This IE shall be present and set to
"true” if the service consumer (e.g.
SMF) requires the N1 message to
be sent to the UE only when UE is
in CM-CONNECTED, e.qg. during
SMF initiated PDU session release
procedure (see clause 4.3.4.2 of
3GPP TS 23.502 [3)).

When present, this IE shall be set

as following:

- true: AMF should skip sending
N1 message to UE, when the
UE is in CM-IDLE.

- false (default): the AMF shall

send the N1 message to the UE.

lastMsglndication

boolean

0.1

This flag when present shall
indicate that the message
transferred is the last message.
(See clause 4.13.3.3 and
clause 4.13.3.6 of

3GPP TS 23.502 [3].

pduSessionid

PduSessionld

0.1

PDU Session ID for which the N1/
N2 message is sent, if the N1/ N2
message class is SM.

IcsCorrelationld

CorrelationIlD

0.1

LCS Caorrelation ID, for which the
N1/N2 message is sent, if

- the N1 message class is LPP
(see clause 6.11.1 of
3GPP TS 23.273 [42]), LCS
(see clause 6.3 of
3GPP TS 23.273 [42]) and
clause 6.17 of
3GPP TS 23.273 [42]) or UPP-
CM (see clause 6.18 of
3GPP TS 23.273 [42]); and/or

- the N2 Information class is
NRPPa (see clause 6.11.2 of
3GPP TS 23.273 [42)).

ppi

Ppi

0.1

This IE when present shall indicate
the Paging policy to be applied.
The paging policies are configured

at the AMF.
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arp Arp O |0..1 This IE when present shall indicate
the Allocation and Retention
Priority of the PDU session for
which the N1/N2 message transfer
is initiated. To support priority
paging, the AMF shall use this IE to
determine whether to include the
Paging Priority IE in the NGAP
Paging Message (see
clause 5.4.3.3 of
3GPP TS 23.501 [2]). The set of
ARP values associated with priority
paging and mapping to Paging
Priority IE values are configured at
the AMF.
This IE shall not be present when
the N1/N2 message class is not
SM.
5qi 5Qi O |0..1 This IE when present shall indicate
the 5QI associated with the PDU
session for which the N1 / N2
message transfer is initiated. This
IE shall not be present when the
N1/N2 message class is not SM.
nin2FailureTxfNotifUR |Uri O |0..1 If included, this IE represents the
I callback URI on which the AMF
shall notify the N1/N2 message
transfer failure.
smfReallocationind boolean O (0.1 This IE shall indicate that the SMF
is requested to be reallocated (see
clause 4.3.5.2 of
3GPP TS 23.502 [3)).
When present, this IE shall be set
as follows:
- true: the SMF is requested to be
reallocated.
- false (default): the SMF is not
requested to be reallocated.
areaOfValidity AreaOfValidity O |0..1 This |IE represents the list of TAs
where the provided N2 information
is valid. See clause 5.2.2.2.7 and
4.2.3.3 of 3GPP TS 23.502 [3].
supportedFeatures SupportedFeatures |C |0..1 This IE shall be present if at least
one feature defined in clause 6.1.8
is supported.
oldGuami Guami C |0..1 This IE shall be present during an
AMF planned removal procedure
when the NF Service Consumer
initiates a request towards the
target AMF, for a UE associated to
an AMF that is unavailable (see
clause 5.21.2.2 of
3GPP TS 23.501 [2]).
maAcceptedind boolean C |0..1 This IE shall be present if a request |MAPDU
to establish a MA PDU session
was accepted or if a single access
PDU session was upgraded into a
MA PDU session (see clauses
4.22.2 and 4.22.3 of
3GPP TS 23.502 [3]).

When present, it shall be set as
follows:

- true: MA PDU session

- false (default): single access
PDU session
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extBufSupport

boolean

0.1

This IE may be present with value
"true" if Extended Buffering is
permitted, during Network triggered
Service Request Procedure (see
clause 4.2.3.3 of

3GPP TS 23.502 [3]), UPF
anchored Mobile Terminated Data
Transport in Control Plane CloT
5GS Optimisation procedure (see
clause 4.24.2 of

3GPP TS 23.502 [3]) or NEF
Anchored Mobile Terminated Data
Transport (see clause 4.25.5 of
3GPP TS 23.502 [3)).

When present, this IE shall indicate
whether Extended Buffering
applies or not:

- true: Extended Buffering applies
- false (default) Extended Buffering
does not apply

targetAccess

AccessType

0.1

This IE shall be included by a SMF
for a MA PDU session to indicate
the target access type (i.e. 3GPP
access or Non-3GPP access)
towards which the N2 information
and optionally N1 information is
requested to be sent.

This IE may be included by an LMF
to indicate the access type through
which an LPP message shall be
transmitted to the UE.

This IE shall be included by an
SMF and set to the old access type
during an intra-AMF handover
between 3GPP and non-3GPP
accesses, when releasing the N2
PDU session resources in the old
access.

MAPDU

ELCS

3GA-N3GA-
HO

nfld

Nflnstanceld

0.1

This IE should be included by the
SMF when invoking
N1N2MessageTransfer service
operation, if the
nlMessageContainer |E is not
present.

When present, this IE shall carry
the identifier of the NF instance
invoking the service operation, i.e.
the SMF instance hosting the SM
Context for the PDU session.
(NOTE 3)

prulnd

boolean

0.1

When present, this IE shall be set
to the value true to indicate that the
LMF as NF consumer is requesting
to initiate a positioning procedure
towards a PRU, as specified in
clause 6.11.2 of

3GPP TS 23.273 [42].
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NOTE 1: For N1 message class "UPDP", as per 3GPP TS 24.501 [11] Annex D, the messages between UE and
PCF carry PTI which is used by the PCF to correlate the received N1 message in the notification with a
prior transaction initiated by the PCF.

NOTE 2: During Downlink Data Notification procedure, if the SMF receives the PPI value (=DSCP(0..63)) from the
UPF and wants to set the PPI value in the N1IN2MessgeTransfer message, the SMF shall map the PPI
value received from N4 message to correct PPl value (0..7) used in N11 message.

NOTE 3: If the n1MessageContainer IE is present, the nfld attribute in the n1MessageContainer IE should be used
by the SMF and the AMF to identify the NF instance ID of the sending SMF.

6.1.6.2.19

Type: NIN2MessageTransferRspData

Table 6.1.6.2.19-1: Definition of type NIN2MessageTransferRspData

Attribute name Data type P | Cardinality Description
cause N1N2MessageTr | M |1 This IE shall provide the result of the N1/N2
ansferCause message transfer processing at the AMF.
supportedFeatures SupportedFeatur | C |0..1 This IE shall be present if at least one feature
es defined in clause 6.1.8 is supported.
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6.1.6.2.20 Type: RegistrationContextContainer

Table 6.1.6.2.20-1: Definition of type RegistrationContextContainer
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Attribute name

Data type

Cardinality

Description

ueContext

UeContext

1

This IE shall contain the UE Context information.

localTimeZone

TimeZone

0.1

This IE contains the time zone UE is currently
located.

anType

AccessType

1

This IE shall contain the current access type of the
UE.

anN2Apld

integer

1

This IE shall contain the RAN UE NGAP ID over N2
interface.

ranNodeld

GlobalRanNodel
d

This IE shall contain the Global RAN Node ID. The
IE shall contain either the gNB ID or the NG-eNB ID.

initialAmfName

AmfName

This IE shall contain the AMF Name of the initial
AMF.

userLocation

UserLocation

This IE shall contain the user location received from
5G-AN.

anN2IPv4Addr

Ipv4Addr

If the Access Network N2 interface is using IPv4
address, this IE shall be included.

anN2IPv6Addr

Ipv6Addr

If the Access Network N2 interface is using IPv6
address, this IE shall be included.

rrcEstCause

string

o 0o 0o £ Zf Zf £ £ oKlm

This IE shall contain the RRC Establishment Cause,
if received from the 5G-AN (See

3GPP TS 38.413 [12], clause 9.2.5.1).

It carries the value in hexadecimal representation
Pattern: \[0-9a-fA-F]+$'

ueContextRequest

boolean

This IE shall contain the indication on whether UE
context including security information needs to be
setup at the NG-RAN, if received from the NG-RAN
by the initial AMF (See 3GPP TS 38.413 [12],
clause 9.2.5.1).

When present, it shall be set as follows:
- true: UE context including security information
needs to be setup at the NG-RAN.
- false (default): UE context including security
information does not need to be setup at the
NG-RAN.

initialAmfN2Apld

integer

This |IE shall contain the AMF UE NGAP ID of the
initial AMF over N2 interface, if available.

allowedNssai

AllowedNssai

This IE contains the allowed NSSAI of the UE. This
IE also contains the mapped home network S-NSSAI
for each allowed S-NSSAI.

configuredNssai

array(Configured
Snssai)

This IE shall contain the configured S-NSSAI(s)
authorized by the NSSF in the serving PLMN, if
received from the NSSF.

rejectedNssailnPImn

array(Snssai)

This IE shall contain the rejected NSSAI in the
PLMN, if received from the NSSF.

rejectedNssailnTa

array(Snssai)

This IE shall contain the rejected NSSAI in the
current TA, if received from the NSSF.

selectedPImnid

PImnid

This IE shall contain the selected PLMN Id for the
non-3GPP access, if received from the 5G-AN (See
3GPP TS 38.413[12], clause 9.2.5.1).

iabNodelnd

boolean

This IE shall contain the IAB Node Indication, if
received from the 5G-AN (See

3GPP TS 38.413 [12], clause 9.2.5.1). This IE shall
be absent when mbsrNodelnd exists and is set to
true.

When present, it shall be set as follows:
- true: 5G-AN is an IAB Node.
- false (default): 5G-AN is not an IAB Node.

mbsrNodelnd

boolean

0.1

This IE shall contain the MBSR Node Indication, if
received from the 5G-AN. This IE shall be absent
when iabNodelnd exists and is set to true.

When present, it shall be set as follows:
- true: 5G-AN is an MBSR Node.
- false (default): 5G-AN is not an MBSR Node.
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ceModeBInd

CeModeBInd

0.1

This IE shall contain the CE-mode-B Support
Indicator, if received from the 5G-AN (See
3GPP TS 38.413[12], clause 9.2.5.1).

lteMInd

LteMInd

0.1

This IE shall contain the LTE-M Indication, if
received from the 5G-AN (See
3GPP TS 38.413 [12], clause 9.2.5.1).

authenticatedind

boolean

0.1

This IE shall contain the Authenticated Indication, if
received from the 5G-AN (See
3GPP TS 38.413[12], clause 9.2.5.1).

This |IE shall be set as follows:
- true: authenticated by the 5G-AN;
- false (default): unauthenticated by the 5G-AN.

npnAccessinfo

NpnAccessinfo

0.1

This IE shall contain the NPN Access Information, if
received from the 5G-AN (See
3GPP TS 38.413[12], clause 9.2.5.1).

6.1.6.2.21

Type: AreaOfValidity

Table 6.1.6.2.21-1: Definition of type AreaOfValidity

Attribute name Data P | Cardinality Description Applicability
type
taiList array(Ta M |0..N An array of TAl representing the area of validity
i) of the associated N2 information provided.
taiRangelList array(Ta | O |1..N A list of TAl ranges representing the area of AoV-En
iRange) validity of the associated N2 information
provided.
(NOTE)
NOTE: When the taiRangeList is present, the aggregation of taiList attribute and taiRangeList indicates the entire area
of validity of the associated N2 information.
6.1.6.2.22 Void
6.1.6.2.23 Type: UeContextTransferReqData

Table 6.1.6.2.23-1: Definition of type UeContextTransferReqData

Attribute name Data type P | Cardinality Description
reason TransferReason M (1 Indicate the reason for the UEContextTransfer
service request
accessType AccessType M |1 This IE shall contain the access type of the UE.
plmnid PImnldNid O (0.1 If present, this IE shall contain the PLMN ID or
SNPN ID of the NF service consumer (e.g target
AMF).
regRequest N1MessageCont | O |0..1 If present, this IE shall refer to the registration
ainer request message which triggers the UE Context
Transfer. The message class shall be "5GMM" and
message content shall be reference to N1 Message
Content binary data, See clause 6.1.6.4.2.
supportedFeatures SupportedFeatur | C |0..1 This IE shall be present if at least one feature
es defined in clause 6.1.8 is supported.
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Type: UeContextTransferRspData

Table 6.1.6.2.24-1: Definition of type UeContextTransferRspData
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Attribute name Data type P

Cardinality

Description

Applicability

ueContext UeContext M

1

Represents an individual ueContext
resource after the modification is applied.

supportedFeatures |SupportedFeat | C

ures

0.1

This IE shall be present if at least one
feature defined in clause 6.1.8 is supported.

ueRadioCapability |N2InfoContent C

0.1

This IE shall be included to contain the "UE
Radio Capability Information” if available
during context transfer procedure.

UE Radio Capability Information does not
include NB-loT UE radio capability, see
clause 5.4.4.1 of 3GPP TS 23.501 [2]
(NOTE)

ueRadioCapability |N2InfoContent | C

ForPaging

0.1

This IE shall be included to contain the "UE
Radio Capability for Paging" if available
during context transfer procedure.

(NOTE)

ueNbiotRadioCapa [N2InfoContent C

bility

0.1

This IE shall be included to contain "NB-loT
UE radio capability Information" if available
during context transfer procedure, see
clause 5.4.4.1 of 3GPP TS 23.501 [2]

CioT

XrDeviceWith2 C
Rx

xrDeviceWith2Rx

0.1

This IE shall be included to contain the "XR
Device with 2Rx" as defined in

3GPP TS 38.413 [12] if available during
context transfer procedure.

NOTE:

mobility procedure.

The source AMF may decide to not include ueRadioCapability and ueRadioCapabilityForPaging if the target
AMF supports the RACS feature and if:
a. the PImnAssiUeRadioCapld is included in the MM Context for an intra-PLMN AMF mobility procedure; or
b. the ManAssiUeRadioCapld is included in the MM Context for an intra-PLMN or an inter-PLMN AMF
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6.1.6.2.25 Type: UeContext

Table 6.1.6.2.25-1: Definition of type UeContext
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Attribute name

Data type

Cardinality

Description

Applicability

supi

Supi

0.1

This IE shall be present if available. When
present, this IE contains SUPI of the UE.

supiUnauthind

boolean

0.1

This IE shall be present if SUPI is present.
When present, it shall indicate whether the
SUPI is unauthenticated.

gpsiList

array(Gpsi)

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, this IE shall contain
the GPSI(s) of the UE.

pei

Pei

This |IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, this IE shall contain
Mobile Equipment Identity of the UE.

udmGroupld

NfGroupld

When present, it shall indicate the identity of
the UDM Group serving the UE.

ausfGroupld

NfGroupld

When present, it shall indicate the identity of
the AUSF Group serving the UE.

pcfGroupld

NfGroupld

When present, it shall indicate the identity of
the PCF Group serving the UE.

routinglndicator

string

When present, it shall indicate the Routing
Indicator of the UE.

hNwPubKeyld

integer

ol O] O] Ol O

When present, it shall indicate the Home
Network Public Key Identifier of the UE.
(NOTE 4).

groupList

array(Groupld)

This IE shall be present if the UE belongs to
any subscribed internal group(s) and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, this IE shall list the
subscribed internal group(s) to which the UE
belongs to.

drxParameter

DrxParameter

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, this IE shall contain
the DRX parameter of the UE.

subRfsp

Rfspindex

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, it shall indicate the
subscribed RFSP Index of the UE.

pcfRfsp

Rfsplndex

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a.

When present, this IE shall indicate the PCF
determined RFSP Index of the UE.

usedRfsp

Rfspindex

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, it shall indicate the
used RFSP Index of the UE.

subUeAmbr

Ambr

This IE shall be present if subscribed UE-
AMBR has been retrieved from UDM and if it
is not case b) specified in clause 5.2.2.2.1.1
step 2a.

When present, this IE shall indicate the value
of subscribed UE AMBR of the UE.

pcfUeAmbr

Ambr

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a.

When present, this IE shall indicate the value
of the PCF determined UE AMBR of the UE.

ETSI




3GPP TS 29.518 version 18.6.0 Release 18

161 ETSI TS 129 518 V18.6.0 (2024-07)

subUeSliceMbrList map(SliceMbr) C

1..N

Map of SliceMbr, where the S-NSSAI shall be
used as the key of the map.

This IE shall be present if the list of
subscribed UE-Slice-MBR(s) has been
retrieved from UDM and if it is not case b)
specified in clause 5.2.2.2.1.1 step 2a.

When present, this IE shall indicate the list of
subscribed UE-Slice-MBR(s) per S-NSSAI for
the UE.

smsfld Nflnstanceld C

This IE shall be present if the SMS service for
UE is activated and if it is not case b)
specified in clause 5.2.2.2.1.1 step 2a. When
present, it indicates the identifier of the SMSF
network function instance serving the UE.
The NF service consumer (e.g. target AMF)
may use this information to identify the SMSF
NF service profile from among the SMSF NF
service profiles it received from the NRF.

seafData SeafData C

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a or the case specified in

clause 5.2.2.2.1.2. When present, this IE
contains the security data derived from data
received from AUSF of the UE.

5gMmCapability 5GMmCapabilit | C

y

This IE shall be present if the UE had
provided this IE during Registration
Procedure and if it is not case b) specified in
clause 5.2.2.2.1.1 step 2a. When present,
this IE shall contain 5G MM capability of the
UE.

pcfld Nflnstanceld C

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, this IE indicates the
identity of the PCF for AM Policy and/or UE
Policy.

pcfSetld NfSetld C

This IE shall be present, if available. When
present, it shall contain the NF Set ID of the
PCF for AM Policy and/or UE Palicy.

pcfAmpServiceSetld [NfServiceSetld | C

This shall be present, if available. When
present, it shall contain the NF Service Set ID
of the PCF's AM Policy service.

pcfUepServiceSetld  |NfServiceSetld | C

This shall be present, if available. When
present, it shall contain the NF Service Set ID
of the PCF's UE Policy service.

pcfBindingLevel ShiBindingLeve | C

This IE shall be present if available. When
present, this IE shall contain the SBI binding
level of the PCF's AM policy and UE Policy
association resources. (NOTE 6)

pcfAmPolicyUri Uri C

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present this |IE shall contain
the URI of the individual AM policy resource
(see 3GPP TS 29.507 [32] clause 5.3.3.2)
used by the AMF.

amPolicyReqTriggerLi |array(PolicyReq | C
st Trigger)

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present this |E shall indicate
the AM policy request triggers towards the
PCF. The NF Service Consumer (e.g. target
AMF) shall use these triggers to request AM
policy from the PCF whenever these triggers
are met.

The possible AM policy control request
triggers are specified in clause 6.1.2.5 of
3GPP TS 23.503 [7].
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pcfUePolicyUri

Uri

C

0.1

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present this |IE shall contain
the URI of the individual UE policy resource
(see 3GPP TS 29.507 [32] clause 5.3.3.2)
used by the AMF.

uePolicyReqTriggerLi
st

array(PolicyReq
Trigger)

1..N

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present this |IE shall indicate
the UE policy request triggers towards the
PCF. The NF Service Consumer (e.g. target
AMF) shall use these triggers to request UE
policy from the PCF whenever these triggers
are met.

The possible UE policy control request
triggers are specified in clause 6.1.2.5 of
3GPP TS 23.503 [7].

hpcfld

Nflnstanceld

This IE indicates the identity of PCF for UE
Policy in home PLMN, when the UE is
roaming.

hpcfSetld

NfSetld

When present, this IE shall contain the NF
Set ID of the PCF for UE Policy in home
PLMN, when the UE is roaming.

restrictedRatList

array(RatType)

When present, this IE shall indicate the list of
RAT types that are restricted for the UE; see
3GPP TS 29.571 [6] (NOTE 1)

forbiddenArealList

array(Area)

When present, this IE shall indicate the list of
forbidden areas of the UE.

serviceAreaRestrictio
n

ServiceAreaRe
striction

When present, this |IE shall indicate
subscribed Service Area Restriction for the
UE.

restrictedCnList

array(CoreNetw
orkType)

When present, this IE shall indicate the list of
Core Network Types that are restricted for the
UE.

eventSubscriptionList

array(ExtAmfEv
entSubscription

)

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, it shall indicate the
event subscription(s) targeting the UE or the
group the UE is part of.

If the source AMF supports binding
procedures and if it received binding
indications for event notifications (i.e. with
"callback" scope) or for subscription change
event notifications (i.e. with "subscription-
events" scope) for certain subscriptions,
these binding indications should also be
included.

If the source AMF knows the NF type of the
NF that created the subscription, this
information should also be indicated.

mmContextList

array(MmConte
xt)

1.2

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a. When present, this IE contains the
MM Contexts of the UE.

sessionContextList

array(PduSessi
onContext)

1..N

This IE shall be present if available and if it is
neither case a) nor case b) specified in
clause 5.2.2.2.1.1 step 2a. When present,
this IE contains the PDU Session Contexts of
the UE.

(NOTE 2)

epsinterworkinginfo

Epsinterworkin
glnfo

0.1

This IE shall contain the associations
between APN/DNN and PGW-C+SMF for
EPS interworking, if available.
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traceData TraceData C

This IE shall be present if signalling based
trace has been activated (see

3GPP TS 32.422 [30]) and if it is not case b)
specified in clause 5.2.2.2.1.1 step 2a.

serviceGapExpiryTim |DateTime Cc

e

This IE shall be present if Service Gap
Control is enabled and if the AMF has started
a Service Gap Timer which has not expired
yet (see clause 5.31.16 of

3GPP TS 23.501 [2]).

The value of the IE shall indicate the expiry
time (in UTC) of the active Service Gap Timer
for the UE.

stnSr StnSr (@]

This IE shall be present if available, for UE
supporting 5G-SRVCC (see clause 5.2.2.2.11
of 3GPP TS 23.502 [3]).

When present, this IE contains STN-SR of
the UE.

cMsisdn CMsisdn (e}

This IE shall be present if available, for UE
supporting 5G-SRVCC (see clause 5.2.2.2.11
of 3GPP TS 23.502 [3]).

When present, this IE contains C-MSISDN of
the UE.

msClassmark?2 MSClassmark2 | O

This IE shall be present if available, for UE
supporting 5G-SRVCC (see clause 5.2.2.2.11
of 3GPP TS 23.502 [3]).

When present, this IE contains Mobile Station
Classmark 2 of the UE.

supportedCodeclList  |array(Supporte | O

dCodec)

This IE shall be present if available, for UE
supporting 5G-SRVCC (see clause 5.2.2.2.11
of 3GPP TS 23.502 [3]).

When present, this IE shall indicate the list of
speech codecs supported by the UE.

smallDataRateStatusl
nfos

array(SmallDat | O
aRateStatusInf
0)

List of Small Data Rate Control Statuses for
released PDU Sessions, see
clause 5.31.14.3 of TS 23.501 [2].

CIOoT

restrictedPrimaryRatL
ist

array(RatType) | O

When present, this IE shall indicate the list of
RAT types that are restricted for use as
primary RAT for the UE; see

3GPP TS 29.571 [6] (NOTE 1)

restrictedSecondaryR
atlList

array(RatType) | O

When present, this |IE shall indicate the list of
RAT types that are restricted for use as
secondary RAT for the UE; see

3GPP TS 29.571 [6] (NOTE 1)

v2xContext V2xContext (@]

This IE shall be present if available (see
clause 6.5.4 of 3GPP TS 23.287 [47]).

When present, this IE shall indicate the
parameters related to the V2X services.

[teCatMInd boolean C

This IE shall be present with value "true" if
the UE is a LTE Category M UE based on
indication provided by the NG-RAN or by the
MME at EPS to 5GS handover, as specified
in 3GPP TS 23.502 [3].

When present, this IE shall be set as
following:

- true: the UE is a Category M UE

- false (default): this UE is not a Category M
UE.

redCapind boolean C

0.1

This IE shall be present with value "true" if
the UE is a NR RedCap UE based on
indication provided by the NG-RAN, as
specified in 3GPP TS 23.502 [3].

When present, this IE shall be set as
following:

- true: the UE is a NR RedCap UE

- false (default): this UE is not a NR RedCap
UE.
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eRedCapind boolean C

0.1

This IE shall be present with value "true" if
the UE is a NR eRedCap UE based on
indication provided by the NG-RAN, as
specified in clause 5.41 of

3GPP TS 23.501 [2].

When present, this IE shall be set as
following:

- true: the UE is a NR eRedCap UE

- false (default): this UE is not a NR eRedCap
UE.

moExpDataCounter MoExpDataCou | C

nter

0.1

This IE shall be present if a non-zero MO
Exception counter has not been reported yet
to SMF.

When present, this IE shall contain the MO
Exception Data Counter, as specified in
clause 5.31.14.3 of 3GPP TS 23.501 [2].

cagData CagData o

0.1

Closed Access Group Data
When present, the provisioningTime attribute
(from the CagData data type) shall be absent.

NPN

managementMdtind  |boolean C

0.1

This flag shall be present with value "true" if
Management Based Minimization of Drive
Tests (MDT) is allowed, as specified in
3GPP TS 32.422 [30].

When present, this IE shall be set as
following:

- true: management based MDT is allowed.
- false (default): management based MDT is
not allowed.

adjacentPImnMngtMd
tinds

map(boolean) C

1..N

A map (list of key-value pairs where PImnid
converted to string serves as key; see

3GPP TS 29.571 [7]) of Booleans, each
indicating whether Management Based MDT
is allowed in the corresponding PLMN:

- true: management based MDT is allowed in
the PLMN.

- false: management based MDT is not
allowed in the PLMN.

ImmediateMdtC | C
onf

immediateMdtConf

0.1

This IE shall be sent by the source AMF to
the target AMF, for signalling based MDT if
the Job Type indicates Immediate MDT. See
clause 4.10 of 3GPP TS 32.422 [30].

EcRestrictionD C
atawb

ecRestrictionDataWb

0.1

This IE shall be present if the AMF
determines whether Enhanced Coverage is
restricted or not for the UE for WB-N1 mode.
If absent, this IE indicates Enhanced
Coverage is not restricted for WB-N1 mode.
(NOTE 3)

ecRestrictionDataNb  |[boolean C

0.1

This IE shall be present if the AMF
determines whether Enhanced Coverage is
restricted or not for the UE for NB-N1 mode.

If present, this IE shall indicate whether
Enhanced Coverage for NB-N1 mode is
restricted or not.

- true: Enhanced Coverage for NB-N1
mode is restricted.

- false or absent: Enhanced Coverage
for NB-N1 mode is allowed. (NOTE 3)
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iabOperationAllowed

boolean

(0]

0.1

This IE shall be present if the UE is allowed
for IAB operation. It may be present
otherwise.

When present, it shall indicate whether the
UE is allowed for IAB operation, as follows:
- true: indicates that the UE is allowed
for IAB operation.

- false: indicates that the UE is not allowed
for IAB operation.

mbsrOperationAllowe
d

MbsrOperation
Allowed

Indicates whether the subscriber is allowed
for MBSR operation as specified in

clause 5.35A.4 of 3GPP TS 23.501 [2],
optionally, with corresponding location and
time period.

proseContext

ProseContext

This IE shall be present if available (see
clause 6.7 of 3GPP TS 23.304 [51]).
When present, this IE shall indicate the
parameters related to the ProSe services.

ProSe

analyticsSubscription
List

array(Analytics
Subscription)

This IE shall be present if the AMF has
created analytics subscription(s) towards
NWDAF related to the UE.

If present, this IE shall include the list of
analytics subscriptions, as specified in
clauses 5.2.2.2.2 and 5.2.2.2.11 of
3GPP TS 23.502 [3].

ASUC

pcfUepBindinginfo

string

This IE shall be present if Binding Indication
was received for UE Policy Association
resource from the PCF. When present, this IE
shall contain the Binding indication of the
PCF's UE Policy Association resource and
shall be set to the value of the 3gpp-Shbi-
Binding header defined in clause 5.2.3.2.6 of
3GPP TS 29.500 [4], without the header
name.

pcfAmpBindinginfo

string

This IE shall be present if Binding Indication
was received for AM Policy Association
resource from the PCF. When present, this |IE
shall contain the Binding indications of the
PCF's AM policy Association resource and
shall be set to the value of the 3gpp-Shi-
Binding header defined in clause 5.2.3.2.6 of
3GPP TS 29.500 [4], without the header
name.

usedServiceAreaRest
riction

ServiceAreaRe
striction

When present, this IE shall include the
Service Area Restriction from PCF.

pralnAmPolicy

map(Presencel
nfo)

When present, this IE shall include the map
of PRA Information for the subscribed
"PRA_CHANGE" PolicyReqTrigger in the AM
Policy Association.

The key of the map shall be the "prald”
attribute within the Presencelnfo data type.
The "presenceState" attribute within the
Presencelnfo data type shall not be supplied
here.

pralnUePolicy

map(Presencel
nfo)

1..N

When present, this IE shall include the map
of PRA Information for the subscribed
"PRA_CHANGE" PolicyReqTrigger in the UE
Policy Association.

The key of the map shall be the "prald"
attribute within the Presencelnfo data type.
The "presenceState" attribute within the
Presencelnfo data type shall not be supplied
here.
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updpSubscriptionData {UpdpSubscripti | O |0..1 When present, this IE shall include the
onData subscription resource in the AMF for a UE
policy delivery related N1 message
notification.
smPolicyNotifyPduLis |array(PduSessi | C [1..N This IE shall be present if it has been SPAE
t onlnfo) received from the PCF for the UE, i.e. the

PCF for the AM Policy Association and
possibly the UE Policy Association.

When present, this IE shall contain the
information (Slice and DNN combination) of
the PDU session(s) applicable for the
notification of SM Policy Association
Establishment and Termination events.

(NOTE 5)
pcfUeCallbackinfo PcfUeCallbackl | C [0..1 This IE shall be present if the SPAE
nfo smPolicyNotifyPdulList IE is present.

When present, this IE shall contain the
callback information of the PCF for the UE to
receive SM Policy Association Establishment
and Termination events notification from the
PCF for the SM Policy.

(NOTE 5)
uePositioningCap UePositioningC | O [0..1 When present, this IE shall indicate the
apabilities positioning capabilities supported by the UE.
snpnOnboardind boolean C |0.1 This IE shall be present if the UE is registered |eNPN

for onboarding in an SNPN.

When present, it shall indicate the following:
- true: indicates that the UE is
registered for onboarding in an SNPN.

- false (default): indicates that the UE is
not registered for onboarding in an

SNPN.
astiDistributionIndicati |boolean O |0..1 When present, this IE shall indicate whether
on the access stratum time distribution via Uu

reference point should be activated or
deactivated for the UE.
When present, this IE shall be set as
following:
- true: ASTI distribution is activated for the
UE.

- false (default): ASTI distribution is
deactivated for the UE.

tsErrorBudget integer O |0.1 When present, this IE shall indicate the Uu
time synchronization error budget for the time
synchronization service (as described in
clause 5.27.1 in TS 23.501 [2]). It indicates
the value in nano seconds.

smfSellnfo SmfSelectionD | C |0..1 This |IE shall be present if conditions for SMF
ata Selection information replacement are
received from the PCF for AM Policy.

When present, It shall include the conditions
for SMF selection information replacement,
as determined by the PCF.
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pcfUeSliceMbrList map(SliceMbr) C

1..N

This IE shall be present when UE Slice
MBR(s) were received from the PCF for AM
Policy.

When present, this IE shall include one or
more UE-Slice-MBR(s) as determined by the
PCF for allowed S-NSSAI(s). The key of the
map is the S-NSSAI in the allowed NSSAI to
which the UE-Slice-MBR belongs.

smsfSetld NfSetld C

This IE shall be present if available.

When present, this IE shall contain the NF
Set ID of the SMSF serving the UE.

smsfServiceSetld NfServiceSetld C

This shall be present, if available.

When present, it shall contain the NF Service
Set ID of the SMSF's service instance serving
the UE.

smsfBindinglinfo string C

This IE shall be present if available.

When present, this IE shall contain the
binding indication of the UE Context for SMS
in SMSF and shall be set to the value of the
3gpp-Shi-Binding header defined in

clause 5.2.3.2.6 of 3GPP TS 29.500 [4],
without the header name.

disasterRoamingind  |boolean C

This IE shall be present if the UE is registered
for disaster roaming. It may be present
otherwise.

When present, this IE shall be set as follows:
- true: UE is registered for Disaster
Roaming service;
- false (default): UE is not registered for
Disaster Roaming service.

disasterPImn PIimnid C

This IE shall be included if the
disasterRoamingind is present and set to
"true”.

When present, this IE includes the PLMN of
the UE which has faced disaster condition

SatelliteBackha | O
ulCategory

satelliteBackhaulCat

When present, this IE shall be set to the last
value that has been reported to the PCF if the
satellite backhaul category change is
subscribed with the
"SAT_BACKHAUL_CHANGE"
PolicyReqTrigger in the UE Policy
Association.

WirelineService | C
AreaRestriction

wiServAreaRes

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a.

When present, this IE shall indicate the value
of the PCF determined Wireline Service Area
Restriction.

AsTimeDistribut | C
ionParam

asTimeDisParam

This IE shall be present if available and if it is
not case b) specified in clause 5.2.2.2.1.1
step 2a.

When present, this IE shall contain the 5G
acess stratum time distribution parameters
received from the PCF for AM Policy.
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amPolicylnfoContaine |AmPolicylnfoCo | C |[0..1 This IE shall be present if any of the

r ntainer information in the container is available and if
it is not case b) specified in clause 5.2.2.2.1.1
step 2a.

When present, this IE shall contain the AM
Policy information parts received from the
PCF for AM Policy.

a2xContext A2xContext O |0.1 This IE shall be present if available (see A2X

clause 6.3.5.4 of 3GPP TS 23.256 [56]).
When present, this |IE shall indicate the
parameters related to the A2X services.

IcsUpContext LcsUpContext O (0.1 This IE shall be present if available (see

clause 4.3.7 of 3GPP TS 23.273 [42]).
When present, this IE shall indicate the
parameters related to the LCS UP services.

reconnectind boolean O (0.1 Indicates whether the UE is to reconnect to

the network in the case the UE determines
that it does not have the latest available clock
quality information as described in

clause 5.27.1.12 in 3GPP TS 23.501 [2].

When present, this IE shall be set as follows:
- true: the UE reconnects to the network
in the case the UE determines that the
reference report ID has changed;

- false (default): the UE does not have
an indication from CN to reconnect to the
network in the case that the reference
report ID has changed.

NOTE 1:

NOTE 2:

NOTE 3:

NOTE 4:

NOTE 5:

NOTE 6:

If the restrictedPrimaryRatList and restrictedSecondaryRatList attributes are supported by the sender, the sender
shall include the list of RAT Types that are restricted, if any, in the restrictedRatList attribute, shall include the list
of RAT Types that are restricted for use as primary RAT, if any, in the restrictedPrimaryRatList attribute and shall
include the list of RAT Types that are restricted for use as secondary RAT, if any, in the
restrictedSsecondaryRatList attribute. If the restrictedPrimaryRatList and restrictedSecondaryRatList attributes
are supported by the receiver, the receiver shall use the data in the restrictedPrimaryRatList attribute, if received,
as the list of RAT Types that are restricted for use as primary RAT for the UE, and shall use the data in the
restrictedSecondaryRatList attribute, if received, as the list of RAT Types that are restricted for use as secondary
RAT for the UE, otherwise the receiver shall use the data in the restrictedRatList attribute, if received, as the list
of RAT Types that are restricted for the UE.

A particular PDU session not supported by the target AMF shall not be transferred, e.g. MA-PDU session context
shall not be transferred if target AMF does not support ATSSS.

After ecRestrictionDataWb and/or ecRestrictionDataNb attributes are sent from source AMF to target AMF to
build the UeContext in the target AMF, the target AMF shall re-determine the EC restriction information based on
the received subscription data from UDM and UE 5GMM capability because EC restriction information may
change (e.g. due to that subscription data in UDM is changed but not notified the old AMF yet) and then compare
the re-determined EC restriction information with the one received in the UeContext. If the target AMF finds EC
restriction information has changed after comparing, the target AMF shall proceed as described in

clause 5.31.12, 3GPP TS 23.501 [2].

If present, this attribute shall be used together with routingindicator. This attribute is only used by the HPLMN in
roaming scenarios.

If the information as indicated in both IEs were received from the PCF for the UE or from the old AMF in UE
Context, the AMF shall identify whether a non-roaming or local breakout PDU session is applicable for SM Policy
Association events, i.e, whethe the slice and DNN combination of the PDU session is listed in the
smPolicyNotifyPduList IE or not. If the PDU session is applicable for notification of SM Policy Association events
, the AMF shall provide the callback information for the PCF of the UE contained in the pcfUeCallbackinfo IE to
the SMF of a new PDU session via Create SM Context service operation, or to the SMF for an ongoing PDU
session via Update SM Context service operation, together with the indication for notification of SM Policy
Association events. See clause 4.3.2.2.1 and clause 4.3.3.2 of 3GPP TS 23.502 [3].

This IE is deprecated. An AMF complying with this version of specification shall use the pcfAmpBindinginfo IE to
carry the Binding indication of the AM Policy Association resource and use the pcfUepBindingInfo IE to carry the
binding indication of the UE Policy Association resource.
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6.1.6.2.26 Type: N2Sminformation

Table 6.1.6.2.26-1: Definition of type N2SmInformation

Attribute name Data type P | Cardinality Description Applicability
pduSessionlid PduSessionld (M |1 Indicates the PDU Session Identity
n2InfoContent N2InfoContent |C |0..1 This |IE shall be present if a SMF related IE

should be transferred. When present, the IE
contains one of NGAP SMF related IEs
specified in clause 9.3.4 of

3GPP TS 38.413 [12].

sNssai Snssai C |0..1 This IE shall be present if network slice
information to be transferred for session
management. When present, the IE
indicates the network slice the PDU session
belongs to. (NOTE)

homePImnSnssai |Snssai C |0..1 This IE shall be present during EPS to 5GS |[ENS
handover procedure for Home Routed PDU
session.

When present, it shall carry the S-NSSAI for
home PLMN.

iwkSnssai Snssai C |0.1 This IE shall be present during EPS to 5GS |[ENS
handover procedure with AMF relocation for
Home Routed PDU session, or during EPS
to 5GS handover using N26 interface with
AMF relocation and with I-SMF insertion, if
S-NSSAI for interworking is configured and
used in the initial AMF, as specified in
clause 4.11.1.2.2 and clause 4.23.12.7.1 of
3GPP TS 23.502 [3].

When present, this IE shall carry the S-
NSSAI for interworking configured and used
in the initial AMF for the PDU session.
subjectToHo boolean C [0..1 This IE shall be present if n2InfoContent
carries a " Handover Required Transfer" IE.
When present, it Indicates whether the PDU
session shall be subject to handover to the
target node.
NOTE: During EPS to 5GS handover procedure for Home Routed PDU session with AMF relocation, the source
AMF shall set this IE to the S-NSSAI in the serving PLMN mapped from the S-NSSAI in home PLMN
indicated by the homePImnSnssai IE in the N2SmIinformation data structure sent to target AMF.
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6.1.6.2.27 Type: N2InfoContent

Table 6.1.6.2.27-1: Definition of type N2InfoContent

Attribute name Data type P | Cardinality Description
ngapMessageType Uinteger Cc |0.1 This IE shall be present if PWS or TSS related N2
information is to be transferred, or during the AMF
planned removal procedure with UDSF deployed
procedure to transfer a RAN N2 message.

When present, it shall indicate the NGAP Message
type of the ngapData as specified in

clause 6.1.6.4.3.3. Its value equals the value of the
Procedure Code defined in ASN.1 in clause 9.4.7 in
3GPP TS 38.413 [12].

ngapleType NgapleType Cc (0.1 This IE shall be present if SM, RAN, V2X, ProSe,
Ranging_SL or NRPPa related N2 information is to
be transferred.

When present, it shall indicate the NGAP IE type of
the ngapData as specified in clause 6.1.6.4.3.2.

ngapData RefToBinaryData | M |1 This IE reference the N2 Information binary data
corresponding to the N2 information class. See
clause 6.1.6.4.3.

6.1.6.2.28 Type: Nrppalnformation

Table 6.1.6.2.28-1: Definition of type Nrppalnformation

Attribute name Data type P | Cardinality Description
nfld Nflnstanceld M (1 This IE shall carry the identifier of the Network
Function (e.g. LMF) instance that is sending or
receiving the NRPPa data.

nrppaPdu N2InfoContent M |1 This IE represents the encoded NGAP NRPPa-PDU
IE, which is transparent to AMF.
servicelnstanceld string O |0..1 When present, this IE shall carry the Service

Instance Identifier of the Service Instance (e.g. LMF)
that is sending or receiving the NRPPa data.
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6.1.6.2.29 Type: Pwslinformation

Table 6.1.6.2.29-1: Definition of type PwsInformation
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Attribute name Data type

Cardinality

Description

messageldentifier Uint16

1

Identifies the warning message. Sender shall set this
field to O, if the pwsContainer IE carries PWS Failure
Indication or PWS Restart Indication. The receiver
shall ignore this |E if the pwsContainer |IE carries
PWS Failure Indication or PWS Restart Indication.

serialNumber Uintl6

identifies a particular message from the source and
type indicated by the Message Identifier. Sender
shall set this field to 0, if the pwsContainer IE carries
PWS Failure Indication or PWS Restart Indication.
The receiver shall ignore this IE if the pwsContainer
IE carries PWS Failure Indication or PWS Restart
Indication.

pwsContainer N2InfoContent

This IE represents the PWS N2 information data part
to be relayed between CBCF and AN.

bcEmptyArealist array(GlobalRan

Nodeld)

1..N

This IE shall be present if the NF consumer has
previously requested the AMF to send the N2
response information for:

- WRITE-REPLACE-WARNING-REQUEST
and the AMF has received WRITE-
REPLACE-WARNING-RESPONSE from
RAN node(s) not including the Broadcast
Completed Area List IE, or

- PWS-CANCEL-REQUEST and the AMF
has received PWS-CANCEL -RESPONSE
from RAN node(s) not including the
Broadcast Cancelled Area List IE.

When present, this IE shall list the RAN node(s) that
has sent a

- WRITE-REPLACE-WARNING-
RESPONSE not including the Broadcast
Completed Area List IE, or

- PWS-CANCEL-RESPONSE not including
the Broadcast Cancelled Area List |E.

sendRanResponse boolean

0.1

This IE shall be present to request the AMF to send
the N2 response information it has received from the
RAN nodes to the NF Service Consumer.

When present, this IE shall be set as follows:
- true: send RAN response

- false (default): do not send RAN response.

The N2 information received from the RAN
corresponds to

the Broadcast-Completed-Area-List IE or the
Broadcast-Cancelled-Area-List |IE defined in
3GPP TS 38.413 [12]. See clause 6.1.6.4.3.3.

omcld Omcldentifier

0.1

IE shall be present if the AMF is required to write the
n2Information it has received from the RAN nodes
into trace records on the OMC. When present, it

indicates the identifier of OMC.
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nfld Nflnstanceld O |0.1 When present, this IE shall carry the instance
identity of the NF Service Consumer (e.g. CBCF or
PWS-IWF).

This IE should be included when more than one
CBCF/PWS-IWF instances are deployed in the
network and the sendRanResponse IE is present
with the value "true". The AMF may use this IE to
identify whether the same CBCF/PWS-IWF instance
has subscribed for N2 PWS information to receive
the PWS Response data from the RAN.

6.1.6.2.30 Type: NIN2MsgTxfrFailureNotification

Table 6.1.6.2.30-1: Definition of type NIN2MsgTxfrFailureNotification

Attribute name Data type P | Cardinality Description
cause N1N2MessageTr | M |1 This IE shall provide the result of the N1/N2
ansferCause message transfer at the AMF.
nln2MsgDataUri Uri M (1 This IE shall contain the N1IN2MessageTransfer

request resource URI returned in the Location
header when the N1/N2 message transfer was
initiated (see clause 6.1.3.5.3.1).

This IE shall be used by the NF Service Consumer
to correlate the notification with the UE or session for
which the earlier N1/N2 message transfer was
initiated.

If no Location header was returned when the N1/N2
message transfer was initiated, e.g. when a 200 OK
response was sent for a UE in RRC inactive state,
this IE shall be set to a dummy URI, i.e. an URI with
no authority and an empty path (e.g. "http:").
retryAfter Uinteger O (0.1 This IE may be included if the AMF requests the NF
Service Consumer to th