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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 17 ETSI TS 129 520 V18.9.0 (2025-03)

1 Scope

The present specification provides the stage 3 definition of the Network Data Analytics Function Services of the 5G
System.

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The stage 2 definition and related procedures for
Network Data Analytics Function Services are specified in 3GPP TS 23.288 [17] and 3GPP TS 23.503 [4].

The 5G System stage 3 call flows are provided in 3GPP TS 29.552 [25] and 3GPP TS 29.513 [5].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [6] and 3GPP TS 29.501 [7].

The Network Data Analytics Function Services are provided by the Network Data Analytics Function (NWDAF).

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

[2] 3GPP TS 23.501: " System Architecture for the 5G System; Stage 2".

[3] Void.

[4] 3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[5] 3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter
mapping; Stage 3".

[6] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[7] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[8] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[9] IETF RFC 9113: "HTTP/2".

[10] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data | nterchange Format".

[11] OpenAPI: "OpenAPI Specification Version 3.0.0", https.//spec.openapis.org/oas/v3.0.0

[12] 3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".

[13] 3GPP TS 33.501: "Security architecture and procedures for 5G system".

[14] IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[15] IETF RFC 9457: "Problem Detailsfor HTTP APIs".

[16] 3GPP TR 21.900: "Technical Specification Group working methods'.

[17] 3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data

analytics services'.
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[18] 3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[19] 3GPP TS 29.122: "T8 reference point for Northbound APIS".
[20] 3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[21] 3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[22] 3GPP TS 29.517: "5G System; Application Function (AF) event exposure service'.
[23] 3GPP TS 29.503: "5G System; Unified Data Management Services, Stage 3".
[24] 3GPP TS 29.531: "5G System; Network Slice Selection Services; Stage 3".
[25] 3GPP TS 29.552: "5G System; Network Data Analytics signalling flows; Stage 3".
[26] 3GPP TS 29.574: "5G System; Data Collection Coordination Services; Stage 3".
[27] 3GPP TS 29.575: "5G System; Analytics Data Repository Services, Stage 3".
[28] 3GPP TS 29.576: "5G System; Messaging Framework Adaptor Services; Stage 3".
[29] 3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[30] 3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[31] IANA: "SMI Network Management Private Enterprise Codes",
http://www.iana.org/assignments/enterprise-numbers.
[32] 3GPP TS 29.522: "5G System; Network Exposure Function Northbound APIs, Stage 3".
[33] IETF RFC 6733: "Diameter Base Protocol”.
3 Definitions and abbreviations
3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in

3GPP TR 21.905 [1].

3.2 Abb

reviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in

3GPP TR 21.905 [1].

5Q
ADRF
AF
Al/ML
AMF
AOI
API
CEF
DCCF
DNN
FL
GFBR
GMLC
HTTP

5G QoS Identifier

Analytics Data Repository Function
Application Function

Artificial Intelligence/Machine Learning
Access and Mobility Management Function

Areaof Interest

Application Programming Interface
Charging Enablement Function

Data Collection Coordination Function
Data Network Name

Federated Learning

Guaranteed Flow Bit Rate

Gateway Moabile Location Centre
Hypertext Transfer Protocol
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JSON JavaScript Object Notation

LADN Loca Area Data Network

LMF L ocation Management Function

MFAF Messaging Framework Adaptor Function
ML Machine Learning

MTLF Model Training Logica Function

NEF Network Exposure Function

NF Network Function

NLOS Non Line Of Sight

NRF Network Repository Function

NSSF Network Slice Selection Function

NWDAF Network Data Analytics Function

OAM Operation, Administration, and Maintenance
PCF Policy Control Function

PFD Packet Flow Description

PFDF Packet Flow Description Function

S-NSSAI Single Network Slice Selection Assistance Information
SMCC Session Management Congestion Control
SMCCE Session Management Congestion Control Experience
SMF Session Management Function

SSC Session and Service Continuity

SUPI Subscription Permanent Identifier

UDM Unified Data Management

UPF User Plane Function

URI Uniform Resource Identifier

URSP UE Route Selection Policy

uTC Universal Time Coordinated

4 Services offered by the NWDAF

4.1 Introduction

The Nnwdaf services are used by the NWDAF to provide specific analytics information and ML models.
Analyticsinformation is either statistical information of past events, or predictive information.

The following services are specified for the NWDAF:

Table 4.1-1: Services provided by NWDAF

Service Name Description Service Operations Operation Example
Semantics Consumer
(s)
Nnwdaf_EventsSubscription This service enables Subscribe Subscribe / PCF, NSSF,
(NOTE 1) the NF service Unsubscribe Notify AMF, SMF,
consumers to Notify NEF, AF, LMF,
subscribe OAM, CEF,
to/unsubscribe from NWDAF, DCCF
notifications for Transfer Request / NWDAF
different analytics Response
information from the
NWDAF. It also
enables the transfer
of subscriptions
between NWDAFs

ETSI



3GPP TS 29.520 version 18.9.0 Release 18

ETSI TS 129 520 V18.9.0 (2025-03)

Nnwdaf_Analyticsinfo This service enables Request Request / PCF, NSSF,
the NF service Response AMF, SMF,
consumers to request NEF, AF, LMF,
and get specific OAM, NWDAF,
analytics or context DCCF
information related to | ContextTransfer Request / NWDAF
analytics Response
subscriptions from the
NWDAF.

Nnwdaf DataManagement This service enables Subscribe Subscribe / NWDAF, DCCEF,
the NF service Unsubscribe Notify MFAF
consumers to Notify
subscribe Fetch Request / NWDAF, DCCF,
to/unsubscribe from Response MEAE
notifications when
subscribed event(s)
are detected or
retrieve the
subscribed data from
the NWDAF.

Nnwdaf_MLModelProvision This service enables Subscribe Subscribe / NWDAF

(NOTE 2) the NF service Unsubscribe Notify

consumers to
subscribe
to/unsubscribe from
notifications when a
ML model matching
the subscription
parameters becomes
available.

Notify
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Nnwdaf_MLModelTraining
(NOTE 3)

This service enables
the NF service
consumers to
subscribe
to/unsubscribe/modify
from notifications for a
ML model training.

Subscribe

Subscribe /
Notify

Unsubscribe

Notify

NWDAF

Nnwdaf_MLModelMonitor

This service enables
the NF service
consumer to
subscribe/unsubscribe
for ML model
accuracy, provide
Analytics feedback
information for the
analytics generated
by an NWDAF and
enable the NWDAF
containing AnLF
registers the use and
monitoring capability
for an ML model into
the model provider
NWDAF

Subscribe

Subscribe /
Notify

Unsubscribe

Notify

Register

Request /
Response

Deregister

NWDAF

Nnwdaf_RoamingData

This service enables
the consumer to
subscribe/unsubscribe
for input data related
to roaming UE(s) for
NWDAF analytics.

Subscribe

Subscribe /

Unsubscribe

Notify

Notify

H-RE-NWDAF,
V-RE-NWDAF

Nnwdaf_RoamingAnalytics

This service enables
the NF service
consumers to
subscribe (or modify
subscriptions) to and
unsubscribe from
notifications for
network data analytics
related to roaming
UE(s).

Subscribe (NOTE 4)

Subscribe /
Notify

Unsubscribe

Notify

H-RE-NWDAF,
V-RE-NWDAF

NOTE 1: This service corresponds to the Nnwdaf_AnalyticsSubscription service defined in 3GPP TS 23.288 [17].
NOTE 2: This service implements also the Nnwdaf_MLModellnfo service as specified in 3GPP TS 23.288 [17] by
using immediate and one-time reporting requirement.
NOTE 3: This service implements also the Nnwdaf_MLModelTraininglnfo service as specified in
3GPP TS 23.288 [17] by using immediate and one-time reporting requirement.
NOTE 4: The Nnwdaf_RoamingAnalytics_Subscribe service operation implements also the
Nnwdaf_RoamingAnalytics_Request service operation specified in 3GPP TS 23.288 [17] by using

immediate and one-time reporting requirement.

Table 4.1-2 summarizes the corresponding APIs defined in this specification.
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Table 4.1-2: APl Descriptions

tics

Analytics service

ingAnalytics.yaml

roaminganalytics

Service Name Clause Description OpenAPI Specification apiName Annex
File
Nnwdaf_EventsSubscri | 5.1 Nnwdaf Events TS29520_Nnwdaf_Event | nnwdaf- A.2
ption Subscription sSubscription.yaml eventssubscription
Service.
Nnwdaf_Analyticsinfo 5.2 Nnwdaf Analytics TS29520 Nnwdaf_Analyt | nnwdaf- A.3
Information icsInfo.yaml analyticsinfo
Service
Nnwdaf_DataManagem | 5.3 NWDAF Data TS29520_Nnwdaf_Data nnwdaf- A4
ent Management Management.yaml datamanagement
Service
Nnwdaf MLModelProvi | 5.4 NWDAF ML Model | TS29520_Nnwdaf MLMo | nnwdaf- A5
sion Provision Service | delProvision.yaml mimodelprovision
Nnwdaf_MLModelTraini | 5.5 NWDAF ML Model | TS29520_Nnwdaf_MLMo | nnwdaf- A.6
ng Training Service delTraining.yaml mimodeltraining
Nnwdaf MLModelMonit | 5.6 NWDAF ML model | TS29520_Nnwdaf_MLMo | nnwdaf- A7
or monitoring Service | delMonitoring.yaml mimodelmonitor
Nnwdaf RoamingData | 5.7 NWDAF Roaming | TS29520_ Nnwdaf nnwdaf- A.8
Data Service RoamingData.yaml roamingdata
Nnwdaf_RoamingAnaly | 5.8 NWDAF Roaming | TS29520_Nnwdaf_Roam | nnwdaf- A9

4.2

4.2.1

4211

The Nnwdaf _EventsSubscription service corresponding to Nnwdaf _AnalyticsSubscription service as defined in

Overview

Service Description

Nnwdaf EventsSubscription Service

3GPP TS 23.501[2], 3GPP TS 23.288 [17] and 3GPP TS 23.503 [4], is provided by the Network Data Analytics

Function (NWDAF).

This service:

- alows NF service consumers to subscribe to and unsubscribe from different analytics events;

- notifies NF service consumers with a corresponding subscription about observed events. and

- alows NF service consumersto request the transfer of subscriptions for analytics events.

The types of observed eventsinclude:

- Sliceload level information;

- Network dslice instance load level information;

- Service experience;

- NFload;

- Network performance;

- Abnormal behaviour;

- UE mobility;

- UE communication;

- User data congestion;

- QoS sustainability;
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Dispersion;

Redundant transmission experience;
SM congestion control experience;
WLAN performance;

DN performance;

PFD determination;

PDU Session traffic.

Movement Behaviour;

Location Accuracy;

Relative Proximity.

End-to-end data volume transfer time.

4212 Service Architecture

ETSI TS 129 520 V18.9.0 (2025-03)

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architectureis
defined in 3GPP TS 23.288 [17]. The Network Data Analytics signalling flows are defined in 3GPP TS 29.552 [25], the
Policy and Charging related 5G architecture is also described in 3GPP TS 23.503 [4] and 3GPP TS 29.513 [5].

The Nnwdaf_EventsSubscription serviceis part of the Nnwdaf service-based interface exhibited by the Network Data
Analytics Function (NWDAF).

Known consumers of the Nnwdaf _EventsSubscription service are:

Policy Control Function (PCF)

Network Slice Selection Function (NSSF)

Access and Mobility Management Function (AMF)
Session Management Function (SMF)

Network Exposure Function (NEF)

Application Function (AF)

Location Management Function (LMF)

Operation, Administration, and Maintenance (OAM)
Charging Enablement Function (CEF)

Network Data Analytics Function (NWDAF)

Data Collection Coordination Function (DCCF)

The PCF accesses the Nnwdaf_EventsSubscription service at the NWDAF viathe N23 Reference point. The NSSF
accesses the Nnwdaf_EventsSubscription service at the NWDAF viathe N34 Reference point.
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NWDAF
* Nnwdaf_EventsSubscription
PCF NSSF AMF SMF NEF DCCF AF OAM CEF LMF NWDAF

Figure 4.2.1.2-1: Reference Architecture for the Nnwdaf_EventsSubscription Service; SBI
representation

NWDAF

N23 N34 / \\
AMF SMF NEF A

PCF NSSF DCCF F OAM CEF LMF NWDAF

Figure 4.2.1.2-2: Reference Architecture for the Nnwdaf_EventsSubscription Service: reference point
representation

NOTE: When the NEF subscribes the PFD Determination Analytics to the NWDAF, the NEF needs to support

PFDF function as NEF (PFDF).
42.1.3 Network Functions
42131 Network Data Analytics Function (NWDAF)

The Network Data Analytics Function (NWDAF) provides analytics information for different analytics events to NF
Service consumers.

The Network Data Analytics Function (NWDAF) allows NF service consumers to subscribe to and unsubscribe from
one-time, periodic notification or notification when an event is detected.

The Network Data Analytics Function (NWDAF) allows NF service consumers to request the transfer of subscriptions
for analytics events.

42.1.3.2 NF Service Consumers
The Policy Control Function (PCF):

- supports (un)subscription to the notification of analyticsinformation for dice load level information from the
NWDAF;

- supports (un)subscription to the notification of analyticsinformation for service experience related network data
from the NWDAF,

- supports (un)subscription to the notification of analytics information for network performance from the
NWDAF;

- supports (un)subscription to the notification of analytics information for abnormal UE behaviour from the
NWDAF;

- supports (un)subscription to the notification of analyticsinformation for UE mobility from the NWDAF;

- supports (un)subscription to the notification of analytics information for UE communication from the NWDAF;
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supports (un)subscription to the notification of analytics information for user data congestion from the NWDAF;
supports (un)subscription to the notification of analytics information for dispersion from the NWDAF;

supports (un)subscription to the notification of analytics information for session management congestion control
experience from the NWDAF;

supports (un)subscription to the notification of analytics information for redundant transmission experience from
the NWDAF;

supports (un)subscription to the notification of analytics information for DN performance from the NWDAF,;
supports (un)subscription to the notification of analytics information for WLAN performance from the NWDAF,;

supports (un)subscription to the notification of analytics information for PDU Session traffic from the NWDAF;
and

supports taking one or more above input from the NWDAF into consideration for policies on assignment of
network resources and/or for traffic steering policies.

NOTE: How thisinformation is used by the PCF is not standardized in this specification.

The Network Slice Selection Function (NSSF):

supports (un)subscription to the notification of analytics information for slice load level information or network
dlice instance load level information from the NWDAF to determine slice selection;

supports (un)subscription to the notification of analytics information for service experience related network data
from the NWDAF; and

supports (un)subscription to the notification of analyticsinformation for dispersion at the slice from the
NWDAF.

The Access and Mobility Management Function (AMF):

supports (un)subscription to the notification of analyticsinformation for slice load level information from the
NWDAF;

supports (un)subscription to the notification of analyticsinformation for service experience related network data
from the NWDAF;

supports (un)subscription to the notification of analyticsinformation for SMF load information from the
NWDAF to determine SMF selection;-supports (un)subscription to the notification of analytics information for
expected UE behavioural information (UE mobility and/or UE communication) from the NWDAF to monitor
UE behaviour;

supports (un)subscription to the notification of analytics information for abnormal UE behaviour information
from the NWDAF to determine adjustment of UE mobility related network parameters to solve the abnormal
risk; and

supports (un)subscription to the notification of analyticsinformation for dispersion at the slice from the
NWDAF.

The Session Management Function (SMF):

supports (un)subscription to the notification of analytics information for UPF load information from the
NWDAF to determine UPF selection;

supports (un)subscription to the notification of analytics information for UE mobility information from the
NWDAF to determine UPF selection;

supports (un)subscription to the notification of analytics information for Session Management Congestion
Control Experience from the NWDAF;

supports (un)subscription to the notification of analytics information for expected UE behavioural information
(UE mobility and/or UE communication) from the NWDAF to monitor UE behaviour;
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supports (un)subscription to the notification of analytics information for abnormal UE behaviour information
from the NWDAF to determine adjustment of UE communication related network parametersto solve the
abnormal risk;

supports (un)subscription to the notification of analyticsinformation for slice load level information or network
dlice instance load level information from the NWDAF to determine slice selection.

supports (un)subscription to the notification of analyticsinformation for service experience related network data
from the NWDAF;

supports (un)subscription to the notification of analytics information for redundant transmission experience from
the NWDAF to consider whether redundant transmission shall be performed, or (if it had been activated) shall be
stopped; and

supports (un)subscription to the notification of analyticsinformation for DN performance from the NWDAF.

The Network Exposure Function (NEF):

supports (un)subscription to the notification of analyticsinformation for UE mobility from the NWDAF;
supports (un)subscription to the notification of analytics information for UE communication from the NWDAF;

supports (un)subscription to the notification of analytics information for expected UE behavioural (UE mobility
and/or UE communication) from the NWDAF;

supports (un)subscription to the notification of analyticsinformation for abnormal behaviour from the NWDAF;
supports (un)subscription to the notification of analyticsinformation for user data congestion from the NWDAF,;

supports (un)subscription to the notification of analytics information for network performance from the
NWDAF;

supports (un)subscription to the notification of analytics information for QoS Sustainability from the NWDAF;
supports (un)subscription to the notification of analytics information for Dispersion from the NWDAF,;

supports (un)subscription to the notification of analyticsinformation for DN performance from the NWDAF;
supports (un)subscription to the notification of analytics information for WLAN performance from the NWDAF;

supports (un)subscription to the notification of analytics information for Observed Service Experience from
NWDAF;

with PFDF function supports (un)subscription to the notification of analytics information for NWDAF assisted
PFD Determination from the NWDAF;

supports (un)subscription to the notification of analytics information for E2E data volume transfer time from
NWDAF;

supports (un)subscription to the notification of analytics information for Relative Proximity from NWDAF; and

supports (un)subscription to the notification of analytics information for movement behaviour from NWDAF.

The Application Function (AF):

supports receiving UE mobility information from NWDAF or viathe NEF;
supports receiving UE communication information from NWDAF or viathe NEF;

supports receiving expected UE behavioural information (UE mobility and/or UE communication) from
NWDAF or viathe NEF;

supports receiving abnormal behaviour information from the NWDAF or viathe NEF;
supports receiving user data congestion information from the NWDAF or viathe NEF;

supports receiving network performance information from the NWDAF or viathe NEF;
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- supports receiving QoS Sustainability information from the NWDAF or viathe NEF;
- supports receiving Dispersion information from the NWDAF or viathe NEF;
- supportsreceiving DN performance information from the NWDAF or viathe NEF;
- supports receiving WLAN performance information from the NWDAF or viathe NEF;
- supports receiving Observed Service Experience information from NWDAF or viathe NEF;
- supports receiving E2E data volume transfer time from NWDAF or viathe NEF;
- supports receiving Movement Behaviour information from NWDAF or viathe NEF; and
- supports receiving Relative Proximity information from NWDAF or viathe NEF.
The Operation, Administration, and Maintenance (OAM):
- supportsreceiving slice load level information from the NWDAF;
- supports receiving observed service experience from the NWDAF;
- supports receiving NF load information from the NWDAF;
- supports receiving network performance information from the NWDAF,;
- supports receiving UE mobility information from the NWDAF;
- supports receiving UE communication information from the NWDAF;

- supports receiving expected UE behaviour information (UE mobility and/or UE communication) from the
NWDAF; and

- supports receiving abnormal UE behaviour information from the NWDAF.
The Charging Enablement Function (CEF):

- supports (un)subscription to the notification of analyticsinformation for slice load level information from the
NWDAF; and

- supports (un)subscription to the notification of analyticsinformation for service experience statistics information
from the NWDAF.

The Location Management Function (LMF):

- supports (un)subscription to the notification of analyticsinformation for location accuracy analytics from the
NWDAF.
The Network Data Analytics Function (NWDAF):

- supports (un)subscription to the notification of analyticsinformation for all types of network analytics from the
NWDAF; and

- supports requesting the transfer of subscriptions to another NWDAF.
The Data Collection Coordination Function (DCCF):

- supports (un)subscription to the notification of analyticsinformation for all types of network analytics from the
NWDAF.
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4.2.2 Service Operations

4221 Introduction

Table 4.2.2.1-1: Operations of the Nnwdaf_EventsSubscription Service

Service operation name Description Initiated by
Nnwdaf_EventsSubscription_Subscri | This service operation is used by an NF to NF service consumer
be subscribe or update subscription for event (PCF, NSSF, AMF,

notifications of the analytics information. SMF, NEF, AF, LMF,

One-time, periodic notification or notification upon OAM, CEF, NWDAF,

event detected can be subscribed. DCCF)
Nnwdaf_EventsSubscription_Unsubs | This service operation is used by an NF to NF service consumer
cribe unsubscribe from event notifications. (PCF, NSSF, AMF,

SMF, NEF, AF, LMF,
OAM, CEF, NWDAF,
DCCF)
Nnwdaf_EventsSubscription_Notify This service operation is used by an NWDAF to NWDAF

notify NF service consumers about subscribed
events.

Nnwdaf_EventsSubscription_Transfe | This service operation is used by an NWDAF to NWDAF
r request the transfer of subscription(s) for analytics
events.

4.2.2.2 Nnwdaf EventsSubscription_Subscribe service operation

42221 General

The Nnwdaf_EventsSubscription_Subscribe service operation is used by an NF service consumer to subscribe or update
subscription for event notifications from the NWDAF.

42222 Subscription for event notifications

Figure 4.2.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to subscribe for
event notification(s) (as shown in 3GPP TS 23.288[17]).

NF service NWDAE
consumer

| |

: 1. POST.../subscriptions >:

| |

| |

:4 2. 201 Created |

| |

| |

Figure 4.2.2.2.2-1: NF service consumer subscribes to notifications

The NF service consumer shall invoke the Nnwdaf EventsSubscription_Subscribe service operation to subscribe to
event notification(s). The NF service consumer shall send an HTTP POST request with "{ apiRoot} /nnwdaf-
eventssubscription/<apiVersion>/subscriptions’ as Resource URI representing the "NWDAF Events Subscriptions’, as
shown in figure 4.2.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF Event Subscription™ according
to the information in message body. The Nnwdaf EventsSubscription data structure provided in the request body shall
include:

- an URI where to receive the requested notifications as "notificationURI" attribute; and

- adescription of the subscribed events as " eventSubscriptions" attribute that, for each event, the
EventSubscription data type shall include:
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1)
2)

an event identifier as"event" attribute; and

if the event notification method "PERIODIC" is selected viathe "notificationMethod" attribute, repetition
period as "repetitionPeriod" attribute;

and the EventSubscription data type may include the "extraReportReq" attribute with the following attributes:

1)
2)
3)

4)
5)

6)

7)

8)

9)

maximum number of objectsin the "maxObjectNbr" attribute;
maximum number of SUPIs expected for an analytics report in the "maxSupiNbr" attribute;

identification of time window to which the subscription applies viaidentification of date-time(s) in the
"startTs" and "endTs" attributes;

preferred level of accuracy of the analytics in the "accuracy” attribute;

identification of time when analytics information is needed in the "timeAnaNeeded" atribute if the feature
"EneNA" is supported;

indication of which analytics metadata is requested to be delivered with the notification in the "anaMeta
attribute if the feature "Aggregation” is supported;

requested values for analytics metadata information to be used for the generation of the analyticsin the
"anaMetalnd" attribute if the feature "Aggregation™ is supported,;

offset period to the periodic reporting in the "offsetPeriod" attribute if the feature "EneNA" is supported. It
may be present if the "repPeriod" attribute within the "evtReq" attribute or the "repetitionPeriod" attribute
within the EventSubscription data type isincluded,;

preferred accuracy level per analytics subset in the "accPerSubset" attribute if the "listOf AnaSubsets”
attribute is present and the "EneNA" feature is supported; and/or

10)the time period of historical analyticsin the "histAnaTimePeriod" attribute, if the "EneNA" featureis

supported.

The Nnwdaf EventsSubscription data structure provided in the request body may include:

event reporting information as the "evtReq" attribute, which applies for each event and may contain the
following attributes:

1)
2)
3)
4)
5)
6)
7)

8)

9)

event notification method (periodic, one time, on event detection) in the "notifMethod™ attribute;
maximum Number of Reportsin the "maxReportNbr" attribute;

monitoring duration in the "monDur" attribute;

repetition period for periodic reporting in the "repPeriod" attribute;

immediate reporting indication in the "immRep" attribute;

percentage of sampling among impacted UEs in the "sampRatio" attribute;

partitioning criteriafor partitioning the impacted UEs before performing sampling as "partitionCriteria’
attribute if the "EneNA" feature is supported;

group reporting guard time for aggregating the reports for a group of UEsin the "grpRepTime" attribute;
and/or

anoatification flag (used for muting and retrieving notifications) as "notifFlag" attribute if the "EneNA"
feature is supported

NOTE 1: The notification method indicated as the "notifMethod" attribute and the periodic reporting time indicated

asthe"repPeriod" attributes within the event reporting information as the "evtReq" attribute provided in
Nnwdaf EventsSubscription data type, if present, supersedes the event notification method as the
"notificationMethod" attribute and repetition period as the "repetitionPeriod” attribute respectively in the
EventSubscription data type.
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- information of previous analytics subscription in the "prevSub” attribute if the " AnaCtxTransfer" featureis
supported;
- thenatification correlation identifier in the "notifCorrld" attribute, if the "EneNA" feature is supported; and/or
- analytics consumer information as " consNflnfo" attribute, if the "AnaSubTransfer" feature is supported;

NOTE 2: The"consNflnfo" attribute enables the NWDAF to determine whether an anal ytics subscription transfer
procedure is applicable. Otherwise, if the "consNflnfo" attribute is not provided in a subscription and the
NWDAF cannot serve anymore or transfer this subscription, the NWDAF can notify the analytics
consumer with a Termination Request so that the analytics consumer can select a new target NWDAF.

For al the event types, the "eventSubscriptions™ attribute may include:

- theanalytics accuracy requirement information in "accuReq" attribute as indication to the NWDAF to activate
checking the analytics accuracy information of the subscribed event, if the "AnalyticsAccuracy” featureis
supported and the NF service consumer discovered or local configured the NWDAF containing an AnLF
supporting accuracy checking capability.

- the pause analytics consumption flag in "pauseFlg" attribute if the " AnalyticsAccuracy” feature is supported.
- theresume analytics consumption flag in "resumeFlg" attribute if the "AnalyticsAccuracy” feature is supported.
- Uuse case context as "useCaseCxt" attribute, if the "ENAEXt" feature is supported.

NOTE 3: The NWDAF can use the parameter "Use case context" to select the most relevant ML model, when
several ML models are available for the requested Analytics ID(s). The NWDAF containing AnLF can
additionally provide the parameter "Use case context” when requesting an ML model from an NWDAF
containing MTLF. The values of this parameter are not standardized.

NOTE 4: The subscription for analytics accuracy information independently from subscription of the analytics
event output is not supported in this release.

- information related to roaming within the "roaminglnfo” attribute if the "RoamingAnalytics' featureis
supported;

For different event types, the "eventSubscriptions" attribute:
- iftheeventis"SLICE_LOAD_LEVEL", shal provide:

1) network slice level load level threshold in the "loadL evel Threshold" attribute if the " notifMethod" attribute in
"evtReq" attribute is set to "ON_EVENT_DETECTION" or the "notificationMethod" attribute in
"eventSubscriptions' attribute is set to "THRESHOLD" or omitted; and

2) identification of network slice(s) to which the subscription applies viaidentification of network slice(s) in the
"snssais' attribute or any dicesindication in the "anySlice" attribute;

- if thefeature "NsiLoad" is supported and the event is"NSI_LOAD_LEVEL", shall provide:

1) identification of network slice and the optionally associated network slice instance(s) if available, viathe
"nsildinfos" attribute or any dlicesindication in the "anySlice" attribute; and

NOTE 5: The network slice instance of a PDU session is not available in the PCF.

2) the network dlice or network slice instance load level thresholdsin the "nsiLevel Thrds" attribute if the
"notifMethod" attribute in "evtReq" attributeis set to "ON_EVENT_DETECTION" or the
"notificationMethod" attribute in "eventSubscriptions' attribute is set to "THRESHOLD" or omitted;

and may include:

1) alist of analytics subsets carried by "listOf AnaSubsets" attribute with value(s) only applicable to
"NSI_LOAD_LEVEL" event, if the "EneNA" feature is supported;

2) identification of network areato which the subscription applies viaidentification of network area(s) by
"networkArea’ attribute, if the "NsiLoadExt" feature is supported;
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3) amatching direction in the "matchingDir" attribute if the "nsiLevel Thrds" attribute is provided and the
"NsiLoadExt" feature is supported; and/or
4) list of NF instance typesin the "nfTypes' attribute, if the "NsiLoadExt" feature is supported.
- if thefeature "NfLoad" is supported and the event is"NF_LOAD", shall provide:

1) identification of target UE(s) to which the subscription applies by "supis' or "anyUe" attribute set to "true” in
the "tgtUe" attribute; and

NOTE 6: Only NF instances of type AMF and SMF which are serving the UE can be determined using a SUPI in
"supis" attribute.

NOTE 7: If alist of the NF Instance IDs (or respectively of NF Set IDs) is provided, the NWDAF needs to provide
the analytics for each designated NF instance (or respectively for each NF instance belonging to each
designated NF Set). In such case the target UE(s) of the Analytics Reporting need be ignored.

2) NF load level thresholdsin the "nfLoadLvIThds" attribute if the "notifMethod" attribute in "evtReq" attribute
isset to "ON_EVENT_DETECTION" or the "notificationM ethod" attribute in "eventSubscriptions' attribute
isset to "THRESHOLD" or omitted;

and may include:

1) either list of NF instance IDs in the "nflnstancelds" attribute or list of NF set IDsin the "nfSetlds" attribute if
the identification of target UE(s) appliesto all UEs;

2) list of NF instance typesin the "nfTypes" attribute;

3) identification of network dlice(s) by "snssais" attribute;

4) amatching direction in the "matchingDir" attribute if the "nfLoadLvIThds" attributeis provided;

5) optional area of interest by "networkArea" attribute, if the "NfLoadExt" feature is supported; and/or

6) an optional list of analytics subsets by "listOf AnaSubsets" attribute with value(s) only applicable to
NF_LOAD event, if the "EneNA" feature is supported;

- if the feature "NetworkPerformance" is supported and the event is"NETWORK_PERFORMANCE", it shall
provide:

1) identification of target UE(s) to which the subscription applies by "supis’, "intGrouplds' or "anyUe" attribute
set to "true” in the "tgtUe" attribute; and

2) the network performance reguirements via "nwPerfRequs" attribute;
and may provide:

1) identification of network areato which the subscription applies viaidentification of network area(s) by
"networkArea’ attribute (mandatory if "anyUe" attributeis set to true);

2) amatching direction in the "matchingDir" attribute if the "nwPerfRequs" attribute is provided,;

3) the spatial granularity size of TA inthe"spatialGranSizeTa" attribute if the "NetworkPerformanceExt_ eNA"
feature is supported;

4) the spatial granularity size of cell in the " spatial GranSizeCell" attribute if the
"NetworkPerformanceExt_eNA" feature is supported; and/or

5) thetemporal granularity size in the "temporal GranSize" attribute if the "NetworkPerformanceExt_eNA"
feature is supported.

- if the feature " ServiceExperience" is supported and the event is"SERVICE_EXPERIENCE", shall provide:

1) identification of target UE(s) to which the subscription applies by "supis’, "intGrouplds' or "anyUe" attribute
set to "true” in the "tgtUe" attribute; and
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2) any dlicesindication in the "anySlice" attribute or identification of network slice(s) together with the
optionally associated network dice instance(s) if available, viathe "nsildinfos" attribute;
NOTE 8: The network slice instance of a PDU session is not available in the PCF.
and may provide:

1) identification of application to which the subscription applies viaidentification of application(s) by "applds"
attribute;

2) identification of network areato which the subscription applies viaidentification of network area(s) by
"networkArea’ attribute (mandatory if "anyUe" attributeis set to true);

3) identification of DNN to which the subscription applies viaidentification of application(s) by "dnns"
attribute;

4) identification of user plane access to DN(s) which the subscription applies asthe "dnais" attribute;

5) identification of a user plane access to one or more DN(s) where applications are deployed by "dnais’
attribute;

6) if "applds' attribute is provided, the bandwidth requirement of each application by "bwRequs" attribute;

7) indication of all the RAT types and/or al the frequencies that the NWDAF received for the application or
specific RAT type(s) and/or frequency(ies) and the service experience threshold value(s) for the RAT
Type(s) and/or Frequency value(s) where the UE camps on by "ratFreqgs’ attribute if the feature
" ServiceExperienceExt" is also supported;

8) alist of analytics subsets carried by "listOf AnaSubsets' attribute with value(s) only applicable to
"SERVICE_EXPERIENCE" event, if the "EneNA" feature is supported;

9) theidentification of the UPF as the "upfinfo" attribute if the feature " ServiceExperienceExt" isaso
supported;

10) I P address(s)/FQDN(s) of the Application Server(s) as the "appServerAddrs" attribute if the feature
" ServiceExperienceExt" is also supported;

11) combination of PDU Session parameters as the "pduSesinfos* attribute if the feature
" ServiceExperienceExt2_eNA" is also supported; and/or

12) preferred granularity of location information as the "locGranularity” attribute if the feature
" ServiceExperienceExt2_eNA" is supported; and/or

13)the fine granularity areas as the "fineGranAreas" attribute if the feature " ServiceExperienceExt2_eNA" is
supported.

- if the feature "UeMobility" is supported and the event is"UE_MOBILITY™", shall provide:

1) identification of target UE(S) to which the subscription applies by "supis' or "intGrouplds" attribute in the
"tgtUe" attribute;

NOTE 9: For LADN service, the consumer (e.g. SMF) providesthe LADN DNN to refer the LADN service areaas
the AOI.

and may provide:

1) identification of network areato which the subscription applies viaidentification of network area(s) by
"networkArea" attribute;

2) preferred granularity of location information as the "locGranularity” attribute if the feature
"UeMohilityExt2_eNA" is supported.

3) identification of the preferred orientation of location information by " locOrientation” attribute if the feature
"UeMobilityExt2_eNA" is supported.
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4)

5)

6)

7)

8)

9)

if the feature "UeMobilityExt" is supported,
i) identification of LADN DNN in the "ladnDnns" attribute;
ii) Visited Area(s) of Interest asthe "visitedAreas' attirbute;

other UE mobility analytics requirements in "ueMobilityReqs" attribute, which may include ordering
criterion and ordering direction, if the "UeMobilityExt2_eNA" feature is supported;

an optional list of analytics subsets carried by "listOf AnaSubsets" attribute with value(s) only applicable to
"UE_MOBILITY" event, if the"UeMobilityExt2_eNA" and "EneNA" features are supported;

the spatial granularity size of TA in the "spatial GranSizeTa" attribute if the "UeMobilityExt2_eNA" feature

is supported;

the spatial granularity size of cell in the "spatialGranSizeCell" attribute if the "UeMobilityExt2_eNA" feature

iS supported;

the fine granularity areas as the "fineGranAreas” attribute if the feature "UeMobilityExt2_eNA" is supported.

- if the feature "UeCommunication” is supported and the event is" UE_COMMUNICATION ", shall provide:

1)

identification of target UE(s) to which the subscription applies by "supis® or "intGrouplds® attribute in the
"tgtUe" attribute;

and may include:

1)
2)

3)
4)
5)

6)

7)

8)

identification of the application in the "applds" attribute;

identification of network areato which the subscription applies viaidentification of network area(s) by
"networkArea" attribute;

an identification of DNN in the "dnns" attribute;
identification of network slice in the "snssais" attribute;

alist of analytics subsets carried by "listOf AnaSubsets" attribute with value(s) only applicableto "
UE_COMMUNICATION " event, if the "EneNA" feature is supported;

other UE communication analytics requirementsin "ueCommRegs" attribute, which may include ordering
criterion and ordering direction, if the "UeCommunicationExt_eNA" feature is supported;

the spatial granularity size of TA inthe "spatialGranSizeTa" attribute if the "UeCommunicationExt_eNA"
feature is supported;

the spatial granularity size of cell inthe "spatial GranSizeCell" attribute if the "UeCommunicationExt_eNA"
feature is supported.

- if the feature "QoSSustainability" is supported and the event is"QOS_SUSTAINABILITY", shall provide:

1)

2)
3)

4)

identification of network areato which the subscription applies viaidentification of network area by
"networkArea" attribute;

the QoS requirements via "qosRequ" attribute;

QoS flow retainability threshold(s) by the "qosFlowRetThds" attribute for the 5QI of GBR resource type or
RAN UE throughout threshold(s) by the "ranUeThrouThds" attribute for the 5QI of non-GBR resource type,
if the "notifMethod" attributein "evtReq" attributeisset to "ON_EVENT_DETECTION" or the
"notificationMethod" attribute in "eventSubscriptions' attribute is set to "THRESHOLD" or omitted; and

identification of target UE(s) to which the subscription applies by "anyUe" attribute set to "true” in the
"tgtUe" attribute;

and may include:

1)

identification of network slice(s) by "snssais" attribute;
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2)

3)

4)

5)

6)

7)

amatching direction in the "matchingDir" attribute if the "gosFlowRetThds" attribute or the
"ranUeT hrouThds" attribute is provided;

acceptable deviations from the threshold levelsin the "deviations' attribute, if the "EnQoSSustainability"
feature is supported;

the spatial granularity size of TA inthe "spatialGranSizeTa" attribute if the "QoSSustainabilityExt eNA"
feature is supported;

the spatial granularity size of cell in the "spatial GranSizeCell" attribute if the "QoSSustainabilityExt eNA"
feature is supported;

the temporal granularity size in the "temporal GranSize" attribute if the "QoSSustainabilityExt_eNA" feature
is supported; and/or

the fine granularity areas as the "fineGranAreas” attribute if the feature "QoSSustainabilityExt_ eNA" is
supported.

- if the feature " AbnormalBehaviour" is supported and the event is"ABNORMAL_BEHAVIOUR", shall provide:

1)

2)

identification of target UE(s) to which the subscription applies by "supis®, "intGrouplds' or "anyUe" attribute
set to "true” in the "tgtUe" attribute; and

either the expected analytics type via"exptAnaType" attribute or alist of exception Ids with the associated
thresholds via"excepRequs" attribute. If the expected analytics type via"exptAnaType" attribute is provided,
the NWDAF shall derive the corresponding Exception Ids from the received expected analyticstype as
follows:

a) if "exptAnaType" attribute setsto "MOBILITY", the corresponding list of Exception Ids are
"UNEXPECTED_UE_LOCATION", "PING_PONG_ACROSS CELLS", "UNEXPECTED_WAKEUP"
and "UNEXPECTED_RADIO_LINK_FAILURES';

b) if "exptAnaType" attribute setsto "COMMUN", the corresponding list of Exception Ids are
"UNEXPECTED_LONG_LIVE _FLOW", "UNEXPECTED_LARGE_RATE_FLOW",
"SUSPICION_OF DDOS ATTACK", "WRONG_DESTINATION_ADDRESS' and
"TOO_FREQUENT_SERVICE_ACCESS'; and

c) if "exptAnaType" attribute setsto "MOBILITY_AND_COMMUN?", the corresponding list of Exception
Idsincludes all above derived exception Ids.

The derived list of Exception Idsis used by the NWDAF to notify the NF service consumer when UE's
behaviour is exceptional based on one or more Exception Ids within the list.

If the "anyUe" attribute in the "tgtUe" attribute setsto "true':

a) the expected analytics type viathe"exptAnaType" attribute or the list of Exception Ids via "excepRequs'
attribute shall not be requested for both mobility and communication related analytics at the same time;

b) if the expected analytics type viathe"exptAnaType" attribute or the list of Exception Idsvia
"excepRequs' attribute is mobility related, at least one of identification of network area(s) by
"networkArea" attribute and identification of network slice(s) by "snssais" attribute should be provided;
and

¢) if the expected analytics type viathe"exptAnaType" attribute or the list of Exception Idsvia
"excepRequs" attribute is communication related, at least one of identification of network area(s) by
"networkArea" attribute, identification of application(s) by "applds' attribute, identification of DNN(S) in
the "dnns" attribute and identification of network slice(s) by "snssais" attribute should be provided;

and may provide:

1)

expected UE behaviour via"exptUeBehav" attribute.

- if thefeature "UserDataCongestion"” is supported and the event is"USER_DATA_CONGESTION", shall
provide:
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1)

1) identification of target UE(S) to which the subscription applies by "supis’, "gpsis' (if feature
"UserDataCongestionExt" is supported) or "anyUe" attribute set to "true";

and may include:

1) congestion threshold by the "congThresholds" attribute if the "notifMethod" attribute in "evtReq" attributeis
setto "ON_EVENT_DETECTION" or the "notificationMethod" attribute in "eventSubscriptions' attributeis
set to "THRESHOLD" or omitted;

2) identification of network areato which the subscription applies via identification of network area(s) by
"networkArea" attribute (mandatory if "anyUe" attribute is set to true);

3) identification of network slice(s) by "snssais" attribute;
4) amatching direction in the "matchingDir" attribute if the "congThresholds" attribute is provided;

5) if the feature "UserDataCongestionExt" is also supported, request a list of top applications with maximum
number that contribute the most to the traffic in uplink and/or downlink directions by the
"maxTopAppUINbr" attribute and/or the "maxTopAppDINbr" attribute;

6) alist of analytics subsets carried by "listOf AnaSubsets' attribute with value(s) only applicable to
"USER_DATA_CONGESTION" event, if the "EneNA" feature is supported; and/or

7) the ordering criterion for the list of User Data Congestion analytics in "userDataConOrderCri" attribute, if the
"UserDataCongestionExt2_eNA" feature is supported;

8) thetemporal granularity size in the "temporal GranSize" attribute if the "UserDataCongestionExt2_eNA"
feature is supported.

if the feature "Dispersion” is supported and the event is "DISPERSION", shall provide:

1) identification of target UE(S) to which the subscription applies by "supis', "intGrouplds' or "anyUe" attribute
set to "true” in the "tgtUe" attribute, "anyUe" attribute set to "true” is only supported in combination with
"snssais' attribute, "networkAred" attribute and/or "disperClass' attribute;

and may include:

1) identification of network areato which the subscription applies viaidentification of network area by
"networkArea’ attribute, if the "supis’ attribute or "intGrouplds' attribute isincluded in the "tgtUe" attribute;

2) identification of network slice(s) by "snssais" attribute;
3) application identifier(s) in "applds" attribute;

4) dispersion analyticsrequirementsin "disperRegs" attribute, which for the requested dispersion type may
include dispersion class, preferred ordering requirements;

5) an optional list of analytics subsets by "listOf AnaSubsets" attribute with value(s) only applicable to
DISPERSION event, if the "EneNA" feature is supported; and/or

6) preferred granularity of location information as the "locGranularity” attribute if the feature
"DispersionExt_eNA" is supported;

7) the spatial granularity size of TA inthe"spatiaGranSizeTa" attribute if the "DispersionExt_eNA" featureis
supported;

8) the gpatial granularity size of cell in the "spatialGranSizeCell" attribute if the "DispersionExt_eNA" featureis
supported; and/or

9) thetempora granularity size in the "temporal GranSize" attribute if the "DispersionExt_eNA" featureis
supported.

if the feature "RedundantTransmissionExp" is supported and the event is"RED_TRANS_EXP', shal provide:

identification of target UE(S) to which the subscription applies by "supis', "intGrouplds' or "anyUe" attribute set
to "true" in the "tgtUe" attribute;
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and may include:

1) identification of network areato which the subscription applies viaidentification of network area by
"networkArea" attribute;

2) identification of network slice(s) by "snssais" attribute;
3) identification of DNN inthe"dnns" attribute;

4) other redundant transmission experience analysis requirementsin "redTransRegs" attribute, which may
include preferred order of results for the list of Redundant Transmission Experience; and/or

5) anoptional list of analytics subsets by "listOf AnaSubsets' attribute with value(s) only applicable to
RED_TRANS EXP event, if the "EneNA" feature is supported,;

6) thetempora granularity size in the "tempora GranSize" attribute if the "RedundantTransExpExt_eNA"
feature is supported.

if the feature "WlanPerformance" is supported and the event is"WLAN_PERFORMANCE", shall provide:

1) identification of target UE(S) to which the subscription applies by "supis', "intGrouplds' or "anyUe" attribute
set to "true” in the "tgtUe" attribute. If "anyUe" attribute set to "true” isincluded in the "tgtUe" attribute, then
any of "networkArea" attribute, "sslds' or "bsslds" attribute within "wlanRegs" attribute shall be present;

and may include:

1) identification of network areato which the subscription applies viaidentification of network area by
"networkArea" attribute;

2) other WLAN performance analytics requirementsin "wlanRegs" attribute, which may include SSID(s),
BSSID(s), preferred order of results for the list of WLAN performance information and/or accuracy per
analytics subset; and/or

3) anoptiona list of analytics subsets by "listOf AnaSubsets" attribute with value(s) only applicable to
WLAN_PERFORMANCE event, if the "EneNA" feature is supported;

4) thetemporal granularity size in the "temporal GranSize" attribute if the "WlanPerfExt_eNA" featureis
supported.

if the feature "DnPerformance” is supported and the event is"DN_PERFORMANCE", shall provide:

1) identification of target UE(S) to which the subscription applies by "supis’, "intGrouplds' or "anyUe" attribute
set to "true” in the "tgtUe" attribute;

and may include:

1) identification of network areato which the subscription applies viaidentification of network area by
"networkArea" attribute;

2) identification of network slice(s) inthe "snssais" attribute;

3) identification of network slice and the optionally associated network slice instance(s) if available, viathe
"nsildinfos’ attribute or any slicesindication in the "anySlice" attribute;

4) application identifier(s) in "applds" attribute;
5) anidentification of DNN inthe"dnns" attribute;

6) identification of auser plane access to one or more DN(s) where applications are deployed by "dnais’
attribute;

7) theidentification of the UPF asthe "upflnfo" attribute;

8) |P address(s)/FQDN(s) of the Application Server(s) as the "appServerAddrs" attribute;
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9) other DN performance analytics requirementsin "dnPerfRegs" attribute, which may include the preferred
order of resultsfor the list of DN performance information and/or the reporting threshold of each applicable
analytics subset; and/or

10)an optional list of analytics subsets by "listOf AnaSubsets” attribute with value(s) only applicable to
"DN_PERFORMANCE" event, if the "EneNA" feature is supported and may include the attribute with
value(s) only applicable to "DN_PERFORMANCE" event and the "DnPerformanceExt_AIML" feature if
supported;

11)the spatial granularity size of TA inthe "spatialGranSizeTa" attribute if the "DnPerformanceExt_eNA™
feature is supported;

12)the spatial granularity size of cell in the "spatial GranSizeCell" attribute if the "DnPerformanceExt_eNA"
feature is supported; and/or

13)the temporal granularity sizein the "temporal GranSize" attribute if the "DnPerformanceExt_eNA" feature is
supported.

if the feature "SMCCE" is supported and the event is"SM_CONGESTION", shall provide:
1) anidentification of DNN inthe"dnns" attribute;
2) identification of network dlice in the "snssais" attribute; and/or

3) identification of target UE(s) via"supis" attribute in the "tgtUe" attribute where the target UE(s) are one have
the PDU Session for the DNN and/or S-NSSAI;

and may include:

1) anoptional list of analytics subsets by "listOf AnaSubsets” attribute with value(s) only applicable to
"SM_CONGESTION" event, if the "EneNA" feature is supported.

NOTE 10: The predictions are not applicable for Session Management Congestion Control Experience analytics.

if the feature "PfdDetermination” is supported and the event is"PFD_DETERMINATION", it shall provide:
1) alist of application identifier(s) in the "applds" attribute.

and may provide:

1) identification of DNN in the "dnns" attribute; and/or

2) identification of network sliceinthe"snssais" attribute.

NOTE 11:PFD Determination analytics do not have atarget UE, they are always for any UE. The predictions are

not applicable for PFD Determination analytics.

if the feature "E2eDataVol TransTime" is supported and the event is"E2E_DATA_VOL_TRANS TIME", shal
provide:

1) identification of target UE(S) to which the subscription applies by "supis' or "gpsis' attribute in the "tgtUe"
attribute.

and may include:

1) anidentification of DNN inthe "dnns" attribute;

2) identification of network sliceinthe"snssais" attribute;
3) application identifier(s) in "applds" attribute;

4) areaof interest of the UEs by "networkArea" attribute; restricts the scope of the E2E data volume transfer
time analytics to the provided area;

5) anoptional list of analytics subsets by "listOf AnaSubsets' attribute with value(s) only applicable to
"E2E_ DATA_VOL_TRANS TIME" event, if the "EneNA" feature is supported;
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6) the QoS requirementsvia"qosRequ" attribute; and/or
7) E2E datavolume transfer time requirementsin the "dataVITrnsTmRgs" attribute;
if the feature "PduSesTraffic" is supported and the event is"PDU_SESSION_TRAFFIC", shall provide:

1) identification of target UE(s) to which the subscription applies by "supis’, "intGrouplds' or "anyUe" attribute
set to "true” in the "tgtUe" attribute;

2) PDU Session traffic analytics requirementsin "pduSesTrafReqgs” attribute, which includes the known
Application [dentifier, IP Descriptions or Domain Descriptors; and

3) DNN and/or S-NSSAI for the PDU Session(s) in the "dnns" and/or "snssais" attributes.
and may include:
1) identification of network areato which the subscription applies by "networkArea" attribute and/or

2) anoptional list of analytics subsets by "listOf AnaSubsets" attribute with value(s) only applicable to
"PDU_SESSION_TRAFFIC" event, if the "EneNA" features is supported.

NOTE 12;: The predictions are not applicable for PDU Session traffic analytics.

if the feature "MovementBehaviour” is supported and the event is"MOVEMENT_BEHAVIOUR", shall
provide:

1) identification of network areato which the subscription applies to restricts the scope of the movement
behaviour analytics to the provided area by the "networkArea" attribute and/or the "fineGranAreas” attribute;

and may include;
1) identification of the preferred orientation of location information by the "locOrientation™ attribute;

2) Movement Behaviour analytics requirementsin the "movBehavReqgs" attribute, which includes preferred
granularity of location information or preferred orientation of location information; and/or

3) anoptional list of analytics subsets by the "listOf AnaSubsets" attribute with value(s) only applicable to the
"MOVEMENT_BEHAVIOUR" event, if the "EneNA" featuresis supported.

if the feature "LocAccuracy" is supported and the event is"LOC_ACCURACY", it shall provide:

1) either anetwork areato which the subscription applies within the "networkArea" attribute or an exact
location to which the subscription applies within the "location™ attribute;

and may include:
1) Location accuracy analytics requirements within the "locAccReqgs" attribute; and/or

2) anoptional list of analytics subsets within the "listOf AnaSubsets" attribute with value(s) only applicable to
the "LOC_ACCURACY" event, if the "EneNA" featuresis supported.

NOTE 13:Location accuracy analytics do not have atarget UE, they are always for any UE.

if the feature "RelativeProximity" is supported and the event is" RELATIVE_PROXIMITY", shall provide:

1) identification of target UE(s) to which the subscription applies by "supis' or "intGrouplds" attribute in the
"tgtUe" attribute;

and may include:

1) identification of DNN inthe "dnns" attribute;

2) identification of network sliceinthe"snssais" attribute;

3) identification of network areato which the subscription applies by "networkArea" attribute;

4) Relative Proximity analytics requirementsin "relProxRegs" attribute; and/or
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5) an optional list of analytics subsets by "listOf AnaSubsets" attribute with value(s) only applicable to
"RELATIVE_PROXIMITY" event prediction, if the "EneNA" featuresis supported.

Upon the reception of an HTTP POST request with: "{ api Root} /nnwdaf -
eventssubscription/<apiV ersion>/subscriptions”’ as Resource URI and Nnwdaf EventsSubscription data structure as
request body, if no errors occur, the NWDAF shall:

- Ccreate a new subscription;
- assign an event subscriptionld; and
- storethe subscription.

If the NWDAF created an "Individual NWDAF Event Subscription” resource, the NWDAF shall respond with "201
Created" status code with the message body containing a representation of the created subscription, as shown in

figure 4.2.2.2.2-1, step 2. If not al the requested analytics events in the subscription are accepted, then the NWDAF
may include the "failEventReports" attribute indicating the event(s) for which the subscription failed and the associated
reason(s). The NWDAF shall include a Location HTTP header field. The Location header field shall contain the URI of
the created subscription i.e. "{ apiRoot} /nnwdaf -eventssubscription/<apiV ersion>/subscriptions/{ subscriptionld} ". If the
immediate reporting indication in the "immRep" attribute within the "evtReq" attribute sets to true in the event
subscription, the NWDAF shall include the reports of the events subscribed, if available, in the HTTP POST response.

When the "notifFlag" attribute isincluded and set to "DEACTIVATE" in the request, the NWDAF shall mute the event
notification and store the avail able events until the NF service consumer requests to retrieve them by setting the
"notifFlag” attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer).

If the analytics target period provided in the body of the HTTP POST request includes the start time in the past and the
end timein the future, the NWDAF shall reject the request with an HTTP "400 Bad Request" response including the
"cause" attribute set to "BOTH_STAT_PRED_NOT_ALLOWED".

When the "PredictionError" feature is supported, if the analytics target period provided in the body of the HTTP POST
request includes the prediction time period in the future and the event is"SM_CONGESTION",
"PFD_DETERMINATION" and/or "PDU_SESSION_TRAFFIC", the NWDAF shall reject the request withan HTTP
"400 Bad Request" response including the "cause" attribute set to "PREDICTION_NOT_ALLOWED".

If the statistics in the past are requested but the necessary data to perform the service is unavailable, the NWDAF shall
reject the request with an HTTP "500 Internal Server Error” response including the "cause™ attribute set to
"UNAVAILABLE_DATA".

If the user consent has not been checked by the NF service consumer and is required for the requested analytics
collection depending on local policy and regulations, then the NWDAF shall check user consent for the targeted UE(S)
based on the user consent subscription data that is retrieved viathe Nudm_SDM service API of the UDM as described
in clause 5.2.2.24 and clause 6.1.3.32 of 3GPP TS 29.503 [23]. If the user consent subscription data retrieved from the
UDM indicate that the user consent is not granted for the impacted user(s), then the NWDAF shall send an HTTP "403
Forbidden" error response including the "cause" attribute set to "USER_CONSENT_NOT_GRANTED".

NOTE 14:When the target of reporting isa SUPI or a GPSI then the subscription can be rejected, e.g. because user
consent is not granted, and the error is sent to the consumer. When the target of reporting is an Internal
Group Id, or alist of SUPIS/GPSI(s) or any UE, and the user consent is not granted for a subset of the
impacted users, then no error is sent, but a subset of the SUPISGPSIsis skipped if user consent is not
granted.

Otherwise, if the user consent subscription data retrieved from the UDM indicate that the user consent is granted for the
impacted user(s), the NWDAF shall subscribe to notification of changes of the user consent (unlessit is already
subscribed) by invoking the Nudm_SDM _ Subscribe service operation by sending an HTTP POST request targeting the
resource "SdmSubscriptions' to the UDM as described in clause 5.2.2.3 of 3GPP TS 29.503 [23].

If the RoamingAnalytics feature is supported and the NWDAF determines based on operator configuration and the
requested analytics that analytics or input data from the VPLMN are required, and the NWDAF does not support
roaming exchange and it cannot forward the request to another NWDAF, then the NWDAF shall reject the request with
an HTTP "403 Forbidden" response including the "cause" attribute set to "NO_ROAMING_SUPPORT".

If an error occurs when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.1.7.
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42223 Update subscription for event notifications

Figure 4.2.2.2.3-1 shows a scenario where the NF service consumer sends a request to the NWDAF to update the
subscription for event notifications (see also 3GPP TS 23.288 [17]).

NF service
consumer

NWDAF

| |
| 1. PUT .../subscriptions/{subscriptionid} |
| >
| |
|
|

2a. "200 OK" or |

n 11} |
2b. "204 No Content )
[ |

Figure 4.2.2.2.3-1: NF service consumer updates subscription to notifications

The NF service consumer shall invoke the Nnwdaf EventsSubscription_Subscribe service operation to update
subscription to event notifications. The NF service consumer shall send an HTTP PUT request with

"{ apiRoot} /nnwdaf -eventssubscri ption/<apiV ersion>/subscriptions/{ subscriptionl d} " as Resource URI representing the
"Individual NWDAF Event Subscription”, as shown in figure 4.2.2.2.3-1, step 1, to update the subscription for an
"Individual NWDAF Event Subscription” resource identified by the { subscriptionld} . The Nnwdaf EventsSubscription
data structure provided in the request body shall include the same contents as described in clause 4.2.2.2.2. In addition,
each element of the "eventSubscriptions’ may contain the following:

- Analytics feedback information within the "feedback" attribute, if the "AnalyticsAccuracy" feature is supported
and the sushcription isfor a prediction.

Upon the reception of an HTTP PUT request with: "{ apiRoot} /nnwdaf -
eventssubscription/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI and Nnwdaf EventsSubscription data
structure as request body, the NWDAF shall:

- update the subscription of corresponding subscriptionld; and
- store the subscription.

NOTE 1: The"notificationURI" attribute within the Nnwdaf EventsSubscription data structure can be modified to
reguest that subsequent notifications are sent to a new NF service consumer.

If the NWDAF successfully processed and accepted the received HTTP PUT request, the NWDAF shall update an
"Individual NWDAF Event Subscription” resource, and shall respond with:

a) HTTP"200 OK" status code with the message body containing a representation of the updated subscription, as
shown in figure 4.2.2.2.3-1, step 2a. If not all the requested anal ytics events in the subscription are modified
successfully, then the NWDAF may include the "failEventReports" attribute indicating the event(s) for which the
modification failed and the associated reason(s); or

b) HTTP"204 No Content" status code, as shown in figure 4.2.2.2.3-1, step 2b.

If errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as specified in
clause 5.1.7.

If the analyticstarget period provided in the body of the HTTP PUT request includes the start time in the past and the
end time in the future, the NWDAF shall regject the request with an HTTP "400 Bad Request" response including the
"cause" attribute set to "BOTH_STAT_PRED_NOT_ALLOWED".

When the "PredictionError" feature is supported, if the analytics target period provided in the body of the HTTP PUT
request includes the prediction time period in the future and the event is"SM_CONGESTION",
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"PFD_DETERMINATION" and/or "PDU_SESSION_TRAFFIC", the NWDAF shall reject the request withan HTTP
"400 Bad Request" response including the "cause" attribute set to "PREDICTION_NOT_ALLOWED".

If the statistics in the past are requested but the necessary data to perform the service is unavailable, the NWDAF shall
reject the request with an HTTP "500 Internal Server Error response including the "cause” attribute set to
"UNAVAILABLE_DATA".

If the user consent has not been checked by the NF service consumer and is required for the requested analytics
collection depending on local policy and regulations, then the NWDAF shall check user consent for the targeted UE(S)
based on the user consent subscription datathat is retrieved viathe Nudm_SDM service API of the UDM as described
in clause 5.2.2.24 and clause 6.1.3.32 of 3GPP TS 29.503 [23]. If the user consent subscription data retrieved from the
UDM indicate that the user consent is not granted for the impacted user(s), then the NWDAF shall send an HTTP "403
Forbidden" error response including the "cause” attribute set to "USER_CONSENT_NOT_GRANTED".

NOTE 2: When the target of reporting isa SUPI or a GPSI then the subscription can be rejected, e.g. because user
consent is not granted, and the error is sent to the consumer. When the target of reporting is an Internal
Group Id, or alist of SUPIS/GPSI(s) or any UE, and the user consent is not granted for a subset of the
impacted users, then no error is sent, but a subset of the SUPIS/GPSIs is skipped if user consent is not
granted.

Otherwise, if the user consent subscription data retrieved from the UDM indicate that the user consent is granted for the
impacted user(s), the NWDAF shall subscribe to notification of changes of the user consent (unlessit is already
subscribed) by invoking the Nudm_SDM _Subscribe service operation by sending an HTTP POST request targeting the
resource "SdmSubscriptions' to the UDM as described in clause 5.2.2.3 of 3GPP TS 29.503 [23].

If the RoamingAnalytics feature is supported and the NWDAF determines based on operator configuration and the
requested analytics that analytics or input data from the VPLMN are required, and the NWDAF does not support
roaming exchange and it cannot forward the request to another NWDAF, then the NWDAF shall reject the request with
an HTTP "403 Forbidden" response including the "cause" attribute set to "NO_ROAMING_SUPPORT".

If the feature "ES3X X" is supported, and the NWDAF determines the received HTTP PUT request needs to be
redirected, the NWDAF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

When the "notifFlag" attribute isincluded in the request with the value "DEACTIVATE", the NWDAF shall mute the
event notification and store the available events until the NF service consumer requests to retrieve them by setting the
"notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer); if the "notifFlag" attributeis
set to the value "RETRIEVAL", the NWDAF shall send the stored events to the NF service consumer, mute the event
notification again and store available events; if the "notifFlag” attributeis set to the value "ACTIVATE" and the event
notifications are muted (due to a previously received "DECATIVATE" value), the NWDAF shall unmute the event
notification, i.e. start sending again notifications for available events.

42.2.3 Nnwdaf_EventsSubscription_Unsubscribe service operation

42231 General

The Nnwdaf _EventsSubscription_Unsubscribe service operation is used by an NF service consumer to unsubscribe
from event notifications.

42232 Unsubscribe from event notifications

Figure 4.2.2.3.2-1 shows a scenario where the NF service consumer sends arequest to the NWDAF to unsubscribe from
event notifications (see also 3GPP TS 23.288 [17]).
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Figure 4.2.2.3.2-1: NF service consumer unsubscribes from notifications

The NF service consumer shall invoke the Nnwdaf _EventsSubscription_Unsubscribe service operation to unsubscribe
to event notifications. The NF service consumer shall send an HTTP DELETE request with: "{ apiRoot} /nnwdaf-
eventssubscription/<apiV ersion>/subscriptions/{ subscriptionld}" as Resource URI, where "{ subscriptionld}" isthe
event subscriptionld of the existing subscription that is to be deleted.

Upon the reception of an HTTP DELETE request with: "{ apiRoot} /nnwdaf-
eventssubscription/<apiV ersion>/subscriptions/{ subscriptionld}" as Resource URI, if the NWDAF successfully
processed and accepted the received HTTP DELETE request, the NWDAF shall:

- remove the corresponding subscription; and
- respond with HTTP "204 No Content" status code.

If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as
specified in clause 5.1.7.

If the feature "ES3X X" is supported, and the NWDAF determines the received HTTP DELETE reguest needs to be
redirected, the NWDAF shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4.2.2.4 Nnwdaf_EventsSubscription_Notify service operation

42241 General

The Nnwdaf _EventsSubscription_Notify service operation is used by an NWDAF to notify NF consumers about
subscribed events or by the target NWDAF to notify the consumer of the successful analytics subscription transfer.

4224.2 Notification about subscribed event

Figure 4.2.2.4.2-1 shows a scenario where the NWDAF sends a request to the NF service consumer to notify for event
notifications or notify for the successful analytics subscription transfer (see also 3GPP TS 23.288 [17]).

NF service consumer NWDAF

1. POST {notificationURI}

e S

[
|
|
:
|
2. 204 No Content >:
|
|

Figure 4.2.2.4.2-1: NWDAF notifies the subscribed event

The NWDAF shall invoke the Nnwdaf_EventsSubscription_Notify service operation to notify the subscribed event or
the successful analytics subscription transfer. The NWDAF shall send an HTTP POST request with "{ notificationURI}"
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received in the Nnwdaf_EventsSubscription_Subscribe service operation as Resource URI, as shown in figure 4.2.2.4.2-
1, step 1.

If both the repetition period ("repPeriod" or "repetitionPeriod") attribute and the "offsetPeriod" attribute are present in
the subscription request for periodical notification, the NWDAF shall produce a notification in every repetition period
seconds, including the statistics in the past offset period if the " offsetPeriod” attribute value is negative, or including the
prediction for the future offset period if the "offsetPeriod” attribute value is positive.

The Nnwdaf EventsSubscriptionNotification data structure provided in the request body shall include:

If the notification is for notifying about the analytics information of subscribed events, a description of the
notified event as "eventNotifications' attribute that for each event shall include:

a)

b)

©)
d)

€)

f)

9)

h)

)

k)

1)

an event identifier as"event" attribute;

network dslice load level information in the "sliceL oadLevel Info" attribute when subscribed event is
"SLICE_ LOAD_LEVEL";

service experience information as "svcExps" attribute when subscribed event is"SERVICE_EXPERIENCE";
UE mobility information in the "ueMobs' attribute when subscribed event is"UE_MOBILITY";

UE communication information in the "ueComms" attribute when subscribed event is
"UE_COMMUNICATION";

abnormal behaviour information in the "abnorBehavrs' attribute when subscribed event is
"ABNORMAL_BEHAVIOUR";

user data congestion information in the "userDataConglnfos" attribute when subscribed event is
"USER_DATA_CONGESTION";

QoS sustainability information in the "gosSustaininfos" attribute when subscribed event is
"QOS_SUSTAINABILITY";

NF load information in "nfLoadLevelInfos" attribute when subscribed event is"NF_LOAD";

network performance information in the "nwPerfs" attribute when subscribed event is
"NETWORK_PERFORMANCE";

Load level information for the network slice(s) and the optionally associated network slice instance(s) in
"nsiLoadLevelInfos" attribute when subscribed event is"NSI_LOAD_LEVEL";

Dispersion information in the "disperinfos” attribute when subscribed event is"DISPERSION";

m) Redundant transmission experience information in the "redTransinfos" attribute when subscribed event is

n)

0)

p)

a)

S)

t)

"RED_TRANS_EXP";

WLAN performance information in the "wlaninfos" attribute when subscribed event is
"WLAN_PERFORMANCE";

DN performance information in the "dnPerfInfos" attribute when subscribed event is
"DN_PERFORMANCE";

SMCCE performance information in the "smccExps" attribute when subscribed event is
"SM_CONGESTION";

PFD Determination information for known application identifier(s) in the "pfdDeterminfos” attribute when
subscribed event is"PFD_DETERMINATION";

PDU Session traffic information in the " pduSesTrafInfos" attribute when subscribed event is
"PDU_SESSION_TRAFFIC";

E2E data volume transfer time in the "dataVITrnsTminfos" attribute when subscribed event is
"E2E_ DATA_VOL_TRANS TIME";

Movement Behaviour information in the "movBehavinfos' attribute when subscribed event is
"MOVEMENT_BEHAVIOUR";
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u) Location Accuracy information in the "locAcclnfos" attribute when the subscribed event is
"LOC_ACCURACY"; and

v) Relative Proximity information inthe" relProxInfos" attribute when subscribed event is
"RELATIVE_PROXIMITY";

and may include:

a) information about anal ytics metadata required for aggregation of the analyticsin the "anaMetalnfo" attribute
if the feature "Aggregation” is supported;

b) the start time of which the analytics information will become valid in the "start” attribute, if the "EneNA"
feature is supported;

c) theexpiration time after which the analytics information will become invalid in the "expiry" attribute.

If the feature "AnalyticsAccuracy" is supported and the notification is for notifying about the accuracy
information of subscribed events (which requires that the "accuReq" attribute was set to "true” in the
subscription request), a description of the notified event as"eventNotifications" attribute that for each event shall
include:

a) aneventidentifier as"event" attribute; and

b) the analytics accuracy information in "acculnfo" attribute, if the "cancel Acculnd" attribute is set to "false” or
omitted;

and may include:

¢) anindication that the NWDAF cancelled subscription of analytics accuracy information in *cancel Acculnd”
attribute;

d) the pause analytics consumption indication in "pauselnd" attribute;

€) the resume analytics consumption indication in "resumelnd” attribute.

NOTE 1: Inthisversion of the specification, the NWDAF containing AnLF can provide the accuracy information

to an NF consumer that subscribes to the analytics.

NOTE 2: When receiving a subscription from an NF service consumer that includes the request for accuracy

information, the analytics and/or the accuracy information can be provided by NWDAF containing AnLF
in one notification or via different notifications.

NOTE 3: Inthisversion of the specification, only subscribing or requesting accuracy information without

requesting analytics is not supported.

If the "EneNA" feature is supported and the target NWDAF notifies a successful analytics subscription transfer,
the old subscription 1D which had been allocated by the source NWDAF within the "oldSubscriptionld” attribute
and the resource URI of the Individual NWDAF Event Subscription resource created by the target NWDAF
within "resourceUri" attribute, and if the "Partial AnalyticsSubTransfer" feature is supported and not all the
analytics events in the subscription transfer are accepted, the successful transferred subscription event(s) within
the "transEvents" attribute; and

an event subscription Id as "subscriptionld” attribute;

and may include:

a) the notification correlation identifier in the "notifCorrld" attribute, if the "EneNA" feature is supported.

b) acausefor termination in the "termCause" attribute, if the "TermRequest” feature is supported and the NWDAF

wants to request the termination of this subscription, i.e. to indicate that it will send no further notifications for it.

If the feature "EneNA" is supported and the time when analytics information is needed has been provided (viathe
"timeAnaNeeded" attribute within the "extraReportReq" attribute) during the subscription for an event (viathe "event"
attribute within the EventSubscription data type), if the time when analytics information is needed is reached but the
subscribed analytics information is not ready, the consumer does not need to wait for the analytics information any
longer. In this case, the NWDAF may send an HTTP POST request as shown in step 1 of figure 4.2.2.4.2-1, which shall
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only provide (within the EventNotification data type in the Nnwdaf EventsSubscriptionNotification data type) an
indication of the failure event viathe "event" attribute and the corresponding failure reason via a "failNotifyCode"
attribute, and may also provide a minimum time interval recommended by the NWDAF for the event viaa
"rvWaitTime" attribute which will be used by the NF service consumer to determine the time when analytics
information is needed in similar future analytics subscriptions.

Upon the reception of an HTTP POST request with: "{ notificationURI}" as Resource URI and
Nnwdaf EventsSubscriptionNotification data structure as request body, if the NF service consumer successfully
processed and accepted the received HTTP POST request, the NF service consumer shall:

- store the notification; and
- respond with HTTP "204 No Content" status code.

If errors occur when processing the HTTP POST reguest, the NF service consumer shall send an HTTP error response
as specified in clause 5.1.7.

If the feature "ES3X X" is supported, and the NF service consumer determines the received HTTP POST request needs
to be redirected, the NF service consumer shall send an HT TP redirect response as specified in clause 6.10.9 of
3GPP TS 29.500 [6].

4.2.2.5 Nnwdaf EventsSubscription_Transfer service operation

42.25.1 General

The Nnwdaf_EventsSubscription_Transfer service operation is used by an NWDAF instance to request the transfer of
analytics subscription(s) to another NWDAF instance. If the source NWDAF discovers that the analytics consumer may
change concurrently to this procedure, the source NWDAF should not perform the procedure. In such a case, the source
NWDAF may send a message to indicate to the analytics consumer that it will not serve this subscription anymore.

NOTE 1: To discover the possible change of analytics consumer, if the Analytics ID is UE related, the source
NWDAF takes actions responding to external trigger (such as UE mobility), for example, checking if the
Target of Analytics Reporting is still within the serving area of the analytics consumer, if the serving area
information of the consumer is available.

NOTE 2: Handling of overload situation or preparation for a graceful shutdown are preferably executed inside an
NWDAF Set, when available, therefore, not requiring an anal ytics subscription transfer as described in
this clause.

42252 Creation of request for analytics subscription transfer

Figure 4.2.2.5.2-1 shows a scenario where the NF Service Consumer (e.g. NWDAF) sends a request to the NWDAF to
request the transfer of analytics subscription(s) from the NF Service Consumer to the NF Service Producer (see al'so
3GPPTS23.288 [17]).

NF service
NWDAF

consumer

1. POST ...ltransfers

P
2a. "201 Created" OR
2b. "204 No Content"
-

Figure 4.2.2.5.2-1: NF service consumer requests an analytics subscription transfer
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The NF service consumer shall invoke the Nnwdaf EventsSubscription_Transfer service operation to request the
transfer of analytics subscription(s). The NF service consumer shall send an HTTP POST request with

"{ apiRoot} /nnwdaf -eventssubscription/<apiV ersion>/transfers' as Resource URI representing the "NWDAF Event
Subscription Transfers', as shown in figure 4.2.2.5.2-1, step 1, to create arequest for an "Individual NWDAF Event
Subscription Transfer" according to the information in the message body. The AnalyticsSubscriptionsTransfer data
structure provided in the request body shall include:

- information about the subscription(s) transfer request as "subsTransinfos' attribute, which, for each subscription
that is requested to be transferred, shall include:

a) thetype of the transfer request (i.e. if it isarequest for transfer preparation or transfer execution) in the
"transReqType" attribute;

b) information about the analytics subscription in the "nwdaf EvSub” attribute, its contents being as defined for
the Nnwdaf EventsSubscription data structure in clause 4.2.2.2.2; and

c) theNF instance identifer of the consumer of the analytics subscription in the "consumerld" attribute;
and may include:

a) analytics context identifier information about the context that is available at the NF service consumer in the
"contextld" attribute;

b) NF instance identifer(s) of active data source(s) the NF service consumer is currently using for the analytics
of this analytics subscription in the "sourceNflds" attribute;

¢) NF set identifer(s) of active data source(s) the NF service consumer is currently using for the analytics of this
analytics subscription in the "sourceSetlds" attribute;

d) information identifying the ML model(s) that the NF service consumer is currently using for the analyticsin
the "modelInfo" attribute.

Upon the reception of an HTTP POST request with: "{ apiRoot} /nnwdaf -eventssubscription/<apiV ersion>/transfers' as
Resource URI and AnalyticsSubscriptionsTransfer data structure as request body, in the successful case the NWDAF
shall:

- if the"transReqType" attribute has the value PREPARE, perform the steps required for the preparation of an
analytics subscription transfer as described in clause 5.4.3 of TS 29.552 [25], create a new Individual NWDAF
Event Subscription Transfer resource and send an HTTP "201 Created" response with the URI for the created
resource in the "Location" header field, as shown in figure 4.2.2.5.2-1, step 2&; If the
"Partial AnalyticsSubTransfer” feature is supported and not all the analytics eventsin the subscription transfer are
accepted, then the NWDAF includes the "fail TransEventReports' attribute indicating the failure event(s).

- if the"transReqType" attribute has the value TRANSFER, perform the steps required for the execution of an
analytics subscription transfer as described in clause 5.4.2 of TS 29.552 [25],

a) if the"Partia AnalyticsSubTransfer" feature is not supported, or if the "Partial AnalyticsSubTransfer" feature
is supported and all the analytics events in the subscription transfer are accepted, send an HTTP "204 No
Content" response, as shown in figure 4.2.2.5.2-1, step 2b;

b) if the "Partia AnalyticsSubTransfer" feature is supported and not all the analytics eventsin the subscription
transfer are accepted, the NWDAF creates a new Individual NWDAF Event Subscription Transfer resource
and sends an HTTP "201 Created" response with the URI for the created resource in the "L ocation" header
field and with the message body containing a representation of the created subscription transfer including the
"fail TransEventReports" attribute indicating the failure event(s), as shown in figure 4.2.2.5.2-1, step 2a. The
NWDAF then removes the Individual NWDAF Event Subscription Transfer resource.

If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error
response as specified in clause 5.1.7.

42253 Update a request for analytics subscription transfer

Figure 4.2.2.5.3-1 shows a scenario where the NF Service Consumer (e.g. NWDAF) sends arequest to the NWDAF to
update arequest for the transfer of analytics subscription(s) from the NF Service Consumer to the NF Service Producer
(see dlso 3GPP TS 23.288 [17]).
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NF service NWDAFE
consumer
| |
| 1. PUT .../transfers/{transferld} |
| >
| |
| 2a. "204 No Content" or |
| < 2b. "200 OK :
|

Figure 4.2.2.5.3-1: NF service consumer updates a request for an analytics subscription transfer

The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Transfer service operation to update a request
for the transfer of analytics subscription(s). The NF service consumer shall send an HTTP PUT request with

"{ apiRoot} /nnwdaf -eventssubscription/<apiV ersion>/transfersg/{ transferld} " as Resource URI representing the
"Individual NWDAF Event Subscription Transfer", as shown in figure 4.2.2.5.3-1, step 1, to update the "Individual
NWDAF Event Subscription Transfer" resource identified by the { transferld} . The AnalyticsSubscriptionsTransfer data
structure provided in the request body shall include the same contents as described in clause 4.2.2.5.2.

Upon the reception of an HTTP PUT request with: "{apiRoot} /nnwdaf-
eventssubscription/<apiVersion>/transfers/{ transferld} " as Resource URI and AnalyticsSubscriptionsTransfer data
structure as request body, the NWDAF shall:

- if the"transReqType" attribute has the value PREPARE, perform the steps required for the preparation of an
analytics subscription transfer as described in clause 5.4.3 of TS 29.552 [25], update the Individual NWDAF
Event Subscription Transfer resource identified by "transferid”,

a) if the"Partia AnalyticsSubTransfer" feature is not supported, or if the "Partial AnalyticsSubTransfer" feature
is supported and all the analytics events in the subscription transfer are accepted, send an HTTP "204 No
Content” response, as shown in figure 4.2.2.5.3-1, step 2a;

b) if the"Partial AnalyticsSubTransfer" feature is supported and and not all the analytics eventsin the
subscription transfer are accepted, send an HTTP "200 OK" response with the message body containing a
representation of the updated subscription transfer, as shown in figure 4.2.2.5.3-1, step 2b, and the NWDAF
includes the "fail TransEventReports' attribute indicating the failure event(s).

- if the"transReqType" attribute has the value TRANSFER, perform the steps required for the execution of an
analytics subscription transfer as described in clause 5.4.2 of TS 29.552 [25], where:

a) if the "Partial AnalyticsSubTransfer" feature is not supported, or if the "Partial AnalyticsSubTransfer" feature
is supported and all the analytics eventsin the subscription transfer are accepted, remove the Individual
NWDAF Event Subscription Transfer resource identified by "transferld”, and send an HTTP "204 No
Content" response, as shown in figure 4.2.2.5.3-1, step 2a;

b) if the "Partial AnalyticsSubTransfer" feature is supported and and not all the analytics eventsin the
subscription transfer are accepted, update the Individual NWDAF Event Subscription Transfer resource
identified by "transferld”, and send an HTTP "200 OK" response with the message body containing a
representation of the updated subscription transfer including the "fail TransEventReports' attribute indicating
the failure event(s), as shown in figure 4.2.2.5.3-1, step 2b. The NWDAF then removes the Individual
NWDAF Event Subscription Transfer resource.

If errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as specified in
clause 5.1.7.

If the NWDAF determines the received HTTP PUT request needs to be redirected, the NWDAF shall send an HTTP
redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 48 ETSI TS 129 520 V18.9.0 (2025-03)

42254 Cancel a request for analytics subscription transfer

Figure 4.2.2.5.4-1 shows a scenario where the NF service consumer (e.g. NWDAF) sends a request to the NWDAF to
cancel arequest for the transfer of analytics subscription(s) from the NF service consumer to the NF Service Producer
(seealso 3GPP TS 23.288[17]).

NF service
consumer

NWDAF

1. DELETE .../transfers/{transferld}

2."204 No Content"

&

|
|
g
|
|
|

Figure 4.2.2.5.4-1: NF service consumer cancels a request for an analytics subscription transfer

The NF service consumer shall invoke the Nnwdaf_EventsSubscription_Transfer service operation to cancel arequest
for the transfer of analytics subscription(s). The NF service consumer shall send an HTTP DELETE request with
"{‘apiRoot} /nnwdaf -eventssubscription/<apiV ersion>/transferg/{ transferld} " as Resource URI representing the
"Individual NWDAF Event Subscription Transfer", as shown in figure 4.2.2.5.4-1, step 1, to cancel the "Individual
NWDAF Event Subscription Transfer" resource identified by the { transferid} .

Upon the reception of an HTTP DELETE request with: "{ apiRoot} /nnwdaf-
eventssubscription/<apiVersion>/transfers/{ transferld} " as Resource URI, if the NWDAF successfully processed and
accepted the received HTTP DELETE request, the NWDAF shall:

- if applicable, delete any analytics datathat is no longer needed and unsubscribe to entities for data collection or
ML model acquisition, if the subscriptions are not needed for other active analytics subscriptions;

- remove the corresponding Individual NWDAF Event Subscription Transfer resource; and
- respond with HTTP "204 No Content" status code, as shown in figure 4.2.2.5.4-1, step 2.

If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as
specified in clause 5.1.7.

If the NWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4.3 Nnwdaf Analyticsinfo Service

4.3.1 Service Description

43.1.1 Overview

The Nnwdaf_Analyticsinfo service as defined in 3GPP TS 23.501 [2], 3GPP TS 23.288 [17] and 3GPP TS 23.503 [4],
is provided by the Network Data Analytics Function (NWDAF).

This service:
- alows NF service consumers to request and get different type of analytic event information; and

- alows NF service consumersto request and get context information related to anal ytics subscriptions.
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The types of observed eventsinclude:

Slice load level information;
Network dlice instance load level information;
Service experience;

NF load;

Network performance;

Abnormal behaviour;

UE mobility;

UE communication;

User data congestion;

QoS sustainability;

SM congestion control experience;
Dispersion;

Redundant transmission experience;
WLAN performance;

DN performance;

PDU Session traffic;

Movement Behaviour;

Location Accuracy; and

Relative Proximity.

4.3.1.2 Service Architecture

ETSI TS 129 520 V18.9.0 (2025-03)

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architecture is
defined in 3GPP TS 23.288 [17]. The Network Data Analytics signalling flows are defined in 3GPP TS 29.552 [25], the
Policy and Charging related 5G architecture is also described in 3GPP TS 23.503 [4] and 3GPP TS 29.513 [5].

The Nnwdaf_Analyticsinfo serviceis part of the Nnwdaf service-based interface exhibited by the Network Data
Analytics Function (NWDAF).

Known consumers of the Nnwdaf_Analyticslnfo service are;

Policy Control Function (PCF)

Network Slice Selection Function (NSSF)

Access and Mobility Management Function (AMF)
Session Management Function (SMF)

Network Exposure Function (NEF)

Application Function (AF)

Location Management Function (LMF)

Operation, Administration, and Maintenance (OAM)
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- Network Data Analytics Function (NWDAF)

- Data Collection Coordination Function (DCCF)
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The PCF accesses the Nnwdaf _Analyticsinfo service at the NWDAF viathe N23 Reference point. The NSSF accesses
the Nnwdaf _Analyticslnfo service at the NWDAF viathe N34 Reference point.

NWDAF

Nnwdaf_Analyticsinfo

PCF

NSSF

AMF

SMF

NEF

DCCF

AF

OAM

LMF

NWDAF

Figure 4.3.1.2-1: Reference Architecture for the Nnwdaf_Analyticsinfo Service; SBI representation

N23

NWDAF

PCF

NSSF

AMF

SMF

NEF

DCCF

AF

OAM

LMF

NWDAF

Figure 4.3.1.2-2: Reference Architecture for the Nnwdaf_Analyticsinfo Service: reference point
representation

4313

43.131

Network Functions

Network Data Analytics Function (NWDAF)

The Network Data Analytics Function (NWDAF) provides specific analyticsinformation for different analytic events
and, if the "AnaCtxTransfer" feature is supported, context information related to analytics subscriptions to NF service

consumers.

4.3.1.3.2
The Policy Control Function (PCF):

NF Service Consumers

- supports taking analytics information for dice load level information from the NWDAF;

- supports taking analytics information for service experience related network data from the NWDAF;

- supports taking analytics information for network performance from the NWDAF;

- supports taking analytics information for abnormal UE behaviour from the NWDAF;

- supportstaking analytics information for UE mobility from the NWDAF,;

- supports taking analytics information for UE communication from the NWDAF;

- supports taking analytics information for user data congestion from the NWDAF.

- supports taking analytics information for dispersion from the NWDAF;

- supports taking analytics information for session management congestion control experience from the NWDAF;

- supports taking analytics information for redundant transmission experience from the NWDAF;

- supports taking analytics information for DN performance from the NWDAF;
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supports taking analytics information for WLAN performance from the NWDAF,;

supports taking one or more above input from NWDAF into consideration for policies on assignment of network
resources and/or for traffic steering policies; and

supports taking analytics information for PDU Session traffic from the NWDAF.

NOTE: How thisinformation is used by the PCF is not standardized in this specification.

The Network Slice Selection Function (NSSF):

supports taking slice load level information or network dice instance load level information from the NWDAF
into consideration for slice selection;

supports taking analytics information for service experience related network data from the NWDAF; and

supports taking analytics information for dispersion at the sice from the NWDAF.

The Access and Mobility Management Function (AMF):

supports taking SMF load information from the NWDAF into consideration for SMF selection;

supports taking expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF
into consideration for monitoring UE behaviour;

supports taking abnormal UE behaviour information from the NWDAF into consideration for adjustment of UE
mobility related network parameters to solve the abnormal risk;

supports taking slice load level information or network slice instance load level information from NWDAF into
consideration for slice selection;

supports taking anal ytics information for service experience related network data from the NWDAF; and

supports taking analytics information for dispersion at the sice from the NWDAF.

The Session Management Function (SMF):

supports taking UPF load information from the NWDAF into consideration for UPF selection;

supports taking expected UE behaviour information (UE mobility and/or UE communication) from the NWDAF
into consideration for monitoring UE behaviour;

supports taking UE mobility information from the NWDAF into consideration for UPF selection;

supports taking abnormal UE behaviour information from the NWDAF into consideration for adjustment of UE
mobility related network parameters to solve the abnormal risk;

supports taking analytics information for SM congestion control experience from the NWDAF into consideration
for determining back-off timer provided to UE;

supports taking analytics information for slice load level or network dice instance load level from the NWDAF
into consideration to determine slice selection;

supports taking anal ytics information for service experience from the NWDAF into consideration to (re)select
UP paths;

supports taking anal ytics information for redundant transmission experience from the NWDAF to consider
whether redundant transmission shall be performed, or (if it had been activated) shall be stopped; and

supports taking analytics information for DN performance from the NWDAF into consideration for user plane
performance.

The Network Exposure Function (NEF):

supports taking analytics information for UE mobility from the NWDAF;

supports taking analytics information for UE communication from the NWDAF;
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- supports taking analytics information for expected UE behavioural (UE mobility and/or UE communication)
from the NWDAF,
- supports taking analytics information for abnormal behaviour from the NWDAF;
- supports taking analytics information for user data congestion from the NWDAF;
- supports taking analytics information for network performance from the NWDAF;
- supports taking analytics information for QoS Sustainability from the NWDAF,;
- supports taking analytics information for Dispersion from the NWDAF,;
- supports taking analytics information for DN performance from the NWDAF;
- supports taking analytics information for WLAN performance from the NWDAF,;
- supports taking analytics information for Observed Service Experience from NWDAF;
- supports taking analytics information for E2E data volume transfer time from NWDAF;
- supports taking analytics information for Relative Proximity from NWDAF; and
- supports taking analytics information for movement behaviour from NWDAF.
The Application Function (AF):
- supports receiving UE mobility information from the NWDAF or viathe NEF;
- supports receiving UE communication information from the NWDAF or viathe NEF;

- supports receiving expected UE behavioural information (UE mobility and/or UE communication) from the
NWDAF or viathe NEF;

- supports receiving abnormal behaviour information from the NWDAF or viathe NEF;
- supports receiving user data congestion information from the NWDAF or viathe NEF;
- supports receiving network performance information from the NWDAF or viathe NEF;
- supports receiving QoS Sustainability information from the NWDAF or viathe NEF;
- supports receiving Dispersion information from the NWDAF or viathe NEF;
- supportsreceiving DN performance information from NWDAF or viathe NEF;
- supportsreceiving WLAN performance information from NWDAF or viathe NEF;
- supports receiving Observed Service Experience information from NWDAF or viathe NEF;
- supports receiving E2E data volume transfer time from NWDAF or viathe NEF.
- supports receiving Movement Behaviour information from NWDAF or viathe NEF. and
- supports receiving Relative Proximity information from NWDAF or viathe NEF.
The Location Management Function (LMF):

- supportstaking Location Accuracy analytics from the NWDAF into consideration as assi stance for location
services.

The Operation, Administration, and Maintenance (OAM):
- supportsreceiving slice load level information from the NWDAF;
- supports receiving observed service experience from the NWDAF;

- supports receiving NF load information from the NWDAF;
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- supports receiving network performance information from the NWDAF,;
- supports receiving UE mobility information from the NWDAF,
- supports receiving UE communication information from the NWDAF;

- supports receiving expected UE behaviour information (UE mobility and/or UE communication) from the
NWDAF; and

- supports receiving abnormal UE behaviour information from the NWDAF.

The Network Data Analytics Function (NWDAF):
- supports receiving information for all types of network data analytics from the NWDAF; and
- supports receiving context information related to analytics subscriptions from the NWDAF.
The Data Collection Coordination Function (DCCF):

- supports receiving information for al types of network data analytics from the NWDAF.
4.3.2 Service Operations

4.3.2.1 Introduction

Table 4.3.2.1-1: Operations of the Nnwdaf_AnalyticsInfo Service

Service operation name Description Initiated by
Nnwdaf_AnalyticsIinfo_Request This service operation is used by an NF to request NF consumer (PCF,
and get specific analytics from NWDAF. NSSF, AMF, SMF,

NEF, AF, LMF, OAM,
NWDAF, DCCF)
Nnwdaf_Analyticsinfo_ContextTransf | This service operation is used by an NF to request NF consumer

er and get context information related to analytics (NWDAF)
subscriptions from NWDAF.

4.3.2.2 Nnwdaf_Analyticsinfo_Request service operation

43221 General

The Nnwdaf _Analyticsinfo_Request service operation is used by an NF service consumer to request and get specific
anaytics information from the NWDAF.

43222 Request and get from NWDAF Analytics information

Figure 4.3.2.2.2-1 shows a scenario where the NF service consumer (e.g. PCF) sends a request to the NWDAF to
request and get from the NWDAF analytics information (as shownin 3GPP TS 23.288 [17]).
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NF service NWDAE
consumer

| |

| . |

. 1. GET .../analytics?query_parameters———»

|

:4 2a. “200 OK” or

|

|

|

|
|
2b. “204 No Content” i
|
|

Figure 4.3.2.2.2-1: Requesting a NWDAF Analytics information

The NF service consumer (e.g. PCF) shall invoke the Nnwdaf _Analyticslnfo_Request service operation when
regquesting the NWDAF analytics information. The NF service consumer shall send an HTTP GET request on the
resource URI "{apiRoot} /nnwdaf-anal yticsinfo/<apiVersion>/analytics' representing the "NWDAF Analytics' (as
shown in figure 4.3.2.2.2-1, step 1), to request analytics data according to the query parameter value of the "event-id"
attribute. In addition, the following information may be provided:

- common reporting requirement in the "ana-req" attribute as follows:

1) identification of time window for the requested analytics data applies via identification of date-time(s) in the
"startTs" and "endTs" attributes;

2) preferred level of accuracy of the analyticsin "accuracy” attribute;

3) percentage of sampling among impacted UEsin the "sampRatio" attribute;

4) maximum number of objectsin the "maxObjectNbr" attribute;

5) maximum number of SUPIs expected for an analytics report in the "maxSupiNbr" attribute;

6) identification of time when analytics information is needed in the "timeAnaNeeded" attribute if the feature
"EneNA" is supported;

7) indication of which analytics metadata is requested to be delivered with the response in the "anaMeta"
attribute if the feature " Aggregation” is supported;

8) requested values for the analytics metadata information to be used for the generation of the analyticsin the
"anaMetalnd" attribute if the feature "Aggregation™ is supported,;

9) preferred accuracy level per analytics subset in the "accPerSubset” attribute if the "listOf AnaSubsets"
attribute is present and the EneNA feature is supported; and/or

10)the time period of historical anayticsin the "histAnaTimePeriod" attribute if the "EneNA" feature is
supported;

NOTE 1: The NWDAF can use the use case context to select the most relevant ML model, when several ML
models are available for the requested Analytics ID(s). The NWDAF containing AnLF can additionally
provide the use case context when requesting an ML model from an NWDAF containing MTLF. The
values of this parameter are not standardized.

For al the event types, the "event-filter" attribute may include:

- theanalytics accuracy requirement information in "accuReq" attribute as indication to the NWDAF to activate
checking the analytics accuracy information of the requested event, if the "AnalyticsAccuracy" featureis
supported and the NF service consumer discovered or local configured the NWDAF containing an AnLF
supporting the accuracy checking capability.

- use case context as "useCaseCxt" attribute, if the "ENAEXt" feature is supported.

- information related to roaming within the "roaminglnfo” attribute if the "RoamingAnalytics' featureis
supported;
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NOTE 2: Therequest for analytics accuracy information independently from request of the analytics event output is
not supported in this release.
For different event types:

- iftheeventis"LOAD_LEVEL_INFORMATION", it shall provide the event specific filter information within
"event-filter" attribute including identification(s) of the network dlice via:

1) identification of network slice(s) in the "snssais" attribute; or
2) any dicesindication in the "anySlice" attribute;

- if thefeature "NsiLoad" is supported and the event is"NSI_LOAD_LEVEL", it shall provide the event specific
filter information within "event-filter" attribute including identification(s) of the network dlice via:

1) identification of network slice(s) and the optionally associated instance(s) if available, in the "nsildinfos’
attribute; or

NOTE 3: The network dice instance of a PDU session is not available in the PCF.
2) any dlicesindication in the "anySlice" attribute;
and may include:

1) alist of analytics subsets carried by "listOf AnaSubsets" attribute with value(s) only applicable to
"NSI_LOAD_LEVEL" event, if the "EneNA" feature is supported,;

2) event specific filter information in the "event-filter" attribute:
a) list of NFinstance typesin the "nfTypes' attribute, if the "NsiLoadExt" feature is supported; and/or

b) identification of network areato which the request applies viaidentification of network area by
"networkArea" attribute, if the "NsiLoadExt" feature is supported.

- if thefeature "NfLoad" is supported and the event is"NF_LOAD", it shall provide:

1) identification of target UE(s) to which the request applies by "supis’ or "anyUe" attribute set to "true” in the
"tgt-ue" attribute; and

NOTE 4: Only NF instances of type AMF and SMF which are serving the UE can be determined using a SUPI in
"supis' attribute.

NOTE 5: If alist of the NF Instance IDs (or respectively of NF Set IDs) is provided, the NWDAF needs to provide
the analytics for each designated NF instance (or respectively for each NF instance belonging to each
designated NF Set). In such case the target UE(S) of the Analytics Reporting need be ignored.

- the"event-filter" attribute may provide:

a) ether list of NF instance IDs in the "nflnstancel ds" attribute or list of NF set IDsin the "nf Setlds"
attribute if the identification of target UE(s) appliesto all UEs;

b) list of NF instance typesin the "nfTypes" attribute;
¢) identification of network slice(s) in the "snssais" attribute;
d) optional area of interest by "networkArea" attribute; and/or

€) anoptional list of analytics subsets by "listOf AnaSubsets" attribute with value(s) only applicable to
NF_LOAD event, if the"EneNA" feature is supported;

- if thefeature "UeMohility" is supported and the event is"UE_MOBILITY", it shall provide:

1) identification of target UE(s) to which the request applies by "supis" or "intGrouplds' attribute in the "tgt-ue"
attribute;

and may include:
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a)

b)

0)

d)

e

f)

9)

h)

)

NOTE 6:

identification of network areato which the request applies via identification of network area by
"networkArea" attribute;

if the feature "UeMobilityExt" is supported,
i) identification of LADN DNN inthe"ladnDnns" attribute;
ii) visited Area(s) of Interest asthe "visitedAreas' attirbute;

other UE mobility requirementsin "ueMobilityRegs" attribute, if the "UeMobilityExt2_eNA" featureis
supported;

preferred granularity of location information as the "locGranularity” attribute if the feature
"UeMobilityExt2 eNA" is also supported;

identification of the preferred orientation of location information by " locOrientation™ attribute if the
feature "UeMobilityExt2_eNA" is supported

alist of analytics subsets carried by "listOf AnaSubsets” attribute with value(s) only applicable to
"UE_MOBILITY" event, if the "UeMobilityExt2_eNA" and "EneNA" features are supported;

the spatial granularity size of TA inthe"spatialGranSizeTa" attribute if the "UeMobilityExt2_eNA"
feature is supported;

the spatial granularity size of cell in the "spatial GranSizeCell" attribute if the "UeMobilityExt2_eNA"
feature is supported;

the tempora granularity size in the "temporal GranSize" attribute if the "UeMobilityExt2_eNA" featureis
supported; and/or

the fine granularity areas as the "fineGranAreas" attribute if the feature "UeMobilityExt2_eNA" is
supported.

For LADN service, the consumer (e.g. SMF) provides the LADN DNN to refer the LADN service areaas
the AOI.

- if the feature "UeCommunication” is supported and the event is"UE_COMMUNICATION", it shall provide;

1) identification of target UE(S) to which the request applies by "supis' or "intGrouplds' attribute in the "tgt-ue"
attribute;

and may include:

1) event specific filter information in the "event-filter" attribute:

a)

b)

0)
d)

e

f)

9)

h)

identification of the application as "applds" attribute;

identification of network areato which the request applies viaidentification of network area by
"networkArea" attribute;

identification of DNN in the "dnns" attribute;
identification of network slice(s) in the "snssais" attribute;

alist of analytics subsets carried by "listOf AnaSubsets" attribute with value(s) only applicable to
"UE_COMMUNICATION" event, if the "EneNA" feature is supported,;

other UE communication requirementsin "ueCommReqgs" attribute, if the "UeCommunicationExt_eNA"
feature is supported; and/or

the spatial granularity size of TA inthe"spatia GranSizeTa" attribute if the "UeCommunicationExt_eNA"
feature is supported.

the spatial granularity size of cell in the "spatial GranSizeCell" attribute if the
"UeCommunicationExt_eNA" feature is supported.
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if the feature "NetworkPerformance” is supported and the event is "NETWORK_PERFORMANCE", it shall
provide:

1) identification of target UE(s) to which the request applies by "supis’, "intGrouplds' or "anyUe" attribute set
to "true'in the "tgt-ue" attribute;

2) event specific filter information in the "event-filter" attribute which shall provide:
a) the network performance types via"nwPerfTypes" attribute;

b) the network performance requirements via"nwPerfRegs" attribute, if the feature
"NetworkPerformanceExt_eNA" is supported;

the "event-filter" attribute may provide:

a) identification of network areato which the request applies viaidentification of network area(s) by
"networkArea" attribute (mandatory if "anyUe" attributeis set to true);

b) for each network performance type identified by "nwPerfTypes" attribute, the additional requirement by
"addNwPerfRegs" attribute if the "NetworkPerformanceExt_ AIML" feature is supported; and/or

¢) thespatia granularity size of TA inthe"spatialGranSizeTa" attribute if the "DnPerfExt_eNA" featureis
supported;

d) the spatial granularity size of TA in the "spatialGranSizeCell" attribute if the "DnPerfExt_eNA" featureis
supported; and/or

the temporal granularity size of cell in the "temporal GranSize" attribute if the "DnPerfExt_eNA" featureis
supported.- if the feature " ServiceExperience” is supported and the event is"SERVICE_EXPERIENCE", it
shall provide:

1) identification of target UE(S) to which the request applies by "supis', "intGrouplds' or "anyUe" attribute set
to "true" in the "tgt-ue" attribute;

2) event specific filter information in the "event-filter" attribute which shall provide:

a) any dicesindication inthe"anySlice" attribute or identification of network dlice(s) together with the
optionally associated network slice instance(s) if available, viathe "nsildinfos” attribute; and

NOTE 7: The network slice instance of a PDU session is not available in the PCF.

the "event-filter" attribute may provide:
a) identification of application(s) to which the request applies via"applds' attribute;
b) identification of DNN viaidentification of Dnn(s) by "dnns" attribute;

¢) identification of user plane accesses to one or more DN(s) where applications are deployed via"dnais'
attribute;

d) identification of network areato which the request applies viaidentification of network area(s) by
"networkArea" attribute (mandatory if "anyUe" attribute is set to true);

e) if "applds' attribute is provided, the bandwidth requirement of each application by "bwRequs" attribute;

f) identication of al the RAT types and/or al the frequencies that the NWDAF received for the application
or specific RAT type(s) and/or frequency(ies) by "ratFreqs” attribute if the feature
" ServiceExperienceExt" is also supported;

0) alist of analytics subsets carried by "listOf AnaSubsets" attribute with value(s) only applicable to
"SERVICE_EXPERIENCE" event, if the "EneNA" feature is supported;

h) theidentification of the UPF asthe "upfinfo" attribute if the feature " ServiceExperienceExt" is aso
supported;

i) 1P address(s)/FQDN(s) of the Application Server(s) as the "appServerAddrs* attribute if the feature
" ServiceExperienceExt" is also supported;
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j) combination of PDU Session parameters as the "pduSesinfos" attribute if the feature
" ServiceExperienceExt2_eNA" is also supported;

k) preferred granularity of location information as the "locGranularity” attribute if the feature
" ServiceExperienceExt2_eNA" is supported; and/or

[) thefine granularity areas as the "fineGranAreas' attribute if the feature " ServiceExperienceExt2_eNA" is
supported.

if the feature "QoSSustainability" is supported and the event is"QOS_SUSTAINABILITY", it shall provide:
1) event specific filter information in the "event-filter" attribute which shall provide:

a) identification of network areato which the request applies viaidentification of network area by
"networkArea" attribute; and

b) QoS requirements via"qosRequ” attribute;

2) identification of target UE(S) to which the request applies by "anyUe" attribute set to "true" in the "tgt-ue"
attribute;

the "event-filter" attribute may provide:
a) identification of network slice(s) by "snssais" attribute;

b) the spatia granularity size of TA in the "spatial GranSizeTa" attribute if the "QoSSustainExt_eNA"
feature is supported;

¢) thespatia granularity size of cell in the "spatial GranSizeCell" attribute if the "QoSSustainExt_eNA"
feature is supported;

d) thetempora granularity sizein the "temporal GranSize" attribute if the "QoSSustainExt_eNA" featureis
supported;

€) thefine granularity areas asthe "fineGranAreas' attribute if the feature "QoSSustainExt_eNA" is
supported.

if the feature " AbnormalBehaviour" is supported and the event is"ABNORMAL_BEHAVIOUR", it shall
provide:

1) identification of target UE(s) to which the request applies by "supis’, "intGrouplds' or "anyUe" attribute set
to "true" in the "tgt-ue" attribute; and

2) event specific filter information in the "event-filter" attribute which shall provide

a) either the expected analytics type via"exptAnaType" attribute or alist of exception Idsvia"exceplds'
attribute. If the expected analytics type via"exptAnaType" attribute is provided, the NWDAF shall derive
the corresponding Exception |ds from the received expected analytics type as follows:

- if "exptAnaType" attribute setsto "MOBILITY", the corresponding list of Exception Ids are
"UNEXPECTED_UE_LOCATION", "PING_PONG_ACROSS CELLS",
"UNEXPECTED_WAKEUP" and "UNEXPECTED_RADIO_LINK_FAILURES";

- if "exptAnaType" attribute setsto "COMMUN", the corresponding list of Exception Ids are
"UNEXPECTED_LONG_LIVE_FLOW", "UNEXPECTED_LARGE_RATE_FLOW",
"SUSPICION_OF DDOS ATTACK","WRONG_DESTINATION_ADDRESS' and
"TOO_FREQUENT_SERVICE_ACCESS';

- if "exptAnaType" attribute setsto "MOBILITY_AND_COMMUN", the corresponding list of
Exception Idsincludes all above derived exception Ids.

The derived list of Exception Ids are used by the NWDAF to notify the NF service consumer when UE's
behaviour is exceptional based on one or more Exception Ids within the list.

If the "anyUe" attribute in the "tgt-ue" attribute setsto "true":

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 59 ETSI TS 129 520 V18.9.0 (2025-03)

a) the expected analyticstype viathe'exptAnaType" attribute or the list of Exception Idsvia"exceplds'
attribute shall not be requested for both mobility and communication related analytics at the same
time;

b) if the expected analytics type viathe"exptAnaType" attribute or the list of Exception Idsvia
"exceplds' attribute is mobility related, at least one of identification of network area by
"networkArea" attribute and identification of network dice(s) by "snssais' attribute should be
provided; and

c) if the expected analytics type viathe'exptAnaType" attribute or the list of Exception Idsvia
"exceplds' attribute is communication related, at least one of identification of network area by
"networkArea’ attribute, identification of application(s) by "applds' attribute, identification of
DNN(s) inthe "dnns" attribute and identification of network slice(s) by "snssais" attribute should be
provided;

the "event-filter" attribute may provide:
a) expected UE behaviour via"exptUeBehav" attribute;

- if the feature "UserDataCongestion™ is supported and the event is"USER_DATA_CONGESTION", it shall
provide one of the following attributes:;

1) identification of target UE(s) via"supis' "gpsis' (if feature "UserDataCongestionExt" is supported) or
"anyUe" attribute set to "true” within "tgt-ue" attribute;

2) event specific filter information in the "event-filter" attribute which shall provide:

a) the user data congestion requirements via "userDataConReqgs" attribute, if the feature
"UserDataCongestionExt2_eNA" is supported,;

and may provide:
1) event specific filter information in the "event-filter" attribute which may provide:
a) identification of network slice(s) by "snssais" attribute;

b) identification of network areato which the request applies viaidentification of network area by
"networkArea" attribute (mandatory if "anyUe" attribute is set to true);

¢) if the feature "UserDataCongestionExt" is also supported, request alist of top applications with maximum
number that contribute the most to the traffic in uplink and/or downlink directions bythe
"maxTopAppUINbr" attribute and/or the "maxTopAppDINbr" attribute; and/or

d) alist of analytics subsets carried by "listOf AnaSubsets' attribute with value(s) only applicable to
"USER_DATA_CONGESTION" event, if the"EneNA" feature is supported;

€) thetemporal granularity size in the "temporal GranSize" attribute if the "UserDataCongestionExt2_eNA"
feature is supported.

- if the feature "SMCCE" is supported and the event is"SM_CONGESTION", it shall provide:
1) event specific filter information in the "event-filter" attribute which shall provide:
a) identification of DNN in the "dnns" attribute; and/or
b) identification of network slice(s) in the "snssais" attribute; and

2) identification of target UE(s) via"supis" attribute in the "tgt-ue" attribute where the target UE(S) are one have
the PDU Session for the DNN and/or S-NSSAI indicated by the event specific filter information;

and may include:

1) alist of analytics subsets carried by "listOf AnaSubsets" attribute with value(s) only applicable to
"SM_CONGESTION" event, if the "EneNA" feature is supported,;

NOTE 8: The predictions are not applicable for Session Management Congestion Control Experience analytics.

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 60 ETSI TS 129 520 V18.9.0 (2025-03)

if the feature "Dispersion” is supported and the event is " DISPERSION", shall provide:

1)

identification of target UE(s) applies by "supis’, "intGrouplds’ or "anyUe" attribute set to "true” within "tgt-
ue" attribute, "anyUe" attribute set to "true” is only supported in combination with "snssais" attribute,
"networkArea" attribute and/or "disperClass’ attribute;

and may include:

1)
2)
3)
4)

5)

6)

7)

7)

8)

identification of network area applies viaidentification of network area by "networkArea' attribute;
identification of network slice(s) by "snssais" attribute;
application identifier(s) in "applds" attribute;

dispersion analytics requirements in "disperRegs" attribute, which for the requested dispersion type may
include dispersion class, ranking, ordering and/or accuracy requirments;

an optional list of analytics subsets by "listOf AnaSubsets™ attribute with value(s) only applicable to
"DISPERSION" event;

preferred granularity of location information as the "locGranularity” attribute if the feature
"DispersionExt_eNA" is supported,;

the spatial granularity size of TA inthe"spatialGranSizeTa" attribute if the "DispersionExt_eNA" featureis
supported;

the spatial granularity size of cell in the "spatial GranSizeCell" attribute if the "DispersionExt_eNA" featureis
supported; and/or

the temporal granularity size in the "temporal GranSize" attribute if the "DispersionExt._ eNA" featureis
supported.

if the feature "RedundantTransmissionExp" is supported and the event is"RED_TRANS_EXP', shal provide:

1)

identification of target UE(s) applies by "supis’, "intGrouplds' or "anyUe" attribute set to "true" within "tgt-
ue" attribute;

and may include:

1)

2)
3)
4)

5)

6)

identification of network area applies viaidentification of network area by "networkArea' attribute, if the
"supis” attribute or "intGrouplds® attribute isincluded in the "tgt-ue" attribute;

identification of network slice(s) by "snssais" attribute;
identification of DNN in the "dnns" attribute;

other redundant transmission experience analysis requirementsin "redTransRegs" attribute, which may
include preferred order of results for the list of Redundant Transmission Experience;

an optional list of analytics subsets by "listOf AnaSubsets" attribute with value(s) only applicable to
RED_TRANS EXP event, if the "EneNA" feature is supported; and/or

the temporal granularity size in the "temporal GranSize" attribute if the "RedundantTransExpExt_eNA"
feature is supported.

if the feature "WlanPerformance" is supported and the event is"WLAN_PERFORMANCE", shall provide:

1)

identification of target UE(s) by "supis', "intGrouplds' or "anyUe" attribute set to "true" in the "tgt-ue"
attribute. If "anyUe" attribute set to "true” isincluded in the "tgt-ue" attribute, then any of "networkArea"
attribute, "sslds" or "bsslds" attribute shall be present in the "wlanRegs" attribute;

and may include:

1)

identification of network areato which the request applies viaidentification of network area by
"networkArea" attribute;
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2) other WLAN performance analytics requirementsin "wlanRegs" attribute, which may include SSID(s),
BSSID(s), preferred order of results for the list of WLAN performance information and/or accuracy per
analytics subset;

3) anoptiona list of analytics subsets by "listOf AnaSubsets” attribute with value(s) only applicable to
WLAN_PERFORMANCE event, if the "EneNA" feature is supported; and/or

4) thetemporal granularity size in the "temporal GranSize" attribute if the "WlanPerfExt_eNA" featureis
supported.

- if the feature "DnPerformance” is supported and the event is"DN_PERFORMANCE", shall provide:

1) identification of target UE(s) to which the request applies by "supis’, "intGrouplds' or "anyUe" attribute set
to "true" in the "tgt-ue" attribute;

and may include:

1) identification of network areato which the request applies viaidentification of network area by
"networkArea" attribute;

2) identification of network slice(s) inthe "snssais" attribute;

3) identification of network slice and the optionally associated network slice instance(s) if available, viathe
"nsildinfos” attribute or any slicesindication in the "anySlice" attribute;

4) application identifier(s) in "applds” attribute;
5) anidentification of DNN inthe"dnns" attribute;

6) identification of a user plane access to one or more DN(s) where applications are deployed by "dnais’
attribute;

7) theidentification of the UPF asthe "upflnfo" attribute;
8) IP address(s)/FQDN(s) of the Application Server(s) as the "appServerAddrs" attribute;

9) DN performance analytics requirementsin "dnPerfReqs" attribute, which may include the preferred order of
results for the list of DN performance information and/or the reporting threshold of each applicable analytics
subset; and/or

10)an optional list of analytics subsets by "listOf AnaSubsets” attribute with value(s) only applicable to
"DN_PERFORMANCE" event, if the "EneNA" feature is supported and may include the attribute with
value(s) only applicable to "DN_PERFORMANCE" event and "DnPerformanceExt_ AIML" feature if
supported.

11)the spatia granularity size of TA inthe "spatial GranSizeTa" attribute if the "DnPerfExt_eNA" featureis
supported.

11)the spatial granularity size of cell in the "spatial GranSizeCell" attribute if the "DnPerfExt_eNA" featureis
supported.

12)the temporal granularity sizein the "temporal GranSize" attribute if the "DnPerfExt_eNA" featureis
supported.

- if the feature "E2eDataVolTransTime" is supported and the event is"E2E_ DATA_VOL_TRANS TIME", shall
provide:

1) identification of target UE(s) to which the subscription applies by "supis' or "gpsis' attribute in the "tgt-ue"
attribute.

and may include:
1) anidentification of DNN inthe "dnns" attribute;
2) identification of network sliceinthe"snssais" attribute;

3) application identifier(s) in "applds" attribute;
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4) areaof interest of the UEs by "networkArea" attribute; restricts the scope of the E2E data volume transfer
time analytics to the provided area;

5) an optional list of analytics subsets by "listOf AnaSubsets” attribute with value(s) only applicable to
"E2E_ DATA_VOL_TRANS TIME" event, if the "EneNA" feature is supported;

6) the QoS requirements via"qosRequ" attribute; and
7) EZ2E datavolume transfer time requirementsin the "dataVITrnsTmRgs" attribute;
if the feature "PduSesTraffic" is supported and the event is"PDU_SESSION_TRAFFIC", shall provide:

1) identification of target UE(S) to which the subscription applies by "supis', "intGrouplds' or "anyUe" attribute
set to "true” in the "tgt-ue" attribute;

2) PDU Session traffic analytics requirementsin "pduSesTrafReqs” attribute, which includes the known
Application Identifier, P Descriptions or Domain Descriptors.

3) DNN and/or S-NSSAI for the PDU Session(s) in the "dnns"' and/or "snssais" attributes.
and may include:

1) identification of network areato which the request applies viaidentification of network area by
"networkArea" attribute; and/or

2) anoptional list of analytics subsets by "listOf AnaSubsets" attribute with value(s) only applicable to
"PDU_SESSION_TRAFFIC" event, if the "EneNA" feature is supported.

NOTE 10: The predictions are not applicable for PDU Session traffic analytics.

if the feature "MovementBehaviour" is supported and the event is"MOVEMENT_BEHAVIOUR", shall
provide:

1) identification of network areato which the request applies to restrict the scope of the movement behaviour
analyticsto the provided area by the "networkArea" attribute and/or the "fineGranAreas" attribute;

and may include:
1) identification of the preferred orientation of location information by the "locOrientation™ attribute;

2) Movement Behaviour analytics requirements in the "movBehavRegs" attribute, which includes preferred
granularity of location information or preferred orientation of location information; and/or

3) anoptiona list of analytics subsets by the "listOf AnaSubsets" attribute with value(s) only applicable to the
"MOVEMENT_BEHAVIOUR" event, if the "EneNA" featuresis supported.

if the feature "LocAccuracy" is supported and the event is"LOC_ACCURACY", the "event-filter" attribute shall
include:

1) either anetwork areato which the request applies within the "networkArea" attribute or an exact location to
which the request applies within the "location" attribute;

and the "event-filter" attribute may include:
1) Location accuracy analytics requirements within the "locAccRegs” attribute; and/or

2) anoptional list of analytics subsets within the "listOf AnaSubsets" attribute with value(s) only applicable to
the"LOC_ACCURACY" event, if the"EneNA" featuresis supported.

NOTE 11:Location accuracy analytics do not have atarget UE, they are always for any UE.

if the feature "RelativeProximity" is supported and the event is" RELATIVE_PROXIMITY", shall provide:

1) identification of target UE(S) to which the request applies by "supis'or "intGrouplds' attribute in the "tgt-ue"
attribute;

and may include in the "event-filter" attribute:
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1) identification of DNN in the "dnns" attribute;
2) identification of network dlice in the "snssais" attribute;

3) identification of network areato which the request applies viaidentification of network area by
"networkArea" attribute;

4) Relative Proximity analytics requirementsin "relProxReqs" attribute; and/or

5) an optiona list of analytics subsets by "listOf AnaSubsets” attribute with value(s) only applicable to
"RELATIVE_PROXIMITY" event prediction, if the "EneNA" features is supported.

Upon the reception of the HTTP GET request, the NWDAF shall:
- analysethe requested analytic data according to the requested event.

If the HT TP reguest message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK™"
status code with the message body containing the analytics with parameters as relevant for the requesting NF service
consumer. The AnalyticsData data structure in the response body shall include:

- analytics with the corresponding information as described in clause 4.2.2.4.2.

- theanalytics accuracy information in the "acculnfo™" attribute, if the feature "AnalyticsAccuracy” is supported
and the analytics accuracy requirement was requested in the "accuReq" attribute.

NOTE 12:1n this version of the specification, NWDAF containing AnLF can provide accuracy information to an NF
consumer that requests both the analytics and the accuracy information.

NOTE 13:When receiving arequest from an NF consumer that includes arequest for accuracy information, the
analytics and the accuracy information can be provided by NWDAF containing AnLF within the single
response.

If the requested NWDAF Analytics data does not exist, the NWDAF shall respond with "204 No Content” status code.

If the "timeAnaNeeded" attribute within EventReportingRequirement is provided during the request, if thetimeis
reached but the requested analytics information is not ready, the consumer does not need to wait for the analytics
information any longer, the NWDAF may send a 500 Internal Server Error” status code to the NF service consumer. In
addition, if the EneNA feature is supported, the NWDAF may provide, within the

ProblemDetail sAnalyticsl nfoRequestdata in the response, the corresponding failure reason via a " problemDetail s
attribute with the "cause” attribute set to "UNSATISFIED _REQUESTED_ANALYTICS TIME" and a minimum time
interval recommended by the NWDAF viaa"rvWaitTime" attribute which is used by the NF service consumer to
determine the time when analytics information is needed in similar future analytics requests.

If the analyticstarget period provided in the body of the HTTP GET request includes the start time in the past and the
end time in the future, the NWDAF shall regject the request with an HTTP "400 Bad Request" response including the
"cause" attribute set to "BOTH_STAT_PRED_NOT_ALLOWED".

When the "PredictionError" feature is supported, if the analytics target period provided in the body of the HTTP GET
request includes the prediction time period in the future and the event is"SM_CONGESTION" and/or
"PDU_SESSION_TRAFFIC", the NWDAF shall reject the request with an HTTP "400 Bad Request" response
including the "cause" attribute set to "PREDICTION_NOT_ALLOWED".

If the statistics in the past are requested but the necessary data to perform the service is unavailable, the NWDAF shall
reject the request with an HTTP "500 Internal Server Error” response including the "cause" attribute set to
"UNAVAILABLE_DATA".

If the user consent has not been checked by the NF service consumer and is required for the requested analytics
collection depending on local policy and regulations, then the NWDAF shall check user consent for the targeted UE(S)
by retrieving the user consent subscription data viathe Nudm_SDM service API of the UDM as described in

clause 5.2.2 of 3GPP TS 29.503 [23]. If the NWDAF receive the response from the UDM that it is not granted for the
impacted user(s), then the NWDAF shall send an HTTP "403 Forbidden" error response including the "cause” attribute
set to "USER_CONSENT_NOT_GRANTED".
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NOTE 13:When the target of reporting isa SUPI or a GPSI then the subscription can be rejected, e.g. because user
consent is not granted, and the error is sent to the consumer. When the target of reporting is an Internal
Group Id, or alist of SUPIS/GPSI(s) or any UE, and the user consent is not granted for a subset of the
impacted users, then no error is sent, but a subset of the SUPISGPSIsis skipped if user consent is not
granted.

If the RoamingAnalytics feature is supported and the NWDAF determines based on operator configuration and the
requested analytics that analytics or input data from the VPLMN are required, and the NWDAF does not support
roaming exchange and it cannot forward the request to another NWDAF, then the NWDAF shall reject the request with
an HTTP "403 Forbidden" response including the "cause" attribute set to "NO_ROAMING_SUPPORT".

If an error occurs when processing the HTTP GET request, the NWDAF shall send an HTTP error response as specified
inclause 5.2.7.

4.3.2.3 Nnwdaf_Analyticsinfo_ContextTransfer service operation

43.23.1 General

The Nnwdaf_Analyticsinfo_ContextTransfer service operation is used by an NF service consumer to regquest and get
context information related to analytics subscriptions from the NWDAF.

4.3.2.3.2 Request and get from NWDAF context of a subscription

Figure 4.3.2.3.2-1 shows a scenario where the NF service consumer (e.g. NWDAF) sends a request to the NWDAF to
request and get from NWDAF context information related to analytics subscriptions (see also 3GPP TS 23.288 [17]).

NF service NWDAE
consumer

| |

| |

. 1. GET .../context?query_parameters———

|

:4 2a. “200 OK” or

|

|

|

|
|
2b. “204 No Content” i
|
|

Figure 4.3.2.3.2-1: Requesting NWDAF context information related to analytics subscriptions

The NF service consumer (e.g. NWDAF) shall invoke the Nnwdaf _Analyticsinfo_ContextTransfer service operation
when requesting context information related to analytics subscriptions. The NF service consumer shall send an HTTP
GET request on the resource URI "{ api Root} /nnwdaf -anal yti csinfo/<api V ersion>/context” representing the "NWDAF
Context" (asshown in figure 4.3.2.3.2-1, step 1), to request context information related to analytics subscriptions
according to the query parameter values of the attributes " context-ids* and "reg-context”.

Upon the reception of the HTTP GET request, the NWDAF shall retrieve the context information for the requested
context identifiers.

If the HT TP reguest message from the NF service consumer is accepted, the NWDAF shall respond with "200 OK™"
status code with the message body containing the retrieved context information. The ContextData data structure in the
response body shall include for each of the context elements contained in the "contextElems" attribute:

- thecontext identifier that this context element refersto in the "contextld" attribute, which indicates among others
the anal ytics subscription that this context element is associated with.

- the pending output analytics for the indicated anal ytics subscription in the "pendAnalytics® attribute if such
analytics are available and the NF service consumer has indicated the "PENDING_ANALYTICS" context type
in the "reg-context" attribute of the request.
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- thehistorical output analytics for the indicated analytics subscription in the "histAnalytics' attribute if such
analytics are avail able and the NF service consumer hasindicated the "HISTORICAL_ANALYTICS' context
type in the "reg-context" attribute of the request.

- atimestamp of the last provided output analyticsin the "lastOutputTime" if the NF service consumer has
indicated the "PENDING_ANALYTICS' and/or "HISTORICAL_ANALYTICS" context typein the "reg-
context" attribute of the request and output anal ytics had been provided to the analytics consumer.

- information about aggregation related anal ytics subscriptions that the NWDAF has with other NWDAFs in the
"aggrSubs” attribute if such subscriptions exist and the NF service consumer has indicated the"AGGR_SUBS"
context type in the "reg-context” attribute of the request.

- historical datarelated to the indicated analytics subscription in the "histData" attribute if such data exists and the
NF service consumer hasindicated the "DATA" context type in the "reg-context" attribute of the request.

- identifier of ADRF instancein the "adrfld" attribute if the NWDAF stores datain the ADRF.
- thetypes of data stored in the ADRF in the "adrfDataTypes" attribute if the "adrfld" attribute is provided.

- identifiers of NWDAF instances used when aggregating multiple analytics subscriptions in the "aggrNwdafl ds"
if such information is available and the NF service consumer hasindicated the "AGGR_INFO" context typein
the "reg-context" attribute of the request.

- information about used ML modelsin the "modelInfo" attribute if such information is available and the NF
service consumer hasindicated the"ML_MODELS' context type in the "reg-context" attribute of the request.

- if the"EnAnaCtxTransfer" feature is supported, the Analytics Accuracy related information in the
"anaAcculnfos’ attribute if such information is available and the NF service consumer has indicated the
"ANALYTICS ACCU_INFO" context type in the "reg-context" attribute of the request.

- if the"EnAnaCtxTransfer" feature is supported, the ML Model accuracy related information in the
"model Acculnfos' attribute if such information is available and the NF service consumer has indicated the
"ML_MODEL_ACCU_INFQO" context type in the "reg-context" attribute of the request.

If the requested context information does not exist, the NWDAF shall respond with "204 No Content" status code.

4.4 Nnwdaf DataManagement Service

4.4.1 Service Description

441.1 Overview

The Nnwdaf _DataManagement Service as defined in 3GPP TS 23.288 [17] is provided by the Network Data Analytics
Function (NWDAF).

This service:
- alowsthe NF service consumers to subscribe to and unsubscribe from data management related events;
- notifiesthe NF service consumers with the subscribed events which are detected by the NWDAF; and

- dlowsthe NF service consumers to retrieve the subscribed data from the NWDAF.

4.4.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architectureis
defined in 3GPP TS 23.288 [17]. The Network Data Analytics signalling flows are defined in 3GPP TS 29.552 [25].

The Nnwdaf_DataM anagement serviceis part of the Nnwdaf service-based interface exhibited by the Network Data
Analytics Function (NWDAF).

Known consumers of the Nnwdaf _DataM anagement service are:
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- Network Data Analytics Function (NWDAF)

- Data Collection Coordination Function (DCCF)

- Messaging Framework Adaptor Function (MFAF)
- Analytics Data Repository Function (ADRF)

NWDAF

Nnwdaf_DataManagement

NWDAF DCCF MFAF ADRF

Figure 4.4.1.2-1: Reference Architecture for the Nnwdaf_DataManagement Service; SBI
representation

NWDAF

NWDAF DCCF MFAF ADRF

Figure 4.4.1.2-2: Reference Architecture for the Nnwdaf_DataManagement Service: reference point
representation

4.4.1.3 Network Functions

44131 Network Data Analytics Function (NWDAF)
The Network Data Analytics Function (NWDAF) provides requested data to NF consumers.

The Network Data Analytics Function (NWDAF) allows NF consumers to subcribe to and unsubscribe from the
notification of detected event(s).

The Network Data Analytics Function (NWDAF) allows NF consumers to retrieve data that was collected based on
their subscriptions.

44132 NF Service Consumers

The Network Data Analytics Function (NWDAF):
- supports (un)subscription to the notification of data exposed by the NWDAF;
- supportsretrieving data from the NWDAF.

The Data Collection Coordination Function (DCCF):

- supports (un)subscription to the notification of data exposed by the NWDAF;
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- supportsretrieving data from the NWDAF.
The Messaging Framework Adaptor Function (MFAF):
- supports receiving notifications of data provided by the NWDAF;
- supports retrieving data from the NWDAF.
The Analytics Data Repository Function (ADRF):
- supports receiving notifications of data provided by the NWDAF.

- supportsretrieving data from the NWDAF.
4.4.2 Service Operations

4421 Introduction

Table 4.4.2.1-1: Operations of the Nnwdaf_DataManagement Service

Service operation name Description Initiated by
Nnwdaf_DataManagement_Subscribe This service operation is used by an NF service NF service consumer
consumer to subscribe to data management (NWDAF, DCCF,
related event(s) from NWDAF. MFAF, ADRF)
Nnwdaf_DataManagement_Unsubscrib | This service operation is used by an NF service NF service consumer
e consumer to unsubscribe to data management (NWDAF, DCCF,
related event(s). MFAF, ADRF)
Nnwdaf_DataManagement_Notify This service operation is used by the NWDAF to NWDAF
notify the detected event(s) to the NF service
consumer instance which has subscribed to.
Nnwdaf DataManagement_Fetch This service operation is used by an NF service NF service consumer
consumer to retrieve the subscribed data. (NWDAF, DCCF,
MFAF)
4422 Nnwdaf_DataManagement_Subscribe service operation
44221 General

The Nnwdaf _DataM anagement_Subscribe service operation is used by an NF service consumer to create or update a
subscription for data notifications from the NWDAF.

NOTE: If the dataisto be collected for auser, i.e. SUPI or GPSI, the consumer needs to check the user consent
by retrieving the user consent information from the UDM as described in clause 5.5 of
3GPP TS 29.552 [25] before invoking this service operation.

44222 Subscription for data notifications

Figure 4.4.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to subscribe for
data notification(s).
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NF service
consumer

NWDAF

\ 4

1. POST.../subscriptions

A

2."201 Created"

Figure 4.4.2.2.2-1: NF service consumer subscribes to data notifications

The NF service consumer shall invoke the Nnwdaf _DataM anagement_Subscribe service operation to subscribe to data
notification(s). The NF service consumer shall send an HTTP POST request with "{ apiRoot} /nnwdaf -
datamanagement/<apiV ersion>/subscriptions” as Resource URI representing the "NWDAF Data Management
Subscriptions’, as shown in figure 4.4.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF Data
Management Subscription” according to the information in message body.

The Nnwdaf DataM anagementSubsc data structure provided in the request body shall include:
- an URI where to receive the requested notifications as "notificURI" attribute;
- notification correlation identfier within the "notifCorrld" attribute; and
- one of the following:

- analytics subscription information to be used to determine which data shall be collected and reported within
the "anaSub™ attribute;

- data subscription information within the "dataSub" attribute;
The Nnwdaf DataM anagementSubsc data structure provided in the request body may include:
- the notification endpoints within the "notifEndpoints™ attribute if the "DataAnaCollect” feature is supported;
- formatting instructions within the "formatI nstruct” attribute;

- processing instructions within the "proclnstruct” attribute or the "multiProcl nstructs' attribute if the
"MultiProcessingl nstruction" feature is supported;

- one of the following identifiers related to the ADRF:
- ADREF instance identifier within the "adrfld" attribute;
- ADRF set identifier within the "adrfSetld" attribute;
- one of the following target identifiers:
- NFinstance identifier within the "targetNfld" attribute;
- NF setidentifier within the "targetNfSetld" attribute;
- time window of the occurrence of the requested data collection within the "timePeriod" attribute;
- the purpose of data collection within the "dataCollectPurposes” attribute.

- theindication that the NF service consumer has already checked the user consent within the
"checkedConsentInd" attribute, if the "UserConsent” feature is supported.

- storage handling information within the "storeHandl" attribute, if the "EnhDataMgmt" feature is supported.

Upon the reception of an HTTP POST request with: "{ api Root} /nnwdaf -datamanagement/<apiV ersion>/subscriptions’
as Resource URI and Nnwdaf DataM anagementSubsc data structure as request body, the NWDAF shall use the contents
of the request to determine whether the subscription can already be served or interactions with the ADRF and/or data
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sources are required. If the NWDAF cannot use the contents of the request to determine this, the NWDAF shall send an
HTTP "400 Bad Request" error response including the "cause" attribute set to
"SUBSCRIPTION_CANNOT_BE_SERVED".

NOTE 1: The"SUBSCRIPTION_CANNOT_BE_SERVED" error can occur, for example, in the case where the
"dataSub" or "anaSub" attributes are provided, when the request is syntactically valid and there is no
NWDAF internal error, but the NWDAF can neither find an existing subscription to a data source nor
construct one based on the received subscription contents.

If the user consent has not been checked by the NF service consumer and is required for the requested data collection
depending on local policy and regulations, then the NWDAF shall check user consent for the targeted UE(s) based on
the user consent subscription data that is retrieved viathe Nudm_SDM service API of the UDM as described in

clause 5.2.2.24 and clause 6.1.3.32 of 3GPP TS 29.503 [23]. If the user consent subscription data retrieved from the
UDM indicate that the user consent is not granted for the impacted user(s), then the NWDAF shall send an HTTP "403
Forbidden" error response including the "cause" attribute set to "USER_CONSENT_NOT_GRANTED".

NOTE 2: When the target of reporting isa SUPI or a GPSI then the subscription can be rejected, e.g. because user
consent is not granted, and the error is sent to the consumer. When the target of reporting is an Internal
Group Id, or alist of SUPIS/GPSI(s) or any UE, and the user consent is not granted for a subset of the
impacted users, then no error is sent, but a subset of the SUPISGPSIsis skipped if user consent is not
granted.

Otherwise, if the user consent subscription data retrieved from the UDM indicate that the user consent is granted for the
impacted user(s), the NWDAF shall subscribe to notification of changes of the user consent (unlessit is already
subscribed) by invoking the Nudm_SDM_ Subscribe service operation by sending an HTTP POST request targeting the
resource "SdmSubscriptions' to the UDM as described in clause 5.2.2.3 of 3GPP TS 29.503 [23].

If the NWDAF determines that the subscription can already be served (without requiring further interactions with
ADRF and/or data sources) or a successful response from the ADRF and/or data sources is received for the creation or
modification of subscription(s) to serve this subscription, the NWDAF shall:

- create a new subscription;
- assign asubscriptionld,;
- store the subscription.

If the NWDAF created an "Individual NWDAF Data Management Subscription™ resource, the NWDAF shall respond
with "201 Created" with the message body containing a representation of the created subscription, as shown in

figure 4.4.2.2.2-1, step 2. The NWDAF shall include a Location HTTP header field. The Location header field shall
contain the URI of the created subscription i.e. "{ apiRoot} /nnwdaf-

datamanagement/<apiV ersion>/subscriptions/{ subscriptionld}". If an immediate reporting indication is provided in the
subscription, the NWDAF shall include the reports of the events subscribed, if available, in the HTTP POST response
within the "dataSub" attribute, or, if the DataAnaCollect feature is supported, potentially within the "immReport"
attribute.

If the NWDAF receives storage handling information in the request but determines (e.g. based on local policy) that a
different storage approach shall be followed, it indicates the determined storage approach to the consumer by setting
accordingly the "storeHandl" attribute (e.g. providing a different lifetime, or setting the indication about deletion alerts
to "false") in the message body of the response. When more than one consumer has requested storage lifetime for the
same analytics, the storage approach should be based on the longest requested storage lifetime.

NOTE 3: The default operator policy for how long analyticsisto be stored can be longer or shorter than the lifetime
reguested by the consumer. A default operator policy can for example accept only consumer requested
lifetimes that are shorter or longer than the default policy.

When the notification flag of the "dataSub" attribute (e.g. the "notifFlag" attribute within the "eventsRepInfo" attribute
in the case of AF events) isincluded and set to "DEACTIVATE" in the request, the NWDAF shall mute the event
notification and store the available events until the NF service consumer requests to retrieve them by setting the
notification flag to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When a muting exception
occurs, if the EnhDataM gmt feature is supported, the NWDAF may consider the contents of the muting instructions of
the "dataSub" attribute (if provided; e.g. the "notifFlaglnstruct” attribute within the "eventsReplnfo" attribute in the case
of AF events) and/or local configuration to determine its actions.
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If the EnhDataM gmt feature is supported and the NWDAF accepts the provided notification flag and muting
instructions, it may indicate the applied muting notification settings in the response (e.g. within the " mutingSetting"
attribute in the case of AF events). If the NWDAF does not accept the provided notification flag and muting
instructions, it shall send an HTTP "403 Forbidden" error response including the "cause” attribute set to
"MUTING_INSTR_NOT_ACCEPTED".

If an error occurs when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.3.7.

44223 Update subscription for data notifications

Figure 4.4.2.2.3-1 shows a scenario where the NF service consumer sends a request to the NWDAF to update the
subscription for data notifications.

NF service

NWDAF
consumer

\ 4

1. PUT.../subscriptions/{subscriptionld}

2a."200 OK" or
2b."204 No Content"

A

Figure 4.4.2.2.3-1: NF service consumer updates subscription to data notifications

The NF service consumer shall invoke the Nnwdaf DataM anagement_Subscribe service operation to update
subscription to data notifications. The NF service consumer shall send an HTTP PUT request with "{ apiRoot} /nnwdaf -
datamanagement/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI representing the "Individual NWDAF
Data Management Subscription”, as shown in figure 4.4.2.2.3-1, step 1, to update the subscription for an "Individual
NWDAF Data Management Subscription” resource identified by the { subscriptionid}. The

Nnwdaf DataM anagementSubsc data structure provided in the request body shall include the same contents as described
inclause 4.4.2.2.2.

Upon the reception of an HTTP PUT request with: "{ apiRoot} /nnwdaf -

datamanagement/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI and Nnwdaf DataM anagementSubsc
data structure as request body, the NWDAF shall use the contents of the request to determine whether the updated
subscription can already be served or interactions with the ADRF and/or data sources are required. If the NWDAF
cannot use the contents of the request to determine this, the NWDAF shall send an HTTP "400 Bad Request” error
response including the "cause" attribute set to "SUBSCRIPTION_CANNOT_BE_SERVED".

NOTE 1: The"SUBSCRIPTION_CANNOT_BE_SERVED" error can occur, for example, in the case when the
"dataSub" or "anaSub" attributes are provided, when the request is syntactically valid and thereisno
NWDAF internal error, but the NWDAF can neither find an existing subscription to a data source nor
construct one based on the received subscription contents.

If the user consent has not been checked by the NF service consumer and is required for the requested data collection
depending on local policy and regulations, then the NWDAF shall check user consent for the targeted UE(s) based on
the user consent subscription datathat is retrieved viathe Nudm_SDM service API of the UDM as described in

clause 5.2.2.24 and clause 6.1.3.32 of 3GPP TS 29.503 [23]. If the user consent subscription data retrieved from the
UDM indicate that the user consent is not granted for the impacted user(s), then the NWDAF shall send an HTTP "403
Forbidden" error response including the "cause" attribute set to "USER_CONSENT_NOT_GRANTED".

NOTE 2: When the target of reporting isa SUPI or a GPS| then the subscription can be rejected, e.g. because user
consent is not granted, and the error is sent to the consumer. When the target of reporting is an Internal
Group Id, or alist of SUPIS/GPSI(s) or any UE, and the user consent is not granted for a subset of the
impacted users, then no error is sent, but a subset of the SUPISGPSIsis skipped if user consent is not
granted.
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Otherwiseg, if the user consent subscription data retrieved from the UDM indicate that the user consent is granted for the
impacted user(s), the NWDAF shall subscribe to notification of changes of the user consent (unlessit is already
subscribed) by invoking the Nudm_SDM _Subscribe service operation by sending an HTTP POST request targeting the
resource " SdmSubscriptions' to the UDM as described in clause 5.2.2.3 of 3GPP TS 29.503 [23].

If the NWDAF determines that the updated subscription can already be served (without requiring further interactions
with the ADRF and/or data sources) or a successful response from the ADRF and/or data sources is received for the
creation or modification of subscription(s) to serve this subscription, the NWDAF shall:

- update the subscription of corresponding subscriptionld; and
- store the subscription.

If the NWDAF successfully processed and accepted the received HTTP PUT request, the NWDAF shall update an
"Individual NWDAF Data Management Subscription” resource, and shall respond with:

a) HTTP"200 OK" status code with the message body containing a representation of the updated subscription, as
shown in figure 4.4.2.2.3-1, step 2a; If an immediate reporting indication is provided in the request, the NWDAF
shall include the reports of the events subscribed, if available, inthe HTTP PUT response within the "dataSub”
attribute, or, if the DataAnaCollect feature is supported, potentialy within the "immReport" attribute; or

b) HTTP"204 No Content" status code, as shown in figure 4.4.2.2.3-1, step 2b.

If the NWDAF receives storage handling information in the request but determines (e.g. based on local policy) that a
different storage approach shall be followed, it indicates the determined storage approach to the consumer by setting
accordingly the "storeHandl" attribute (e.g. providing a different lifetime, or setting the indication about deletion alerts
to "false") in the message body of the response. When more than one consumer has requested storage lifetime for the
same analytics, the storage approach should be based on the longest requested storage lifetime.

NOTE 3: The default operator policy for how long analyticsisto be stored can be longer or shorter than the lifetime
reguested by the consumer. A default operator policy can for example accept only consumer requested
lifetimes that are shorter or longer than the default policy.

When the notification flag of the "dataSub" attribute (e.g. the "notifFlag" attribute within the "eventsReplnfo" attribute
in the case of AF events) isincluded in the request with the value "DEACTIVATE", the NWDAF shall mute the event
notification and store the available events until the NF service consumer requests to retrieve them by setting the
notification flag attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer). When amuting
exception occurs, if the EnhDataMgmt feature is supported, the NWDAF may consider the contents of the muting
instructions of the "dataSub" attribute (if provided; e.g. the "notifFlaglnstruct” attribute within the "eventsReplnfo"
attribute in the case of AF events) and/or local configuration to determine its actions; if the notification flag is set to the
value"RETRIEVAL", the NWDAF shall send the stored events to the NF service consumer, mute the event notification
again and store available events; if the notification flag is set to the value "ACTIVATE" and the event notifications are
muted (due to a previously received "DECATIVATE" value), the NWDAF shall unmute the event notification, i.e. start
sending again notifications for available events.

If the EnhDataMgmt feature is supported and the NWDAF accepts the provided notification flag and muting
instructions, it may indicate the applied muting notification settings in the response (e.g. within the "mutingSetting"
attribute in the case of AF events). If the NWDAF does not accept the provided notification flag and muting
instructions, it shall send an HTTP "403 Forbidden" error response including the "cause" attribute set to
"MUTING_INSTR_NOT_ACCEPTED".If errors occur when processing the HTTP PUT request, the NWDAF shall
send an HTTP error response as specified in clause 5.3.7.

If the NWDAF determines the received HTTP PUT request needs to be redirected, the NWDAF shall send an HTTP
redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4423 Nnwdaf_DataManagement_Unsubscribe service operation

44231 General

The Nnwdaf _DataM anagement_Unsubscribe service operation is used by an NF service consumer to remove a
subscription for data notifications from the NWDAF.

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 72 ETSI TS 129 520 V18.9.0 (2025-03)

44232 Unsubscribe from data notifications

Figure 4.4.2.3.2-1 shows a scenario where the NF service consumer sends a reguest to the NWDAF to unsubscribe from
data notifications.

NF service
consumer

NWDAF

1. DELETE.../subscriptions/{subscriptionld} >

2. "204 No Content" or "200 OK"

A

Figure 4.4.2.3.2-1: NF service consumer unsubscribes from data notifications

The NF service consumer shall invoke the Nnwdaf DataManagement_Unsubscribe service operation to unsubscribe
from data notifications. The NF service consumer shall send an HTTP DELETE request with: "{ apiRoot} /nnwdaf -
datamanagement/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI, where "{ subscriptionld}" is the
identifier of the existing subscription that is to be deleted.

Upon the reception of an HTTP DELETE request, if the NWDAF successfully processed and accepted the received
HTTP DELETE request, the NWDAF shall:

- remove the corresponding subscription;
- respond to the NF service consumer:

- respond with HTTP "204 No Content" status code if the "EnhDataMgmt" feature is not supported or no stored
unsent events to be included in the response; or

- respond with HTTP "200 OK" status code if the "EnhDataMgmt" feature is supported and including the stored
unsent events in the Nnwdaf DataM anagementNotif data type in the response.

If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as
specified in clause 5.3.7.

If the NWDAF determines the received HTTP DELETE reguest needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4.4.2.4 Nnwdaf DataManagement_Notify service operation

4424.1 General

The Nnwdaf _DataManagement_Notify service operation is used by the NWDAF to notify NF service consumers about
subscribed events related to data.

44242 Notification about subscribed data

Figure 4.2.2.4.2-1 shows a scenario where the NWDAF sends a request to the NF service consumer to notify for event
notifications (see also 3GPP TS 23.288 [17]).
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NF service
consumer

NWDAF

A

1. POST {notificURI}

2. 204 No Content or 200 OK >

Figure 4.4.2.4.2-1: NWDAF notifies the subscribed event

The NWDAF shall invoke the Nnwdaf _DataM anagement_Notify service operation to notify the subscribed event. The
NWDAF shall send an HTTP POST request with "{ notificURI}" received in the Nnwdaf _DataM anagement_Subscribe
service operation as Resource URI, as shown in figure 4.4.2.4.2-1, step 1.

The Nnwdaf DataM anagementNotif data structure provided in the request body that shall include:
- the notification correlation identifier within the "notifCorrld" attribute;
- thetimestamp of the notification within the "notif Timestamp” attribute;
- one of the following:
- datacollected from data sources (e.g. SMF, NEF) in the "dataNotification” attribute;

- summarized data derived from events that occurred based on processing and formatting instructionsin the
"dataReports" attribute;

- information for fetching the contents of the notification in the "fetchinstruct" attribute.

adeletion alert in the "delAlert" attribute, if the "EnhDataMgmt" feature is supported.
The Nnwdaf DataM anagementNotif data structure provided in the request body may include:

- anindication that the NWDAF has requested a termination of the subscription within the "terminationReq"
attribute; and/or

- apending natification cause for the stored unsent datain the "pendNotifCause" attribute if the "EnhDataM gmt"”
feature is supported.

Upon the reception of an HTTP POST request, if the NF service consumer successfully processed and accepted the
received HTTP POST request, the NF Service Consumer shall store the notification and respond with HTTP "204 No
Content" status code, or with HTTP "200 OK" status code and the NotifResponse data structure in the response body if
the "EnhDataM gmt" feature is supported.

After the successful processing of the HTTP POST reguest:

- if the NWDAF requests the NF service consumer with the "fetchinstruct” attribute to retrieve the data, the NF
service consumer may invoke the Nnwdaf DataManagement_Fetch service operation to retrieve the notified
data as defined in clause 4.4.2.5.

- if the NWDAF provided a deletion aert to the NF service consumer, the NF service consumer may invoke the
Nadrf_DataM anagement_Retrieval Request service operation as defined in 3GPP TS 29.575 [27] clause 4.2.2.5,
using the storage transaction identifier received within the "aertStorTransld" attribute of the "delAlert" attribute,
in order to retrieve the data that are about to be deleted.

NOTE: The"dertStorTransld" attribute, which is used for retrieving data prior to deletion, does not have to be
the same with or related to the storage transaction identifier that is assigned and returned during the
storage of the data in the ADRF.

If errors occur when processing the HTTP POST reguest, the NF service consumer shall send an HTTP error response
as specified in clause 5.3.7.
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If the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service
consumer shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4425 Nnwdaf_DataManagement_Fetch service operation

44251 General

The Nnwdaf _DataM anagement_Fetch service operation is used by an NF service consumer to retrieve data notifications
indicated by fetch instructions from the NWDAF.

44.25.2 Retrieve data from the NWDAF

Figure 4.4.2.5.2-1 shows a scenario where the NF service consumer sends arequest to the NWDAF to retrieve notified
data.

NF service
NWDAF
consumer
1. POST {fetchUri} >
< 2.200 OK

Figure 4.4.2.5.2-1: Requesting to retrieve notified data

The NF service consumer shall invoke the Nnwdaf _DataM anagement_Fetch service operation to retrieve notified data.
The NF service consumer shall send an HTTP POST request with "{fetchUri}" URI previously provided by the
NWDAF in "fetchlnstruct” attribute within NnwdafDataM anagementNotif data type, as shown in figure 4.4.2.5.2-1,
step 1, to fetch NWDAF data. The request body shall include fetch correlation identifiers, which was previously
provided by the NWDAF in the "fetchCorrlds" attribute within Fetchlnstruction data structure in the NWDAF
notification.

Upon the reception of the HTTP POST request, the NWDAF shall:
- find the data according to the requested parameters.

If the requested data is found, the NWDAF shall respond with "200 OK" status code with the message body containing
the NnwdafDataM anagementNotif data structure. The NnwdafDataM anagementNotif data structure in the response
body shall include the data collected from data sources (e.g. SMF, NEF) in the "dataNotification” attribute.

If an error occurs when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.3.7.

If the NWDAF determines that the received HTTP POST request needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].
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4.5 Nnwdaf MLModelProvision Service

45.1 Service Description

45.1.1 Overview

The Nnwdaf_M LM odelProvision service as defined in 3GPP TS 23.501 [2] and 3GPP TS 23.288 [17], is provided by
the Network Data Analytics Function (NWDAF) containing Model Training Logical Function (MTLF).

This service:
- dlowsthe NF service consumers to subscribe to and unsubscribe from different ML model analytics events;
- adlowsMTLF-based ML Model Accuracy monitoring procedure between the AnLF and MTLF. and
- notifies the NF service consumers with a corresponding subscription about ML model information.

The types of analytics events supported by this serivce are the same as defined in clause 4.2.1.1.

NOTE: ML model provisioning islimited to a single vendor environment in this release of current specification.

45.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architectureis
defined in 3GPP TS 23.288 [17]. The ML Model provisioning signalling flows are defined in 3GPP TS 29.552 [25].

The Nnwdaf_MLModelProvision serviceis part of the Nnwdaf service-based interface exhibited by the Network Data
Analytics Function (NWDAF) containing Model Training Logical Function (MTLF).

Known consumers of the Nnwdaf_ MLModelProvision service are:
- Network Data Analytics Function (NWDAF) containing Analytics Logical Function (AnLF); and

- Network Data Analytics Function (NWDAF) containing Model Training Logical Function (MTLF).

NWDAF (MTLF)

Nnwdaf_MLModelProvision

NWDAF (AnLF) NWDAF (MTLF)

Figure 4.5.1.2-1: Reference Architecture for the Nnwdaf_MLModelProvision Service; SBI
representation
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NWDAF (MTLF)

NWDAF (AnLF) NWDAF (MTLF)

Figure 4.5.1.2-2: Reference Architecture for the Nnwdaf_MLModelProvision Service: reference point
representation

45.1.3 Network Functions

45131 Network Data Analytics Function (NWDAF)

The Network Data Analytics Function (NWDAF), containing Model Training Logical Function (MTLF), provides ML
model information for different analytic eventsto NF service consumers.

The Network Data Analytics Function (NWDAF) allows NF service consumers to subscribe to and unsubscribe from
one-time, periodic notification or notification when an event is detected.

45.1.3.2 NF Service Consumers

The Network Data Analytics Function (NWDAF) supports (un)subscription to the notification of different ML model
information from the NWDAF which contains Model Training Logical Function (MTLF).

45.2 Service Operations

4521 Introduction

Table 4.5.2.1-1: Operations of the Nnwdaf_MLModelProvision Service

Service operation name Description Initiated by
Nnwdaf_MLModelProvision_Subscribe | This service operation is used by an NF service NF service consumer
consumer to subscribe to ML model provision (NWDAF)
from NWDAF.
Nnwdaf_MLModelProvision_Unsubscri | This service operation is used by an NF service NF service consumer
be consumer to unsubscribe to ML model provision. (NWDAF)
Nnwdaf_MLModelProvision_Notify This service operation is used by the NWDAF to NWDAF
notify the ML model information to the NF service
consumer instance which has subscribed to.

45.2.2 Nnwdaf _MLModelProvision_Subscribe service operation

45221 General
The Nnwdaf_M LM odelProvision _Subscribe service operation is used by an NF service consumer to subscribe or

update subscription for event notifications from the NWDAF which contains Model Training Logical Function
(MTLF).
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45222 Subscription for event notifications

Figure 4.5.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to subscribe for
event notification(s) (as shown in 3GPP TS 23.288[17]).

NF service NWDAE
consumer

| |

[ 1. POST.../subscriptions g

| |

| |

:4 2. 201 Created |

| |

| |

Figure 4.5.2.2.2-1: NF service consumer subscribes to notifications

The NF service consumer shall invoke the Nnwdaf_ MLModel Provision _Subscribe service operation to subscribe to
event notification(s). The NF service consumer shall send an HTTP POST request with "{ apiRoot} /nnwdaf-
mlmodel provision/<apiV ersion>/subscriptions’ as Resource URI representing the "NWDAF ML Model Provision
Subscriptions’, as shown in figure 4.5.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF ML Model
Provision Subscription™ according to the information in message body.

The NwdafM LM odel ProvSubsc data structure provided in the request body shall include:
- an URI where to receive the requested notifications as the "notifUri" attribute; and

- adescription of the subscribed events as the "mLEventSubscs” attribute that, for each event, the
ML EventSubscription data type shall include:

1) aneventidentifier asthe "mLEvent" attribute; and

2) event filter information as the "mLEventFilter" attribute;

and may include:

1) anidentification of target UE information as the "tgtUe" attribute;

2) atimeinterval for which the ML model for the analytics is requested as the "mLTargetPeriod" attribute;
3) the time when the subscription expired as the "expiryTime" attribute;

4) the ML model metric asthe "modelMetric" attribute if the " FederatedLearning" feature or the
"Model ProvisionExt" feature is supported,;

5) apre-determined status for the ML model or training as the "preDetStatus” attribute if the
"FederatedLearning” feature is supported; and

6) the ML event reporting condition as the "mIEvRepCon" if the "' FederatedLearning" feature or the
"Model ProvisionExt" feature is supported.

7) the ML Model Interoperability Information as the "model InterInfo" attribute if the "M odel Sharing” featureis
supported; and

8) NF consumer information as the "nfConsumerinfo” attributed if the "M odel Sharing” feature is supported.
9) use case context as "useCaseCxt" attribute, if the "ENAEXxt" feature is supported.

NOTE 1: The NWDAF containing MTLF can use the "useCaseCxt" attribute to select the most relevant ML model,
when several ML models are available for the requested Analytics ID(s). The values of this parameter are
not standardized.

10) extended parameters for ML model provisioning as the "model ProvExt" attribute, if the feature
"Model ProvisionExt" is supported,;
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11)UTC time indicating the time when the ML model is needed as the "timeM odel Needed" attribute.

12)the inference data stored in ADRF which can be used by MTLF as the "inferDataForModel" attribute, if the
feature "M odel ProvisionExt" is supported.

13) the ML model Identifier asthe "modelld" attribute, if the feature "EnAnaCtxTransfer" is supported.
The NwdafM LM odel ProvSubsc data structure provided in the request body may include:

- anotification correlation identifier assigned by the NF service consumer for the requested notifications as
"notifCorreld" attribute; and

- the reporting requirement information of the subscription as the "eventReq" attribute.

For different event types, the filter information in "mLEventFilter" attribute within the ML EventSubscription data type
is the same as described in clause 4.3.2.2.2 for the filter information contained in "event-filter" attribute.

NOTE 2: The features described in clause 4.3.2.2.2 has no impact on this service, i.e. the features defined for the
EventFilter data type will possibly not have corresponding features in this service. The result is that when
the releases of which the NF service consumer and the NWDAF containing MTLF are different, the NF
service consumer will possibly not know whether the NWDAF containing MTLF has considered all the
filter information provided in the request message.

Upon the reception of an HTTP POST request with: "{ apiRoot} /nnwdaf-
mlmodel provision/<apiV ersion>/subscriptions” as Resource URI and NwdafM LM odel ProvSubsc data structure as
request body, the NWDAF shall create a new subscription and store the subscription.

If the NWDAF created an "Individual NWDAF ML Model Provision Subscription” resource, the NWDAF shall
respond with "201 Created" with the message body containing a representation of the created subscription, as shown in
figure 4.5.2.2.2-1, step 2. The NWDAF shall include a Location HTTP header field. The Location header field shall
contain the URI of the created subscription i.e. "{ apiRoot} /nnwdaf-

mlmodel provision/<apiV ersion>/subscriptions/{ subscriptionl d} ".

If the immediate reporting indication in the "immRep" attribute within the "eventReq" attribute setsto true during the
event subscription, the NWDAF shall include the reports of the subscribed events, if available, as the "mLEventNotifs'
attribute in the HT TP POST response.

If not all the requested eventsin the subscription are accepted, then the NWDAF may include the "fail EventReports’
attribute indicating the event(s) for which the subscription failed and the associated reason(s).

If there is no associated ML model available for all the listed "mLEvent" attribute, the NWDAF which contains MTLF
shall send a"500 Internal Server Error" status code to the NF service consumer. Also, the corresponding failure reason
viaa"problemDetails" attribute with the "cause” attribute set to

"UNAVAILABLE_ ML_MODEL_FOR_ALLEVENTS".

If other errors occur when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.4.7.

45223 Update subscription for event notifications

Figure 4.5.2.2.3-1 shows a scenario that the NF service consumer sendsan HTTP PUT request to the NWDAF to
modify an existing subscription (as shown in 3GPP TS 23.288 [17]).
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NF service
consumer

NW DAF

1. PUT.../subscriptions/{subscriptionId} >

2a. "204 No Content"
2b. "200 OK"

A

Figure 4.5.2.2.3-1: Modification of events subscription information using HTTP PUT

The NF service consumer shall invoke the Nnwdaf_MLModel Provision_Subscribe service operation to modify an
existing ML Model subscription. The NF service consumer shall send an HTTP PUT request with: "{ api Root} /nnwdaf-
mlmodel provision/<apiV ersion>/subscriptions/{ subscriptionld}" as Resource URI, where "{ subscriptionld}" isthe
event subscriptionld of the existing subscription to be modified, to update an "Individual NWDAF ML Model Provision
Subscription™ according to the information in the message body. The NwdafM LM odel ProvSubsc data structure
provided in the request body shall include the same contents as described in clause 4.5.2.2.2.

Upon receipt of an HTTP PUT request with: "{ apiRoot} /nnwdaf-
mlmodel provision/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI and Nwdaf M LM odel ProvSubsc data
type as request body, if the request is successfully processed and accepted, the NWDAF shall:

- modify the concerned subscription; and
- storethe subscription.

NOTE: The"notifUri" attribute within the NwdafM L M odel ProvSubsc data structure can be modified to request
that subsequent notifications are sent to a new NF service consumer.

If the NWDAF successfully processed and accepted the received HTTP PUT request, the NWDAF shall update an
"Individual NWDAF ML Model Provision Subscription™ resource, and shall respond with:

- HTTP"204 No Content" response (as shown in figure 4.5.2.2.3-1, step 2a); or

- HTTP"200 OK" response (as shown in figure 4.5.2.2.3-1, step 2b) with a response body containing a
representation of the updated subscription in the NwdafM L Model ProvSubsc data type.

If not all the requested eventsin the subscription are modified successfully, then the NWDAF may include the
"fail EventReports' attribute indicating the event(s) for which the subscription failed and the associated reason(s).

If other errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as
specified in clause 5.4.7.

If the NWDAF determines that the received HTTP PUT request needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

45.2.3 Nnwdaf_MLModelProvision_Unsubscribe service operation

45231 General

The Nnwdaf_ M LM odel Provision_Unsubscribe service operation is used by an NF service consumer to unsubscribe
from event notifications.

45232 Unsubscribe from event notifications

Figure 4.5.2.3.2-1 shows a scenario where the NF service consumer sends areguest to the NWDAF to unsubscribe from
event notifications (see also 3GPP TS 23.288 [17]).
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NF service NWDAE
consumer

:—1. DELETE.. ./subscriptions/{subscriptionld}4>:

2. 204 No Content

e

Figure 4.5.2.3.2-1: NF service consumer unsubscribes from notifications

The NF service consumer shall invoke the Nnwdaf_ M LM odel Provision _Unsubscribe service operation to unsubscribe
to event notifications. The NF service consumer shall send an HTTP DELETE request with: "{ apiRoot} /nnwdaf-
mlmodel provision/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI, where "{ subscriptionld}" isthe
event subscriptionld of the existing subscription that is to be deleted.

Upon the reception of an HTTP DELETE request, if the NWDAF successfully processed and accepted the received
HTTP DELETE request, the NWDAF shall:

- remove the corresponding subscription; and
- respond with HTTP "204 No Content" status code.

If the NWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as
specified in clause 5.4.7.

45.2.4 Nnwdaf_MLModelProvision_Notify service operation

45241 General

The Nnwdaf_MLModel Provision_Notify service operation is used by an NWDAF to notify NF consumers about
subscribed events.

4524.2 Notification about subscribed event

Figure 4.5.2.4.2-1 shows a scenario where the NWDAF sends a request to the NF Service Consumer to notify for event
notifications (see also 3GPP TS 23.288 [17]).

NF service consumer NWDAF

1. POST {notifUri }

2. 204 No Content

e R

U S P

Figure 4.5.2.4.2-1: NWDAF notifies the subscribed event

The NWDAF shall invoke the Nnwdaf_ MLModelProvision_Notify service operation to notify the subscribed event.
The NWDAF shall send an HTTP POST request with "{ notifUri}" received in the

Nnwdaf_ MLModelProvision Subscribe service operation as Resource URI, as shown in figure 4.2.2.4.2-1, step 1. The
NwdafM LM odel ProvNotif data structure provided in the request body that shall include:
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- anevent subscriptionld as "subscriptionld" attribute; and

- description of the notified event as "eventNotifs" attribute, that for each event, the MLEventNotif data type shall
include:

- anevent identifier asthe "event" attribute;

- anaddress (e.g. aURL or an FQDN) of the ML model file asthe "mLFileAddr" attribute or if the
"Model ProvisionExt"feature is supported, the ADRF (Set) information of the ML Model asthe
"mLModel Adrf" addtribute and an unique identifier for the ML model as "modelUniqueld" attribute; and

the MLEventNotif data type may include:

- anotification correlation identifier as "notifCorreld" attribute; and

- atime period when the provided ML model applies as the "validityPeriod" attribute; and
- anareawhere the provided ML model applies as the "spatial Validity" attribute; and

- if thefeature "ModelProvisionExt" is supported, the additional ML model information as "addM odel Info"
attribute; and

- if the feature "ModelProvisionExt" is supported, the filtering information of the ML Model asthe
"mLEventFilter" attribute; and

if the feature "ModelProvisionExt" is supported, the target UEs of the ML Model as the "tgtUe" attribute.

Upon the reception of an HTTP POST request, if the NF service consumer successfully processed and accepted the
received HTTP POST request, the NF Service Consumer shall store the notification and respond with HTTP "204 No
Content" status code.

If the NF service consumer receives the ADRF ID asthe "adrfld" attribute or the ADRF Set ID as the "adrfSetld"
attribute in the NwdafM LM odel ProvNotif data structure of the HTTP POST request, it may invoke

Nadrf MLModelManagement_Retrieval Request service operation to retrieve ML Model from the ADRF (Set) as
specified in 3GPP TS 29.575 [27].

If the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service
consumer shall send an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If errors occur when processing the HTTP POST request, the NWDAF shall send an HTTP error response as specified
inclause5.4.7.

4.6 Nnwdaf MLModelTraining Service

4.6.1 Service Description

46.1.1 Overview

The Nnwdaf_MLModel Training service as defined in 3GPP TS 23.288 [17], is provided by the Network Data Analytics
Function (NWDAF) containing Model Training Logical Function (MTLF).

This service:
- adlowsthe NF service consumers to subscribe to and unsubscribe from different ML model training events;
- alowsthe NF service consumers to modify different ML model training events; and

- notifiesthe NF service consumers with a corresponding subscription about ML model information.

46.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architectureis
defined in 3GPP TS 23.288 [17]. The ML Model training signalling flows are defined in 3GPP TS 29.552 [25].
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The Nnwdaf_MLModel Training service is part of the Nnwdaf service-based interface exhibited by the Network Data
Analytics Function (NWDAF) containing Model Training Logical Function (MTLF).
Known consumers of the Nnwdaf_ MLModel Training service are:

- Network Data Analytics Function (NWDAF) containing Model Training Logical Function (MTLF)

NWDAF (MTLF)

Nnwdaf_MLModelTraining

NWDAF (MTLF)

Figure 4.6.1.2-1: Reference Architecture for the Nnwdaf_MLModelTraining Service; SBI
representation

NWDAF (MTLF)

NWDAF (MTLF)

Figure 4.6.1.2-2: Reference Architecture for the Nnwdaf_MLModelTraining Service: reference point
representation

46.1.3 Network Functions

46.1.3.1 Network Data Analytics Function (NWDAF)

The Network Data Analytics Function (NWDAF), containing Model Training Logical Function (MTLF), provides ML
model information for different analytic eventsto NF service consumers.

The Network Data Analytics Function (NWDAF) alows NF service consumers to subscribe to and unsubscribe from
one-time, periodic notification or notification when an event is detected.

46.1.3.2 NF Service Consumers

The Network Data Analytics Function (NWDAF) supports (un)subscription to the notification of different ML model
information from the NWDAF which contains Model Training Logical Function (MTLF).

4.6.2 Service Operations

46.2.1 Introduction

Table 4.6.2.1-1: Operations of the Nnwdaf_MLModelTraining Service

Service operation name Description Initiated by
Nnwdaf_MLModelTraining_Subscribe This service operation is used by an NF service NF service consumer
consumer to subscribe to ML model training from (NWDAF)
NWDAF.
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Service operation name Description Initiated by
Nnwdaf_MLModelTraining_Unsubscrib | This service operation is used by an NF service NF service consumer
e consumer to unsubscribe to ML model training. (NWDAF)

Nnwdaf MLModelTraining_Notify This service operation is used by the NWDAF to NWDAF
notify the ML model information to the NF service
consumer instance which has subscribed to.

4.6.2.2 Nnwdaf_MLModelTraining_Subscribe service operation

46.2.2.1 General

The Nnwdaf_MLModel Training_Subscribe service operation is used by an NF service consumer to subscribe or update
subscription for event notifications from the NWDAF which contains Model Training Logica Function (MTLF).

4.6.2.2.2 Subscription for event notifications

Figure 4.6.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF to subscribe for
event notification(s) (as shownin 3GPP TS 23.288 [17]).

NF service NWDAE
consumer

| |

| e |

. 1. POST.../subscriptions >

| |

| |

:4 2. 201 Created |

| |

| |

Figure 4.6.2.2.2-1: NF service consumer subscribes to notifications

The NF service consumer shall invoke the Nnwdaf_MLModel Training_Subscribe service operation to subscribe to
event notification(s). The NF service consumer shall send an HTTP POST request with "{ apiRoot} /nnwdaf -
mimodeltrai ning/<apiV ersion>/subscriptions’ as Resource URI representing the "NWDAF ML Model Training
Subscriptions’, as shown in figure 4.6.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF ML Model
Training Subscription" according to the information in message body.

The NwdafM LM odel TrainSubsc data structure provided in the request body shall include:
- an URI where to receive the requested notifications as the "notifUri" attribute;

- adescription of the subscribed events as the "mLEventSubscs' attribute that, for each event, the
ML EventSubscription data type shall include:

1) aneventidentifier asthe "mLEvent" attribute;
2) event filter information as the "mLEventFilter" attribute; and
3) the ML Model Interoperability Information as the "modelInterInfo™ attribute;

- anotification correlation identifier assigned by the NF service consumer for the requested notifications as
"notifCorreld" attribute;

and may include:

- anidentification of UE information for which datafor ML model training is requested as the "tgtRepUe"
attribute;

- the ML model information as the "mLModelInfos" attribute;

- the ML model training information as the "mLModel Trainlnfos" attribute;
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identification of the ML procesure for training the ML model as the "mlCorreld" attribute;
- anindication of preparation request for ML model training asthe "mLPreFlag" attribute;

- anindication of request using the local training data as the testing dataset to calculate the Model Accuracy of
the global ML model provided by the consumer asthe "mLAccChkFlg" attribute;

- the ML model training reporting information as the "mLTrainReplnfo" attribute;

- theround number of the training in a multi-round training process as the "roundind" attribute;
- the reporting requirement information of the subscription as the "eventReq" attribute; and

- theindication of skipping the current FL round as the "skipFlInd" attribute.

Upon the reception of an HTTP POST request with: "{ apiRoot} /nnwdaf-mlmodel trai ning/<apiV ersion>/subscriptions’
as Resource URI and NwdafM L Model TrainSubsc data structure as request body, the NWDAF shall create a new
subscription and store the subscription.

If the NWDAF created an "Individual NWDAF ML Model Training Subscription” resource, the NWDAF shall respond
with "201 Created" with the message body containing a representation of the created subscription, as shown in

figure 4.6.2.2.2-1, step 2. The NWDAF shall include a Location HTTP header field. The Location header field shall
contain the URI of the created subscription i.e. "{ apiRoot} /nnwdaf-

mlmodeltrai ning/<apiV ersion>/subscriptions/{ subscriptionld} ".

If the immediate reporting indication in the "immRep" attribute within the "eventReq" attribute setsto "true" during the
event subscription, the NWDAF shall include the reports of the subscribed events, if available, as the "immReport”
attribute in the HTTP POST response.

NOTE: Immediate and one-time reporting can be used in order to implement the Nnwdaf_ MLModel Traininglnfo
service, which isdefined in 3GPP TS 23.288 [17].

If not all the requested eventsin the subscription are accepted, then the NWDAF may include the "fail EventReports'
attribute indicating the event(s) for which the subscription failed and the associated reason(s).

If thereis no associated ML model training available for all provided "mLEvent" attributes, the NWDAF shall send a
"500 Internal Server Error" status code to the NF service consumer, including the "cause" attribute set to
"UNAVAILABLE ML_MODEL_TRAINING_FOR_ALLEVENTS".

If thereisno ML model training satisfying the requirements listed in "mLModel TrainInfos" attribute or the ML model
cannot be downloaded successfully, the NWDAF which contains MTLF shall send a"403 Forbidden" status code to the
NF service consumer, and it may include also the corresponding failure reason via a " problemDetails" attribute with the
"cause" attribute set to "ML_MODEL_TRAINING_REQS NOT_MET","ML_TRAINING_NOT_COMPLETE",
"OVERLOAD", or "NOT_AVAILABLE _FOR_FL_PROCESS ANYMORE".

If other errors occur when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.5.7.

4.6.2.2.3 Update subscription for event notifications

Figure 4.6.2.2.3-1 shows a scenario that the NF service consumer sendsan HTTP PUT request to the NWDAF to
modify an existing subscription (as shown in 3GPP TS 23.288 [17]).
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Figure 4.6.2.2.3-1: Modification of events subscription information using HTTP PUT

The NF service consumer shall invoke the Nnwdaf ML Model Training_Subscribe service operation to modify an
existing ML Model Training subscription. The NF service consumer shall send an HTTP PUT request with:

"{ apiRoot} /nnwdaf-ml modeltrai ning/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI, where
"{subscriptionld}" is the event subscriptionld of the existing subscription to be modified, to update an "Individual
NWDAF ML Model Training Subscription” according to the information in the message body. The

NwdafM LM odel TrainSubsc data structure provided in the request body shall include the same contents as described in
clause 4.6.2.2.2.

Upon receipt of an HTTP PUT request with: "{ apiRoot} /nnwdaf-
mlmodeltraining/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI and NwdafM LM odel TrainSubsc data
type as request body, if the request is successfully processed and accepted, the NWDAF shall:

- modify the concerned subscription; and
- storethe subscription.

If the NWDAF successfully processed and accepted the received HTTP PUT request, the NWDAF shall update an
"Individual NWDAF ML Model Training Subscription” resource, and shall respond with:

- HTTP"204 No Content" response (as shown in figure 4.6.2.2.3-1, step 2a); or

- HTTP"200 OK" response (as shown in figure 4.6.2.2.3-1, step 2b) with aresponse body containing a
representation of the updated subscription in the NwdafM LM odel TrainSubsc data type.

If not all the requested eventsin the subscription are modified successfully, then the NWDAF may include the
"failEventReports" attribute indicating the event(s) for which the subscription failed and the associated reason(s).

If the immediate reporting indication in the "immRep" attribute within the "eventReq" attribute setsto "true" during the
event subscription update, the NWDAF shall include the reports of the subscribed events, if available, asthe
"immReport" attribute in the HTTP PUT response.

NOTE: Immediate and one-time reporting can be used in order to implement the Nnwdaf_ MLModel Traininglnfo
service, which isdefined in 3GPP TS 23.288 [17].

If there is no associated ML model training available for all provided "mLEvent" attributes, the NWDAF shall send a
"500 Internal Server Error" status code to the NF service consumer, including the "cause" attribute set to
"UNAVAILABLE_ML_MODEL_TRAINING_FOR_ALLEVENTS".

If thereis no ML model training satisfying the requirements listed in "mLModel Traininfos" attribute or the ML model
cannot be downloaded successfully, the NWDAF which contains MTLF shall send a"403 Forbidden" status code to the
NF service consumer, and it may include also the corresponding failure reason via a " problemDetails" attribute with the
"cause" attribute set to "ML_MODEL_TRAINING_REQS NOT_MET","ML_TRAINING_NOT_COMPLETE",
"OVERLOAD", or "NOT_AVAILABLE _FOR_FL_PROCESS ANYMORE".

If other errors occur when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as
specified in clause 5.5.7.

If the NWDAF determines that the received HTTP PUT request needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].
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4.6.2.2.4 Partial update subscription for event notifications

Figure 4.6.2.2.4-1 shows a scenario that the NF service consumer sends an HTTP PATCH request to the NWDAF to
partial modify an existing subscription (as shown in 3GPP TS 23.288 [17]).

NF service
consumer

NWDAF

\ 4

1. PATCH.../subscriptions/{subscriptionld}

2a. "204 No Content"
2b. "200 OK"

A

Figure 4.6.2.2.4-1: Partial modification of events subscription information using HTTP PATCH

The NF service consumer shall invoke the Nnwdaf_ MLModel Training_Subscribe service operation to partial modify an
existing ML Model Training subscription. The NF service consumer shall send an HTTP PATCH request with:

"{ apiRoot} /nnwdaf-ml modeltrai ning/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI, where
"{subscriptionld}" is the event subscriptionld of the existing subscription to be modified, to update an "Individual
NWDAF ML Model Training Subscription” according to the information in the message body.

Upon receipt of an HTTP PATCH request with: "{ apiRoot} /nnwdaf -
mlmodeltraining/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI and NwdafM LM odel TrainSubscPatch
data type as request body, if the request is successfully processed and accepted, the NWDAF shall:

- partia modify the concerned subscription; and
- storethe subscription.

If the NWDAF successfully processed and accepted the received HTTP PATCH request, the NWDAF shall partial
update an "Individual NWDAF ML Model Training Subscription” resource, and shall respond with:;

- HTTP"204 No Content" response (as shown in figure 4.6.2.2.4-1, step 2a); or

- HTTP"200 OK" response (as shown in figure 4.6.2.2.4-1, step 2b) with aresponse body containing a
representation of the updated subscription in the NwdafM LM odel TrainSubsc data type.

If not all the requested eventsin the subscription are modified successfully, then the NWDAF may include the
"fail EventReports' attribute indicating the event(s) for which the subscription failed and the associated reason(s).

If the immediate reporting indication in the "immRep" attribute within the "eventReq" attribute setsto "true" during the
event subscription update, the NWDAF shall include the reports of the subscribed events, if available, asthe
"immReport" attribute in the HTTP PATCH response.

NOTE: Immediate and one-time reporting can be used in order to implement the Nnwdaf_ MLModel Traininglnfo
service, which isdefined in 3GPP TS 23.288 [17].

If there is no associated ML model training available for al provided "mLEvent" attributes, the NWDAF shall send a
"500 Internal Server Error" status code to the NF service consumer, including the "cause" attribute set to
"UNAVAILABLE_ML_MODEL_TRAINING_FOR_ALLEVENTS'.

If thereis no ML model training satisfying the requirements listed in "mLModel Traininfos" attribute or the ML model
cannot be downloaded successfully, the NWDAF which contains MTLF shall send a"403 Forbidden" status code to the
NF service consumer, and it may include also the corresponding failure reason viaa " problemDetails" attribute with the
"cause" attribute set to "ML_MODEL_TRAINING_REQS NOT_MET", "ML_TRAINING_NOT_COMPLETE",
"OVERLOAD", or "NOT_AVAILABLE_FOR_FL_PROCESS ANYMORE".

If other errors occur when processing the HTTP PATCH request, the NWDAF shall send an HTTP error response as
specified in clause 5.5.7.

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 87 ETSI TS 129 520 V18.9.0 (2025-03)

If the NWDAF determines that the received HTTP PATCH request needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4.6.2.3 Nnwdaf_MLModelTraining_Unsubscribe service operation

46.2.3.1 General

The Nnwdaf_MLModel Training_Unsubscribe service operation is used by an NF service consumer to unsubscribe from
event notifications.

46.2.3.2 Unsubscribe from event notifications

Figure 4.6.2.3.2-1 shows a scenario where the NF service consumer sends arequest to the NWDAF to unsubscribe from
event notifications (see also 3GPP TS 23.288 [17]).

NF service NWDAE
consumer

:—1. DELETE.. ./subscriptions/{subscriptionld}4>:

2. 204 No Content

e

Figure 4.6.2.3.2-1: NF service consumer unsubscribes from notifications

The NF service consumer shall invoke the Nnwdaf_ MLModel Training_Unsubscribe service operation to unsubscribe to
event notifications. The NF service consumer shall send an HTTP DELETE request with: "{ apiRoot} /nnwdaf-
mlmodeltrai ning/<apiV ersion>/subscriptions/{ subscriptionld}" as Resource URI, where "{ subscriptionld}" is the event
subscriptionld of the existing subscription that is to be deleted.

Upon the reception of an HTTP DELETE request, if the NWDAF successfully processed and accepted the received
HTTP DELETE request, the NWDAF shall:

- remove the corresponding subscription; and
- respond with HTTP "204 No Content" status code.

If the NWDAF determines the received HTTP DELETE reguest needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as
specified in clause 5.5.7.

4.6.2.4 Nnwdaf_MLModelTraining_Notify service operation

46.2.4.1 General

The Nnwdaf_MLModel Training_Notify service operation is used by an NWDAF to notify NF consumers about
subscribed events.

46.2.4.2 Notification about subscribed event

Figure 4.6.2.4.2-1 shows a scenario where the NWDAF sends a request to the NF Service Consumer to notify for event
notifications (see also 3GPP TS 23.288 [17]).
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NF service consumer NWDAF

1. POST {notifUri }

2. 204 No Content
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Figure 4.6.2.4.2-1: NWDAF notifies the subscribed event

The NWDAF shall invoke the Nnwdaf_MLModel Training_Notify service operation to notify the subscribed event. The
NWDAF shall send an HTTP POST request with "{ notifUri}" received in the Nnwdaf_MLModel Training_Subscribe
service operation as Resource URI, as shown in figure 4.6.2.4.2-1, step 1. The NwdafMLModel TrainNotif data
structure provided in the request body that shall include:

- anotification correlation identifier as "notifCorreld" attribute;
- atleast one of the notification detailed information:
- description of the notified event as"mLModelInfos" attribute;

- adelay event notification for training the ML model as "delayEventNotif" attribute when the service is for
Federated Learning;

- anindication that the subscription is requested to be terminated, i.e. no further notifications related to this
subscription will be provided, as "termTrainReq";

and may include:

- anidentification of the Machine Learning procedure for training the ML model as"mlCorreld" attribute when
the service is for Federated Learning;

- anidentification of the round number of the training in a multi-round training process as "roundind" attribute;
and/or

- thestatusreport for the ML model training as "statusReport" attribute when the service is for Federated
Learning.

Upon the reception of an HTTP POST request, if the NF service consumer successfully processed and accepted the
received HTTP POST request, the NF Service Consumer shall store the notification and respond with HTTP "204 No
Content” status code.

If the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service
consumer shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If errors occur when processing the HTTP POST request, the NWDAF shall send an HTTP error response as specified
inclause 5.5.7.

4.7 Nnwdaf MLModelMonitor Service

4.7.1 Service Description

47.1.1 Overview

The Nnwdaf_MLModelMonitor service as defined in 3GPP TS 23.288 [17], is provided by the Network Data Analytics
Function (NWDAF).

This service:
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- dlowsthe NF service consumer (i.e. NWDAF containing AnLF) to register the use and monitoring capability of
the analytics accuracy of an ML Model at the NWDAF containing MTLF;

- alowsthe NF service consumer (i.e. NWDAF containing AnLF) to deregister a previous registration of the
monitoring capability of the analytics accuracy of an ML Model at the NWDAF containing MTLF,;

- alowsthe NF service consumer (i.e. NWDAF containing MTLF) to subscribe to and unsubscribe from the
analytics accuracy monitoring event of an ML Model and analytics feedback information from the NWDAF
containing AnLF;

- dlowsthe NF service consumer (i.e. NWDAF containing MTLF) to modify an analytics accuracy monitoring
event of an ML Model and analytics feedback information from the NWDAF containing AnLF; and

- alow the NWDAF containing AnLF notifies the NF service consumer (i.e. NWDAF containing MTLF) about
the monitored anal ytics accuracy information of an ML Model and/or analytics feedback information.

4.7.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architectureis
defined in 3GPP TS 23.288 [17].

The Nnwdaf_MLModelMonitor service is part of the Nnwdaf service-based interface exhibited by the Network Data
Analytics Function (NWDAF).

Known consumers of the Nnwdaf_ MLModelMonitor service are:

- Network Data Analytics Function (NWDAF)

NWDAF

>

Nnwdaf MLModelMonitor

NWDAF

Figure 4.7.1.2-1: Reference Architecture for the Nnwdaf_MLModelMonitor Service; SBI representation

NWDAF

NWDAF

Figure 4.7.1.2-2: Reference Architecture for the Nnwdaf_MLModelMonitor Service: reference point
representation
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4.7.1.3 Network Functions

47.1.3.1 Network Data Analytics Function (NWDAF)

The Network Data Analytics Function (NWDAF) containing MTLF allows NF service consumer (i.e. NWDAF
containing AnLF) to register and deregister the use and monitoring capability of the analytics accuracy of an ML
Model.

The Network Data Analytics Function (NWDAF) containing AnLF allows NF service consumer (i.e. NWDAF
containing MTLF) to subscribe to and unsubscribe from notification of monitored analytics accuracy information of an
ML Model and analytics feedback information.

4.7.1.3.2 NF Service Consumers

The Network Data Analytics Function (NWDAF) containing AnLF supports (de)registering the use and monitoring
capability of the analytics accuracy of an ML Model.

The Network Data Analytics Function (NWDAF) containing M TLF supports (un)subscription to the notification of
analytics accuracy monitoring of an ML Model and analytics feedback information.

4.7.2 Service Operations

4.7.2.1 Introduction

Table 4.7.2.1-1: Operations of the Nnwdaf_MLModelMonitor Service

Service operation name Description Initiated by

Nnwdaf_MLModelMonitor_Register This service operation is used by an NF service NF service consumer
consumer to register the monitoring capability of (NWDAF)

the analytics accuracy of an ML Model at an
NWDAF containing MTLF.

Nnwdaf_MLModelMonitor_Deregister This service operation is used by an NF service NF service consumer
consumer to deregister a previous registration (NWDAF)
from an NWDAF containing MTLF.

Nnwdaf_MLModelMonitor_Subscribe This service operation is used by an NF service NF service consumer

consumer to subscribe to the analytics accuracy (NWDAF)
monitoring event of an ML Model.

Nnwdaf_MLModelMonitor_Unsubscribe | This service operation is used by an NF service NF service consumer
consumer to unsubscribe from the analytics (NWDAF)
accuracy monitoring event of an ML Model.
Nnwdaf_MLModelMonitor_Notify This service operation is used by the NWDAF to NWDAF

notify the monitored analytics accuracy
information of an ML Model.

4.7.2.2 Nnwdaf_MLModelMonitor_Register service operation

47.2.2.1 General

The Nnwdaf_MLModelMonitor_Register service operation is used by an NF service consumer (i.e. NWDAF
containing AnLF) to register the monitoring capability of the analytics accuracy of an ML Model and analytics
feedback information.

4.7.2.2.2 Registering the monitoring of the analytics accuracy of an ML Model

Figure 4.7.2.2.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF containing MTLF
to register the use and monitoring capability of the analytics accuracy of an ML Model.
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NF Service NWDAF

Consumer
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| |
| |
| |
: 1. POST .../registrations >:
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Figure 4.7.2.2.2-1: NF service consumer registers the use and monitoring capability of the analytics
accuracy of an ML Model

The NF service consumer shall invoke the Nnwdaf_ MLModelMonitor_Register service operation to register the use
and indicate the monitoring capability of the analytics accuracy of an ML Model and analytics feedback information.
The NF service consumer shall send an HTTP POST request with "{ apiRoot} /nnwdaf -

mImodel monitor/<apiVersion>/registrations’ as Resource URI representing the "NWDAF ML model monitoring
registrations’, as shown in figure 4.7.2.2.2-1, step 1, to create an "Individual NWDAF ML model monitoring
registration" according to the information in the message body. The MLModel M onitorReg data structure provided in
the request body shall include:

- the ML model 1D within the "modelld" attribute; and
- oneof the following identifiers related to the NF service consumer;
- theNFinstance ID of the consumer within the "consumerld" attribute;
- NF set ID of the consumer within the "consumerSetid" attribute.
and may include:
- ML Mode accuracy transfer indication within the "model Acculnd” attribute;
- anevent identifier asthe "mLEvent” attribute;
- event filter information as the "mLEventFilter" attribute; and
- anidentification of target UE information as the "tgtUe" attribute.

Upon the reception of an HTTP POST request with "{ api Root} /nnwdaf-mlImodel monitor/<apiV ersion>/registrations' as
Resource URI and MLModelMonitorReg data structure as request body, the NWDAF shall:

- create anew registration;
- assign aregistrationld;
- store the registration information.

If the NWDAF created an "Individual NWDAF ML model monitoring registration” resource, the NWDAF shall
respond with 201 Created" with the message body containing a representation of the created registration, as shown in
figure 4.7.2.2.2-1, step 2. The NWDAF shall include a Location HTTP header field. The Location header field shall
contain the URI of the created profile, i.e. "{ apiRoot} /nnwdaf-

mlmodel monitor/<apiV ersion>/registrations/{ registrationld} ".

If an error occurs when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.6.7.
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4.7.2.3 Nnwdaf MLModelMonitor_Deregister service operation

47.2.3.1 General

The Nnwdaf_MLModelMonitor_Deregister service operation is used by an NF service consumer (i.e. NWDAF
containing AnLF) to deregister a previous registration from an NWDAF containing MTLF.

4.7.2.3.2 Deregistering the monitoring of the analytics accuracy of an ML Model

Figure 4.7.2.3.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF containing MTLF
to deregister the use or monitoring capability of the analytics accuracy of an ML Model.

NF Service NWDAE

Consumer
I I
| |
| |
| |
: 1. DELETE .../registrations/registrationid >:
| |
| |
IM 2. "204 No Content" :
| |
| |

Figure 4.7.2.3.2-1: NF service consumer deregisters the use or monitoring capability of the analytics
accuracy of an ML Model

The NF service consumer shall invoke the Nnwdaf_ MLModelMonitor_Deregister service operation to delete a
registration of the use or monitoring capability of the analytics accuracy of an ML Model. The NF service consumer
shall send an HTTP DELETE request with "{ apiRoot} /nnwdaf-

mImodel monitor/<apiV ersion>/registrations/{ registrationld} " as Resource URI representing an "Individual NWDAF
ML model monitoring registration" resource, as shown in figure 4.7.2.3.2-1, step 1, where "{registrationld}" isthe
identifier of the existing registration that isto be deleted.

Upon the reception of an HTTP DELETE request with "{ apiRoot} /nnwdaf -
mlmodel monitor/<apiVersion>/registrations/{ registrationld} " as Resource URI, if the NWDAF successfully processed
and accepted the received HTTP DELETE request, the NWDAF shall:

- remove the corresponding registration;
- respond with HTTP "204 No Content" status.

If the NWDAF determines the received HTTP DELETE regquest needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [4].

If errors occur when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as
specified in clause 5.6.7.

4.7.2.4 Nnwdaf MLModelMonitor_Subscribe service operation

47.24.1 General

The Nnwdaf_MLModelMonitor_Subscribe service operation is used by an NF service consumer (i.e NWDAF
containing MTLF) to subscribe or update subscription for anal ytics accuracy monitoring event of an ML Model and
analytics feedback information.
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4.7.2.4.2 Subscription for monitoring notifications

Figure 4.7.2.4.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF containing AnLF to
subscribe for event notification(s) and analytics feedback information.

NF Service NWDAF

Consumer
I I
| |
| |
| |
: 1. POST .../subscriptions >:
| |
| |
| |
-t 2."201 Created" a
| |
| |

Figure 4.7.2.4.2-1: NF service consumer subscribes to notifications

The NF service consumer shall invoke the Nnwdaf_ MLModelMonitor_Subscribe service operation to subscribe to
event notification(s). The NF service consumer shall send an HTTP POST request with "{ apiRoot} /nnwdaf-
mImodel monitor/<apiV ersion>/subscriptions" as Resource URI representing the "NWDAF ML model monitoring
Subscriptions’, as shown in figure 4.7.2.4.2-1, step 1, to create a subscription for an "Individual NWDAF ML model
monitoring Subscription” according to the information in message body. The MLModelMonitorSub data structure
provided in the request body shall include:

- the ML model IDs within "modellds" attribute;

- thenotification URI within "notificationUri" attribute;

- thenotification correlation identifier within "notifCorrld" attribute;
and may include:

- the ML model metrics within "modelMetric" attribute;

the accuracy reporting threshold within "accuThreshold” attribute;

- the reporting requirements of the event subscription within "eventReportReq" attribute;

- aneventidentifier asthe "mLEvent" attribute;
- event filter information as the "mLEventFilter" attribute; and
- anidentification of target UE information as the "tgtUe" attribute.

Upon the reception of an HTTP POST request with "{ api Root} /nnwdaf-mlmodel monitor/<apiV ersion>/subscriptions’
as Resource URI and MLModel MonitorSub data structure as request body, the NWDAF containing AnLF shall:

- create anew new subscription;
- assign asubscriptionld;
- store the subscription.

If the NWDAF created an "Individual NWDAF ML model monitoring Subscription™ resource, the NWDAF shall
respond with "201 Created" with the message body containing a representation of the created subscription, as shown in
figure 4.7.2.4.2-1, step 2. The NWDAF shall include a Location HTTP header field. The Location header field shall
contain the URI of the created profile, i.e. "{ apiRoot} /nnwdaf-

mlmodel monitor/<apiV ersion>/subscriptions/{ subscriptionld} .
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If the immediate reporting indication in the "immRep" attribute within the "eventReportReq" attribute setsto truein the
event subscription, the NWDAF shall include the reports of the events subscribed within "immReport" attribute, if
available, inthe HTTP POST response.

If an error occurs when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.6.7.

4.7.2.4.3 Update of subscription for monitoring notifications

Figure 4.7.2.4.3-1 shows a scenario where the NF service consumer (i.e. NWDAF containing MTLF) sends a request to
the NWDAF containing AnLF to update a subscription for event notification(s).

NF service
consumer

NWDAF

| |
| 1. PUT .../subscriptions/{subscriptionld} |
| »!
| |
|
|

2a. "200 OK" or |
2b. "204 No Content" |

< |

Figure 4.7.2.4.3-1: NF service consumer updates subscription to notifications

The NF service consumer shall invoke the Nnwdaf_MLModelMonitor_Subscribe service operation to update a
subscription to event notification(s) by sending an HTTP PUT request with "{ apiRoot} /nnwdaf-

mlmodel monitor/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI representing the "Individual NWDAF
ML model monitoring subscription™, as shown in figure 4.7.2.4.3-1, step 1, to update this"Individual NWDAF ML
model monitoring subscription™ according to the information in message body. The MLM odelMonitorSub data
structure provided in the request body shall include the same contents asin clause 4.7.2.4.2.

Upon the reception of an HTTP PUT request with "{ apiRoot} /nnwdaf-
mImodel monitor/<apiV ersion>/subscriptions{ subscriptionl d} " as Resource URI and MLModelMonitorSub data
structure as request body, the NWDAF shall:

- update the subscription of corresponding subscriptionld; and
- storethe subscription.

If the NWDAF succesfully update the "Individual NWDAF ML model monitoring Subscription” resource, the NWDAF
shall respond with "200 OK" with the message body containing a representation of the created subscription, as shownin
figure 4.7.2.4.3-1, step 2a, or with 204 No Content" as shown in figure 4.7.2.4.3-1, step 2b.

If the immediate reporting indication in the "immRep" attribute within the "eventReportReq" attribute setsto truein the
request, the NWDAF shall include the reports of the events subscribed within "immReport" attribute, if available, in the
HTTP PUT response.

If an error occurs when processing the HTTP PUT request, the NWDAF shall send an HTTP error response as specified
inclause 5.6.7.

4.7.2.5 Nnwdaf _MLModelMonitor_Unsubscribe service operation

47.25.1 General

The Nnwdaf_MLModelMonitor_Unsubscribe service operation is used by an NF service consumer (i.e. NWDAF
containing MTLF) to unsubscribe from anal ytics accuracy monitoring event of an ML Model.
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4.7.25.2 Unsubscribe from monitoring notifications

Figure 4.7.2.5.2-1 shows a scenario where the NF service consumer sends a request to the NWDAF containing AnLF to
unsubscribe from notifications.

NF Service NWDAE

Consumer
| |
| |
| |
| |
: 1. DELETE .../subscriptions/subscriptionId—»:
| |
| |
> 2. "204 No Content" :
| |
| |

Figure 4.7.2.5.2-1: NF service consumer unsubscribes from notifications

The NF service consumer shall invoke the Nnwdaf  MLModelMonitor_Unsubscribe service operation to unsubscribe to
event notifications. The NF service consumer shall send an HTTP DELETE request with: "{ apiRoot} /nnwdaf -

mlmodel monitor/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI, where "{ subscriptionld}" is the event
subscription 1D of the existing subscription that is to be deleted.

Upon the reception of an HTTP DELETE request with: "{apiRoot} /nnwdaf-
mlmodel monitor/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI, if the NWDAF successfully
processed and accepted the received HTTP DELETE request, the NWDAF shall:

- remove the corresponding subscription; and
- respond with HTTP "204 No Content" status code.

If the NWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If an error occurs when processing the HTTP DELETE request, the NWDAF shall send an HTTP error response as
specified in clause 5.6.7.

4.7.2.6 Nnwdaf_MLModelMonitor_Notify service operation

47.2.6.1 General

The Nnwdaf_MLModelMonitor_Notify service operation is used by an NWDAF containing AnLF to notify NF service
consumer (i.e. NWDAF containing MTLF) about the subscribed anal ytics accuracy monitoring event of an ML Model.

47.2.6.2 Notification about subscribed event

Figure 4.7.2.6.2-1 shows a scenario where the NWDAF containing AnLF sends a request to notify for event
notifications.
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Figure 4.7.2.6.2-1: NWDAF notifies the subscribed event

The NWDAF shall invoke the Nnwdaf_MLModelMonitor_Notify service operation to notify the subscribed event. The
NWDAF shall send an HTTP POST request with "{ notificationUri}" received in the

Nnwdaf_ MLModelMonitor_Subscribe service operation as Resource URI, as shown in figure 4.7.2.6.2-1, step 1. The
MLModelMonitorNotify data structure provided in the request body that shall include:

- anotification correlation identifier as "notifCorrld" attribute;
- @t least one of:
- theaccuracy related information of the ML model within "model Acculnfos' attribute;
- the analytics feedback information within "anaFeedbacks" attribute;
and may include:

- theindication that the analytics accuracy of the ML model does not meet the requirement of accuracy for the ML
model within "accuMeetInd" attribute;

- anevent identifier asthe "mLEvent" attribute;
- event filter information as the "mLEventFilter" attribute; and
- anidentification of target UE information asthe "tgtUe" attribute.

Upon the reception of an HTTP POST request, if the NF service consumer successfully processed and accepted the
received HTTP POST request, the NF Service Consumer shall store the notification and respond with HTTP "204 No
Content" status code.

If the NWDAF determines the received HTTP POST request needs to be redirected, the NWDAF shall send an HTTP
redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If an error occurs when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.6.7.

4.8 Nnwdaf RoamingData Service

4.8.1 Service Description

48.1.1 Overview

The Nnwdaf_RoamingData service as defined in 3GPP TS 23.288 [17], is provided by the Network Data Analytics
Function (NWDAF) with roaming exchange capability, which is called Roaming Exchange NWDAF (RE-NWDAF).

This service:

- alowsthe NF service consumers to subscribe to and unsubscribe from the data of roaming UES exposed by an
RE-NWDAF;

- dlowsthe NF service consumers to modify the subscription to the data of roaming UEs exposed by an RE-
NWDAF; and
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- notifiesthe NF service consumers about the data of roaming UEs exposed by an RE-NWDAF.

4.8.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architectureis
defined in 3GPP TS 23.288 [17].

The Nnwdaf_RoamingData service is part of the Nnwdaf service-based interface exhibited by the Network Data
Analytics Function (NWDAF).

Known consumers of the Nnwdaf _RoamingData service are:

- Network Data Analytics Function with Roaming Exchange capability in HPLMN(H-RE-NWDAF), collecting
datafrom V-RE-NWDAF for outbound roaming user(s);

- Network Data Analytics Function with Roaming Exchange capability in VPLMN(V-RE-NWDAF), collecting
data from H-RE-NWDAF for inbound roaming user(s);

V-RE-NWDAF H-RE-NWDAF

Nnwdaf_RoamingData Nnwdaf_RoamingData

H-RE-NWDAF V-RE-NWDAF

Figure 4.8.1.2-1: Reference Architecture for the Nnwdaf_RoamingData Service; SBI representation

H-RE-NWDAF

V-RE-NWDAF

Figure 4.8.1.2-2: Reference Architecture for the Nnwdaf_RoamingData Service: reference point
representation

48.1.3 Network Functions

48.1.3.1 Network Data Analytics Function (NWDAF)

The Network Data Analytics Function (NWDAF) with roaming exchange capability, i.e. the V-RE-NWDAF or H-RE-
NWDAF, provides data information related to roaming UE(s) to NF service consumers.

The Network Data Analytics Function (NWDAF) allows NF service consumers to subscribe to and unsubscribe from
one-time, periodic notification or notification when an event is detected.

4.8.1.3.2 NF Service Consumers

The Network Data Analytics Function (NWDAF) with roaming exchange capability, i.e. the H-RE-NWDAF or V-RE-
NWDAF, supports (un)subscription to the notification of the data of roaming UEs exposed by an NWDAF.
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4.8.2 Service Operations

48.2.1 Introduction

Table 4.8.2.1-1: Operations of the Nnwdaf_RoamingData Service

Service operation name Description Initiated by

Nnwdaf_RoamingData_Subscribe This service operation is used by an NF service NF service consumer
consumer to subscribe to the data of roaming (RE-NWDAF)

UEs exposed by an RE-NWDAF.

Nnwdaf_RoamingData_Unsubscribe This service operation is used by an NF service NF service consumer
consumer to unsubscribe from the data of (RE-NWDAF)
roaming UEs exposed by an RE-NWDAF.

Nnwdaf_RoamingData_Notify This service operation is used by the NWDAF to RE-NWDAF
notify the data of roaming UEs exposed by an
RE-NWDAF.

4.8.2.2 Nnwdaf RoamingData_Subscribe service operation
48.2.2.1 General

The Nnwdaf _RoamingData_Subscribe service operation is used by an NF service consumer to subscribe or update
subscription for the data of roaming UEs exposed by an RE-NWDAF.

4.8.2.2.2 Subscription for event notifications

Figure 4.8.2.2.2-1 shows a scenario where the NF service consumer sends a regquest to the RE-NWDAF to subscribe for
event notification(s).

NF Service RE-NWDAE

Consumer
I I
| |
| |
| |
: 1. POST .../subscriptions >:
| |
| |
| |
-t 2."201 Created" i
| |
| |

Figure 4.8.2.2.2-1: NF service consumer subscribes to notifications

The NF service consumer shall invoke the Nnwdaf_RoamingData_Subscribe service operation to subscribe to event
notification(s). The NF service consumer shall send an HTTP POST request with "{ apiRoot} /nnwdaf-
roamingdata/<apiV ersion>/subscriptions’ as Resource URI representing the "NWDAF Roaming Data Subscriptions’,
as shown in figure 4.8.2.2.2-1, step 1, to create a subscription for an "Individual NWDAF Roaming Data Subscription™
according to the information in message body. The RoamingDataSub data structure provided in the request body shall
include:

- thenatification URI within "notificationUri" attribute;
- thenoctification correlation identifier within "notifCorrld" attribute;
- the PLMN ID of the consumer within "plmnid" attribute;

- either the analytics subscription information to be used by the NWDAF to determine the data that can be used to
generate these analytics within the "anaSub" attribute or subscribed data events within the "dataSub" attribute;
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and may include:
- formatting instructions within the "formatl nstruct” attribute;
- processing instructions within the "proclnstructs” attribute;
- time window of the occurrence of the requested data collection within the "timePeriod" attribute; and

- dther atarget NF identifier within the "targetNfld" attribute” or atarget NF set identifier within the
"targetNfSetld" attribute".

Upon the reception of an HTTP POST request with "{ apiRoot} /nnwdaf -roamingdata/<apiV ersion>/subscriptions” as
Resource URI and RoamingDataSub data structure as request body, the RE-NWDAF shall:

- create anew new subscription;
- assign asubscriptionid;
- storethe subscription.

If the RE-ENWDAF created an "Individual NWDAF Roaming Data Subscription” resource, the RE-NWDAF shall
respond with "201 Created" with the message body containing a representation of the created subscription, as shown in
figure 4.8.2.2.2-1, step 2. The RE-NWDAF shall include a Location HTTP header field. The Location header field shall
contain the URI of the created profile, i.e. "{ apiRoot} /nnwdaf-

roamingdata/<apiV ersion>/subscriptions/{ subscriptionld} .

If an indication to perform immediate reporting is provided in the event subscription, the NWDAF shall include the
reports of the events subscribed within "immReport" attribute, if available, inthe HTTP POST response.

If the RE-NWDAF does not accept the request upon missing the corresponding roaming agreements, the RE-NWDAF
shall reject the request with an HTTP "403 Forbidden" response including the "cause" attribute set to
"MISSING_ROAMING_AGREEMENT".

NOTE: If the user consent needs to be checked, the RE-NWDAF checks the user consent as defined in clause X.7
and Annex V of TS 33.501 [13] and protection of data exchange in roaming case as defined in clause X.8 of

TS 33.501 [13].If an error occurs when processing the HTTP POST request, the RE-NWDAF shall send an HTTP error
response as specified in clause 5.7.7.

4.8.2.2.3 Update of subscription for event notifications

Figure 4.8.2.2.3-1 shows a scenario where the NF service consumer sends a request to the RE-NWDAF to update a
subscription for event notification(s).

2b."204 No Content"

NF Service RE-NWDAE

Consumer
| |
| |
| |
| |
: 1. PUT .../subscriptions/{subscriptionld} >:
| |
| |
I'< 2a."200 OK" or :
| |
| |

Figure 4.8.2.2.3-1: NF service consumer updates subscription to notifications

The NF service consumer shall invoke the Nnwdaf_RoamingData_Subscribe service operation to update a subscription
to event notification(s) by sending an HTTP PUT request with "{ apiRoot} /nnwdaf-

roami ngdata/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI representing the "Individual NWDAF
Roaming Data Subscription”, as shown in figure 4.8.2.2.3-1, step 1, to update this"Individual NWDAF Roaming Data
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Subscription™ according to the information in message body. The RoamingDataSub data structure provided in the
request body shall include the same contents asin clause 4.8.2.2.2.

Upon the reception of an HTTP PUT request with "{ apiRoot} /nnwdaf-
roamingdata/<apiV ersion>/subscriptions{ subscriptionl d} " as Resource URI and RoamingDataSub data structure as
request body, the RE-NWDAF shall:

- update the subscription of corresponding subscriptionld; and
- store the subscription.

If the RE-NWDAF succesfully update the "Individual NWDAF Roaming Data Subscription” resource, the RE-NWDAF
shall respond with "200 OK" with the message body containing a representation of the created subscription, as shownin
figure 4.8.2.2.3-1-1, step 2a, or with "204 No Content” as shown in figure 4.8.2.2.3-1-1, step 2b.

If an indication to perform immediate reporting is provided in the request, the RE-NWDAF shall include the reports of
the events subscribed within "immReport™ attribute, if available, inthe HTTP PUT response.

If the RE-NWDAF does not accept the request upon missing the corresponding roaming agreements, the RE-NWDAF
shall reject the request with an HTTP "403 Forbidden" response including the "cause" attribute set to
"MISSING_ROAMING_AGREEMENT".

If an error occurs when processing the HTTP PUT request, the RE-NWDAF shall send an HTTP error response as
specified in clause 5.7.7.

4.8.2.3 Nnwdaf_RoamingData_Unsubscribe service operation

48.2.3.1 General

The Nnwdaf_RoamingData_Unsubscribe service operation is used by an NF service consumer to unsubscribe from the
data of roaming UEs exposed by an RE-NWDAF.

48.2.3.2 Unsubscribe from event notifications

Figure 4.8.2.3.2-1 shows a scenario where the NF service consumer sends a request to the RE-NWDAF to unsubscribe
from notifications.

NF Service RE-NWDAE

Consumer
| |
| |
| |
| |
: 1. DELETE .../subscriptions/{subscriptionid} >:
| |
| |
IM 2. "204 No Content" :
| |
| |

Figure 4.8.2.3.2-1: NF service consumer unsubscribes from notifications

The NF service consumer shall invoke the Nnwdaf_RoamingData_Unsubscribe service operation to unsubscribe to
event notifications. The NF service consumer shall send an HTTP DELETE request with: "{ apiRoot} /nnwdaf -
roamingdata/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI, where "{ subscriptionld}" is the event
subscription ID of the existing subscription that is to be deleted.

Upon the reception of an HTTP DELETE request with: "{ apiRoot} /nnwdaf-
roami ngdata/<apiV ersion>/subscriptions/{ subscriptionl d} " as Resource URI, if the RE-NWDAF successfully processed
and accepted the received HTTP DELETE request, the RE-NWDAF shall:
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- remove the corresponding subscription; and
- respond with HTTP "204 No Content" status code.

If the RE-ENWDAF determines the received HTTP DELETE request needs to be redirected, the NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If an error occurs when processing the HTTP DELETE request, the RE-NWDAF shall send an HTTP error response as
specified in clause 5.7.7.

4824 Nnwdaf_RoamingData_Notify service operation

48.2.4.1 General

The Nnwdaf_RoamingData_Notify service operation is used by an RE-NWDAF to notify NF service consumer about
the subscribed data of roaming UEs exposed by an RE-NWDAF.

48.2.4.2 Notification about subscribed event

Figure 4.8.2.4.2-1 shows a scenario where the RE-NWDAF sends a request to notify for event notifications.

NF service RE-NWDAF
consumer

| |

:4 1. POST{notificationUri} :

I I

I I

: 2."204 No Content" >:

I I

I I

Figure 4.8.2.4.2-1: RE-NWDAF notifies the subscribed event

The RE-NWDAF shall invoke the Nnwdaf _RoamingData_Notify service operation to notify the subscribed event. The
RE-NWDAF shall send an HTTP POST request with "{ notificationUri}" received in the Nnwdaf _RoamingData_Notify
service operation as Resource URI, as shown in figure 4.8.2.4.2-1, step 1. The HTTP POST message shall include
Nnwdaf DataM anagementNotif data structure as described in clause 5.3.6.2.2.

Upon the reception of an HTTP POST request, if the NF service consumer successfully processed and accepted the
received HTTP POST request, the NF Service Consumer shall store the notification and respond with HTTP "204 No
Content” status code.

If the RE-ENWDAF determines the received HTTP POST request needs to be redirected, the RE-NWDAF shall send an
HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If an error occurs when processing the HTTP POST request, the RE-NWDAF shall send an HTTP error response as
specified in clause 5.7.7.

4.9 Nnwdaf RoamingAnalytics Service

4.9.1 Service Description

49.1.1 Overview

The Nnwdaf_RoamingAnalytics service is provided by the Network Data Analytics Function (NWDAF) with roaming
exchange capability, which is called Roaming Exchange NWDAF (RE-NWDAF).
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This service:

- alows NF service consumers to subscribe to and unsubscribe from different analytics events related to roaming
UE(s); and

- notifies NF service consumers with a corresponding subscription about observed events related to roaming
UE(S).

49.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Network Data Analytics Exposure architecture,
including the case of roaming, is defined in 3GPP TS 23.288 [17]. The Network Data Analytics signalling flows are
defined in 3GPP TS 29.552 [25], the Policy and Charging related 5G architecture is also described in

3GPP TS 23.503 [4] and 3GPP TS 29.513 [5].

The Nnwdaf_RoamingAnalytics service is part of the Nnwdaf service-based interface exhibited by the Network Data
Analytics Function (NWDAF), but it can be provided only by an NWDAF with the roaming exchange capability, which
is called Roaming Exchange NWDAF (RE-NWDAF).

The only known consumer of the Nnwdaf_ RoamingAnalytics service is the Roaming Exchange NWDAF (RE-
NWDAF).

Both the RE-NWDAF that provides the Nnwdaf_RoamingAnalytics service and the RE-ENWDAF that consumes the
Nnwdaf_RoamingAnalytics service may be in the HPLMN (in which case it is denoted as H-RE-NWDAF) or in the
VPLMN (in which caseit is denoted as V-RE-NWDAF). If the NF service producer isthe H-RE-NWDAF then the NF
service consumer isthe V-RE-NWDAF and vice versa

H-RE-NWDAF V-RE-NWDAF
Nnwdaf_RoamingAnalytics Nnwdaf_RoamingAnalytics
V-RE-NWDAF H-RE-NWDAF

Figure 4.9.1.2-1: Reference Architecture for the Nnwdaf_RoamingAnalytics Service; SBI
representation

H-RE-NWDAF

V-RE-NWDAF

Figure 4.9.1.2-2: Reference Architecture for the Nnwdaf_RoamingAnalytics Service: reference point
representation
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49.1.3 Network Functions

49.1.3.1 Network Data Analytics Function (NWDAF)

The Network Data Analytics Function (NWDAF) with roaming exchange capability, i.e. the RE-NWDAF, provides
anayticsinformation for different analytics events related to roaming UE(S) to NF service consumers.

The Network Data Analytics Function (NWDAF) allows NF service consumers to subscribe to and unsubscribe from
one-time, periodic notification or notification when an event is detected.

49.1.3.2 NF Service Consumers

The Network Data Analytics Function (NWDAF) with roaming exchange capability, i.e. the RE-NWDAF, supports
(unysubscription to the notification of analyticsinformation for all types of network analytics related to roaming UE(S)
from the NWDAF.

4.9.2 Service Operations

4921 Introduction

Table 4.9.2.1-1: Operations of the Nnwdaf_RoamingAnalytics Service

Service operation name Description Initiated by
Nnwdaf_RoamingAnalytics_Subscrib | This service operation is used by an NF to NF service consumer
e subscribe or update subscription for event (RE-NWDAF)

notifications of the analytics information related to
roaming UE(s).

One-time, periodic notification or notification upon
event detection can be subscribed.

Nnwdaf_RoamingAnalytics_Unsubsc | This service operation is used by an NF to NF service consumer
ribe unsubscribe from event notifications. (RE-NWDAF)
Nnwdaf RoamingAnalytics_Notify This service operation is used by an RE-NWDAF to | RE-NWDAF
notify NF service consumers about subscribed
events.
49.2.2 Nnwdaf_RoamingAnalytics_Subscribe service operation
49.2.2.1 General

The Nnwdaf_RoamingAnalytics Subscribe service operation is used by an NF service consumer to subscribe or update
subscription for event notifications related to roaming UE(s) from the NWDAF.

49222 Subscription for event notifications

Figure 4.9.2.2.2-1 shows a scenario where the NF service consumer sends arequest to the RE-NWDAF to subscribe for
event notification(s).

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 104 ETSI TS 129 520 V18.9.0 (2025-03)

NF Service RE-NWDAF

Consumer
I I
| |
| |
| |
: 1. POST .../subscriptions >:
| |
| |
| |
g 2."201 Created" i
| |
| |

Figure 4.9.2.2.2-1: NF service consumer subscribes to notifications

The NF service consumer shall invoke the Nnwdaf_ RoamingAnalytics _Subscribe service operation to subscribe to
event notification(s) related to roaming UE(s) by sending an HTTP POST request with "{ api Root} /nnwdaf -
roaminganal ytics/<apiV ersion>/subscriptions' as Resource URI representing the "NWDAF Roaming Analytics
Subscriptions’ resource, as shown in figure 4.9.2.2.2-1, step 1, to create an "Individual NWDAF Roaming Analytics
Subscription™ resource according to the information in message body. The RoamingAnalyticsSubscription data
structure provided in the request body shall include:

- aURI whereto receive the requested notifications as "notifUri" attribute;
- anotification correlation identifier as "notifCorrld" attribute;
- the PLMN ID of the NF service consumer as "consPimnld" attribute;

- adescription of the subscribed events as "roamEventSubs” attribute with the same contents as specified for the
"eventSubscriptions' attribute in clause 4.2.2.2.2 but excluding the attributes that are indicated as non applicable
in Table 5.8.6.2.2-1.

NOTE: Thefeatures mentioned in clause 4.2.2.2.2 are not relevant here.
and may include:

- event reporting information as the "evtReq" attribute with the same contents as specified for the "evtReq"
attribute in clause 4.2.2.2.2.

Upon the reception of an HTTP POST request with: "{ api Root} /nnwdaf -roami nganal yti cs/<api V ersion>/subscriptions’
as Resource URI and RoamingAnal yticsSubscription data structure as request body, if no errors occur, the RE-NWDAF
shall:

- create a new subscription;
- assign an event subscriptionld; and
- store the subscription.

If the RE-NWDAF created an "Individual NWDAF Roaming Analytics Subscription” resource, the RE-NWDAF shall
respond with "201 Created" status code with the message body containing a representation of the created subscription,
asshown in figure 4.9.2.2.2-1, step 2. If not al the requested analytics events in the subscription are accepted, then the
NWDAF may include the "failEventReports" attribute indicating the event(s) for which the subscription failed and the
associated reason(s). The NWDAF shall include a Location HTTP header field. The Location header field shall contain
the URI of the created subscription i.e. "{ apiRoot} /nnwdaf -

roaminganal ytics/<apiV ersion>/subscriptions/{ subscriptionld} ". If the immediate reporting indication in the "immRep
attribute within the "evtReq" attribute was set to true in the event subscription, the RE-ENWDAF shall include the
reports of the events subscribed, if available, in the HTTP POST response within the "roamEventNotifs" attribute.

When the "notifFlag" attribute isincluded and set to "DEACTIVATE" in the request, the RE-NWDAF shall mute the
event notification and store the available events until the NF service consumer reguests to retrieve them by setting the
"notifFlag" attributeto "RETRIEVAL" or until a muting exception occurs (e.g. full buffer).
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If the analytics target period provided in the body of the HTTP POST request includes the start time in the past and the
end timein the future, the NWDAF shall reject the request with an HTTP "400 Bad Request" response including the
"cause" attribute set to "BOTH_STAT_PRED_NOT_ALLOWED".

If the RE-NWDAF does not accept the upon missing the corresponding roaming agreements, the RE-NWDAF shall
reject the request with an HTTP "403 Forbidden” response including the "cause" attribute set to
"MISSING_ROAMING_AGREEMENT".

If the statisticsin the past are requested but the necessary data to perform the service is unavailable, the RE-NWDAF
shall rgject the request with an HTTP "500 Internal Server Error” response including the "cause” attribute set to
"UNAVAILABLE_DATA".

NOTE 2: If the user consent needs to be checked, the RE-NWDAF checks the user consent for analytics as defined
in clause X.7 and Annex V of TS 33.501 [13] and protection of analytics exchange in roaming case as
defined in clause X.8 of TS 33.501 [13].

If an error occurs when processing the HTTP POST request, the NWDAF shall send an HTTP error response as
specified in clause 5.8.7.

49.2.2.3 Update subscription for event notifications

Figure 4.9.2.2.3-1 shows a scenario where the NF service consumer sends a request to the RE-NWDAF to update the
subscription for event notifications.

2b."204 No Content"

NF Service RE-NWDAF

Consumer
| |
| |
| |
| |
: 1. PUT .../subscriptions/{subscriptionid} >:
| |
| |
l'< 2a."200 OK" or :
| |
| |

Figure 4.9.2.2.3-1: NF service consumer updates subscription to notifications

The NF service consumer shall invoke the Nnwdaf_ RoamingAnalytics_Subscribe service operation to update
subscription to event notifications related to roaming UE(s) by sendingan HTTP PUT request with "{ api Root} /nnwdaf -
roaminganal yti cs/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI representing the "Individual NWDAF
Roaming Analytics Subscription”, as shown in figure 4.9.2.2.3-1, step 1, to update the subscription for an "Individual
NWDAF Roaming Analytics Subscription” resource identified by the { subscriptionld}. The

RoamingAnal yticsSubscription data structure provided in the request body shall include the same contents as described
inclause 4.9.2.2.2.

Upon the reception of an HTTP PUT request with: "{ apiRoot} /nnwdaf-
roaminganal yti cs/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI and RoamingA nal yticsSubscription
data structure as request body, the NWDAF shall:

- update the subscription of corresponding subscriptionld; and
- storethe subscription.

If the RE-NWDAF successfully processed and accepted the received HTTP PUT request, the RE-FNWDAF shall update
an "Individual NWDAF Roaming Analytics Subscription” resource, and shall respond with:

a) HTTP"200 OK" status code with the message body containing a representation of the updated subscription, as
shownin figure 4.9.2.2.3-1, step 2a. If not all the requested analytics events in the subscription are modified
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successfully, then the RE-NWDAF may include the "failEventReports" attribute indicating the event(s) for
which the modification failed and the associated reason(s). If the immediate reporting indication in the
"immRep" attribute within the "evtReq" attribute was set to true in the request, the RE-NWDAF shall include the
reports of the events subscribed, if available, inthe HTTP PUT response within the "roamEventNotifs" attribute;
or

b) HTTP"204 No Content" status code, as shown in figure 4.9.2.2.3-1, step 2b.

If errors occur when processing the HTTP PUT request, the RE-NWDAF shall send an HTTP error response as
specified in clause 5.8.7.

If the analytics target period provided in the body of the HTTP PUT reguest includes the start time in the past and the
end timein the future, the NWDAF shall reject the request with an HTTP "400 Bad Request" response including the
"cause" attribute set to "BOTH_STAT_PRED _NOT_ALLOWED".

If the statistics in the past are requested but the necessary data to perform the service is unavailable, the RE-NWDAF
shall reject the request with an HTTP "500 Internal Server Error" response including the "cause" attribute set to
"UNAVAILABLE_DATA".

If the RE-NWDAF does not accept the request upon missing the corresponding roaming agreements, the RE-NWDAF
shall reject the request with an HTTP "403 Forbidden™ response including the "cause" attribute set to
"MISSING_ROAMING_AGREEMENT".

If the RE-NWDAF determines that the received HTTP PUT request needs to be redirected, the RE-NWDAF shall send
an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

When the "notifFlag" attribute isincluded in the request with the value "DEACTIVATE", the RE-ENWDAF shall mute
the event notification and store the available events until the NF service consumer requests to retrieve them by setting
the "notifFlag" attribute to "RETRIEVAL" or until a muting exception occurs (e.g. full buffer); if the "notifFlag"
attribute is set to the value "RETRIEVAL", the NWDAF shall send the stored events to the NF service consumer, mute
the event notification again and store available events; if the "notifFlag” attribute is set to the value "TACTIVATE" and
the event notifications are muted (due to a previously received "DECATIVATE" value), the NWDAF shall unmute the
event notification, i.e. start sending again notifications for available events.

4.9.2.3 Nnwdaf RoamingAnalytics_Unsubscribe service operation

49.23.1 General

The Nnwdaf_RoamingAnalytics _Unsubscribe service operation is used by an NF service consumer to unsubscribe from
event notifications related to roaming UE(S).

49.2.3.2 Unsubscribe from event notifications

Figure 4.9.2.3.2-1 shows a scenario where the NF service consumer sends a reguest to the NWDAF to unsubscribe from
event notifications related to roaming UE(S).

NF Service RE-NWDAE

Consumer
| |
| |
| |
| |
: 1. DELETE .../subscriptions/{subscriptionid} >:
| |
| |
IM 2. "204 No Content" :
| |
| |

Figure 4.9.2.3.2-1: NF service consumer unsubscribes from notifications
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The NF service consumer shall invoke the Nnwdaf _RoamingAnalytics Unsubscribe service operation to unsubscribe to
event notifications related to roaming UE(s) by sending an HTTP DELETE request with: "{ apiRoot} /nnwdaf -
roaminganal ytics/<apiV ersion>/subscriptions/{ subscriptionl d} " as Resource URI, where "{ subscriptionld}" is the event
subscriptionld of the existing subscription that is to be deleted.

Upon the reception of an HTTP DELETE request with: "{ apiRoot} /nnwdaf-
roaminganal ytics/<apiV ersion>/subscriptions/{ subscriptionld} " as Resource URI, if the RE-NWDAF successfully
processed and accepted the received HTTP DELETE request, the RE-NWDAF shall:

- remove the corresponding subscription; and
- respond with HTTP "204 No Content" status code.

If errors occur when processing the HTTP DELETE request, the RE-NWDAF shall send an HTTP error response as
specified in clause 5.8.7.

If the RE-NWDAF determines that the received HTTP DELETE request needs to be redirected, the NWDAF shall send
an HTTP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

49.2.4 Nnwdaf RoamingAnalytics_Notify service operation

4924.1 General

The Nnwdaf_RoamingAnalytics Notify service operation is used by an RE-NWDAF to notify NF consumers about
subscribed events related to roaming UE(S).

49.2.4.2 Notification about subscribed event

Figure 4.9.2.4.2-1 shows a scenario where the RE-NWDAF sends a request to the NF service consumer to notify for
event notifications related to roaming UE(S).

NF service RE-NWDAFE
consumer

| |

I< 1. POST{notifUri} |

| I

I 2."204 No Content" >

| |

| |

| |

Figure 4.9.2.4.2-1: RE-NWDAF notifies the subscribed event

The RE-NWDAF shall invoke the Nnwdaf_RoamingAnalytics Notify service operation to notify the subscribed event
related to roaming UE(s) by sending an HTTP POST request with the "{ notifUri}" that was received in the
Nnwdaf _RoamingAnalytics Subscribe service operation as Resource URI, as shown in figure 4.9.2.4.2-1, step 1.

If both the repetition period ("repPeriod" or "repetitionPeriod") attribute and the "offsetPeriod" attribute were present in
the subscription request for periodical notification, the RE-NWDAF shall produce a notification in every repetition
period seconds, including the statistics in the past offset period if the "offsetPeriod" attribute value is negative, or
including the prediction for the future offset period if the "offsetPeriod” attribute valueis positive.

The RoamingAnalyticsNotification data structure provided in the request body shall include;
- thenotification correlation identifier as "notifCorrld" attribute;

- adescription of the notified event(s) as "roamEventNotifs' attribute with the same contents as specified for the
"eventNotifications' attribute in clause 4.2.2.4.2 but excluding the attributes that are indicated as non applicable
in Table5.8.6.2.3-1.
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NOTE: Thefeatures mentioned in clause 4.2.2.4.2 are not relevant here.
and may include:

- acausefor termination in the "termCause" attribute if the RE-NWDAF wants to request the termination of this
subscription, i.e. to indicate that it will send no further notifications for it.

If the time when analytics information is needed has been provided (viathe "timeAnaNeeded" attribute within the
"extraReportReq" attribute) during the subscription for an event (viathe "event" attribute within the EventSubscription
datatype), if the time when analytics information is needed is reached but the subscribed analytics information is not
ready, the consumer does not need to wait for the analytics information any longer. In this case, the RE-NWDAF may
send an HTTP POST reguest as shown in step 1 of figure 4.9.2.4.2-1, which shall only provide (within the
EventNotification data type in the RoamingAnalyticsNotification data type) an indication of the failure event viathe
"event" attribute and the corresponding failure reason via a "failNotifyCode" attribute, and may also provide a
minimum time interval recommended by the RE-NWDAF for the event viaa"rvWaitTime" attribute which will be used
by the NF service consumer to determine the time when analytics information is needed in similar future analytics
subscriptions.

Upon the reception of an HTTP POST request with: "{ notifUri}" as Resource URI and RoamingA nalyticsNotification
data structure as request body, if the NF service consumer successfully processed and accepted the received HTTP
POST request, the NF service consumer shall:

- storethe notification; and
- respond with HTTP "204 No Content" status code.

If errors occur when processing the HTTP POST reguest, the NF service consumer shall send an HTTP error response
as specified in clause 5.8.7.

If the NF service consumer determines that the received HTTP POST request needs to be redirected, the NF service
consumer shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

5 API Definitions

5.1 Nnwdaf EventsSubscription Service API

511 Introduction
The Nnwdaf _EventsSubscription service shall use the Nnwdaf_EventsSubscription API.
The APl URI of the Nnwdaf _EventsSubscription API shall be:

{apiRoot} /<apiName>/<apiVersion>

The request URIs used in each HTTP requests from the NF service consumer towards the NWDAF shall have the
Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [7], i.e.:

{‘apiRoot} /<apiName>/<apiV ersion>/<api SpecificResourceUri Part>
with the following components:
- The{apiRoot} shall be set as described in 3GPP TS 29.501 [7].
- The<apiName> shall be "nnwdaf-eventssubscription”.
- The<apiVersion> shall be"v1".
- The <api SpecificResourceUriPart> shall be set as described in clause 5.1.3.
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5.1.2 Usage of HTTP

5.1.2.1 General
HTTP/2, IETF RFC 9113 [9], shall be used as specified in clause 5 of 3GPP TS 29.500 [6].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [6].

The OpenAPI [11] specification of HT TP messages and content bodies for the Nnwdaf_EventsSubscription is contained
in Annex A.

51.2.2 HTTP standard headers

5.1.2.2.1 General
See clause 5.2.2 of 3GPP TS 29.500 [6] for the usage of HT TP standard headers.

5.1.2.2.2 Content type

JSON, IETF RFC 8259 [10], shall be used as content type of the HT TP bodies specified in the present specification as
specified in clause 5.4 of 3GPP TS 29.500 [6]. The use of the JSON format shall be signalled by the content type
"application/json”.

"Problem Details' JSON object shall be used to indicate additional details of the error in aHTTP response body and
shall be signalled by the content type " application/problem+json”, as defined in IETF RFC 9457 [15].

51.2.3 HTTP custom headers

The Nnwdaf _EventsSubscription service API shall support the mandatory HT TP custom header fields specified in
clause 5.2.3.2 of 3GPP TS 29.500 [6] and may support the optional HT TP custom header fields specified in
clause 5.2.3.3 of 3GPP TS 29.500 [6].

In this release of the specification, no specific custom headers are defined for the Nnwdaf_EventsSubscription service
API.

51.3 Resources

5131 Resource Structure
This clause describes the structure for the Resource URISs, the resources and methods used for the service.

Figure 5.1.3.1-1 depicts the resource URIs structure for the Nnwdaf _EventsSubscription API.

{apiRoot}/nnwdaf-eventssubscription/<apiVersion>

—[/subscriptions ]

L[/{subscriptionld} ]
A[Itransfers ]

L[/{transferld} ]

Figure 5.1.3.1-1: Resource URI structure of the Nnwdaf_EventsSubscription API
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Table 5.1.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.1.3.1-1: Resources and methods overview

HTTP
method
Resource name Resource URI or Description
custom
operation
- - POST Creates a new Individual NWDAF
NWDAF Events Subscriptions |/subscriptions Event Subscription resource.
DELETE |Deletes an Individual NWDAF Event
- Subscription identified by
ISnl?l!)\ggrLijstlic’)\IrYVDAF Event /subscriptions/{subscriptionid} subresource {subscriptionid}.
PUT Modifies an existing Individual Event
Subscription subresource.
POST Provides information about the
NWDAF Event Subscription / requested analytic_s subscri_ption
Transfers transfers trarjs_fer(s), potentially creating a new
Individual NWDAF Event
Subscription Transfer resource.
DELETE |Deletes an Individual NWDAF Event
Subscription Transfer resource
Individual NWDAF Event identified by subresource {transferld}.
Subscription Transfer fransfers/{transferld} PUT Modifies an existing Individual

NWDAF Event Subscription Transfer
resource.

5.1.3.2

5.13.21

Description

Resource: NWDAF Events Subscriptions

The NWDAF Events Subscriptions resource represents all subscriptions to the Nnwdaf _EventsSubscription service at a
given NWDAF. The resource allows an NF service consumer to create a new Individual NWDAF Event Subscription

resource.

5.1.3.2.2

Resource definition

Resource URI: {apiRoot}/nnwdaf-eventssubscription/<apiVersion>/subscriptions

The <apiVersion> shall be set as described in clause 5.1.1.

This resource shall support the resource URI variables defined in table 5.1.3.2.2-1.

Table 5.1.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1.1
5.1.3.2.3 Resource Standard Methods
5.1.3.23.1 POST

This method shall support the URI query parameters specified in table 5.1.3.2.3.1-1.

Table 5.1.3.2.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type P

Cardinality

Description

n/a
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This method shall support the request data structures specified in table 5.1.3.2.3.1-2 and the response data structures and
response codes specified in table 5.1.3.2.3.1-3.

Table 5.1.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
NnwdafEventsSu | M |1 Creates a new Individual NWDAF Event Subscription resource.
bscription

Table 5.1.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
NnwdafEventsSubscription [ M |1 201 The creation of an Individual NWDAF Event
Created Subscription resource is confirmed and a
representation of that resource is returned.
ProblemDetails O (0.1 400 Bad (NOTE 2)
Request
ProblemDetails O (0.1 403 (NOTE 2)
Forbidden
ProblemDetails O (0.1 500 Internal |(NOTE 2)
Server
Error
NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] also apply.
NOTE 2: Failure cases are described in clause 5.1.7.

Table 5.1.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description

Location string M |1 Contains the URI of the newly created resource,
according to the structure: {apiRoot}/nnwdaf-
eventssubscription/<apiVersion>/subscriptions/{subscri

ptionld}.
5.1.3.2.4 Resource Custom Operations
Nonein this release of the specification.
5.1.3.3 Resource: Individual NWDAF Event Subscription

5.1.3.3.1 Description

The Individual NWDAF Event Subscription resource represents a single subscription to the
Nnwdaf EventsSubscription service at agiven NWDAF.

5.1.3.3.2 Resource definition
Resource URI: { api Root} /nnwdaf-eventssubscription/<apiV ersion>/subscriptions/{ subscriptionl d}
The <apiVersion> shall be set as described in clause 5.1.1.

This resource shall support the resource URI variables defined in table 5.1.3.3.2-1.

Table 5.1.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1.1.
subscriptionld |string Identifies a subscription to the Nnwdaf_EventsSubscription service.
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Resource Standard Methods

DELETE

This method shall support the URI query parameters specified in table 5.1.3.3.3.1-1.

Table 5.1.3.3.3.1-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.1.3.3.3.1-2 and the response data structures and
response codes specified in table 5.1.3.3.3.1-3.

Table 5.1.3.3.3.1-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 5.1.3.3.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Successful case: The Individual NWDAF Event Subscription
Content resource matching the subscriptionld was deleted.
RedirectResponse | O 0.1 307 Temporary redirection, during Individual NWDAF Event
Temporary |Subscription deletion.
Redirect
Applicable if the feature "ES3XX" is supported.
(NOTE 2)
RedirectResponse | O 0.1 308 Permanent redirection, during Individual NWDAF Event
Permanent [Subscription deletion.
Redirect
Applicable if the feature "ES3XX" is supported.
(NOTE 2)
NOTE 1: The mandatory HTTP error status codes for the DELETE method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] also apply.
NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6]).
Table 5.1.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P | Cardinality Description
Location string M (1 Contains an alternative URI of the resource located in an
alternative NWDAF (service) instance towards which the
request is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].
3gpp-Shi-Target- |string O (0.1 Identifier of the target NWDAF (service) instance towards
Nf-I1d which the request is redirected.
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Table 5.1.3.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description

Location string M (1 Contains an alternative URI of the resource located in an
alternative NWDAF (service) instance towards which the
request is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- |string O (0.1 Identifier of the target NWDAF (service) instance towards

Nf-1d which the request is redirected.

5.1.3.3.3.2 PUT

This method shall support the URI query parameters specified in table 5.1.3.3.3.2-1.

Table 5.1.3.3.3.2-1: URI query parameters supported by the PUT method on this resource

Name

Data type

P |Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.1.3.3.3.2-2 and the response data structures and

response codes specified in table 5.1.3.3.3.2-3.

Table 5.1.3.3.3.2-2: Data structures supported by the PUT Request Body on this resource

Data type

P

Cardinality

Description

NnwdafEventsSubscription

M

1

Parameters to replace a subscription to NWDAF Event
Subscription resource.

Table 5.1.3.3.3.2-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality | Response codes Description
NnwdafEventsSubscription M 1 200 OK The Individual NWDAF Event Subscription
resource was modified successfully and a
representation of that resource is returned.
n/a 204 No Content The Individual NWDAF Event Subscription
resource was modified successfully.
RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during Individual
Redirect NWDAF Event Subscription modification.
Applicable if the feature "ES3XX" is
supported.
(NOTE 3)
RedirectResponse 0] 0.1 308 Permanent Permanent redirection, during Individual
Redirect NWDAF Event Subscription modification.
Applicable if the feature "ES3XX" is
supported.
(NOTE 3)
ProblemDetails 6] 0.1 400 Bad Request  |(NOTE 2)
ProblemDetails o 0.1 403 Forbidden (NOTE 2)
ProblemDetails (0] 0.1 500 Internal Server |(NOTE 2)
Error

NOTE 1:

NOTE 2:
NOTE 3:

The mandatory HTTP error status codes for the PUT method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] also apply.
Failure cases are described in clause 5.1.7.
The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6)).
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Table 5.1.3.3.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 Contains an alternative URI of the resource located in an
alternative NWDAF (service) instance towards which the
request is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- |string O (0.1 Identifier of the target NWDAF (service) instance towards
Nf-1d which the request is redirected.

Table 5.1.3.3.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description

Location string M (1 Contains an alternative URI of the resource located in an
alternative NWDAF (service) instance towards which the
request is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- |string O (0.1 Identifier of the target NWDAF (service) instance towards

Nf-1d which the request is redirected.

5.1.3.34 Resource Custom Operations

Nonein this release of the specification.
5.1.34 Resource: NWDAF Event Subscription Transfers

5.1.34.1 Description

The NWDAF Event Subscription Transfers resource represents all requests to transfer subscription(s) of the
Nnwdaf _EventsSubscription service at agiven NWDAF. The resource alows an NF service consumer to provide
information about anal ytics subscriptions that are requested to be:

- prepared for transfer, leading to the creation of a new Individual NWDAF Event Subscription Transfer resource,
which can be later modified, removed, or requested to be transferred; and

- transferred, leading to the execution of the necessary steps for transferring the analytics subscription.

5.1.3.4.2 Resource definition

Resource URI: {apiRoot}/nnwdaf-eventssubscription/<apiVer sion>/transfers
The <apiVersion> shall be set as described in clause 5.1.1.

This resource shall support the resource URI variables defined in table 5.1.3.4.2-1.

Table 5.1.3.4.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1.1
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This method shall support the URI query parameters specified in table 5.1.3.4.3.1-1.

Table 5.1.3.4.3.1-1: URI query parameters supported by the POST method on this resource

Name

Data type

P |Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.1.3.4.3.1-2 and the response data structures and
response codes specified in table 5.1.3.4.3.1-3.

Table 5.1.3.4.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
AnalyticsSubscrip | M |1 Information about analytics subscription(s) that are requested to be
tionsTransfer transferred or prepared for transfer.

Table 5.1.3.4.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality |Response Description
codes
AnalyticsSubscriptionsTransfer | M |1 201 The creation of an Individual NWDAF Event
Created Subscription Transfer resource is confirmed and a
representation of that resource is returned.
n/a 204 No The receipt of the information about analytics
Content subscription(s) that are requested to be transferred
and the ability to handle this information (e.g.
execute the steps required to transfer an analytics
subscription directly) is confirmed.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] also apply.
Table 5.1.3.4.3.1-4: Headers supported by the 201 Response Code on this resource
Name Data type P | Cardinality Description
Location string M (1 Contains the URI of the newly created resource,
according to the structure: {apiRoot}/nnwdaf-
eventssubscription/<apiVersion>/transfers/{transferid}.
5.1.3.4.4 Resource Custom Operations

None in this release of the specification.

5.1.3.5

5.1.35.1

Description

Resource: Individual NWDAF Event Subscription Transfer

The Individual NWDAF Event Subscription Transfer resource represents a single reguest to transfer subscription(s) of
the Nnwdaf_EventsSubscription service at a given NWDAF.

5.1.3.5.2

Resource definition

Resource URI: { api Root} /nnwdaf-eventssubscription/<api V ersion>/transfers/{ transfer| d}

The <apiVersion> shall be set as described in clause 5.1.1.
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This resource shall support the resource URI variables defined in table 5.1.3.5.2-1.

Table 5.1.3.5.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1.1.
transferld string Identifies a request to transfer subscription(s) of the Nnwdaf_EventsSubscription
service.
5.1.3.5.3 Resource Standard Methods
5.1.353.1 DELETE

This method shall support the URI query parameters specified in table 5.1.3.5.3.1-1.

Table 5.1.3.5.3.1-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.1.3.5.3.1-2 and the response data structures and

response codes specified in table 5.1.3.5.3.1-3.

Table 5.1.3.5.3.1-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 5.1.3.5.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality | Response Description
codes
n/a 204 No Successful case: The Individual NWDAF Event Subscription
Content Transfer resource matching the transferld was deleted.
RedirectResponse | O 0.1 307 Temporary redirection, during Individual NWDAF Event
Temporary |Subscription Transfer deletion.
Redirect
(NOTE 2)
RedirectResponse | O 0..1 308 Permanent redirection, during Individual NWDAF Event
Permanent |Subscription Transfer deletion.
Redirect
(NOTE 2)
NOTE 1: The mandatory HTTP error status codes for the DELETE method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] also apply.
NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6]).
Table 5.1.3.5.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P |Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative NWDAF (service) instance towards which the
request is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NWDAF (service) instance towards
Nf-1d which the request is redirected.
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Table 5.1.3.5.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description

Location string M (1 Contains an alternative URI of the resource located in an
alternative NWDAF (service) instance towards which the
request is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- |string O (0.1 Identifier of the target NWDAF (service) instance towards

Nf-1d which the request is redirected.

5.1.3.5.3.2 PUT

This method shall support the URI query parameters specified in table 5.1.3.5.3.2-1.

Table 5.1.3.5.3.2-1: URI query parameters supported by the PUT method on this resource

Name

Data type

P |Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.1.3.5.3.2-2 and the response data structures and
response codes specified in table 5.1.3.5.3.2-3.

Table 5.1.3.5.3.2-2: Data structures supported by the PUT Request Body on this resource

Data type

P

Cardinality

Description

er

AnalyticsSubscriptionsTransf

M

1

Parameters to replace in an Individual NWDAF Event Subscription

Transfer resource.

Table 5.1.3.5.3.2-3: Data structures supported by the PUT Response Body on this resource

Redirect

Data type P | Cardinality | Response codes Description

AnalyticsSubscriptionsTransfer | M 1 200 OK The Individual NWDAF Event Subscription
Transfer resource was modified
successfully and a representation of that
resource is returned.

n/a 204 No Content The Individual NWDAF Event Subscription
Transfer resource was modified
successfully.

RedirectResponse (0] 0.1 307 Temporary Temporary redirection, during Individual

Redirect NWDAF Event Subscription Transfer
modification.
(NOTE 2)
RedirectResponse 0] 0.1 308 Permanent Permanent redirection, during Individual

NWDAF Event Subscription Transfer
modification.

(NOTE 2)

NOTE 1:

NOTE 2:

The mandatory HTTP error status codes for the PUT method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] also apply.
The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6]).
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Table 5.1.3.5.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M (1 Contains an alternative URI of the resource located in an
alternative NWDAF (service) instance towards which the
request is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- |string O (0.1 Identifier of the target NWDAF (service) instance towards
Nf-1d which the request is redirected.

Table 5.1.3.5.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description

Location string M (1 Contains an alternative URI of the resource located in an
alternative NWDAF (service) instance towards which the
request is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- |string O (0.1 Identifier of the target NWDAF (service) instance towards

Nf-1d which the request is redirected.

5.1.354 Resource Custom Operations

None in this release of the specification.

5.1.4  Custom Operations without associated resources

None in this release of the specification.
5.1.5 Notifications

5.15.1 General
Notifications shall comply with clause 6.2 of 3GPP TS 29.500 [6] and clause 4.6.2.3 of 3GPP TS 29.501 [7].

Table 5.3.3.4.1-1: Notifications overview

Notification HTTP
method or . . .
Callback URI custom Description (service operation)
operation
Event Notification {notificationURI} POST Reports one or several observed Events.
5.1.5.2 Event Notification
5.15.2.1 Description

The Event Notification is used by the NWDAF to report one or several observed Eventsto an NF service consumer that
has subscribed to such Natifications or used by the target NWDAF to report the successful analytics subscription
transfer viathe Individual NWDAF Event Subscription Resource.
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5.1.5.2.2 Operation Definition
Cdlback URI: {notificationURI}

The operation shall support the callback URI variables defined in table 5.1.5.2.2-1, the request data structures specified
in table 5.1.5.2.2-2 and the response data structure and response codes specified in table 5.1.5.2.2-3.

Table 5.1.5.2.2-1: Callback URI variables

Name Data type Definition
notificationURI  [Uri The Notification Uri as assigned within the Individual NWDAF Event Subscription
and described within the NnwdafEventsSubscription type (see table 5.1.6.2.2-1).

Table 5.1.5.2.2-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
array(NnwdafEventsSubscriptionN [ M 1..N Provides Information about observed Events or the
otification) successful analytics subscription transfer.

Table 5.1.5.2.2-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality Response Description
codes
n/a 204 No Content _ [The receipt of the Natification is acknowledged.
RedirectResponse (0] 0.1 307 Temporary |Temporary redirection, during the event notification.
Redirect The response shall include a Location header field

containing an alternative URI representing the end
point of an alternative NF consumer (service) instance
where the notification should be sent.
Applicable if the feature "ES3XX" is supported.
RedirectResponse (0] 0.1 308 Permanent |Permanent redirection, during the event notification.
Redirect The response shall include a Location header field
containing an alternative URI representing the end
point of an alternative NF consumer (service) instance
where the notification should be sent.
Applicable if the feature "ES3XX" is supported.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of

3GPP TS 29.500 [6] also apply.

Table 5.1.5.2.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target-  |string O |0..1 Identifier of the target NF (service) instance towards which the
Nf-I1d notification request is redirected.

Table 5.1.5.2.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P | Cardinality Description
Location string M (1 An alternative URI representing the end point of an alternative
NF consumer (service) instance towards which the notification
should be redirected.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the
Nf-1d notification request is redirected.
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516 Data Model

5.16.1 General
This clause specifies the application data model supported by the API.
Table 5.1.6.1-1 specifies the data types defined for the Nnwdaf_EventsSubscription service based interface protocol.
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Table 5.1.6.1-1: Nnwdaf_EventsSubscription specific Data Types
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Data type

Section
defined

Description

Applicability

AbnormalBehaviour

5.1.6.2.15

Represents the
abnormal behaviour
information.

AbnormalBehaviour

Accuracy

5.1.6.35

Represents the
preferred level of
accuracy of the
analytics.

Accuracylnfo

5.1.6.2.89

The analytics accuracy
information.

AnalyticsAccuracy

AccuracyReq

5.1.6.3.88

Represents the analytics
accuracy requirement
information.

AnalyticsAccuracy

AdditionalMeasurement

5.1.6.2.26

Represents additional
measurement
information.

AbnormalBehaviour

AddressList

5.1.6.2.28

Represents a list of IPv4
and/or IPv6 addresses.

AbnormalBehaviour

AnalyticsContextldentifier

5.1.6.2.43

Contains information
about available analytics
contexts.

AnaSubTransfer

AnalyticsAccuracylndication

5.1.6.3.37

Represents the analytics
accuracy indication.

AnalyticsAccuracy

AnalyticsFeedbackinfo

5.1.6.2.105

Contains analytics
feedback information.

AnalyticsAccuracy

AnalyticsMetadata

5.1.6.3.14

Represents the types of
analytics metadata
information that can be
requested.

Aggregation

AnalyticsMetadatalndication

5.1.6.2.36

Contains analytics
metadata values
indicated to be used
during analytics
generation.

Aggregation

AnalyticsMetadatalnfo

5.1.6.2.37

Contains analytics
metadata information
required for analytics
aggregation.

Aggregation

AnalyticsSubscriptionsTransfer

5.1.6.2.40

Contains information
about a request to
transfer analytics
subscriptions.

AnaSubTransfer

AnalyticsSubset

5.1.6.3.18

Analytics subset used to
indicate the content of
the analytics.

EneNA

AnySlice

5.1.6.3.2

Represents the any
slices.

ApplicationVolume

5.1.6.2.55

Application data volume
per application Id.

Dispersion

AppListForUeComm

5.1.6.2.64

Represents the analytics
of the application list
used by UE.

UeCommunicationExt

BwRequirement

5.1.6.2.25

Represents bandwidth
requirement.

ServiceExperience

ClassCiriterion

5.1.6.2.51

Disperion class criterion.

Dispersion

CircumstanceDescription

5.1.6.2.29

Contains the description
of a circumstance.

AbnormalBehaviour

Congestioninfo

5.1.6.2.18

Represents the
congestion information

UserDataCongestion

CongestionType

5.1.6.3.8

Identification congestion
analytics type.

UserDataCongestion

ConsumerNfInformation

5.1.6.2.49

Represents the analytics
consumer NF
Information.

AnaSubTransfer
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DatasetStatisticalProperty

5.1.6.3.15

Dataset statistical
properties of the data
used to generate the
analytics.

Aggregation

DataVolume

5.1.6.2.85

Indicates a specific data
volume transmitted once
from UE to AF and/or
from AF to UE

E2eDataVolTransTime

DataVolumeTransferTime

5.1.6.2.90

Indicates the E2E data
volume transfer time and
the data volume used to
derive the transfer time.

E2eDataVolTransTime

DeviceType

5.1.6.3.31

The type of device.

QoSSustainabilityExt_eNA

Direction

5.1.6.3.39

Heading directions of the
UE flow in the target
area.

MovementBehaviour
RelativeProximity

DirectionInfo

5.1.6.2.75

Represents the UE
direction information.

UeMobilityExt2_eNA
MovementBehaviour

DispersionClass

5.1.6.3.20

Dispersion class.

Dispersion

DispersionCollection

5.1.6.2.54

Dispersion collections
per UE location or or per
slice.

Dispersion

Dispersioninfo

5.1.6.2.53

Dispersion analytics
information.

Dispersion

DispersionRequirement

5.1.6.2.50

Dispersion analytics
requirement.

Dispersion

DispersionType

5.1.6.3.19

Dispersion type.

Dispersion

DispersionOrderingCriterion

5.1.6.3.21

Ordering criterion for the
list of Dispersion.

Dispersion

DnPerf

5.1.6.2.46

Represents DN
performance
information.

DnPerformance

DnPerflnfo

5.1.6.2.45

Represents DN
performances for the
application.

DnPerformance

DnPerfOrderingCriterion

5.1.6.3.25

Ordering criterion for the
list of DN performance
analytics.

DnPerformance

DnPerformanceReq

5.1.6.2.66

Represents DN
performance analytics
requirement.

DnPerformance

E2eDataVolTransTimeCriterion

5.1.6.3.35

Ordering criterion for the
list of E2E data volume
transfer time.

E2eDataVolTransTime

E2eDataVolTransTimelnfo

5.1.6.2.83

Represents the E2E
data volume transfer
time Information.

E2eDataVolTransTime

E2eDataVolTransTimeReq

5.1.6.2.82

Represents the E2E
data volume transfer
time requirement.

E2eDataVolTransTime

E2eDataVolTransTimePerTS

5.1.6.2.84

Represents the E2E
data volume transfer
time requirement per
Time slot.

E2eDataVolTransTime

E2eDataVolTransTimePerUe

5.1.6.2.86

Represents the E2E
data volume transfer
time per UE.

E2eDataVolTransTime

E2eDataVolTransTimeUeList

5.1.6.2.87

Represents the E2E
data volume transfer
time per UE list.

E2eDataVolTransTime

EventNotification

5.1.6.25

Describes Notifications
about events that
occurred.

EventReportingRequirement

5.1.6.2.7

Represents the type of
reporting the

subscription requires.
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EventSubscription 5.1.6.2.3 Represents the
subscription to a single
event.

Exception 5.1.6.2.16 Describes the Exception |AbnormalBehaviour
information.

Exceptionld 5.1.6.3.6 Describes the Exception |AbnormalBehaviour
Id.

ExceptionTrend 5.1.6.3.7 Describes the Exception |AbnormalBehaviour
Trend.

ExpectedAnalyticsType 5.1.6.3.11 Represents expected AbnormalBehaviour
UE analytics type.

FailureEventinfo 5.1.6.2.35 Contains information on
the event for which the
subscription is not
successful.

GeoDistributioninfo 5.1.6.2.76 Represents the UeMobilityExt_ AIML
geographical distribution |E2eDataVolTransTime
of the UEs.

GeolLocation 5.1.6.2.95 Represents a LocAccuracy
geographic location,
using either standard or
local coordinates and
optionally including the
altitude.

IpEthFlowDescription 5.1.6.2.27 Contains the description |AbnormalBehaviour
of an Uplink and/or
Downlink Ethernet flow.

LoadLevellnformation 5.1.6.3.2 Represents load level
information of the
network slice and the
optionally associated
network slice instance.

LocAccuracylnfo 5.1.6.2.97 Contains Location LocAccuracy
Accuracy information.

LocAccuracyPerMethod 5.1.6.2.98 Contains Location LocAccuracy
Accuracy information per
Positioning Method.

LocAccuracyReq 5.1.6.2.96 Contains Location LocAccuracy
Accuracy analytics
reguirements.

Locationinfo 5.1.6.2.11 Represents UE location |UeMobility
information.

LocInfoGranularity 5.1.6.3.32 Represents the ServiceExperienceExt2_eNA
preferred granularity of  |UeMobilityExt2_eNA
location information. DispersionExt_eNA

MovementBehaviour

LocationOrientation 5.1.6.3.38 Represents preferred MovementBehaviour
orientation of location
information.

MatchingDirection 5.1.6.3.12 Defines the matching NfLoad, QoSSustainability,
direction when crossing |UserDataCongestion,
a threshold. NetworkPerformance

Dispersion
RedundantTransmissionExp
WlanPerformance
ServiceExperienceExt
NsiLoadExt

LocAccuracy
E2eDataVolTransTime

MLModellnfo 5.1.6.2.69 The information of the AnaSubTransfer
ML model.

Modellnfo 5.1.6.2.42 Contains information AnaSubTransfer
about an ML model.

MovBehav 5.1.6.2.93 Represents the MovementBehaviour

Movement Behaviour
information per time slot.
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MovBehavinfo

5.1.6.2.92

Represents the
Movement Behaviour
information.

MovementBehaviour

MovBehavReq

5.1.6.2.91

Represents the
Movement Behaviour
analytics requirements.

MovementBehaviour

NetworkPerflnfo

5.1.6.2.23

Represents the network
performance
information.

NetworkPerformance

NetworkPerfOrderCriterion

5.1.6.3.30

The ordering criterion for
the list of network
performance analytics.

NetworkPerformanceExt_eNA

NetworkPerfRequirement

5.1.6.2.22

Represents a network
performance
requirement.

NetworkPerformance

NetworkPerfType

5.1.6.3.10

Represents the network
performance types.

NetworkPerformance

NfLoadLevellnformation

5.1.6.2.31

Represents load level
information of a given
NF instance.

NfLoad

NfStatus

5.1.6.2.32

Provides the percentage
of time spent on various
NF states.

NfLoad

NnwdafEventsSubscription

5.1.6.2.2

Represents an Individual
NWDAF Event
Subscription resource.

NnwdafEventsSubscriptionNotification

5.16.2.4

Represents an Individual
NWDAF Event
Subscription Notification
resource.

NumberAverage

5.1.6.2.38

Represents average and
variance information.

NsiLoadExt

NwdafEvent

5.1.6.34

Describes the NWDAF
Events.

NwdafFailureCode

5.1.6.3.13

Identifies the failure
reason.

NotificationMethod

5.1.6.3.3

Represents the
notification methods that
can be subscribed.

NsildInfo

5.1.6.2.33

Represents the S-NSSAI
and the optionally
associated Network
Slice Instance
Identifier(s).

ServiceExperience
NsiLoad
DnPerformance

NsiLoadLevellnfo

5.1.6.2.34

Represents the load
level information for an
S-NSSAl and the
optionally associated
network slice instance.

NsiLoad

ObservedRedundantTransExp

5.1.6.2.70

Represents the
observed Redundant
Transmission
Experience.

RedundantTransmissionExp

OutputStrategy

5.1.6.3.16

Represents the output
strategy used for the
reporting of the
analytics.

Aggregation

PerfData

5.1.6.2.47

Represents DN
performance
information.

DnPerformance

PfdDeterminationinfo

5.1.6.2.73

Represents the PFD
Determination
information.

PfdDetermination

PrevSubinfo

5.1.6.2.68

Information of the
previous subscription.

AnaCtxTransfer

ProximityCriterion

5.1.6.2.99

Relative proximity
criteria.

RelativeProximity
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QosRequirement

5.1.6.2.20

Represents the QoS
requirements.

QoSSustainability
E2eDataVolTransTime

QosSustainabilitylnfo

5.1.6.2.19

Represents the QoS
Sustainability
information.

QoSSustainability

RankingCriterion

5.1.6.2.52

Ranking criterion.

Dispersion

RatFregInformation

5.1.6.2.67

Represents the RAT
type and/or Frequency
information.

ServiceExperienceExt

RedTransExpOrderingCriterion

5.1.6.3.22

Ordering criterion for the
list of Redundant
Transmission
Experience.

RedundantTransmissionExp

RedundantTransmissionExpinfo

5.1.6.2.57

Redundant transmission
experience analytics
information.

RedundantTransmissionExp

RedundantTransmissionExpPerTS

5.1.6.2.58

Redundant
Transmission
Experience per Time
Slot.

RedundantTransmissionExp

RedundantTransmissionExpReq

5.1.6.2.56

Redundant transmission
experience analytics
requirement.

RedundantTransmissionExp

RelProxInfo

5.1.6.2.100

Relative Proximity
analytics information.

RelativeProximity

RelProxReq

5.1.6.2.99

Relative Proximity
analytics requirements.

RelativeProximity

ResourceUsage

5.1.6.2.48

The current usage of the
virtual resources
assigned to the NF
instances belonging to a
particular network slice
instance.

NsiLoadExt

ResourceUsageRequirement

5.1.6.2.81

Indicates more
requirements when
providing resource
usage information for
network performance.

NetworkPerformanceExt_AIML

RetainabilityThreshold

5.1.6.2.21

Represents a QoS flow
retainability threshold.

QoSSustainability

RoamingInfo

5.1.6.2.106

Contains information
related to roaming
analytics.

RoamingAnalytics

PduSessioninfo

5.1.6.2.74

Represents combination
of PDU Session
parameters.

ServiceExperienceExt2_eNA

ServiceExperiencelnfo

5.1.6.2.24

Represents the service
experience information.

ServiceExperience

ServiceExperienceType

5.1.6.3.24

Represents the type of
Service Experience
Analytics.

ServiceExperienceExt

SesslnactTimerForUeComm

5.1.6.2.65

Represents the N4
Session inactivity timer.

UeCommunicationExt

SliceLoadLevellnformation

5.1.6.2.6

Represents the slices
and their load level
information.

SpeedThresholdinfo

5.1.6.2.94

UEs information whose
speed is faster than the
speed threshold.

MovementBehaviour

SubscriptionTransferinfo

5.1.6.2.41

Contains information
about subscriptions that
are requested to be
transferred.

AnaSubTransfer

SuggestedPfdInfo

5.1.6.2.107

Represents the
suggested PFD
information for the
application identifier.

PfdDetermination
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TargetUelnformation 5.1.6.2.8 Identifies the target UE  |ServiceExperience
information. NfLoad
NetworkPerformance
UserDataCongestion
UeMobility

UeCommunication
AbnormalBehaviour
QoSSustainability
Dispersion
RedundantTransmissionExp
WIlanPerformance

DnPerformance
PduSesTraffic
E2eDataVolTransTime
TdTraffic 5.1.6.2.78 Represents traffic that PduSesTraffic
matches or unmatches
Traffic Descriptor over
the established PDU
Session(s).
TermCause 5.1.6.3.26 Represents a cause for [TermRequest
requesting to terminate
an analytics
subscription.
ThresholdLevel 5.1.6.2.30 Describes a threshold UserDataCongestion
level. NfLoad
DnPerformance
ServiceExperienceExt
MovementBehaviour
TimestampedLocation 5.1.6.2.103 |The timestamped RelativeProximity
locations of the
trajectory of the UE.
TimeToCollisioninfo 5.1.6.2.104 |Time To Collision (TTC) [RelativeProximity
information.
TimeUnit 5.1.6.3.9 Represents the unit for  |QoSSustainability
the session active time.
TopApplication 5.1.6.2.39 Top application that UserDataCongestionExt
contributes the most to
the traffic.
TrafficCharacterization 5.1.6.2.14 Identifies the detailed UeCommunication
traffic characterization.
TrafficDirection 5.1.6.3.33 The traffic direction for NetworkPerformanceExt_AIML
the resource usage
information.
Trafficinformation 5.1.6.2.63 Traffic information WIlanPerformance
including UL/DL data
rate and/or Traffic
volume.
TransferRequestType 5.1.6.3.17 Represents the type of a |AnaSubTransfer

request for analytics
subscription transfer.
UeAnalyticsContextDescriptor 5.1.6.2.44 Contains information AnaSubTransfer
about available UE
related analytics
contexts.
UeCommunication 5.1.6.2.13 Represents UE UeCommunication
communication
information.
UeCommOrderCriterion 5.1.6.3.29 The ordering criterion for ([UeCommunicationExt_eNA
the list of UE
communication
analytics.
UeCommReq 5.1.6.2.72 UE communication UeCommunicationExt_eNA
analytics requirement.
UeMobilityOrderCriterion 5.1.6.3.28 The ordering criterion for [UeMobilityExt2_eNA
the list of UE mobility
analytics.

ETSI



3GPP TS 29.520 version 18.9.0 Release 18

128

ETSI TS 129 520 V18.9.0 (2025-03)

UeMobilityReq

5.1.6.2.71

UE mobility analytics
requirement.

UeMobilityExt2_eNA

UeMobility

5.1.6.2.10

Represents UE mobility
information.

UeMobility

UeProximity

5.1.6.2.101

Observed or Predicted
proximity information.

RelativeProximity

UeTrajectory

5.1.6.2.102

Relative timestamped
UE positions.

RelativeProximity

PduSesTrafficlnfo

5.1.6.2.77

Represents PDU
Session traffic analytics
information.

PduSesTraffic

PduSesTrafficReq

5.1.6.2.79

Represents PDU
Session traffic analytics
requirement.

PduSesTraffic

UserDataConOrderCrit

5.1.6.3.27

The ordering criterion for
the list of User Data
Congestion analytics.

UserDataCongestionExt2_eNA

UserDataCongestioninfo

5.1.6.2.17

Represents the user
data congestion
information.

UserDataCongestion

ValueExpression

5.1.6.3.34

Indicates average or
peak value of the
resource usage for the
network performance

type

NetworkPerformanceExt_AIML

WIlanOrderingCriterion

5.1.6.3.23

Ordering criterion for the
list of WLAN
performance
information.

WIlanPerformance

WlanPerformanceReq

5.1.6.2.59

WLAN performance
analytics requirement.

WlanPerformance

WIlanPerformancelnfo

5.1.6.2.60

WLAN performance
analytics information.

WIlanPerformance

WIlanPerSsldPerformancelnfo

5.1.6.2.61

WLAN performance
information per SSID of
WLAN access points
deployed in the Area of
Interest.

WlanPerformance

WilanPerTsPerformancelnfo

5.1.6.2.62

WLAN performance
information per Time
Slot during the analytics
target period.

WIlanPerformance

WilanPerUeldPerformancelnfo

5.1.6.2.80

WLAN performance
information per UE ID of
WLAN access points
deployed in the Area of
Interest.

WlanPerformanceExt_AIML

Table 5.1.6.1-2 specifies data types re-used by the Nnwdaf_EventsSubscription service based interface protocol from
other specifications, including a reference to their respective specifications and when needed, a short description of their

use within the Nnwdaf service based interface.
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Table 5.1.6.1-2: Nnwdaf_EventsSubscription re-used Data Types
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Data type Reference Comments Applicability

5Qi 3GPP TS 29.571 [8] |[ldentifies the 5G QoS QoSSustainability
identifier E2eDataVolTransTime

AccessType 3GPP TS 29.571 [8] |[ldentifies the access type. ServiceExperienceExt2_eNA

E2eDataVolTransTime

AddrFqdn 3GPP TS 29.517 [22] |Represents the IP address or |DnPerformance
FQDN of the Application ServiceExperienceExt
Server.

Applicationld 3GPP TS 29.571[8] |ldentifies the application ServiceExperience
identifier. UeCommunication

AbnormalBehaviour
Dispersion
DnPerformance
PduSesTraffic
E2eDataVolTransTime

ArfcnValueNR 3GPP TS 29.571[8] [Integer value indicating the ServiceExperienceExt
ARFCN applicable for a
downlink, uplink or bi-
directional (TDD) NR global
frequency raster.

Minimum = 0. Maximum =
3279165.

BitRate 3GPP TS 29.571 [8] |[String representing a bit rate  |ServiceExperience
that shall be formatted as QoSSustainability
follows: WlanPerformance

DnPerformance
pattern: "Md+(\.\d+)? E2eDataVolTransTime
(bps|Kbps|Mbps|Gbps|Thps)$"

Examples:
"125 Mbps", "0.125 Gbps",
"125000 Kbps".

DateTime 3GPP TS 29.571 [8] |ldentifies the time.

Dnai 3GPP TS 29.571 [8] |[ldentifies a user plane access |ServiceExperience
to one or more DN(s). DnPerformance

Dnn 3GPP TS 29.571 [8] |[ldentifies the DNN. ServiceExperience

AbnormalBehaviour
UeCommunication
DnPerformance
SMCCE

PduSesTraffic
E2eDataVolTransTime
RelativeProximity

DomainNameProtocol

3GPP TS 29.122 [19]

Indicates the additional
protocol and protocol field for
domain names to be matched.

PfdDetermination

DurationSec

3GPP TS 29.571 [g]

EthFlowDescription

3GPP TS 29.514 [21]

UeCommunication
AbnormalBehaviour

ExpectedUeBehaviourData

3GPP TS 29.503 [23]

AbnormalBehaviour

Float

3GPP TS 29.571 [8]

FlowDescription

3GPP TS 29.514 [21]

UeCommunication
AbnormalBehaviour
PduSesTraffic

FlowInfo

3GPP TS 29.122 [19]

UserDataCongestionExt

GeographicalArea

3GPP TS 29.522 [32]

Identifies the geographical
location (longitude and latitude
level).

UeMobilityExt2_eNA
ServiceExperienceExt2_eNA
QoSSustainabilityExt_eNA
MovementBehaviour

Gpsi

3GPP TS 29.571 [8]

The GPSI for an UE.

UserDataCongestionExt
UeMobilityExt_ AIML
E2eDataVolTransTime
RelativeProximity
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Groupld

3GPP TS 29.571 [9]

Identifies a group of UEs.

UeMobility
UeCommunication
NetworkPerformance
AbnormalBehaviour
ServiceExperience
Dispersion
RedundantTransmissionExp
WIlanPerformance
PduSesTraffic
RelativeProximity

Ipv4Addr

3GPP TS 29.571 [g]

Ipv6Addr

3GPP TS 29.571 [g]

LocalOrigin

3GPP TS 29.572 [30]

Represents a reference point
for modelling locations in
relation to it.

LocAccuracy

NetworkArealnfo

3GPP TS 29.554 [18]

Identifies the network area.

ServiceExperience
QoSSustainability
AbnormalBehaviour
UeMobility
UserDataCongestion
NetworkPerformance
NsiLoadExt
NfLoadExt
Dispersion
RedundantTransmissionExp
WIlanPerformance
UeCommunication

DnPerformance
PduSesTraffic
E2eDataVolTransTime
MovementBehaviour
RelativeProximity

Nflnstanceld 3GPP TS 29.571 [8] [ldentifies an NF instance. NfLoad

NfSetld 3GPP TS 29.571 [8] |[ldentifies an NF Set instance. [NfLoad

NFType 3GPP TS 29.510 [12] |Indentifies a type of NF. NfLoad

Nsild 3GPP TS 29.531 [24] |ldentifies a Network Slice ServiceExperience

Instance. NsiLoad

DnPerformance

PacketDelBudget

3GPP TS 29.571 [8]

QoSSustainability
DnPerformance
RedundantTransExpExt_eNA

PacketErrRate

3GPP TS 29.571 [8]

QoSSustainability

PacketLossRate

3GPP TS 29.517 [22]

Indicates Packet Loss Rate.

DnPerformance
RedundantTransExpExt_eNA

PduSessionld

3GPP TS 29.571 [g]

Identifies PDU Session

method.

PduSessionType 3GPP TS 29.571 [8] |[ldentifies the PDU Session ServiceExperienceExt2_eNA
Type.
PImnidNid 3GPP TS 29.571 [8] |PLMN identifier. RoamingAnalytics
Point 3GPP TS 29.572 [30] |Represents a location in LocAccuracy
geographical co-ordinates.
PointAltitude 3GPP TS 29.572 [30] |Represents a location LocAccuracy
including an altitude in
geographical co-ordinates.
PositioningMethod 3GPP TS 29.572 [30] |Represents a positioning LocAccuracy

ProblemDetails

3GPP TS 29.571 [8]

Used in error responses to
provide more detailed
information about an error.

QosResourceType 3GPP TS 29.571 [8] |ldentifies the resource type in  |QoSSustainability
QoS characteristics.
RatType 3GPP TS 29.571[8] [ldentifies the RAT type. ServiceExperienceExt

E2eDataVolTransTime

RedirectResponse

3GPP TS 29.571 [8]

Contains redirection related
information.

ES3XX

RelativeCartesianLocation

3GPP TS 29.572 [30]

Represents distances from a
reference point.

LocAccuracy
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ReportingInformation

3GPP TS 29.523 [20]

Represents the type of
reporting the subscription
requires.

SamplingRatio

3GPP TS 29.571 [8]

value 0 and integers above 0
are permissible.

ScheduledCommunicationTime |3GPP TS 29.122 [19] UeMobility
UeCommunication
Smccelnfo 5.2.6.2.12 Represents the analytics of SMCCE
Session Management
Congestion Control
Experience information.
Snssai 3GPP TS 29.571 [8] |[ldentifies the S-NSSAI (Single
Network Slice Selection
Assistance Information).
SscMode 3GPP TS 29.571 [8] |[ldentifies te SSC Mode of the |ServiceExperienceExt2_eNA
PDU Session.
Supi 3GPP TS 29.571[8] |[The SUPI for an UE. ServiceExperience,
NfLoad
NetworkPerformance,
UserDataCongestion
UeMobility
UeCommunication
AbnormalBehaviour
Dispersion
RedundantTransmissionExp
WlanPerformance
PduSesTraffic
SupportedFeatures 3GPP TS 29.571 [8] |Used to negotiate the
applicability of the optional
features defined in table 5.1.8-
1.
SvcExperience 3GPP TS 29.517 [22] ServiceExperience
Tai 3GPP TS 29.571 [8] |Tracking Area Information. AnaSubTransfer
TimeWindow 3GPP TS 29.122 [19]
Uinteger 3GPP TS 29.571 [8] |Unsigned Integer, i.e. only

Upflnformation

3GPP TS 29.508 [29]

The information of the UPF

ServiceExperienceExt

serving the UE. DnPerformance
Uri 3GPP TS 29.571 [8]
UserLocation 3GPP TS 29.571 [8] UeMobility
Dispersion

E2eDataVolTransTime

VelocityEstimate

3GPP TS 29.572 [30]

Velocity estimate

QoSSustainabilityExt_eNA

Volume 3GPP TS 29.122 [19] UeCommunication
AbnormalBehaviour
Dispersion
WIlanPerformance
PduSesTraffic
E2eDataVolTransTime

5.1.6.2 Structured data types

5.1.6.2.1 Introduction

This clause defines the structures to be used in resource representations.
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5.1.6.2.2 Type NnwdafEventsSubscription

Table 5.1.6.2.2-1: Definition of type NnwdafEventsSubscription
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Attribute name

Data type

Cardinality

Description

Applicabilit
y

eventSubscriptions

array(EventSubscription)

1..N

Subscribed events.

evtReq

ReportingInformation

0.1

Represents the reporting
requirements of the event
subscription. (NOTE 1,

NOTE 2, NOTE 4)

If omitted, the default values
within the ReportingInformation
data type apply.

notificationURI

Uri

0.1

Identifies the recipient of
Notifications sent by the
NWDAF.

This parameter shall be
supplied by the NF service
consumer in the HTTP POST
requests that create the
subscriptions for event
notifications and in the HTTP
PUT requests that update the
subscriptions for event
notifications.

notifCorrld

string

0.1

Notification correlation
identifier.

EneNA

eventNotifications

array(EventNotification)

1..N

Notifications about Individual
Events.

Shall only be present if the
immediate reporting indication
in the "immRep" attribute within
the "evtReq" attribute sets to
true in the event subscription,
and the reports are available.

failEventReports

array(FailureEventinfo)

1..N

Supplied by the NWDAF. When
available, shall contain the
event(s) for which the
subscription is not successful
including the failure reason(s).

consNflnfo

ConsumerNflnformation

0.1

Represents the analytics
consumer NF Information.

AnaSubTran
sfer

prevSub

PrevSublinfo

0.1

Contains information about the
previous analytics subscription
that the NF service consumer
had with the source NWDAF.
(NOTE 3)

AnaCtxTran
sfer
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supportedFeatures [SupportedFeatures C 0.1 List of Supported features used

as described in clause 5.1.8.

This parameter shall be

supplied by NF service

consumer in the POST request
that request the creation of an

NWDAF Event Subscriptions

resource, and shall be supplied

by the NWDAF in the reply of
corresponding request.

NOTE 1: If the "evtReq" attribute (of data type ReportingInformation) is provided and contains the "notifMethod"
attribute, the notification method indicated by the "notifMethod" attribute within the Reportinglnformation
data type takes preference over the notification method indicated by the "notificationMethod" attribute within
the EventSubscription data type.

NOTE 2: If the "evtReq" attribute (of data type ReportingInformation) is provided and contains the "repPeriod"
attribute, the periodic reporting time indicated by the "repPeriod" attribute in the ReportingInformation data
type takes preference over the periodic reporting time indicated by the "repetitionPeriod" attribute in the
EventSubscription data type.

NOTE 3: The "prevSub" attribute may be used by the NWDAF to derive analytics context identifier(s), which may be
used in the Nnwdaf_Analyticsinfo_ContextTransfer service operation invoked by the NWDAF.NOTE 4:
Void.

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 136 ETSI TS 129 520 V18.9.0 (2025-03)

5.1.6.2.3 Type EventSubscription

Table 5.1.6.2.3-1: Definition of type EventSubscription
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Attribute name Data type P | Cardinalit Description Applicability
y
anySlice AnySlice C |0..1 Default is "false". (NOTE 1)
applds array(Applicationld) C |1..N Represents the Application ServiceExperien
Identifier(s) to which the ce
subscription applies. UeCommunicati
The absence of applds means |on
subscription to all applications.  |AbnormalBehavi
(NOTE 8) (NOTE 15) our
(NOTE 16) Dispersion
DnPerformance
PfdDeterminatio
n
E2eDataVolTra
nsTime
deviations array(Uinteger) O |1.N Each element indicates an EnQoSSustaina
acceptable deviation from the bility
threshold level included in
"ranUeThrouThds" attribute or
"gosFlowRetThds" attribute.
This attribute may only be
present if either the
"ranUeThrouThds" attribute or
"gosFlowRetThds" attribute is
provided.
dnns array(Dnn) C |1..N Represents the DNN(s) to which [ServiceExperien
the subscription applies. Each ce,
DNN is a full DNN with both the |AbnormalBehavi
Network Identifier and Operator |our
Identifier, or a DNN with the UeCommunicati
Network Identifier only. on
The absence of dnns means RedundantTran
subscription to all DNNs. smissionExp
(NOTE 8) (NOTE 17) DnPerformance
SMCCE
PfdDeterminatio
n
PduSesTraffic
E2eDataVolTra
nsTime
RelativeProximit
y
dnais array(Dnai) O [1..N Represents the Data Network ServiceExperien
Access ldentifier(s) of user ce
plane access to DN(s) which the |DnPerformance
subscription applies.
dataVITrnsTmRqgs |array(E2eDataVolTran |O |1..N Represents the E2E data E2eDataVolTra
sTimeReq) volume transfer time nsTime
requirements
event NwdafEvent M |1 Event that is subscribed.
extraReportReq EventReportingRequir O (0..1 The extra event reporting
ement requirement information.
ladnDnns array(Dnn) O [1.N LADN DNN(s) to indicate the UeMobilityExt
LADN service area(s) as the
Aol(s).
loadLevelThresho |integer Cc 0.1 Indicates that the NWDAF shall
Id report the corresponding
network slice load level to the
NF service consumer where the
load level of the network slice
identified by snssais is reached.
(NOTE 4)
May be included when
subscribed event is
"SLICE_LOAD_LEVEL".
Minimum = 0. Maximum = 100.
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matchingDir MatchingDirection O (0.1 A matching direction may be NfLoad,
provided alongside a threshold. |QoSSustainabili
If omitted, the default value is ty,
CROSSED. UserDataConge
stion,
NetworkPerform
ance,
NsiLoadExt
nfLoadLvIThds array(ThresholdLevel) [C [1..N Shall be supplied in order to NfLoad
start reporting when an average
load level is reached. (NOTE 4)
networkArea NetworkArealnfo C |0..1 Identification of network area to |ServiceExperien
which the subscription applies. |ce
The absence of "networkArea" |UeMobility
and "fineGranAreas" means UeCommunicati
subscription to all network on
areas. (NOTE 7, NOTE 8, QoSSustainabili
NOTE 20, NOTE 22) ty
AbnormalBehavi
our
UserDataConge
stion
NetworkPerform
ance
NsiLoadExt
NfLoadExt
Dispersion
RedundantTran
SmissionExp
WIlanPerforman
ce
DnPerformance
PduSesTraffic
E2eDataVolTra
nsTime
MovementBeha
viour
LocAccuracy
RelativeProximit
y
location GeolLocation Cc (0.1 A location (i.e. geographical LocAccuracy
location or location in local
coordinates) to which the
subscription applies. (NOTE 22)
temporalGranSize |DurationSec O (0.1 Indicates the minimum duration |NetworkPerform

anceExt_eNA
UeMobilityExt2_
eNA
UserDataConge
stionExt2_eNA
QoSSustainabili
tyExt_eNA
DispersionExt_e
NA
WilanPerfExt_e
NA
RedundantTran
SEXpExt_eNA
DnPerformance

Ext eNA
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spatialGranSizeT |Uinteger O |0..1 Indicates the maximum number |NetworkPerform
a of TAs used to define an area anceExt_eNA

for which the analytics are UeMobilityExt2_
provided. eNA
May be included when the UeCommunicati
"networkArea" attribute in the onExt_eNA
EventSubscription data type is  |QoSSustainabili
provided. tyExt_eNA
(NOTE 19) DispersionExt_e
NA
DnPerformance
Ext eNA
spatialGranSizeC |[Uinteger 0 |0..1 Indicates the maximum number |NetworkPerform
ell of cells used to define an area  [anceExt_eNA
for which the analytics are UeMobilityExt2_
provided. eNA
May be included when the UeCommunicati
"networkArea" attribute in the onExt_eNA
EventSubscription data type is  [QoSSustainabili
provided. tyExt_eNA
(NOTE 19) DispersionExt_e
NA
DnPerformance
Ext_eNA
fineGranAreas array(GeographicalAre |O |1..N Indicates the fine granularity ServiceExperien
a) areas to which the subscription |ceExt2_eNA
applies. (i.e. with a finer UeMobilityExt2_
granularity than cell). eNA
(NOTE 7, NOTE 20) QoSSustainabili
tyExt_eNA
MovementBeha
viour
visitedAreas array(NetworkArealnfo [O |1..N Indicates the visited network UeMobilityExt
) area(s) which the UEs had
previously been in at least one
of the Visited Area(s) of Interest.
(NOTE 10)
maxTopAppUINbr |Uinteger O |0..1 Indicates the requested UserDataConge
maximum number of top stionExt
applications that contribute the
most to the traffic in Uplink
direction. Minimum = 1.
May be included when one of
the elements in the
"listOfAnaSubsets" attribute is
setto LIST OF TOP_APP_UL.
maxTopAppDINbr |Uinteger O |0..1 Indicates the requested UserDataConge
maximum number of top stionExt
applications that contribute the
most to the traffic in Downlink
direction. Minimum = 1.
May be included when one of
the elements in the
"listOfAnaSubsets" attribute is
setto LIST OF TOP_APP _DL.
nflnstancelds array(Nflnstanceld) O |1.N Identification(s) of NF NfLoad
instance(s).
nfSetlds array(NfSetld) O |1.N Identification(s) of NF instance  [NfLoad
set(s).
nfTypes array(NFType) O |1.N Identification(s) of NF type(s). NfLoad
(NOTE 13) NsiLoadExt
notificationMethod |NotificationMethod O |0..1 Indicate the notification method.
(NOTE 2)
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nsildinfos

array(Nsildinfo)

o]

1..N

Each element identifies the S-
NSSAI and the optionally
associated network slice
instance(s).

May be included when
subscribed event is
"NSI_LOAD_LEVEL",
"SERVICE_EXPERIENCE" or
"DN_PERFORMANCE".
(NOTE 1)

ServiceExperien
ce

NsiLoad
DnPerformance

nsiLevelThrds

array(Uinteger)

Identifies the load threshold for
each S-NSSAI or S-NSSAI and
the optionally associated
network slice instance identified
by the "nsilds" attribute within
the "nsildInfos" attribute.
(NOTE 4)

Minimum = 0. Maximum = 100.

NsiLoad

qosRequ

QosRequirement

Indicates the QoS requirements.
It shall be included when
subscribed event is
"QOS_SUSTAINABILITY" or
"E2E_DATA_VOL_TRANS_TIM
E".

QoSSustainabili
ty
E2eDataVolTra
nsTime

gosFlowRetThds

array(RetainabilityThre

shold)

C

Represents the QoS flow
retainability thresholds. Shall be
supplied for the 5QI ("5qi" in
"gosRequ") or resource type
("resType" in "gosRequ") of
GBR resource type. (NOTE 4)

QoSSustainabili
ty

ranUeThrouThds

array(BitRate)

Represents the RAN UE
throughput thresholds.

Shall be supplied for the 5QlI
("5gi" in "qosRequ") or resource
type ("resType" in "qosRequ") of
non-GBR resource type.

(NOTE 4)

QoSSustainabili
ty

repetitionPeriod

DurationSec

Shall be supplied for notification
method "PERIODIC" by the
"notificationMethod" attribute.

snssais

array(Snssai)

Identification(s) of network
slice(s) to which the
subscription applies. (NOTE 1,
NOTE 8) (NOTE 17)

tgtUe

TargetUelnformation

Identifies target UE information.
(NOTE 3)

roamingInfo

RoamingInfo

Information about roaming
analytics. When this attribute is
provided, the request should
contain only attributes that are
applicable also in the
Nnwdaf_RoamingAnalytics
service.

RoamingAnalyti
cs

congThresholds

array(ThresholdLevel)

C

Represents the congestion
threshold levels. (NOTE 4)

UserDataConge
stion

nwPerfRequs

array(NetworkPerfReq

uirement)

C

Represents the network
performance requirements. This
attribute shall be included when
subscribed event is
"NETWORK_PERFORMANCE"

NetworkPerform
ance

bwRequs

array(BwRequirement)

)

Represents the bandwidth
requirement for each
application.

It may only be present if
"applds" attribute is provided.

ServiceExperien
ce
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This attribute shall be included
when subscribed event is
"PDU_SESSION_TRAFFIC".

excepRequs array(Exception) C Represents a list of Exception AbnormalBehavi
Ids with associated thresholds. |our
May only be present when
subscribed event is
"ABNORMAL_BEHAVIOUR".
(NOTE 5, NOTE 6, NOTE 8)
exptAnaType ExpectedAnalyticsTyp |C Represents expected UE AbnormalBehavi
e analytics type. our
It shall not be present if the
"excepRequs" attribute is
provided. (NOTE 6, NOTE 8)
exptUeBehav ExpectedUeBehaviour (O Represents expected UE AbnormalBehavi
Data behaviour. our
ratFreqs array(RatFreqInformati |O Identification(s) of the RAT ServiceExperien
on) type(s) and/or frequency(ies) of [ceExt
UE's serving cell(s) which the
subscription applies. (NOTE 9)
listOfAnaSubsets |array(AnalyticsSubset) |O The list of analytics subsets can |EneNA
be used to indicate the content
of the analytics.
disperReqs array(DispersionRequir |O Represents the dispersion Dispersion
ement) analytics requirements.
redTransReqs array(RedundantTrans |O Represents the redundant RedundantTran
missionExpReq) transmission experience SmissionExp
analytics requirements.
wlanReqs array(WlanPerformanc [O Represents other WLAN WlanPerforman
eReq) performance analytics ce
requirements. If the attribute
contains no content, may take
default handling action.
ueCommReqs array(UeCommReq) (0] Represents the UE UeCommunicati
communication requirements. onExt_eNA
This attribute may be included
when the subscribed event is
"UE_COMMUNICATION".
ueMobilityReqgs array(UeMobilityReq) |O Represents the UE mobility UeMobilityExt2_
requirements. This attribute may |eNA
be included when the
subscribed event is
"UE_MOBILITY".
upfinfo Upfinformation 0] Identifies the UPF. (NOTE 12)  [ServiceExperien
ceExt
DnPerformance
userDataConOrde |UserDataConOrderCrit |O The ordering criterion for the list |userDataConOr
rCri of User Data Congestion derCri
analytics. (NOTE 14)
appServerAddrs  |array(AddrFqgdn) C Each element represents the ServiceExperien
Application Server Instance (IP  [ceExt
address/FQDN of the DnPerformance
Application Server). (NOTE 11)
dnPerfReqs array(DnPerformanceR |O Represents the DN DnPerformance
eq) performance analytics
reguirements.
pduSesinfos array(PduSessioninfo) |C Represents combination of PDU [ServiceExperien
Session parameter(s). ceExt2_eNA
(NOTE 15)
useCaseCxt string (0] Indicates the context of usage ENAExt
of the analytics.
The value and format of this
parameter are not standardized.
pduSesTrafReqs |array(PduSesTrafficRe |C Represents the PDU Session PduSesTraffic
q) traffic analytics requirements.
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locAccReqs array(LocAccuracyReq |O |1..N Represents the Location LocAccuracy
) Accuracy analytics
requirements. This attribute may
only be included when the
subscribed event is
"LOC_ACCURACY".
locGranularity LocInfoGranularity O (0.1 The preferred granularity of UE  [ServiceExperien
location information. ceExt2_eNA
(NOTE 21) UeMobilityExt2_
eNA
DispersionExt_e
NA
MovementBeha
viour
locOrientation LocationOrientation O |0..1 Indicates the preferred MovementBeha
orientation of location viour
information. UeMobilityExt2_
eNA
accuReq AccuracyReq 0O |0..1 Represents the analytics AnalyticsAccura
accuracy requirement cy
information.
May be included as indication to
the NWDAF (containing an
AnLF supporting Accuracy
checking capability) to activate
checking the analytics accuracy
information of the event.
movBehavReqs array(MovBehavReq) |O |1..N Represents the Movement MovementBeha
Behaviour analytics viour
reguirements.
relProxReqs array(RelProxReq) O |1..N Represents the Relative RelativeProximit
Proximity analytics y
requirements.
pauseFlg boolean O (0.1 Pause analytics consumption AnalyticsAccura
flag applicable on analytics ID cy
level. Set to "true" to indicate
the NWDAF to stop including
analytics of this event type in its
notifications (without cancelling
the subscription), because the
accuracy level needs to be
increased.
Default value is "false" if
omitted.
This attribute may be present in
a update request message if the
"pauselnd" attribute was
provided in the notification.
resumeFlg boolean O (0.1 Resume analytics consumption |AnalyticsAccura
flag applicable on analytics ID cy
level. Set to "true" to indicate
the NWDAF to resume sending
the notifications of analytics
because the accuracy has been
improved.
Default value is "false" if
omitted.
This attribute may be present in
a update request message if the
"resumelnd” attribute was
provided in the notification.
feedback AnalyticsFeedbackinfo (O (0..1 Analytics feedback information. [AnalyticsAccura
It may only be provided in cy
requests to update an existing
analytics subscription for
predictions.
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NOTE 1: The "anySlice" attribute is not applicable to features "UeMobility" and "NetworkPerformance". The
"snssais" attribute is not applicable to features "ServiceExperience"”, "NsiLoad", "UeMobility" and
"NetworkPerformance". When subscribed event is "SLICE_LOAD_LEVEL", the identifications of
network slices, either information about slice(s) identified by "snssais", or "anySlice" set to "true" shall
be included. When subscribed event is "QOS_SUSTAINABILITY", "NF_LOAD", "UE_COMM",
"ABNORMAL_BEHAVIOUR", "USER_DATA_CONGESTION", "DISPERSION", "RED_TRANS_EXP",
"PDU_SESSION_TRAFFIC", "PFD_DETERMINATION" or "RELATIVE_PROXIMITY", the
identifications of network slices identified by "snssais" is optional. When subscribed event is
"NSI_LOAD_LEVEL", "SERVICE_EXPERIENCE" or "DN_PERFORMANCE", either the "nsildIinfos"
attribute or "anySlice" set to "true” shall be included.

NOTE 2: When notificationMethod is not supplied, the default value is "THRESHOLD".

NOTE 3: Applicability is further described in the corresponding data type. All target UE(S) indicated by this
attribute shall belong to the same PLMN. When the RoamingAnalytics feature is supported and the
target UE(s) indicated by this attribute belong to a PLMN different than the PLMN of the NF service
consumer, the request should contain only attributes that are applicable also in the
Nnwdaf_RoamingAnalytics service.

NOTE 4: This property shall be provided if the "notifMethod" in "evtReq" is set to "ON_EVENT_DETECTION" or
"notificationMethod" in "eventSubscriptions" is set to "THRESHOLD" or omitted.

NOTE 5: Only "excepld" and "excepLevel" within the Exception data type apply to the "excepRequs" attribute
within EventSubscription data type.

NOTE 6: Either "excepRequs" or "exptAnaType" shall be provided if subscribed event is
"ABNORMAL_BEHAVIOUR".

NOTE 7: For different events, the following rules apply:

- For "NETWORK_PERFORMANCE", "USER_DATA_CONGESTION" or "DN_PERFORMANCE"
event, the "networkArea" attribute shall be provided if the event applied for all UEs (i.e. "anyUe"
attribute set to true within the "tgtUe" attribute).

For "QOS_SUSTAINABILITY", at least one of "networkArea" and "fineGranAreas" attributes shall

be provided.

- For "E2E_DATA_VOL_TRANS_TIME" event, this attribute shall be provided if the event applied

for single UE or group of UEs.

For "SERVICE_EXPERIENCE" event, if the event applied for all UEs (i.e. "anyUe" attribute set to

true within the "tgtUe" attribute): at least one of "networkArea" or "fineGranAreas" attributes shall

be provided.

- For "MOVEMENT_BEHAVIOUR" event, at least one of the "networkArea" or "fineGranAreas"

attributes shall be provided.

NOTE 8: For "ABNORMAL_BEHAVIOUR" event with "anyUe" attribute in "tgtUe" attribute sets to true,

- atleast one of the "networkArea" and the "snssais" attribute should be included, if the expected
analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "excepRequs"
attribute is mobility related;

- atleast one of the "networkArea", "applds”, "dnns" and "snssais" attribute should be included, if
the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the
"excepRequs" attribute is communication related;

- the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via
"excepRequs" attribute shall not be requested for both mobility and communication related
analytics at the same time.

NOTE 9: If both the "allFreq" attribute and the "allRat" attribute are present within the RatFreqlinformation data
type, then only one instance of the RatFreqinformation data typeshall be present to indicate for all the
RAT type and all the Frequency values the NWDAF has received for the application.

NOTE 10: If this attribute is provided, the analytics target period shall be a past time period (i.e. only statistics is
supported).

NOTE 11: For service experience analytics, this parameter shall be provided when a consumer requires
analytics for an edge application over a UP path.

NOTE 12: For service experience analytics, this parameter may be provided when a consumer requires analytics
for an edge application over a UP path, and it is only needed when the target of the service
experience analytics is a specific UPF included in this UP path.

NOTE 13: When subscribed event is "NSI_LOAD_LEVEL" and the NsiLoadExt feature is supported, and the NF
service consumer provides the "nfTypes" attribute, then the NWDAF accounts only for the resource
usage of the NF types included in "nfTypes" to derive the output analytics. If the "nfTypes" attribute is
not provided, then NWDAF accounts for the resource usage of all NF types.

NOTE 14: If the the value of "userDataConOrderCri" attribute is "APPLICABLE_TIME_WINDOW", the
"ASCENDING" direction indicates that the list of User Data Congestion analytics are in chronological
order and the "DESCENDING" direction indicates that the list of User Data Congestion analytics are in
reverse chronological order.

NOTE 15: When the "pduSesinfos" attribute is provided, the associated "applds" attribute shall also be provided
for the NWDAF to be able to compute the service experience per application.

NOTE 16: When subscribed event is "PFD_DETERMINATION" and the PfdDetermination feature is supported,
the "applds" attribute shall be included.
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NOTE 17: When the subscribed event is "PDU_SESSION_TRAFFIC" and the PduSesTraffic feature is
supported, at least one of the "dnns" and/or "snssais" attributes as the route selection descriptor(s) for
the URSP rule shall be included.

NOTE 18: When this attribute is provided, the NWDAF shall provide the analytics per elementary time slot
accordingly.

NOTE 19: When this attribute is provided, the NWDAF shall provide the analytics per group of TAs or cells
accordingly.

NOTE 20: If both "networkArea" and "fineGranAreas" attributes are provided, the Area of Interest is interpreted
as the intersection area indicated by these two attributes.

NOTE 21: The "LON_AND_LAT_LEVEL" value of "locGranularity" attribute is not applicable to features
"DispersionExt_eNA". The "TA_LEVEL" or "CELL_LEVEL" value of "locGranularity" attribute is not
applicable to features "MovementBehaviour".

NOTE 22: When the subscribed event is "LOC_ACCURACY", only one of the "networkArea" attribute or
"location" attribute shall be included.

NOTE: Care needsto be taken to avoid excessive signaling.
5.1.6.2.4 Type NnwdafEventsSubscriptionNotification

Table 5.1.6.2.4-1: Definition of type NnwdafEventsSubscriptionNotification

Attribute name

Data type

P

Cardinality

Description

Applicability

eventNaotification
s

array(EventNotifi
cation)

Cc

1.N

Notifications about Individual
Events.
(NOTE 1)

subscriptionld

string

String identifying a subscription to
the Nnwdaf_EventsSubscription
service. (NOTE 2)

notifCorrld

string

Notification correlation identifier.

EneNA

oldSubscriptionld

string

Subscription ID which was
allocated by the source NWDAF.
This parameter shall be present if
the notification is for informing the
assignment of a new Subscription
Id by the target NWDAF in the
analytics transfer procedure.
(NOTE 1)

EneNA

resourceUri

Uri

The resource URI of the
Individual NWDAF Event
Subscription resource created by
the target NWDAF.

Shall be present when the target
NWDAF notifies a successful
analytics subscription transfer.
(NOTE 1) (NOTE 2)

EneNA

termCause

TermCause

A cause for which the NWDAF
will send no further notifications
for this subscription. Its presence
indicates that the NWDAF
requests the termination of the
subscription.

TermRequest

transEvents

array(NwdafEven

B

Indicates the successful
transferred subscription event(s)
for a partial successful analytics
subscription transfer.

It shall be supplied by the Target
NWDAF if not all the analytics
events in the subscription transfer
are accepted.

PartialAnalyticsSubT

ransfer

NOTE 2:

NOTE 1: Either "eventNotifications" attribute, or "resourceUri" and "oldSubscriptionld" attributes shall be provided.
It shall be the same as the last segment of the "resourceUri" attribute when the target NWDAF notifies
the consumer of the successful analytics subscription transfer.
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5.1.6.2.5 Type EventNotification

Table 5.1.6.2.5-1: Definition of type EventNotification
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Attribute name

Data type

Cardinality

Description

Applicability

event

NwdafEvent

1

Event that is notified.

start

DateTime

O|IZ| T

0.1

It defines the start time of which

the statistics analytics information
is applicable or predictions
analytics information is valid.
(NOTE 1) (NOTE 4)

E2eDataVolTransTi
me

1..N E2E data volume transfer time
information.

Shall be present if the subscribed
event is
"E2E_DATA_VOL_TRANS_TIME

(NOTE 5)

dataVITrnsTminf
os

array(E2eDataVo | C
ITransTimelnfo)

DateTime O |0..1 It defines the expiration time after
which the statistics analytics
information is not applicable or
predictions analytics information

is invalid. (NOTE 1) (NOTE 4)

expiry

timeStampGen DateTime C |0.1 It defines the timestamp of

analytics generation. (NOTE 3)

NwdafFailureCod | C ]0..1 Identifies the failure reason for EneNA
e the event notification.

It shall only be included if the
event notification is failed or the
analytics information is not ready.
(NOTE 2)

failNotifyCode

Indicate a recommended time EneNA
interval (in seconds) which is
used to determine the time when
analytics information is needed in
similar future event subscriptions.
It may only be included if the
"failNotifyCode" attribute sets to
"UNSATISFIED_REQUESTED_A
NALYTICS TIME".

Contains information about
analytics metadata required to
aggregate the analytics. It shall
be present if the "anaMeta"
attribute was included in the
subscription, containing the
information indicated by the
"anaMeta" attribute.

rvWaitTime DurationSec O |0..1

anaMetalnfo AnalyticsMetadat | C |0..1 Aggregation

alnfo

nwPerfs array(NetworkPer | C |1..N NetworkPerformance

fInfo)

The network performance
information.

Shall be present when subscribed
even is
"NETWORK_PERFORMANCE".
(NOTE 5)

The NF load level information. NfLoad
When subscribed event is
"NF_LOAD", the
nfLoadLevellnfos shall be
included.

(NOTE 5)

nfLoadLevellnfos |array(NfLoadLev | C |1..N

elinformation)

1..N Each element identifies the load NsiLoad
level information for each S-
NSSAI and the optionally
associated network slice
instance.

Shall be included when
subscribed event is
"NSI_LOAD_LEVEL".

(NOTE 5)

nsiLoadLevellnfo |array(NsiLoadLev | C
s elinfo)
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pfdDetermInfos

array(PfdDetermi
nationinfo)

Represents the PFD
Determination information for a
known application identifier.
Shall be included when
subscribed event is
"PFD_DETERMINATION".

PfdDetermination

(NOTE 5)
gosSustaininfos |array(QosSustain The QoS sustainability QoSSustainability
abilityInfo) information.

When subscribed event is
"QOS_SUSTAINABILITY", the
gosSustaininfos shall be

included.

(NOTE 5)
sliceLoadLevellnf [SliceLoadLevellnf The slices and the load level
0] ormation information.

When subscribed event is
"SLICE_LOAD_LEVEL", the
sliceLoadLevellnfo shall be
included.

(NOTE 5)

SVCExps

array(ServiceExp
eriencelnfo)

The service experience
information.

When subscribed event is
"SERVICE_EXPERIENCE", the
svcExps shall be included.
(NOTE 5)

ServiceExperience

ueComms

array(UeCommu
nication)

The UE communication
information.

When subscribed event is
"UE_COMMUNICATION", the
ueComms shall be included.
(NOTE 5)

UeCommunication

ueMobs

array(UeMobility)

The UE mobility information.
When subscribed event is
"UE_MOBILITY", the ueMobs
shall be included.

(NOTE 5)

UeMobility

abnorBehavrs

array(AbnormalB
ehaviour)

The Abnormal Behaviour
information.

When subscribed event is
"ABNORMAL_BEHAVIOUR", the
abnorBehavrs shall be included.
(NOTE 5)

AbnormalBehaviour

userDataConglinf
0s

array(UserDataC
ongestioninfo)

The location and user data
congestion information.

Shall be present if the subscribed
event is
"USER_DATA_CONGESTION".
(NOTE 5)

UserDataCongestion

dnPerfinfos

array(DnPerflnfo)

The DN performance information.
Shall be present if the subscribed
event is "DN_PERFORMANCE".
(NOTE 5)

DnPerformance

disperinfos

array(Dispersionl
nfo)

The Dispersion information.
When subscribed event is
"DISPERSION", the "disperinfos"
attribute shall be included.
(NOTE 5)

Dispersion

redTransinfos

array(Redundant
TransmissionExp
Info)

The redundant transmission
experience related information.
When subscribed event is
"RED_TRANS_EXP", the
"redTransInfos" attribute shall be
included.

(NOTE 5)

RedundantTransmis
sionExp
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wlanInfos

mancelnfo)

array(WlanPerfor

1..N

information.
When subscribed event is

included.
(NOTE 5)

The WLAN performance related

"WLAN_PERFORMANCE", the
"wlanInfos" attribute shall be

WIlanPerformance

smccExps

array(Smccelnfo)

1..N

The Session Management

information.

Shall be present when the
requested event is
"SM_CONGESTION".
(NOTE 5)

Congestion Control Experience

SMCCE

pduSesTrafinfos

ficnfo)

array(PduSesTraf

1..N

information.
When subscribed event is

be included.
(NOTE 5)

The PDU Session traffic related

"PDU_SESSION_TRAFFIC", the
"pduSesTraflnfos" attribute shall

PduSesTraffic

acculnfo

Accuracylnfo

0.1

The analytics accuracy
information.

accuracy requirement was

attribute is set to "false" or
omitted.

Shall be provided if the analytics

subscribed in the "accuReq"
attribute and the "cancelAcculnd”

AnalyticsAccuracy

cancelAcculnd

boolean

0.1

Indicates cancelled subscription
of the analytics accuracy
information.

Set to "true" indicates the
NWDAF cancelled subscription of
analytics accuracy information as
the NWDAF does not support the
accuracy checking capability.
Otherwise set to "false”. Default
value is "false" if omitted.

AnalyticsAccuracy

pauselnd

boolean

0.1

Pause analytics consumption
indication applicable on analytics
ID level. Set to "true" to indicate
the consumer to stop the
consumption of the analytics
because the accuracy level needs
to be increased.

Default value is "false" if omitted.

AnalyticsAccuracy

resumelnd

boolean

0.1

Resume analytics consumption
indication applicable on analytics
ID level. Set to "true" to indicate
the consumer to resume the
consumption of the analytics
because the accuracy has been
improved.

Default value is "false" if omitted.

AnalyticsAccuracy

movBehavinfos

array(MovBehavl
nfo)

1..N

The Movement Behaviour
information.

When subscribed event is
"MOVEMENT_BEHAVIOUR", the
"movBehavinfos" attribute shall
be included.

(NOTE 5)

MovementBehaviour

ETSI




3GPP TS 29.520 version 18.9.0 Release 18

149 ETSI TS 129 520 V18.9.0 (2025-03)

relProxinfos array(RelProxinfo | C |1..N The Relative Proximity RelativeProximity
) information.
When subscribed event is
"RELATIVE_PROXIMITY", the
"relProxInfos" attribute shall be
included.
(NOTE 5)
locAcclinfos array(LocAccurac | C |1..N The Location Accuracy related LocAccuracy
yInfo) information.
It shall be present when the
subscribed event is
"LOC_ACCURACY".
(NOTE 5)

NOTE 1: If the "start" attribute and the "expiry" attribute are both provided, the DateTime of the "expiry" attribute
shall not be earlier than the DateTime of the "start" attribute.

NOTE 2: The value of "PREDICTION_NOT_ALLOWED" and "BOTH_STAT_PRED_NOT_ALLOWED" of the
NwdafFailureCode data type is not applicable for the "failNotifyCode" attribute. The value of
"UNAVAILABLE_DATA" of the NwdafFailureCode data type is applicable for the the "failNotifyCode"
attribute only when the "StatisticsFailure" feature is supported.

NOTE 3: This attribute shall be included when ADRF is deployed.

NOTE 4: The validity period specified by "start" and "expiry" attributes is determined by NWDAF internal logic, and
is a subset of the analytics target period indicated by "startTs" and "endTs", or "offsetPeriod" attributes
contained in "extraReportReq" attribute of the subscription. If the analytics target period refers to the
past, the period specified by these two attributes indicate the time period over which the statistics are
applicable. If the analytics target period refers to the future, the period specified by these two attributes
indicate the time period over which the predictions are valid.

NOTE 5: If the AnalyticsAccuracy feature is supported and the notification is only for notifying about the accuracy
information of subscribed events, this attribute is not required to be included even if the respective event
was subscribed.

5.1.6.2.6 Type SliceLoadLevellnformation

Table 5.1.6.2.6-1: Definition of type SliceLoadLevellnformation

Attribute name Data type P | Cardinality Description Applicability
loadLevellnforma |LoadLevellnform (M |1 Load level information which
tion ation applies for each network slice
identified by snssais.
snssais array(Snssai) M [1..N Identification(s) of network slice to
which the subscription applies.
NOTE: The functionality of the Slice Load Level Information is a subset of the functionality of the NSI Load

Level Information, does not need to be used if the NsiL oadExt feature is supported, and is maintained

only for backwards compatibility purposes.
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5.1.6.2.7 Type EventReportingRequirement

Table 5.1.6.2.7-1: Definition of type EventReportingRequirement
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Attribute name

Data type

Cardinality

Description

Applicability

accuracy

Accuracy

0.1

Preferred level of accuracy of the
analytics. (NOTE 5)

accPerSubset

array(Accuracy)

1..N

Each element indicates the
preferred accuracy level per
analytics subset. It may be
present if the "listOfAnaSubsets"
attribute is present in the
subscription request (NOTE 4,
NOTE 5)

EneNA

startTs

DateTime

0.1

UTC time indicating the start time
of the observation period.

The absence of this attribute
means subscription at the present
time unless the "offsetPeriod"
attribute is included. (NOTE 3)

endTs

DateTime

0.1

UTC time indicating the end time
of the observation period.

If the start time is in the past, then
the absence of this attribute
means that the end time of the
subscription is at the present
time, unless the "offsetPeriod"
attribute is included.

If provided, it shall not be less
than the start time. (NOTE 3)

offsetPeriod

integer

0.1

Offset period in units of seconds
to the reporting time, if the value
is negative means statistics in the
past offset period, otherwise a
positive value means prediction in
the future offset period. May be
present if the "repPeriod" attribute
is included within the "evtReq"
attribute or the "repetitionPeriod"
attribute is included within the
EventSubscription type. (NOTE 3)

EneNA

sampRatio

SamplingRatio

Percentage of sampling
(1%...100%) among impacted
UEs.

Applicable to event targeting a
group of UEs or any UE.
(NOTE 1)

maxSupiNbr

Uinteger

Represents the maximum number
of SUPIs expected in an object.
Applicable for the event(s)
providing a list of SUPIs during
the analytics response.

maxObjectNbr

Uinteger

Maximum number of objects
expected for an analytics report.
It's only applicable for the
event(s) which may provide more
than one entries or objects during
event notification.

timeAnaNeeded

DateTime

UTC time indicating the time
when analytcs information is
needed.

EneNA

anaMeta

array(AnalyticsM
etadata)

List of analytics metadata that are
requested to be included.

Aggregation

anaMetalnd

AnalyticsMetadat
alndication

Contains values for the analytics
metadata that the NF service
consumer wants to be used for
generating the analytics.

Aggregation
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histAnaTimePeriod |TimeWindow O |0.1 The time period of historical EneNA

analytics indicates the start time

and end time during which the
historical analytics was
generated. If this attribute is
included, the NWDAF only needs
to provide the existing analytics,
and does not need to generate
new analytics.

NOTE 1: The "sampRatio" attribute within EventReportingRequirement data type is not applicable for the
Nnwdaf_EventsSubscription API.

NOTE 2: Void.

NOTE 3: When the "offsetPeriod" attribute is included, the "startTs" and "endTs" attributes shall not be included. If
the analytics target period is indicated either by providing a "startTs" attribute and an "endTs" attribute that
are equal, or by providing an "offsetPeriod" attribute equal to zero (which means there is no offset to the
periodic reporting time indicated by the "repPeriod" attribute or "repetitionPeriod" attribute), then this is a
request for analytics for a specific time of the same "startTs" attribute and "endTs" attribute or each specific
time periodically indicated by the "repPeriod" attribute , rather than for a time interval. If none of the
attributes "startTs", "endTs" and "offsetPeriod" is provided, the analytics target period starts at the present
time and there is no specified end time.

NOTE 4: If multiple accuracy entries are included, the order of the entries of the "accPerSubset" attribute
corresponds with the order of the entries of the "listOfAnaSubsets" attribute, i.e. the first entry of the
"accPerSubset" attribute holds the requested accuracy for the analytics subset that is indicated by the first
entry of the "listOfAnaSubsets" attribute, and so on.

NOTE 5: If both the "accuracy” attribute and "accPerSubset" attribute were provided in the request, the
"accPerSubset" attribute takes precedence over the "accuracy" attribute.
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5.1.6.2.8 Type TargetUelnformation

Table 5.1.6.2.8-1: Definition of type TargetUelnformation

Attribute name

Data type P

Cardinality

Description

Applicability

anyUe

boolean (0]

0.1

Identifies whether any UE is
applicable.

- Setto "true" if applicable for
any UE.

- Set to "false" if not applicable
for any UE.

- Default value is "false" if
omitted.
(NOTE 3)

ServiceExperience
NetworkPerformance
NfLoad
UserDataCongestion
AbnormalBehaviour
QoSSustainability
Dispersion
RedundantTransmissi
onExp
WIlanPerformance
DnPerformance
PduSesTraffic
MovementBehaviour

supis

array(Supi) (0]

1.N

Each element represents a SUPI
for a UE.
(NOTE 2)

UeMobility
UeCommunication
NetworkPerformance
AbnormalBehaviour
UserDataCongestion
NfLoad
ServiceExperience
Dispersion
RedundantTransmissi
onExp
WIlanPerformance
SMCCE
DnPerformance
PduSesTraffic
RelativeProximity
E2eDataVolTransTim
e

gpsis

array(Gpsi) (0]

1..N

Each element represents a GPSI
for a UE.
(NOTE 2)

UserDataCongestion
Ext

DnPerformance
E2eDataVolTransTim
e

intGrouplds

array(Groupld) (0]

1.N

Each element represents an
internal group identifier and
identifies a group of UEs.
(NOTE 2)

UeMobility
UeCommunication
NetworkPerformance
AbnormalBehaviour
ServiceExperience
Dispersion
RedundantTransmissi
onExp
WIlanPerformance
DnPerformance
PduSesTraffic
RelativeProximity

NOTE 1:

NOTE 2:

For an applicable feature or UserDataCongestion and UserDataCongestionExt features are both applicable,
only one attribute identifying the target UE shall be provided. If only the "anyUe” attribute is provided, shall

set the attribute value as "true".

Only one element in the attribute shall be provided for the applicable events except the
"SERVICE_EXPERIENCE" event, the "DISPERSION" event and/or the "SM_CONGESTION" event.

Dispersion Class.

NOTE 3: For feature "Dispersion", any UE is only supported in combination with S-NSSAI, Area of Interest and/or
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5.1.6.2.9 Void
5.1.6.2.10 Type UeMobility

Table 5.1.6.2.10-1: Definition of type UeMobility

Attribute name

Data type

Cardinality

Description

Applicability

ts

DateTime

0.1

This attribute identifies the
timestamp when the UE arrives
the location. (NOTE 1)

recurringTime

ScheduledComm
unicationTime

0.1

Identifies time of the day and day
of the week which are valid within
the observation period when the
UE moves. (NOTE 1, NOTE 2)

duration

DurationSec

This attribute identifies the time
duration the UE stays in the
location.

If the analytics result applies for a
group of UEs, it indicates the
average duration for the group of
UEs.

(NOTE 3)

durationVariance

Float

0.1

This attribute indicates the
variance of the analysed
durations for the group of UEs. It
shall be provided if the analytics
result applies for a group of UEs.

locinfos

array(LocationInf
0)

1..N

This attribute includes a list of UE
location information during the
time duration.

(NOTE 4)

directioninfos

array(DirectionInf
0)

1..N

This attribute includes a list of UE
direction information. Shall be
present if one of the elements in
the "listOfAnaSubsets" attribute in
the request was set to

"UE DIRECTION".

UeMobilityExt_AIML

NOTE 1:
NOTE 2:

Either "ts" or "recurringTime" shall be provided.
If this attribute is present, it indicates the UE movement is periodic. This attribute is suitable to be present

for a recurring mobility in a long observation time.

NOTE 3:

If the "temporalGranSize" attribute is provided in the request, the duration indicated by the "duration”

attribute shall be greater than or equal to the value of the "temporalGranSize" attribute.

NOTE 4:

If the "spatialGranSizeTa" and/or "spatialGranSizeCell" attributes are provided in the request, the number of

TAs or cells contained in "arealnfo" attribute shall be smaller than or equal to the values of the
"spatialGranSizeTa" and/or "spatialGranSizeCell" attributes.
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Table 5.1.6.2.11-1: Definition of type LocationInfo

Attribute name

Data type

P

Cardinality

Description

Applicability

loc

UserLocation

M

1

This attribute contains the
detailed location, the
uelLocationTimestamp attribute in
the 3GPP access type of
UserLocation data type shall not
be provided.

(NOTE 3)

geoloc

GeographicalAre
a

C

0.1

This attribute contains the
geographical location in a fine
granularity (e.g. smaller than a
cell).

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute in the
request was set to
"USER_LOCATION".

(NOTE 2) (NOTE 3)

UeMobilityExt2_eNA
ServiceExperienceE
xt2_eNA

ratio

SamplingRatio

C

0.1

This attribute contains the
percentage of UEs with same
analytics result in the group.
Shall be present if the analytics
result applies for a group of UEs.

confidence

Uinteger

0.1

Indicates the confidence of the
prediction. (NOTE 1)
Shall be present if the analytics
result is a prediction.
Minimum = 0. Maximum = 100.

geoDistrinfos

array(GeoDistrib
utionInfo)

C

1..N

Indicates the geographical
distribution of the UEs that may
be selected by the AF for
application service. Shall be
present if one of the elements in
the "listOfAnaSubsets" attribute in
the request was set to

"UE_GEOG DIST".

UeMobilityExt_AIML

distThreshold

Uinteger

Indicates the linear distance
threshold which has been
reached. This attribute will be
provided only if more than one
thresholds were provided in
"distThresholds" attribute
contained in UeMobilityReq data

type and the target is a single UE.

UeMobilityExt2_eNA

NOTE 1:

NOTE 2:

If the requested period identified by the "startTs" and "endTs" attributes in the
"EventReportingRequirement" type is a future time period, which means the analytics result is a prediction.
If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the
NWDAF shall return a zero confidence.
When possible and applicable to the access type, the UE location is provided according to the preferred
granularity subscribed or requested in the "locGranularity" attribute.

NOTE 3: When the "geoLoc" attribute is present, the "loc" attribute shall be ignored.
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5.1.6.2.12 Void

5.1.6.2.13 Type UeCommunication

Table 5.1.6.2.13-1: Definition of type UeCommunication
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Attribute name

Data type

Cardinality

Description

Applicability

commDur

DurationSec

1

Identifies the duration of the
communication.

If the analytics result applies for a
group of UEs, it indicates the
average duration for the subset of
UEs indicated by a given ratio in
the group.

commbDurVariance

Float

This attribute indicates the
variance of the analysed
durations for the subset of UEs
indicated by a given ratio in the
group. It shall be provided if the
analytics result applies for a
group of UEs.

perioTime

DurationSec

Identifies interval time of periodic
communication, e.g. every 10
minutes or 1 hour. (NOTE 2)

If the analytics result applies for a
group of UEs, it indicates the
average interval time of periodic
communication for the subset of
UEs indicated by a given ratio in
the group.

perioTimeVariance

Float

This attribute indicates the
variance of the analysed intervals
of periodic communication for the
subset of UEs indicated by a
given ratio in the group. It shall
be provided if the analytics result
applies for a group of UEs.

ts

DateTime

Identifies the start time of the
communication. (NOTE 1)

tsVariance

Float

This attribute indicates the
variance of the analysed start
time for the subset of UEs
indicated by a given ratio in the
group. It may only be provided if
the ts attribute is provided.

recurringTime

ScheduledComm
unicationTime

Identifies time of the day and day
of the week which are valid within
the observation period when the
UE has communication.
Providing the end time in
ScheduledCommunicationTime
data type is not required.

(NOTE 1, NOTE 3)

trafChar

TrafficCharacteriz
ation

Identifies the detailed traffic
characterization.

ratio

SamplingRatio

This attribute contains the
percentage of UEs with same
analytics result in the group.
Shall be present if the analytics
result applies for a group of UEs.

perioCommind

boolean

This attribute indicates whether
the UE communicates
periodically or not.

Set to "true" to indicate the UE
communicates periodically, set to
"false" to indicate the UE does
not communicate periodically.
Default value is "false" if omitted.

UeCommunicationE

xt

confidence

Uinteger

Indicates the confidence of the
prediction. (NOTE 4)
Shall be present if the analytics
result is a prediction.
Minimum = 0. Maximum = 100.
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anaOfAppList AppListForUeCo | C [0..1 Represents the analytics of the UeCommunicationE

mm application list used by UE. xt
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set to

APP _LIST FOR_UE_COMM.

sesslnactTimer SesslnactTimerF | C |0..1 Represents the N4 Session UeCommunicationE

orUeComm inactivity timer. xt
Shall be present only if one of the
elements in the
"listOfAnaSubsets" attribute was
setto
N4_SESS_INACT_TIMER_FOR_
UE_COMM and the identified NF
service consumer is an SMF.
(NOTE 5)

NOTE 1:
NOTE 2:

NOTE 3:

NOTE 4:

NOTE 5:

Either "ts" or "recurringTime" shall be provided.

If this attribute is present, it indicates the communication is periodic and its value shall be larger than the
commDur value. If this attribute is present with the ts attribute, it indicates the periodic communication time
valid within the observation period; if it is present with the recurringTime attribute, it indicates the periodic
communication time valid within the day(s).

If this attribute is present, it indicates the communication is periodic. This attribute is suitable to be present
for a recurring communication in a long observation time.

If the requested period identified by the "startTs" and "endTs" attributes in the EventReportingRequirement
type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected
to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero
confidence.

This attribute shall not be provided if the NWDAF does not know the NF service consumer type or if the
NWDAF knows that the NF service consumer is not an SMF.
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Table 5.1.6.2.14-1: Definition of type TrafficCharacterization

Attribute name

Data type

P

Cardinality

Description

Applicability

appld

Applicationld

O

0.1

Contains the application
identifier.

dnn

Dnn

o

0.1

Identifies DNN, a full DNN with
both the Network Identifier and
Operator Identifier, or a DNN with
the Network Identifier only.

Shall be present if the "dnns" was
provided within
EventSubscription during the
subscription for event notification
procedure.

snssai

Snssai

Identifies the network slice.

Shall be present if the "snssais"
was provided within
EventSubscription during the
subscription for event notification
procedure.

fDescs

array(IpEthFlowD
escription)

Contains the flow description for
the Uplink and/or Downlink flows.

ulVol

Volume

Identifies the uplink traffic
volume. (NOTE)

If the analytics result applies for a
group of UEs, it indicates the
average uplink traffic volume for
the subset of UEs indicated by a
given ratio in the group.

ulVolVariance

Float

This attribute indicates the
variance of the uplink traffic
volumes for the subset of UEs
indicated by a given ratio in the
group. It shall be provided if the
analytics result applies for a
group of UEs.

divol

Volume

Identifies the downlink traffic
volume. (NOTE)

If the analytics result applies for a
group of UEs, it indicates the
average downlink traffic volume
for the subset of UEs indicated by
a given ratio in the group.

dIVolVariance

Float

This attribute indicates the
variance of the downlink traffic
volumes for the subset of UEs
indicated by a given ratio in the
group. It shall be provided if the
analytics result applies for a
group of UEs.

NOTE: At least one of "ulVol" or "dIVol"

shall be provided.
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Table 5.1.6.2.15-1: Definition of type AbnormalBehaviour

Attribute name

Data type

P

Cardinality

Description

Applicability

supis

array(Supi)

Cc

1.N

Each element identifies a UE
which is affected with the
Exception.

Shall be present if the
subscription request applies to
more than one UE.

dnn

Dnn

0.1

Identifies DNN, a full DNN with
both the Network Identifier and
Operator Identifier, or a DNN with
the Network Identifier only.

Shall be present if the "dnns" was
provided within
EventSubscription during the
subscription for event notification
procedure.

excep

Exception

Contains the exception
information.

snssai

Snssai

0.1

Identifies the network slice
information.

Shall be present if the "snssais"
was provided within
EventSubscription during the
subscription for event notification
procedure.

ratio

SamplingRatio

0.1

Contains the percentage of UEs
with same analytics result in the
group or among all UEs.

Shall be present if the analytics

result applies for a group of UEs
or any UE.

confidence

Uinteger

0.1

Indicates the confidence of the
prediction. (NOTE)

Shall be present if the analytics
result is a prediction.

Minimum = 0. Maximum = 100.

addtMeasiInfo

AdditionalMeasur
ement

o

0.1

Additional measurement.

NOTE: If the requested period identified by the "startTs" and "endTs" attributes in the "EventReportingRequirement"
type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected
to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero
confidence.

5.1.6.2.16 Type Exception

Table 5.1.6.2.16-1: Definition of type Exception

Attribute name Data type P | Cardinality Description Applicability
excepld Exceptionld M |1 Indicating the Exception ID.
exceplLevel integer O (0.1 Measured level, compared to the
threshold
excepTrend ExceptionTrend O [0.1 Measured trend
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5.1.6.2.17 Type UserDataCongestioninfo

Table 5.1.6.2.17-1: Definition of type UserDataCongestioninfo

Attribute name Data type P | Cardinality Description Applicability
networkArea NetworkArealnfo | M |1 Identification of network area to
which the subscription applies.
congestioninfo Congestioninfo M |1 The congestion information of the
specific location.

snssai Snssai C |0.1 Identifies an S-NSSAI.

Shall be present if the "snssais"
was provided within
EventSubscription during the
subscription for event natification
procedure.
5.1.6.2.18 Type Congestioninfo
Table 5.1.6.2.18-1: Definition of type Congestioninfo
Attribute name Data type P | Cardinality Description Applicability
congType CongestionType M (1 Identification congestion analytics

type.

timelntev TimeWindow M |1 Represents the start time and the

stop time to which requested for
the congestion information
applies.

(NOTE 2)

nsi ThresholdLevel M |1 Network Status Indication.

confidence Uinteger C |0..1 Indicates the confidence of the
prediction. (NOTE 1)
Shall be present if the analytics
result is a prediction.
Minimum = 0. Maximum = 100.

topAppListUI array(TopApplicat | C |1..N List of top applications in Uplink.  [UserDataCongestion

ion) Shall be present if one of the Ext
elements in the
"listOfAnaSubsets" attribute was
setto LIST OF TOP_APP UL.
topAppListDI array(TopApplicat | C |1..N List of top applications in UserDataCongestion
ion) Downlink. Shall be present if one [Ext
of the elements in the
"listOfAnaSubsets" attribute was
setto LIST OF TOP_APP DL.

NOTE 1: If the requested period identified by the "startTs" and "endTs" attributes in the EventReportingRequirement
type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected
to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero
confidence.

NOTE 2: If the "temporalGranSize" attribute is provided in the request, the duration indicated by the "timelntev"
attribute shall be greater than or equal to the value of the "temporalGranSize" attribute.
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Attribute name Data type P | Cardinality Description Applicability
arealnfo NetworkArealnfo | M |1 Identification(s) of applicable
location areas to which the
subscription.
(NOTE 4)
fineArealnfos array(Geographic | O |1..N This attribute contains the QoSSustainabilityE
alArea) geographical locations in a fine xt_eNA
granularity (e.g. smaller than a cell).
May be provided when the
"fineGranAreas" attribute is
provided in the request.
startTs DateTime M (1 Represents the start time of the
applicable observing period.
(NOTE 3)
endTs DateTime M |1 Represents the end time of the
applicable observing period.
(NOTE 3)
gosFlowRetThd |RetainabilityThre | C |0..1 The reporting QoS Flow
shold Retainability Threshold that are met
or crossed for 5QI of GBR resource
type.
(NOTE 1)
ranUeThrouThd |BitRate Cc |0..1 The reporting RAN UE Throughput
Threshold that are met or crossed
for 5QI of non-GBR resource type.
(NOTE 1)
snssai Snssai Cc (0.1 Identifies an S-NSSAI.
Shall be present if the "snssais"
was provided within
EventSubscription during the
subscription for event notification
procedure.
confidence Uinteger C |0.1 Indicates the confidence of the
prediction. (NOTE 2)
Shall be present if the analytics
result is a prediction.
Minimum = 0. Maximum = 100.
NOTE 1: Either "qosFlowRetThd" or "ranUeThrouThd" attribute shall be provided.
NOTE 2: If the requested period identified by the "startTs" and "endTs" attributes in the
EventReportingRequirement type is a future time period, which means the analytics result is a prediction.
If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the
NWDAF shall return a zero confidence.
NOTE 3: If the "temporalGranSize" attribute is provided in the request, the duration indicated by the "startTs" and
"endTs" attributes shall be greater than or equal to the value of the "temporalGranSize" attribute.
NOTE 4: If the "spatialGranSizeTa" and/or "spatialGranSizeCell" attributes are provided in the request, the

number of TAs or cells contained in "arealnfo" attribute shall be smaller than or equal to the values of the
"spatialGranSizeTa" and/or "spatialGranSizeCell" attributes.
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5.1.6.2.20 Type QosRequirement

Table 5.1.6.2.20-1: Definition of type QosRequirement

Attribute
name

Data type

P

Cardinality

Description

Applicability

5qi

5Qi

C

0.1

Represents a 5G QoS Identifier.
It shall be included for
standardized or preconfigured
5QIs. (NOTE)

gfbrul

BitRate

0.1

Indicates GFBR in the uplink.
It shall be included for GBR

5QlIs.

gfbrDI

BitRate

0.1

Indicates GFBR in the downlink.
It shall be included for GBR
5Qls.

resType

QosResourceType

0.1

Resource type.

Shall be provided for the non-
standardized and non-
preconfigured QoS
characteristics. (NOTE)

pdb

PacketDelBudget

0.1

Packet Delay Budget.

May be supplied for the non-
standardized and non-pre-
configured QoS characteristics.

per

PacketErrRate

0.1

Packet Error Rate.

May be supplied for the non-
standardized and non-pre-
configured QoS characteristics.

deviceSpeed

VelocityEstimate

o]

0.1

Velocity Estimate.

QoSSustainabilityExt_eNA

deviceType

DeviceType

o]

0.1

The device type.

QoSSustainabilityExt_eNA

NOTE:

Either 5QI within "5qgi" attribute or the resource type within "resType" attribute shall be provided.

5.1.6.2.21

Type RetainabilityThreshold

Table 5.1.6.2.21-1: Definition of type RetainabilityThreshold

Attribute name

Data type P

Cardinality

Description

Applicability

relFlowNum

Uinteger C

0.1

Represents the number of
abnormally released QoS
flows. (NOTE)

relTimeUnit

TimeUnit C

0.1

Represents the unit for the
session active time, shall
be present if relFlowNum
is present. (NOTE)

relFlowRatio

SamplingRatio C

Represents the ratio of
abnormally released QoS
flows to the total released
QoS flows, expressed in
percentage. (NOTE)

NOTE:

Either "relFlowNum" and its associated "relTimeUnit" attributes or "relFlowRatio" attributes shall be
provided. The "relFlowNum" and "relTimeUnit" attributes together represents the number of abnormally
released QoS flows (i.e. relFlowNum) within the time unit (i.e. relTimeUnit).
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Attribute name Data type P | Cardinality Description Applicability
nwPerfType NetworkPerfTyp |M 1 The type of the network performance.
e
relativeRatio SamplingRatio C 0.1 The relative ratio expressed in
percentage. (NOTE 1)
absoluteNum Uinteger C 0.1 The absolute number (NOTE 1)
orderCriterion NetworkPerfOrd | O 0.1 The ordering criterion for the list of NetworkPerform
erCriterion network performance analytics. anceExt_eNA
(NOTE 2)
rscUsgReq ResourceUsage | O 0.1 Indicates more requirements when NetworkPerform
Requirement providing resource usage information anceExt_AIML
for the network performance type
indicated by the "nwPerfType" attribute.
(NOTE 3)

NOTE 1: Either "relativeRatio" or "absoluteNum" shall be provided if the "notifMethod" in "evtReq" is set to
"ON_EVENT_DETECTION" or "notificationMethod" in "eventSubscriptions" is set to "THRESHOLD" or
omitted.

NOTE 2:
NOTE 3:

"GNB_RSC_USAGE_DELAY CRIT GBR TRAFFIC".

The "CROSSED" value in "MatchingDirection" date type is not applicable for this attribute.
The "rscUsgReq" value is only applicable when the "nwPerfType" attribute is set to
"GNB_RSC_USAGE_OVERALL_TRAFFIC", "GNB_RSC_USAGE_GBR_TRAFFIC" or
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5.1.6.2.23 Type NetworkPerfinfo

Table 5.1.6.2.23-1: Definition of type NetworkPerfinfo

Attribute name Data type P | Cardinality Description Applicability
networkArea NetworkArealnf | M 1 Identification of network area to which
o] the subscription applies.
(NOTE 5)
nwPerfType NetworkPerfTyp |M 1 The type of the network performance
e
anaPeriod TimeWindow (0] 0.1 Indicates the analytics target period NetworkPerform

subset within the requested analytics anceExt_eNA
target period.

(NOTE 4)
relativeRatio SamplingRatio C 0.1 The reported relative ratio expressed in
percentage. (NOTE 1)
absoluteNum Uinteger C 0.1 The reported absolute number
(NOTE 1)
rscUsgReq ResourceUsage |[O 0.1 Indicates more information when NetworkPerform
Requirement providing resource usage information anceExt_AIML

for the network performance type

indicated by the "nwPerfType" attribute.

(NOTE 3)

confidence Uinteger C 0.1 Indicates the confidence of the

prediction. (NOTE 2)

Shall be present if the analytics result is

a prediction.

Minimum = 0. Maximum = 100.

NOTE 1: Either "relativeRatio" or "absoluteNum" shall be provided.

NOTE 2: If the requested period identified by the "startTs" and "endTs" attributes in the
EventReportingRequirement type is a future time period, which means the analytics result is a prediction.
If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the
NWDAF shall return a zero confidence.

NOTE 3: The "rscUsgReq" value is only applicable when the "nwPerfType" attribute is set to
"GNB_RSC_USAGE_OVERALL_TRAFFIC", "GNB_RSC_USAGE_GBR_TRAFFIC" or
"GNB_RSC_USAGE_DELAY_CRIT_GBR_TRAFFIC".

NOTE 4: If the "temporalGranSize" attribute is provided in the request, the duration indicated by the "anaPeriod"
attribute shall be greater than or equal to the value of the "temporalGranSize" attribute.

NOTE 5: If the "spatialGranSizeTa" and/or "spatialGranSizeCell" attributes are provided in the request, the
number of TAs or cells contained in "networkArea" attribute shall be smaller than or equal to the values
of the "spatialGranSizeTa" and/or "spatialGranSizeCell" attributes.
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5.1.6.2.24 Type ServiceExperiencelnfo

Table 5.1.6.2.24-1: Definition of type ServiceExperiencelnfo
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Attribute name Data type
svcExprc SvcExperience
svcExprcVariance |Float

Cardinality Description Applicability
1 Service experience

0.1 This attribute indicates
the variance .

1..N Each element identifies a
UE.

May only be present if the
subscription request
applies to more than one
UE. (NOTE 3)

snssai Snssai C 0.1 Identifies an S-NSSAI.
Shall be presented if the
"snssais" was provided
within EventSubscription
during the subscription for
event notification
procedure.

appld Applicationld C |0..1 Identifies an application.
Shall be present if the
"applds" was provided
within EventSubscription
during the subscription for
event notification
procedure.

SrvExpcType ServiceExperienceType |O |0..1 Indicates the type of ServiceExperienceExt
Service Experience
analytics.

uelLocs array(LocationInfo) C |1.N This attribute includes a  |ServiceExperienceExt
list of UE location
information during the
time duration.

Shall be present if one of
the elements in the
"listOfAnaSubsets”
attribute was set to
UE_LOCATION.

(NOTE 2)

upfinfo Upflnformation Cc |0..1 Represents the ServiceExperienceExt
information of the UPF
serving the UE.

Shall be present only if
the "upfinfo” attribute was
provided in the request or
subscription and the NF
service consumer is
identified as not an AF or
a NEF. (NOTE 4)

dnai Dnai C [0..1 Indicates the DN Access |ServiceExperienceExt
Identifier representing
location of the service
flow. Shall be present if
the "dnais" attribute was
provided in the request or
subscription.

Ol OZ|™T

supis array(Supi)

appServerlnst AddrFqdn C [0.1 Represents the ServiceExperienceExt
Application Server
Instance (IP address or
FQDN of the Application
Server).

Shall be present if the
"appServerAddrs"
attribute was provided in
the request or
subscription.
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confidence Uinteger Cc |0..1 Indicates the confidence
of the prediction.

(NOTE 1)

Shall be present if the
analytics resultis a

prediction.
Minimum = 0. Maximum =
100.

dnn Dnn Cc |0.1 Identifies DNN, a full

DNN with both the
Network Identifier and
Operator Identifier, or a
DNN with the Network
Identifier only.

Shall be present if the
"dnns" was provided
within EventSubscription
during the subscription for
event notification
procedure.

networkArea NetworkArealnfo C (0.1 Identifies the network
area where the service
experience applies. Shall
be presented if the
"networkArea" was
provided within
EventSubscription during
the subscription for event
notification procedure.
nsild Nsild C |0..1 Identifies a network slice
instance which is
associated with the S-
NSSAI identified by the
"snssai" attribute.

Shall be presented if the
"nsilds" was provided
within the Nsildinfo data
in the EventSubscription
data during the
subscription.

ratio SamplingRatio C [0.1 Contains the percentage
of UEs with same
analytics result in the
group or among all UEs.
Shall be present if the
analytics result applies for
a group of UEs or any
UE. (NOTE 3)

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 169 ETSI TS 129 520 V18.9.0 (2025-03)

ratFreq RatFregInformation C (0.1 Identification of the RAT  |ServiceExperienceExt
type(s) and/or
frequency(ies) of UE's
serving cell(s) which the
service experience
applies.

Shall be present if the
"ratFregs" was provided
in the EventSubscription
data during the
subscription.

When "allRat" and/or
"allFreq" are included in
the subscription, the
NWDAF provides an
instance of the
Application service
experience per
combination of RAT
Type(s) and/or Frequency
value(s) having the same
Service Experience.
pduSesinfo PduSessioninfo C [0..1 Represents the PDU ServiceExperienceExt2_eNA
Session parameters.
Shall be present if the
"pduSesinfos" attribute
was provided in the
EventSubscription data
type during the
subscription.

NOTE 1: If the requested period identified by the "startTs" and "endTs" attributes in the "EventReportingRequirement"
type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected
to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero
confidence.

NOTE 2: The "ueLocs" attribute shall only be included if the consumer analytics request is for a single UE or a list of
UEs. Inclusion of such UE location requires user consent during the UE location data collection.

NOTE 3: The SUPI list and Ratio in the service experience information for an application may be omitted if the
reported service experience information is provided and is assigned with the same value(s) for the slice
instance which the application belongs to. Otherwise, the SUPI list and Ratio shall be provided for an
application service experience.

NOTE 4: This attribute shall not be provided if the NWDAF does not know the NF service consumer type or if the
NWDAF knows that the NF service consumer is an AF or a NEF.

5.1.6.2.25 Type BwRequirement

Table 5.1.6.2.25-1: Definition of type BwRequirement

Attribute name Data type P [Cardinality Description Applicability
appld Applicationld M |1 Represents an application.
(NOTE)
marBwUI BitRate O 0.1 Maximum requested bandwidth
for the Uplink.
marBwDI BitRate O |[0..1 Maximum requested bandwidth
for the Downlink.
mirBwUI BitRate O 0.1 Minimum requested bandwidth
for the Uplink.
mirBwDI BitRate O |[0..1 Minimum requested bandwidth
for the Downlink.
NOTE: If the "applds" attribute is provided within EventSubscription data, this attribute shall be indicated by the
"applds" attribute.
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Table 5.1.6.2.26-1: Definition of type AdditionalMeasurement

Attribute name

Data type

P

Cardinality

Description

Applicability

unexplLoc

NetworkArealnfo

C

0.1

The unexpected locations which the
UE stays.

It may only be present when the
"excepld" within the Exception data
sets to

"UNEXPECTED UE_LOCATION"

unexpFlowTeps

array(IpEthFlowDe
scription)

1..N

Unexpected IP or Ethernet flow
templates.

It may only be present when the
"excepld" within the Exception data
sets to
"UNEXPECTED_LONG_LIVE_FLO
W" or
"UNEXPECTED_LARGE_RATE_FL
ow".

unexpWakes

array(DateTime)

1..N

Unexpected wake up times.

It may only be present when the
"excepld" within the Exception data
sets to "UNEXPECTED WAKEUP".

ddosAttack

AddressList

0.1

Victim's address list.

It may only be present when the
"excepld" within the Exception data
sets to

"SUSPICION_OF DDOS_ATTACK".

wrgDest

AddressList

0.1

Wrong destination address list.

It may only be present when the
"excepld" within the Exception data
sets to
"WRONG_DESTINATION_ADDRES
5"

circums

array(Circumstanc
eDescription)

1..N

The description of circumstances.

It may only be present when the
"excepld" within the Exception data
sets to
"TOO_FREQUENT_SERVICE_ACC
ESS",
"UNEXPECTED_RADIO_LINK_FAIL
URES" or

"PING_PONG_ACROSS CELLS".

5.1.6.2.27

Type IpEthFlowDescription

Table 5.1.6.2.27-1: Definition

of type FlowDescription

Attribute name

Data type

P

Cardinality

Description

Applicability

ipTrafficFilter

FlowDescription

C

0.1

Identifies IP packet filter.(NOTE)

ethTrafficFilter

EthFlowDescripti
on

Cc

0.1

Identifies Ethernet packet
filter.(NOTE)

NOTE:

Either "ipTrafficFilter" or "ethTrafficFilter" shall be provided.
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Table 5.1.6.2.28-1: Definition of type AddressList

Attribute name Data type P | Cardinality Description Applicability
ipv4Addrs array(Ipv4Addr) O |[1.N Each element identifies an IPv4
address.
ipv6Addrs array(Ipv6Addr) O [1.N Each element identifies an IPv6
address.
NOTE: At least one of "ipv4Addrs" or "ipv6Addrs" shall be provided.
5.1.6.2.29 Type CircumstanceDescription
Table 5.1.6.2.29-1: Definition of type CircumstanceDescription
Attribute name Data type P | Cardinality Description Applicability
freq Float O |0.1 Communication frequency of the UE
in units of MHz.
tm DateTime O [0.1 Time when UE enters the location.
NetworkArealnfo C |0..1 The location of the UE.
It shall be present when the
"excepld" within the Exception data
locArea sets to
"UNEXPECTED_RADIO_LINK_FAIL
URES" or
"PING_PONG_ACROSS CELLS".
Volume C |0..1 The traffic volume.
It shall be present when the
"excepld" within the Exception data
vol sets to
"TOO_FREQUENT_SERVICE_ACC
ESS" or
"UNEXPECTED_LARGE_RATE_FL
ow ".
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5.1.6.2.30 Type ThresholdLevel

Table 5.1.6.2.30 -1: Definition of type ThresholdLevel
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Attribute name Data type P |Cardinality Description Applicability
congLevel integer C (0.1 Value of Congestion that UserDataCongestion
triggers notification. (NOTE 1)
nfLoadLevel integer C (0.1 Value of NF Load that triggers |NfLoad

notification. (NOTE 2)
Minimum = 0. Maximum =
100.

nfCpuUsage integer C |0..1 Value of NF CPU Usage that |NfLoad
triggers notification. (NOTE 2)
Minimum = 0. Maximum =
100.

nfMemoryUsage integer C |0.1 Average usage of memory NfLoad
(NOTE 2)

Minimum = 0. Maximum =
100.

nfStorageUsage integer C |0.1 Average usage of storage. NfLoad
(NOTE 2)

Minimum = 0. Maximum =
100.

avgTrafficRate BitRate C |0.1 Threshold level of average DnPerformance
traffic rate.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
AVG_TRAFFIC_RATE.
(NOTE 3)

maxTrafficRate BitRate C |0.1 Threshold level of maximum DnPerformance
traffic rate.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
MAX_TRAFFIC_RATE.
(NOTE 3)

minTrafficRate BitRate C |0..1 Threshold level of minimum DnPerformanceExt_AIML
traffic rate.

The minimum traffic rate
measurements are only
derived from active traffic.
(NOTE 4)
aggTrafficRate BitRate C |0..1 Threshold level of aggregated |DnPerformanceExt_AIML
traffic rate.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
AGG_TRAFFIC_RATE
(NOTE 4)

varTrafficRate Float C |0.1 Threshold level of variance of |DnPerformanceExt_AIML
traffic rate.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
VAR_TRAFFIC_RATE.
(NOTE 4)

avgPacketDelay PacketDelBudget | C (0.1 Threshold level of average DnPerformance
Packet Delay.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
AVG_PACKET_DELAY.
(NOTE 3)
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maxPacketDelay PacketDelBudget | C (0.1 Threshold level of maximum DnPerformance
Packet Delay.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
MAX_PACKET_DELAY.
(NOTE 3)
varPacketDelay Float C |0.1 Threshold level of variance of |DnPerformanceExt_AIML
Packet Delay.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
VAR_PACKET_DELAY.
(NOTE 4)
avgPacketLossRate |PacketLossRate C |0.1 Threshold level of average DnPerformance
Loss Rate.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
AVG_PACKET _LOSS RATE.
(NOTE 3)
maxPacketLossRate |PacketLossRate C |0.1 Threshold level of maximum DnPerformanceExt_AIML
Loss Rate.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
MAX_PACKET_LOSS RATE.
(NOTE 4)
varPacketLossRate |Float C |0.1 Threshold level of variance of |DnPerformanceExt_AIML
Loss Rate.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
VAR_PACKET LOSS_RATE.
(NOTE 4)
svcExpLevel Float Cc (0.1 Service Experience MOS ServiceExperienceExt
value. Shall be present when
subscribed event is
"SERVICE_EXPERIENCE".
speed Float C |0.1 Speed threshold utilized to MovementBehaviour
filter the UEs, expressed in
kilometres per hour.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute
was set to
"SPEED THRESHOLD".
NOTE 1: This attribute shall be provided when subscribed event is "USER_DATA_CONGESTION".
NOTE 2: At least one attribute should be provided when subscribed event is "NF_LOAD".
NOTE 3: At least one attribute should be provided when subscribed event is "DN_PERFORMANCE".
NOTE 4: This attribute may only be provided if the "DnPerformanceExt_AIML" feature is supported and the
subscribed event is "DN_PERFORMANCE".
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5.1.6.2.31 Type NfLoadLevellnformation

Table 5.1.6.2.31-1: Definition of type NfLoadLevellnformation

Attribute name Data type P | Cardinality Description Applicability
nfType NFType M |1 Type of the NF instance
nflnstanceld Nflnstanceld M [1 Identification of the NF instance
nfSetld NfSetld O |0..1 Identification of the NF instance set
nfStatus NfStatus C |0..1 Availability status of the NF
(NOTE 1)
nfCpuUsage integer C |0..1 Average usage CPU (NOTE 1,
NOTE 2)
Minimum = 0. Maximum = 100.
nfMemoryUsage integer c |0..1 Average usage of memory

(NOTE 1, NOTE 2)

Minimum = 0. Maximum = 100.
nfStorageUsage integer C |0..1 Average usage of storage
(NOTE 1, NOTE 2)

Minimum = 0. Maximum = 100.

nfLoadLevelAverage integer c |0..1 Average load information (NOTE 1,

NOTE 2)

Minimum = 0. Maximum = 100.
nfLoadLevelPeak integer C |0..1 Peak load information (NOTE 1,

NOTE 2)

Minimum = 0. Maximum = 100.
nfLoadAvgInAoi integer Cc |0..1 The average load of the NF NfLoadExt

instances over the area of interest.

(NOTE 1, NOTE 2, NOTE 4)

Minimum = 0. Maximum = 100.

snssai Snssai C |0..1 Identifies an S-NSSAI.

Shall be present if the "snssais"

was provided within

EventSubscription during the

subscription for event notification

procedure.

confidence Uinteger Cc |0..1 Indicates the confidence of the

prediction. (NOTE 3)

Shall be present if the analytics

result is a prediction.

Minimum = 0. Maximum = 100.

NOTE 1: At least one value shall be provided. If the "listofAnaSubsets" attribute with value only applicable to
NF_LOAD event is present in the subscription request, then only the corresponding attribute(s) shall be
present.

NOTE 2: The values are percentages which are provided as estimated over a given period.

NOTE 3: If the requested period identified by the "startTs" and "endTs" attributes in the
EventReportingRequirement type is a future time period, which means the analytics result is a prediction.
If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the
NWDAF shall return a zero confidence.

NOTE 4: Applicable only to AMF load If the "networkArea" attribute is present in the subscription request.

5.1.6.2.32 Type NfStatus

Table 5.1.6.2.32-1: Definition of type NfStatus

Attribute name Data type P | Cardinality Description Applicability
statusRegistered SamplingRatio c |0..1 Percentage of time with status
"registered”" (NOTE)
statusUnregistered SamplingRatio Cc |0..1 Percentage of time with status
"unregistered" (NOTE)
statusUndiscoverable SamplingRatio Cc |0..1 Percentage of time with status
"undiscoverable" (NOTE)
NOTE: The availability statuses of the NF on the Analytics target period are expressed as a percentage of time.
The total of status values should be equal or lower than 100%. At least one value shall be provided.
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Table 5.1.6.2.33-1: Definition of type NsildInfo

instance(s) associated with the
subscribed S-NSSAI identified by
the "snssai" attribute.

May be included when subscribed
eventis "NSI_LOAD_LEVEL" or
"SERVICE_EXPERIENCE".
(NOTE)

Attribute name Data type P | Cardinality Description Applicability
snssai Snssai M |1 Identification of network slice to
which the subscription for event
notification procedure applies.
nsilds array(Nsild) O |1.N Identification of network slice

NOTE:  This attribute is not applicable when the NF service consumer is CEF or PCF.
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5.1.6.2.34 Type NsiLoadLevellnfo

Table 5.1.6.2.34-1: Definition of type NsiLoadLevellnfo
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Attribute name

Data type

Cardinality

Description

Applicability

loadLevellnformati
on

LoadLevellnformati
on

M

1

Load level information of the
network slice identified by the
"snssai" attribute and if provided,
the associated NSI ID identified by
the "nsild" attribute.

snssai

Snssai

Identification of network slice to
which the subscription applies.

nsild

Nsild

0.1

Identification of network slice
instance associated with the S-
NSSAI identified by the "snssai"
attribute.

Shall be presented if the "nsilds"
attribute was provided within the
NsildInfo data in the
EventSubscription data during the
subscription.

resUsage

ResourceUsage

C

The current usage of the virtual
resources assigned to the NF
instances belonging to a particular
network slice instance.

Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to RES USAGE.

NsiLoadExt

numOfExceedLoa
dLevelThr

integer

0.1

Indicates the number of times the
resource usage threshold of the
network slice instance is reached
or exceeded if a threshold value is
provided by the consumer.
Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to
NUM_OF_EXCEED_RES_USAGE
LOAD LEVEL THR.

NsiLoadExt

exceedLoadLevel
Thrind

boolean

0.1

Indicates whether the Load Level
Threshold is met or exceeded by
the statistics value. Set to "true" if
the Load Level Threshold is met or
exceeded, set to "false" to indicate
the Load Level Threshold is not
met by the statistics value. Default
value is "false" if omitted.

Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to
EXCEED_LOAD _LEVEL_THR_IN
D

NsiLoadExt

networkArea

NetworkArealnfo

o

0.1

Identification of network area to
which the subscription or analytics
request applies.

NsiLoadExt

timePeriod

TimeWindow

0.1

Indicates a start time and a stop
time of the load level information
identified by the

"loadLevellnformation" attribute.

NsiLoadExt

resUsgThrCrossTi
mePeriod

array(TimeWindow

)

@)

1..N

Each element indicates the time
elapsed between times each
threshold is met or exceeded or
crossed. The start time and end
time are the exact time stamps of
the resource usage threshold is
reached or exceeded. May be
present if the "listOfAnaSubsets"
attribute is provided and the
maximum number of instances
shall not exceed the value provided
in the
"numOfExceedLoadLevelThr"
attribute.

NsiLoadExt
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numOfUes

NumberAverage

C

0.1

Indicates the average and variance
number of UE registered at the S-
NSSAI and the optionally
associated network slice instance.
Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to
NUM_OF UE REG.

NsiLoadExt

numOfPduSess

NumberAverage

Cc

0.1

Indicates the average and variance
number of PDU session
established at the S-NSSAI and the
optionally associated network slice
instance.

Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to

NUM OF PDU SESS ESTBL.

NsiLoadExt

confidence

Uinteger

0.1

Indicates the confidence of the
prediction. (NOTE)

Shall be present if the analytics
result is a prediction.

Minimum = 0. Maximum = 100.

NsiLoadExt

NOTE:

If the requested period identified by the "startTs" and "endTs" attributes in the
"EventReportingRequirement" type is a future time period, which means the analytics result is a prediction.
If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the

NWDAF shall return a zero confidence.

5.1.6.2.35

Type FailureEventinfo

Table 5.1.6.2.35-1: Definition of type FailureEventinfo

Attribute name Data type P |Cardinality Description Applicability
event NwdafEvent M (1 Event that is subscribed.
failureCode NwdafFailureCode (M |1 Identifies the failure reason
5.1.6.2.36 Type AnalyticsMetadatalndication
Table 5.1.6.2.36-1: Definition of type AnalyticsMetadatalndication
Attribute name Data type P | Cardinality Description Applicability
datawindow TimeWindow O |0..1 Data time window of the data
samples.
dataStatProps array(DatasetStatis | O |1..N List of dataset statistical properties
ticalProperty) of the data to be used to generate
the analytics.
strategy OutputStrategy O (0.1 Output strategy to be used for the
reporting of the analytics.
aggrNwdaflds array(Nflnstanceld) | O |1..N NWDAF identifiers of NWDAF

instances used by the NWDAF
service consumer when
aggregating multiple analytics
subscriptions.
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Table 5.1.6.2.37-1: Definition of type AnalyticsMetadatalnfo

Attribute name Data type P | Cardinality Description Applicability
numSamples Uinteger O |0..1 Number of data samples used for
the generation of the output
analytics.
datawWindow TimeWindow O |0..1 Data time window of the data
samples.
dataStatProps array(DatasetStatis | O |1..N List of dataset statistical properties
ticalProperty) of the data used to generate the
analytics.
strategy OutputStrategy O (0.1 Output strategy used for the
reporting of the analytics.
accuracy Accuracy O (0.1 Level of accuracy reached for the
analytics.
5.1.6.2.38 Type NumberAverage
Table 5.1.6.2.38-1: Definition of type NumberAverage
Attribute name Data type P | Cardinality Description Applicability
number Float M 1 The average number.
variance Float M 1 Identifies the variance.
skewness Float O |[0.1 Contains the skewness.
5.1.6.2.39 Type TopApplication
Table 5.1.6.2.39-1: Definition of type TopApplication
Attribute name Data type P | Cardinality Description Applicability
appld Applicationld C |0.1 Indicates an application identifier.
(NOTE)
ipTrafficFilter Flowlnfo C 0.1 Identifies IP packet filter. (NOTE)
ratio SamplingRatio O (0.1 The application's throughput as a
percentage of the total throughput
in the Area of Interest.
NOTE:  Either "appld" or "ipTrafficFilter" shall be provided.
5.1.6.2.40 Type AnalyticsSubscriptionsTransfer
Table 5.1.6.2.40-1: Definition of type AnalyticsSubscriptionsTransfer
Attribute name Data type P | Cardinality Description Applicability
subsTransInfos array(Subscription | M |1..N Contains information about the
TransferInfo) subscription(s) that are requested
to be transferred.
failTransEventRep |array(NwdafEvent) [ C |[1..N It contains the event(s) for which PartialAnalyticsSu
orts the subscription transfer is not bTransfer

successful.

It shall be supplied by the Target
NWDAF if not all the analytics
events in the subscription transfer
are accepted.
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Table 5.1.6.2.41-1: Definition of type SubscriptionTransferinfo

Attribute name Data type P | Cardinality Description Applicability
transReqType TransferRequestTy | M (1 Indicates the type of the transfer
pe request (i.e. if it is a request for
transfer preparation or transfer
execution)
nwdafEvSub NnwdafEventsSub [ M |1 Contains information about the
scription analytics subscription that is to be
transferred. (NOTE)
consumerld Nflnstanceld M |1 NF instance identifer of the
consumer of the analytics
subscription that is to be
transferred.
contextld AnalyticsContextld [ O |0..1 Identifier of analytics context
entifier information available at the NF
service consumer.
sourceNflds array(Nflnstanceld) | O |1..N NF instance identifer(s) of active
data source(s) the NF service
consumer is currently using for the
analytics of the subscription that is
to be transferred.
sourceSetlds array(NfSetld) O [1.N NF set identifer(s) of active data
source(s) the NF service consumer
is currently using for the analytics
of the subscription that is to be
transferred.
modelinfo array(Modellnfo) O [1.N Contains information identifying the
ML model(s) that the NF service
consumer is currently using for the
analytics.
NOTE: The "nwdafEvSub" attribute shall contain the "notificationURI" attribute.
5.1.6.2.42 Type Modelinfo
Table 5.1.6.2.42-1: Definition of type Modelinfo
Attribute name Data type P | Cardinality Description Applicability
analyticsld NwdafEvent M (1 Type of analytics for which this ML
model is used.
miIModelinfos array(MLModelinfo | M |1..N The information of the ML models
) which are applicable to the event
indicated by "analyticsld" attribute.
5.1.6.2.43 Type AnalyticsContextldentifier
Table 5.1.6.2.43-1: Definition of type AnalyticsContextldentifier
Attribute name Data type P | Cardinality Description Applicability
subscriptionld string M |1 Identifies a subscription to the
Nnwdaf_EventsSubscription
Service.
nfAnaCtxts array(NwdafEvent) | O |1..N List of analytics types for which NF
related analytics contexts can be
retrieved. (NOTE)
ueAnacCitxts array(UeAnalyticsC | O |1..N List of objects that indicate for
ontextDescriptor) which SUPI and analytics types
combinations analytics context can
be retrieved. (NOTE)
NOTE: At least one of "nfAnaCtxts" and "ueAnaCixts" shall be provided.
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5.1.6.2.44 Type UeAnalyticsContextDescriptor

Table 5.1.6.2.44-1: Definition of type UeAnalyticsContextDescriptor

Attribute name Data type P | Cardinality Description Applicability
supi Supi M |1 SUPI of the UE for which analytics
context can be retrieved.
anaTypes array(NwdafEvent) | M |1..N List of analytics types for which UE
related analytics contexts can be
retrieved.
5.1.6.2.45 Type DnPerfinfo

Table 5.1.6.2.45-1: Definition of type DnPerfInfo

Attribute name Data type P | Cardinality Description Applicability

appld Applicationld C |0.1 Indicates an application identifier.
Shall be present if the "applds"
attribute was provided in the
reqguest or subscription.

dnn Dnn C |0..1 Identifies DNN, a full DNN with
both the Network Identifier and
Operator Identifier, or a DNN with
the Network Identifier only.

Shall be present if the "dnns" was
provided in the request or
subscription.

snssai Snssai Cc |0.1 Identifies the network slice
information.

Shall be present if the "snssais"
was provided in the request or
subscription.

dnPerf array(DnPerf) M |1..N List of DN performances for the
application.
confidence Uinteger C |0..1 Indicates the confidence of the

prediction. (NOTE 1)
Shall be present if the analytics
result is a prediction.
Minimum = 0. Maximum = 100.

NOTE 1: If the requested period identified by the "startTs" and "endTs" attributes in the
"EventReportingRequirement" type is a future time period, which means the analytics result is a prediction.
If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the
NWDAF shall return a zero confidence.
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Table 5.1.6.2.46-1: Definition of type DnPerf

Attribute name

Data type

Cardinality

Description

Applicability

appServerinsAddr

AddrFqdn

0.1

Represents the Application Server
Instance (IP address/FQDN of the
Application Server). Shall be
present if the "appServerAddrs"
attribute was provided in the
request or subscription.

upfinfo

Upfinformation

0.1

Identifies the UPF. Shall be
present only if the "upfinfo”
attribute was provided in the
request or subscription and the
identified NF service consumer is
not an AF or a NEF. (NOTE 1)

dnai

Dnai

0.1

Indicates the DN Access Identifier
representing location of the
service flow. Shall be present if the
"dnais" attribute was provided in
the request or subscription.

perfData

PerfData

Represents the performance data.

spatialValidCon

NetworkArealnfo

Represents the area where the DN
performance analytics applies.
Shall be present if "networkArea"
attribute was provided in the
request or subscription.

(NOTE 3)

temporalValidCon

TimeWindow

o

0.1

Represents the valid period for the
DN performance analytics.
(NOTE2)

NOTE 1: This attribute shall not be provided if the NWDAF does not know the NF service consumer type or if the
NWDAF knows that the NF service consumer is an AF or a NEF.

NOTE 2: If the "temporalGranSize" attribute is provided in the request, the duration indicated by the
"temporalValidCon" attribute shall be greater than or equal to the value of the "temporalGranSize" attribute.

NOTE 3: If the "spatialGranSizeTa" and/or "spatialGranSizeCell" attributes are provided in the request, the number of
TAs or cells contained in "spatialValidCon" attribute shall be smaller than or equal to the values of the
"spatialGranSizeTa" and/or "spatialGranSizeCell" attributes.
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Table 5.1.6.2.47-1: Definition of type PerfData

Attribute name

Data type

Cardinality

Description

Applicability

avgTrafficRate

BitRate

0.1

Indicates average traffic rate
observed for UEs communicating
with the application.

maxTrafficRate

BitRate

0.1

Indicates maximum traffic rate
observed for UEs communicating
with the application.

minTrafficRate

BitRate

Indicates minimum traffic rate
observed for UEs communicating
with the application.

The minimum traffic rate
measurements are only derived
from active traffic.

DnPerformanceEx
t_AIML

aggTrafficRate

BitRate

Indicates aggregated traffic rate.

DnPerformanceEx
t AIML

varTrafficRate

Float

Indicates variance of traffic rate.

DnPerformanceEx
t AIML

trafRateUelds

array(Supi)

Identifies a UE or a list of UEs
whose traffic rate is higher or lower
than the threshold. Each element
identifies a SUPI of an UE. The
maximum number of SUPI(s) shall
not exceed the subscribed
"maxSupiNbr" attribute value if
provided. (NOTE)

DnPerformanceEx
t AIML

avePacketDelay

PacketDelBudget

o
i

Indicates average Packet Delay.

maxPacketDelay

PacketDelBudget

o
i

Indicates maximum Packet Delay.

varPacketDelay

Float

Indicates variance of Packet Delay.

DnPerformanceEx
t AIML

packDelayUelds

array(Supi)

O| O|o|o

Identifies a UE or a list of UEs
whose packet delay is higher or
lower than the threshold. Each
element identifies a SUPI of an UE.
The maximum number of SUPI(s)
shall not exceed the subscribed
"maxSupiNbr" attribute value if
provided. (NOTE)

DnPerformanceEx
t AIML

avgPacketLossRate

PacketLossRate

Indicates average Packet Loss
Rate.

maxPacketLossRate

PacketLossRate

Indicates maximum Packet Loss
Rate.

DnPerformanceEx
t AIML

varPacketLossRate

Float

Indicates variance of Packet Loss
Rate.

DnPerformanceEx
t AIML

packLossUelds

array(Supi)

o] Ol O] ©O

Identifies a UE or a list of UEs
whose packet loss rate is higher
than the threshold. Each element
identifies a SUPI of an UE. The
maximum number of SUPI(s) shall
not exceed the subscribed
"maxSupiNbr" attribute value if
provided. (NOTE)

DnPerformanceEx
t AIML

numOfUe

Uinteger

The number of UEs for the UE
gourp or all UEs (i.e. any UE)
communicating with the application
in the DNAL.

DnPerformanceEx
t eNA

NOTE:

applicable).

If these attribute(s) is provided, the analytics target period shall be a past time period (i.e. only statistics is
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5.1.6.2.48 Type ResourceUsage

Table 5.1.6.2.48-1: Definition

of type ResourceUsage

Attribute name Data type P | Cardinality Description Applicability
cpuUsage Uinteger O 0.1 Average usage of virtual CPU.
(NOTE)
Minimum=0. Maximum=100.
memoryUsage Uinteger O 0.1 Average usage of memory.
(NOTE)
Minimum=0. Maximum=100.
storageUsage Uinteger O |[0.1 Average usage of storage.
(NOTE)
Minimum=0. Maximum=100.
NOTE: The values are percentages which are provided as estimated over a given period.
5.1.6.2.49 Type ConsumerNflnformation
Table 5.1.6.2.49-1: Definition of type ConsumerNfinformation
Attribute name Data type P | Cardinality Description Applicability
nfld Nflnstanceld C |0..1 Identifies the analytics consumer
NF instance. (NOTE)
nfSetld NfSetld C |0..1 Identifies the analytics consumer
NF set. (NOTE)
taiList array(Tai) C |1.N The list of TAls the analytics
consumer NF can serve. (NOTE)
NOTE: Either "taiList" or one of "nfld", "nfSetld" shall be provided.
5.1.6.2.50 Type DispersionRequirement
Table 5.1.6.2.50-1: Definition of type DispersionRequirement
Attribute name Data type P | Cardinality Description Applicability
disperType DispersionType M |1 Indicates the required dispersion
analytics type.
classCriters array(ClassCriteri | O |1..N Indicates the dispersion mobility
on) class criterion for fixed, camper
and/or traveller UE, and/or the
top-heavy UE dispersion class
criterion.
rankCriters array(RankingCrit | O |1..N Indicates the usage ranking
erion) criterion between the high,
medium and low usage UE.
dispOrderCriter DispersionOrderi [ O |0..1 Indicates the ordering criterion for
ngCriterion the list of UE Dispersion Analytics
information.
order MatchingDirectio | O |0..1 Indicate the order: ascending or
n descending. May be present
when the "dispOrderCriter"
attribute is included. (NOTE)
NOTE:"CROSSED" value in data type "MatchingDirection" is not applicable for the "order" attribute.
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Table 5.1.6.2.51-1: Definition of type ClassCriterion

n

threshold matching direction.
(NOTE)

Attribute name Data type P | Cardinality Description Applicability
disperClass DispersionClass [ M |1 Indicates the dispersion class.
classThreshold SamplingRatio M |1 Indicates the dispersion class
threshold.
thresMatch MatchingDirectio | M |1 Indicates the dispersion class

NOTE:"CROSSED" value in data type "MatchingDirection" is not applicable for the "thresMatch" attribute.

5.1.6.2.52 Type RankingCriterion
Table 5.1.6.2.52-1: Definition of type RankingCriterion
Attribute name Data type P | Cardinality Description Applicability
highBase SamplingRatio M (1 Indicates the "high" ranking
bottom baseline percentage.
lowBase SamplingRatio M |1 Indicates the "low" ranking top

baseline percentage.

NOTE: UE is ranked high (i.e.value 1), medium (2) or low (3) when its data/transactions dispersed during the period of
observation at the location/slice, is higher than "highBase" attribute value, within the range between the
"highBase" attribute to "lowBase" attribute value or less than "lowBase" value, respectively.

5.1.6.2.53

Type Dispersioninfo

Table 5.1.6.2.53-1: Definition of type Dispersioninfo

attribute shall be greater than or equal to the value of the "temporalGranSize" attribute.

Attribute name Data type P | Cardinality Description Applicability
tsStart DateTime M |1 Indicates the timestamp when the
time slot starts during the
Analytics target period.
tsDuration DurationSec M (1 Indicates the time slot duration.
(NOTE)
disperCollects array(Dispersion | M |1..N Dispersion collections on UE
Collection) location(s) and/or slice(s).
disperType DispersionType M |1 Indicates the dispersion type.
Only applicable to DVDA or TDA
value.
NOTE: If the "temporalGranSize" attribute is provided in the request, the duration indicated by the "tsDuration"
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5.1.6.2.54 Type DispersionCollection

Table 5.1.6.2.54-1: Definition of type DispersionCollection
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Attribute name

Data type

Cardinality

Description

Applicability

uelLoc

UserLocation

0.1

TA or cells where the UE or group
of UEs dispersed its transactions
and/or data. Shall be present if
"networkArea" attribute is
included in the event subscription
or analytics request. (NOTE 1)

snssai

Snssai

Slice where the UE or group of
UEs disperse its transactions
and/or data. Shall be present if
"snssais" attribute is included in
the event subscription or analytics
request. (NOTE 1)

supis

array(Supi)

Each element identifies a SUPI of
an UE. May only be present if
reporting inside 5GC and the
event subscription or analytics
request applies to more than one
UE. (NOTE 2)

gpsis

array(Gpsi)

Each element identifies a GPSI of
an UE.

May only be present if reused by
the Nnef_AnalyticsExposure
service reporting to external AF
and the event subscription or
analytics request applies to more
than one UE. (NOTE 2)

appVolumes

array(Application
Volume)

Application data volumes. May be
present if "applds" attribute is
included in the event subscription
or analytics request (NOTE 6).

disperAmount

Uinteger

Indicates the dispersion amount
of the reported data volume or
transaction dispersion type.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set to DISPER_AMOUNT.
(NOTE 3)

disperClass

DispersionClass

Indicates the UE dispersion
mobility class: fixed, camper,
traveller, and/or the top-heavy
dispersion class.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set to DISPER_CLASS. (NOTE 3,
NOTE 5).

usageRank

integer

Usage ranked high (i.e.value 1),
medium (2) or low (3).

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set to RANKING. (NOTE 3,
NOTE 6).

percentileRank

SamplingRatio

Percentile ranking of the target
UE in the Cumulative Distribution
Function of data usage for the
population of all UEs.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set to PERCENTILE_RANKING.
(NOTE 3, NOTE 6).
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ueRatio SamplingRatio C |0.1 Contains the percentage of UEs

with same analytics result in the
group or among all UEs.

Shall be present if the analytics

result applies for a group of UEs
or any UE.

confidence Uinteger C |0..1 Indicates the confidence of the

prediction. (NOTE 4)
Shall be present if the analytics
result is a prediction.
Minimum = 0. Maximum = 100.

NOTE 1: One of "ueLoc" attribute or "snssai" attribute shall be provided.

NOTE 2: When Target of Analytics Reporting is a UE group ID, or "Any UE" and a filter for Top-Heavy UEs, fixed,
camper or traveller is included in the subscription, the NWDAF shall include the list of UEs matching the
filter. This information element shall not be present when Target of Analytic Reporting is "Any UE" and no
filter for Top-Heavy UEs, fixed, camper or traveller is included.

NOTE 3: At least one value shall be provided. If the "listofAnaSubsets" attribute with value only applicable to
"DISPERSION" event is present in the subscription request, then only the corresponding attribute(s) shall
be present.

NOTE 4: If the requested period identified by the "startTs" and "endTs" attributes in the EventReportingRequirement
type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected
to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero
confidence.

NOTE 5: This parameter may only be provided when the Target of Analytics Reporting contains the "supis" attribute
or the "gpsis" attribute in the "tgtUe" attribute.

NOTE 6: This parameter shall not be provided when the "anyUe" attribute in the "tgtUe" attribute for the Target of
Analytics Reporting was set to true.

NOTE 7: If the "spatialGranSizeTa" and/or "spatialGranSizeCell" attributes are provided in the request, the number of
TAs or cells contained in "ueLoc" attribute shall be smaller than or equal to the values of the
"spatialGranSizeTa" and/or "spatialGranSizeCell" attributes.

5.1.6.2.55 Type ApplicationVolume

Table 5.1.6.2.55-1: Definition of type ApplicationVolume

Attribute name

Data type P | Cardinality Description Applicability

appld

Application where the UE or
group of UEs disperse its
transactions and/or data. May be
present if "applds" attribute is
included in the event subscription
or analytics request.

Applicationld M (1

appVolume

Volume M |1 Indicates the dispersion data
volume per application in units of

bytes.

5.1.6.2.56

Type RedundantTransmissionExpReq

Table 5.1.6.2.56-1: Definition of type RedundantTransmissionExpReq

Attribute name Data type P | Cardinality Description Applicability
redTOrderCriter RedTransExpOrd [ O [0..1 Indicates the ordering criterion for
eringCriterion the list of UE Redundant
Transmission Experience
Analytics information. (NOTE 1)
order MatchingDirectio [ O [0..1 Indicate the order: ascending or
n descending. May be present
when the "redTOrderCriter"
attribute is included. (NOTE 1)
(NOTE 2)
NOTE 1: If no attribute or no value is provided, default ordering may be applied.
NOTE 2: "CROSSED" value in data type "MatchingDirection" is not applicable for the "order" attribute.
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Type RedundantTransmissionExpinfo

Table 5.1.6.2.57-1: Definition of type RedundantTransmissioninfo

Attribute name

Data type

P

Cardinality

Description

Applicability

spatialValidCon

NetworkArealnfo

Cc

0.1

Area where the Redundant
Transmission Experience applies.
If "networkArea" attribute was
provided in the request or
subscription, shall be the
requested network area.

dnn

Dnn

0.1

Data Network Name associated
for URLLC service. Shall be
present if the "dnns" attribute was
provided in the request or
subscription.

redTransExps

array(Redundant
TransmissionExp
PerTS)

1..N

Redundant Transmission
Experiences.

5.1.6.2.58

Type RedundantTransmissionExpPerTS

Table 5.1.6.2.58-1: Definition of type RedundantTransmissionExpPerTS

Attribute name Data type P | Cardinality Description Applicability
tsStart DateTime M |1 Indicates the timestamp when the
time slot starts during the
Analytics target period.
tsDuration DurationSec M |1 Indicates the time slot duration.
(NOTE 2)
obsvRedTransExp |ObservedRedund | M (1 Represents the observed
antTransExp Redundant Transmission
Experience.
redTransStatus boolean O |0.1 Redundant Transmission Status.
Set to "true" if redundant
transmission was activated,
otherwise set to "false". Default
value is "false" if omitted.
ueRatio SamplingRatio O (0.1 Percentage on which UE, any
UE, or UE group efficiently use
the PDU session with redundant
transmission.
confidence Uinteger C |0..1 Indicates the confidence of the
prediction. (NOTE 1)
Shall be present if the analytics
result is a prediction.
Minimum = 0. Maximum = 100.
NOTE 1: If the requested period identified by the "startTs" and "endTs" attributes in the
"EventReportingRequirement" type is a future time period, which means the analytics result is a prediction.
If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the
NWDAF shall return a zero confidence.
NOTE 2: If the "temporalGranSize" attribute is provided in the request, the duration indicated by the "tsDuration"
attribute shall be greater than or equal to the value of the "temporalGranSize" attribute.
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5.1.6.2.59 Type WlanPerformanceReq

Table 5.1.6.2.59-1: Definition of type WlanPerformanceReq

Attribute name Data type P | Cardinality Description Applicability
sslds array(string) O [1.N SSIDs of WLAN access points.
bsslds array(string) O [1.N BSSIDs of WLAN access points.
wlanOrderCriter WlanOrderingCrit | O [0..1 Indicates the ordering criterion for
erion the list of WLAN performance
information.
order MatchingDirectio | O |0..1 Indicate the order: ascending or
n descending. May be present
when the "wlanOrderCriter"
attribute is included. (NOTE 1)
NOTE 1: "CROSSED" value in data type "MatchingDirection" is not applicable for the "order" attribute.
5.1.6.2.60 Type WlanPerformancelnfo

Table 5.1.6.2.60-1: Definition of type WlanPerformancelnfo

Attribute name Data type P | Cardinality Description Applicability
networkArea NetworkArealnfo [ C |0..1 A list of TAls or Cell Ids as the
Area of Interest where the WLAN
performance analytics applies.
Shall be present if the
"networkArea" attribute is
included in the event subscription
or analytics request.
wlanPerSsidlnfos array(WlanPerSsl | M |1..N WLAN performance information
dPerformancelnf for SSID(s) of WLAN access
0) points deployed in the Area of
Interest.
wlanPerUeldInfos array(WlanPerUe | O |1..N WLAN performance information WIlanPerformanceExt
IdPerformancelnf for UE Id(s) of WLAN access _AIML
0) points deployed in the Area of
Interest.

5.1.6.2.61

Type WlanPerSsldPerformancelnfo

Table 5.1.6.2.61-1: Definition of type WlanPerSsldPerformancelnfo

Performancelnfo)

per Time Slot during the analytics
target period.

Attribute name Data type P |Cardinality Description Applicability
ssld string M |1 SSID of WLAN access point.
wlanPerTsInfos array(WlanPerTs | M |1..N WLAN performance information
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Attribute name

Data type

P | Cardinality

Description

Applicability

tsStart

DateTime

M |1

time slot starts during the
Analytics target period.

Indicates the timestamp when the

tsDuration

DurationSec

Indicates the time slot duration.
(NOTE 3)

rssi

integer

Indicated the RSSI in the unit of
dBm.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set to RSSI. (NOTE 1)

rtt

Uinteger

Indicates the RTT in the unit of
millisecond.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
setto RTT. (NOTE 1)

trafficinfo

Trafficinformation

Traffic information including
UL/DL data rate and/or Traffic
volume.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was

set to TRAFFIC_INFO. (NOTE 1)

numberOfUes

Uinteger

Number of UEs observed for the
SSID.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set to NUMBER_OF_UES.
(NOTE 1)

confidence

Uinteger

Indicates the confidence of the
prediction. (NOTE 2)
Shall be present if the analytics
result is a prediction.
Minimum = 0. Maximum = 100.

NOTE 2:

NOTE 3:

NOTE 1: At least one value shall be provided. If the "listOfAnaSubsets" attribute with value only applicable to WLAN
event is present in the subscription request, then only the corresponding attribute(s) shall be present.

If the requested period identified by the "startTs" and "endTs" attributes in the
"EventReportingRequirement" type is a future time period, which means the analytics result is a prediction.
If no sufficient data is collected to provide the confidence of the prediction before the time deadline, the
NWDAF shall return a zero confidence.
If the "temporalGranSize" attribute is provided in the request, the duration indicated by the "tsDuration”
attribute shall be greater than or equal to the value of the "temporalGranSize" attribute.

5.1.6.2.63

Type Trafficinformation

Table 5.1.6.2.63-1: Definition of type TrafficInformation

Attribute
name

Data type

P

Cardinality

Description

Applicability

uplinkRate

BitRate

Uplink data rate.

downlinkRate

BitRate

Downlink data rate.

uplinkVolume

Volume

Uplink traffic volume in unit of octet.

downlinkVolu
me

Volume

S[o[o[o
ANANHANAR

Downlink traffic volume in unit of
octet.

totalVolume

Volume

[elmNellelelle)

0.1

Total data octets for both uplink and
downlink traffic volume.

NOTE: At least one of above attributes shall be present.
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Table 5.1.6.2.64-1: Definition of type AppListForUeComm

Attribute name

Data type

Cardinality

Description

Applicability

appld

Applicationld

1

Identification of the application.

startTime

DateTime

0.1

The time when the UE start to
use the application.

appDur

DurationSec

O O oO|Z|T

0.1

The length of time that the UE
uses the application.

occurRatio

SamplingRatio

0.1

In UE Communication Statistics,
it represents the proportion of UE
using the application in the
requested time period.

In UE Communication
Predictions, it represents the
probability that the UE uses the
application.

spatialValidity

NetworkArealnfo

O

0.1

The area where the service
behavior applies.

(NOTE)

NOTE: If the "spatialGranSizeTa" and/or "spatialGranSizeCell" attributes are provided in the request, the number of
TAs or cells contained in "spatialValidity" attribute shall be smaller than or equal to the values of the
"spatialGranSizeTa" and/or "spatialGranSizeCell" attributes.

5.1.6.2.65 Type SesslnactTimerForUeComm

Table 5.1.6.2.65-1: Definition of type SessIinactTimerForUeComm

Attribute name Data type P | Cardinality Description Applicability
n4Sessld PduSessionld M (1 The identification of the N4
Session.
sesslnactiveTimer DurationSec M (1 The value of the N4 Session
inactivity timer.
5.1.6.2.66 Type DnPerformanceReq
Table 5.1.6.2.66-1: Definition of type DnPerformanceReq
Attribute name Data type P | Cardinality Description Applicability
dnPerfOrderCriter DnPerfOrderingC | O |0..1 Indicates the preferred order
riterion criterion of a list of Network
Performance analytics results.
order MatchingDirectio [ O |0..1 Indicate the order: ascending or
n descending. May be present
when the "dnPerfOrderCriter"
attribute is included. (NOTE 1)
reportThresholds array(ThresholdL | C |1..N Each of the element represents
evel) the reporting threshold of an
analytics subset. (NOTE 2)

NOTE 1:
NOTE 2:

omitted.

"CROSSED" value in data type "MatchingDirection" is not applicable for the "order" attribute.

The value of "reportThresholds" attribute match in sequence with the properties in the "listOfAnaSubsets"
attribute. This property shall only be provided if the "notifMethod" in "evtReq" is set to
"ON_EVENT_DETECTION" or "notificationMethod" in "eventSubscriptions" is set to "THRESHOLD" or
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5.1.6.2.67 Type: RatFreqginformation

Table 5.1.6.2.67-1: Definition of type RatFreginformation

Attribute name Data type P | Cardinality Description Applicability

allFreq boolean Cc 0.1 Set to "true" to indicate to handle all
the frequencies the NWDAF received,
set to "false" to indicate not to handle
all the frequencies the NWDAF
received. Default value is "false" if
omitted. (NOTE 1)

allRat boolean CcC |0.1 Set to "true” to indicate to handle all
the RAT types the NWDAF received,
set to "false" to indicate not to handle
all the RAT types the NWDAF
received. Default value is "false" if
omitted. (NOTE 1)

freq ArfcnValueNR C 0.1 Idenfication of the frequency of UE's
serving cell(s) where the
subscription/request applies.

(NOTE 1)

ratType RatType Cc 0.1 Identification of the RAT type where
the subscription/request applies.
(NOTE 1)

svcExpThreshold ThresholdLevel Cc |0.1 Service Experience Threshold value.
(NOTE 2).

matchingDir MatchingDirectio O |0.1 The matching direction may be

n provided alongside the service

experience threshold. If omitted, the
default value is CROSSED.

NOTE 1: The "allFreq" attribute and the "freq" attribute are mutually exclusive. The "allRat" attribute and the "ratType"
attribute are mutually exclusive. If both the "allFreq" attribute and the "allRat" attribute are present, then
indicate all the RAT type(s) and Frequency(ies) values the NWDAF received.

NOTE 2: Shall only be present in the subscription request as the service experience threshold value(s) for the RAT
Type(s) and/or Frequency value(s) if the "notifMethod" in "evtReq" is set to "ON_EVENT_DETECTION" or
"notificationMethod" in "eventSubscriptions" is set to "THRESHOLD" or omitted.

5.1.6.2.68 Type PrevSubinfo

Table 5.1.6.2.68-1: Definition of type PrevSubInfo

Attribute name Data type P [Cardinality Description Applicabilit
y

producerld Nflnstanceld C 0.1 NWDAF instance identifier to
which the NF service consumer
has established this
subscription.

(NOTE)

producerSetld NfSetld C 0.1 NWDAF set identifier to which
the NF service consumer has
established this subscription.

(NOTE)
subscriptionld string M 1 The identifier of the specific
analytics subscription.
nfAnaEvents array(NwdafEvent) @) 1..N List of analytics types for which

NF related analytics contexts
can be retrieved.

ueAnaEvents array(UeAnalyticsContextDe |O 1.N List of objects that indicate for
scriptor) which SUPI and analytics types
combinations analytics context
can be retrieved.

NOTE:  One of "producerld” or "producerSetld" attributes shall be provided.
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Table 5.1.6.2.69-1: Definition of type MLModelIinfo

Attribute name

Data type

P

Cardinality

Description

Applicability

mlFileAddrs

array(MLModelAdd
r

o

1..N

Addresses of ML model files. May
be included only when the source
NWDAF itself provides the trained
ML model(s) for the analytics
subscription(s) being transferred

modelProvld

Nfinstanceld

0.1

NF instance identifier of the ML
model provider NWDAF from which
the NF service consumer currently
subscribes to the ML model
information.

(NOTE)

modelProvSetld

NfSetld

0.1

The Set ID of NWDAF(s) to which
the current NWDAF subscribe the
ML model.

(NOTE)

NOTE:  One of the "modelProvid" and "modelProvSetld" attributes shall be provided.
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5.1.6.2.70 Type ObservedRedundantTransExp

Table 5.1.6.2.70-1: Definition of type ObservedRedundantTransExp

ETSI



3GPP TS 29.520 version 18.9.0 Release 18

197

ETSI TS 129 520 V18.9.0 (2025-03)

Attribute name

Data type

Cardinality

Description

Applicability

avgPktDropRateUl

PacketLossRate

0.1

Average uplink packet drop rate
on GTP-U path on N3.

Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to
AVG_UL PKT DROP_RATE.

varPktDropRateUl

Float

Variance of uplink packet drop
rate on GTP-U path on N3.

Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to

VAR_UL PKT _DROP_RATE.

avgPktDropRateDI

PacketLossRate

Average downlink packet drop
rate on GTP-U path on N3.

Shall be present if one of the
element in the "listOfAnaSubsets”
attribute was set to

AVG DL PKT DROP_RATE.

varPktDropRateDlI

Float

Variance of downlink packet drop
rate on GTP-U path on N3.

Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to
VAR_DL_PKT DROP_RATE.

avgPktDelayUl

PacketDelBudget

Average uplink packet delay
round trip on GTP-U path on N3.
Shall be present if one of the
element in the "listOfAnaSubsets”
attribute was set to

AVG UL PKT DELAY.

varPktDelayUlI

Float

Variance uplink packet delay
round trip on GTP-U path on N3.
Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to

VAR UL PKT DELAY.

avgPktDelayDI

PacketDelBudget

Average downlink packet delay
round trip on GTP-U path on N3.
Shall be present if one of the
element in the "listOfAnaSubsets"
attribute was set to

AVG DL_PKT DELAY.

varPktDelayDI

Float

Variance downlink packet delay
round trip on GTP-U path on N3.
Shall be present if one of the
element in the "listOfAnaSubsets"”
attribute was set to

VAR DL_PKT DELAY.

avgE2ePktDelayUl

PacketDelBudget

Indicates average End-to-End
(between UE and UPF) uplink
packet delay. Shall be present if
one of the element in the
"listOfAnaSubsets" attribute was
set to

AVG_E2E_UL_PKT DELAY.

RedundantTransExp

Ext_eNA

varE2ePktDelayUl

Float

Indicates the variance of End-to-
End (between UE and UPF)
uplink packet delay. Shall be
present if one of the element in
the "listOfAnaSubsets" attribute
was set to

VAR _E2E UL PKT DELAY.

RedundantTransExp

Ext_eNA
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avgE2ePktDelayDI

PacketDelBudget

Cc

Indicates average End-to-End
(between UE and UPF) downlink
packet delay. Shall be present if
one of the element in the
"listOfAnaSubsets" attribute was
set to

AVG E2E DL PKT DELAY.

RedundantTransExp
Ext_eNA

varE2ePktDelayDI

Float

Indicates the variance of End-to-
End (between UE and UPF)
downlink packet delay. Shall be
present if one of the element in
the "listOfAnaSubsets" attribute
was set to

VAR_E2E_DL_PKT DELAY.

RedundantTransExp
Ext_eNA

avgE2ePktLossRat
eul

PacketLossRate

Indicates average End-to-End
(between UE and UPF) uplink
packet loss rate. Shall be present
if one of the element in the
"listOfAnaSubsets" attribute was
set to
AVG_E2E_UL_PKT_LOSS_RAT
E

RedundantTransExp
Ext_eNA

varE2ePktLossRate
ul

Float

Indicates the variance of End-to-
End (between UE and UPF)
uplink packet loss rate. Shall be
present if one of the element in
the "listOfAnaSubsets" attribute
was set to
VAR_E2E_UL_PKT_LOSS_RAT
E.

RedundantTransExp
Ext_eNA

avgE2ePktLossRat
eDI

PacketLossRate

Indicates average End-to-End
(between UE and UPF) downlink
packet loss rate. Shall be present
if one of the element in the
"listOfAnaSubsets" attribute was
set to
AVG_E2E_DL_PKT_LOSS_RAT
E

RedundantTransExp
Ext_eNA

varE2ePktLossRate
DI

Float

Indicates the variance of End-to-
End (between UE and UPF)
downlink packet loss rate. Shall
be present if one of the element
in the "listOfAnaSubsets" attribute
was set to
VAR_E2E_DL_PKT_LOSS RAT
E.

RedundantTransExp
Ext_eNA
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i.e. if the straight line distance that the
UE moves from the previous location to
the current location exceeds the
threshold, the analytics needs to be
reported.

Attribute name Data type P | Cardinality Description Applicability
orderCriterion UeMobilityOrder | O 0.1 The ordering criterion for the list of UE
Criterion mobility analytics.
orderDirection MatchingDirecti | O 0.1 Indicate the order: ascending or
on descending time slot start. May be
present when the "orderCriterion”
attribute is included. (NOTE 1)
ueLocOrderind boolean 0] 0.1 UE Location order indication. Set to
"true" to indicate the NWDAF to provide
UE locations in the UE Mobility
analytics in time order, otherwise set to
"false" or omitted. (NOTE 2)
distThresholds array(Uinteger) |O 1..N Indicates the linear distance threshold,

NOTE 2:

NOTE 1: The "CROSSED" value in "MatchingDirection" date type is not applicable for this attribute.

If this attribute was set to "true”, the NWDAF does not aggregate the UE locations in a long duration but
provides the UE locations one by one in their own time period, i.e. the "locinfos" contained in UeMobility
data type has only one UE location which indicates the UE is located in this location in the duration from
the time slot start and the location information in adjacent durations is different from each other.
Otherwise, if this attribute is included and set to "false" or omitted, the multiple UE locations will be
aggregated.

5.1.6.2.72

Type UeCommReq

Table 5.1.6.2.72-1: Definition of type UeCommReq

on

descending. May be present when the
"orderCriterion" attribute is included.
(NOTE)

Attribute name Data type P | Cardinality Description Applicability
orderCriterion UeCommOrder |[O 0.1 The ordering criterion for the list of UE

Criterion communication analytics.
orderDirection MatchingDirecti | O 0.1 Indicate the order: ascending or

NOTE:

The "CROSSED" value in "MatchingDirection" date type is not applicable for this attribute.

5.1.6.2.73

Type PfdDeterminationinfo

Table 5.1.6.2.73-1: Definition of type PfdDeterminationinfo

Attribute name Data type P | Cardinality Description Applicability
appld Applicationid M |1 Represents a known application
identifier that refers to the
application detection filter.
suggPfdInfoList array(Suggested | M |1..N Represents the suggested PFD
PfdInfo) information for the application
identifier.
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5.1.6.2.74 Type PduSessioninfo

Table 5.1.6.2.74-1: Definition of type PduSessioninfo

Attribute name Data type P | Cardinality Description Applicability
pduSessType PduSessionType [ O [0..1 Represents the PDU Session
Type.
sscMode SscMode O (0.1 Represents the SSC mode of the
PDU Session.
accessTypes array(AccessTyp | O |1..N Represents the access types.
e)
NOTE:  The consumer may provide one of "dnns", "snssais" (contained in EventSubscription data type),
"pduSessType", "accessTypes" and "sscMode" attributes or provide a combination of these attributes.

5.1.6.2.75

Type Directioninfo

Table 5.1.6.2.75-1: Definition of type DirectionInfo

Attribute name Data type P | Cardinality Description Applicability
supi Supi C |0..1 Identifies a SUPI of a UE.
(NOTE 1)
gpsi Gpsi C |0.1 Identifies a GPSI of a UE.
(NOTE 1)
direction Direction M (1 Indicates the moving direction of
the UE in the coverage area.
numOfUe Uinteger O (0.1 Indicate the total number of UEs
in the specific direction. (NOTE 2)
avrSpeed Float O |0.1 Indicate the average speed of
users in the specific direction.
(NOTE 2)
ratio SamplingRatio O |0..1 Indicate the ratio of UEs in the
specific direction. (NOTE 2)
NOTE 1: The "supi" attribute and the "gpsi" attribute are mutually exclusive and one of them shall be provided by the
NWDAF in the case of UE Mobility analytics.
NOTE 2: This attribute may be provided in the case of Movement Behaviour analytics.

5.1.6.2.76

Type GeoDistributionInfo

Table 5.1.6.2.76-1: Definition of type GeoDistributioninfo

Attribute name

Data type

P

Cardinality

Description

Applicability

loc

UserLocation

M

1

This attribute contains the
detailed location, the
uelLocationTimestamp attribute in
the 3GPP access type of
UserLocation data type shall not
be provided.

supis

array(Supi)

C

1..N

Indicate SUPIs of a list of UE.
Each element identifies a UE
which is in the location. Shall only
be included when used in the
Nnwdaf service. (NOTE)

gpsis

array(Gpsi)

C

1..N

Indicate GPSIs of a list of UE.
Each element identifies a UE
which is in the location. Shall only
be included when used in the
Nnef service.

(NOTE)

NOTE:

The "supis" attribute and the "gpsis" attribute are mutually exclusive.
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5.1.6.2.77 Type PduSesTrafficinfo

Table 5.1.6.2.77-1: Definition of type PduSesTrafficlnfo

Attribute name Data type P [ Cardinality Description Applicability

supis array(Supi) C [1.N Each element identifies an UE.

May only be present if the subscription
request applies to one or more UE(S).
(NOTE 3)

dnn Dnn C |(0..1 Identifies DNN, a full DNN with both the
Network Identifier and Operator Identifier,
or a DNN with the Network Identifier only,
for which analytics information is
provided.

Shall be present if the DNN was provided
in the request or subscription.

(NOTE 1)

snssai Snssai C |0.1 Identifies the network slice information for
which analytics information is provided.
Shall be present if the S-NSSAI was
provided in the request or subscription.
(NOTE 1)

tdMatchTrafs array(TdTraffic) C [1.N Identifies traffic that matches Traffic
Descriptor provided by the consumer in
those PDU Sessions identified by the S-
NSSAI and DNN above and the volume.
Shall be present if one of the elements in
the "listOfAnaSubsets" attribute was set
to "TRAFFIC_MATCH_TD".

(NOTE 2)

tdUnmatchTrafs array(TdTraffic) C |1.N Identifies traffic that does not match
Traffic Descriptor provided by the
consumer in those PDU Sessions
identified by the S-NSSAI and DNN
above and the volume.

Shall be present if one of the elements in
the "listOfAnaSubsets" attribute was set
to "TRAFFIC_UNMATCH_TD".

(NOTE 2)

NOTE 1: At least one of the "dnn" and "snssai" attributes shall be provided for the PDU Session traffic statistics of the
specific DNN and/or S-NSSAL.

NOTE 2: At least one of the "tdMatchTrafs" and "tdUnmatchTrafs" attributes shall be provided.

NOTE 3: When Target of Analytics Reporting is a UE group ID, or "Any UE" in the subscription, the NWDAF shall
include the list of UEs matching the filter.

5.1.6.2.78 Type TdTraffic

Table 5.1.6.2.78-1: Definition of type TdTraffic

Attribute name Data type P | Cardinality Description Applicability
pduSesTrafReqs array(PduSesTraff | C |1..N Indicates the PDU Session traffic
icReq) analytics requirements. Shall be present if

the "pduSesTrafRegs" attribute was
provided in the request or subscription.

ulvol Volume O [0..1 Indicates the UL data volume exchanged.

divol Volume O [0.1 Indicates the DL data volume exchanged.

allvol Volume O (0.1 Indicates the overall data volume
exchanged.

ulNumOfPkt Uinteger O 0.1 Indicates the number of UL packets
exchanged.

dINumOfPkt Uinteger O (0.1 Indicates the number of DL packets
exchanged.

allNumOfPkt Uinteger O (0.1 Indicates the number of overall packets
exchanged.
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I
Attribute name Data type P | Cardinality Description Applicability
flowDescs array(FlowDescrip |C |1..N Indicates traffic flow filtering description(s)
tion) for IP flow(s).
appld Applicationld C |0..1 Indicates an application identifier.
domainDescs array(string) C [1.N FQDN(s) or a regular expression which
are used as a domain name matching
criteria.
NOTE:  One of "flowDescs" attribute, "appld" attribute or "domainDescs" attribute shall be provided.
5.1.6.2.80 Type WlanPerUeldPerformancelnfo
Table 5.1.6.2.80-1: Definition of type WlanPerUeldPerformancelnfo
Attribute name Data type P | Cardinality Description Applicability
supi Supi C |0.1 Indicates the SUPI for a UE.
(NOTE 1)
gpsi Gpsi C |0.1 Indicates the GPSI for a UE.
(NOTE 1)
wlanPerTsInfos array(WlanPerTs | M |1..N WLAN performance information
Performancelnfo) per Time Slot during the analytics
target period. (NOTE 2)

NOTE 1:

NOTE 2:

Exactly one of the "supi" and "gpsi" attributes shall be provided. The "supi" attribute is not applicable to the
AnalyticsExposure API, the "gpsi" attribute is only applicable to the AnalyticsExposure APl and not

applicable in the current specification.
The "numberOfUes" attribute is not applicable for the WlanPerUeldPerformancelnfo data type.

5.1.6.2.81

Type ResourceUsageRequirement

Table 5.1.6.2.81-1: Definition of type ResourceUsageRequirement

n

resource usage for the network
performance type.

If omitted, the value "AVERAGE"
applies.

Attribute name Data type P | Cardinality Description Applicability
tfcDirc TrafficDirection | O 0.1 The traffic direction for the resource

usage information.

If omitted, the value "UL_AND_DL"

applies.
valExp ValueExpressio | O 0.1 Indicates average or peak value of the
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Table 5.1.6.2.82-1: Definition of type E2eDataVolTransTimeReq

Attribute name

Data type

P

Cardinality

Description

Applicability

criterion

E2eDataVolTran
sTimeCriterion

@)

0.1

Indicates the ordering criterion for
the list of E2E data volume
transfer time.

order

MatchingDirectio
n

0.1

Indicate the order: ascending or
descending. May be present
when the "criterion" attribute is
included.

(NOTE 1)

highTransTmThr

Uinteger

0.1

Indicates the threshold of high-
transfer time in unit of
millisecond. If the transfer time is
equal to or greater than this
threshold, the UEs are classified
as high-transfer time.

(NOTE 2)

lowTransTmThr

Uinteger

0.1

Indicates the threshold of low-
transfer time in unit of
millisecond. If the transfer time is
equal to or lower than this
threshold, the UEs are classified
as low-transfer time.

(NOTE 2)

repeatDataTrans

Uinteger

0.1

Target repetition number of data
transmissions within the Analytics
target period.

(NOTE 3)

tsintervalDataTrans

DurationSec

0.1

Target time interval between data
transmissions within the Analytics
target period.

(NOTE 3)

dataVolume

DataVolume

0.1

Data Volume UL/DL: indicates a
specific data volume per
transmission either uplink from
UE to AF or downlink from AF to
UE when subscribed event is
"E2E_DATA_VOL_TRANS_TIME

maxNumberUes

Uinteger

O]

0.1

The maximum number of UEs.

NOTE 1: "CROSSED" value in data type "MatchingDirection" is not applicable for the "order" attribute.

NOTE 2: The value of "highTransTmThr" shall not be less than the value of "lowTransTmThr". If the value of
"highTransTmThr" is greater than the value of "lowTransTmThr", then the UEs between "highTransTmThr"
and "lowTransTmThr" are ranking as medium-transfer time. If the value of "highTransTmThr" is equal to the
value of "lowTransTmThr", then no medium-transfer time class. This property shall only be provided if the
"notifMethod" in "evtReq" is set to "ON_EVENT_DETECTION" or "notificationMethod" in
"eventSubscriptions" is set to "THRESHOLD" or omitted.

NOTE 3: Only one of "repeatDataTrans" or "tsIntervalDataTrans" attribute may be present.
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5.1.6.2.83 Type E2eDataVolTransTimelnfo

Table 5.1.6.2.83-1: Definition of type E2eDataVolTransTimelnfo

Attribute name Data type P | Cardinality Description Applicability
e2eDataVolTransTi |array(E2eDataVo | M [1..N List of E2E Data Volume Trans
mes ITransTimePerTS Time for the application per time
) slot.
e2eDataVolTransTi [array(E2eDataVo [ C [1..N Contains the list of UEs classified
meUeLists ITransTimeUeList based on experience level of E2E

) Data Volume Transfer Time.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set to
"E2E_DATA_VOL_TRANS_TIME
_FOR_UE_LIST".

geoDistrinfos array(GeoDistrib | C |1..N

utioninfo)

Indicates the geographical
distribution of the UEs per
location information.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
setto "UE_GEOG_DIST".

0.1 Indicates the confidence of the
prediction. (NOTE)

Shall be present if the analytics
result is a prediction.

Minimum = 0. Maximum = 100.

confidence Uinteger C

NOTE: If the requested period identified by the "tsStart" and "tsDuration" attributes in the "e2eDataVolTransTimes"
type leads to future time period, then the analytics result is a prediction. If no sufficient data is collected to
provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero

confidence.

5.1.6.2.84 Type E2eDataVolTransTimePerTS

Table 5.1.6.2.84-1: Definition of type E2eDataVolTransTimePerTS

Attribute name Data type P | Cardinality Description Applicability
tsStart DateTime M |1 Indicates the timestamp when the
time slot starts during the
Analytics target period.
tsDuration DurationSec M |1 Indicates the time slot duration of
Analytics target period.
e2eDataVolTransTi |array M |1..N Represents the E2E data volume
mePerUe (E2eDataVolTran transfer time per UE.
sTimePerUe)
5.1.6.2.85 Type DataVolume
Table 5.1.6.2.85-1: Definition of type DataVolume
Attribute name Data type P | Cardinality Description Applicability
uplinkVolume Volume C |0.1 Uplink traffic volume in unit of octet.
downlinkVolume |Volume Cc |0.1 Downlink traffic volume in unit of
octet.

NOTE: At least one of above attributes shall be present.
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Attribute name | Data type P

Cardinality

Description

Applicabil
ity

appld

Applicationld Cc |[O.

1

Indicates an application identifier. Shall be
present if the "applds" attribute was
provided in the request or subscription.

uelLoc

UserLocation Cc |o..

TA or cells where the UE dispersed its
transactions and/or data. Shall be present if
"networkArea" attribute is included in the
event subscription or analytics request.

snssai

Snssai Cc (0.

Slice where the UE disperse its transactions
and/or data. Shall be present if "snssais"
attribute is included in the event
subscription or analytics request.

accessType AccessType

The Access Type.

ratTypes array(RatTyp

e)

The RAT Types.

supi Supi

Identifies the SUPI of an UE. May only be
present if reporting inside 5GC.

0] O] oO|o
[

gpsi Gpsi

Identifies the GPSI of an UE.

May only be present if reused by the
Nnef_AnalyticsExposure service reporting
to external AF.

dnn

Dnn Cc |O..

Identifies DNN, a full DNN with both the
Network Identifier and Operator Identifier, or
a DNN with the Network Identifier only.
Shall be present if the "dnns" was provided
in the request or subscription.

spatialValidity
nfo

NetworkAreal Cc |O..

Represents the area where the End to End
data transfer volume transfer time analytics
applies. Shall be present if "networkArea"
attribute was provided in the request or
subscription.

validityPeriod TimeWindow

Represents the valid period for the End to
End data transfer volume transfer time
analytics.

DataVolumeT
ransferTime

dataVolTransTi
me

Indicates the E2E data volume transfer time
and the data volume used to derive the
transfer time.
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Type E2eDataVolTransTimeUeList

Table 5.2.6.2.87-1: Definition of type E2eDataVolTransTimeUeList

Attribute name

Data type

P

Cardinality

Description

Applicability

highLevel

array(Supi)

C

1.N

A list of UEs whose transfer time
has reached or greater than the
threshold of high level. This
attribute may be present if the
event subscription includes
threshold for high level.

(NOTE)

mediumLevel

array(Supi)

A list of UEs whose transfer time
is within the threshold range of
medium level. This attribute may
be present if the value of
"highTransTmThr" is greater than
the value of "lowTransTmThr".
(NOTE)

lowLevel

array(Supi)

A list of UEs whose transfer time
has reached or lower than the
threshold of low level. This
attribute may be present if the
event subscription includes
threshold for low level.

(NOTE)

highRatio

SamplingRatio

This attribute contains ratio of
UEs per E2E data volume
transfer time for high level class.
Shall be present if the analytics
result applies for a group of UEs.

mediumRatio

SamplingRatio

This attribute contains ratio of
UEs per E2E data volume
transfer time for medium level
class.

Shall be present if the analytics
result applies for a group of UEs.

lowRatio

SamplingRatio

This attribute contains ratio of
UEs per E2E data volume
transfer for low level time class.
Shall be present if the analytics
result applies for a group of UEs.

spatialValidity

NetworkArealnfo

Represents the area where the
Classified E2E data volume
transfer times for a list of UEs
analytics applies. Shall be
present if "networkArea" attribute
was provided in the request or
subscription.

validityPeriod

TimeWindow

Represents the validity period for
the Classified E2E data volume
transfer times for a list of UEs
statistics.

NOTE: At least one of "highLevel", "mediumLevel" or "lowLevel" shall be provided.

ETSI




3GPP TS 29.520 version 18.9.0 Release 18

5.1.6.2.88

Type AccuracyReq

207

ETSI TS 129 520 V18.9.0 (2025-03)

Table 5.1.6.2.88-1: Definition of type AccuracyReq

Attribute name

Data type

P

Cardinality

Description

Applicability

accuTimeWin

TimeWindow

O

0.1

Indicates the time interval. Only
the accuracy information which is
generated within this time interval
will be considered by the
consumer.

accuPeriod

DurationSec

0.1

The time period for reporting the
accuracy information.

accuDevThr

Uinteger

0.1

The reporting threshold of
deviation value.
Minimum = 0. Maximum = 100.

minNum

Uinteger

0.1

The minimal number of analytics
output provided by NWDAF that
have to be considered in the
determination of the accuracy
information.

updatedAnaFlg

boolean

0.1

Indicates the updated Analytics
flag.

Set to "true" indicates that the
NWDAF can provide the updated
analytics if the analytics can be
generated within the analytics
accuracy information time
window, which is specified by
"accuTimeWin" attribute.
Otherwise set to "false". Default
value is "false" if omitted.

correctioninterval

DurationSec

0.1

The relative time interval with
respect to the time when the
analytics is provided. It indicates
the time interval during which the
updated analytics can be
accepted by the analytics
consumer.

5.1.6.2.89

Type Accuracylnfo

Table 5.1.6.2.89-1: Definition of type AccuracylInfo

Attribute name

Data type

P

Cardinality

Description

Applicability

accuracyVal

Uinteger

M

1

The accuracy value.

Indicates percentage number of
correct predictions out of all
predictions. Minimum = 0.
Maximum = 100.

(NOTE)

accuSampleNbr

Uinteger

0.1

Indicates the analytics accuracy
checking sampling number.

anaAcculnd

AnalyticsAccurac

yIndication

0.1

Indicates whether the accuracy
value meet the analytics accuracy
requirement or not.

NOTE: The NWDAF containing AnLF determines whether the prediction is correct one is up to implementation.
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Table 5.1.6.2.90-1: Definition of type DataVolumeTransferTime
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Attribute name Data type P | Cardinality Description Applicability

uplinkVolume Volume O |0.1 Uplink traffic volume in unit of
octet.

avgTransTimeUl Uinteger O |0.1 The average time of E2E uplink
data volume transfer in unit of
millisecond.

varTransTimeUl Float O |0.1 The E2E uplink data volume
transfer time variance.

downlinkVolume Volume O |0..1 Downlink traffic volume in unit of
octet.

avgTransTimeDI Uinteger O |0..1 The average time of E2E
downlink data volume transfer in
unit of millisecond.

varTransTimeDI Float O |0..1 The E2E downlink data volume
transfer time variance.

5.1.6.2.91 Type MovBehavReq
Table 5.1.6.2.91-1: Definition of type MovBehavReq
Attribute name Data type P [Cardinality Description Applicability
locationGranReq LocInfoGranularit | O |0..1 Indicates the preferred granularity
y of location information

requirement.
(NOTE)

reportThresholds ThresholdLevel O 0.1 Threshold level of speed.

NOTE:

Only applicable to the "LON_AND_LAT LEVEL" value within the "locationGranReq" attribute.

5.1.6.2.92

Type MovBehavinfo

Table 5.1.6.2.92-1: Definition of type MovBehavinfo

Attribute name

Data type

P

Cardinality

Description

Applicability

geolLoc

GeographicalCoo
rdinates

C

0.1

This attribute contains the
geographical location (longitude
and latitude level).

Shall be provided when the
"locationGranReq" attribute value
"LON_AND_LAT LEVEL"is
subscribed or requested.

movBehavs

array(MovBehav)

1.N

The Movement Behaviour
information per time slot.

confidence

Uinteger

Indicates the confidence of the
prediction. (NOTE)

Shall be present if the analytics
result is a prediction.

Minimum = 0. Maximum = 100.

NOTE:

If the requested period identified by the "startTs" and "endTs" attributes in the
"EventReportingRequirement" type is a future time period, then the analytics result is a prediction. If no
sufficient data is collected to provide the confidence of the prediction before the time deadline, the NWDAF
shall return a zero confidence.

ETSI




3GPP TS 29.520 version 18.9.0 Release 18

5.1.6.2.93

Type MovBehav

209

ETSI TS 129 520 V18.9.0 (2025-03)

Table 5.1.6.2.93-1: Definition of type MovBehav

Attribute name

Data type

Cardinality

Description

Applicability

tsStart

DateTime

1

Indicates the timestamp when the
time slot starts during the
Analytics target period.

tsDuration

DurationSec

[

Indicates the time slot duration.

numOfUe

Uinteger

Indicate the total number of users
in the area of interest.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set with value as "NUM OF UE".

ratio

SamplingRatio

Ratio of moving users in the area
of interest.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set with value as

"MOV UE RATIO".

avrSpeed

Float

Average speed of all users in the
area of interest, expressed in
kilometres per hour.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set with value as "AVR SPEED".

speedThresinfos

array(SpeedThre
sholdinfo)

UEs information in the area of
interest whose speed is faster
than the speed threshold.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set with value as

"SPEED THRESHOLD".

directionUelnfos

array(DirectionInf
0)

Heading directions information of
the UE in the area of interest.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set with value as
"MOV_UE_DIRECTION".

5.1.6.2.94

Type SpeedThresholdinfo

Table 5.1.6.2.94-1: Definition of type SpeedThresholdInfo

Attribute name

Data type

P

Cardinality

Description

Applicability

speedThr

Float

M

1

Speed threshold utilized to filter
the UEs, expressed in kilometres
per hour.

numOfUe

Uinteger

0.1

Indicate the number of UEs
whose speed is faster than the
speed threshold.

ratio

SamplingRatio

0.1

Indicate the percentage of UEs
whose speed is faster than the
speed threshold.
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5.1.6.2.95 Type Geolocation

Table 5.1.6.2.95-1: Definition of type GeoLocation

Attribute name Data type P |Cardinality Description Applicability
point Point C (0.1 Horizontal location using
geographical
coordinates. (NOTE)
pointAlt PointAltitude C |0.1 Horizontal and vertical
location using
geographical
coordinates. (NOTE)
refPoint LocalOrigin C |0.1 Reference point for the
case of local co-
ordinates. (NOTE)
localCoords RelativeCartesianLocation C (0.1 Local co-ordinates
representing horizontal
and optionally also
vertical distances from a
reference point. (NOTE)
NOTE:  One of "point", "pointAlt" attribute, or the combination of "refPoint" and "localCoords" attributes shall be

provided.
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5.1.6.2.96 Type LocAccuracyReq

Table 5.1.6.2.96-1: Definition of type LocAccuracyReq

Attribute name Data type P |[Cardinality Description Applicability
accThres Uinteger O |0..1 The accuracy (precentage)
threshold. The NWDAF is
requested to report the
location accuracy analytics
when this threshold is
crossed in the direction(s)
indicated by the
"accThresMatchDir"
attribute.

Minimum =1
Maximum = 100
accThresMatchDir MatchingDirection O |0..1 Matching direction for the
accuracy threshold. It may
only be provided if the
"accThres" attribute is
provided.
inOutThres Uinteger O |0..1 Contains the threshold for
the percentage of UEs that
are indoors. It may only be
provided in the subscription
for a network area. The
NWDAF is requested to
report the location accuracy
analytics when this
threshold is crossed in the
direction(s) indicated by the
"inOutThresMatchDir"
attribute.
Minimum =1
Maximum = 100
(NOTE)
inOutThresMatchDir MatchingDirection O |0.1 Matching direction for the
indoor/outdoor UEs
percentage threshold. It
may only be provided if the
"inOutThres" attribute is
provided.
(NOTE)
posMethod PositioningMethod O |1.N List of used positioning
methods for which the NF
service consumer wants to
receive analytics.
NOTE:  The attributes "inOutThres" and "inOutThresMatchDir" can be used to express the threshold and matching
direction for the percentage of UEs that are outdoors since the percentage of outdoor UEs is equal to 100
minus the percentage of indoor UEs.
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5.1.6.2.97 Type LocAccuracylnfo

Table 5.1.6.2.97-1: Definition of type LocAccuracylnfo

Attribute name Data type P |Cardinality Description Applicability
locAccPerMeths array(LocAccuracyPerMethod) (M |1..N Location accuracy
information per positioning
method.
inOutUePct Uinteger C |0.1 Contains the percentage

of UEs that are indoors in

the applicable area.

It shall be provided if the

subscription was targeting

a network area and the

"IN_OUT_PERCENT"

analytics subset was

requested.

Minimum value = 0

Maximum value = 100

(NOTE 1)(NOTE 2)

inOutind boolean C |0.1 Indicates if the target

location is indoors or
outdoors. "true" means
that the target location is
indoors, while "false"
means that the target
location is outdoors. The
default value is "false".

It shall be provided if the

subscription was targeting

a specific location and the

"IN_OUT_PERCENT"

analytics subset was

requested.

(NOTE 1)

confidence Uinteger C |0..1 Indicates the confidence of

the prediction.(NOTE 3)

Shall be present if the

analytics resultis a

prediction.

Minimum = 0. Maximum =

100.

NOTE: 1 The attributes "inOutUePct" and "inOutind" are mutually exclusive.

NOTE: 2 The percentage of UEs that are outoors in the applicable area is equal to 100 minus the value of the
"inOutUePct" attribute.

NOTE 3: If the requested period identified by the "startTs" and "endTs" attributes in the "EventReportingRequirement"
type is a future time period, which means the analytics result is a prediction. If no sufficient data is collected
to provide the confidence of the prediction before the time deadline, the NWDAF shall return a zero
confidence.
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Type LocAccuracyPerMethod

Table 5.1.6.2.98-1: Definition of type LocAccuracyPerMethod

Attribute name

Data type

P

Cardinality Description

Applicability

posMethod

PositioningMethod

M

1 The used positioning
method.

locAcc

Uinteger

M

1 Location accuracy
(percentage) for the given
positioning method in the
applicable area or location.
Minimum value = 0
Maximum value = 100

losNlosPct

Uinteger

0.1 Percentage of the LOS
measurements among the
measurements performed
using this positioning
method. It may be
provided if the subscription
was targeting a network
area.

Minimum value = 0
Maximum value = 100
(NOTE 1)

losNlosInd

boolean

0.1 Indication whether the
location is measured with
LOS or NLOS using this
positioning method:

- "true": the location is
measured with LOS;

- "false"(default): the
location is measured with
NLOS.

It may be provided if the
subscription was targeting
a specific location.
(NOTE 2)

NOTE 1: The percentage of the NLOS measurements is equal to 100 minus the value of the "losNIosPct" attribute.
NOTE 2: The attributes "losNlosPct" and "losNlosInd" are mutually exclusive.

5.1.6.2.99

Type RelProxReq

Table 5.1.6.2.99-1: Definition of type RelProxReq

Attribute name Data type Cardinality Description Applicability

direction array(Direction) 1..N Indicates individual or set of
direction(s) of interest.

numOfUe Uinteger 0.1 Indicates the number of UEs for
which one UE may report
proximity information.

proximityCrits array(ProximityCr 1.N One or several criteria to be

iterion) considered when computing the

relative proximity.
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Table 5.1.6.2.100-1: Definition of type RelProxInfo

nfo

information.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set with value as
"TIME_TO_COLLISION" and the

analytics result is a prediction.

Attribute name Data type Cardinality Description Applicability

tsStart DateTime 1 Indicates the timestamp when the
time slot starts during the
Analytics target period.

tsDuration DurationSec 1 Indicates the time slot duration.

supis array(Supi) 1..N Identifies the UE(s) to which the
proximity information applies. If
omitted, the information applies to
all the target UE(s) that were
indicated in the
subscription/request. If provided,
it shall be a subset of the target
UE(s) that were indicated in the
subscription/request.

gpsis array(Gpsi) 1..N Identifies the UE(s) to which the
proximity information applies. If
omitted, the information applies to
all the target UE(s) that were
indicated in the
subscription/request. If provided,
it shall be a subset of the target
UE(s) that were indicated in the
subscription/request. Not
applicable for this API.

ueProximities array(UeProximit 1.N Observed or Predicted proximity

y) information.
ttcinfo TimeToCollisionl 0.1 Time To Collision (TTC)
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Table 5.1.6.2.101-1: Definition of type UeProximity

ETSI TS 129 520 V18.9.0 (2025-03)

Attribute name Data type P | Cardinality Description Applicability
ueDistance integer O (0.1 Distance between two UES, in
centimeters.
ueVelocity VelocityEstimate | O |0..1 UE velocity.
May be present if one of the
elements in the "proximityCrits"
attribute was set to VELOCITY.
avrSpeed Float O |0.1 Average speed of the users
which this proximity information
applies to, expressed in
kilometres per hour.
May be present if one of the
elements in the "proximityCrits"
attribute was set to AVG_SPD.
locOrientation LocationOrientati | O |0..1 Indicates the preferred orientation
on of location information.
May be present if one of the
elements in the "proximityCrits"
attribute was set to
ORIENTATION.
ueTrajectories array(UeTrajector | O [1..N Indicates timestamped UE
y) positions.
May be present if one of the
elements in the "proximityCrits"
attribute was set to
TRAJECTORY.
ratio SamplingRatio O |0..1 Indicate ratio of UEs accounted
based on proximity criteria.
5.1.6.2.102 Type UeTrajectory
Table 5.1.6.2.102-1: Definition of type UeTrajectory
Attribute name Data type P | Cardinality Description Applicability
supi Supi C |0.1 Identifies a SUPI of a UE for
which this trajectory applies.
(NOTE)
gpsi Gpsi C |0.1 Identifies a GPSI of a UE for
which this trajectory applies.
Not applicable for this API.
(NOTE)
timestampedLocs  |array(Timestamp | M |1..N The timestamped locations of the
edLocation) trajectory of the UE.
NOTE:  One of "supi" or "gpsi" attributes shall be provided.
5.1.6.2.103 Type TimestampedLocation
Table 5.1.6.2.103-1: Definition of type TimestampedLocation
Attribute name Data type P [Cardinality Description Applicability
ts DateTime M (1 Time stamp for the UE location.
locinfo LocationInfo M (1 This attribute includes the UE

location information at the time
indicated by "ts" attribute.
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Type TimeToCollisionInfo
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Table 5.1.6.2.104-1: Definition of type TimeToCollisionInfo

Attribute name Data type P | Cardinality Description Applicability

ttc DateTime O |0.1 Time until the predicted collision
between UEs to which the
proximity information applies.

accuracy Uinteger O |0.1 Accuracy of TTC (dependent on
both the UE location accuracy
and confidence of the prediction).
Minimum = 0. Maximum = 100.

confidence Uinteger O (0.1 Indicates the confidence of the
prediction. (NOTE)
Minimum = 0. Maximum = 100.

NOTE: If the requested period identified by the "startTs" and "endTs" attributes in the
"EventReportingRequirement" type is a future time period, then the analytics result is a prediction. If no
sufficient data is collected to provide the confidence of the prediction before the time deadline, the NWDAF
shall return a zero confidence.

5.1.6.2.105 Type AnalyticsFeedbackinfo

Table 5.1.6.2.105-1: Definition of type AnalyticsFeedbackInfo

Attribute name

Data type

P [Cardinality

Description

Applicability

actionTimes

array(DateTime)

M [1..N

The time(s) at which the
NF service consumer took
an action(s) influenced by
the previously provided
analytics, which may or
may not affect the ground
truth data corresponding to
the subscribed analytics
event at the time which the
prediction refers to, and
consequently affect the ML
Model accuracy
monitoring.

usedAnaTypes

array(NwdafEvent)

List of analytics types that
were used for taking the
action(s).

impactind

boolean

If provided and set to
"true”, it indicates that the
action taken by the NF
service consumer impacts
the ground truth data.

If provided and set to
"false", it indicates that the
action taken by the NF
service consumer does not
impact the ground truth
data.

If omitted, there is no
information about the
action having an impact on
the ground truth data or
not.
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5.1.6.2.106 Type Roaminginfo

Table 5.1.6.2.106-1: Definition of type RoamingInfo

Attribute name Data type P |Cardinality Description Applicability
plmnid PImnidNid O 0.1 Identifier of the HPLMN (if
the analytics are
requested by an NF
service consumer in the
VPLMN) or the VPLMN (if
the analytics are
requested by an NF
service consumer in the
HPLMN).
aois array(GeographicalArea) O |1.N Area of Interest for the
analytics in the HPLMN (if
the analytics are
requested by an NF
service consumer in the
VPLMN) or the VPLMN (if
the analytics are
requested by an NF
service consumer in the

HPLMN).
servingNflds array(Nflnstanceld) O |1.N NF ID(s) of the NF(s)
serving the roaming UE(s)
in the VPLMN.
servingNfSetlds array(NfSetld) O |1.N NF Set ID(s) of the NF

Set(s) serving the roaming
UE(s) in the VPLMN.
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Table 5.1.6.2.107-1: Definition of type SuggestedPfdInfo

Attribute name

Data type

P

Cardinality

Description

Applicability

pfdid

string

M

1

Identifier of the PFD (i.e., new
PFD ID assigned by the NWDAF
or the existing PFD ID retrieved
from the NEF(PFDF) which was
generated by NWDAF).

(NOTE 2)

ip3TupleList

array(string)

1.N

Represents IP 3-tuple list with
protocol, IP address and port
number of the application server
side. The content of the string has
the same encoding as the
IPFilterRule AVP value as defined
in IETF RFC 6733 [33].

(NOTE 2)

urls

array(string)

1.N

Represents a URL or a regular
expression which is used to
match the significant parts of the
URL.

(NOTE 2)

domainNames

array(string)

1.N

Representes an FQDN or a
regular expression as a domain
name matching criteria.

(NOTE 2)

dnProtocol

DomainNamePro
tocol

Represents the additional
protocol and protocol field for
domain names to be matched, it
may only be provided when
domainNames attribute is
present.

pfdConfidence

Uinteger

Indicates the confidence on the
provided PFD Determination
analytics for the known
Application identified by the
included "appld" attribute.
Minimum = 0. Maximum = 100.

NOTE 1:

NOTE 2:

At least one of the "ip3TupleList
attributes are included, the PFD is only matched when every attribute contained in the PFD has a matching
value.

For providing new suggested PFD information, the NWDAF shall assign a new "pfdld" value that is not yet
used for this Application ID.

urls”, and "domainNames" attributes shall be included. If multiple

5.1.6.3

5.1.6.3.1

Simple data types and enumerations

Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the

previous clauses.

5.1.6.3.2

Simple data types

The simple data types defined in table 5.1.6.3.2-1 shall be supported.
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Type Name

Type Definition

Description

Applicability

AnySilice

boolean

slices.

"false" represents not applicable for all

"true" represents applicable for all slices.

LoadLevellnformation integer

Load level information of the network slice
and the optionally associated network slice

instance.
Minimum = 0. Maximum = 100.

5.1.6.3.3

Enumeration: NotificationMethod

Table 5.1.6.3.3-1: Enumeration NotificationMethod

Enumeration value

Description

Applicability

PERIODIC

The subscription of NWDAF Event is
peridodicly. The periodic of the notification
is identified by repetitionPeriod defined in
clause 5.1.6.2.3.

THRESHOLD

The subscription of NWDAF Event is upon
threshold exceeded.
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Enumeration: NwdafEvent

Table 5.1.6.3.4-1: Enumeration NwdafEvent
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Enumeration value

Description

Applicability

NF_LOAD

Indicates that the event subscribed is
NF Load.

NfLoad

QOS_SUSTAINABILITY

Indicates that the event subscribed is
QoS sustainability.

QoSSustainability

SLICE_LOAD_LEVEL

Indicates that the event subscribed is
load level information of Network Slice

SERVICE_EXPERIENCE

Indicates that the event subscribed is
service experience.

ServiceExperience

UE_MOBILITY

Indicates that the event subscribed is
UE mobility information.

UeMobility

UE_COMMUNICATION

Indicates that the event subscribed is
UE communication information.

UeCommunication

ABNORMAL_BEHAVIOUR

Indicates that the event subscribed is
abnormal behaviour information.

IAbnormalBehaviour

USER_DATA_CONGESTION

Indicates that the event subscribed is
user data congestion information

UserDataCongestion

NETWORK_PERFORMANCE

Indicates that the event subscribed is
network performance information

NetworkPerformance

NSI_LOAD_LEVEL

Indicates that the event subscribed is
load level information of Network Slice
and the optionally associated Network
Slice Instance

NsiLoad

DISPERSION

Indicates that the event subscribed is
dispersion information.

Dispersion

RED_TRANS_EXP

Indicates that the event subscribed is
redundant transmission experience.

RedundantTransmissionExp

WLAN_PERFORMANCE

Indicates that the event subscribed is
WLAN performance.

WlanPerformance

DN_PERFORMANCE

Indicates that the event subscribed is
DN performance information.

DnPerformance

E2E_DATA_VOL_TRANS_TIME

Indicates that the event subscribed is
E2E data volume transfer time

E2eDataVolTransTime

SM_CONGESTION

Indicates that the event subscribed is
the Session Management Congestion
Control Experience information for
specific DNN and/or S-NSSAI.

SMCCE

PFD_DETERMINATION

Indicates that the event subscribed is
the PFD Determination information for
known application identifier(s).

PfdDetermination

the Location Accuracy information.

PDU_SESSION_TRAFFIC Indicates that the event subscribed is  [PduSesTraffic
the PDU Session traffic information.
MOVEMENT_BEHAVIOUR Indicates that the event subscribed is  [MovementBehaviour
the Movement Behaviour information.
LOC_ACCURACY Indicates that the event subscribed is  [LocAccuracy

RELATIVE_PROXIMITY

Indicates that the event subscribed is
the Relative Proximity information.

RelativeProximity

5.1.6.3.5

Enumeration: Accuracy

Table 5.1.6.3.5-1: Enumeration Accuracy

Enumeration value Description Applicability
LOW Low accuracy.
MEDIUM Medium accuracy. ENAEXxt
HIGH High accuracy.
HIGHEST Highest accuracy. ENAEXt

ETSI




3GPP TS 29.520 version 18.9.0 Release 18 221 ETSI TS 129 520 V18.9.0 (2025-03)

5.1.6.3.6 Enumeration: Exceptionld

Table 5.1.6.3.6-1: Enumeration Exceptionld

Enumeration value Description Applicability
UNEXPECTED UE LOCATION Unexpected UE location
UNEXPECTED LONG_LIVE_FLOW Unexpected long-live rate flows
UNEXPECTED LARGE RATE_FLOW Unexpected large rate flows
UNEXPECTED WAKEUP Unexpected wakeup
SUSPICION OF DDOS ATTACK Suspicion of DDoS attack
WRONG_DESTINATION_ADDRESS Wrong destination address
TOO FREQUENT SERVICE_ACCESS Too frequent Service Access
UNEXPECTED RADIO LINK FAILURES Unexpected radio link failures
PING_PONG_ACROSS CELLS Ping-ponging across neighbouring

cells
5.1.6.3.7 Enumeration: ExceptionTrend

Table 5.1.6.3.7-1: Enumeration ExceptionTrend

Enumeration value Description Applicability
UP Up trend of the exception level.
DOWN Down trend of the exception level.
UNKNOWN Unknown trend of the exception level.
STABLE Stable trend of the exception level.
5.1.6.3.8 Enumeration: CongestionType

Table 5.1.6.3.8-1: Enumeration CongestionType

Enumeration value Description Applicability
USER_PLANE The congestion analytics type is User Plane.
CONTROL_PLANE The congestion analytics type is Control Plane.
USER_AND_CONTROL_PLANE The congestion analytics type is User Plane and
Control Plane.

5.1.6.3.9 Enumeration: TimeUnit

Table 5.1.6.3.9-1: Enumeration TimeUnit

Enumeratio Description Applicability
n value

MINUTE Time unit is per minute.

HOUR Time unit is per hour.

DAY Time unit is per day.
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5.1.6.3.10 Enumeration: NetworkPerfType

Table 5.1.6.3.10-1: Enumeration NetworkPerfType

Enumeration value

Description

Applicability

GNB_ACTIVE_RATIO

Indicates the ratio of gNB

active (i.e. up and running)
number to the total number of
gNB.

GNB_COMPUTING_USAGE

Indicates gNodeB computing
resource usage.

GNB_MEMORY_USAGE

Indicates gNodeB memory
usage.

GNB_DISK_USAGE

Indicates gNodeB disk usage.

FIC

GNB_RSC_USAGE_OVERALL_TRAF

The gNB resource usage.

NetworkPerformanceExt_AIML|

GNB_RSC_USAGE_GBR_TRAFFIC

The gNB resource usage for
GBR traffic.

NetworkPerformanceExt_AIML

R_TRAFFIC

GNB_RSC_USAGE_DELAY_CRIT_GB | The gNB resource usage for

Delay-critical GBR traffic.

NetworkPerformanceExt_AIML

NUM_OF UE

Indicates number of UEs.

SESS_SUCC_RATIO

Indicates ratio of successful
setup of PDU sessions to
total PDU session setup
attempts.

HO_SUCC_RATIO

Indicates Ratio of successful
handovers to the total
handover attempts.

5.1.6.3.11

Enumeration: ExpectedAnalyticsType

Table 5.1.6.3.11-1: Enumeration ExpectedAnalyticsType

Enumeration value Description Applicability
MOBILITY Mobility related abnormal behaviour analytics is
expected by the consumer
COMMUN Communication related abnormal behaviour
analytics is expected by the consumer
MOBILITY_AND_COMMUN Both mobility and communication related abnormal
behaviour analytics is expected by the consumer
5.1.6.3.12 Enumeration: MatchingDirection
Table 5.1.6.3.12-1: Enumeration MatchingDirection
Enumeration value Description Applicability
ASCENDING Threshold is crossed in ascending direction.
DESCENDING Threshold is crossed in descending direction.
CROSSED Threshold is crossed either in ascending or descending direction.
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Enumeration: NwdafFailureCode

Table 5.1.6.3.13-1: Enumeration NwdafFailureCode
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Enumeration value

Description

Applicability

UNAVAILABLE_DATA

Indicates the requested statistics information for the event is rejected
since necessary data to perform the service is unavailable.

BOTH_STAT_PRED_NO
T_ALLOWED

Indicates the requested analysis information for the event is rejected
since the start time is in the past and the end time is in the future, which
means the NF service consumer requested both statistics and
prediction for the analytics.

PREDICTION_NOT_ALL
OWED

Indicates that the request for the prediction of the analytics event is not
allowed.

PredictionError

UNSATISFIED_REQUES
TED_ANALYTICS_TIME

Indicates that the requested event is rejected since the analytics
information is not ready when the time indicated by the
"timeAnaNeeded" attribute (as provided during the creation or
modification of subscription) is reached.

EneNA

NO_ROAMING_SUPPO
RT

Indicates that the request shall be rejected because roaming analytics
or data are required and the NWDAF neither supports roaming
exchange capabilitiy nor can it forward the request to another NWDAF.

RoamingAnalytic
S

OTHER Indicates the requested analysis information for the event is rejected
due to other reasons.
5.1.6.3.14 Enumeration: AnalyticsMetadata

Table 5.1.6.3.14-1: Enumeration AnalyticsMetadata

Enumeration value Description Applicability
NUM_OF SAMPLES Number of data samples used for the generation of the output analytics.
DATA_WINDOW Data time window of the data samples.

DATA_STAT PROPS Dataset statistical properties of the data used to generate the analytics.
STRATEGY Output strategy used for the reporting of the analytics.
ACCURACY Level of accuracy reached for the analytics.
5.1.6.3.15 Enumeration: DatasetStatisticalProperty
Table 5.1.6.3.15-1: Enumeration DatasetStatisticalProperty
Enumeration value Description Applicability

UNIFORM_DIST_DATA

Indicates the use of data samples that are uniformly distributed
according to the different aspects of the requested analytics.

NO_OUTLIERS

Indicates that the data samples shall disregard data samples that are at
the extreme boundaries of the value range.
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5.1.6.3.16 Enumeration: OutputStrategy

Table 5.1.6.3.16-1: Enumeration OutputStrategy

Enumeration value Description Applicability
BINARY Indicates that the analytics shall only be reported when the requested
level of accuracy is reached within a cycle of periodic notification as
defined in the analytics reporting information (i.e. in the
ReportingInformation data type or the EventSubscription data type).
GRADIENT Indicates that the analytics shall be reported according with the
periodicity defined in the analytics reporting information (i.e. in the
ReportingInformation data type or the EventSubscription data type)
irrespective of whether the requested level of accuracy has been
reached or not.

5.1.6.3.17 Enumeration: TransferRequestType

Table 5.1.6.3.17-1: Enumeration TransferRequestType

Enumeration value Description Applicability
PREPARE Indicates that the request is for analytics subscription transfer
preparation.
TRANSFER Indicates that the request is for analytics subscription transfer
execution.
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5.1.6.3.18 Enumeration: AnalyticsSubset

Table 5.1.6.3.18-1: AnalyticsSubset
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Enumeration value Description Applicability

NUM_OF _UE_REG The number of UE registered. This value is only applicable to
NSI_LOAD_LEVEL event.

NUM_OF_PDU_SESS _ESTBL The number of PDU sessions established. This value is only
applicable to NSI_LOAD LEVEL event.

RES_USAGE The current usage of the virtual resources assigned to the NF
instances belonging to a particular network slice instance. This
value is only applicable to NSI LOAD_LEVEL event.

NUM_OF_EXCEED_RES_USA | The number of times the resource usage threshold of the network

GE_LOAD_LEVEL_THR slice instance is reached or exceeded if a threshold value is
provided by the consumer. This value is only applicable to
NSI_LOAD_LEVEL event.

PERIOD_OF _EXCEED_RES_U | The time interval between each time the threshold being met or

SAGE_LOAD_LEVEL_THR exceeded on the network slice (instance). This value is only
applicable to NSI_LOAD_LEVEL event.

EXCEED_LOAD_LEVEL_THR_I | Whether the Load Level Threshold is met or exceeded by the

ND statistics value. This value is only applicable to NSI_LOAD_LEVEL
event.

LIST OF TOP_APP_UL The list of applications that contribute the most to the traffic in the
UL direction. This value is only applicable to
USER_DATA_ CONGESTION event.

LIST_OF _TOP_APP_DL The list of applications that contribute the most to the traffic in the
DL direction. This value is only applicable to
USER_DATA_CONGESTION event.

NF_STATUS The availability status of the NF on the Analytics target period,
expressed as a percentage of time per status value (registered,
suspended, undiscoverable). This value is only applicable to
NF LOAD event.

NF_RESOURCE_USAGE The average usage of assigned resources (CPU, memory,
storage). This value is only applicable to NF_LOAD event.

NF_LOAD The average load of the NF instance over the Analytics target
period. This value is only applicable to NF_LOAD event.

NF_PEAK_LOAD The maximum load of the NF instance over the Analytics target
period. This value is only applicable to NF_LOAD event.

NF_LOAD_AVG_IN_AOI The average load of the NF instances over the area of interest.
This value is only applicable to NF_LOAD event.

DISPER_AMOUNT Indicates the dispersion amount of the reported data volume or
transaction dispersion type. This value is only applicable to
DISPERSION event.

DISPER_CLASS Indicates the dispersion mobility class (fixed, camper or traveller)
upon set its usage threshold, and/or the top-heavy class upon set
its percentile rating threshold. This value is only applicable to
DISPERSION event.

RANKING Data/transaction usage ranked high (i.e.value 1), medium (2) or
low (3). This value is only applicable to DISPERSION event.

PERCENTILE_RANKING Percentile ranking of the target UE in the Cumulative Distribution
Function of data usage for the population of all UEs. This value is
only applicable to DISPERSION event.

RSSI Indicated the RSSI in the unit of dBm. This value is only applicable
to WLAN_PERFORMANCE event.

RTT Indicates the RTT in the unit of millisecond. This value is only
applicable to WLAN_PERFORMANCE event.

TRAFFIC_INFO Traffic information including UL/DL data rate and/or Traffic volume.
This value is only applicable to WLAN_PERFORMANCE event.

NUMBER_OF_UES Number of UEs observed for the SSID. This value is only
applicable to WLAN_PERFORMANCE event.

APP_LIST_FOR_UE_COMM The analytics of the application list used by UE. This value is only
applicable to UE_ COMMUNICATION event.

N4_SESS_INACT_TIMER_FOR | The N4 Session inactivity timer. This value is only applicable to

_UE_COMM UE_COMMUNICATION event.

AVG_TRAFFIC_RATE Indicates average traffic rate. This value is only applicable to
DN_PERFORMANCE event.

MAX_TRAFFIC_RATE Indicates maximum traffic rate. This value is only applicable to
DN_PERFORMANCE event.

AGG_TRAFFIC_RATE Indicates aggregated traffic rate. This value is only applicable to DnPerformanc
DN_PERFORMANCE event. eExt_AIML
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VAR_TRAFFIC_RATE Indicates variance of traffic rate. This value is only applicable to DnPerformanc
DN_PERFORMANCE event. eExt_AIML
AVG_PACKET_DELAY Indicates average Packet Delay. This value is only applicable to
DN_PERFORMANCE event.
MAX_PACKET_DELAY Indicates maximum Packet Delay. This value is only applicable to
DN_PERFORMANCE event.
VAR_PACKET_DELAY Indicates variance of Packet Delay. This value is only applicable to |DnPerformanc
DN_PERFORMANCE event. eExt_AIML
AVG_PACKET_LOSS RATE Indicates average Packet Loss Rate. This value is only applicable
to DN_PERFORMANCE event.
MAX_PACKET_LOSS_RATE Indicates maximum Packet Loss Rate. This value is only DnPerformanc
applicable to DN_PERFORMANCE event. eExt_AIML
VAR_PACKET_LOSS RATE Indicates variance of Packet Loss Rate. This value is only DnPerformanc
applicable to DN_ PERFORMANCE event. eExt_AIML
UE_LOCATION Indicates UE location information. This value is only applicable to
SERVICE_EXPERIENCE event.
LIST _OF HIGH_EXP_UE Indicates list of high experienced UE. This value is only applicable
to SM_CONGESTION event.
LIST_OF MEDIUM_EXP_UE Indicates list of medium experienced UE. This value is only
applicable to SM_CONGESTION event.
LIST_OF_LOW_EXP_UE Indicates list of low experienced UE. This value is only applicable
to SM_CONGESTION event.
AVG_UL_PKT_DROP_RATE Indicates average uplink packet drop rate on GTP-U path on N3.
This value is only applicable to RED_TRANS_ EXP event.
VAR_UL_PKT_DROP_RATE Indicates variance of uplink packet drop rate on GTP-U path on
N3. This value is only applicable to RED_TRANS EXP event.
AVG_DL_PKT_DROP_RATE Indicates average downlink packet drop rate on GTP-U path on
N3. This value is only applicable to RED_TRANS_EXP event.
VAR_DL_PKT_DROP_RATE Indicates variance of downlink packet drop rate on GTP-U path on
N3. This value is only applicable to RED_TRANS EXP event.
AVG_UL_PKT_DELAY Indicates average uplink packet delay round trip on GTP-U path
on N3. This value is only applicable to RED_TRANS_EXP event.
VAR_UL_PKT_DELAY Indicates variance uplink packet delay round trip on GTP-U path
on N3. This value is only applicable to RED_TRANS EXP event.
AVG_DL_PKT_DELAY Indicates average downlink packet delay round trip on GTP-U path
on N3. This value is only applicable to RED_TRANS_EXP event.
VAR_DL_PKT_DELAY Indicates variance downlink packet delay round trip on GTP-U
path on N3. This value is only applicable to RED_TRANS_EXP
event.
TRAFFIC_MATCH_TD Identifies traffic that matches Traffic Descriptor provided by the PduSesTraffic
consumer. This value is only applicable to
PDU_SESSION_TRAFFIC event.
TRAFFIC_UNMATCH_TD Identifies traffic that does not match Traffic Descriptor provided by [PduSesTraffic
the consumer. This value is only applicable to
PDU_SESSION_TRAFFIC event.
NUMBER_OF_UE Indicates the number of UEs. This value is only applicable to DnPerformanc
DN_PERFORMANCE event. eExt_eNA

UE_GEOG_DIST

Indicates the geographical distribution of the UEs that can be
selected by the AF for application service. This value is only
applicable to UE_MOBILITY and E2E_DATA_VOL_TRANS_TIME
events.

UeMobilityExt2
| eNA
E2eDataVolTra
nsTime

UE_DIRECTION

Indicates the direction of the UEs. This value is only applicable to
UE_MOBILITY event.

UeMobilityExt2
eNA

AVG_E2E_UL_PKT_DELAY

Indicates average End-to-End (between UE and UPF) uplink
packet delay. This value is only applicable to RED_TRANS_EXP
event.

RedundantTran
SEXpExt_eNA

VAR_E2E_UL_PKT_DELAY

Indicates the variance of End-to-End (between UE and UPF)
uplink packet delay. This value is only applicable to
RED TRANS EXP event.

RedundantTran
SEXpExt_eNA

AVG_E2E_DL_PKT_DELAY

Indicates average End-to-End (between UE and UPF) downlink
packet delay. This value is only applicable to RED_TRANS_EXP
event.

RedundantTran
SEXpExt_eNA

VAR_E2E_DL_PKT_DELAY

Indicates the variance of End-to-End (between UE and UPF)
downlink packet delay. This value is only applicable to
RED TRANS EXP event.

RedundantTran
SEXpExt_eNA
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AVG_E2E_UL_PKT_LOSS_RA
TE

Indicates average End-to-End (between UE and UPF) uplink
packet loss rate. This value is only applicable to
RED TRANS EXP event.

RedundantTran
SEXpExt_eNA

VAR_E2E_UL_PKT_LOSS_RA
TE

Indicates the variance of End-to-End (between UE and UPF)
uplink packet loss rate. This value is only applicable to
RED TRANS EXP event.

RedundantTran
SEXpExt_eNA

AVG_E2E_DL_PKT_LOSS_RA
TE

Indicates average End-to-End (between UE and UPF) downlink
packet loss rate. This value is only applicable to
RED TRANS EXP event.

RedundantTran
SEXpExt_eNA

VAR_E2E_DL_PKT_LOSS_RA
TE

Indicates the variance of End-to-End (between UE and UPF)
downlink packet loss rate. This value is only applicable to
RED TRANS EXP event.

RedundantTran
SEXpExt_eNA

E2E_DATA VOL_TRANS_TIME | Indicates the classified E2E data volume transfer time statistics or |[E2eDataVolTra

_FOR_UE_LIST predictions for multiple UEs with respect to one or more reporting [nsTime
thresholds.

NUM_OF_UE Indicates the total number of UEs in the area of interest. This MovementBeh
value is only applicable to MOVEMENT BEHAVIOUR event. aviour

MOV_UE_RATIO Indicates the Ratio of moving UEs in the area of interest. This MovementBeh
value is only applicable to MOVEMENT BEHAVIOUR event. aviour

AVR_SPEED Indicates the average speed of all UEs in the area of interest. This |MovementBeh
value is only applicable to MOVEMENT_BEHAVIOUR event. aviour

SPEED_THRESHOLD Indicates the information on UEs in the area of interest whose MovementBeh
speed is faster than the speed threshold. This value is only aviour
applicable to MOVEMENT BEHAVIOUR event.

MOV_UE_DIRECTION Indicates the heading directions of the UE flow in the target area. [MovementBeh
This value is only applicable to MOVEMENT BEHAVIOUR event. |aviour

IN_OUT_PERCENT Indicates the percentage of UEs that are indoors/outdoors. This LocAccuracy

value is only applicable to LOC_ACCURACY event.

TIME_TO_COLLISION

Indicates the time until for a collision with another UE happens.
This value is only applicable to RELATIVE_PROXIMITY event
prediction.

RelativeProximi
ty

5.1.6.3.19

Enumeration: DispersionType

Table 5.1.6.3.19-1: Enumeration DispersionType

Enumeration value

Description

Applicability

DVDA

Data Volume Dispersion Analytics.

TDA

Transactions Dispersion Analytics.

DVDA_AND_TDA

Data Volume Dispersion Analytics and Transactions
Dispersion Analytics.
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5.1.6.3.20 Enumeration: DispersionClass

Table 5.1.6.3.20-1: Enumeration DispersionClass

Enumeration value Description Applicability
FIXED Dispersion class as fixed UE, its data or transaction
usage at a location or a slice, is higher than its
class threshold set for its all data or transaction
usage.
CAMPER Dispersion class as camper UE, its data or
transaction usage at a location or a slice, is higher
than its class threshold and lower than the fixed
class threshold set for its all data or transaction
usage.
TRAVELLER Dispersion class as traveller UE, its data or
transaction usage at a location or a slice, is lower
than the camper class threshold set for its all data
or transaction usage.
TOP_HEAVY Dispersion class as Top_Heavy UE, who's
dispersion percentile rating at a location or a slice,
is higher than its class threshold.

5.1.6.3.21 Enumeration: DispersionOrderingCriterion

Table 5.1.6.3.21-1: Enumeration DispersionOrderingCriterion

Enumeration value Description Applicability
TIME_SLOT_START Indicates the order of time slot start.
DISPERSION Indicates the order of data/transaction dispersion.
CLASSIFICATION Indicates the order of data/transaction classification.
RANKING Indicates the order of data/transaction ranking.
PERCENTILE_RANKING Indicates the order of data/transaction percentile
ranking.
5.1.6.3.22 Enumeration: RedTransExpOrderingCriterion

Table 5.1.6.3.22-1: Enumeration RedTransExpOrderingCriterion

Enumeration value Description Applicability
TIME _SLOT START Indicates the order of time slot start.
RED_TRANS_EXP Indicates the order of Redundant Transmission
Experience.
5.1.6.3.23 Enumeration: WlanOrderingCriterion

Table 5.1.6.3.23-1: Enumeration WlanOrderingCriterion

Enumeration value Description Applicability
TIME SLOT START Indicates the order of time slot start.
NUMBER OF UES Indicates the order of number of UEs.
RSSI Indicates the order of RSSI.
RTT Indicates the order of RTT.
TRAFFIC INFO Indicates the order of Traffic Information
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5.1.6.3.24 Enumeration: ServiceExperienceType

Table 5.1.6.3.24-1: Definition of type ServiceExperienceType

Enumeration value Description Applicability
VOICE Indicates that the service experience analytics is for
voice service.
VIDEO Indicates that the service experience analytics is for
video service.
OTHER Indicates that the service experience analytics is for
other service.
5.1.6.3.25 Enumeration: DnPerfOrderingCriterion
Table 5.1.6.3.25-1: Enumeration DnPerfOrderingCriterion
Enumeration value Description Applicability
AVERAGE TRAFFIC RATE Indicates the average traffic rate.
MAXIMUM TRAFFIC RATE Indicates the maximum traffic rate.
AVERAGE PACKET DELAY Indicates the average packet delay.
MAXIMUM_PACKET _DELAY Indicates the maximum packet delay.
AVERAGE PACKET LOSS RATE Indicates the average packet loss rate.
5.1.6.3.26 Enumeration: TermCause
Table 5.1.6.3.26-1: Enumeration TermCause
Enumeration value Description Applicability
USER_CONSENT_REVOKED The user consent has been revoked.
NWDAF_OVERLOAD The NWDAF is overloaded.
UE_LEFT_AREA The UE has moved out of the NWDAF
serving area.
5.1.6.3.27 Enumeration: UserDataConOrderCrit
Table 5.1.6.3.27-1: Enumeration UserDataConOrderCrit
Enumeration value Description Applicability
APPLICABLE_TIME_WINDOW The ordering criterion is the Applicable Time
Window.
NETWORK_STATUS_INDICATION The ordering criterion is the network status
indication.
5.1.6.3.28 Enumeration: UeMobilityOrderCriterion
Table 5.1.6.3.28-1: Enumeration UeMobilityOrderCriterion
Enumeration value Description Applicability

TIME_SLOT The ordering criterion is the time slot.
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5.1.6.3.29 Enumeration: UeCommOrderCriterion

Table 5.1.6.3.29-1: Enumeration UeCommOrderCriterion

Enumeration value Description Applicability
START_TIME The ordering criterion of the analytics is the start
time.
DURATION The ordering criterion of the analytics is the duration
of the communication.

5.1.6.3.30 Enumeration: NetworkPerfOrderCriterion

Table 5.1.6.3.30-1: Enumeration NetworkPerfOrderCriterion

Enumeration value Description Applicability

NUMBER_OF_UES The ordering criterion of the analytics is the number
of UEs.

COMMUNICATION_PERF The ordering criterion of the analytics is the
communication performance.

MOBILITY_PERF The ordering criterion of the analytics is the mobility
performance.

5.1.6.3.31 Enumeration: DeviceType

Table 5.1.6.3.31-1: Enumeration DeviceType

Enumeration value Description Applicability

MOBILE _PHONE Mobile Phone

SMART_PHONE Smartphone

TABLET Tablet

DONGLE Dongle

MODEM Modem

WLAN ROUTER WLAN Router

I0T DEVICE IoT Device

WEARABLE Wearable

MOBILE TEST PLATFORM Mobile Test Platform

UNDEFINED Undefined
5.1.6.3.32 Enumeration: LocInfoGranularity

Table 5.1.6.3.32-1: Enumeration LocInfoGranularity

Enumeration value Description Applicability
TA LEVEL Indicates location granularity of TA level.
CELL_LEVEL Indicates location granularity of Cell level.
LON_AND_LAT_LEVEL Indicates location granularity of longitude
and latitude level.

5.1.6.3.33 Enumeration: TrafficDirection

Table 5.1.6.3.33-1: Enumeration TrafficDirection

Enumeration value Description Applicability
UL AND DL Uplink and downlink traffic.
UL Uplink traffic.
DL Downlink traffic.
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5.1.6.3.34 Enumeration: ValueExpression

Table 5.1.6.3.34-1: Enumeration ValueExpression

Enumeration value Description Applicability
AVERAGE Resource usage information in average
value.
PEAK Resource usage information in peak value.
5.1.6.3.35 Enumeration: E2eDataVolTransTimeCriterion
Table 5.1.6.3.35-1: Enumeration E2eDataVolTransTimeCriterion
Enumeration value Description Applicability
E2E_DATA_VOL_TRANS_TIME The ordering criterion is the E2E data volume
transfer time.
5.1.6.3.36 Void
5.1.6.3.37 Enumeration: AnalyticsAccuracylndication
Table 5.1.6.3.37-1: Enumeration AnalyticsAccuracylIndication
Enumeration value Description Applicability
MEET Indicates meet the analytics accuracy
requirement.
NOT_MEET Indicates not meet the analytics accuracy
requirement.
5.1.6.3.38 Enumeration: LocationOrientation
Table 5.1.6.3.38-1: Enumeration LocationQOrientation
Enumeration value Description Applicability
HORIZONTAL Indicates horizontal orientation.
VERTICAL Indicates vertical orientation.
HOR_AND_VER Indicates both horizontal and vertical
orientation.
5.1.6.3.39 Enumeration: Direction
Table 5.1.6.3.39-1: Enumeration Direction
Enumeration value Description Applicability
NORTH North direction.
SOUTH South direction.
EAST East direction.
WEST West direction.
NORTHWEST Northwest direction.
NORTHEAST Northeast direction.
SOUTHWEST Southwest direction.
SOUTHEAST Southeast direction.
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5.1.6.3.40 Enumeration: ProximityCriterion

Table 5.1.6.3.40-1: Enumeration ProximityCriterion

Enumeration value Description Applicability
VELOCITY Velocity.
AVG_SPD Average speed.
ORIENTATION Orientation.
TRAJECTORY Mobility trajectory.

5.1.7 Error handling

5.1.7.1 General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [6].

For the Nnwdaf_EventsSubscription API, HTTP error responses shall be supported as specified in clause 4.8 of
3GPPTS29.501[7].

Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [6] shall be supported for an
HTTP method if the corresponding HT TP status codes are specified as mandatory for that HTTP method in
table 5.2.7.1-1 of 3GPP TS 29.500 [6].

In addition, the requirements in the following clauses shall apply.

51.7.2 Protocol Errors

In this Release of the specification, there are no additional protocol errors applicable for the
Nnwdaf_EventsSubscription API.

5.1.7.3 Application Errors
The application errors defined for the Nnwdaf _EventsSubscription API are listed in table 5.1.7.3- 1.

Table 5.1.7.3-1: Application errors

Application Error HTTP status code Description Applicability
BOTH_STAT_PRED_NO | 400 Bad Request Indicates that the request shall be rejected,
T_ALLOWED because for the requested observation period,

the start time is in the past and the end time is
in the future, which means the NF service
consumer requested both statistics and
prediction for the analytics is not allowed.

UE_AGGREGATION_NO | 400 Bad Request For the requested UE location aggregation in
T ALLOWED UE Mobility analytics is not allowed.
PREDICTION_NOT_ALL | 400 Bad Request Indicates that the request shall be rejected PredictionError
OWED because the prediction for the analytics event
is not allowed.
USER_CONSENT_NOT_ | 403 Forbidden Indicates that the request shall be rejected
GRANTED because an impacted user has not provided
the required user consent.
NO_ROAMING_SUPPOR | 403 Forbidden Indicates that the request shall be rejected RoamingAnalyt
T because roaming analytics or data are ics

required and the NWDAF neither supports
roaming exchange capabilitiy nor can it
forward the request to another NWDAF.

UNAVAILABLE_DATA 500 Internal Server Indicates the requested statistics in the past is
Error rejected since necessary data to perform the
service is unavailable.
NOTE: Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP

response is optional unless explicity mandated in the service operation clauses.
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5.1.8 Feature negotiation

The optional featuresin table 5.1.8-1 are defined for the Nnwdaf_EventsSubscription API. They shall be negotiated
using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [6].
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Table 5.1.8-1: Supported Features
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Feature Feature Name Description
number
1 ServiceExperience This feature indicates support for the event related to service
experience.
2 UeMobility This feature indicates the support of analytics based on UE
mobility information.
3 UeCommunication This feature indicates the support of analytics based on UE
communication information.
4 QoSSustainability This feature indicates support for the event related to QoS
sustainability.
5 AbnormalBehaviour This feature indicates support for the event related to abnormal
behaviour information.
6 UserDataCongestion This feature indicates support for the event related to user data
congestion.
7 NfLoad This feature indicates the support of the analytics related to the
load of NF instances.
8 NetworkPerformance This feature indicates the support of analytics based on
network performance.
9 NsiLoad This feature indicates the support of the event related to the
load level of Network Slice and the optionally associated
Network Slice Instance.
10 ES3XX Extended Support for 3xx redirections. This feature indicates
the support of redirection for any service operation, according
to Stateless NF procedures as specified in clauses 6.5.3.2 and
6.5.3.3 of 3GPP TS 29.500 [6] and according to HTTP
redirection principles for indirect communication, as specified in
clause 6.10.9 of 3GPP TS 29.500 [6].
11 EneNA This feature indicates support for the enhancements of network
data analytics requirements.
12 UserDataCongestionExt This feature indicates support for the extensions to the event
related to user data congestion, including support of GPSI
and/or list of Top applications. Supporting this feature also
requires the support of feature UserDataCongestion.
13 Aggregation This feature indicates support for analytics aggregation.
14 NsiLoadExt This feature indicates support for the extensions to the event
related to the load level of Network Slice and the optionally
associated Network Slice Instance, including support of area of
interest, NF load information and number of UE or number of
PDU Session. Supporting this feature also requires the support
of feature NsiLoad.
15 ServiceExperienceExt This feature indicates support for the extensions to the event
related to service experience, including support of RAT type
and/or Frequency. Supporting this feature also requires the
support of feature ServiceExperience.

16 DnPerformance This feature indicates the support of the analytics related to DN
performance.
17 NfLoadExt This feature indicates support for the extensions to the event

related to the load of NF instances, including NF load over area
of interest. Supporting this feature also requires the support of
feature NfLoad.

18 Dispersion This feature indicates support of the analytics related to
dispersion analytics information.

19 RedundantTransmissionExp This feature indicates support of the analytics related to
redundant transmission experience analytics information.

20 WlanPerformance This feature indicates support of the analytics related to WLAN
performance information.

21 UeCommunicationExt This feature indicates the support for the extensions to the

event related to UE communication, including support of
reporting the analytics of the application list used by UE, N4
Session inactivity timer, and whether the UE communicates
periodically or not.

Supporting this feature also requires the support of
UeCommunication feature.

22 UeMobilityExt This feature indicates support for extensions to the event
related to UE mobility, including support of LADN DNN to refer
the LADN service area as the AOI. Supporting this feature also
requires the support of feature UeMobility.
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23

AnaCtxTransfer

This feature indicates support for functionality related to
Analytics Context Transfer.

24

AnaSubTransfer

This feature indicates support for Analytics Subscription
Transfer initiated by the source NWDAF.

25

UserConsent

Indicates the support of detailed handling of user consent, e.g.
error responses related to the lack of user consent.

26

TermRequest

This feature indicates support for Analytics Subscription
termination requests sent by the NWDAF to the NF service
consumer.

27

ENAExt

This feature indicates support for the general enhancements of
network data analytics requirements, including support more
level of accuracy and support for use case context sent by the
NF service consumer to the NWDAF.

28

EnAbnormalBehaviour

This feature indicates support for the enhancements of UE
Abnormal Behaviour.

Supporting this feature also requires the support of
AbnormalBehaviour feature.

29

EnQoSSustainability

This feature indicates support for the enhancements of QoS
Sustainability.

Supporting this feature also requires the support of
QoSSustainability feature.

30

UserDataCongestionExt2_eNA

This feature indicates support for the enhancements of user
data congestion, including support of ordering criterion.
Supporting this feature also requires the support of
UserDataCongestion and UserDataCongestionExt features.

31

UeMobilityExt2_eNA

This feature indicates support for the enhancements of UE
mobility, including support of ordering criterion and linear
distance threshold. Supporting this feature also requires the
support of UeMobility and UeMobilityExt features.

32

UeCommunicationExt_eNA

This feature indicates support for the enhancements of UE
Communication, including to indicate the ordering criterion for
the list of analytics. Supporting this feature also requires the
support of UeCommunication feature.

33

NetworkPerformanceExt_eNA

This feature indicates support for the enhancements of
Network Performance, including support of ordering criterion
for the list of analytics and analytics target period subset.
Supporting this feature also requires the support of
NetworkPerformance feature.

34

QoSSustainabilityExt_eNA

This feature indicates support for the enhancements of QoS
Sustainability, including enhancements of filter information.
Supporting this feature also requires the support of
QoSSustainability feature.

35

PartialAnalyticsSubTransfer

This feature indicates support for partial successful analytics
subscription transfer.

36

Void

Void

37

PfdDetermination

This feature indicates support for functionality related to
NWDAF assisted PFD Determination information for known
application identifier(s).

38

ServiceExperienceExt2_eNA

This feature indicates support for the extensions to the event
related to service experience supporting eNA, including
support for PDU Session parameters information for service
experience analytics. Supporting this feature also requires the
support of feature ServiceExperience.

39

DnPerformanceExt_AIML

This feature indicates support for extensions to the event
related to DN Performance supporting AIML, including support
of extended DN Performance Analytics for group of UEs.
Supporting this feature also requires the support of feature
DnPerformance.

40

UeMobilityExt_AIML

This feature indicates support for further extensions to the
event related to UE mobility supporting AIML, including UE’s
geographical distribution and direction analytics. Supporting
this feature also requires the support of feature UeMobility.

41

PduSesTraffic

This feature indicates support of the analytics related to PDU
Session traffic information.

42

E2eDataVolTransTime

This feature indicates support for E2E data volume transfer
time analytics
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43 DispersionExt_eNA This feature indicates support for the enhancements of
Dispersion, including the support of preferred granularity of UE
location. Supporting this feature also requires the support of
Dispersion feature.

44 WlanPerformanceExt_AIML This feature indicates support for the enhancements of WLAN
performance supporting AIML, including support of analytics
per UE granularity. Supporting this feature also requires the
support of feature WlanPerformance.

45 NetworkPerformanceExt_AIML This feature indicates support of the network performance
enhancements for Al/ML-based Services. Within this feature
the following enhacements are covered:

- support of providing gNB resource usage for GBR traffic
and Delay-critical GBR traffic.

Supporting this feature also requires the support of
NetworkPerformance feature.

46 DnPerformanceExt_eNA This feature indicates support for extensions to the event
related to DN Performance, including support of number of
UEs. Supporting this feature also requires the support of
feature DnPerformance.

a7 AnalyticsAccuracy This feature indicates support for the Analytics Accuracy
information.

48 RedundantTransExpExt_eNA This feature indicates support extensions to the event related to
redundant transmission experience analytics information
including:

- support of providing the E2E UL/DL packet loss rate
(average, variance), E2E UL/DL packet delay (average,
variance) in the analytics.

- support of spatial and temporal granularity size.

Supporting this feature also requires the support of feature
RedundantTransmissionExp.

49 WlanPerfExt_eNA This feature indicates support for the enhancements of WLAN
performance supporting AIML, including support of temporal
granularity size. Supporting this feature also requires the
support of feature WlanPerformance.

50 MovementBehaviour This feature indicates support for the Movement Behaviour
information.

51 LocAccuracy This feature indicates support for the Location Accuracy
analytics.

52 RelativeProximity This feature indicates support for the Relative Proximity
analytics.

53 StatisticsFailure This feature indicates support for partial failure report for

statistics during event notification.

Supporting this feature also requires the support of EneNA

feature.
54 RoamingAnalytics This feature indicates support for the Roaming analytics.
55 PredictionError This feature indicates support for Prediction Error handling.

5.1.9 Security

Asindicated in 3GPP TS 33.501 [13] and 3GPP TS 29.500 [6], the access to the Nnwdaf EventsSubscription APl may
be authorized by means of the OAuth2 protocol (see |ETF RFC 6749 [14]), based on local configuration, using the
"Client Credentials' authorization grant, where the NRF (see 3GPP TS 29.510 [12]) plays the role of the authorization
server.

If OAuth2 isused, an NF service consumer, prior to consuming services offered by the Nnwdaf EventsSubscription
API, shall obtain a"token" from the authorization server, by invoking the Access Token Request service, as described
in 3GPP TS 29.510[12], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server isthe same NRF
that the NF service consumer used for discovering the Nnwdaf_EventsSubscription service.
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The Nnwdaf_EventsSubscription API defines the following scopes for OAuth2 authorization as described in
3GPP TS 29.501 [7], clause 4.x.

Table 5.1.9-1: OAuth2 scopes defined in Nnwdaf_EventsSubscription API

Scope Description
"nnwdaf-eventssubscription" Access to the Nnwdaf_EventsSubscription API
"nnwdaf- Access to service operations applying to NWDAF event subscription
eventssubscription:transfer” transfer

5.2 Nnwdaf Analyticsinfo Service API

5.2.1 Introduction
The Nnwdaf_Analyticsinfo service shall use the Nnwdaf_Analyticsinfo API.
The APl URI of the Nnwdaf_Analyticsinfo API shall be:

{apiRoot} /<apiName>/<apiV ersion>

The request URIs used in each HT TP requests from the NF service consumer towards the NWDAF shall have the
Resource URI structure defined in clause 4.4.1 of 3GPP TS 29.501 [7],i.e.

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUr iPar t>
with the following components:
- The{apiRoot} shall be set as described in 3GPP TS 29.501 [7].

- The<apiName> shall be "nnwdaf-analyticsinfo".

The <apiVersion> shall be"v1".

The <api SpecificResourceUriPart> shall be set as described in clause 5.2.3.
5.2.2 Usage of HTTP

5221 General
HTTP/2, IETF RFC 9113 [9], shall be used as specified in clause 5 of 3GPP TS 29.500 [6].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [6].

The OpenAPI [11] specification of HT TP messages and content bodies for the Nnwdaf _Analyticsinfo is contained in
Annex A.

5222 HTTP standard headers

5.2.2.2.1 General
See clause 5.2.2 of 3GPP TS 29.500 [6] for the usage of HTTP standard headers.

5.2.2.2.2 Content type

JSON, IETF RFC 8259 [10], shall be used as content type of the HT TP bodies specified in the present specification as
specified in clause 5.4 of 3GPP TS 29.500 [6]. The use of the JSON format shall be signalled by the content type
"application/json”.

"Problem Details' JSON object shall be used to indicate additional details of the error in aHTTP response body and
shall be signalled by the content type " application/problenm+json”, as defined in IETF RFC 9457 [15].
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5.2.2.3 HTTP custom headers
The Nnwdaf_Analyticsinfo Service API shall support the mandatory HT TP custom header fields specified in

clause 5.2.3.2 of 3GPP TS 29.500 [6] and may support the optional HTTP custom header fields specified in
clause 5.2.3.3 of 3GPP TS 29.500 [6].

In thisrelease of the specification, no specific custom headers are defined for the Nnwdaf_Analyticsinfo Service API.
5.2.3 Resources

5231 Resource Structure
This clause describes the structure for the Resource URISs, the resources and methods used for the service.

Figure 5.2.3.1-1 depicts the resource URIs structure for the Nnwdaf_Analyticsinfo API.

{apiRoot}/nnwdaf-analyticsinfo/<apiVersion>

/analytics ]

g

/context ]

g

Figure 5.2.3.1-1: Resource URI structure of the Nnwdaf_Analyticsinfo API
Table 5.2.3.1-1 provides an overview of the resources and applicable HTTP methods.

Table 5.2.3.1-1: Resources and methods overview

Resource name Resource URI HTTP method_or Description
custom operation
NWDAF Analytics |/analytics GET Retrieves the NWDAF analytics.
GET Retrieves the NWDAF context
NWDAF Context /context information related to analytics
subscriptions.

5.2.3.2 Resource: NWDAF Analytics

5.2.3.2.1 Description

The NWDAF Analytics resource represents the analytics to the Nnwdaf _Analyticsinfo service at a given NWDAF.

5.2.3.2.2 Resource definition
Resource URI: { apiRoot} /nnwdaf-anal yticsinfo/<apiV ersion>/anal ytics
The <apiVersion> shall be set as described in clause 5.2.1.

This resource shall support the resource URI variables defined in table 5.2.3.2.2-1.

Table 5.2.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.2.1

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 241
5.2.3.2.3 Resource Standard Methods
5.2.3.2.3.1 GET

ETSI TS 129 520 V18.9.0 (2025-03)

This method shall support the URI query parameters specified in table 5.2.3.2.3.1-1.

Table 5.2.3.2.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
ana-req EventReportingRequirement o] 0.1 Identifies the analytics reporting requirement
information.
event-id Eventld M 1 Shall be included to identify the analytics.
event-filter EventFilter C 0.1 Shall be included to identify the analytics when filter
information is needed for the related event.
supported-  |SupportedFeatures (0] 0.1 To filter irrelevant responses related to unsupported
features features.
tgt-ue TargetUelnformation ®) 0.1 Identifies the target UE information. (NOTE)
NOTE: All target UE(s) indicated by this attribute shall belong to the same PLMN. When the RoamingAnalytics
feature is supported and the target UE(S) indicated by this attribute belong to a PLMN different than the
PLMN of the NF service consumer, the request should contain only attributes that are applicable also in the
Nnwdaf RoamingAnalytics service.

This method shall support the request data structures specified in table 5.2.3.2.3.1-2 and the response data structures and
response codes specified in table 5.2.3.2.3.1-3.

Table 5.2.3.2.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality

Description

n/a

Table 5.2.3.2.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P [Cardinality |Response Description
codes
AnalyticsData M |1 200 OK Containing the analytics with parameters as
relevant for the requesting NF service consumer.
n/a 204 No If the request NWDAF Analytics data does not
Content exist, the NWDAF shall respond with "204 No
Content"
ProblemDetails O (0.1 400 Bad (NOTE 2)
Request
ProblemDetails O (0.1 403 (NOTE 2)
Forbidden
ProblemDetailsAnalyticsInfoRequest |O (0..1 500 The request is rejected by the NWDAF and more
Internal details (not only the ProblemDetails) are returned.
Server (NOTE 2)
Error
ProblemDetails O |0..1 500 (NOTE 2)
Internal
Server
Error

NOTE 1: The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] also apply.
NOTE 2: Failure cases are described in clause 5.2.7.

5.2.3.2.4 Resource Custom Operations

None in this release of the specification.
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5.2.3.3 Resource: NWDAF Context

5.2.3.3.1 Description

The NWDAF Context resource represents the context information related to anal ytics subscriptions at the
Nnwdaf _Analyticsinfo service at a given NWDAF.

5.2.3.3.2 Resource definition
Resource URI: { apiRoot} /nnwdaf-anal yticsinfo/<apiV ersion>/context
The <apiVersion> shall be set as described in clause 5.2.1.

This resource shall support the resource URI variables defined in table 5.2.3.3.2-1.

Table 5.2.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.2.1
5.2.3.3.3 Resource Standard Methods
523331 GET

This method shall support the URI query parameters specified in table 5.2.3.3.3.1-1.

Table 5.2.3.3.3.1-1: URI query parameters supported by the GET method on this resource

Name Data type P |Cardinality Description
context-ids  |ContextldList M 1 Identifies specific context information related to
analytics subscriptions.
reg-context [RequestedContext @) 0.1 Identfies the types of the analytics context information

the consumer wishes to receive. Absence of this
attribute means that the consumer wishes to receive
available context information of all types.

supported-  |SupportedFeatures 0] 0.1

features The features supported by the NF service consumer.

This method shall support the request data structures specified in table 5.2.3.3.3.1-2 and the response data structures and
response codes specified in table 5.2.3.3.3.1-3.

Table 5.2.3.3.3.1-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 5.2.3.3.3.1-3: Data structures supported by the GET Response Body on this resource

Data type P |Cardinality |[Response Description
codes
ContextData M |1 200 OK Contains the context information corresponding
with the context identifiers provided in the request.
n/a 204 No If the requested context information does not exist,
Content the NWDAF shall respond with "204 No Content".

NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] also apply.

ETSI




3GPP TS 29.520 version 18.9.0 Release 18 243 ETSI TS 129 520 V18.9.0 (2025-03)

5.2.4 Custom Operations without associated resources

None in this release of the specification.

525 Notifications

None in this release of the specification.

526 Data Model

5.2.6.1 General
This clause specifies the application data model supported by the API.
Table 5.2.6.1-1 specifies the data types defined for the Nnwdaf_Analyticslnfo service based interface protocol.
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Table 5.2.6.1-1: Nnwdaf_Analyticsinfo specific Data Types
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Data type

Section
defined

Description

Applicability

AdditionInfoAnalyticsInfoRequest

5.2.6.2.5

Contains more
details (not only the
ProblemDetails) in
case an
Nnwdaf_Analyticsinfo
request is rejected.

EneNA

AdrfDataType

5.2.6.35

Represents a type of
data that is stored in
the ADRF.

AnaCtxTransfer

AnalyticsAccuracylnfo

5.2.6.2.18

Analytics Accuracy
related information
needs to be
transferred.

EnAnaCtxTransfer

AnalyticsData

5.2.6.2.2

Describes analytics
with parameters
indicated in the
reqguest.

ContextData

5.2.6.2.6

Contains context
information related to
analytics
subscriptions
corresponding with
one or more context
identifiers.

AnaCtxTransfer

ContextElement

5.2.6.2.7

Contains context
information
corresponding with a
specific context
identifier.

AnaCtxTransfer

ContextldList

5.2.6.2.8

Contains list of
context identifiers of
context information of
analytics
subscriptions.

AnaCtxTransfer

ContextType

52.6.3.4

Identfies the type of
analytics context
information.

AnaCtxTransfer

EventFilter

5.2.6.2.3

Represents the event
filters used to identify
the requested
analytics.

Eventld

5.2.6.3.3

Describes the type of
analytics.

GroundTruthinfo

5.2.6.2.19

The ground truth
information used for
the accuracy
information
computation.

EnAnaCtxTransfer

HistoricalData

5.2.6.2.9

Contains historical
data related to an
analytics
subscription.

AnaCtxTransfer

MIModelAccuracylnfo

5.2.6.2.20

The ML Model
Accuracy
Subscription
Information needs to
be transferred.

EnAnaCtxTransfer

NetworkPerfReq

5.2.6.2.16

Represents a
network performance
requirement.

NetworkPerformanceExt_eNA

ProblemDetailsAnalyticsinfoRequest

5.2.64.1

Data type that
extends
ProblemDetails.

EneNA
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RequestedContext

5.2.6.2.11

Contains types of
analytics context
information.

AnaCtxTransfer

ResourceUsageRequPerNwPerfType

5.2.6.2.17

Indicates more
requirements per
network performance
type when providing
resource usage
information for
network
performance.

NetworkPerformanceExt_AIML

Smccelnfo

5.2.6.2.12

Represents the
analytics of Session
Management
congestion control
experience
information.

SMCCE

SmcceUelList

5.2.6.2.13

Represents the List
of UEs classified
based on experience
level of Session
Management
congestion control.

SMCCE

SpecificAnalyticsSubscription

5.2.6.2.10

Represents an
existing subscription
for a specific type of
analytics to a specific
NWDAF.

AnaCtxTransfer

SpecificDataSubscription

5.2.6.2.14

Represents an
existing data
collection
subscription to a
specific data source
NF.

AnaCtxTransfer

UserDataCongestReq

5.2.6.2.15

Represents the user
data congestion
reguirements.

UserDataCongestionExt2_eN
A

Table 5.2.6.1-2 specifies data types re-used by the Nnwdaf_AnalyticsInfo service based interface protocol from other
specifications, including areference to their respective specifications and when needed, a short description of their use

within the Nnwdaf service based interface.

Re-used data types of clause 5.1.6 refer here to requests instead of subscriptions.

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 247 ETSI TS 129 520 V18.9.0 (2025-03)

Table 5.2.6.1-2: Nnwdaf_Analyticsinfo re-used Data Types
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Data type Reference Comments Applicability
AbnormalBehaviour 5.1.6.2.15 Represents the AbnormalBehaviour
abnormal behaviour
information.
Accuracylnfo 5.2.6.2.83 The analytics accuracy |AnalyticsAccuracy
information.
AccuracyReq 5.1.6.2.88 Represents the AnalyticsAccuracy
analytics accuracy
requirement information.
AnalyticsContextldentifier 5.1.6.2.43 Contains information AnaCtxTransfer
about the available
analytics contexts.
AnalyticsMetadatalnfo 5.1.6.2.37 Contains analytics Aggregation
metadata information
required for analytics
aggregation.
AnalyticsSubset 5.1.6.3.18 Contains information EneNA
about the analytics
subsets provided in the
subscription request.
AnySlice 5.1.6.3.2
Applicationld 3GPP TS 29.571 [8] |ldentifies the ServiceExperience

UeCommunication
AbnormalBehaviour
DnPerformance
PfdDetermination
E2eDataVolTransTime

BwRequirement 5.1.6.2.25 ServiceExperience

DataNotification 3GPP TS 29.575 [27] |Describes Notifications |EneNA
about data collection
events that occurred.

DataSubscription 3GPP TS 29.575 [27] |Represents data EneNA
subscription from data  |EnAnaCtxTransfer
source (e.g. AMF, SMF,

UDM, NEF, AF).

DateTime 3GPP TS 29.571 [8] |ldentifies the time.

DispersionRequirement 5.1.6.2.50 Dispersion analytics Dispersion
requirement.

Dispersioninfo 5.1.6.2.53 Dispersion analytics Dispersion

information.

Dnai 3GPP TS 29.571 [8] [ldentifies a user plane ServiceExperience
access to one or more  |DnPerformance
DN(s).
Dnn 3GPP TS 29.571[8] |ldentifies the DNN. ServiceExperience
AbnormalBehaviour
UeCommunication
SMCCE
DnPerformance
PfdDetermination
PduSesTraffic
E2eDataVolTransTime
DnPerflnfo 5.1.6.2.45 Represents DN DnPerformance
performance information
DnPerformanceReq 5.1.6.2.66 Represents the DN DnPerformance
performance
requirements.
DurationSec 3GPP TS 29.571 [8]
EventNotification 5.1.6.2.5 Describes Notifications |AnaCtxTransfer

about analytics events
that occurred.

EventReportingRequirement 5.1.6.2.7

Exceptionld 5.1.6.3.6 AbnormalBehaviour
ExpectedUeBehaviourData 3GPP TS 29.503 [23] AbnormalBehaviour
ExpectedAnalyticsType 5.1.6.3.11 AbnormalBehaviour
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GeographicalArea 3GPP TS 29.522 [32] |ldentifies the UeMobilityExt2_eNA
geographical location ServiceExperienceExt2_eNA
(longitude and latitude  [QoSSustainExt_eNA

level).
Geolocation 5.1.6.2.95 Represents a LocAccuracy
geographic location,
potentially using local
coordinates and
optionally including the

altitude.
LocAccuracylnfo 5.1.6.2.97 Contains Location LocAccuracy
Accuracy information.
LocAccuracyReq 5.1.6.2.96 Contains Location LocAccuracy

Accuracy analytics
requirements.

LocInfoGranularity 5.1.6.3.32 Represents the ServiceExperienceExt2_eNA
preferred granularity of  [UeMobilityExt2_eNA
location information. DispersionExt_eNA
LocationOrientation 5.1.6.3.38 Represent preferred MovementBehaviour
orientation of location
information
MatchingDirection 5.1.6.3.12 The matching direction. |UserDataCongestionExt2_eNA
NetworkPerformanceExt
MLModelAccuracylnfo 5.6.6.2.5 Represents the EnAnaCtxTransfer

subscription information
for ML model accuracy
information.

Modellnfo 5.1.6.2.42 The information of the AnaCtxTransfer
ML models.
MovBehavinfo 5.1.6.2.91 Represents the MovementBehaviour
Movement Behaviour
information.
MovBehavReq 5.1.6.2.90 Represents the MovementBehaviour
Movement Behaviour
analytics requirements

NetworkArealnfo 3GPP TS 29.554 [18] |The network area UeMobility
information. UeCommunication
NetworkPerformance

QoSSustainability
ServiceExperience
UserDataCongestion
AbnormalBehaviour
NsiLoadExt

Dispersion
RedundantTransmissionExp
WlanPerformance

DnPerformance
NfLoadExt
E2eDataVolTransTime
MovementBehaviour
NetworkPerflnfo 5.1.6.2.23 Represents network NetworkPerformance
performance
information.
NetworkPerfOrderCriterion 5.1.6.3.30 Represents a network NetworkPerformanceExt_eNA
performance
requirement.
NetworkPerfType 5.1.6.3.10 Represents the network |NetworkPerformance
performance types.
NfLoadLevellnformation 5.1.6.2.31 Represents load level NfLoad
information of a given
NF instance.
Nflnstanceld 3GPP TS 29.571 [8] |ldentifies an NF NfLoad
instance
NfSetld 3GPP TS 29.571 [8] [ldentifies an NF Set NfLoad
instance.
NFType 3GPP TS 29.510 [12] |Indentifies a type of NF. |NfLoad
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NsildInfo 5.1.6.2.33 Identify the S-NSSAI ServiceExperience
and the associated NsiLoad
Network Slice DnPerformance
Instance(s).
NsiLoadLevellnfo 5.1.6.2.34 Represents the load NsiLoad
level information for an
S-NSSAIl and the
associated network slice
instance.
NnwdafEventsSubscription 5.1.6.2.2 Represents an AnaCtxTransfer
Individual NWDAF
Event Subscription
resource.
PfdDeterminationinfo 5.1.6.2.73 Represents PFD PfdDetermination

Determination
information.

ProblemDetails

3GPP TS 29.571 [8]

Used in error responses
to provide more detailed
information about an
error.

QosRequirement 5.1.6.2.20 QoSSustainability
E2eDataVolTransTime
QosSustainabilitylnfo 5.1.6.2.19 QoSSustainability
RatFreglInformation 5.1.6.2.67 Represents the RAT ServiceExperienceExt
type and/or Frequency
information
RedundantTransmissionExpinfo |5.1.6.2.57 Redundant transmission [RedundantTransmissionExp
experience analytics
information.
RedundantTransmissionExpReq (5.1.6.2.56 Redundant transmission |RedundantTransmissionExp
experience analytics
requirement.
PduSessioninfo 5.1.6.2.74 Represents combination [ServiceExperienceExt2_eNA
of PDU Session
parameters.
RelProxInfo 5.1.6.2.100 Relative Proximity RelativeProximity
analytics information.
RelProxReq 5.1.6.2.99 Relative Proximity RelativeProximity
analytics requirements.
ResourceUsageRequirement 5.1.6.2.81 Indicates more NetworkPerformanceExt_AIML
requirements per
network performance
type when providing
resource usage
information for network
performance.
RoaminglInfo 5.1.6.2.106 Contains information RoamingAnalytics
related to roaming
analytics.
ServiceExperiencelnfo 5.1.6.2.24 ServiceExperience
Supi 3GPP TS 29.571[8] |ldentifies the UE. ServiceExperience,
NfLoad
NetworkPerformance
UserDataCongestion
UeMobility
UeCommunication
AbnormalBehaviour
SMCCE
Dispersion
RedundantTransmissionExp
WlanPerformance
E2eDataVolTransTime
SupportedFeatures 3GPP TS 29.571 [8] |Used to negotiate the
applicability of the
optional features
defined in table 5.2.8-1.
Snssai 3GPP TS 29.571 [8]
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SliceLoadL evellnformation

5.1.6.2.6

TargetUelnformation

51.6.2.8

Identifies the target UE
information.

ServiceExperience
NfLoad
NetworkPerformance
UserDataCongestion
UeMobility
UeCommunication
AbnormalBehaviour
QoSSustainability
Dispersion
RedundantTransmissionExp
WlanPerformance
SMCCE
DnPerformance
E2eDataVolTransTime

UeCommunication

5.1.6.2.13

UeCommunication

UeCommReq

5.1.6.2.72

UE communication
analytics requirement.

UeCommunicationExt_eNA

UeMobility

5.1.6.2.10

UeMobility

UeMobilityReq

5.1.6.2.71

UE mobility analytics
requirement.

UeMobilityExt2_eNA

Uinteger

3GPP TS 29.571 [8]

Unsigned Integer, i.e.
only value 0 and
integers above 0 are

permissible.

Upflinformation 3GPP TS 29.508 [29] |The information of the ServiceExperienceExt
UPF serving the UE. DnPerformance

PduSesTrafficinfo 5.1.6.2.77 Represents PDU PduSesTraffic
Session traffic analytics
information.

PduSesTrafficReq 5.1.6.2.79 Represents PDU PduSesTraffic
Session traffic analytics
requirement.

UserDataCongestioninfo 5.1.6.2.17 UserDataCongestion

UserDataConOrderCrit 5.1.6.2.15 The ordering criterion UserDataCongestionExt2_eNA
for the list of User Data
Congestion analytics.

WlanPerformancelnfo 5.1.6.2.60 WLAN performance WlanPerformance
analytics information.

WlanPerformanceReq 5.1.6.2.59 WLAN performance WlanPerformance
analytics requirement.

E2eDataVolTransTimelnfo 5.1.6.2.82 E2E data volume E2eDataVolTransTime
transfer time

E2eDataVolTransTimeReq 5.1.6.2.83 E2E data volume E2eDataVolTransTime
transfer time
requirement

5.2.6.2 Structured data types

5.2.6.2.1

Introduction

This clause defines the structures to be used in resource representations.
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5.2.6.2.2 Type AnalyticsData

Table 5.2.6.2.2-1: Definition of type AnalyticsData

ETSI



3GPP TS 29.520 version 18.9.0 Release 18 253 ETSI TS 129 520 V18.9.0 (2025-03)

Attribute name Data type P |Cardinality Description Applicability
start DateTime O |0.1 It defines the start time of which
the statistics analytics information
is applicable or predictions
analytics information is valid.
(NOTE 1) (NOTE 7)
expiry DateTime O (0.1 It defines the expiration time after
which the statistics analytics
information is applicable or
predictions analytics information
is invalid. (NOTE 1) (NOTE 7)

timeStampGen DateTime C (0.1 It defines the timestamp of
analytics generation. (NOTE 3)
anaMetalnfo AnalyticsMetadatalnfo C |0..1 Contains information about Aggregation

analytics metadata required to
aggregate the analytics. It shall
be present if the "anaMeta"
attribute was included in the
request, containing the
information indicated by the
"anaMeta" attribute.
sliceLoadLevellnfos |array(SliceLoadLevelinform |C [1..N The slices and the load level
ation) information. Shall be present
when the requested event is
"LOAD_LEVEL_INFORMATION"

nsiLoadLevellnfos [array(NsiLoadLevellnfo) C |1..N Each element identifies the load |NsiLoad
level information for an S-NSSAI
and the optionally associated
network slice instance.

Shall be presented when the
requested event is
"NSI_LOAD_LEVEL"

nwPerfs array(NetworkPerflnfo) C (1.N The network performance NetworkPerfo
information. rmance

Shall be present when the
requested event is
"NETWORK_PERFORMANCE".
nfLoadLevellnfos array(NfLoadLevellnformatio |C |1..N The NF load information. NfLoad
n) When the requested event is
"NF_LOAD", the
nfLoadLevellnfos shall be
included.

gosSustaininfos array(QosSustainabilityinfo) |C [1..N The QoS sustainability QoSSustaina
informations in the certain bility
geographic areas.

It shall be present if the
requested event is
"QOS_SUSTAINABILITY".
(NOTE 2)

ueMobs array(UeMobility) C |1..N The UE mobility information. UeMobility
When the requested event is
"UE_MOBILITY", the "ueMobs"
attribute shall be included.
(NOTE 5) (NOTE 8)

ueComms array(UeCommunication) C |1..N The UE communication UeCommunic
information. ation

When the requested event is
"UE_COMMUNICATION", the
"ueComms" attribute shall be
included. (NOTE 9)
userDataConginfos |array(UserDataCongestionin (C |1..N The user data congestion UserDataCon
fo) information. gestion

Shall be present when the
requested event is
"USER_DATA_ CONGESTION".
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suppFeat

SupportedFeatures

List of Supported features used
as described in clause 5.2.8.
This parameter shall be supplied
by NWDAF in the reply of GET
request that request the analytics
resource, if the consumer
includes "supported-features" in
the GET request.

SVCExps

array(ServiceExperiencelnfo

)

Cc

The service experience
information.

Shall be present when the
requested event is
"SERVICE_EXPERIENCE".

ServiceExperi
ence

abnorBehavrs

array(AbnormalBehaviour)

C

The abnormal behaviour
information.

Shall be present when the
requested event is
"ABNORMAL_BEHAVIOUR".

AbnormalBeh
aviour

smccExps

array(Smccelnfo)

The Session Management
congestion control experience
information.

Shall be present when the
requested event is
"SM_CONGESTION".

SMCCE

disperinfos

array(Dispersioninfo)

The Dispersion information.
Shall be present when the
requested event is
"DISPERSION".

Dispersion

redTransInfos

array(RedundantTransmissi
onExplinfo)

Cc

The Redundant Transmission
Experience analytics information.
Shall be present when the
requested event is
"RED_TRANS EXP".

RedundantTr
ansmissionEx

p

wlaninfos

array(WlanPerformancelnfo)

C

The WLAN performance related
information.

When requested event is
"WLAN_PERFORMANCE", the
"wlaninfos" attribute shall be
included. (NOTE 6)

WilanPerform
ance

dnPerfinfos

array(DnPerflnfo)

The DN performance information.
Shall be present when the
requested event is
"DN_PERFORMANCE".

(NOTE 4)

DnPerforman
ce

pduSesTrafinfos

array(PduSesTrafficInfo)

C

The PDU Session traffic related
information.

Shall be present when the
requested event is
"PDU_SESSION_TRAFFIC".

PduSesTraffi
c

dataVITrnsTminfos

array(E2eDataVolTransTime
Info)

Cc

E2E data volume transfer time
information.

Shall be present when the
requested event is
"E2E_DATA_VOL_TRANS_TIME

E2eDataVolT
ransTime

locAcclnfos

array(LocAccuracylnfo)

C

The Location Accuracy related
information.

It shall be present when the
requested event is
"LOC_ACCURACY".

LocAccuracy
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acculnfo Accuracylnfo C [0.1 The analytics accuracy AnalyticsAcc
information. uracy

Shall be provided if the analytics
accuracy requirement was
requested in the "accuReq"
attribute and the "cancelAcculnd"
attribute is set to "false" or

omitted.
(NOTE 10)

cancelAcculnd boolean O (0.1 Indicates cancelled request of the |AnalyticsAcc
analytics accuracy information. uracy

Set to "true" indicates the
NWDAF cancelled request of
analytics accuracy information as
the NWDAF does not support the
accuracy checking capability.
Otherwise set to "false". Default
value is "false" if omitted.
movBehavinfos array(MovBehavinfo) C [1.N The Movement Behaviour MovementBe
information. haviour

Shall be present when the

requested event is

"MOVEMENT BEHAVIOUR".

relProxinfos array(RelProxInfo) C [1..N The Relative Proximity RelativeProxi

information. mity

Shall be present when the

requested event is

"RELATIVE_PROXIMITY",

NOTE 1: If the "start" attribute and the "expiry" attribute are both provided, the DateTime of the "expiry" attribute shall
not be earlier than the DateTime of the "start" attribute.

NOTE 2: The "qosFlowRetThd" and "ranUeThrouThd" attributes in QosSustainabilitylnfo data type are not applicable.

NOTE 3: This attribute shall be included when ADRF is deployed.

NOTE 4: The "minTrafficRate", "aggTrafficRate", "varTrafficRate", "trafRateUelds", "avePacketDelay",
"maxPacketDelay", "varPacketDelay", "packDelayUelds", "maxPacketLossRate", "varPacketLossRate" and
"packetLossUelds" attribute(s) within the DnPerfinfo data type is applicable only if the
"DnPerformanceExt_AIML" feature is supported.

NOTE 5: The "directioninfos" attribute and the "geoDistrinfos" attribute in the "locinfos" attribute within the UeMobility
data type are applicable only if the "UeMobilityExt_ AIML" feature is supported.

NOTE 6: The "wlanPerUeldinfos" attribute may be included within the "wlaninfos" attribute only if the
"WlanPerformanceExt_AIML" feature is supported.

NOTE 7: The validity period specified by "start” and "expiry" attributes is determined by NWDAF internal logic, and is
a subset of the analytics target period indicated by "startTs" and "endTs", or "offsetPeriod" attributes
contained in "ana-req" attribute. If the analytics target period refers to the past, the period specified by these
two attributes indicate the time period over which the statistics are applicable. If the analytics target period
refers to the future, the period specified by these two attributes indicate the time period over which the
predictions are valid.

NOTE 8: If the "UeMobilityExt2_eNA" feature is supported and the "locationGranReq" attribute value
"LON_AND_LAT_LEVEL" is requested, the "geoLoc" attribute within the "locIinfos" attribute in the
"UeMobility" type shall be provided to report the geographical location (longitude and latitude level).

NOTE 9: The "perioCommind", "anaOfAppList" and "sessInactTimer" attributes within the UeCommunication data
type are applicable only if the "UeCommunicationExt" feature is supported.

NOTE 10: Only the "accuracyVal" and "accuSampleNbr" attributes within the AccuracyInfo data type are applicable.
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5.2.6.2.3 Type EventFilter

Table 5.2.6.2.3-1: Definition of type EventFilter
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Attribute name Data type P | Cardinality Description Applicability
anySlice AnySlice C 0.1 Default is "false". (NOTE 1)
applds array(Applicatio | C 1.N Represents the Application Identifier(s). |ServiceExperien
nid) The absence of applds means ce
applicable to all applications. (NOTE 4) |[UeCommunicati
(NOTE 12) on
AbnormalBehavi
our
Dispersion
DnPerformance
E2eDataVolTran
sTime
dnns array(Dnn) C 1..N Represents the DNN(s). Each DNN is a |ServiceExperien
full DNN with both the Network ce
Identifier and Operator Identifier, or a UeCommunicati
DNN with the Network Identifier only. on
The absence of dnns means applicable [AbnormalBehavi
to all DNNs. (NOTE 4) (NOTE 13) our
SMCCE
DnPerformance
RedundantTrans
missionExp
PduSesTraffic
E2eDataVolTran
sTime
RelativeProximit
y
dnais array(Dnai) (0] 1..N Represents the Data Network Access ServiceExperien
Identifier(s) of user plane accessesto |ce
DN(s) where applications are deployed. |DnPerformance
ladnDnns array(Dnn) (0] 1..N Represents the LADN DNN(s) to UeMobilityExt
indicate the LADN service area(s) as
the Aol(s).
snssais array(Snssai) C 1.N Identification(s) of network slice(s).
(NOTE 1), (NOTE 4) (NOTE 13)
(NOTE 20)
roaminglInfo RoaminglInfo (0] 0.1 Information about roaming analytics. RoamingAnalyti
When this attribute is provided, the cs
request should contain only attributes
that are applicable also in the
Nnwdaf_RoamingAnalytics service.
nflnstancelds array(Nflnstance | O 1..N Identification(s) of NF instance(s). NfLoad
1d)
nfSetlds array(NfSetld) ®) 1..N Identification(s) of NF instance set(s). NfLoad
nfTypes array(NFType) (0] 1.N Identification(s) of NF type(s). (NOTE 8) |NfLoad
NsiLoadExt
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networkArea

NetworkArealnf
o)

Cc

This IE represents the network area
where the NF service consumer wants
to know the analytics result. (NOTE 2),
(NOTE 4) (NOTE 17) (NOTE 18)

UeMobility
UeCommunicati
on
NetworkPerform
ance
QoSSustainabilit
y
ServiceExperien
ce
UserDataConge
stion
AbnormalBehavi
our

NsiLoadExt
NfLoadExt
Dispersion
RedundantTrans
missionExp
WIlanPerformanc
e
DnPerformance
PduSesTraffic
E2eDataVolTran
sTime
MovementBeha
viour
LocAccuracy
RelativeProximit

y

location

Geolocation

A location (i.e. geographical location or
location in local coordinates) to which
the request applies. (NOTE 18)

LocAccuracy

temporalGranSiz
e

DurationSec

Indicates the minimum duration of each
time slot for which the analytics are
provided.

(NOTE 15)

NetworkPerform
anceExt_eNA
UeMobilityExt2_
eNA
UserDataConge
stionExt2_eNA
QoSSustainExt_
eNA
DispersionExt_e
NA
WilanPerfExt_eN
A
RedundantTrans
ExpExt_eNA
DnPerfExt_eNA

spatialGranSizeT
a

Uinteger

Indicates the maximum number of TAs
used to define an area for which the
analytics are provided.

May be included when the
"networkArea" attribute is provided.
(NOTE 16)

NetworkPerform
anceExt_eNA
UeMobilityExt2_
eNA
UeCommunicati
onExt_eNA
QoSSustainExt_
eNA
DispersionExt_e
NA
DnPerfExt eNA
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spatialGranSize |Uinteger (0] 0.1 Indicates the maximum number of cells [NetworkPerform
Cell used to define an area for which the anceExt_eNA
analytics are provided. UeMobilityExt2_
May be included when the eNA
"networkArea" attribute is provided. UeCommunicati
(NOTE 16) onExt_eNA
QoSSustainExt_
eNA
DispersionExt_e
NA
DnPerfExt_eNA
fineGranAreas array(Geographi | O 1.N Indicates the fine granularity areas to ServiceExperien
calArea) which the request applies. (i.e. with a ceExt2_eNA
finer granularity than cell). UeMobilityExt2_
(NOTE 2) (NOTE 17) eNA
QoSSustainExt_
eNA
MovementBeha
viour
visitedAreas array(NetworkAr | O 1..N Identification(s) of network area(s) UeMobilityExt
ealnfo) which the UEs had previously been in
at least one of the Visited Area(s) of
Interest. (NOTE 9)
maxTopAppUINb |Uinteger (0] 0.1 Indicates the requested maximum UserDataConge
r number of top applications that stionExt
contribute the most to the traffic in
Uplink direction.
Minimum = 1.
May be included when one of the
elements in the "listOfAnaSubsets"
attribute is set to
LIST OF_TOP_APP_UL.
maxTopAppDINb |Uinteger (0] 0.1 Indicates the requested maximum UserDataConge
r number of top applications that stionExt
contribute the most to the traffic in
Downlink direction.
Minimum = 1.
May be included when one of the
elements in the "listOfAnaSubsets"
attribute is set to
LIST OF_TOP_APP _DL.
nsildinfos array(Nsildinfo) | O 1..N Each element identifies the S-NSSAI ServiceExperien
and the optionally associated network  |ce
slice instance(s). NsiLoad
May be included when the event-id is DnPerformance
"NSI_LOAD_LEVEL",
"SERVICE_EXPERIENCE" or
"DN_PERFORMANCE".
(NOTE 1)
nwPerfReqs array(NetworkP | O 1.N Represents the network performance NetworkPerform
erfReq) requirements. This attribute may be anceExt_eNA
included when the event-id is
"NETWORK_PERFORMANCE".
nwPerfTypes array(NetworkP | C 1.N Represents the network performance NetworkPerform
erfType) types. This attribute shall be included ance
when event-id is
"NETWORK_PERFORMANCE".
addNwPerfReqs |array(Resource |O 1..N Each element indicates more NetworkPerform
UsageRequPer requirement for each network anceExt_AIML
NwPerfType) performance type (by each element in
the "nwPerfTypes" attribute) when
providing resource usage information
for the network performance type.
userDataConReq |array(UserData |[O 1..N Represents the network performance UserDataConge
S CongestReq) requirements. This attribute may be stionExt2_eNA

included when the event-id is
"NETWORK PERFORMANCE".
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gosRequ QoSRequireme | C Represents the QoS requirements. This |QoSSustainabilit
nt attribute shall be included when event- |y
id is "QOS_SUSTAINABILITY" or E2eDataVolTran
E2E_DATA_VOL_TRANS_TIME. sTime
bwRequs array(BwRequir | O Represents the media/application ServiceExperien
ement) bandwidth requirement for each ce
application.
It may only be present if "applds"
attribute is provided.
exceplds array(Exceptionl | C Represents a list of Exception Ids. AbnormalBehavi
d) (NOTE 3), (NOTE 4) our
exptAnaType ExpectedAnalyti | C Represents expected UE analytics AbnormalBehavi
csType type. our
(NOTE 3), (NOTE 4)
exptUeBehav ExpectedUeBeh [O Represents expected UE behaviour. AbnormalBehavi
aviourData our
ratFreqs array(RatFregInf | O Identification(s) of the RAT type(s) ServiceExperien
ormation) and/or frequency(ies) of UE's serving ceExt
cell(s) which the request applies.
(NOTE 5)
disperReqs array(Dispersion | O Represents the dispersion analytics Dispersion
Requirement) requirements.
redTransReqs array(Redundan | O Represents the redundant transmission [RedundantTrans
tTransmissionEx experience analytics requirements. missionExp
PReq)
wlanReqs array(WlanPerfo | O Represents other WLAN performance  |WlanPerformanc
rmanceReq) analytics requirements. If the attribute  |e
contains no content, may take default
handling action.
listOfAnaSubsets |array(AnalyticsS | O The list of analytics subsets used to EneNA
ubset) indicate the content of the analytics.
upfinfo Upfinformation (0] Identifies the UPF. (NOTE 7) ServiceExperien
ceExt
DnPerformance
appServerAddrs |array(AddrFqdn) | C Each element represents the ServiceExperien
Application Server Instance (IP ceExt
address/FQDN of the Application DnPerformance
Server). (NOTE 6)
dnPerfReqs array(DnPerfor | O Represents the DN performance DnPerformance
manceReq) requirements. This attribute shall be
included when event-id is
"DN_PERFORMANCE".
dataVITrnsTmRq |array(E2eDataV | O Represents the list of E2E data volume |E2eDataVolTran
S olTransTimeReq transfer time requirement. This attribute [sTime
) may be included when event-id is
"E2E_DATA_VOL_TRANS_TIME".
ueMobilityRegs |array(UeMobility | O Represents the UE mobility UeMobilityExt2_
Req) requirements. This attribute may be eNA
included when the event-id is
"UE_MOBILITY".
ueCommReqs array(UeComm | O Represents the UE communication UeCommunicati
Req) requirements. This attribute may be onExt_eNA
included when the event-id is
"UE_MOBILITY".
pduSesinfos array(PduSessio | O Represents combination of PDU ServiceExperien
ninfo) Session parameters. (NOTE 12) ceExt2_eNA
pduSesTrafReqgs |array(PduSesTr |C Represents the PDU Session traffic PduSesTraffic
afficReq) analytics requirements. This attribute
shall be included when subscribed
event is "PDU_SESSION_TRAFFIC".
(NOTE 13)
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locAccReqs array(LocAccura | O 1.N Represents the Location Accuracy LocAccuracy
cyReq) analytics requirements. This attribute
may only be included when the
subscribed event is
"LOC_ACCURACY" and the attribues
"accThres", "accThresMatchDir",
"inOutThres", and
"inOutThresMatchDir" inside it are not
applicable for analytics requests.
locGranularity LocInfoGranulari | O 0.1 The preferred granularity of UE location [ServiceExperien
ty information.(NOTE 19) ceExt2_eNA
UeMobilityExt2_
eNA
DispersionExt_e
NA
MovementBeha
viour
locOrientation LocationOrientat | O 0.1 Indicates the preferred orientation of MovementBeha
ion location information. viour
UeMobilityExt2_
eNA
useCaseCxt string (0] 0.1 Indicates the context of usage of the ENAEXxt
analytics.
The value and format of this parameter
are not standardized.
accuReq AccuracyReq (0] 0.1 Represents the analytics accuracy AnalyticsAccura
requirement information. cy
May be included as indication to the
NWDAF (containing an AnLF
supporting Accuracy checking
capability) to activate checking the
analytics accuracy information of the
event.
(NOTE 21)
movBehavReqs [|array(MovBehav | O 1..N Represents the Movement Behaviour MovementBehav
Req) analytics requirements. iour
relProxReqs array(RelProxRe | O 1..N Represents the Relative Proximity RelativeProximit
q) analytics requirements. y
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NOTE 1: The "anySlice" attribute is not applicable to features "UeMobility" and "NetworkPerformance". The
"snssais" attribute is not applicable to features "ServiceExperience"”, "NsiLoad", "UeMobility" and
"NetworkPerformance". When event-id in the request is "LOAD_LEVEL_INFORMATION", the
identifications of network slices, either information about slice(s) identified by the "snssais" attribute, or
"anySlice" set to "true", shall be included. When the requested event-id is "NSI_LOAD_LEVEL" or
"SERVICE_EXPERIENCE", either the "nsildInfos" attribute or anySlice set to "true" shall be included.
When the requested event-id is "QOS_SUSTAINABILITY", "NF_LOAD", "UE_COMM",
"ABNORMAL_BEHAVIOUR", "USER_DATA_CONGESTION", "DISPERSION" "RED_TRANS_EXP",
"PDU_SESSION_TRAFFIC" or "RELATIVE_PROXIMITY", the identifications of network slices identified
by the "snssais" attribute is optional.

NOTE 2: For different events, the following rules apply:

- For "NETWORK_PERFORMANCE" or "USER_DATA_CONGESTION" event, the
"networkArea"attribute shall be provided if the event applied for all UEs (i.e. "anyUe" attribute set to
true).

- For "QOS_SUSTAINABILITY", at least one of "networkArea" and "fineGranAreas" attributes shall be
provided.

- For "E2E_DATA_VOL_TRANS_TIME", the "networkArea"attribute shall be provided.

- For "MOVEMENT_BEHAVIOUR", at least one of the "networkArea" or "fineGranAreas" attributes
shall be provided.

- For "SERVICE_EXPERIENCE" event, if the event applied for all UEs (i.e. "anyUe" attribute set to
"true"): at least one of the "networkArea" and "fineGranAreas" attributes shall be provided.

NOTE 3: Either "exceplds" or "exptAnaType" shall be provided if event-id in the request is
"ABNORMAL_BEHAVIOUR".

NOTE 4: For "ABNORMAL_BEHAVIOUR" event with "anyUe" attribute in "tgt-ue" attribute sets to true,

- atleast one of the "networkArea" and the "snssais" attribute should be included, if the expected
analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "exceplds" attribute is
mobility related;

- atleast one of the "networkArea", "applds”, "dnns" and "snssais" attribute should be included, if the
expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via the "exceplds"
attribute is communication related,;

- the expected analytics type via the"exptAnaType" attribute or the list of Exception Ids via "exceplds"
attribute shall not be requested for both mobility and communication related analytics at the same
time.

NOTE 5: If both the "allFreq" attribute and the "allRat" attributes in RatFreqinformation data type are present, then
the only one instance of the RatFreqinformation data type shall be present to indicate for all the RAT
type and Frequency value the NWDAF has received for the application.

NOTE 6: For service experience analytics, this parameter shall be provided when a consumer requires analytics
for an edge application over a UP path.

NOTE 7: For service experience analytics, this parameter may be provided when a consumer requires analytics
for an edge application over a UP path, and it is only needed when the target of the service experience
analytics is a specific UPF included in this UP path.

NOTE 8: When event-id in the request is "NSI_LOAD_LEVEL" and the NsiLoadExt feature is supported, and the
NF service consumer provides the "nfTypes" attribute, then the NWDAF accounts only for the resource
usage of the NF types included in "nfTypes" to derive the output analytics.

NOTE 9: If this attribute is provided, the analytics target period shall be a past time period (i.e. only statistics is
supported).

NOTE 10: Void.

NOTE 11: Void.

NOTE 12: When the "pduSesinfos" attribute is provided, the associated "applds" attribute shall be provided for the
NWDAF to be able to compute the service experience per application.

NOTE 13: When the subscribed event is "PDU_SESSION_TRAFFIC and the PduSesTraffic feature is supported, at
least one of the "dnns" and/or "snssais" attributes as the route selection descriptor(s) for the URSP rule
shall be included.

NOTE 14: Void.

NOTE 15: When this attribute is provided, the NWDAF shall provide the analytics per elementary time slot
accordingly.

NOTE 16: When this attribute is provided, the NWDAF shall provide the analytics per group of TAs or cells
accordingly.

NOTE 17: If both "networkArea" and "fineGranAreas" attributes are provided, the Area of Interest is interpreted as
the intersection area indicated by these two attributes.

NOTE 18: When the subscribed event is "LOC_ACCURACY", only one of the "networkArea" or "location” attribute
shall be included.

NOTE 19: The "LON_AND_LAT_LEVEL" value of "locGranularity" attribute is not applicable to features
"DispersionExt_eNA". The "TA_LEVEL" or "CELL_LEVEL" value of "locGranularity” attribute is not
applicable to features "MovementBehaviour".

NOTE 20: When the RoamingAnalytics feature is supported, the NF service consumer is in the VPLMN, and the
NWDAF determines that the request is for roaming analytics in the HPLMN, this attribute may contain
the mapped S-NSSAI(s) of the HPLMN.
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[NOTE 21: Only the "accuTimeWin" and "minNum" attributes contained in AccuracyReq data type are applicable. |

NOTE: Care needsto be taken to avoid excessive signalling.
5.2.6.2.4 Void

5.2.6.2.5 Type AdditionIinfoAnalyticsinfoRequest

Table 5.2.6.2.5-1: Definition of type AdditionIinfoAnalyticsInfoRequest

Attribute name Data type P | Cardinality Description Applicability
rvWaitTime DurationSec O (0.1 Recommended minimum time
interval (in seconds) to be used to
determine the time when analytics
information is needed in similar
future requests.

It may only be included if the
"cause" attribute within the
ProblemDetails data type is set to
"UNSATISFIED_REQUESTED_AN
ALYTICS TIME".

5.2.6.2.6 Type ContextData

Table 5.2.6.2.6-1: Definition of type ContextData

Attribute name Data type P [ Cardinality Description Applicability
contextElems array(ContextElem | M |1..N List of items that contain context
ent) information corresponding with a
context identifier.
suppFeat SupportedFeatures | C |0..1 List of Supported features used as

described in clause 5.2.8.

This parameter shall be supplied
by NWDAF in the reply of GET
request that request the analytics
context information, if the
consumer includes "supported-
features” in the GET request.
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5.2.6.2.7 Type ContextElement

Table 5.2.6.2.7-1: Definition of type ContextElement
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Attribute name

Data type

Cardinality

Description

Applicability

contextld

AnalyticsContextld
entifier

1

Context identifier of the context
information contained in the rest of
the attributes.

pendAnalytics

array(EventNotifica
tion)

1..N

Contains output analytics for the
analytics subscription this context
element is associated with, which
have not yet been sent to the
analytics consumer. It shall be
provided if such analytics are
available and the NF service
consumer has requested the
"PENDING_ANALYTICS" context

type.

histAnalytics

array(EventNotifica
tion)

1..N

Contains historical output analytics
for the analytics subscription this
context element is associated with.
It shall be provided if such analytics
are available and the NF service
consumer has requested the
"HISTORICAL_ANALYTICS"
context type.

lastOutputTime

DateTime

0.1

Timestamp of the last output
analytics provided to the analytics
consumer. It shall be provided if
output analytics had been provided
and the NF service consumer has
requested the
"PENDING_ANALYTICS" and/or
"HISTORICAL_ANALYTICS"
context type. Absence of this
attribute means that no output
analytics had been sent.

aggrSubs

array(SpecificAnaly
ticsSubscription)

1..N

Contains analytics subscription
aggregation information, i.e.
information about analytics
subscriptions that the NWDAF has
with other NWDAFs that
collectively serve an analytics
subscription. It shall be provided if
such subscriptions exist and the
NF service consumer has
requested the "AGGR_SUBS"
context type.

histData

array(HistoricalDat
a)

1..N

Contains historical data related to
the analytics subscription this
context element is associated with.
It shall be provided if such data
exists and the NF service
consumer has requested the
"DATA" context type.

adrfld

Nfinstanceld

0.1

Identifier of the ADRF in which the
NWDAF stores analytics context
information.

adrfDataTypes

array(AdrfDataTyp
e)

1..N

Type(s) of data stored in the ADRF
by the NWDAF. It shall be provided
if the attribute "adrfld" is provided.

aggrNwdaflds

array(Nflnstanceld)

1..N

NWDAF identifiers of NWDAF
instances used by the NWDAF
service consumer when
aggregating multiple analytics
subscriptions. It shall be provided if
such information is available and
the NF service consumer has
requested the "AGGR_INFO"
context type.
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modelinfo

array(Modellnfo)

Cc

1..N

Contains information identifying the
ML model(s) that the consumer
NWDAF is currently subscribing for
the analytics. It shall be provided if
such information is available and
the NF service consumer has
requested the "ML_MODELS"
context type.

anaAcculnfos

array(AnalyticsAcc
uracylnfo)

1..N

Contains Analytics Accuracy
related information related to the
analytics subscription associated
with this context element. It shall
be provided if such information
exists and the NF service
consumer has requested the
"ANALYTICS_ACCU_INFO"
context type.

EnAnaCtxTransfer

modelAcculnfos

array(MIModelAccu
racylnfo)

1..N

Contains ML Model accuracy
related information related to the
analytics subscription associated
with this context element. It shall
be provided if such information
exists and the NF service
consumer has requested the
"ML_MODEL_ACCU_INFO"
context type.

EnAnaCtxTransfer

5.2.6.2.8

Type ContextldList

Table 5.2.6.2.8-1: Definition of type ContextldList

Attribute name

Data type

P

Cardinality

Description

Applicability

contextlds

array(AnalyticsCon
textldentifier)

M

1..N

List of context identifiers of context
information of analytics
subscriptions.

5.2.6.2.9

Type HistoricalData

Table 5.2.6.2.9-1: Definition of type HistoricalData

Attribute name

Data type

Cardinality

Description

Applicability

startTime

DateTime

0.1

Start of the time period during
which the data was collected.

endTime

DateTime

0.1

End of the time period during which
the data was collected.

subsWithSources

array(SpecificData
Subscription)

1..N

Information about subscriptions
with the data sources.

data

array(DataNoatificati

on)

<| Ol O Ofwm

1..N

Historical data related to the
analytics.
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Type SpecificAnalyticsSubscription

Table 5.2.6.2.10-1: Definition of type SpecificAnalyticsSubscription

Attribute name

Data type

P

Cardinality

Description

Applicability

subscriptionld

string

M

1

The identifier of the specific
analytics subscription.

producerld

Nflnstanceld

C

0.1

NWDAF instance identifier to which
the NF service consumer has
established this subscription.
(NOTE)

producerSetld

NfSetld

0.1

NWDAF set identifier to which the
NF service consumer has
established this subscription.
(NOTE)

nwdafEvSub

NnwdafEventsSub
scription

M

1

Contains information about the
analytics subscription.

NOTE:

Exactly One of "producerld" and "producerSetld" shall be included.

5.2.6.2.11

Type RequestedContext

Table 5.2.6.2.11-1: Definition of type RequestedContext

Attribute name

Data type

P

Cardinality

Description

Applicability

contexts

array(ContextType)

M

1..N

Contains the types of the analytics
context information the consumer
wishes to receive.

nfConsumerinfo

Vendorld

0.1

Vendor ID of the NF Service
Consumer, according to the IANA-
assigned "SMI Network
Management Private Enterprise
Codes" [31].

This attribute may be provided if
the requested context type is
"ML_MODELS".

EnAnaCtxTransfer

5.2.6.2.12

Type Smccelnfo

Table 5.2.6.2.12-1: Definition of type Smccelnfo

Attribute name

Data type

Cardinality

Description

Applicability

dnn

Dnn

0.1

Identifies DNN, a full DNN with
both the Network Identifier and
Operator Identifier, or a DNN with
the Network Identifier only.

Shall be present if the "dnns" was
provided in the event subscription
or analytics request.

snssai

Snssai

0.1

Identifies the network slice
information.

Shall be present if the "snssais"
was provided in the event
subscription or analytics request.

smcceUeList

SmcceUelList

Contains the list of UEs classified
based on experience level of SM
congestion control.
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5.2.6.2.13 Type SmcceUeList

Table 5.2.6.2.13-1: Definition of type SmcceUeList

Attribute name Data type P | Cardinality Description Applicability

array(Supi) C |1.N A list of UEs whose experience
level of SMCC for specific DNN
and/or S-NSSAI is high.

Shall be present if one of the
highLevel elements in the
"listOfAnaSubsets" attribute was
set with value as

"LIST_OF HIGH_EXP_UE".
(NOTE 1) (NOTE 2)

mediumLevel array(Supi) C |1.N A list of UEs whose experience
level of SMCC for specific DNN
and/or S-NSSAI is medium.
Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set with value as
"LIST_OF_MEDIUM_EXP_UE".
(NOTE 1) (NOTE 2)

lowLevel array(Supi) C |1.N A list of UEs whose experience
level of SMCC for specific DNN
and/or S-NSSAI is low.

Shall be present if one of the
elements in the
"listOfAnaSubsets" attribute was
set with value as
"LIST_OF_LOW_EXP_UE".
(NOTE 1) (NOTE 2)

NOTE 1: At least one of "highLevel", "mediumLevel" or "lowLevel" shall be provided.
NOTE 2: If the "listOfAnaSubsets" attribute with value only applicable to "SM_CONGESTION" event is present in the
request, then only the corresponding attribute(s) shall be present.

5.2.6.2.14 Type SpecificDataSubscription

Table 5.2.6.2.14-1: Definition of type SpecificDataSubscription

Attribute name Data type P | Cardinality Description Applicability
subscriptionld string M |1 The identifier of the specific data
subscription.
producerld Nflnstanceld Cc |0..1 NF instance identifier to which the

NF service consumer has
established this subscription.
(NOTE)

producerSetld NfSetld C |0.1 NF set identifier to which the NF
service consumer has established
this subscription. (NOTE)
dataSub DataSubscription M |1 Contains information about the
subscription with the data source.
NOTE: One of "producerld" and "producerSetld" shall be included.
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5.2.6.2.15 Type UserDataCongestReq

Table 5.2.6.2.15-1: Definition of type UserDataCongestReq

on

descending. May be present when the
"orderCriterion" attribute is included.
(NOTE 1)

Attribute name Data type P | Cardinality Description Applicability
orderCriterion UserDataConOr |O 0.1 The ordering criterion for the list of User

derCrit Data Congestion analytics. (NOTE 2)
orderDirection MatchingDirecti | O 0.1 Indicate the order: ascending or

NOTE 1:
NOTE 2:

The "CROSSED" value in "MatchingDirection" date type is not applicable for this attribute.

If the the value of "orderCriterion" attribute is "APPLICABLE_TIME_WINDOW", the "ASCENDING"
direction indicates that the list of User Data Congestion analytics are in chronological order and the
"DESCENDING" direction indicates that the list of User Data Congestion analytics are in reverse
chronological order.

5.2.6.2.16

Type NetworkPerfReq

Table 5.2.6.2.16-1: Definition of type NetworkPerfReq

on

descending. May be present when the
"orderCriterion" attribute is included.
(NOTE)

Attribute name Data type P | Cardinality Description Applicability
orderCriterion NetworkPerfOrd | O 0.1 The ordering criterion for the list of

erCriterion network performance analytics.
orderDirection MatchingDirecti | O 0.1 Indicate the order: ascending or

NOTE:

The "CROSSED" value in "MatchingDirection" date type is not applicable for this attribute.

5.2.6.2.17

Type ResourceUsageRequPerNwPerfType

Table 5.2.6.2.17-1: Definition of type ResourceUsageRequPerNwPerfType

Attribute name Data type P | Cardinality Description Applicability
nwPerfType NetworkPerfTyp M 1 Indicates network performance type.
e
rscUsgReq ResourceUsage |O 0.1 Indicates more requirements when
Requirement providing resource usage information
for the network performance type
indicated by the "nwPerfType" attribute.
(NOTE)
NOTE: The "rscUsgReq" value is only applicable when the "nwPerfType" attribute is set to
"GNB_RSC_USAGE_OVERALL_TRAFFIC", "GNB_RSC_USAGE_GBR_TRAFFIC" or
"GNB_RSC USAGE_DELAY_ CRIT_GBR_TRAFFIC".
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Table 5.2.6.2.18-1: Definition of type AnalyticsAccuracylnfo

Attribute name Data type P | Cardinality Description Applicability
reportTime DateTime O |0.1 Indicates the timestamp of the last
analytics accuracy information
provided to the analytics
consumer(s).
If no analytics accuracy information
had been provided, the value is set
to 0.
pauselnd boolean O |0.1 Indicates whether the analytics
subscription has been paused. Set
to "true" if it has been paused,
otherwise set to "false".
remainTimeWin TimeWindow O (0.1 The remaining time window of
paused analytics subscription.
groundTruthinfo GroundTruthinfo O (0.1 The ground truth information used
for the accuracy information
computation.
5.2.6.2.19 Type GroundTruthinfo
Table 5.2.6.2.19-1: Definition of type GroundTruthInfo
Attribute name Data type P | Cardinality Description Applicability
analyticsld Eventld M (1 Indicates the analytics ID.
dataSourcelds array(Nflnstanceld) | O |1..N The NF instance ID(s) of the data
source for ground truth data.
dataSourceSetlds |array(NfSetld) O [1.N The NF Set ID(s) of the data
source for ground truth data.
dataSubs array(DataSubscrip | O |1..N Represents data subscription for
tion) ground truth data.
groundTruthDatas |array(DataNotificati | M [1..N The actual measured data
on) observed corresponding to the
event, i.e. the actual measured
data observed at the time which
the prediction refers to.
5.2.6.2.20 Type MIModelAccuracyinfo
Table 5.2.6.2.20-1: Definition of type MIModelAccuracyInfo
Attribute name Data type P | Cardinality Description Applicability
subscriptionld string M |1 The identifier of the subscription for
the ML Model accuracy
information.
sourceld Nflnstanceld O |0.1 The NF instance ID of source
NWDAF.
sourceSetld NfSetld O |0..1 The NF Set ID of source NWDAF.
accuSublnfo MLModelAccuracyl | O (0.1 The parameters used for the
nfo subscription for ML model accuracy
information for the given ML Model.
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5.2.6.3 Simple data types and enumerations

5.2.6.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses.

5.2.6.3.2 Simple data types
The simple data types defined in table 5.2.6.3.2-1 shall be supported.

Table 5.2.6.3.2-1: Simple data types

Type Name Type Definition Description Applicability

n/a
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5.2.6.3.3 Enumeration: Eventld

Table 5.2.6.3.3-1: Enumeration Eventld

Enumeration value Description Applicability
E2E_DATA_VOL_TRANS_TIME | Represents the analytics of E2E data  |[E2eDataVolTransTime
volume transfer time.
LOAD_LEVEL_INFORMATION Represents the analytics of load level
information of corresponding network
slice.

NETWORK_PERFORMANCE Represents the analytics of network NetworkPerformance
performance information

NF_LOAD Represents the analytics of NF Load NfLoad
information.

QOS_SUSTAINABILITY Represents the analytics of QoS QoSSustainability
sustainability in the certain area.

SERVICE_EXPERIENCE Represents the analytics of service ServiceExperience

experience of corresponding
application and/or network slice.

UE_MOBILITY Represents the analytics of UE UeMobility
mobility.

UE_COMMUNICATION Represents the analytics of UE UeCommunication
communication.

USER_DATA_CONGESTION Represents the analytics of the user UserDataCongestion
data congestion in the certain area.

ABNORMAL_BEHAVIOUR Represents the analytics of abnormal  |[AbnormalBehaviour
behaviour information.

NSI_LOAD_LEVEL Represents the analytics of load level  [NsiLoad

information of Network Slice and the
optionally associated Network Slice
Instance.

SM_CONGESTION Represents the analytics of Session SMCCE
Management congestion control
experience information for specific
DNN and/or S-NSSAI.

DN_PERFORMANCE Represents the analytics of DN DnPerformance
performance.

DISPERSION Represents the analytics of dispersion. |Dispersion

RED_TRANS_EXP Represents the analytics of Redundant |[RedundantTransmissionExp|
Transmission Experience.

WLAN_PERFORMANCE Represents the analytics of WLAN \WlanPerformance
performance.

PDU_SESSION_TRAFFIC Represents the analytics of PDU PduSesTraffic
Session traffic information.

MOVEMENT_BEHAVIOUR Represents the analytics of Movement [MovementBehaviour
Behaviour information.

LOC_ACCURACY Represents the analytics of Location LocAccuracy
Accuracy.

RELATIVE_PROXIMITY Represents the analytics of Relative RelativeProximity

Proximity information.
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5.2.6.3.4 Enumeration: ContextType

Table 5.2.6.3.4-1: Enumeration ContextType

Enumeration value Description Applicability
PENDING_ANALYTICS Represents context information that
relates to pending output analytics.
HISTORICAL_ANALYTICS Represents context information that
relates to historical output analytics.
AGGR_SUBS Represents context information about the

analytics subscriptions that an NWDAF
has with other NWDAFs that collectively
serve an analytics subscription.

DATA Represents context information about
historical data that is available.
AGGR_INFO Represents context information that is

related to aggregation of analytics from
multiple NWDAF subscriptions.

ML_MODELS Represents context information about
used ML models.

ANALYTICS_ACCU_INFO Represents the Analytics Accuracy related |[EnAnaCtxTransfer
information.

ML_MODEL_ACCU_INFO Represents the ML Model accuracy EnAnaCtxTransfer

related information.

5.2.6.3.5 Enumeration: AdrfDataType

Table 5.2.6.3.5-1: Enumeration AdrfDataType

Enumeration value Description Applicability
HISTORICAL_ANALYTICS Indicates that historical analytics are
stored in the ADRF.
HISTORICAL_DATA Indicates that historical data are stored in
the ADRF.
5.2.6.4 Data types describing alternative data types or combinations of data types
5.2.6.4.1 Type ProblemDetailsAnalyticsinfoRequest
Table 5.2.6.4.1-1: Definition of type ProblemDetailsAnalyticsinfoRequest as a list of to be combined
data types
Data type Cardinality Description Applicability
ProblemDetails 1 Details of the problem as defined in TS 29.571 [8].
AdditioninfoAnalyticsl |1 Contains additional information why the analytics
nfoRequest request is rejected.

5.2.7 Error handling

5.2.7.1 General
HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [6].

For the Nnwdaf_Analyticsinfo API, HTTP error responses shall be supported as specified in clause 4.8 of

3GPP TS 29.501 [7]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [6] shall be
supported for an HTTP method if the corresponding HT TP status codes are specified as mandatory for that HTTP
method in table 5.2.7.1-1 of 3GPP TS 29.500 [6]. In addition, the requirements in the following clauses shall apply.
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In this Release of the specification, there are no additional protocol errors applicable for the Nnwdaf _Analyticsinfo

API.

5.2.7.3

Application Errors

The application errors defined for the Nnwdaf_Analyticsinfo API arelisted in table 5.2.7.3-1.

Table 5.2.7.3-1: Application errors

Application Error

HTTP status code

Description

Applicability

BOTH_STAT _PRED_
NOT_ALLOWED

400 Bad Request

Indicates that the request shall be
rejected, because for the requested
observation period, the start time is in the
past and the end time is in the future,
which means the NF service consumer
requested both statistics and prediction
for the analytics is not allowed.

PREDICTION_NOT_A
LLOWED

400 Bad Request

Indicates that the request shall be
rejected because the prediction for the
analytics event is not allowed.

PredictionErro
r

USER_CONSENT_NO
T_GRANTED

403 Forbidden

Indicates that the request shall be
rejected because an impacted user has
not provided the required user consent.

NO_ROAMING_SUPP
ORT

403 Forbidden

Indicates that the request shall be
rejected because roaming analytics or
data are required and the NWDAF
neither supports roaming exchange
capabilitiy nor can it forward the request
to another NWDAF.

RoamingAnaly
tics

UNAVAILABLE_DATA

500 Internal Server Error

Indicates the requested statistics in the
past is rejected since necessary data to
perform the service is unavailable.

UNSATISFIED_REQU
ESTED_ANALYTICS_
TIME

500 Internal Server Error

Indicates that the requested event is
rejected since the analytics information is
not ready when the time indicated by the
"timeAnaNeeded" attribute (as provided
during the request) is reached.

NOTE: Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP
response is optional unless explicity mandated in the service operation clauses.
5.2.8 Feature negotiation

The optional featuresin table 5.2.8-1 are defined for the Nnwdaf _Analyticsinfo API. They shall be negotiated using the
extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [6].
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Table 5.2.8-1: Supported Features

ETSI



3GPP TS 29.520 version 18.9.0 Release 18

276 ETSI TS 129 520 V18.9.0 (2025-03)

Feature
number

Feature Name

Description

UeMobility

This feature indicates the support of analytics based on UE
mobility information.

UeCommunication

This feature indicates the support of analytics based on UE
communication information.

NetworkPerformance

This feature indicates the support of analytics based on network
performance.

ServiceExperience

This feature indicates support for the event related to service
experience.

QoSSustainability

This feature indicates support for the event related to QoS
sustainability.

AbnormalBehaviour

This feature indicates support for the event related to abnormal
behaviour information.

UserDataCongestion

This feature indicates the support of the analytics related on user
data congestion.

NfLoad

This feature indicates the support of the analytics related to the
load of NF instances.

NsiLoad

This feature indicates the support of the analytics related to the
load level of Network Slice and the optionally associated Network
Slice Instance.

10

EneNA

This feature indicates support for the enhancements of network
data analytics requirements.

11

UserDataCongestionExt

This feature indicates support for the extensions to the event
related to user data congestion, including support of GPSI and/or
list of Top applications. Supporting this feature also requires the
support of feature UserDataCongestion.

12

Aggregation

This feature indicates support for analytics aggregation.

13

NsiLoadExt

This feature indicates support for the extensions to the event
related to the load level of Network Slice and the optionally
associated Network Slice Instance, including support of area of
interest, NF load information and number of UE or number of PDU
Session. Supporting this feature also requires the support of
feature NsiLoad.

14

ServiceExperienceExt

This feature indicates support for the extensions to the event
related to service experience, including support of RAT type
and/or Frequency. Supporting this feature also requires the
support of feature ServiceExperience.

15

SMCCE

This feature indicates support for the event related to SM
congestion control experience.

16

NfLoadExt

This feature indicates support for the extensions to the event
related to the load of NF instances, including NF load over area of
interest. Supporting this feature also required the support of
feature NfLoad.

17

Dispersion

This feature indicates support for the event related to dispersion
analytics information.

18

RedundantTransmissionExp

This feature indicates support for the event related to redundant
transmission experience analytics information.

19

WIlanPerformance

This feature indicates support of the event related to WLAN
performance analytics information.

20

UeMobilityExt

This feature indicates support for extensions to the event related
to UE mobility, including support of LADN DNN to refer the LADN
service area as the AOI. Supporting this feature also requires the
support of feature UeMobility.

21

DnPerformance

This feature indicates the support of the analytics related to DN
performance.

22

AnaCtxTransfer

This feature indicates the support of analytics context transfer.

23

UserConsent

Indicates the support of detailed handling of user consent, e.g.
error responses related to the lack of user consent.

24

UserDataCongestionExt2_eN
A

This feature indicates support for the enhancements of user data
cong