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Foreword

This Technical Specification has been produced by the 3" Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal
TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an
identifying change of release date and an increase in version number as follows:

Version x.y.z
where;
x thefirst digit:
1 presented to TSG for information;
2 presented to TSG for approval;
3 or greater indicates TSG approved document under change control.

y the second digit isincremented for all changes of substance, i.e. technical enhancements, corrections,
updates, etc.

z thethird digit isincremented when editorial only changes have been incorporated in the document.
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1 Scope

The present specification provides the stage 3 definition of the Binding Support Management Service of the 5G System.

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The stage 2 definition and related procedures for
Binding Support Management Service is specified in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4].

The 5G System stage 3 call flows are provided in 3GPP TS 29.513 [5].

The Technical Realization of the Service Based Architecture and the Principles and Guidelines for Services Definition
are specified in 3GPP TS 29.500 [6] and 3GPP TS 29.501 [7].

The Binding Support Management Serviceis provided by the Binding Support Function (BSF).

2 References

The following documents contain provisions which, through reference in thistext, constitute provisions of the present
document.

- References are either specific (identified by date of publication, edition number, version number, etc.) or
non-specific.

- For aspecific reference, subsequent revisions do not apply.

- For anon-specific reference, the latest version applies. In the case of areference to a 3GPP document (including
aGSM document), a non-specific reference implicitly refersto the latest version of that document in the same
Release as the present document.

[1] 3GPP TR 21.905: "Vocabulary for 3GPP Specifications'.

2] 3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3] 3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4] 3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[5] 3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter
mapping; Stage 3".

[6] 3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[7] 3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[8] IETF RFC 9113: "HTTP/2".

[9] IETF RFC 8259: "The JavaScript Object Notation (JSON) Data I nterchange Format".

[10] 3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces Stage 3".

[11] OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.

[12] 3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".

[13] IETF RFC 9457: "Problem Detailsfor HTTP APIs".

[14] 3GPPTS 29.213: " Policy and Charging Control signalling flows and Quality of Service (QoS)
parameter mapping".

[15] 3GPP TS 33.501: "Security architecture and procedures for 5G system".

[16] IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[17] 3GPP TS 23.527: "5G System; Restoration Procedures’.
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[18] 3GPP TR 21.900: "Technical Specification Group working methods'.
[19] 3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)".
[20] IETF RFC 7396: "JSON Merge Patch".
[21] 3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
3 Definitions and abbreviations

3.1 Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following
apply. A term defined in the present document takes precedence over the definition of the same term, if any, in
3GPP TR 21.905 [1].

3.2 Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An
abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in
3GPP TR 21.905 [1].

5G DDNMF 5G Direct Discovery Name Management Function

5G-RG 5G Residential Gateway

AF Application Function

AM Access and Mobility Management

BSF Binding Support Function

DNN Data Network Name

DRA Diameter Routing Agent

HTTP Hypertext Transfer Protocol

FN-RG Fixed Network Residential Gateway

FQDN Fully Qualified Domain Name

GPsI Generic Public Subscription Identifier

JSON JavaScript Object Notation HTTP Hypertext Transfer Protocol

MAC Media Access Control

MBSF Multicast/Broadcast Service Function

NEF Network Exposure Function

NRF Network Repository Function

NWDAF Network Data Analytics Function

PCF Policy Control Function

SMF Session Management Function

S-NSSAI Single Network Slice Selection Assistance Information

SUPI Subscription Permanent Identifier

TSCTSF Time Sensitive Communication and Time Synchronization Function

UDR Unified Data Repository
4 Binding Support Management Service
4.1 Service Description

41.1 Overview

The Binding Support Management Service as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4], is provided by
the Binding Support Function (BSF).

The Nbsf_Management serviceis used to provide:
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a PCF for aPDU session binding functionality, which ensures that an AF request for a certain PDU Session
reaches the relevant PCF holding that PDU Session information, or ensures that the sasme PCF is selected for
multiple PDU sessions.

aPCF for an MBS session binding functionality, which ensures that for location-dependent MBS services, an AF
request for a certain MBS Session reaches the relevant PCF holding that MBS Session information.

a PCF for a UE binding functionality, which ensures that an AF request for Access and Mobility related Policy
Authorization for a UE reaches the relevant PCF for a UE holding the AM Policy Association.

Subscription to notification events about a newly registered or deregistered PCF for a UE or PCF for aPDU
session.

This service:

allows NF service consumersto register, update and remove binding information;
allows NF service consumers to retrieve binding information;

alows NF service consumers to subscribe to notifications of registration/deregistration events of newly
registered or deregistered PCF for a UE or PCF for a PDU session.

4.1.2 Service Architecture

The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging related 5G architecture is also
described in 3GPP TS 23.503 [4] and 3GPP TS 29.513 [5].

The Binding Support Management Service (Nbsf_Management) is exhibited by the Binding Support Function (BSF).

The known consumers of the Nbsf_Management service are:

Policy Control Function (PCF)

Network Exposure Function (NEF)

Application Function (AF);

Multicast/Broadcast Service Function (MBSF);

5G Direct Discovery Name Management Function (5G DDNMF);
Network Data Analytics Function (NWDAF); and

Time Sensitivy Communication and Time Synchronization Function (TSCT SF).

Asdescribed in 3GPP TS 23.503 [4], the BSF is afunction that can be deployed standalone or as afunctionality
provided by other network functions, such as PCF, UDR, NRF, SMF.

NOTE 1: The PCF accesses the Nbsf_Management service at the BSF via an internal interface when it is collocated

with BSF.

NOTE 2: The DRA decides to select a BSF based on user |P address range when the DRA has no binding

information for the subscriber to get the relevant PCF for a PDU session address. DRA and BSF
coexistence is described in 3GPP TS 29.513 [5], Annex A.

NOTE 2: The DRA decidesto select a BSF based on user | P address range when the DRA has no binding

information for the subscriber to get the relevant PCF for a PDU session address. DRA and BSF
coexistence is described in 3GPP TS 29.513 [5], Annex A.
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Figure 4.1.2-1: Reference Architecture for the Nbsf_Management service; SBI representation

NOTE 3: The PCF in the figure represents both, the PCF for a UE and the PCF for a PDU session. The PCF for a

UE and the PCF for aPDU session separately and independently register themselves at the BSF,
regardless they are deployed in the same NF instance or separately in different NF instances.

4.1.3 Network Functions

4131

The BSF:

Binding Support Function (BSF)

- storesthe binding information for a certain PDU Session;

- storesthe binding information for a certain MBS Session;

- storesthe binding information for a certain UE;

- enables the subscription to notifications of PCF for a PDU session registration/deregistration events;

- enables the subscription to notifications of PCF for a UE registration/deregistration events,and

- enablesthe discovery of binding information (e.g. the address information of the selected PCF for a PDU
session).

The BSF alows NF service consumers (e.g. PCF) to register, update and remove a binding information, and allows NF
service consumers (e.g. AF, NEF, NWDAF) to discover a binding information (e.g. the address information of the
selected PCF) . The BSF also allows NF service consumers (e.g. PCF for a UE, AF, NEF) to subscribe to notifications

of PCF registration/deregistration events.

The BSF can be deployed standalone or collocated with other network functions, such as PCF, UDR, NRF and SMF.

4.1.3.2

The Policy Control Function (PCF):

- The PCF for aPDU session:

NF Service Consumers

a. registersbinding information in the BSF for a UE when an | Pv4 address and/or 1Pv6 prefix is alocated, or a

MAC addressis used for the PDU session;

b. updates binding information in the BSF when a UE address information is changed for the PDU Session; and
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c. removes binding information in the BSF when an I Pv4 address and/or |Pv6 prefix is released, or aMAC
addressis not used for the PDU Session.
- ThePCF for an MBS session:
a. registers binding information in the BSF for an MBS session;
b. updates binding information in the BSF for the MBS session;
c. removes binding information in the BSF for the MBS session.
- ThePCF for aUE:
a. registers binding information in the BSF for a UE when an AM/UE Policy Association is established;
b. updates binding information in the BSF when a new PCF instance for a UE is selected;
c. removes binding information in the BSF when the AM/UE Policy Association isterminated; and
d. subscribes with the BSF to notification of registration/deregistration events of the PCF for a PDU session.
The Network Exposure Function (NEF):

- provides means for the Application Functions to securely interact with the Policy framework for policy control
to 3GPP network. During the procedure, it needs to discover the selected PCF for a PDU session, the selected
PCF for an MBS Session (if applicable) or the selected PCF for a UE by using the Nbsf_Management_Discovery
service operation and the selected PCF for a UE by using the Nbsf_Management_Subscribe/Notify service
operations.

The Application Function (AF):

- discoversthe selected PCF for a PDU session, the selected PCF for an MBS Session (if applicable) or the
selected PCF for a UE by using the Nbsf_Management_Discovery service operation and the selected PCF for a
UE by using the Nbsf_Management_Subscribe/Notify service operations when it is allowed to interact directly
with the policy framework for policy control.

The Network Data Analytics Function (NWDAF):
- discoversthe selected PCF for a PDU session by using the Nbsf_Management_Discovery service operation.
The Time Sensitive Communication and Time Synchronization Function (TSCTSF)

- discoversthe selected PCF for a PDU session by using the Nbsf_Management_Discovery service operation and
the selected PCF for a UE by using Nbsf_Management_Subscribe/Notify service operations when it is alowed
to interact with the policy framework for time sensitive communication and time synchronization control.

The Multicast/Broadcast Service Function (MBSF):
- discoversthe selected PCF for an MBS session by using the Nbsf_Management_Discovery service operation.
The 5G Direct Discovery Name Management Function (5G DDNMF):

- handlesthe discovery of the selected PCF for a UE by using the Nbsf_Management_(un)Subscribe/Notify
service operations.
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Table 4.2.1-1: Operations of the Nbsf_Management Service

Service Operations
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Service operation name

Description

Initiated by

Nbsf_Management_Register

This service operation is used to register the binding
information for a PDU session or an MBS session or a
UE.

NF service consumer
(PCF)

Nbsf _Management_Deregister

This service operation is used to deregister the binding
information for a PDU session or an MBS session or a
UE.

NF service consumer
(PCF)

Nbsf_Management_Discovery

This service operation is used by an NF service
consumer to discover a selected PCF for a PDU session
or a selected PCF for an MBS session or a selected PCF
for a UE.

NF service consumer
(NEF, AF, NWDAF,
MBSF, TSCTSF)

Nbsf_Management_Update

This service operation is used to update an existing
binding information for a PDU session or an MBS session
or a UE.

NF service consumer
(PCF)

Nbsf Management_Subscribe

This service operation is used by an NF service

NF service consumer

binding related event(s) to the NF service consumer
which has subscribed to such event(s).

consumer to subscribe or to modify a subscription for (NEF, AF, PCF,
event notifications of PCF for the UE or PCF for the PDU | TSCTSF, 5G
session binding related events. DDNMF)
Nbsf_Management_Unsubscrib | This service operation is used by an NF service NF service consumer
e consumer to terminate a previous subscription. (NEF, AF, PCF,
TSCTSF, 5G
DDNMF)
Nbsf_Management_Notify This service operation is used by the BSF to notify BSF

4.2.2

4221 General

Nbsf Management_Register Service Operation

This service operation allows a NF service consumer (e.g. PCF for a PDU session) to register the session binding
information for a UE in the BSF by providing the user identity, the DNN, the UE address(es) and the selected PCF
address for a certain PDU Session to the BSF, and BSF stores the information.

If the BindingUpdate feature is not supported and the NF service consumer (e.g. PCF for aPDU session) receives a new
UE address (e.g. IPv6 prefix) and has aready registered session binding information for this PDU session, the NF
service consumer (e.g. PCF for a PDU session) shall register a new session binding information in the BSF.

If the SamePcf feature or the ExtendedSamePcf feature is supported, this service operation allows the NF service
consumer (e.g. PCF for aPDU session) to check whether PCF addressing information for Npcf_SM PolicyControl
service is aready registered in the BSF by another PCF for a combination of the UE ID, DNN and S-NSSAI parameters

of the PDU session.

This service operation also allows a NF service consumer (e.g. PCF for a UE) to register PCF for a UE binding
information for a UE in the BSF, by providing to the BSF the user identity and the selected PCF address for a certain
UE, and the BSF stores the information.

In addition, this service operation also alows a NF service consumer (e.g. PCF for an MBS session) to register the
session binding information for an MBS Session at the BSF, by providing the MBS Session ID, the identifier of the
selected PCF for the MBS Session and the related information (e.g. PCF (service) set information), and the BSF stores

the information.

The following procedures using the Nbsf_Management_Regi stration service operation are supported:

- Register anew PCF for aPDU Session binding information.
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- Register anew PCF for a UE binding information.

- Register anew PCF for an MBS Session binding information.

4.2.2.2 Register a new PCF for a PDU Session binding information

NF Service
Consumer
[

1. POST .../pcfBindings

w
1Y 45
M

|
i
|
:4 2. 201 Created
|
|

Figure 4.2.2.2-1: NF service consumer register a new PCF for a PDU Session binding information

The NF service consumer shall invoke the Nbsf_Management_Register service operation to register the PDU session
binding information for a UE in the BSF. The NF service consumer shall send for thisan HTTP POST reguest with
"{ apiRoot} /nbsf-management/<apiV ersion>/pcfBindings" as Resource URI representing the "PCF for a PDU Session
Bindings', as shown in figure 4.2.2.2-1, step 1, to create a binding information for an "Individual PCF for a PDU
Session Binding" according to the information (e.g. UE address(es), SUPI, GPSI, DNN, S-NSSALI) in the message
body. When the "ExtendedSamePcf" feature is not supported, the "PcfBinding" data structure provided in the request
body shall include:

- if the"MultiUeAddr" featureis not supported or not yet known, address information of the served UE consisting
of:

(i) either IP address information consisting of:
+ thelPv4 address encoded as"ipv4Addr" attribute; and/or

+ the/128 IPv6 address, the IPv6 address prefix or an 1Pv6 prefix shorter than /64 encoded as "ipv6Prefix"
attribute; or

(ii) the MAC address encoded as "macAddr48" attribute;
Otherwise, address information of the served UE consisting of:
(i) any IP addressinformation consisting of:

+ thelPv4 address encoded as"ipv4Addr" attribute;

+ the/128 IPv6 address, the IPv6 address prefix or an 1Pv6 prefix shorter than /64 encoded as "ipv6Prefix"
attribute; and/or

NOTE 1: 1Pv6 prefix shorter than /64 are received when IPv6 Prefix Delegation applies, as specified in
3GPP TS 29.512[21]. The /128 IPv6 address applies to wireline and wireless convergence, as described
in 3GPP TS 29.512 [21], clause C.2.1.6.

+ theadditional /128 IPv6 addresses, the |Pv6 address prefixes or I1Pv6 prefixes shorter than /64 encoded as
"addlpv6Prefixes' attribute; or

NOTE 2: Additional /128 IPv6 addresses and additional |Pv6 prefixes shorter than /64 apply for wireline and
wireless convergence, as specified in 3GPP TS 29.512 [21], clause C.2.1.6.

(ii) the MAC address encoded as "macAddr48" attribute and/or the additional MAC addresses encoded as
"addMacAddrs" attribute;

- PCF address information consisting of:
(i) if the PCF supports the Npcf_PolicyAuthorization service:
+ the FQDN of the PCF encoded as "pcfFqdn" attribute; and/or
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+ adescription of 1P endpoints at the PCF hosting the Npcf_PolicyAuthorization service encoded as
"pcflpEndPoints" attribute; and
(i) if the PCF supports the Rx interface:

+ the Diameter host id of the PCF encoded as "pcfDiamHost"; and
+ the Diameter realm of the PCF encoded as'pcfDiamRealm™ attributes;

- DNN encoded as"dnn" attribute;

- SNSSAI encoded as "snssai” attribute; and

- If the"SamePcf" feature defined in clause 5.8 is supported and the PCF determines based on operator policies
that the same PCF shall be selected for the SM Policy associations:

(i) PCF addressinformation for Npcf_SM PolicyControl service consisting of:
+ the FQDN of the PCF encoded as "pcfSmFqdn" attribute; or

+ adescription of 1P endpoints at the PCF hosting the Npcf_SMPolicyControl service encoded as
"pcfSmlpEndPoints" attribute; and

(i) the parameters combination for selecting the same PCF encoded within the "paraCom" attribute if the PCF
registers the binding information for the indicated parameter combination for the first time.

NOTE 3: When the "SamePcf" feature is supported, the PCF omits the "paraCom" attribute when creates the
corresponding binding information related to the subsequent PDU sessions for the same parameter
combination.

and may include:

- SUPI encoded as"supi" attribute;

- GPSI encoded as"gpsi" attribute;

- IPv4 address domain encoded as "ipDomain" attribute; and

- framed routes consisting of:
(i) one or more framed routes within the "ipv4FrameRouteList" attribute for 1Pv4; and/or
(it) one or more framed routes within the "ipv6FrameRouteList" attribute for |Pv6.

When the "TimeSensitiveNetworking" feature or the " TimeSensitiveCommunication™" feature is supported by the PCF
as defined in clause 5.8 of 3GPP TS 29.512 [21], and for Ethernet type of PDU sessions, the address information of the
served UE contains the MAC address of the DS-TT port encoded in the "macAddr48" attribute as received by the PCF
when the SMF reports the bridge information of the detected TSC user plane node.

NOTE 4: For the integration with time sensitive communication networks using | P type of applications, the address
information of the served UE contains the UE IP address of the corresponding PDU session.

When the "ExtendedSamePcf" feature is supported the address information of the served UE may be provided if
available, i.e., the "ipv4Addr", the "ipv6Prefix" and/or "addl pv6Prefixes' attributes or the "macAddr48" and/or
"addMacAddrs" attributes may be provided if available.

When the "ExtendedSamePcf" feature is supported the PCF address for the Npcf_PolicyAuthorization and/or Rx
interface may be provided if available, i.e., the "pcfFgdn" and/or the "pcflpEndPoints' attributes, and/or the
"pcfDiamHost" and/or the "pcfDiamRealm” attributes may be provided if available.

NOTE 5: Before requesting the BSF to check if thereis an existing PCF binding information for the same UE ID,
S-NSSAI and DNN combination registered by other PCF(s), the PCF determines whether the BSF
supports the " SamePcf" and/or " ExtendedSamePcf" features either vialocal configuration or by checking
the BSF profile retrieved from the NRF as specified in 3GPP TS 29.510 [12].

Upon the reception of an HTTP POST request with: "{ apiRoot} /nbsf-management/<apiV ersion>/pcfBindings’ as
Resource URI and "PcfBinding" data structure as request body, the BSF shall:
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- create new binding information;
- assign abindingld; and
- storethe binding information.

The PCF as NF service consumer may provide PCF Id in "pcfld" attribute and recovery timestamp in “recoveryTime"
attribute. The BSF may use the "pcfld" attribute to supervise the status of the PCF as described in clause 5.2 of

3GPP TS 29.510[12] and perform necessary clean up upon status change of the PCF later, and/or both the "pcfld"
attribute and the "recoveryTime" attribute in clean up procedure as described in clause 6.4 of 3GPP TS 23.527 [17].

The PCF as a NF service consumer may provide PCF Set Id within the "pcfSetld” attribute and "bindLevel" attribute set
to NF_SET or provide PCF Set Id within the "pcfSetld” attribute, PCF instance Id within the "pcfld" attribute and
"bindLevel" attribute set to NF_INSTANCE.

If the BSF created an "Individual PCF for a PDU Session Binding" resource, the BSF shall respond with "201 Created”
status code with the message body containing a representation of the created binding information, as shown in

figure 4.2.2.2-1, step 2. The BSF shall include a Location HTTP header field containing the URI of the created binding
information, i.e. "{ apiRoot} /nbsf-management/<apiV ersion>/pcfBindings/{ bindingld} ".

If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in
clause 5.7.

If the " SamePcf" feature defined in clause 5.8 is supported and the "paraCom" attribute isincluded in the HTTP POST
message, the BSF shall check the received "paraCom” attribute. If the BSF detects that there is an existing PCF binding
information including the same "dnn", "snssai" and "supi" attribute val ues as each of the corresponding attribute val ues
within the "paraCom" attribute, the BSF shall reject the request with an HTTP "403 Forbidden™ status code and shall
include in the response the "ExtProblemDetails' data structure including the FQDN of the existing PCF hosting the
Npcf_SMPolicyControl service within the "pcfSmFqdn" attribute or the description of |P endpoints at the existing PCF
hosting the Npcf_SMPolicyControl service within the " pcfSmipEndPoints” attribute of "BindingResp" data structure,
and the "cause" attribute of the "ProblemDetails" data structure set to "EXISTING_BINDING_INFO_FOUND".

4.2.2.3 Register a new PCF for a UE binding information
NF service
consumer BSF
1. POST .../pcf-ue-bindings
>

2."201 Created"

Figure 4.2.2.3-1: NF service consumer registers a new PCF for a UE binding information

The NF service consumer shall invoke the Nbsf_Management_Register service operation to register the PCF for aUE
binding information in the BSF. The NF service consumer shall send for thisan HTTP POST request with

"{ apiRoot} /nbsf-management/<apiV ersion>/pcf-ue-bindings" as Resource URI representing the "PCF for a UE
Bindings', as shown in figure 4.2.2.3-1, step 1, to create a binding information for an "Individual PCF for a UE
Binding" according to the information in the message body.

The "PcfForUeBinding" data structure included in the request message body shall include:

- SUPI encoded as "supi” attribute; and
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- if the PCF supports the Npcf_AM PolicyAuthorization service, the Npcf_AMPolicyAuthorization service address
information consisting of:
a. the FQDN of the PCF encoded as "pcfForUeFqdn™ attribute; and/or

b. adescription of 1P endpoints at the PCF hosting the Npcf AM PolicyAuthorization service encoded as
"pcfForUel pEndPoints" attribute;

NOTE: Inthisrelease of the specification the PCF for a UE registering the binding information in the BSF
supports the Npcf_AM PolicyAuthorization service.

and may include:
- GPSI encoded as"gpsi" attribute;

- PCFinstanceldin"pcfld" attribute;

the PCF Set identifier in the "pcfSetld" attribute; and
- thebinding level in the "bindLevel" attribute.

Upon the reception of an HTTP POST request with: "{ api Root} /nbsf-management/<apiV ersion>/pcf-ue-bindings' as
Resource URI and "PcfForUeBinding” data structure as request body, the BSF shall:

- create new binding information;
- assign abindingld; and
- storethe binding information.

The PCF as a NF service consumer may provide information about the PCF Set and the binding level of subsequent
request to the same or different PCF instances for the Npcf_AM PolicyControl service. The PCF may provide the PCF
Set 1d within the "pcfSetld” attribute and "bindLevel" attribute set to NF_SET, or may provide the PCF Set |d within
the "pcfSetld" attribute, PCF instance |d within the "pcfld" attribute and "bindLevel" attribute set to NF_INSTANCE.

If the BSF created an "Individual PCF for a UE Binding" resource, the BSF shall respond with "201 Created" status
code with the message body containing a representation of the created binding information, as shown in figure 4.2.2.3-
1, step 2. The BSF shall include a Location HTTP header field containing the URI of the created binding information,
i.e. "{ apiRoot} /nbsf-management/<apiV ersion>/pcf-ue-bindings/{ bindingl d} "

If errors occur when processing the HTTP POST request, the PCF shall apply error handling procedures as specified in
clause 5.7.

4.2.2.4 Register a new PCF for an MBS Session binding information

NF service
consumer

BSF

1. POST .../pcf-mbs-bindings (PcfMbsBinding)—————»

< 2. 201 Created (PcfMbsBinding)

Figure 4.2.2.4-1: PCF for an MBS Session Binding information Registration procedure

1. The NF service consumer (e.g. PCF for an MBS Session) shall invoke the Nbsf_Management_Register service
operation to register anew PCF for an MBS Session binding at the BSF. The NF service consumer shall send for
this purpose an HTTP POST request targeting the "PCF for an MBS Session Bindings' resource URI, i.e.

"{ apiRoot} /nbsf-management/<apiV ersion>/pcf-mbs-bindings', with the request body containing the
PcfMbsBinding data structure that shall include:
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- theidentifier of the MBS Session to which the MBS Session binding is related, within the "mbsSessionld"
attribute;

- the FQDN of the PCF handling the MBS Session, if available, within the "pcfFqdn” attribute; and

- thelP end point(s) of the PCF handling the MBS Session, if available, within the "pcflpEndPoints" attribute;
and may include:

- theidentifier of the PCF instance handling the concerned MBS Session, within the "pcfld" attribute;

- theidentifier of the PCF set to which the PCF instance handling the concerned MBS Session belongs, within
the "pcfSetld” attribute;

- thelevel of binding of the PCF handling the concerned MBS Session, within the "bindLevel" attribute; and

- therecovery timestamp of the NF service consumer (e.g. PCF for an MBS Session), within the
"recoveryTime" attribute.

If the NF service consumer (e.g. PCF for an MBS Session) provides the PCF instance ID within the "pcfld”
attribute, and optionally the recovery timestamp within "recoveryTime" attribute, the BSF may use this
information to carry out the clean-up procedures defined in subclause 6.4 of 3GPP TS 23.527 [17], if necessary.

2. Upon successful processing of the received HTTP POST request, the BSF shall check if thereis an existing MBS
Session Binding information with the same "mbsSessionld" attribute value. If it isthe case, the the BSF shall
reject the request with an HTTP "403 Forbidden" status code with the response body containing the
MbsExtProblemDetail s data structure that shall include the FQDN of the existing PCF within the "pcfFgdn"
attribute or the description of the IP endpoints of the existing PCF within the " pcfl pEndPoints" attribute of the
MbsBindingResp data structure, and the "cause" attribute of the ProblemDetails data structure set to
"EXISTING_BINDING_INFO_FOUND".

If thereis not existing MBS Session Binding information for the provided "mbsSessionld" attribute, the BSF
shall create anew "Individual PCF for an MBS Session Binding" resource to store the requested PCF for an
MBS Session binding. The BSF shall then respond to the NF service consumer with an HTTP "201 Created”
status code including an HTTP Location header field containing the URI of the created "Individual PCF for an
MBS Session Binding" resource, and the response body containing a representation of the created resource
within the PcfMbsBinding data structure.

If errors occur when processing the HT TP POST request, the BSF shall apply the error handling procedures, as
specified in subclause 5.7.

4.2.3 Nbsf Management_Deregister Service Operation

4231 General

This service operation allows the NF service consumer to delete existing PCF for a PDU session binding information
for a UE at the BSF. It is executed by deleting the corresponding "Individual PCF for a PDU Session Binding" resource.
The operation isinvoked by issuing an HTTP DELETE request targeting the resource URI representing the specific
PCF for a PDU session binding information that is to be deleted.

This service operation aso allows the NF service consumer to delete existing PCF for a UE binding information for a
UE at the BSF. It is executed by deleting the corresponding "Individual PCF for a UE Binding" resource. The operation
isinvoked by issuing an HTTP DELETE request targeting the resource URI representing the specific PCF for aUE
binding information that isto be deleted.

This service operation also alows the NF service consumer to delete existing PCF for an MBS Session binding
information for an MBS Session at the BSF. It is executed by deleting the corresponding "Individual PCF for an MBS
Session Binding" resource. The operation isinvoked by issuing an HTTP DELETE request targeting the resource URI
representing the specific PCF for an MBS Session binding information that isto be deleted.

The following procedures using the Nbsf_Management_Deregistration service operation are supported:

- Deregister an individual PCF for aPDU Session binding information.
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- Deregister an individual PCF for a UE binding information.
- Deregister anindividua PCF for an MBS Session hinding information.

4.2.3.2 Deregister an individual PCF for a PDU Session binding information
NF service BSE
consumer

|
1. DELETE ... /pcfBindings/{binding ld}———

|
|
:4 2. 204 No Content |
| |
| |

Figure 4.2.3.2-1: PCF for a PDU Session Binding Information Deregistration

The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister the PCF for a
PDU session binding information for a UE in the BSF. The NF service consumer shall send an HTTP DELETE request
with "{ apiRoot} /nbsf-management/<apiV ersion>/pcfBindings/{ bindingld} " as Resource URI, where "{bindingld}" is
the "Individual PCF for a PDU Session Binding" resource identifier that is to be deleted, as shown in figure 4.2.3.2-1,
step 1.

Upon the reception of an HTTP DELETE request with: "{ apiRoot} /nbsf-
management/<apiV ersion>/pcfBindings/{ bindingld}" as Resource URI, the BSF shall:

- remove the corresponding binding information.

If the HTTP DELETE reguest message from the NF service consumer is accepted, the BSF shall respond with "204 No
Content" status code, as shown in figure 4.2.3.2-1, step 2.

If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response as specified in
clause 5.7.

If the Individual PCF for aPDU Session Binding resource does not exist, the BSF shall respond with "404 Not Found"
error code.

If the feature "ES3X X" is supported, and the BSF determines the received HTTP DELETE request needs to be
redirected, the BSF shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4.2.3.3 Deregister an individual PCF for a UE binding information
NF service
consumer BSF
1. DELETE .../pcf-ue-bindings/{bindingld}
>

2."204 No Content"

Figure 4.2.3.3-1: PCF for a UE Binding Information Deregistration

The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister the session
binding information for a UE in the BSF. The NF service consumer shall send an HTTP DELETE request with
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"{ apiRoot} /nbsf-management/<apiV ersion>/pcf-ue-bindings/{ bindingld} " as Resource URI, where "{ bindingld}" isthe
"Individual PCF for a UE Binding" resource identifier that isto be deleted, as shown in figure 4.2.3.3-1, step 1.

Upon the reception of an HTTP DELETE request with: "{ apiRoot} /nbsf-management/<apiV ersion>/pcf-ue-
bindings/{ bindingld}" as Resource URI, the BSF shall:

- remove the corresponding binding information.

If the HTTP DELETE reguest message from the NF service consumer is accepted, the BSF shall respond with "204 No
Content" status code, as shown in figure 4.2.3.3-1, step 2.

If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response as specified in
clause 5.7.

If the Individual PCF for a UE Binding resource does not exist, the BSF shall respond with "404 Not Found" error code.

If the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect
response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4234 Deregister an individual PCF for an MBS Session binding information
NF service BSF
consumer

1. DELETE .../pcf-mbs-bindings/{bindingld}————»]

< 2. 204 No Content

Figure 4.2.3.4-1: PCF for an MBS Session Binding information Deregistration procedure

1. The NF service consumer shall invoke the Nbsf_Management_Deregister service operation to deregister an
existing PCF for an MBS Session Binding at the BSF. The NF service consumer shall send for this purpose an
HTTP DELETE request targeting the URI of the concerned "Individual PCF for an MBS Session Binding"
resource, i.e. "{ apiRoot} /nbsf-management/<apiV ersion>/pcf-mbs-bindings/{ bindingl d} .

2. Upon success, the BSF shall delete the concerned "Individual PCF for an MBS Session Binding" resource and
respond to the NF service consumer with an HTTP 204 No Content” status code.

If errors occur when processing the HTTP DELETE request, the BSF shall apply the error handling procedures
specified in subclause 5.7.

If the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP
redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

If the "Individual PCF for an MBS Session Binding" resource does not exist, the BSF shall respond with "404
Not Found" error code.

4.2.4 Nbsf _Management_Discovery Service Operation

4241 General

This service operation allows the service consumer to use the HTTP GET method to obtain the address information of
the selected PCF.

- Retrieve the PCF binding information for aPDU session.
- Retrieve the PCF binding information for a UE.

- Retrieve the PCF binding information for an MBS Session.
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4.2.4.2 Retrieve the PCF binding information for a PDU session

NF service

BSF
consumer
T T
I

———1. GET .../pchindings?query_parameters4>:

| |
i< 2. 200 OK (pcfBinding) :
I |
I |

Figure 4.2.4.2-1: NF service consumer retrieve the PCF binding information for a PDU session

The NF service consumer shall invoke the Nbsf_Management_Discovery service operation to obtain address
information of the selected PCF for a PDU session in the BSF. The NF service consumer shall send an HTTP GET
request with "{ apiRoot} /nbsf-management/<apiV ersion>/pcfBindings’ as Resource URI, and "query parameters’ that
shall include:

- UE address;
and may include:
- SUPI or GPSI;
- DNN and optionally S-NSSAI; and
- IPv4 address domain.

NOTE 1: The query parameters S-NSSAI and/or 1Pv4 address domain are helpful in the scenario of 1Pv4 address
overlapping where the same 1Pv4 address may be allocated to UE PDU sessions.

Upon the reception of an HTTP GET request with: "{ apiRoot} /nbsf-management/<apiV ersion>/pcfBindings" as
Resource URI, the BSF shall search the corresponding binding information.

If "ipv6Prefix" is used as an UE IPv6 address in the query parameters, the BSF shall use the longest prefix match to find
amatching IPv6 prefix so that the IPv6 address in the query parameters is within the address range covered by that
matching 1Pv6 prefix.

NOTE 2: The matching is done by comparing the /128 IPv6 address of the query parameter with the IPv6 prefix of
the PDU session. The management of the IPv6 prefix of the PDU session is specified in
3GPP TS 29.512[9], clause 4.2.8, and the differences and additions in wireline and wireless convergence
scenarios specified in 3GPP TS 23.512 [9], clause C.2.1.6. For IPv6 prefix delegation, the |Pv6 network
prefix of the PDU session is shorter than /64.

The IPv6 address in the query parameters shall be formatted as an IPv6 prefix value including the trailing prefix length
"/128". If the framed routes exist in the binding information, the BSF shall use framed routes to match the UE address
in the query parameters.

If the HT TP request message from the NF service consumer is accepted and a session binding resource matching the
query parameters exists, the BSF shall reply with an HTTP 200 OK" response, as shown in figure 4.2.4.2-1, step 2,
containing the corresponding "PcfBinding" data structure, as provided by the PCF during the
Nbsf_Management_Register Service Operation, in the response body containing PCF addressing information, and if
available, the related PCF Set 1d and PCF instance Id. If there is no PCF binding information for a PDU session
matching the query parameters, the BSF shall respond with an HTTP "204 No Content”.

NOTE 3: The NF service consumer (such asthe AF or NEF) uses the PCF binding information as described in
3GPP TS 29.513[5] clause 8.4.2 (see bullets d) and €) in that clause). If the NF service consumer (such as
the AF or NEF) is not able to reach the received PCF address(es), the NF service consumer can use the
PCF Set 1d and the PCF instance |d as specified in 3GPP TS 29.513 [5] clause 8.4.2.

If the "PCF for a PDU Session Bindings' resource does not exist, the BSF shall respond with "404 Not Found" HTTP
error code. If an invalid combination of query parameters (i.e. a combination without UE address) is contained in the
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request URI, the BSF shall respond with an HTTP "400 Bad Request" error code containing
"MANDATORY_QUERY_PARAM_MISSING" as application error within the ProblemDetails | E. If more than one
Individual PCF for a PDU Session Binding resources are found, the BSF shall respond with an HTTP "400 Bad
Reguest” error code containing "MULTIPLE_BINDING_INFO_FOUND" as application error within the
ProblemDetails | E.

4243 Retrieve the PCF binding information for a UE
NF service
consumer BSF
1. GET .../pcf-ue-bindings?query_parameters
>

2. 200 OK (array(PcfForUeBinding))

Figure 4.2.4.3-1: NF service consumer retrieve the PCF binding information for a UE

The NF service consumer shall invoke the Nbsf_Management_Discovery service operation to obtain address
information of the selected PCF for a UE in the BSF. The NF service consumer shall send an HTTP GET request with
"{ apiRoot} /nbsf-management/<apiV ersion>/pcf-ue-bindings" as Resource URI, and "query parameters' that shall
include:

- SUPI and/or GPSI;

Upon the reception of an HTTP GET request with: "{ api Root} /nbsf-management/<apiV ersion>/pcf-ue-bindings" as
Resource URI, the BSF shall search the corresponding binding information.

If the HT TP request message from the NF service consumer is accepted and a binding resource matching the query
parameters exists, the BSF shall reply with an HTTP "200 OK" response, as shown in figure 4.2.4.3-1, step 2,
containing the corresponding "PcfForUeBinding" data structure(s), as provided by the PCF during the
Nbsf_Management_Register Service Operation, in the response body containing PCF addressing information, and if
available, the related PCF Set 1d and PCF instance Id. If there is no PCF binding information for a UE matching the
guery parameters, the BSF shall respond with an HTTP "200 OK" response with an empty array (i.e. "[ ] in JSON).

NOTE: If the NF service consumer (such asthe AF or NEF) is not able to reach the received PCF address(es), the
NF service consumer can use the PCF Set Id and the PCF instance Id as specified in 3GPP TS 29.513 [5]
clause 6.2.

If the"PCF for aUE Bindings" resource does not exist, the BSF shall respond with a"404 Not Found" HTTP error
code.

4.2.4.4 Retrieve the PCF binding information for an MBS Session

NF service
consumer

BSF

1. GET .../pcf-mbs-bindings?<query parameters>——————»

< 2. 200 OK (array(PcfMbsBinding))

Figure 4.2.4.4-1: PCF for an MBS Session Binding Retrieval procedure
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1. The NF service consumer (e.g. NEF, MBSF, AF) shall invoke the Nbsf_Management_Discovery service
operation to obtain from the BSF the addressing information of the selected PCF for an MBS Session. The NF
service consumer shall send for this purpose an HTTP GET request targeting the "PCF for an MBS Session
Bindings' resource URI, i.e. "{ apiRoot} /nbsf-management/<apiV ersion>/pcf-mbs-bindings", which shall
include the following query parameters:

- theidentifier of the MBS Session to which the requested MBS Session binding is related, within the "mbs-
session-id" query parameter; and

2. Upon reception of the HTTP GET request with: "{ apiRoot} /nbsf-management/<apiV ersion>/pcf-mbs-bindings"
as Resource URI, the BSF shall search the corresponding binding information. Then,

- if the HTTP GET request from the NF service consumer is accepted and a corresponding "Individual PCF for
an MBS Session Binding" resource matching the provided query parameters exists, the BSF shall respond
withan HTTP "200 OK" response, as shown in figure 4.2.4.4-1, step 2, containing the corresponding
"PcfMbsBinding" data structure, as provided by the PCF during the Nbsf_Management_Register Service
Operation, in the response body containing PCF addressing information, and if available, the related PCF Set
Id and PCF instance Id; and

- if thereisno PCF binding information for an MBS Session matching the received query parameters, the BSF
shall respond withan HTTP "200 OK" response with an empty array (i.e. "[ ]" in JSON).

NOTE: If the NF service consumer (such asthe AF, NEF or MBSF) is not able to reach the received PCF
address(es), the NF service consumer can use the PCF Set 1d and the PCF instance |d as specified in
subclause 8.6 of 3GPP TS 29.513 [5].

If errors occur when processing the HTTP GET request, the BSF shall apply the error handling procedures, as
specified in subclause 5.7.

If an invalid combination of query parameters (i.e. a combination without MBS Session 1d) is contained in the
reguest URI, the BSF shall respond with an HTTP "400 Bad Request" error code containing
"MANDATORY_QUERY_PARAM_MISSING" as application error within the ProblemDetails |E. If more than
one Individual PCF for an MBS Session Binding resources are found, the BSF shall respond with an HTTP "400
Bad Request" error code containing "MULTIPLE_BINDING_INFO_FOUND" as application error within the
ProblemDetails | E.

If the "PCF for an MBS Session Bindings' resource does not exist, the BSF shall respond with a"404 Not
Found" HTTP error code.

4.2.5 Nbsf Management Update Service Operation

4251 General

This service operation allows the NF service consumer to update an existing PCF for a PDU session binding
information for a UE in the BSF by providing the information to be updated (e.g. the UE address(es)), and the BSF
updates the PDU session binding information.

This service operation also allows the NF service consumer to update an existing PCF for a UE binding information for
aUE in the BSF by providing the information to be updated (e.g. PCF instance, and related PCF address), and the BSF
updates the UE binding information.

This service operation also allows the NF service consumer to update existing PCF for an MBS Session binding
information for an MBS Session at the BSF by providing the information to be updated (e.g. PCF instance, PCF
addresses), and the BSF update the MBS session binding information.

The following procedures using the Nbsf_Management_Update service operation are supported:
- Update an existing PCF for a PDU Session binding information.
- Update an existing PCF for a UE binding information.

- Update an existing PCF for an MBS Session binding information.
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4.25.2 Update an existing PCF for a PDU Session binding information

NF service
consumer

BSF

1. PATCH .../pcfBindings/{bindingld}

S U S

[
|
|
:
» 2.200 OK
|
|
|

Figure 4.2.5.2-1: NF service consumer update an existing PCF for a PDU Session binding information

If the feature "BindingUpdate" is supported, the NF service consumer shall invoke the Nbsf_Management_Update
service operation to update PCF for a PDU the session binding information for a UE in the BSF. The NF service
consumer shall send an HTTP PATCH request with "{ api Root} /nbsf-

management/<apiV ersion>/pcfBindings/{ bindingld}" as Resource URI, where "{bindingld}" is the "Individual PCF for
aPDU Session Binding" resource identifier that isto be updated, as shown in figure 4.2.5.2-1, step 1. The
"PcfBindingPatch” data structure provided in the request body shall contain the information to be updated as follows.

The "PcfBindingPatch" data structure:
- for the IP address information of the served UE:

a) shall contain the "ipv4Addr" attribute if the IPv4 addressis modified, or if the "ExtendedSamePcf" featureis
supported, if the |Pv4 address was not previously provided, and may contain the "ipDomain" attribute if the
IPv4 address domain is modified or if the " ExtendedSamePcf" feature is supported, if the IPv4 address
domain was not previously provided and applies. To remove the | Pv4 address the "ipv4Addr" attribute shall
be set to "null" and if applicable, the "ipDomain" attribute shall be set to "null"; and/or

b) shall contain the "ipv6Prefix" attribute if the IPv6 address information is modified, or if the
"ExtendedSamePcf" feature is supported, if the IPv6 address information was not previously provided. The
"ipv6Prefix" attribute shall be set to "null" if the IPv6 address information is removed; and/or

c) if the"MultiUeAddr" feature is supported, shall contain:

1) the"addlpv6Prefixes' attribute containing the new complete list of additional 1Pv6 Address Prefixesif
the additional 1Pv6 addressinformation is modified, or if the "ExtendedSamePcf" feature is supported,
the current list of IPv6 address prefixesif it was not previously provided; or

2) the"addIpv6Prefixes' attribute set to "null" if all additional |Pv6 Address Prefixes are removed; or
- for the MAC address information of the served UE:

a) shall contain the "macAddr48" attribute if the MAC addressis modified, or if the "ExtendedSamePcf" feature
is supported, if the MAC address was not previously provided. The "macAddr48" attribute shall be set to
"null" if the MAC address is removed; and/or

b) if the"MultiUeAddr" feature is supported, shall contain:

1) the"addMacAddrs' attribute containing the new complete list of additional MAC addresses if the
additional MAC address information is modified, or if the "ExtendedSamePcf" feature is supported, the
current list of MAC address(es) if it was not previously provided; or

2) the"addMacAddrs" attribute set to "null" if all additional MAC addresses are removed; or

- for the PCF instance and the associated PCF address information of the PCF holding the SM policy association,
should contain if a new PCF instance is selected:

a) the PCFinstance ID encoded as "pcfld" attribute;

b) if the PCF supports the Npcf_PolicyAuthorization service:
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1) the FQDN of the PCF encoded as "pcfFqdn" attribute; and/or

2) adescription of 1P endpoints at the PCF hosting the Npcf_PolicyAuthorization service encoded as
"pcflpEndPoints" attribute; and/or

c¢) if the PCF supports the Rx interface:
1) the Diameter host id of the PCF encoded as "pcfDiamHost”; and
2) the Diameter realm of the PCF and "pcfDiamRealm" attributes.

If the BSF cannot successfully fulfil the received HTTP PATCH request due to the internal BSF error or due to the error
inthe HTTP PATCH request, the BSF shall send the HTTP error response as specified in clause 5.7.

Otherwise, upon the reception of the HTTP PATCH request with: "{ apiRoot} /nbsf-
management/<apiV ersion>/pcfBindings/{ bindingld} " as Resource URI and the "PcfBindingPatch” data structure as
request body, the BSF shall update the binding information.

If the BSF successfully updated an "Individual PCF for aPDU Session Binding" resource, the BSF shall respond with
"200 OK" status code with the message body containing the resource representation with the updated PCF for a PDU
session binding information in the "PcfBinding” data structure, as shown in figure 4.2.5.2-1, step 2.

If errors occur when processing the HTTP PATCH request, the BSF shall send an HTTP error response as specified in
clause 5.7.

If the feature "ES3X X" is supported, and the BSF determines the received HTTP PATCH reguest needs to be
redirected, the BSF shall send an HT TP redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4253 Update an existing PCF for a UE binding information
NF service
consumer BSF
1. PATCH .../pcf-ue-bindings/{bindingld}
>

2."200 OK"

Figure 4.2.5.3-1: NF service consumer update an existing PCF for a UE binding information

The NF service consumer shall invoke the Nbsf_Management_Update service operation to update the PCF for a UE
binding information for a UE in the BSF. The NF service consumer shall send an HTTP PATCH request with

"{ apiRoot} /nbsf-management/<apiV ersion>/pcf-ue-bindings/{ bindingld} " as Resource URI, where "{ bindingld}" isthe
"Individual PCF for a UE Binding" resource identifier that isto be updated, as shown in figure 4.2.5.3-1, step 1. The
"PcfForUeBindingPatch” data structure provided in the request body shall contain the information to be updated as
follows.

The "PcfForUeBindingPatch" data structure, for the PCF instance and the associated PCF address information of the
PCF holding the AM policy association, shall contain if a new PCF instance is selected:

a) the PCFinstance ID encoded as "pcfld" attribute; and

b) if the PCF supports the Npcf_AM PolicyAuthorization service, the Npcf_ AM PolicyAuthorization service address
information consisting of:

1) the FQDN of the PCF encoded as "pcfForUeFgdn” attribute; and/or
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2) adescription of |P endpoints at the PCF hosting the Npcf_ AM PolicyAuthorization service encoded as
"pcfForUel pEndPoints" attribute.

NOTE: Inthisrelease of the specification the PCF for a UE registering the binding information in the BSF
supports the Npcf_AMPolicyAuthorization service.

If the BSF cannot successfully fulfill the received HTTP PATCH request due to theinternal BSF error or due to the
error inthe HTTP PATCH request, the BSF shall send the HTTP error response as specified in clause 5.7.

Otherwise, upon the reception of the HTTP PATCH request with: "{ api Root} /nbsf-management/<apiV ersion>/pcf-ue-
bindings/{ bindingld}" as Resource URI and the "PcfForUeBindingPatch” data structure as request body, the BSF shall
update the binding information.

If the BSF successfully updated an "Individual PCF for a UE Binding" resource, the BSF shall respond with "200 OK™
status code with the message body containing the resource representation with the updated PCF for a UEbinding
information in the " PcfForUeBinding" data structure, as shown in figure 4.2.5.3-1, step 2.

If the BSF determines the received HTTP PATCH request needs to be redirected, the BSF shall send an HTTP redirect
response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].

4.25.4 Update an existing PCF for an MBS Session binding information

NF service
consumer

BSF

——1. PATCH .../pcf-mbs-bindings/{bindingld} (PcfMbsBindingPatch)—

4— 2. 200 OK (PcfMbsBinding) / 204 No Content

Figure 4.2.5.4-1: NF service consumer updates an existing PCF for an MBS Session binding
information

1. The NF service consumer (e.g. PCF handling the MBS Session) shall invoke the Nbsf_Management_Update
service operation to request the modification of an existing PCF for an MBS Session binding information for an
MBS Session at the BSF. The NF service consumer shall send for this purpose an HTTP PATCH request
targeting the URI of the concerned "Individual PCF for an MBS Session Binding" resource, i.e. "{ apiRoot} /nbsf-
management/<apiV ersion>/pcf-mbs-bindings/{ bindingld} ", with the request body containing the
PcfMbsBindingPatch data structure including the requested modifications.

2. Upon successful modification of the PCF for an MBS Session binding, the BSF shall respond with either:

- anHTTP"200 OK" status code with the response body containing a representation of the updated "Individual
PCF for an MBS Session Binding" resource wihin the PcfM bsBinding data structure; or

- anHTTP"204 No Content" status code.

If errors occur when processing the HTTP PATCH request, the BSF shall apply the error handling procedures
specified in subclause 5.7.

If the BSF determines the received HTTP PATCH request needs to be redirected, the BSF shall send an HTTP
redirect response as specified in clause 6.10.9 of 3GPP TS 29.500 [6].
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4.2.6 Nbsf _Management_Subscribe Service Operation

426.1 General

This service operation is used by an NF service consumer to subscribe to the notifications of registration/deregistration
events for the PCF for a PDU Session or PCF for a UE.

The following procedures using the Nbsf_Management_Subscribe service operation are supported:
- Creating a new subscription;

- Modifying an existing subscription.

4.2.6.2 Creating a new subscription

Figure 4.2.6.2-1 illustrates the creation of a subscription.

NF service
BSF
consumer
1. POST .../subscriptions
-
2."201 Created"
|-l

Figure 4.2.6.2-1: Creation of a subscription

To subscribe to event notifications, the NF service consumer shall send an HTTP POST request with: "{ apiRoot} /nbsf-
management/<apiV ersion>/subscriptions’ as Resource URI and the BsfSubscription data structure as regquest body that
shall include:

- an URI where to receive the requested notifications within the "notifUri" attribute;

- aNotification Correlation Identifier provided by the NF service consumer for the requested notifications within
the "notifCorreld" attribute;

- identification of the events to subscribe as "events" attribute;
- the SUPI within the "supi" attribute;

- if the NF service consumer subscribes to event notifications of newly registered and deregistered PCF for a PDU
session, the "events' attribute indicating
"PCF_PDU_SESSION_BINDING_REGISTRATION"/"PCF_PDU_SESSION_BINDING_DEREGISTRATIO
N" and/or subscribes to the event notifications of binding registration of the first PDU session and deregistration
of the last PDU session for a S-NSSAI and DNN combination indicating
"SNSSAI_DNN_BINDING_REGISTRATION"/"SNSSAI_DNN_BINDING_DEREGISTRATION"
respectively, and one DNN and S-NSSAI pair to which the subscription applies within the " snssaiDnnPairs’
attribute and, when the subscription applies to more than one DNN and S-NSSAI, the list of the remaining DNN
and S-NSSAI pairs to which the subscription applies within the "addSnssaiDnnPairs" attribute, which includes
the DNN within the "dnn" attribute and the S-NSSAI within the "snssai" attribute;

NOTE 1: When the subscribed event is SNSSAI_DNN_BINDING_REGISTRATION and
SNSSAI_DNN_BINDING_DEREGISTRATION, only the status of the binding for the concerned S
NSSAI and DNN combination is reported, i.e., it is not needed to report the complete binding related
information, but only an indication of registration or deregistration event.
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- if the NF service consumer subscribes to event notifications of newly registered and deregistered PCF for a UE,
the "events" attribute indicating
"PCF_UE_BINDING_REGISTRATION"/"PCF_UE_BINDING_DEREGISTRATION".

The BsfSubscription data structure as request body may also include:
- the GPSI within the "gpsi" attribute.

If the BSF cannot successfully fulfil the received HTTP POST request due to an internal BSF error or an error in the
HTTP POST request, the PCF shall send an HTTP error response as specified in clause 5.7.

Upon successful reception of the HTTP POST request with "{ apiRoot} /nbsf-management/<apiV ersion>/subscriptions’
asrequest URI and "BsfSubscription" data structure as request body, the BSF shall create a new "Individual Binding
Subscription” resource, store the subscription and send aHTTP "201 Created" response as shown in figure 4.2.6.2-1,
step 2. The BSF shall include in the "201 Created” response:

- alLocation header field; and
a"BsfSubscriptionResp" data type in the content.

The Location header field shall contain the URI of the created individual application session context resourcei.e.,
"{ apiRoot} /nbsf-management/<apiV ersion>/subscriptions/{ subld} ".

The "BsfSubscriptionResp" data type shall contain:

- the representation of the created "Individual Binding Subscription” resource within the "BsfSubscription” data
type; and

- when the BSF already has available the requested information at the time of the event subscription request, the
related notification information within the "BsfNotification” datatype as specified in clause 4.2.8.2.

The subscription to any event laststill the NF service consumer terminates it as described in subsclause 4.2.7.2. For
every subscribed event, the continuous reporting notification method shall apply.

4.2.6.3 Modifying an existing subscription

Figure 4.2.6.3-1 illustrates the modification of an existing subscription.

NF service
BSF

consumer

1. PUT .../subscriptions/{subld}
P
2a. "200 OK"
2b."204 No Content"
-

Figure 4.2.6.3-1: Modification of an existing subscription

To modify an existing subscription to event notifications, the NF service consumer shall send an HTTP PUT request
with: "{ api Root} /nbsf-management/<apiV ersion>/subscriptions/{ subld} " as Resource URI, where "{subld}" isthe
subscription correlation 1D of the existing subscription, and Bsf Subscription data structure as request body as described
inclause 4.2.6.2.

NOTE 1. The"notifUri" attribute within the BsfSubscription data structure can be modified to request that
subsequent notifications are sent to a new NF service consumer.
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NOTE 2: This service operation does not allow the unsubscription of all subscribed events. The unsubscription of
all subscribed eventsis described in clause 4.2.7.2.

Upon the reception of an HTTP PUT request with: "{ apiRoot} /nbsf-management/<apiV ersion>/subscriptions/{ subl d} "
as Resource URI and BsfSubscription data structure as request body, if the received HTTP request is successfully
processed and accepted, the BSF shall:

- update the concerned subscription; and

- send an HTTP "200 OK" response with a response body containing a representation of the updated subscription
in the Bsf SubscriptionResp data structure or send an HTTP "204 No Content".

If errors occur when processing the HTTP PUT request, the BSF shall send an HTTP error response as specified in
clause5.7.

If the BSF determines the received HTTP PUT request needs to be redirected, the BSF shall send an HTTP redirect
response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].

4.2.7 Nbsf_Management_Unsubscribe Service Operation

42.7.1 General
This service operation is used by an NF service consumer to unsubscribe from event notifications.
The following procedure using the Nbsf_Management_Unsubscribe service operation is supported:

- Unsubscription from event notifications.

4.2.7.2 Unsubscription from event notifications

Figure 4.2.7.2-1 illustrates the unsubscription from event notifications.

NF service
BSF
consumer
1. DELETE .../subscriptions/{subld}
P
2."204 No Content”
-

Figure 4.2.7.2-1: Unsubscription from event notifications

To unsubscribe from all event(s) notifications, the NF service consumer shall send an HTTP DELETE request with:
"{ apiRoot} /nbsf-management/<apiV ersion>/subscriptions/{ subld} " as Resource URI, where "{subld}" isthe
subscription correlation 1D of the existing subscription that is to be deleted.

Upon the reception of the HTTP DELETE request with: "{ apiRoot} /nbsf-
management/<apiV ersion>/subscriptions/{ subld} " as Resource URI, if the received HTTP request is successfully
processed and accepted, the BSF shall:

- remove the corresponding subscription; and
- send an HTTP "204 No Content" response.

If errors occur when processing the HTTP DELETE request, the BSF shall send an HTTP error response as specified in
clause5.7.
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If the BSF determines the received HTTP DELETE request needs to be redirected, the BSF shall send an HTTP redirect
response as specified in clause 6.10.9 of 3GPP TS 29.500 [5].

4.2.8 Nbsf Management_Notify Service Operation

4281 General

The Nbsf_Management_Notify service operation enables the BSF to send notifications to NF service consumers upon
the occurrence of a previoudy subscribed event.

The following procedure using the Nbsf_Management_Notify service operation is supported:

- Notification about subscribed events.

4.2.8.2 Notification about subscribed events

The present "notification about subscribed events' procedure is performed by the BSF when any of the subscribed
events occur.

Figure 4.2.8.2-1 illustrates the notification about subscribed events.

NF service
BSF
consumer
1. POST {notifUri}
-
2."204 No Content"
L

Figure 4.2.8.2-1: Notification about subscribed events

If the BSF observes event(s) for which an NF service consumer has subscribed, the BSF shall send an HTTP POST
request as shown in figure 4.2.8.2-1, step 1, with the "{notifUri}" as request URI containing the value previously
provided by the NF service consumer within the corresponding subscription, and the BsfNotification data structure.

The BsfNotification data structure shall include:

- thenatification correlation ID provided by the NF service consumer during the subscription within
"notifCorreld" attribute;

- thelist of the reported events within the "eventNotifs" attribute. For each reported event, the
BsfEventNotification data type shall include the event identifier and may include additional event information.

Within each instance of BsfEventNotification data type, the BSF shall include:

- When asubscription to "PCF_PDU_SESSION_BINDING_REGISTRATION" and
"PCF_PDU_SESSION_BINDING_DEREGISTRATION" exists:

a. When the BSF detects the registration of a PCF for a PDU session for a DNN and S-NSSAI, SUPI, and
GPSl, if available, matching one of the DNN, S-NSSAI pairs, the SUPI and the GPSI, if available, provided
during subscription, the BSF shall set the "event" attribute to
"PCF_PDU_SESSION_BINDING_REGISTRATION" and shall include the " pcfForPduSessinfos* with the
binding information of the detected PDU session.

b. When the BSF detects the deregistration of a PCF for aPDU session for a DNN and S-NSSAI, SUPI, and
GPSl, if available, matching one of the DNN, S-NSSAI pairs, the SUPI and the GPSI, if available, provided
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during subscription, the BSF shall set the "event" attribute to
"PCF_PDU_SESSION_BINDING_DEREGISTRATION" and shall include the "pcfForPduSessinfos* with
the binding information of the removed PDU session.

- When asubscription to "PCF_UE_BINDING_REGISTRATION" and
"PCF_UE_BINDING_DEREGISTRATION"exists:

a. When the BSF detects the registration of a PCF for a UE for a SUPI and, if available, GPSI matching the
SUPI and, if available, GPSI provided during subscription, the BSF shall set the "event" attribute to
"PCF_UE_BINDING_REGISTRATION" and shall include the "pcfForUelnfo" with the binding information
of the detected UE.

b. When the BSF detects the deregistration of a PCF for a UE for a SUPI and, if available, GPSI matching the
SUPI and, if available, GPSI provided during subscription, the BSF shall set the "event" attribute to
"PCF_UE_BINDING_DEREGISTRATION" and shall include the "pcfForUelnfo" with the binding
information of the removed UE.

- When asubscription to "SNSSAI_DNN_BINDING_REGISTRATION" and
"SNSSAI_DNN_BINDING_DEREGISTRATION"exists:

a. When the BSF detects the registration of PCF for aPDU session for aDNN and S-NSSAI, SUPI, and GPSI,
if available, matching one of the DNN, S-NSSAI pairs, the SUPI and the GPSl, if available, provided during
subscription, and thisis the first PDU session for the DNN and S-NSSAI, SUPI, and GPS, if available,
combination, the BSF shall set the "event" attribute to "SNSSAI_DNN_BINDING_REGISTRATION" and
the "matchSnssaiDnns" attribute with the matching S-NSSAI and DNN pairs.

b. When the BSF detects the deregistration of PCF for aPDU session for aDNN and S-NSSAI, SUPI, and
GPSl, if available, matching one of the DNN, S-NSSAI pairs, the SUPI and the GPSI, if available, provided
during subscription, and thisisthe last PDU session for the DNN and S-NSSAI, SUPI, and GPS, if
available, combination, the BSF shall set the "event" attribute to
"SNSSAI_DNN_BINDING_DEREGISTRATION" and the removed S-NSSAI and DNN combinations
within the "matchSnssaiDnns" attribute.

If the HTTP POST reguest from the BSF is accepted, the NF service consumer shall acknowledge the receipt of the
event notification with a"204 No Content" response to HTTP POST request, as shown in figure 4.2.8.2-1, step 2.

If the HTTP POST request from the BSF is not accepted, the NF service consumer shall indicate in the response to
HTTP POST request the cause for the rejection as specified in clause 5.7. If the NF service consumer determines the
received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as
specified in clause 6.10.9 of 3GPP TS 29.500 [5].

5 Nbsf Management Service API

5.1 Introduction

The Nbsf_Management Service shall use the Nbsf_Management API.

The APl URI of the Nbsf_Management API shall be:
{apiRoot}/<apiName>/<apiVersion>

The reguest URIs used in HTTP requests from the NF service consumer towards the BSF shall have the Resource URI
structure defined in clause 4.4.1 of 3GPP TS 29.501 [7], i.e.:

{apiRoot}/<apiName>/<apiV er sion>/<api SpecificResour ceUriPar t>
with the following components:
- The{apiRoot} shall be set as described in 3GPP TS 29.501 [7].

- The <apiName> shall be "nbsf-management".
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-  The<apiVersion> shall be"v1".

- The <api SpecificResourceUriPart> shall be set as described in clause 5.3.

5.2 Usage of HTTP

5.2.1 General
HTTP/2, IETF RFC 9113 [8], shall be used as specified in clause 5 of 3GPP TS 29.500 [6].
HTTP/2 shall be transported as specified in clause 5.3 of 3GPP TS 29.500 [6].

The OpenAPI [11] specification of HT TP messages and content bodies for the Nbsf_Management is contained in
Annex A.

5.2.2 HTTP standard headers

5.2.2.1 General
See clause 5.2.2 of 3GPP TS 29.500 [6] for the usage of HT TP standard headers.

5.2.2.2 Content type

JSON, IETF RFC 8259 [9], shall be used as content type of the HTTP bodies specified in the present specification as
specified in clause 5.4 of 3GPP TS 29.500 [6]. The use of the JSON format shall be signalled by the content type
"application/json".

"Problem Details" JSON object shall be used to indicate additional details of the error in aHT TP response body and
shall be signalled by the content type " application/problem+json”, as defined in IETF RFC 9457 [13].

JSON object used inthe HTTP PATCH request shall be encoded according to "JSON Merge Patch" and shall be
signalled by the content type "application/merge-patch+json", as defined in IETF RFC 7396 [20].

5.2.3 HTTP custom headers

5.23.1 General

The Nbsf_Management Service API shall support the mandatory HT TP custom header fields specified in clause 5.2.3.2
of 3GPP TS 29.500 [6] and may support the optional HT TP custom header fields specified in clause 5.2.3.3 of
3GPP TS 29.500 [6].

In this release of the specification, no specific custom headers are defined for the Nbsf_Management Service API.

53 Resources

53.1 Resource Structure
This clause describes the structure for the Resource URIs, the resources and methods used for the service.

The structure of the Resource URI of the Nbsf_Management service is shown in figure 5.3.1-1.
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{apiRoot}/nbsf-management/<apiVersion>

—[/pchindings ]

Abindingld}

—[/pcf-ue-bindings ]

Abindingld}

—[/pcf-mbs-bindings ]

Abindingld}
—[/subscri ptions ]

—[/{subld} ]

Figure 5.3.1-1: Resource URI structure of the Nbsf_Management API

Table 5.3.1-1 provides an overview of the resources and applicable HT TP methods.
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Table 5.3.1-1: Resources and methods overview

HTTP
method
Resource name Resource URI or Description
custom

operation

POST Register a new PCF for a PDU
Session binding information of a

JocfBindings given UE address in the BSF.

PCF for a PDU Session P g GET Retrieve the PCF for a PDU Session

Bindings (NOTE) binding information i.e. PCF address
information of a given tuple (UE
address, SUPI; GPSI, DNN, S-
NSSAI).

Individual PCF for a PDU /pcfBindings DELETE |Deregister an existing PCF for a PDU

Session Binding HAbindingld} Session binding information from the
BSF.

(NOTE) PATCH Update an existing PCF for a PDU
Session binding information in the
BSF.

PCF for a UE Bindings /pcf-ue-bindings POST Register a new PCF for a UE binding
information of a given UE identity in
the BSF.

GET Retrieve the PCF for a UE binding
information i.e. PCF address
information of a UE.

Individual PCF for a UE pcf-ue-bindings DELETE |Deregister an existing PCF for a UE

Binding Kbindingld} binding information from the BSF.

PATCH Update an existing PCF for a UE
binding information in the BSF.

PCF for an MBS Session /pcf-mbs-bindings POST Register a new PCF for an MBS

Bindings Session Binding.

GET Retrieve PCF for an MBS Session
Binding information.

Individual PCF for an MBS Ipcf-mbs-bindings/{bindingld} PATCH Modify an existing PCF for an MBS

Session Binding Session Binding.

DELETE |Deregister an existing PCF for an
MBS Session Binding.

Binding Subscriptions /subscriptions POST Create a new Individual Binding
Subscription resource.

Individual Binding /subscriptions PUT Modify an existing Individual Binding

Subscription H{subld} Subscription resource.

DELETE |Delete an Individual Binding

Subscription resource and cancel the
related subscription.

NOTE: The path segment does not follow the related naming convention defined in 3GPP TS 29.501 [7]. The path
segment is kept though as defined in the current specification for backward compatibility considerations.
5.3.2 Resource: PCF for a PDU Session Bindings
5.3.21 Description

This resource represents a collection of the different PCF for a PDU Session binding information of given UE
address(es) registered in the BSF.

5.3.2.2

Resource definition

Resource URI: { apiRoot} /nbsf-management/<apiV ersion>/pcfBindings

The <apiVersion> shall be set as described in clause 5.1.

This resource shall support the resource URI variables defined in table 5.3.2.2-1.
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Table 5.3.2.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
5.3.2.3 Resource Standard Methods
5.3.23.1 POST

This method shall support the URI query parameters specified in table 5.3.2.3.1- 1.

Table 5.3.2.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.2.3.1-2 and the response data structures and
response codes specified in table 5.3.2.3.1-3.

Table 5.3.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
PcfBinding M |1 Register a new Individual PCF for a PDU Session binding information.

Table 5.3.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality |Response Description
codes
PcfBinding M 1 201 The creation of an individual PCF for a PDU Session binding.
Created
ExtProblemDetails | O 0.1 403 The existing PCF binding information stored in the BSF for the
Forbidden Jindicated combination is returned.

NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.

Table 5.3.2.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nbsf-
management/<apiVersion>/pcfBindings/{bindingld}

5.3.2.3.2 GET

This method shall support the URI query parameters specified in table 5.3.2.3.2- 1.
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Table 5.3.2.3.2-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description

ipv4Addr lpv4Addr ¢ 0.1 The IPv4 Address of the served UE. (NOTE 1) (NOTE 3)

(NOTE 7) (NOTE 4)

ipv6Prefix Ipv6Prefix C 0.1 The IPv6 Address of the served UE. (NOTE 1) (NOTE 3)
(NOTE 4)

(NOTE 7) The NF service consumer shall append '/128' to the IPv6
address in the attribute value. E.g.
'2001:db8:85a3::8a2e:370:7334/128'.

macAddr48 MacAddr48 C 0.1
The MAC Address of the served UE. (NOTE 1)

(NOTE 7)

dnn Dnn (e} 0.1 Data Network Name, a full DNN with both the Network
Identifier and Operator Identifier, or a DNN with the
Network Identifier only.
(NOTE 6)

supi Supi 0] 0.1 Subscription Permanent Identifier

gpsi Gpsi 0] 0.1 Generic Public Subscription Identifier

snssai Snssai 0] 0.1 The identification of slice. (NOTE 2)

ipDomain string (0] 0.1 The IPv4 address domain identifier. (NOTE 2)

(NOTE 7)

supp-feat SupportedFeatures | O 0.1 To filter irrelevant responses related to unsupported
features. (NOTE 5)

NOTE 1: One and only one of query parameter ipv4Addr, ipv6Prefix or macAddr48 shall be present.

NOTE 2: The query parameters snssai and/or ipDomain, if applicable (IPv4 address overlapping), shall be present
with query parameter ipv4Addr.

NOTE 3: 5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [19].

NOTE 4: The ipv4Addr and ipv6Prefix query parameters may include the IP address of devices in networks behind
the UE (see clauses 5.6.14 and 5.8.2.2 of 3GPP TS 23.501 [2] and clause 4.6.2.3 of
3GPP TS 23.316 [19]).

NOTE 5: This query parameter may be present when there are supported features that apply to the retrieval of the
"Individual PCF for a PDU Session Binding" resource as defined in clause 4.2.4.2. Otherwise, it shall be
omitted.

NOTE 6: The BSF uses the DNN as received from the NF service consumer without applying any transformation. To
successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with
the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN
Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local
configuration.

NOTE 7: The query parameter does not follow the related naming convention (i.e. "lower-with-hyphen™) defined in
clause 5.1.3.3 of 3GPP TS 29.501 [7]. This query parameter is however kept as currently defined in this
specification for backward compatibility considerations.

This method shall support the request data structures specified in table 5.3.2.3.2-2 and the response data structures and
response codes specified in table 5.3.2.3.2-3.

Table 5.3.2.3.2-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 5.3.2.3.2-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality Response Description
codes
PcfBinding M 1 200 OK The individual PCF for a PDU Session binding
information resource matching the query parameter(s)
is returned.
n/a 204 No Content [There is no PCF for a PDU Session binding information
matching the query parameter(s).
ProblemDetails o 0.1 400 Bad More than one binding information is found. (NOTE 2)
Request
NOTE 1: The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.
NOTE 2: Failure cases are described in clause 5.7.

5.3.3 Resource: Individual PCF for a PDU Session Binding

5.3.3.1 Description

This resource represents an individual PCF for a PDU Session binding information of a given UE address(es) registered
in the BSF.

5.3.3.2 Resource definition
Resource URI: {apiRoot}/nbsf-management/<apiVer sion>/pcfBindings/{bindingl d}
The <apiVersion> shall be set as described in clause 5.1.

This resource shall support the resource URI variables defined in table 5.3.3.2-1.

Table 5.3.3.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
bindingld string Represents the individual PCF for a PDU Session Binding.

To enable that the value is used as part of a URI, the string shall only contain
characters allowed according to the "lower-with-hyphen" naming convention
defined in 3GPP TS 29.501 [7].

5.3.33 Resource Standard Methods

5.3.3.3.1 DELETE
This method shall support the URI query parameters specified in table 5.3.3.3.1-1.

Table 5.3.3.3.1-1: URI query parameters supported by the DELETE method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.3.3.1-2 and the response data structures and
response codes specified in table 5.3.3.3.1-3.

Table 5.3.3.3.1-2: Data structures supported by the DELETE Request Body on this resource

Data type P | Cardinality Description

n/a
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Table 5.3.3.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type

P | Cardinality

Response codes

Description

n/a

204 No Content

Successful case: The Individual PCF for a PDU Session
binding information resource is deleted.

RedirectRespons | O 0.1 307 Temporary Temporary redirection, during Individual PCF for a PDU
e Redirect Session Binding deletion.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)
RedirectRespons | O 0.1 308 Permanent Permanent redirection, during Individual PCF for a PDU

e

Redirect

Session Binding deletion.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)
NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.
NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6]).
Table 5.3.3.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P |Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].
3gpp-Shi-Target- [string O |0..1 Identifier of the target BSF (service) instance towards which
Nf-I1d the request is redirected.

Table 5.3.3.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description

Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- [string O |0..1 Identifier of the target BSF (service) instance towards which

Nf-I1d the request is redirected.

5.3.3.3.2 PATCH

This method shall support the URI query parameters specified in table 5.3.3.3.2-1.

Table 5.3.3.3.2-1: URI query parameters supported by the PATCH method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.3.3.2-2 and the response data structures and
response codes specified in table 5.3.3.3.2-3.
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Table 5.3.3.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type

P | Cardinality

Description

PcfBindingPatch

M |1

Update an individual PCF binding information.

Table 5.3.3.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type

P | Cardinality

Response codes

Description

PcfBinding

M |1

200 OK

Successful case: The Individual PCF for a PDU Session
binding information resource is updated.

RedirectRespons | O |0..1 307 Temporary Temporary redirection, during Individual PCF for a PDU
e Redirect Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)
RedirectRespons [ O |0..1 308 Permanent Permanent redirection, during Individual PCF for a PDU

e

Redirect

Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)
NOTE 1: The mandatory HTTP error status codes for the PATCH method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.
NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6]).
Table 5.3.3.3.2-4: Headers supported by the 307 Response Code on this resource
Name Data type P |Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].
3gpp-Shi-Target- [string O |0..1 Identifier of the target BSF (service) instance towards which
Nf-I1d the request is redirected.

Table 5.3.3.3.2-5: Headers supported by the 308 Response Code on this resource

Name

Data type P

Cardinality

Description

Location

string M

1

Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target-
Nf-I1d

string (0]

Identifier of the target BSF (service) instance towards which
the request is redirected.

5.3.4

5.34.1

Description

Resource: Binding Subscriptions

The Binding Subscriptions resource represents the collection of subscriptions to eventsin the Nbsf_Management

service.
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This resource shall support the resource URI variables defined in table 5.3.4.2-1.

Table 5.3.4.2-1: Resource URI variables for this resource

Name

Data type

Definition

apiRoot

string

See clause 5.1

5.3.4.3

53431

POST

Resource Standard Methods

This method shall support the URI query parameters specified in table 5.3.4.3.1- 1.

Table 5.3.4.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.4.3.1-2 and the response data structures and
response codes specified in table 5.3.4.3.1-3.

Table 5.3.4.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description

BsfSubscription M 1 Create a new Individual binding Subscription resource.

Table 5.3.4.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P [ Cardinality | Response Description
codes
BsfSubscriptionResp M 1 201 Created [The creation of an Individual Binding Subscription resource
is confirmed.
NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6]
also apply.

Table 5.3.4.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description

Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nbsf-
management/<apiVersion>/subscriptions/{subld}

5.344 Resource Custom Operations

None.

5.35 Resource: Individual Binding Subscription

5.35.1 Description

The Individual Binding Subscription resource represents a single subscription to the event notification in the service.
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Resource URI: { apiRoot} /nbsf-management/<apiV ersion>/subscri ptions/{ subl d}

The <apiVersion> shall be set as described in clause 5.1.

This resource shall support the resource URI variables defined in table 5.3.5.2-1.

Table 5.3.5.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
subld string Identifies a subscription to event notification.
5.3.5.3 Resource Standard Methods
5.3.5.3.1 PUT

This method shall support the URI query parameters specified in table 5.3.5.3.1- 1.

Table 5.3.5.3.1-1: URI query parameters supported by the PUT method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.5.3.1-2 and the response data structures and
response codes specified in table 5.3.5.3.1-3.

Table 5.3.5.3.1-2: Data structures supported by the PUT Request Body on this resource

Data type

P

Cardinality

Description

BsfSubscription

M

1

Modify the existing Individual Binding Subscription resource matching the
subld according to the representation in the BsfSubscription.

Table 5.3.5.3.1-3: Data structures supported by the PUT Response Body on this resource

Data type P | Cardinality Response Description
codes
BsfSubscriptionResp M 1 200 OK Successful case: The Individual Binding Subscription
resource matching the subld was modified and a
representation is returned.
n/a 204 No Content  |Successful case: The Individual Binding Subscription
resource matching the subld was modified.
RedirectResponse (0] 0.1 307 Temporary  |Temporary redirection, during Individual Binding
Redirect Subscription modification.
(NOTE 2)
RedirectResponse (0] 0.1 308 Permanent [Permanent redirection, during Individual Binding
Redirect Subscription modification.
(NOTE 2)

NOTE 1:

NOTE 2:

The mandatory HTTP error status codes for the PUT method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6]
also apply.

The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of

3GPP TS 29.500 [6]).
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Table 5.3.5.3.1-4: Headers supported by the 307 Response Code on this resource

Name

Data type

Cardinality

Description

Location

string

P
M

1

Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target-
Nf-1d

string

Identifier of the target BSF (service) instance towards which
the request is redirected.

Table 5.3.5.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |[Cardinality Description

Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- [string O |0..1 Identifier of the target BSF (service) instance towards which

Nf-1d the request is redirected.

5.3.5.3.2 DELETE

This method shall support the URI query parameters specified in table 5.3.5.3.2- 1.

Table 5.3.5.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.5.3.2-2 and the response data structures and
response codes specified in table 5.3.5.3.2-3.

Table 5.3.5.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

ETSI




3GPP TS 29.521 version 18.5.0 Release 18 42 ETSI TS 129 521 V18.5.0 (2024-07)

Table 5.3.5.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P [Cardinality Response Description
codes
n/a 204 No Content  [Successful case: The Individual Binding Subscription
resource matching the subld was deleted.
RedirectResponse | O 0.1 307 Temporary  |Temporary redirection, during Individual PCF for a PDU
Redirect Session Binding deletion.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)
RedirectResponse | O 0..1 308 Permanent Permanent redirection, during Individual PCF for a PDU
Redirect Session Binding deletion.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.

NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6]).

Table 5.3.5.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of

3GPP TS 29.500 [6].

3gpp-Shi-Target- [string O |0..1 Identifier of the target BSF (service) instance towards which
Nf-I1d the request is redirected.

Table 5.3.5.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target- [string O |0..1 Identifier of the target BSF (service) instance towards which
Nf-I1d the request is redirected.

5.3.54 Resource Custom Operations

None.
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5.3.6 Void

5.3.7 Resource: PCF for a UE Bindings

5.3.7.1 Description

This resource represents a collection of the different PCF for a UE binding information of given UE identifier (i.e.,
SUPI) registered in the BSF.

5.3.7.2 Resource definition
Resource URI: { api Root} /nbsf-management/<apiV ersion>/pcf-ue-bindings
The <apiVersion> shall be set as described in clause 5.1.

This resource shall support the resource URI variables defined in table 5.3.7.2-1.

Table 5.3.7.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
5.3.7.3 Resource Standard Methods
5.3.7.3.1 POST

This method shall support the URI query parameters specified in table 5.3.7.3.1- 1.

Table 5.3.7.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.7.3.1-2 and the response data structures and
response codes specified in table 5.3.7.3.1-3.

Table 5.3.7.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
PcfForUeBinding | M |1 Register a new Individual PCF for a UE Binding information.

Table 5.3.7.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P | Cardinality | Response Description
codes
PcfForUeBinding M 1 201 The creation of an individual PCF for a UE Binding.
Created

NOTE: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.

Table 5.3.7.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure: {apiRoot}/nbsf-management/<apiVersion>/pcf-
ue-bindings/{bindingld}
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5.3.7.3.2 GET
This method shall support the URI query parameters specified in table 5.3.7.3.2-1.

Table 5.3.7.3.2-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
supi Supi 0] 0.1 Subscription Permanent Identifier. (NOTE 1)
gpsi Gpsi O 0.1 Generic Public Subscription Identifier. (NOTE 1)
supp-feat SupportedFeatures | O 0.1 To filter irrelevant responses related to unsupported
features. (NOTE 2)

NOTE 1: At least one parameter shall be present.
NOTE 2: This query parameter may be present when there are supported features that apply to the retrieval of the
"Individual PCF for a UE Binding" resource as defined in clause 4.2.4.3. Otherwise, it shall be omitted.

This method shall support the request data structures specified in table 5.3.7.3.2-2 and the response data structures and
response codes specified in table 5.3.7.3.2-3.

Table 5.3.7.3.2-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 5.3.7.3.2-3: Data structures supported by the GET Response Body on this resource

Data type P | Cardinality Response Description
codes
array(PcfForUeBinding) | M 0..N 200 OK The individual PCF for a UE binding resource(s)
matching the query parameter(s) are returned.

NOTE: The mandatory HTTP error status codes for the GET method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.

5.3.8 Resource: Individual PCF for a UE Binding

5.3.8.1 Description

This resource represents an individual PCF for a UE binding information of given UE identifier (i.e SUPI) registered in
the BSF.

5.3.8.2 Resource definition
Resource URI: {apiRoot}/nbsf-management/<apiVer sion>/pcf-ue-bindings/{bindingl d}
The <apiVersion> shall be set as described in clause 5.1.

This resource shall support the resource URI variables defined in table 5.3.8.2-1.

Table 5.3.8.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See clause 5.1
bindingld string Represents the individual PCF for a UE Binding.

To enable that the value is used as part of a URI, the string shall only contain
characters allowed according to the "lower-with-hyphen" naming convention
defined in 3GPP TS 29.501 [7].
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This method shall support the URI query parameters specified in table 5.3.8.3.1-1.

Table 5.3.8.3.1-1: URI query parameters supported by the DELETE method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.8.3.1-2 and the response data structures and
response codes specified in table 5.3.8.3.1-3.

Table 5.3.8.3.1-2: Data structures supported by the DELETE Request Body on this resource

Data type

P | Cardinality

Description

n/a

Table 5.3.8.3.1-3: Data structures supported by the DELETE Response Body on this resource

Data type

P | Cardinality

Response codes

Description

n/a

204 No Content

Successful case: The Individual PCF for a UE Binding
information resource is deleted.

e

Redirect

RedirectRespons | O 0.1 307 Temporary Temporary redirection, during Individual PCF for a UE

e Redirect Binding deletion. The response shall include a Location
header field containing an alternative URI of the resource
located in an alternative BSF (service) instance.

RedirectRespons | O 0..1 308 Permanent Permanent redirection, during Individual PCF for a UE

Binding deletion. The response shall include a Location
header field containing an alternative URI of the resource
located in an alternative BSF (service) instance.

NOTE:

The mandatory HTTP error status codes for the DELETE method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.

Table 5.3.8.3.1-4: Headers supported by the 307 Response Code on this resource

Name

Data type P

Cardinality

Description

Location

string M

1 An alternative URI of the resource located in an alternative
BSF (service) instance.

3gpp-Shi-Target-
Nf-I1d

string (0]

0.1

Identifier of the target NF (service) instance towards which the
request is redirected.

Table 5.3.8.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 An alternative URI of the resource located in an alternative
BSF (service) instance.
3gpp-Shi-Target- |string O (0.1 Identifier of the target NF (service) instance towards which the
Nf-1d request is redirected.
5.3.8.3.2 PATCH

This method shall support the URI query parameters specified in table 5.3.8.3.2- 1.
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Table 5.3.8.3.2-1: URI query parameters supported by the PATCH method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.8.3.2-2 and the response data structures and
response codes specified in table 5.3.8.3.2-3.

Table 5.3.8.3.2-2: Data structures supported by the PATCH Request Body on this resource

Data type P | Cardinality Description
PcfForUeBinding | M |1 Update an individual PCF for a UE binding information.
Patch

Table 5.3.8.3.2-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality |Response codes Description
PcfForUeBinding | M |1 200 OK Successful case: The Individual PCF for a UE binding
information resource is updated.
RedirectRespons | O |[0..1 307 Temporary Temporary redirection, during Individual PCF for a PDU
e Redirect Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)
RedirectRespons | O |[0..1 308 Permanent Permanent redirection, during Individual PCF for a PDU
e Redirect Session Binding modification.

Applicable if the feature "ES3XX" is supported.

(NOTE 2)

NOTE 1: The mandatory HTTP error status codes for the PATCH method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.

NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6)]).

Table 5.3.8.3.2-4: Headers supported by the 307 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of

3GPP TS 29.500 [6].

3gpp-Shi-Target- [string O |0..1 Identifier of the target BSF (service) instance towards which
Nf-1d the request is redirected.

Table 5.3.8.3.2-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of

3GPP TS 29.500 [6].

3gpp-Shi-Target- [string O |0..1 Identifier of the target BSF (service) instance towards which
Nf-1d the request is redirected.
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5.3.9 Resource: PCF for an MBS Session Bindings

5.3.9.1 Description

This resource represents the collection of PCF for an MBS Session Bindings registered at the BSF.

5.3.9.2 Resource definition
Resource URI: {apiRoot}/nbsf-management/<apiVer sion>/pcf-mbs-bindings
The <apiVersion> shall be set as described in clause 5.1.

This resource shall support the resource URI variables defined in table 5.3.9.2-1.

Table 5.3.9.2-1: Resource URI variables for this resource

Name Data type Definition
apiRoot string See subclause 5.1.
5.3.9.3 Resource Standard Methods
5.3.9.3.1 POST

This method shall support the URI query parameters specified in table 5.3.9.3.1- 1.

Table 5.3.9.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P |Cardinality Description

n/a

This method shall support the request data structures specified in table 5.3.9.3.1-2 and the response data structures and
response codes specified in table 5.3.9.3.1-3.

Table 5.3.9.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P | Cardinality Description
PcfMbsBinding M |1 Contains the parameters to request to register a new PCF for an MBS
Session Binding.

Table 5.3.9.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P |[Cardinality | Response Description
codes
PcfMbsBinding M 1 201 Created |Successful case. A new "Individual PCF for an MBS

Session Binding" resource is created and the corresponding
URI is returned in an HTTP Location header.
MbsExtProblemDetails |O 0.1 403 The existing PCF binding information stored in the BSF for
Forbidden the MBS session shall be returned within the
MbsExtProblemDetails data structure.

(NOTE 2)

NOTE: The mandatory HTTP error status codes for the HTTP POST method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.

NOTE 2: Failure cases are described in clause 5.7.
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Table 5.3.9.3.1-4: Headers supported by the 201 Response Code on this resource

Name Data type P | Cardinality Description
Location string M |1 Contains the URI of the newly created resource, according to
the structure:
{apiRoot}/nbsf-management/<apiVersion>/pcf-mbs-
bindings/{bindingld}

5.3.9.3.2 GET

This method shall support the URI query parameters specified in table 5.3.9.3.2- 1.

Table 5.3.9.3.2-1: URI query parameters supported by the GET method on this resource

Name Data type P | Cardinality Description
mbs-session-id  |MbsSessionld M 1 Contains the identifier of the MBS Session to which the
requested MBS Session binding is related.
supp-feat SupportedFeatures | C 0.1 Contains the list of features supported by the NF service

consumer and used to filter irrelevant responses related
to unsupported features.

This query parameter shall be included if feature
negocation needs to take place.

This method shall support the request data structures specified in table 5.3.9.3.2-2 and the response data structures and
response codes specified in table 5.3.9.3.2-3.

Table 5.3.9.3.2-2: Data structures supported by the GET Request Body on this resource

Data type P | Cardinality Description

n/a

Table 5.3.9.3.2-3: Data structures supported by the GET Response Body on this resource

Data type P |[Cardinality Response Description
codes

array(PcfMbsBinding) | M 0..N 200 OK Successful case. The "Individual PCF for an MBS
Session Binding" resource matching the provided query

(NOTE 2) parameter(s) is returned.

ProblemDetails (0] 0.1 400 Bad Request |More than one binding information matching the
provided query parameter(s) is found.
(NOTE 3)

NOTE 1: The mandatory HTTP error status codes for the HTTP GET method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.

NOTE 2: In this release of the specification, only a single element shall be provided within the array.

NOTE 3: Failure cases are described in clause 5.7.

5.394 Resource Custom Operations

None.

5.3.10 Resource: Individual PCF for an MBS Session Binding

5.3.10.1 Description

This resource represents an "Individual PCF for an MBS Session Binding" registered at the BSF.
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Resource URI: {apiRoot}/nbsf-management/<apiV er sion>/pcf-mbs-bindings/{bindingl d}

The <apiVersion> shall be set as described in clause 5.1.

This resource shall support the resource URI variables defined in table 5.3.10.2-1.

Table 5.3.10.2-1: Resource URI variables for this resource

resource.
To enable that the value is used as part of a URI, the string shall only contain
characters allowed according to the "lower-with-hyphen" naming convention
defined in 3GPP TS 29.501 [7].

Name Data type Definition
apiRoot string See subclause 5.1.
bindingld string Represents the identifier of the "Individual PCF for an MBS Session Binding"

5.3.10.3 Resource Standard Methods

5.3.10.3.1

PATCH

This method shall support the URI query parameters specified in table 5.3.10.3.1-1.

Table 5.3.10.3.1-1: URI query parameters supported by the PATCH method on this resource

Name

Data type P

Cardinality

Description

n/a

This method shall support the request data structures specified in table 5.3.10.3.1-2 and the response data structures and
response codes specified in table 5.3.10.3.1-3.

Table 5.3.10.3.1-2: Data structures supported by the PATCH Request Body on this resource

Data type

P | Cardinality

Description

PcfMbsBindingPa
tch

M 1

Contains the requested modifications to the PCF for an MBS Session

Binding.
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Table 5.3.10.3.1-3: Data structures supported by the PATCH Response Body on this resource

Data type P | Cardinality |Response codes Description

PcfMbsBinding M 1 200 OK Successful case: The "Individual PCF for an MBS Session
Binding" resource is successfully modified and a
representation of the updated resource is returned in the
response body.

n/a 204 No Content  [Successful case: The "Individual PCF for an MBS Session
Binding" resource is successfully modified and no content
is returned in the response body.

RedirectResponse | O 0.1 307 Temporary Temporary redirection, during Individual PCF for a PDU

Redirect Session Binding modification.
Applicable if the feature "ES3XX" is supported.
(NOTE 2)
RedirectResponse | O 0..1 308 Permanent Permanent redirection, during Individual PCF for a PDU
Redirect Session Binding modification.
Applicable if the feature "ES3XX" is supported.
(NOTE 2)
NOTE 1: The mandatory HTTP error status codes for the PATCH method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.
NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6)).
Table 5.3.10.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type | P |Cardinality Description
Location string M (1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].
3gpp-Shi-Target-Nf-Id  [string O |0..1 Identifier of the target BSF (service) instance towards which
the request is redirected.

Table 5.3.10.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type | P |Cardinality Description

Location string M |1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target-Nf-Id  [string O |0..1 Identifier of the target BSF (service) instance towards which
the request is redirected.

5.3.10.3.2 DELETE

This method shall support the URI query parameters specified in table 5.3.10.3.2-1.

Table 5.3.10.3.2-1: URI query parameters supported by the DELETE method on this resource

Name

Data type

P

Cardinality

Description

n/a
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This method shall support the request data structures specified in table 5.3.10.3.2-2 and the response data structures and
response codes specified in table 5.3.10.3.2-3.

Table 5.3.10.3.2-2: Data structures supported by the DELETE Request Body on this resource

Data type

P

Cardinality

Description

n/a

Table 5.3.10.3.2-3: Data structures supported by the DELETE Response Body on this resource

Data type P | Cardinality |Response codes Description
n/a 204 No Content  [Successful case: The "Individual PCF for an MBS Session
Binding" resource is successfully deleted.
RedirectResponse | O 0.1 307 Temporary Temporary redirection, during Individual PCF for a PDU
Redirect Session Binding deletion.
Applicable if the feature "ES3XX" is supported.
(NOTE 2)
RedirectResponse | O 0..1 308 Permanent Permanent redirection, during Individual PCF for a PDU
Redirect Session Binding deletion.
Applicable if the feature "ES3XX" is supported.
(NOTE 2)
NOTE 1: The mandatory HTTP error status codes for the HTTP DELETE method listed in table 5.2.7.1-1 of
3GPP TS 29.500 [6] shall also apply.
NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6)).
Table 5.3.10.3.2-4: Headers supported by the 307 Response Code on this resource
Name Data type | P |Cardinality Description
Location string M (1 Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.
For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].
3gpp-Shi-Target-Nf-Id  [string O |0..1 Identifier of the target BSF (service) instance towards which
the request is redirected.

Table 5.3.10.3.2-5: Headers supported by the 308 Response Code on this resource

Name

Data type | P

Cardinality

Description

Location

string M

1

Contains an alternative URI of the resource located in an
alternative BSF (service) instance towards which the request
is redirected.

For the case where the request is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].

3gpp-Shi-Target-Nf-1d

string (0]

0.1

Identifier of the target BSF (service) instance towards which
the request is redirected.

5.3.10.4

None.

Resource Custom Operations
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54 Custom Operations without associated resources

Nonein this release of this specification.

5.5 Notifications

551 General

Notifications shall comply to clause 6.2 of 3GPP TS 29.500 [6] and clause 4.6.2.3 of 3GPP TS 29.501 [7].

Table 5.5.1-1: Notifications overview

Notification HTTP method or o . .
Callback URI custom operation Description (service operation)
BSF Notification {notifUri} POST Provides information about observed
BSF events.

552 BSF Notification

55.2.1 Description

The BSF Noatification is used by the BSF to report one or several observed events to an NF service consumer that has
subscribed to such Notifications via the Individual Binding Subscription Resource.

5.5.2.2 Target URI
The Calback URI " {notifUri}" shall be used with the callback URI variables defined in table 5.5.2.2-1.

Table 5.5.2.2-1: Callback URI variables

Name Data type Definition
notifUri Uri The Notification Uri as assigned within the Individual Binding Subscription
Resource and described within the BsfSubscription type (see table 5.6.2.7-1).

55.23 Standard Methods

55.231 POST

This method shall support the URI query parameters specified in table 5.5.2.3.1-1.

Table 5.5.2.3.1-1: URI query parameters supported by the POST method on this resource

Name Data type P | Cardinality Description

n/a

This method shall support the request data structures specified in table 5.5.2.3.1-2 and the response data structures and
response codes specified in table 5.5.2.3.1-3.

Table 5.5.2.3.1-2: Data structures supported by the POST Request Body on this resource

Data type P [ Cardinality Description

BsfNaotification M 1 Provides Information about observed events
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Table 5.5.2.3.1-3: Data structures supported by the POST Response Body on this resource

Data type P [ Cardinality Response Description
codes
n/a 204 No Content |The receipt of the Notification is acknowledged.
RedirectResponse (0] 0.1 307 temporary |Temporary redirection, during the event notification.
redirect
(NOTE 2)
RedirectResponse (0] 0.1 308 Permanent [Permanent redirection, during the event notification.
Redirect
(NOTE 2)
NOTE 1: The mandatory HTTP error status codes for the POST method listed in table 5.2.7.1-1 of 3GPP TS 29.500 [6]
also apply.
NOTE 2: The RedirectResponse data structure may be provided by an SCP (cf. clause 6.10.9.1 of
3GPP TS 29.500 [6)).
Table 5.5.2.3.1-4: Headers supported by the 307 Response Code on this resource
Name Data type P |Cardinality Description
Location string M |1 Contains an alternative URI representing the end point of an
alternative NF consumer (service) instance towards which
the notification is redirected.
For the case where the notification is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance towards which
Nf-I1d the notification request is redirected

Table 5.5.2.3.1-5: Headers supported by the 308 Response Code on this resource

Name Data type P |Cardinality Description
Location string M |1 Contains an alternative URI representing the end point of an
alternative NF consumer (service) instance towards which
the notification is redirected.
For the case where the notification is redirected to the same
target via a different SCP, refer to clause 6.10.9.1 of
3GPP TS 29.500 [6].
3gpp-Shi-Target- [string O |0..1 Identifier of the target NF (service) instance towards which
Nf-1d the notification request is redirected
5.6 Data Model
5.6.1 General

This clause specifies the application data model supported by the API.

Table 5.6.1-1 specifies the data types defined for the Nbsf_Management service based interface protocol.
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Table 5.6.1-1: Nbsf_Management specific Data Types

Data type Section defined Description Applicability
BindingLevel 5.6.3.3 Contains the binding level.
BindingResp 5.6.2.6 Contains the binding information. SamePcf
BsfEvent 5.6.3.5 Contains the event notified by the BSF.
BsfEventNotification 5.6.2.9 Contains an event notification.
BsfNotification 5.6.2.8 Contains the notification to the events.
BsfSubscription 5.6.2.7 Contains the event subscription data.
BsfSubscriptionResp 5.6.4.1 Contains the response to the subscription
request. It consists of the resource
representation within BsfSubscription data
type and, if available, the matched observed
event within the BsfNotification data type.
ExtProblemDetails 5.6.4.2 Contains the FQDN or IP endpoints of the SamePcf
existing PCF and cause value if there is an
existing PCF binding information for the
indicated combination.
MbsExtProblemDetails 5.6.4.3 Represents an extension to the
ProblemDetails data structure with additional
MBS related information.
ParameterCombination 5.6.2.4 The combination used by the BSF to check SamePcf
whether there is an existing PCF binding
information.
PcfBinding 5.6.2.2 Identifies an Individual PCF for a PDU session
binding.
PcfBindingPatch 5.6.2.3 Identifies an Individual PCF for a PDU session |BindingUpdate
binding used for Patch method.
PcfMbsBinding 5.6.2.15 Represents an Individual PCF for an MBS
Session binding.
PcfMbsBindingPatch 5.6.2.16 Represents the requested modifications to an
Individual PCF for an MBS Session binding.
PcfForPduSessioninfo 5.6.2.13 The information of the PCF for a PDU session.
PcfForUeBinding 5.6.2.10 Identifies an Individual PCF for a UE binding.
PcfForUeBindingPatch 5.6.2.11 Identifies the updates to an Individual PCF for
a UE binding.
PcfForUelnfo 5.6.2.14 The information of the PCF for a UE.
SnssaiDnnPair 5.6.2.12 Represents a S-NSSAI and DNN pair.

Table 5.6.1-2 specifies data types re-used by the Nbsf_Management service based interface protocol from other

specifications, including a reference to their respective specifications and when needed, a short description of their use

within the Nbsf_Management service based interface.
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Table 5.6.1-2: Nbsf_Management re-used Data Types

Data type Reference Comments Applicability
DateTime 3GPP TS 29.571 [10] [Represents a date and a time.
Diameterldentity 3GPP TS 29.571 [10] |Represents the diameter identity

information.

Dnn 3GPP TS 29.571 [10] |Represents a DNN.

Fgdn 3GPP TS 29.571 [10] [Represents an FQDN.

Gpsi 3GPP TS 29.571[10] |Represents a GPSI.

IpEndPoint 3GPP TS 29.510 [12] [Represents IP endpoint information.

Ipv4Addr 3GPP TS 29.571 [10] [Represents an IPv4 address.

Ipv4AddrMask 3GPP TS 29.571 [10] [String identifying an IPv4 address mask.

Ipv4AddrRm 3GPP TS 29.571 [10] |Represents the same as the Ipv4Addr data
type but with the OpenAPI "nullable: true"
property.

Ipv6Prefix 3GPP TS 29.571 [10] [Represents an IPv6 prefix.

Ipv6PrefixRm 3GPP TS 29.571 [10] [Represents the same as the Ipv6Prefix data
type but with the OpenAPI "nullable: true"
property.

MacAddr48 3GPP TS 29.571 [10] [Represents a MAC address.

MacAddr48Rm 3GPP TS 29.571 [10] |Represents a the same as the MacAddr48
data type but with the OpenAPI "nullable:
true" property.

MbsSessionld 3GPP TS 29.571 [10] |Represents the identifier of an MBS
Session.

Nflnstanceld 3GPP TS 29.571 [10] [Represents the identifier of a NF instance.

NfSetld 3GPP TS 29.571 [10] |Represents the identifier of a NF set.

ProblemDetails 3GPP TS 29.571[10] [Used in error responses to provide more
detailed information about an error.

[RedirectResponse [3GPP TS 29.571 [10] [Contains redirection related information. [ES3XX

Snssai

3GPP TS 29.571 [10]

Represents an S-NSSAI.

Supi 3GPP TS 29.571[10] |Represents a SUPI.
SupportedFeatures 3GPP TS 29.571 [10] [Used to negotiate the applicability of the
optional features defined in table 5.8-1.
5.6.2 Structured data types
5.6.2.1 Introduction

This clause defines the structures to be used in resource representations.
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5.6.2.2 Type PcfBinding

Table 5.6.2.2-1: Definition of type PcfBinding
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Attribute name

Data type

Cardinality

Description

Applicability

supi

Supi

0.1

Subscription Permanent Identifier

gpsi

Gpsi

0.1

Generic Public Subscription
Identifier

ipv4Addr

Ipv4Addr

0.1

The IPv4 Address of the served
UE. (NOTE 4) (NOTE 8)

ipv6Prefix

Ipv6Prefix

0] O O|0o|T

The IPv6 Address Prefix of the
served UE. (NOTE 4) (NOTE 5)
(NOTE 8)

addIpv6Prefixes

array(Ipv6Prefix)

The additional IPv6 Address
Prefixes of the served UE.
(NOTE 4) (NOTE 5) (NOTE 8)
(NOTE 10)

MultiUeAddr

ipDomain

string

IPv4 address domain identifier.
(NOTE 1) (NOTE 8)

macAddr48

MacAddr48

The MAC Address of the served
UE. (NOTE 8)

addMacAddrs

array(MacAddr48
)

The additional MAC Addresses of
the served UE. (NOTE 8)
(NOTE 10)

MultiUeAddr

dnn

Dnn

DNN, a full DNN with both the
Network Identifier and Operator
Identifier, or a DNN with the
Network Identifier only.

(NOTE 11)

pcfFgdn

Fgdn

FQDN of the PCF hosting the
Npcf_PolicyAuthorization service.
(NOTE 2) (NOTE 9)

pcflpEndPoints

array(IpEndPoint)

IP end points of the PCF hosting
the Npcf_PolicyAuthorization
service. (NOTE 2) (NOTE 9)

pcfDiamHost

Diameterldentity

The diameter host for an
individual PCF. (NOTE 3)
(NOTE 9)

pcfDiamRealm

Diameterldentity

The diameter realm for an
individual PCF. (NOTE 3)
(NOTE 9)

pcfSmFgdn

Fqgdn

FQDN of the PCF hosting the
Npcf_SMPolicyControl service.
(NOTE 7) (NOTE 10)

SamePcf

pcfSmIpEndPoint
S

array(IpEndPoint)

IP end points of the PCF hosting
the Npcf_SMPolicyControl
service. (NOTE 7) (NOTE 10)

SamePcf

snssai

Snssai

The identification of slice.

suppFeat

SupportedFeatur
es

Used to negotiate the supported
optional features as described in
clause 5.8.

Shall be present in the HTTP
POST request/response; or in the
HTTP GET response if the "supp-
feat" attribute query parameter is
included in the HTTP GET
request.

pcfld

Nflnstanceld

PCF instance identifier

pcfSetld

NfSetld

The PCF set Id

recoveryTime

DateTime

Recovery time of the PCF

paraCom

ParameterCombi
nation

(e][e][e][e]

o B I
S

If it is included, the BSF shall
check whether there is an existing
PCF binding information for the
indicated combination. (NOTE 6)
(NOTE 10)

SamePcf

bindLevel

BindingLevel

Contains the level of binding.

ipv4FrameRoute
List

array(lpv4AddrM
ask)

List of Framed Route information
of IPv4.

ipv6FrameRoute
List

array(Ipv6Prefix)

List of Framed Route information
of IPv6.
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NOTE 1: The ipDomain attribute may only be provided if the ipv4Addr attribute is present.

NOTE 2: When the "ExtendedSamePcf" feature is not supported, at least one of "pcfFqdn” or "pcflpEndPoints”
shall be included if the PCF supports the Npcf_PolicyAuthorization service. When the
"ExtendedSamePcf" feature is supported these attributes may be provided if available.

NOTE 3: When the "ExtendedSamePcf" feature is not supported, both pcfDiamHost and pcfDiamRealm are
provided if the PCF supports Rx interface. When the "ExtendedSamePcf" feature is supported these
attributes may provided if available.

NOTE 4: 5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [19].

NOTE 5: IPv6 prefix(es) shorter than /64, according to 3GPP TS 23.501 [2], clause 5.8.2.2 and
3GPP TS 23.316 [19], clause 8.3.1, or full IPv6 address(es) with a /128 prefix, according to
3GPP TS 23.316 [19], clause 8.3.1, may be encoded as the "ipv6Prefix" and "addIpv6Prefixes"
attributes.

NOTE 6: If the BSF finds that there is an existing Individual PCF for a PDU Session Binding resource for the
indicated combination containing Npcf_SMPolicyControl service addressing information, the BSF shall
not check other Individual PCF for a PDU Session Binding resources and shall reject the ongoing
registration, and return the FQDN or IP endpoints of the Npcf_SMPolicyControl service of the matching
Individual PCF for a PDU Session Binding resource to the requesting PCF.

NOTE 7: At least one of the "pcfSmFqdn" attribute or the "pcfSmiIpEndPoints" attribute shall be included in the
binding information, if the binding refers to an SM Policy association and if the "SamePcf" feature is
supported and the PCF determines that the same PCF shall be selected for the SM Policy associations
with the same SUPI/DNN/S-NSSAI parameter combination in the non-roaming or home-routed scenario
based on operator's policies and configuration.

NOTE 8: When the "ExtendedSamePcf" feature is not supported the address information of the served UE shall
be provided, i.e., either the "ipv4Addr", the "ipv6Prefix" and/or "addlpv6Prefixes" attributes or the
"macAddr48" and/or "addMacAddrs" attributes shall be provided as specified in clause 4.2.2.2.

NOTE 9: When the "ExtendedSamePcf" feature is not supported the address information of the
Npcf_PolicyAuthorization service and/or Rx interface shall be provided, i.e., both "pcfDiamHost" and
"pcfDiamRealm™ and/or at least one of the "pcfFqdn” or "pcfEndPoints" shall be provided as specified in
clause 4.2.2.2.

NOTE 10: This attribute does not apply when the NF service consumer is an AF/NEF.

NOTE 11: The BSF uses the DNN as received from the NF service consumer without applying any transformation.
To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either
with the full DNN (e.qg., because there are multiple Operator Identifiers for a Network Identifier) or the
DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based
on local configuration.
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Table 5.6.2.3-1: Definition of type PcfBindingPatch

Attribute name Data type P | Cardinality Description Applicability
ipv4Addr Ipv4AddrRm O |0.1 The IPv4 Address of the served
UE. (NOTE 2)
ipDomain string O (0.1 IPv4 address domain identifier.
(NOTE 1)
ipv6Prefix Ipv6PrefixRm O (0.1 The IPv6 Address Prefix of the
served UE. (NOTE 2) (NOTE 3)
addlpv6Prefixes [|array(lpv6Prefix) [ O |[1..N The additional IPv6 Address MultiUeAddr
Prefixes of the served UE.
(NOTE 2) (NOTE 3)
macAddr48 MacAddr48Rm O |0.1 The MAC Address of the served
UE.
addMacAddrs array(MacAddr48 | O |1..N The additional MAC Addresses of |MultiUeAddr
) the served UE.
pcfld Nflnstanceld O ]0..1 PCF instance identifier
pcfFqdn Fgdn O |0.1 FQDN of the PCF hosting the
Npcf_PolicyAuthorization service.
pcflpEndPoints  |array(IpEndPoint) | O [1..N IP end points of the PCF hosting
the Npcf_PolicyAuthorization
service.
pcfDiamHost Diameterldentity | O |0..1 The diameter host for an
individual PCF.
pcfDiamRealm Diameterldentity | O |0..1 The diameter realm for an
individual PCF.
NOTE 1: If applicable, the consumer (e.g. PCF) shall also request to remove the ipDomain attribute if the ipv4Addr
attribute is requested to be removed.
NOTE 2: 5G-RG and FN-RG replaces UE for wireline access support. See 3GPP TS 23.316 [19].
NOTE 3: IPv6 prefix(es) shorter than /64, according to 3GPP TS 23.501 [2], clause 5.8.2.2 and
3GPP TS 23.316 [19], clause 8.3.1, or full IPv6 address(es) with a /128 prefix, according to
3GPP TS 23.316 [19], clause 8.3.1, can be encoded as the "ipv6Prefix" and "addlpv6Prefixes" attributes.
5.6.2.4 Type ParameterCombination

Table 5.6.2.4-1: Definition of type ParameterCombination

Attribute name Data type P |Cardinality Description Applicability

supi Supi O 0.1 Subscription Permanent Identifier

dnn Dnn O (0.1 DNN, a full DNN with both the

Network Identifier and Operator
Identifier, or a DNN with the
Network Identifier only.

(NOTE 3)

snssai Snssai O 0.1 The identification of slice.

NOTE 1: At least one of the attributes in this table shall be included.

NOTE 2: The applicable parameter combinations in a given deployment shall be disjoint combinations. E.g., if a
deployment requires a parameter combination that includes a SUPI value for a DNN/S-NSSAI
combination, subsequent parameter combinations of that DNN/S-NSSAI combination shall also include
the corresponding SUPI attribute.

NOTE 3: The BSF uses the DNN as received from the NF service consumer without applying any transformation.
To successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either
with the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the
DNN Network Identifier only. The NF service consumer may include the DNN Operator Identifier based
on local configuration.
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5.6.2.5 Void
5.6.2.6 Type BindingResp
Table 5.6.2.6-1: Definition of type BindingResp
Attribute name Data type P |Cardinality Description Applicability
pcfSmFgdn Fgdn O |0.1 FQDN of the PCF hosting the
Npcf_SMPolicyControl service.
(NOTE)
pcfSmipEndPoint |array(IpEndPoint) [ O |1..N IP end points of the PCF hosting
s the Npcf_SMPolicyControl
service. (NOTE)
NOTE: Either the "pcfSmFqdn" attribute or the "pcfSmIpEndPoints" attribute shall be included.

5.6.2.7 Type BsfSubscription

Table 5.6.2.7-1: Definition of type BsfSubscription

Attribute name Data type P | Cardinality Description Applicability
events array(BsfEvent) M 1..N Subscribed Events.
notifUri Uri M 1 Notification URI.
notifCorreld string M 1 It is used to set the value of Notification
Correlation ID in the corresponding
notification.
supi Supi M 1 Subscription Permanent Identifier.
gpsi Gpsi (@) 0..1 Identifies a GPSI.
snssaiDnnPairs SnssaiDnnPair C 0.1 Represents the S-NSSAI and DNN pair
for which the binding event report(s)
shall apply.
(NOTE)
addSnssaiDnnPai |array(SnssaiDnnPai |C 1..N Represents the additional S-NSSAI and |AddSnssaiDnn
rs r) DNN pairs for which the binding event  |Pair
report(s) shall apply.
(NOTE)
suppFeat SupportedFeatures | C 0.1 List of Supported features used as
described in clause 5.8.
This parameter shall be supplied by NF
service consumer and BSF in the
POST request that request the creation
of an Individual Binding Subscription
resource and the related reply,
respectively.
NOTE: If the NF service consumer needs to subscribe to notifications for more than one S-NSSAI and DNN pairs
and the "AddSnssaiDnnPair" feature is supported, the NF service consumer shall include one S-NSSAI and
DNN pair in the "snssaiDnnPairs" attribute and the remaining S-NSSAI and DNN pairs in the
"addSnssaiDnnPairs" attribute.

5.6.2.8 Type BsfNotification

Table 5.6.2.8-1: Definition of type BsfNotification

Attribute name Data type P | Cardinality Description Applicability
notifCorreld string M 1 Notification correlation 1D used to
identify the subscription to which the
notification relates. It shall be set to
the same value as the "notifCorreld"
attribute of BsfSubscription data

type.
eventNotifs array(BsfEventNotific |M 1..N Noatifications about Individual
ation) Events.
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Table 5.6.2.9-1: Definition of type BsfEventNotification

Attribute name

Data type

P | Cardinality

Description

Applicability

event

BsfEvent

M 1

Event that is notified.

pcfForUelnfo

PcfForUelnfo

C 0.1

The binding information of the PCF
for a UE.

It shall be included if the BSF is
subscribed to the notification of
"PCF_UE_BINDING_REGISTRATI
ON" and

"PCF_UE_BINDING_DEREGISTRA

TION" event and the registration or
deregistration of PCF for a UE is
detected.

pcfForPduSessin
fos

ioninfo)

array(PcfForPduSess

The binding information of the PCF
for a PDU session.

It shall be included if the BSF is
subscribed to the notification of
PCF_PDU_SESSION_BINDING_R
EGISTRATION event and the
registration of the PCF for the PDU
session is detected, and the BSF is
subscribed to the notification of
PCF_PDU_SESSION_BINDING_D
EREGISTRATION and the
deregistration of the PCF for the
PDU session is detected.

matchSnssaiDnn
S

array(SnssaiDnnPair)

Matching S-NSSAI and DNN pairs.
It shall be included if the BSF is
subscribed to the notification of

SNSSAI_DNN_BINDING_REGISTR

ATION and a PCF registration for
the first PDU session for the DNN
and SNSSAI combination is

detected, and the BSF is subscribed

to the notification of

SNSSAI_DNN_BINDING_DEREGIS
TRATION and a PCF deregistration

for the last PDU session for the
DNN and SNSSAI combination is
detected .

5.6.2.10

Type PcfForUeBinding

Table 5.6.2.10-1: Definition of type PcfForUeBinding

Attribute name

Data type

Cardinality

Description

Applicability

supi

Supi

1 Subscription Permanent Identifier

gpsi

Gpsi

O|Z| T

0.1

Generic Public Subscription
Identifier

pcfForUeFqdn

Fgdn

(@)

0.1

FQDN of the PCF hosting the
Npcf_AMPolicyAuthorization
service, if available. (NOTE)

pcfForUelpEndP
oints

array(IpEndPoint)

IP end points of the PCF hosting
the Npcf_AMPolicyAuthorization
service, if available. (NOTE)

pcfld

Nflnstanceld

PCF instance identifier

pcfSetld

NfSetld

©
i

The PCF set Id

bindLevel

BindingLevel

O|0|0

Contains the level of binding.
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suppFeat

SupportedFeatur
es

0.1

Used to negotiate the supported
optional features as described in
clause 5.8.

Shall be present in the HTTP
POST request/response or in the
HTTP GET response if the "supp-
feat" query parameter is included
in the HTTP GET request.

NOTE:

At least one of the "pcfForUeFqdn" attribute or "pcfForUelpEndPoints" attribute shall be provided.

5.6.2.11

Type PcfForUeBindingPatch

Table 5.6.2.11-1: Definition of type PcfForUeBindingPatch

Attribute name Data type P |Cardinality Description Applicability
pcfForUeFgdn Fgdn O |0.1 FQDN of the PCF hosting the
Npcf_AMPolicyAuthorization
service, if available.
pcfForUelpEndP |array(IpEndPoint) [ O |1..N IP end points of the PCF hosting
oints the Npcf_AMPolicyAuthorization
service, if available.
pcfld Nflnstanceld O 0.1 PCF instance identifier
5.6.2.12 Type SnssaiDnnPair
Table 5.6.2.12-1: Definition of type SnssaiDnnPair
Attribute name Data type P [Cardinality Description Applicability
snssai Snssai M 1 S-NSSAI

dnn Dnn M 1 Data Network Name, a full DNN

with both the Network Identifier
and Operator Identifier, or a DNN
with the Network Identifier only.
(NOTE)

NOTE: The BSF uses the DNN as received from the NF service consumer without applying any transformation. To
successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with
the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN
Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local
configuration.

5.6.2.13 Type PcfForUelnfo

Table 5.6.2.13-1: Definition of type PcfForUelnfo

Attribute name Data type P | Cardinality Description Applicability
pcfld Nflnstanceld o] 0..1 PCF instance identifier.
pcfSetid NfSetld ) 0..1 The PCF set ID.
bindLevel BindingLevel ®) 0.1 Contains the level of binding.
pcfFgdn Fqgdn (0] 0.1 FQDN of the PCF hosting the
Npcf_AMPolicyAuthorization
service.
pcflpEndPoints array(IpEndPoint) | O 1..N IP end points of the PCF hosting
the Npcf_AMPolicyAuthorization
service.

NOTE:

Either the "pcfFgdn" attribute or the "pcflpEndPoints" attribute shall be included.
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Definition of type PcfForPduSessioninfo

Attribute name Data type P [ Cardinality Description Applicability
snssai Snssai M 1 S-NSSAI

dnn Dnn M 1 Data Network Name, a full DNN

with both the Network Identifier
and Operator Identifier, or a DNN
with the Network Identifier only.
(NOTE 3)

pcfld Nflnstanceld o] 0..1 PCF instance identifier.

pcfSetld NfSetld o] 0..1 The PCF set ID.

bindLevel BindingLevel ©) 0.1 Contains the level of binding.

ipv4Addr Ipv4Addr o 0.1 The IPv4 Address of the served

UE.
ipDomain string (0] 0.1 IPv4 address domain identifier.
(NOTE 2)

ipv6Prefixes array(lpvéPrefix) | O 1..N The IPv6 Address Prefixes of the

served UE.

macAddrs array(MacAddr48 | O 1..N The MAC Addresses of the

) served UE.
pcfFgdn Fgdn (0] 0.1 FQDN of the PCF hosting the
Npcf_PolicyAuthorization service.
pcflpEndPoints array(IpEndPoint) | O 1..N IP end points of the PCF hosting
the Npcf_PolicyAuthorization
service.

NOTE 1: Either the "pcfFqdn" attribute or the "pcflpEndPoints" attribute shall be included.

NOTE 2: The "ipDomain" attribute may only be provided if the "ipv4Addr" attribute is present.

NOTE 3: The BSF uses the DNN as received from the NF service consumer without applying any transformation. To
successfully perform DNN matching, in a specific deployment a DNN shall always be encoded either with
the full DNN (e.g., because there are multiple Operator Identifiers for a Network Identifier) or the DNN
Network Identifier only. The NF service consumer may include the DNN Operator Identifier based on local
configuration.
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5.6.2.15 Type PcfMbsBinding

Table 5.6.2.15-1: Definition of type PcfMbsBinding

Attribute name

Data type

P

Cardinality

Description

Applicability

mbsSessionid

MbsSessionld

M

1

Contains the identifier of the MBS
Session to which the MBS
Session binding is related.

pcfFgdn

Fgdn

Contains the FQDN of the PCF
handling the MBS Session.

This attribute shall be provided, if
available.

(NOTE)

pcflpEndPoints

array(IpEndPoint)

Contains the IP end points of the
PCF handling the MBS Session.

This attribute shall be provided, if
available.

(NOTE)

pcfld

Nflnstanceld

Contains the identifier of the PCF
instance handling the concerned
MBS Session.

pcfSetld

NfSetld

Contains the identifier of the PCF
set to which the PCF instance
handling the MBS Session
belongs.

bindLevel

BindingLevel

Contains the level of binding of
the PCF handling the MBS
Session.

recoveryTime

DateTime

Contains the recovery timestamp
of the NF service consumer (e.g.
PCF handling the MBS Session).

This attribute may be present only
in the HTTP POST request.

suppFeat

SupportedFeatur
es

Contains the supported features
and is used to negotiate the
supported optional features as
described in clause 5.8.

This attribute may be present in
the HTTP POST request. It shall
be present in the HTTP POST
response, if it is included in the
corresponding HTTP POST
request, or in the HTTP GET
response, if the "supp-feat" query
parameter is included in the
corresponding HTTP GET
reqguest.

NOTE:

At least one of the "pcfFgdn" attribute or the "pcflpEndPoints" attribute shall be present.
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5.6.2.16 Type PcfMbsBindingPatch

Table 5.6.2.16-1: Definition of type PcfMbsBindingPatch

Attribute name Data type P [Cardinality Description Applicability
pcfFgdn Fgdn O |0.1 Contains the updated FQDN of
the PCF handling the MBS
Session.

pcflpEndPoints  |array(IpEndPoint) [ O |1..N Contains the updated IP end
points of the PCF handling the
MBS Session.

pcfld Nflnstanceld O |0.1 Contains the updated identifier of
the PCF instance handling the
concerned MBS Session.

5.6.2.17 Void

5.6.2.18 Type MbsBindingResp

Table 5.6.2.18-1: Definition of type MbsBindingResp

Attribute name Data type P |Cardinality Description Applicability
pcfFgdn Fgdn O |0.1 FQDN of the PCF handling the

MBS Session.

(NOTE)
pcflpEndPoints  |array(IpEndPoint) [ O [1..N IP end points of the PCF handling

the MBS Session.

(NOTE)

NOTE: At least one of the "pcfFgdn" attribute or the "pcflpEndPoints" attribute shall be present.

5.6.3 Simple data types and enumerations

5.6.3.1 Introduction

This clause defines simple data types and enumerations that can be referenced from data structures defined in the
previous clauses.

5.6.3.2 Simple data types
The simple data types defined in table 5.6.3.2-1 shall be supported.

Table 5.6.3.2-1: Simple data types

Type Name Type Definition Description Applicability,

5.6.3.3 Enumeration: BindingLevel

Table 5.6.3.3-1: Enumeration BindingLevel

Enumeration value Description Applicability
NF_SET Indicates the NF set level of binding.
NF_INSTANCE Indicates the NF instance level of binding.
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5.6.3.4 Void

5.6.3.5 Enumeration: BsfEvent

Table 5.6.3.5-1: Enumeration BsfEvent

Enumeration value Description Applicability
PCF_PDU_SESSION_BIN | Indicates the binding of a PCF for a PDU session is registered.
DING_REGISTRATION
PCF_PDU_SESSION_BIN | Indicates the binding of a PCF for a PDU session is deregistered.
DING DEREGISTRATION
PCF_UE_BINDING_REGI Indicates the binding of a PCF for a UE is registered.

STRATION

PCF_UE_BINDING_DERE | Indicates the binding of a PCF for a UE is deregistered.

GISTRATION

SNSSAI_DNN_BINDING_ | Indicates the binding of a PCF for a PDU session corresponding

REGISTRATION to the first PDU session for a DNN and S-NSSAI combination is
registered.

SNSSAI_DNN_BINDING_ | Indicates the binding of a PCF for a PDU session corresponding

DEREGISTRATION to the last PDU session for a DNN and S-NSSAI combination is

deregistered.

5.6.4 Data types describing alternative data types or combinations of data
types

56.4.1 Type: BsfSubscriptionResp

Table 5.6.4.1-1: Definition of type BsfSubscriptionResp as a list of non-exclusive alternatives

Data type Cardinality Description Applicability

BsfNotification 0.1 It represents the notification of a match event
during the creation or modification of the
Individual Binding Subscription resource.

BsfSubscription 1 It represents the Individual PCFBinding
Subscription resource.

5.6.4.2 Type ExtProblemDetails

Table 5.6.4.2-1: Definition of type ExtProblemDetails as a list of to be combined data types

Data Type P [Cardinality Description Applicability
ProblemDetails O ]0..1 Problem Details.
BindingResp O 0.1 PCF Binding Information.
5.6.4.3 Type MbsExtProblemDetails

Table 5.6.4.3-1: Definition of type MbsExtProblemDetails as a list of to be combined data types

Data Type P [Cardinality Description Applicability
ProblemDetails O |0..1 Problem Details.
MbsBindingResp | O [0..1 PCF Binding Information for the
MBS Session.
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HTTP error handling shall be supported as specified in clause 5.2.4 of 3GPP TS 29.500 [6].

For the Nbsf_Management Service API, HTTP error responses shall be supported as specified in clause 4.8 of
3GPP TS 29.501 [7]. Protocol errors and application errors specified in table 5.2.7.2-1 of 3GPP TS 29.500 [6] shall be
supported for an HTTP method if the corresponding HT TP status codes are specified as mandatory for that HTTP

method in table 5.2.7.1-1 of 3GPP TS 29.500 [6].

In addition, the requirements in the following clauses shall apply.

57.2 Protocol Errors

In this Release of the specification, there are no additional protocol errors applicable for the Nbsf_Management Service

APL.

5.7.3 Application Errors

The application errors defined for the Nbsf_Management Service APl arelisted intable 5.7.3-1.

Table 5.7.3-1: Application errors

Application Error

HTTP status code

Description

MULTIPLE_BINDING_INFO_FOUND

400 Bad Request

Indicates that the BSF found more than one
binding resource so it cannot provide the
selected PCF to the consumer. (NOTE 1)

EXISTING_BINDING_INFO_FOUND

403 Forbidden

Indicates that the BSF found an existing PCF
binding information for the indicated
combination or for the applicable MBS
Session. (NOTE 2)

NOTE 1: This application error is included in the responses to the GET request.

NOTE 2: This application error is included in the responses to the POST request.

NOTE 3: Including a "ProblemDetails" data structure with the "cause" attribute in the HTTP response is optional
unless explicitly mandated in the service operation clauses.

5.8 Feature negotiation

The optional featuresin table 5.8-1 are defined for the Nbsf_Management Service API. They shall be negotiated using

the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [6].
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Table 5.8-1: Supported Features

Feature number Feature Name Description

1 MultiUeAddr This feature indicates the support of multiple UE addresses (IPv6
prefixes or MAC addresses) in the same binding information.

2 BindingUpdate The consumer can use this feature for updating the session
binding information.

3 SamePcf This feature indicates the support of same PCF selection for the
indicated combination.
(NOTE)

4 ES3XX Extended Support for 3xx redirections. This feature indicates the

support of redirection for any service operation, according to

Stateless NF procedures as specified in clauses 6.5.3.2 and

6.5.3.3 of 3GPP TS 29.500 [6] and according to HTTP redirection

principles for indirect communication, as specified in clause 6.10.9

of 3GPP TS 29.500 [6].

5 ExtendedSamePcf This feature extends the support of same PCF selection for the

indicated combination. This feature requires the support of

SamePcf feature.

(NOTE)

6 AddSnssaiDnnPair This feature indicates the support of additional S-NSSAI and DNN

pair(s) for which the binding event report(s) apply.

NOTE: The "SamePcf" feature is applicable to the deployments where the N5 and/or Rx interface apply and the
UE address is available in the PCF at the creation of the SM Policy Association. The "ExtendedSamePcf"
feature is applicable for any PCF deployment, regardless of UE address availability at the creation of SM
Policy association and/or N5 and/or Rx applicability.

5.9 Security

Asindicated in 3GPP TS 33.501 [15] and 3GPP TS 29.500 [6], the access to the Nbsf_Management APl may be
authorized by means of the OAuth2 protocol (see IETF RFC 6749 [16]), based on local configuration, using the "Client
Credentials’ authorization grant, where the NRF (see 3GPP TS 29.510 [12]) plays the role of the authorization server.

If OAuth2 isused, an NF Service Consumer, prior to consuming services offered by the Nbsf_Management API, shall
obtain a"token" from the authorization server, by invoking the Access Token Request service, as described in
3GPPTS29.510[12], clause 5.4.2.2.

NOTE: When multiple NRFs are deployed in a network, the NRF used as authorization server isthe same NRF
that the NF Service Consumer used for discovering the Nbsf_Management service.

The Nbsf_Management API defines a single scope "nbsf-management” for the entire service, and it does not define any
additional scopes at resource or operation level.
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Annex A (normative):
OpenAPI specification

Al General

The present Annex contains an OpenAPI [11] specification of HTTP messages and content bodies used by the
Nbsf_Management API.

This Annex shall take precedence when being discrepant to other parts of the specification with respect to the encoding
of information elements and methods within the API.

NOTE: The semantics and procedures, as well as conditions, e.g. for the applicability and allowed combinations
of attributes or values, not expressed in the OpenAPI definitions but defined in other parts of the
specification also apply.

Informative copies of the OpenAPI specification file contained in this 3GPP Technical Specification are available on a
Git-based repository, that uses the GitLab software version control system (see clause 5B of the 3GPP TR 21.900 [18]
and clause 5.3.1 of the 3GPP TS 29.501 [7] for further information).

A.2  Nbsf Management API

openapi: 3.0.0

i nfo:
version: 1.4.0
title: Nbsf_Managenent
description: |
Bi ndi ng Support Managenent Service API.
© 2024, 3GPP Organi zational Partners (AR B, ATIS, CCSA, ETSI, TSDSI, TTA TTO).
Al rights reserved.

ext er nal Docs:
description: 3GPP TS 29.521 V18.5.0; 5G System Binding Support Managenment Service.
url: "https://ww. 3gpp. org/ftp/ Specs/archivel/29_series/29.521/"'

servers:
- url: '{api Root}/nbsf-nmanagenent/vl'
vari abl es:
api Root :
default: https://exanple.com
description: api Root as defined in clause 4.4 of 3GPP TS 29.501.

security:
- {} _ _
- OAuth2dient Credential s:
- nbsf - managenent

pat hs:
/ pcf Bi ndi ngs:
post:

summary: Create a new | ndividual PCF for a PDU Session binding information

operationld: CreatePCFBindi ng

tags:
- PCF Bindings (Collection)

r equest Body:
required: true

content:
application/json:
schena:
$ref: '#/ conponents/schemas/ Pcf Bi ndi ng'
responses:
'201":
description: The creation of an individual PCF for a PDU Session binding.
content:
application/json:
schema:

$ref: '#/ conponents/schemas/ Pcf Bi ndi ng'
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header s:
Locati on:

description: >
Contains the URI of the newy created resource, according to the structure
{api Root }/ nbsf - managenent / <api Ver si on>/ pcf - nbs- bi ndi ngs/ { bi ndi ngl d}

required: true

schena
type: string

' 400

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
' 401

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 401
' 403

description: >
The existing PCF binding information stored in the BSF for the indicated conbination is

returned
content:
appl i cati on/ probl em+j son
schena:

' . $ref: '#/ conponents/schenas/ Ext Probl enDetail s
'4gfgf: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404
'4é}?f: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 411
'4éf?%: ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 413
'4éfgf: ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 415
'4;??f: ' TS29571_CommonbDat a. yani #/ conponent s/ r esponses/ 429
'Sg??f: ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 500
lsgsgf: ' TS29571_CommonbDat a. yani #/ conponent s/ r esponses/ 502
dsgfefé ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 503
efaul t:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ r esponses/ def aul t
get:
summary: Read PCF for a PDU Session Bindings information
operationld: GetPCFBi ndi ngs

tags:

- PCF Bindings (Collection)
par amet ers

- nanme: ipv4Addr

in: query
description: The |IPv4 Address of the served UE
required: false
schena
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr’
- name: ipv6Prefix
in: query
description: >
The | Pv6 Address of the served UE. The NF service consurmer shall append '/128' to the
| Pv6 address in the attribute value. E. g. '2001: db8: 85a3:: 8a2e: 370: 7334/ 128’
required: false
schema
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ | pv6Prefi x'
- name: nmacAddr 48
in: query
description: The MAC Address of the served UE
required: false
schema:
$ref: ' TS29571_CommonDat a. yamnl #/ conponent s/ schemas/ MacAddr 48
- name: dnn
in: query
description: DNN
requi red: false
schema
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenmas/ Dnn
- nane: supi
in: query
description: Subscription Permanent |dentifier.
required: false
schema:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Supi
- name: gps
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in: query
description: Generic Public Subscription lIdentifier
requi red: false
schena
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Gpsi
- name: snssa
in: query
description: The identification of slice
required: false
content:
application/json
schena
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Snssai
- name: ipDomain
in: query
description: The |Pv4 address domain identifier.
required: false
schema
type: string
- nane: supp-feat

in: query
description: To filter irrelevant responses related to unsupported features
schema:
$ref: 'TS29571 ConmmonDat a. yanl #/ conponent s/ schenas/ Support edFeat ur es
responses
' 200

description: >
The individual PCF for a PDU Session binding session binding information resource
mat chi ng the query paraneter(s) is returned
content:
application/json
schema:
$ref: ' #/ conponents/schemas/ Pcf Bi ndi ng
' 204
description: >
There is no PCF for a PDU Session binding infornmati on natching the query paraneter(s)

'4g?§f: ' TS29571_CommonbDat a. yani #/ conponent s/ r esponses/ 400
'4g}?f: ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 401
'4g?§f: ' TS29571_CommonbDat a. yani #/ conponent s/ r esponses/ 403
'4gfgf: ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 404
'4gfgf: ' TS29571_CommonbDat a. yani #/ conponent s/ r esponses/ 406
'4é??f: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 414
'4§??f: ' TS29571_ComonbDat a. yani #/ conponent s/ r esponses/ 429
'Sg??f: ' TS29571_CommonbDat a. yani #/ conponent s/ r esponses/ 500
'ng?f: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 502
dsgfefé ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 503
efaul t:

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ def aul t

/ pcf Bi ndi ngs/ { bi ndi ngl d}:
del et e:
sunmary: Del ete an existing Individual PCF for a PDU Session Binding i nformation
operationld: Del etel ndPCFBi ndi ng
tags:
- I'ndividual PCF Binding (Docunent)
par anmet ers
- nanme: bindingld
in: path
description: Represents the individual PCF for a PDU Sessi on Binding
required: true
schena:
type: string
responses
' 204
description: >
No Content. The I|ndividual PCF for a PDU Session Binding information resource is
del et ed
' 307
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$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 307’

' 3g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400'
' 4grlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4g§ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4é?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 429’
' 5‘g(r)ef : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500'
' 5grzef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 502'

Sg?ei‘ : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503’
:e;?g:‘f K TS29571_ConmmonDat a. yamri #/ conponent s/ r esponses/ def aul t*

pat ch:

summary: Update an existing Individual PCF for a PDU Session Binding i nfornati on
operationld: Updatel ndPCFBi ndi ng

tags:

- I'ndividual PCF for a PDU Session Binding (Docunent)
parameters:

- nane: bindingld

in: path
description: Represents the individual PCF for a PDU Sessi on Binding
required: true
schena:
type: string
r equest Body:
description: Paranmeters to update the existing PCF for a PDU Sessi on binding
required: true

content:

appl i cati on/ mer ge- pat ch+j son:

schena:
$ref: '#/ conponents/schemas/ Pcf Bi ndi ngPat ch
responses

' 200

description: OK (Successful update of the PCF for a PDU Sessi on binding).

content:

application/json:
schena:
$ref: '#/ conponents/schemas/ Pcf Bi ndi ng'

' 307

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"
' 308"

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308
' 400'

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
' 401

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 401
' 403"

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 403"
' 404

$ref: ' TS29571_CormmonDat a. yan #/ conponent s/ r esponses/ 404
'411

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 411"
'413'

$ref: ' TS29571_ ConmonDat a. yanl #/ conponent s/ r esponses/ 413
'415'

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 415'
' 429

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429
' 500

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500
' 502

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 502
' 503"

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503
defaul t:

$ref: ' TS29571_ CommonDat a. yan #/ conponent s/ r esponses/ def aul t

/ subscri ptions
post:
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operationld: Createlndividual Subcription
summary: Create an individual subscription for event notifications fromthe BSF
tags:
- Subscriptions (Collection)
request Body:
required: true
content:
application/json:
schema:
$ref: '#/ conponents/schemas/ Bsf Subscri pti on'
responses:
‘201" :
description: Created.
header s:
Locati on:
description: >
Contains the URI of the newWy created resource, according to the structure
{api Root }/ nsnf - managenent / <api Ver si on>/ subscri pti ons/ {subl d}
required: true

schema:
type: string
content:
application/json:
schema:
$ref: '#/ conponents/schemas/ Bsf Subscri pti onResp’

' 400" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 400’
'401":

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 401’
' 403" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 403"
1 404" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 404’
411" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 411"
'413':

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 413’
'415':

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 415'
'429':

$ref: ' TS29571_ CormmonDat a. yan #/ conponent s/ r esponses/ 429’
' 500" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500
' 502" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 502"
' 503" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ def aul t'

cal | backs:

nyNotification:
" {$request. body#/ notifUri}":
post :
request Body:
required: true

content:

application/json:

schema:
$ref: ' #/ conponents/schenas/BsfNotification'
responses:

1204 :

description: No Content. Notification was successful.
' 307" :

$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 400’
' 401" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 403’
' 404" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 404’
411" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 411’
'413':

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 413"
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$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 415'

' 429" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429'

' 500" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 500

' 502" .

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 502"

'503":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503"

defaul t:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ r esponses/ def aul t'

/ subscri ptions/{subl d}:
put :

operationld: Replacel ndividual Subcription
subscription for event notifications fromthe BSF

sunmary: Repl ace an individual

t ags:

- I'ndi vi dual Subscri ption (Docunent)

request Body:
required: true
content:
application/json:
schema:

$ref: '#/ conponents/schemas/ Bsf Subscri ption'

paraneters:
- nanme: subld
in: path

description: Subscription correlation ID

required: true

description: OK Resource was successfully nodified and representation is returned.

schema:
type: string
responses:
' 200" :
content:
application/json:
schema:

$ref: '#/ conponents/schemas/ Bsf Subscri pti onResp'

1204 :

description: No Content.

'307" :

Resource was successfully nodifi ed.

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 307"

' 308" :

$ref: ' TS29571_CommonDat a.

' 400" :

$ref: ' TS29571_CommonDat a.

'401':

$ref: ' TS29571_CommonDat a.

' 403" .

$ref: ' TS29571_CommonDat a.

' 404" .

$ref: ' TS29571_ConmmonDat a.

'411':

$ref: ' TS29571_CommonDat a.

"413' .

$ref: ' TS29571_ConmonDat a.

' 415" :

$ref: ' TS29571_CommonDat a.

'429' .

$ref: ' TS29571_ConmmonDat a.

' 500" :

$ref: ' TS29571 CommonDat a.

'502":

$ref: ' TS29571_ConmonDat a.

' 503" :

$ref: ' TS29571_ CommonDat a.

defaul t:

$ref: ' TS29571_CommonDat a. yaml #/ conponent s/ r esponses/ def aul t'

del et e:

yaml #/ conponent s/ r esponses/ 308’
yani #/ conponent s/ r esponses/ 400’
yaml #/ conponent s/ r esponses/ 401"
yani #/ conponent s/ r esponses/ 403’
yaml #/ conponent s/ r esponses/ 404’
yani #/ conponent s/ r esponses/ 411’
yaml #/ conponent s/ r esponses/ 413’
yanl #/ conponent s/ r esponses/ 415’
yaml #/ conponent s/ r esponses/ 429’
yanl #/ conponent s/ r esponses/ 500’
yaml #/ conponent s/ r esponses/ 502"

yanl #/ conponent s/ r esponses/ 503’

operationld: Deletelndividual Subcription
subscription for event notifications fromthe BSF

summary: Del ete an individual

t ags:

- I ndividual Subscription (Docunent)

par anet ers:
- name: subld
in: path

description: Subscription correlation |ID
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required: true

schena:
type: string
responses:

'204":

description: No Content. Resource was successfully del eted.
' 307" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400
'401":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ r esponses/ 403’
' 404" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404’
'429':

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 429’
' 500" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500
'502':

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 502"
' 503" :

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ r esponses/ def aul t'

/ pcf - ue- bi ndi ngs:
post :
summary: Create a new | ndividual PCF for a UE binding information
operationld: CreatePCFfor UEBi ndi ng
tags:
- PCF for a UE Bindings (Collection)
request Body:
required: true

content:
application/json:
schena:
$ref: '#/ conponents/schemas/ Pcf For UeBi ndi ng'
responses:
‘201" :
description: The creation of an individual PCF for a UE binding.
content:
application/json:
schena:
$ref: '#/ conponents/schemas/ Pcf For UeBi ndi ng'
header s:
Locati on:

description: >
Contains the URI of the newy created resource, according to the structure
{api Root }/ nbsf - managenent / <api Ver si on>/ pcf - ue- bi ndi ngs/ { bi ndi ngl d}
required: true
schena:
type: string

' 4g(r)ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400°
' 4grlef : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 401’
' 4g§ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4g?ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404’
' 4é:-ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 411’
' 4é§ef ;' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 413’
' 4é?ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 415’
' 4§?ef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 429’
' Sg?ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 500’
' Z%Eef : " TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 502'

$r e]; . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 503’
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defaul t:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'
get:
summary: Read PCF for a UE Bindings information
operationld: GetPCFFor UeBi ndi ngs
tags:
- PCF for a UE Bindings (Collection)
parameters:
- nhanme: supi
in: query
description: Subscription Permanent |dentifier.
required: false
schema:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Supi '
- name: gpsi
in: query
description: Generic Public Subscription Identifier
required: false
schena:
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Gopsi '
- name: supp-feat

in: query
description: To filter irrelevant responses related to unsupported features.
schema:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
responses:
''200':

description: >
The individual PCF for a UE binding session binding information resource nmatching the
query paraneter(s) is returned.

content:
application/json:
schema:
type: array
items:

$ref: '#/ conponents/schemas/ Pcf For UeBi ndi ng'
mnltems: O

' 4g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 400’
' 4f(’grlef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 401’
' 4g§ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 403’
' 4gfef : ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 404’
' 4g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 406’
' 4éfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 414’
' 4§?ef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 429’
' Sg?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 500°
' 5‘grzef » ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 502’
dsgfef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 503"
efaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

/ pcf - ue- bi ndi ngs/ { bi ndi ngl d}:
del et e:
summary: Delete an existing Individual PCF for a UE Binding information
operationld: Del etel ndPCFf or UEBi ndi ng

tags:

- I'ndividual PCF for a UE Binding (Docunent)
parameters:

- nanme: bindingld

in: path
description: Represents the individual PCF for a UE Binding.
required: true
schema:
type: string
responses:
1204 :
description: >
No Content. The I|ndividual PCF for a UE binding informati on resource is del eted.
' 307" :
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$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 307’

' 3g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400'
' 4grlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4g§ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4é?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 429’
' 5‘g(r)ef : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500'
' 5grzef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 502'

Sg?ei‘ : ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 503’
:e;?g:‘f K TS29571_ConmmonDat a. yamri #/ conponent s/ r esponses/ def aul t*

pat ch:

summary: Update an existing Individual PCF for a UE Binding infornmation
operationld: Updatel ndPCFf or UEBi ndi ng

tags:

- I'ndividual PCF for a UE Binding (Docunent)
parameters:

- nane: bindingld

in: path
description: Represents the individual PCF for a UE Binding
required: true
schena:
type: string
r equest Body:
description: Paraneters to update the existing PCF for a UE binding
required: true

content:

appl i cati on/ mer ge- pat ch+j son:

schena:
$ref: ' #/ conponents/schenas/ Pcf For UeBi ndi ngPat ch'
responses:

'200':

description: OK Successful update of the PCF for a PDU Sessi on binding.

content:

application/json:
schena:
$ref: '#/ conponent s/ schemas/ Pcf For UeBi ndi ng'

' 307" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"
' 308" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 308"
' 400" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400
'401":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 401"
' 403" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 403"
' 404" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 404’
"411":

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 411"
'413':

$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ r esponses/ 413’
'415':

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 415'
'429':

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 429’
' 500" :

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 500
' 502" :

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 502'
' 503" :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

/ pcf - nbs- bi ndi ngs:
post:
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summary: Create a new | ndividual PCF for an MBS Session binding.
operationld: CreatePCFMsBi ndi ng
tags:
- PCF for an MBS Session Bindings (Collection)
request Body:
required: true

content:
application/json:
schema:
$ref: '#/ conponents/schenas/ Pcf MosBi ndi ng'
responses:
‘201" :

description: >
Created. A new Individual PCF for an MBS Session Binding resource is created
and the corresponding URI is returned in an HTTP Locati on header.

content:
application/json:
schema:
$ref: ' #/ conponents/schenas/ Pcf MosBi ndi ng'
headers:
Locati on:

description: >
Contains the URI of the newy created resource, according to the structure
{api Root }/ nbsf - managenent / v1/ pcf - nbs- bi ndi ngs/ { bi ndi ngl d}

required: true

schema
type: string

' 400" :

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 400’
' 401"

$ref: ' TS29571_CommonDat a. yan #/ conponent s/ r esponses/ 401"
' 403" :

description: >
The existing PCF binding information stored in the BSF for the MBS session is

returned.
content:
appl i cati on/ probl emtj son:
schema:
$ref: ' #/ conponents/schenas/ MosExt Probl enDet ai | s'

' 404’

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 404’
'411"

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ r esponses/ 411’
'413'

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 413"
'415' :

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 415'
' 429’

$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429'
' 500" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 500
' 502

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 502"
' 503" :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 503"
defaul t:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ def aul t'

get:
sunmary: Retrieve an existing PCF for an MBS Session bindi ng
operationld: Get PCFMisBi ndi ng
tags:
- PCF for an MBS Session Bindings (Collection)
par anmet ers
- hame: nbs-session-id
in: query
description: >
Contains the identifier of the MBS Session to which the requested MBS Session
binding is related
required: true
content:
application/json
schema
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ MosSessi onl d'
- nanme: supp-feat
in: query
description: >
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Contains the list of features supported by the NF service consuner and used to
filter irrelevant responses related to unsupported features.

content:
application/json:
schema:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es’
responses:
'200':

description: >
OK. The Individual PCF for an MBS Session Binding resource(s) matching the provi ded
query parameter(s) are returned.

content:
application/json:
schema:
type: array
items:

$ref: '#/ conponents/schenas/ Pcf MosBi ndi ng'
mnltems: 0O

' 4g?ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 400'
' 4g}ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 401’
' 4g§ef ;" TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 403’
' 4g?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 404'
' 4g?ef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 406’
' 4é?ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 414’
' 4§?ef ;' TS29571_CommonDat a. yam #/ component s/ r esponses/ 429’
' 5g(r)ef ;' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 500’
' 5!?Srzef : " TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 502'
dsl;g?e:.‘ : ' TS29571_ConmonDat a. yanl #/ conponent s/ r esponses/ 503’
efaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t*

/ pcf - nbs- bi ndi ngs/ { bi ndi ngl d}:
par anmeters
- name: bindingld
in: path
description: >
Represents the identifier of the Individual PCF for an MBS Session Binding resource
required: true
schema
type: string

pat ch:
sunmary: Request the nodification of an existing Individual PCF for an MBS Sessi on Binding
resource.

operationld: Mdifyl ndPCFMisBi ndi ng

tags:
- I'ndividual PCF for an MBS Session Bi nding (Docunent)

request Body:
description: Paraneters to request the nodification of the PCF for an MBS Sessi on Bi ndi ng.
required: true

content:
appl i cati on/ mer ge- pat ch+j son:
schena:
$ref: ' #/ conponents/schenas/ Pcf MosBi ndi ngPat ch’
responses:
'200':

description: >
OK. The Individual PCF for an MBS Session Binding resource is successfully nodified and
a representation of the updated resource is returned in the response body.
content:
application/json
schema:
$ref: '#/ conponents/schemas/ Pcf MosBi ndi ng
1204
description: >
No Content. The Individual PCF for an MBS Session Binding resource is successfully
nmodi fied and no content is returned in the response body.
' 307"
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$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ r esponses/ 307’

' 3g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 400'
' 4grlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4g§ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4g?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4érlef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 411’
' 4ér3ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 413’
' Aéfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 415’
' 4§?ef ;' TS29571_CommonDat a. yanl #/ conponent s/ r esponses/ 429’
' Sg?ef © ' TS29571_ConmonDat a. yani #/ conponent s/ r esponses/ 500°
' 5grzef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 502'
dsgfe:‘ © ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 503"
efaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'

del ete:

summary: Request the del etion of an existing Individual PCF for an MBS Sessi on Binding.
operationld: Del et el ndPCFMisBI ndi ng
tags:

- I'ndividual PCF for an MBS Session Bi nding (Docunent)
responses:

1204 :

description: >
No Content. The Individual PCF for an MBS Session Binding resource is successfully

Del et ed.

'307":

' $r ef ;' TS29571_CommonDat a. yam #/ conponent s/ r esponses/ 307"
' 3g§ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 308’
' 4g?ef : ' TS29571_CommonDat a. yam #/ conmponent s/ r esponses/ 400'
' 4grlef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 401’
' 4gfef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 403’
' 4gfef : ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 404’
' 4§?ef . ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 429’
' 5’g(r)ef © ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ 500'
' 5grzef » ' TS29571_ConmonDat a. yam #/ conponent s/ r esponses/ 502’
dsl;gfe:.‘ : ' TS29571_ConmmonDat a. yam #/ conponent s/ r esponses/ 503"

efaul t:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ r esponses/ def aul t'
conponent s:

securitySchenes:
oAut h2d i ent Credenti al s:
type: oauth2
flows:
clientCredentials:
tokenUr!l: ' {nrfApi Root}/oaut h2/token'
scopes:
nbsf - managenent: Access to the Nosf_Managenent AP

schemas:
Pcf Bi ndi ng:
description: ldentifies an Individual PCF for a PDU Session binding.

type: object
properties:
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supi :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Supi '
gpsi :
$ref: ' TS29571_CommonDat a. yami #/ conponent s/ schemas/ Gpsi '
i pv4Addr :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr’
i pv6Prefi x:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Prefi x'
addl pv6Prefi xes:
type: array
items:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Pref i x'
mnltems: 1
description: The additional |Pv6 Address Prefixes of the served UE.
i pDomai n:
type: string
macAddr 48:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ MacAddr 48’
addMacAddr s:
type: array
items:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schemas/ MacAddr 48’
mnltenms: 1
description: The additional MAC Addresses of the served UE.
dnn:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Dnn'
pcf Fgdn:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenas/ Fqdn'
pcf | pEndPoi nt s:
type: array
itens:
$ref: ' TS29510_Nnrf _NFManagenent . yani #/ conponent s/ schenmas/ | pEndPoi nt '
mnltems: 1
description: |P end points of the PCF hosting the Npcf_PolicyAuthorization service
pcf Di anHost :
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ Di anet er I dentity’
pcf Di anReal m
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenmas/ Di anet er | dentity'
pcf Sniqdn:
$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Fqdn'
pcf Sm pEndPoi nt s:
type: array
itens:
$ref: ' TS29510_Nnrf _NFManagenent . yani #/ conponent s/ schemas/ | pEndPoi nt '
mnltems: 1
description: |P end points of the PCF hosting the Npcf_SMPolicyControl service.
snssai :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schermas/ Snssai '
suppFeat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
pcfld:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Nf | nst ancel d'
pcf Set | d:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Nf Set | d'
recoveryTi ne:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Dat eTi ne'
par aCom
$ref: '#/ conponents/schenas/ Par anet er Conbi nati on'
bi ndLevel :
$ref: ' #/ conponents/schenas/ Bi ndi ngLevel'
i pv4Fr ameRout eLi st :
type: array
itens:
$ref: ' TS29571 CommonDat a. yanl #/ conponent s/ schenas/ | pv4Addr Mask'
mnltems: 1
i pv6FrameRout eLi st :
type: array
itemns:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Prefi x'
mnltems: 1
required:
- dnn
- snssai

Pcf Bi ndi ngPat ch:
description: ldentifies an Individual PCF binding used in an HTTP Patch met hod.
type: object
properties:
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i pv4Addr :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv4Addr R
i pDomai n:
type: string
nul | abl e: true
i pv6Prefix:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ | pv6Pr ef i xRm
addl pv6Prefi xes:
type: array
items:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Pref i x'
mnltenms: 1
description: The additional |Pv6 Address Prefixes of the served UE.
nul | abl e: true
nmacAddr 48:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ MacAddr 48Rmi
addMacAddr s:
type: array
items:
$ref: 'TS29571 CommonDat a. yanl #/ conponent s/ schemas/ MacAddr 48’
mnltems: 1
description: The additional MAC Addresses of the served UE.
nul | abl e: true
pcfld:
$ref: ' TS29571_CommonDat a. yan #/ conponent s/ schenas/ Nf | nst ancel d'
pcf Fqdn:
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenas/ Fqdn'
pcf | pEndPoi nt s:
type: array
itens:
$ref: ' TS29510_Nnrf_NFManagernent . yam #/ conponent s/ schenas/ | pEndPoi nt'
mnltems: 1
description: |P end points of the PCF hosting the Npcf_PolicyAuthorization service.
pcf Di anHost :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Di anet er I dentity’
pcf Di anReal m
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ Di anet er I dentity’

Par anet er Conbi nati on:
description: >
Represents the conbination used by the BSF to check whether there is an existing PCF binding
i nformation.
type: object
properties:
supi :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Supi '
dnn:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dnn'
snssai :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Snssai '

Ext Probl enDet ai | s:
description: >
Contains the FQDN or | P endpoints of the existing PCF and the cause value if there is an
exi sting PCF binding information for the indicated conbination.
all O :
- $ref: 'TS29571_CommonDat a. yani #/ conponent s/ schenas/ Pr obl enDet ai | s’
- $ref: '#/ components/schemas/ Bi ndi ngResp'

MosExt Probl enDet ai | s:
description: >
Contains the FQDN or | P endpoints of the existing PCF and the cause value if there is an
exi sting PCF binding information for the MBS session.
all Of:
- $ref: 'TS29571_CommonDat a. yani #/ conponent s/ schenas/ Pr obl enDet ai | s’
- $ref: '#/ component s/ schemas/ MosBi ndi ngResp'

Bi ndi ngResp:
description: Contains the binding information for a PCF for a PDU Sessi on.
type: object
properties:
pcf Snqdn:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Fqdn'
pcf Sm pEndPoi nt s:
type: array
items:
$ref: ' TS29510_Nnrf _NFManagenent . yani #/ conponent s/ schenmas/ | pEndPoi nt '
mnltems: 1
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description: |P end points of the PCF hosting the Npcf_SMPolicyControl service.

MosBi ndi ngResp:
description: Contains the binding information for a PCF for an MBS Sessi on.
type: object
properties:
pcf Fgdn:
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Fqdn'
pcf | pEndPoi nt s:
type: array
items:
$ref: ' TS29510_Nnrf _NFManagenent . yam #/ conponent s/ schenas/ | pEndPoi nt'
mnltems: 1
description: IP end points of the PCF handling the MBS Session.
anyOf :
- required: [pcfFqgdn]
- required: [pcflpEndPoints]

Bsf Subscri pti on:
description: Contains the event subscription data.
type: object
properties:
events:
type: array
items:
$ref: '#/ conponents/schemas/Bsf Event'
mnltems: 1
description: Contain te subscribed events.

notifUri:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Uri '
notif Correl d:

type: string
description: Notification Correlation |ID assigned by the NF service consuner.
supi :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Supi '
gpsi :
$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenmas/ Gpsi '
snssai DnnPai rs:
$ref: '#/ conponents/schenas/ Snssai DnnPai r'
addSnssai DnnPai rs:
type: array
itens:
$ref: '#/ conponents/schenas/ Snssai DnnPai r'
mnltems: 1
description: >
Represents the additional S-NSSAI and DNN pair(s) for which the binding event report(s)
shal | apply.
suppFeat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
required:
- events
- notifUri
- notifCorreld
- supi

Bsf Notification:
description: Contains the event notifications.
type: object
properties:
notif Correld:
type: string
description: Notification Correlation |ID assigned by the NF service consuner.

pcfld:
$ref: ' TS29571 ConmmonDat a. yanl #/ conponent s/ schenas/ Nf | nst ancel d'
pcf Set | d:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schemas/ Nf Set | d'
bi ndLevel :
$ref: '#/ conponents/schemas/ Bi ndi ngLevel '
event Notifs:
type: array
itemns:

$ref: ' #/ conponents/schemas/ Bsf Event Noti fi cation'
mnltems: 1
description: Notifications about Individual Events.
required:
- notifCorreld
- eventNotifs
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Bsf Event Noti fi cati on:
description: Contains an event notification.

type: object
properties:
event:

$ref: '#/ conponents/schemas/ Bsf Event'
pcf For Uel nf o:

$ref: '#/ conponent s/ schemas/ Pcf For Uel nf o'
pcf For PduSessl| nf os:

type: array

items:

$ref: ' #/ conponents/schenas/ Pcf For PduSessi onl nf o'

mnltems: 1

description: The information of the PCF for a PDU session.

mat chSnssai Dnns:
type: array
itens:

$ref: '#/ conponents/schenas/ Snssai DnnPai r'

mnltens: 1

description: Matching S-NSSAI and DNN pairs.

required:
- event

Pcf For Uel nf o:

description: Contains the information of the PCF for a UE

type: object
properties:
pcf Fqdn:

$ref: ' TS29571_CormmonDat a. yani #/ conponent s/ schenas/ Fqdn'

pcf | pEndPoi nt s:
type: array
items:
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$ref: ' TS29510_Nnrf _NFManagenent . yani #/ conponent s/ schenmas/ | pEndPoi nt '

mnltenms: 1

description: |P end points of the PCF hosting the Npcf_AnPolicyAut horization service.

pcfld:

$ref: ' TS29571_ CommonDat a. yani #/ conponent s/ schenmas/ Nf | nst ancel d'

pcf Set | d:

$ref: ' TS29571_CommonDat a. yamnl #/ conponent s/ schemas/ Nf Set | d'

bi ndLevel :
$ref: '#/ conponents/schemas/ Bi ndi ngLevel '

Pcf For PduSessi onl nf o:

description: Contains the informaiton of the PCF for a PDU session.

type: object
properties:
dnn:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dnn'

snssai :

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Snssai '

pcf Fgdn:

$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schermas/ Fqdn'

pcf | pEndPoi nt s:
type: array
items:

$ref: ' TS29510_Nnrf _NFManagenent . yani #/ conponent s/ schenas/ | pEndPoi nt'

mnltems: 1

description: IP end points of the PCF hosting the Npcf_AnPol i cyAut hori zation service.

i pv4Addr :

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ | pv4Addr Rm

i pDonmai n:
type: string
i pv6Prefi xes:
type: array
itemns:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ | pv6Prefi x'

mnltens: 1

description: The | Pv6 Address Prefixes of the served UE

macAddr s:
type: array
itemns:

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ MacAddr 48'

mnltenms: 1

description: The MAC Addresses of the served UE.

pcfld:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenmas/ Nf | nst ancel d'

pcf Set | d:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Nf Set | d'

ETSI



3GPP TS 29.521 version 18.5.0 Release 18 85 ETSI TS 129 521 V18.5.0 (2024-07)

bi ndLevel :
$ref: '#/ conponents/schemas/ Bi ndi ngLevel '
required:
- snssai
- dnn

Pcf For UeBi ndi ng:
description: ldentifies an Individual PCF for a UE binding.
type: object
properties:
supi :
$ref: ' TS29571_CommonDat a. yamni #/ conponent s/ schemas/ Supi '
gpsi :
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Gpsi '
pcf For UeFqgdn:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schenas/ Fqdn'
pcf For Uel pEndPoi nt s:
type: array
items:
$ref: ' TS29510_Nnrf _NFManagenent . yanl #/ conponent s/ schenas/ | pEndPoi nt'
mnltems: 1
description: IP end points of the PCF hosting the Npcf_AnPol i cyAut hori zation service.
pcfld:
$ref: ' TS29571 ConmmonDat a. yanl #/ conponent s/ schenas/ Nf | nst ancel d'
pcf Set | d:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schemas/ Nf Set | d'
bi ndLevel :
$ref: ' #/ conponents/schemas/ Bi ndi ngLevel '
suppFeat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
required:
- supi
anyCf :
- required: [pcfForUeFqdn]
- required: [pcfForUel pEndPoi nts]

Pcf For UeBi ndi ngPat ch:
description: ldentifies the updates of an Individual PCF for a UE binding.
type: object
properties:
pcf For UeFqgdn:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schemas/ Fqdn'
pcf For Uel pEndPoi nt s:
type: array
items:
$ref: ' TS29510_Nnrf _NFManagenent . yam #/ conponent s/ schenas/ | pEndPoi nt '
mnltems: 1
description: IP end points of the PCF hosting the Npcf_AnPolicyAut horization service.
pcfld:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ Nf | nst ancel d'

Snssai DnnPai r:
description: Contains a S-NSSAl and DNN conbi nati on.
type: object
required:
- snssai
- dnn
properties:
dnn:
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dnn'
snssai :
$ref: ' TS29571 ConmonDat a. yanl #/ conponent s/ schenas/ Snssai '

Pcf MosBi ndi ng:

description: Represents an Individual PCF for an MBS Session binding.
type: object

properties:
nbsSessi onl d:
$ref: ' TS29571_CommonDat a. yanl #/ conponent s/ schenas/ MosSessi onl d'
pcf Fgdn:

$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenas/ Fqdn'
pcf | pEndPoi nt s:
type: array
itemns:
$ref: ' TS29510_Nnrf _NFManagenent . yani #/ conponent s/ schenas/ | pEndPoi nt'
mnltems: 1
pcfld:
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$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenmas/ Nf | nst ancel d'
pcf Set | d:

$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Nf Set | d'
bi ndLevel :

$ref: '#/ conponents/schenas/ Bi ndi ngLevel '
recoveryTi ne:

$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Dat eTi e’

suppFeat :
$ref: ' TS29571_CommonDat a. yam #/ conponent s/ schenas/ Suppor t edFeat ur es'
required:
- nbsSessionld
anyCf :

- required: [pcfFqgdn]
- required: [pcflpEndPoints]

Pcf MosBi ndi ngPat ch:
description: >
Represents the requested nodification to an Individual PCF for an MBS Session bindi ng.
type: object
properties:
pcf Fqdn:
$ref: ' TS29571_CommonDat a. yani #/ conponent s/ schemas/ Fqdn'
pcf | pEndPoi nt s:
type: array
items:
$ref: ' TS29510_Nnrf_NFManagenent . yam #/ conponent s/ schenas/ | pEndPoi nt'
mnltems: 1
pcfld:
$ref: ' TS29571_ CormmonDat a. yani #/ conponent s/ schenmas/ Nf | nst ancel d'

Bi ndi ngLevel :
anyCf :
- type: string
enum
- NF_SET
- NF_I NSTANCE
- type: string
description: >
This string provides forward-conpatibility with future
extensions to the enuneration but is not used to encode
content defined in the present version of this API.
description: |
Represents the binding Ievel.
Possi bl e val ues are:
- NF_SET: Indicates the NF set |evel of binding.
- NF_INSTANCE: I|ndicates the NF instance |evel of binding.

Bsf Event :
description: Represents an event to be notified by the BSF.
anyCf :
- type: string
enum
- PCF_PDU_SESS| ON_BI NDI NG_REG STRATI ON
- PCF_PDU_SESSI ON_BI NDI NG_DEREGQ STRATI ON
- PCF_UE_BI NDI NG_REG STRATI ON
- PCF_UE_BI NDI NG_DEREG STRATI ON
- SNSSAI _DNN_BI NDI NG_REQ STRATI ON
SNSSAI _DNN_BI NDI NG_DEREGQ STRATI ON

- type: string
description: >
This string provides forward-conpatibility with future extensions to the enuneration
and is not used to encode content defined in the present version of this API.

Bsf Subscri pti onResp:
description: >
It represents a response to a nodification or creation request of an I|ndividual Binding
Subscription resource. It may contain the notification of the already net events.
anyOf :
- $ref: '#/ component s/ schemas/ Bsf Subscri ption'
- $ref: '#/ components/schemas/BsfNotification'
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Annex B (informative):
Deployment option to support BSF and DRA coexistence
due to network migration

Asdescribed in Annex B of 3GPP TS 23.503 [4], the Diameter Routing Agent (DRA) and the BSF can coexist in an
operator's network during the network migration to 5GC. The DRA isdescribed in 3GPP TS 29.213 [14] and can be a
service consumer of the Nbsf_Management service.

During the Rx session establishment, the DRA can discover the selected PCF for the related subscriber by using the
Nbsf_Management_Discovery service operation to obtain the related PCF address if it has no stored binding
information derived from an ongoing Gx session for that subscriber.

NOTE 1. For aUE inthe EPC thereis a Gx session and the DRA stores the binding information. For aUE in the
5GC the Npcf_SmPolicyControl service is used and the BSF stores the binding information.

NOTE 2: If the DRA has no stored binding information derived from an ongoing Gx session for a subscriber, the
DRA needs to request new binding information for each Rx session establishment because the
information in the BSF could have changed compared to any previous binding information the DRA
requested.
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Annex C (informative):
Change history
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